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OTKA3 OT TAPAHTHIT: COAEPXXUMOE JAHHOI'O JOKYMEHTA ITPEJICTABJIEHO HA YCJIOBHSIX «KAK ECThb». KOMITAHHS CISCO
HE JIAET Y BbI HE ITOJIVYAETE HUKAKHX JIOT'OBOPHBIX, ITOJIPA3YMEBAEMBIX 1 YCTAHOBJIEHHBIX 3AKOHOM I'APAHTHIA

B CBA3U C COAEPXXUMbBIM JAHHOI'O IOKYMEHTA, JIFOBbIMU TTOJIOXKEHWAMU 5TOI'O JOKYMEHTA 1 OBMEHOM
COOBLIEHMSMU MEXY BAMU 1 KOMITAHUEM CISCO. B UACTHOCTH CISCO OTKA3BIBAETCS OT BCEX ITOJIPA3YMEBAEMBbIX
TAPAHTUM, BKJIFOYAS TAPAHTU KOMMEPYECKOI LIEHHOCTH, COOTBETCTBUS 3AKOHOJIATEJICTBY U IIPUTOAHOCTH JJIA
KOHKPETHOW LIEJIU, A TAK)KE OT TAPAHTHUI, CJIEJYIOIIUX U3 CTAHIAPTHOM ITPAKTUKHU 3AKJIFOYEHH S CHEJIOK,
NCIIOJIb30BAHUE NJIX TOPT'OBJIN. Dt0T 00y4aromuii MpoAyKT MOXET BKJIFOYATh COACPIKUMOE M3 PaHHUX BepCHil U, X0oTs kommanus CisCo
CUYHMTAET €ro TOYHBIM, TAKOE COJEPKMMOE MOUHHSIETCS BBIIICH3IIOKCHHBIM YCIIOBUSM OTKa3a OT TapaHTHIA.




CopeprkaHune

Pykogodcmeo no nabopamopHbIM pabomam 1
O630p 1
O6uwue cBegeHus 1
JlTabopaTopHasi pabota 1-1: Vicnonb3oBaHune npunoxeHuin Windows B Ka4ecTBe CETEBbIX
WHCTPYMEHTOB. 3
3agaun ynpaxHeHust 3
UnnocTpaums 3agaHna 3
Heobxogumble pecypchl 3
Cnuncok KoMaHp, 4
MNopackasku 4
3apayva 1: lNony4yeHune cBefeHun o Tekylem IP-agpece 4
3apayva 2: [pocmoTp ceTeBbIX NnapameTpoB Ethernet-agantepa nepcoHanbHOro komneotepa 6
3apayva 3: [NpoBepka coeanHeHMs ¢ MapLIpyTU3aTopoM, UCMOMb3YyeMbIM B Ka4ecTBe
LIM03a N0 YMOMYaHUio 8
3apayva 4: lNpocmoTp npueaAsok IP-agpecoB k MAC-agpecam no npotokony ARP 9
JlTabopaTopHasi pabota 1-2: O630p TPEXCTOPOHHETO KBUTUPOBaHUA TCP 10
3agaun ynpaxHeHust 10
UnnocTpaums 3agaHuna 10
Heobxogumble pecypchl 10
Cnuncok KoMaHp, 11
Moackasku 11
3apada 1: Nogrotoska MO ananusa nakeToB K nepexsaTy notoka TCP 11
3apava 2: dopmuposaHue notoka TCP ang nepexsaTta 13
3apgava 3: N3yyeHne nocnegosatensHOCTU MHUUManu3auum TCP 16
JlabopatopHasga pabota 1-3: AHanu3 paclunpeHHbIX AaHHbIX ceTu MK 19
3agaum ynpaxHeHust 19
UnnocTpaums 3agaHng 19
Heobxogumble pecypchl 19
Cnuncok kKoMaHp, 20
MNoackasku 20
3apgava 1: lNMony4veHue nonHom nHdopmMaumm o Tekywem |IP-agpece 20
3apava 2: Npoeepka coeamHeHns ¢ DNS-cepeepom 21
3apauva 3: TpaccupoBka coegmHeHnsa ¢ DNS-cepeepom 22
JlabopatopHaga pabota 2-1: NogkntodeHne K yaaneHHoMy nabopatopHoMy ob6opyanoBaHuio 24
3apayv ynpaxHeHus 24
UnnocTpaums 3agaHna 24
Heobxoaumsle pecypchl 25
Cnuncok KoMaHp, 25
MNoackasku 26
3apgayva 1: lNoaknoyeHne K yaaneHHOMy cepBepy KOHCOoMm 27
3apava 2: lNMoakntoyenne k yaaneHHomy VPN-mapLupyTtmsaTopy 30
JlabopaTopHasi paboTa 2-2: 3anyck koMMyTaTopa 1 ero HavarnbHasi HacTporka 34
3apayv ynpaxHeHus 34
UnnocTpaums 3agaHna 34
Heobxoaumsle pecypchl 34
Cnuncok KoMaHp, 35
Moackasku 36
3apayva 1: [NoagknoyeHne K KOMMYTaTopy HazHadeHHon paboyen rpynnbl 36
3apava 2: lNoaTeepXkaeHne oTCYTCTBMSA KOHGUrypauum KoMmmMyTaTopa u nepesarpyska 37
3apgayva 3: Micnonb3oBaHue amnanora KoHpurypaumm cuctembl A4S Co3gaHus HavanbHOM
KOHcpurypaumm 41
3apava 4: [lobaBneHue LWI03a No yMonyaHuio B HavarbHYH KOHUrypaumo 45
JlTabopaTopHasi paboTa 2-3: [NoBbileHMe 6e30NacHOCTU HaYarbHOWM KOHUrypauum kommyTtaTopa 47
3agaum ynpaxHeHust a7
UnnocTpaums 3agaHna 47
Heobxogumsle pecypchl 48
Cnuncok KoMaHp, 48
Moackasku 50



3apgava 1: [lobaBneHne 3amuTbl HA OCHOBE MAapOorsi K KOHCOMbHOMY MOPTY M NuHMAM VTY
3apgayva 2: AktuBauus cnyxbbl LWIMpoBaHus naponen
3apava 3: lNpumeHeHne GaHHepa Bxoga
3apada 4: BkntodyeHune npoTtokona SSH anga yaaneHHoro ynpasneHnsi
3apayva 5: Hactporika 6e3onacHOCTV nopTa Ha KOMMyTaTope
3apava 6: OTKMYEHNE HEUCTIONBL3YEMbIX MOPTOB 1 NEPEBOS BCEX MOPTOB B PEXUM A0OCTyna
JlabopatopHag pabota 2-4: kcnnyaTtauusa n Hactporka yctpomnctea Cisco I0S
3agauun ynpaxHeHusi
WnntocTpauus 3agaHms
Heobxoaumble pecypchl
Cnuncok kKoMaHp,
MNopackasku
3apava 1: Micnonb3oBaHWe KOHTEKCTHOW CMpaBKu
3apgava 2: lameHeHne HenpaBuIibHO BBEOEHHOW KOMaHAb!
3apgava 3: OnTummnsaumsa ucnonb3osaHuns CLI
JlabopaTtopHasa pabota 4-1: [lpeobpaszoBaHMe AECATUYHbBIX YNCEN
B AIBOMYHbIE M OBONYHbIX B AECATUYHbIE.
3agauun ynpaxHeHus
WnntocTpauus 3agaHms
Heobxoaumsle pecypchl
Cnuncok KoMaHp,
MNopackasku
lMoaroToBKa K BbIMOSTHEHWIO YNPaXXHEHMS
3apgava 1: [NpeobpasoBaHme ECATUYHBIX YMCEN B ABOUYHbIN hopmat
3apava 2: lNpeobpasoBaHne 4BOUYHBIX YNCETT B AECATUYHbIN hopmaT
JlTabopaTopHasi paboTta 4-2: Knaccudukaumsi cnocoboB CeTeBOW agpecauunm
3agauun ynpaxHeHus
WnntocTpauus 3agaHms
Heobxogumsle pecypchl
Cnuncok KoMaHp,
Moackasku
MoproToBKa K BbIMONTHEHMIO YNPaXHEHNS
3apava 1: lNpeobpasoBaHue IP-agpeca B AeCATUYHOM dhopmaTe B ABOUYHLIN hopmat
3apava 2: lNpeobpasoBaHue IP-agpeca B ABOMYHOM chopmaTte B OECATUYHBLIN hopmaT
3apayva 3: PacnosHaBaHue knaccos IP-agpecoB
3apgayva 4: Pacno3HaBaHue JonycTMMbIX U HeOONyCcTUMbIX |P-agpecoB XocToB
JlabopaTopHasi paboTa 4-3: PacuyeT JOCTYMHbIX NOACETEN U XOCTOB
3agaun ynpaxHeHust
WnntocTpauus 3agaHms
Heobxogumsle pecypchl
Cnuncok KoMaHp,
Moackasku
MoproToBKa K BbIMONTHEHMIO YNPaXXHEHNS
3apgava 1: Onpegenenne konmyecTsa ouT, HEOOXOAMMBIX AN CO3aaHUS
noaceten cetn knacca C
3apgava 2: Onpegenenne konmyecTsa ouT, HEOOXOAMMBIX AN CO3aaHUs
noaceTen ceTu knacca B
3apgava 3: Onpegenenne konmyecTsa ouT, HEOOXOAMMBIX AN CO3aaHUS
noaceTen cetu knacca A
JlabopaTtopHasa paboTta 4-4: BelumMcneHne macok nogcetu
3agauun ynpaxHeHus
WnntocTpauus 3agaHus
Heobxoaumsle pecypchl
Cnuncok KoMaHf,
Moackasku
lMoaroToBKa K BbIMOSTHEHNIO YNPaXXHEHMS
3apgava 1: Onpegenenne konMyecTBa AOCTYMNHbIX CETEBLIX afpecoB
3apava 2: Onpepgenenne NoaceTen ansg ceTeBoro agpeca
3apava 3: Onpepgenenne NoaceTen Ha OCHOBE OpPYroro ceTeBoro agpeca

50
52
53
55
57
62
64
64
64
65
65
66
66
67
68

71
71
71
71
71
72
72
72
72
73
73
73
73
73
74
74
74
75
76
77
78
78
78
78
78
79
79

79

79

80
81
81
81
81
81
82
82
82
82
83

ii Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



3apava 4: OnpegenexHve NnoaceTen Ha OCHOBE 3a4aHHOMO CETEBOrO
agpeca u KraccoBoro agpeca
3apava 5: OnpegeneHve NnoaceTen Ha OCHOBE 3a4aHHOMO CETEBOrO
Bnoka n knaccoBoro agpeca
3apava 6: OnpegeneHne noaceTer Ha OCHOBE 3a4aHHOIO CETEBOr0
6noka n knaccoBoro agpeca
JlabopatopHag pabota 4-5: HauankeHbI 3anyck mapLupyTtusaTtopa
3agauun ynpaxHeHusi
WnntocTpauus 3agaHms
Heobxogumble pecypchl
Cnuncok KoMaHp,
MNopackasku
3apgava 1: YaaneHue cyLlecTByOLLEN KOHUIypaLum MapLupyTmusaTopa
3apava 2: Nepesarpy3ka MapLupyTU3aTopa 1 aHanua gaHHbIX, OTobpaXaeMblx
npw 3anycke
JlabopatopHasa pabota 4-6: HavyaneHasa HacTporika MmapLupyTnsatopa
3agauun ynpaxHeHusi
WnntocTpauus 3agaHms
Heobxogumsle pecypchl
Cnuncok KoMaHp,
Moackasku
3apgava 1: BBog HavyanbHOW KOHUrypaumm ¢ NoOMOLLLI KOMaHabl setup
3apayva 2: lNpoBepka KoHUrypaumm mapLipyTtumsaTopa
JlabopaTopHasi paboTa 4-7: [NoBbileHMe 6e30NacHOCTU HaYarbHOW KOHUrypaumnm
MapLupyTusaTopa
3agaum ynpaxHeHust
Wnntoctpauus 3agaHms
Heobxogumsle pecypchl
Cnuncok KoMaHp,
Moackasku
3apava 1: [lobaBneHne 6e30nacHOCTM KOHCONbHOro nopta Ha 6ase napons
3apayva 2: AktuBauusa cnyx6bl LIMpoBaHUS naponen
3apayva 3: Hacrtpolika 6aHHepa Bxoaa
3apgava 4: BkntoveHue npoTokona SSH ans yganeHHoro ynpasneHus
JlabopaTopHasi paboTta 4-8: Vicnonb3oBaHune Cisco SDM ans HaCTPOMKM GOYHKLUIA
DHCP-cepBepa
3agaun ynpaxHeHust
UnnocTpaums 3agaHna
Heobxogumsle pecypchl
Cnuncok KoMaHp,
Moackasku
3apava 1: Hactpovika mapLipyTusaTopa Ans NOAAEPKKA BEO-NPUNOXEHNIA,
nonb3oBartens ¢ ypoBHeM npusunernn 15, a Takke npotokonos Telnet n SSH
3apgayva 2: cnonb3oBaHue Cisco SDM ans Hactpoviku nyrna DHCP
3apada 3: Vicnonb3oBaHue MHCTPYMEHTanbHbIX CPeaCTB Afsi CONOCTaBMeHs
OaHHbIX O CETU
JlabopaTopHasi paboTa 4-9: YnpasrneHue ceaHcaMu yaaneHHoro gocryna.
3agaumn ynpaxHeHusi
UnnocTpaums 3agaHna
Heobxoaumsle pecypchl
Cnuncok KoMaHp,
Moackasku
3apava 1: OnTumusauua ncnone3oBaHus CLI mapLupytmusaTtopa
3apayva 2: lNoaknoyeHne K yaoaneHHou paboyen rpynne Yepes ToHHens VPN
3apaya 3: NcnonbsosaHue komaHg CLI Cisco IOS ans ynpasneHus ceaHcamu
Telnet n SSH
JlabopaTopHasi paboTta 5-1: NogkntoveHue k ceTn MHTepHeT
3agaum ynpaxHeHust
UnnocTpaums 3agaHuna
Heobxogumble pecypchl

84

85

87
89
89
89
90
90
90
90

91
95
95
95
95
96
96
96
100

101
101
101
102
102
103
103
105
106
107

111
111
111
112
112
112

113
114

118
120
120
120
120
121
121
121
123

124
130
130
130
131

© 2007 Cisco Systems, Inc. Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0



Cnuncok KoMaHp, 131

MNoackasku 131
3apgayva 1: Micnonb3oaHue Cisco SDM ans HacTporku NoAKMoYeHUs
K UHTepHeTy uepes Ethernet 131
3apava 2: Vicnonb3oBaHue nHTepdenca KoMaHaHOW CTPOKM Ansi MPOBEPKU
paboTbl PAT Ha mapLupyTu3aTtope paboden rpynnbl 137
JlabopatopHaga pabota 5-2: NogknioveHme K rnasHoOMy ocucy 140
3apayv ynpaxHeHus 140
UnnocTpaums 3agaHna 140
Heobxoaumble pecypchl 140
Cnuncok kKoMaHp, 141
MNopackasku 141
3apgayva 1: Hactporika nocrnegoBatensHoro nHrepdgenca 0/0/0 mapwpytmnsartopa
paboyen rpynnbl 142
3apayva 2: lNpoBepka NogkItoyYeHns K Ha3Ha4YeHHOW yaaneHHom ceTu 143
3apava 3: lobaBneHue 3anmcm cTaTtUYecKkoro MapLipyTta Ans yaaneHHon cetu 145
JlabopatopHasga pabota 5-3: [lnHamnuyeckas mapLupyTmusaLms K rmaBHoMy ocucy 147
3apayvm ynpaxHeHus 147
UnnocTpaums 3agaHns 147
Heobxoaumsle pecypchl 147
Cnuncok KoMaHp, 148
MNopackasku 148
3apgayva 1: Hactpoiika npoTokona Mmaplpytusaumm RIP Ha maplipyTmnsartope
paboyen rpynnbl 148
3apava 2: 3ameHa cyLecTByOLEro CTaTU4eCKOro MapLupyTa 1 NpoBepka CoeanHeHNUsI 150
JlabopaTopHasi paboTa 6-1: Micnonb3oBaHmne npoTokona obHapyxeHus Cisco 153
3apayv ynpaxHeHus 153
UnnocTpaums 3agaHna 153
Heobxogumsle pecypchl 154
Cnuncok KoMaHp, 154
Moackasku 154
3apayva 1: icnonb3oBaHue npoTokona obHapyxeHus Cisco Ha mapLupyTusaTope
paboyen rpynnbl U ynpaBneHne nm 154
3apgayva 2: Micnonb3oBaHue npoTokona obHapyxeHus Cisco Ha kommyTaTope
paboyen rpynnbl U ynpaBneHne nm 157
JlabopaTopHasi paboTa 6-2: YnpasneHue napameTpaMmm 3anycka MapLipytusaropa 160
3agaum ynpaxHeHust 160
UnnocTpaums 3agaHuna 160
Heobxogumsle pecypchl 161
Cnuncok komaHp, 161
Moackasku 161
3apayva 1: NlameHeHune KoHGUrypaLmMoHHOro peructpa 162
3apava 2: O630p hannoson cuctembl onaW-namaTn n godaBneHne KomaHa
CUCTEMbI 3arpy3ku 164
JlabopaTopHasi paboTta 6-3: YnpasneHue yctporictBamu Cisco 168
3agaum ynpaxHeHust 168
UnnocTpaums 3agaHna 168
Heobxogumble pecypchl 169
Cnuncok KoMaHp, 169
Moackasku 170
3apayva 1: KonnposaHue ¢aninos KoHdurypawmm 170
3apava 2: Vicnonb3oBaHue koMaHg, OTnagku 173
JlabopaTtopHasa pabota 6-4: NoaTeepxaeHne pekoHpurypaumm cetn omnmana 176
3apayv ynpaxHeHus 176
UnnocTpaums 3agaHna 176
Heobxogumble pecypchl 177
Cnuncku koMmaHp, 177
MNoackasku 177
3apgayva 1: lNMoaknoyeHne K yaaneHHon nabopatopum 182
3apgayva 2: lNoaroToBka Kk NpoBepKe KOHUrypauum 182

iv Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



3apayva 3: lNpoBepka KoHUrypaumum 183

OtBeTbl k TabopaTopHLIM paboTam 185
OtBeTbl k TabopaTopHoi paboTe 2-2: 3anyck KoMMyTaTopa M ero HavarnbHasi HacTponka 185
OtBeTbl Kk NabopaTtopHou paboTe 2-3: [NoBbiWweHe 6e30NacHOCTU HavanbHOW KOHUrypaLum
KoMmyTaTopa 187
OTtBeTbl k NabopatopHou pabote 2-4: SkcnnyaTauusa n HacTporika yctpomnctea Cisco I0S 191
OtBeThl k NabopatopHon paboTe 4-1: [NpeobpasoBaHne AECATUYHbBIX YNCEN
B ABOWYHbIE U ABOUYHbLIX B JECATUYHbIE 195
3apayva 1: lNpeobpasoBaHme OEeCATUYHBIX YUCen B ABOUYHbLIN hopmat 195
3apayva 2: lNpeobpasoBaHme 4BOUYHBIX YNCETT B AECATUYHbIN hopmat 195
OTteeTbl k TabopaTopHoi paboTe 4-2: Knaccudukaums cnocoboB ceTeBow agpecauum 196
3apayva 1: lNpeobpasoBaHue IP-agpeca B AecATUYHOM dhopmaTe B ABOUYHLIN chopmat 196
3apava 2: lNpeobpasoBaHue IP-agpeca B ABOMYHOM chopmaTte B OeCATUYHBLIN hopmaT 197
3apgayva 3: PacnosHaBaHue knaccos IP-agpecoB 198
3apgava 4: Pacno3HaBaHue JoOnycTMMbIX U HeOONyCTUMbIX |P-agpecoB XocToB 199
OtBeTbl k NabopatopHou paboTe 4-3: PacueT JOCTYNHbIX NOACETEN U XOCTOB 200

3apava 1: OnpegeneHue konuyectea 6utos, Heobxoanmoro ans nogcetTn cetn knacca C - 200
3apava 2: OnpegeneHue konuyectea 6utos, HeobxoanMoro ans NoaceTn cetu knacca B 200
3apava 3: OnpegeneHue konuyectea 6utos, Heobxoanmoro ansa nogcetTn cetn knacca A 200

OtBeThl kK NabopatopHon padote 4-4 201
3apava 1: OnpefgeneHune konMyecTBa AOCTYMNHbIX CETEBbLIX afpecoB 201
3apava 2: Onpepgenenne noaceten ansa ceteBoro 6roka 201
3apava 3: Onpegenenune nNoaceTen Ha OCHOBE OpPYroro ceTeBoro 6oka 202
3apgava 4: Onpegenenne NoaceTeln Ha OCHOBE 3a4aHHOIo CETEBOIO
Groka 1 KnaccoBoro agpeca 203
3apgava 5: Onpegenenne noaceTer Ha OCHOBE 3a4aHHOIO CETEBOIO
©noka 1 knaccoBoro agpeca 204
3apava 6: OnpegeneHne noaceTer Ha OCHOBE 3a4aHHOIO CETEBOrO
©noka 1 knaccoBoro agpeca 205

OTtBeThl k NabopatopHou paboTe 4-5: HavanbHbIN 3anyck MmapLupyTmsaTopa 207

OTtBeTbl kK NabopatopHou paboTe 4-6: HavyanbHasg HacTpoKrka MapLupyTmusaTopa 210

OTBeThl k NabopaTtopHon paboTe 4-7: [NoBbilweHne 6e30nacHOCTN HavyanbHoOM

KOHcpurypaumm mapLipytmsartopa 212

OtBeTbl k TAabopaTopHoi paboTe 4-8: Vicnonb3oBaHune Cisco SDM ans HaCTpOWKM

¢pyHkunn DHCP-cepBepa 214

OTtBeTbl k TabopaTopHoi paboTe 4-9. YnpaBneHue ceaHcaMy yaaneHHoro gocryna 217

OtBeTbl k TabopaTopHoi paboTe 5-1: MNogkntoveHune k cetTn IHTepHeT 220

OteeTbl k TabopaTopHoi paboTe 5-2: MNogkntoveHune K rmaBHoMy odumcy 223

OTBeThl k NabopartopHon pabote 5-3: ObecneyeHne guHaMnUYECKON

MapLUpyTU3auun K rnasHomy ogucy 226

OtBeTbl k NabopatopHou paboTe 6-1: Vicnonb3oBaHne npoTokona obHapyxeHus Cisco 229

OTtBeTbl k NabopaTtopHou paboTe 6-2: YnpaBneHue napameTpamu 3anycka mapLupyrtumsartopa 236

OTtBeTbl k NabopatopHou paboTe 6-3: YnpasneHue yctporctBamu Cisco 239

OtBeTbl k TAabopaTopHoi paboTe 6-4: NoaTBepxaeHne pekoHdurypaumm cetu unuana 240

© 2007 Cisco Systems, Inc. Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 v



Vi Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



ICND1

PykoBoAOCTBO MO
nabdbopaTtopHbIM paboTam

O630p

B sTOoM pykoBoCcTBe TpeacTaBIeHBl HHCTPYKIIMH U APYTHE CBEAEHUS 00 YIpaKHEHUSAX,
KOTOpBIE HEOOXOAMMO BBHITTOITHUTH BO BPEMS JaHHOTO Kypca. Perenns MoKHO HalTH
B pazneine «OTBETH K 1a0OpaTOPHBIM paboTam».

O6buwue cBeaeHud

910 PYKOBOACTBO OXBAThIBACT CICAYIOIIMEC YIIPAXKHCHUS:

Jlaboparopnas pabdora 1-1: Mcmons3oBanue npuioxkenuit WindOWSB kadecTBe CETEBBIX
WHCTPYMEHTOB.

JlaboparopHas padora 1-2: O630p TpexcTopoHHero kputupoBanus TCP.

JlaGopatophas padota 1-3: AHanu3 pacmpeHHbIx JanHbx ceth [1K.

JlaGopatopnas padota 2-1: [ToakmoueHue K yIaleHHOMY JIaOOpaTOPHOMY 000PYAOBaHUIO.
JlaGopatophas pabora 2-2:3amycKk KOMMyTaTOpa U €ro HadajabHas HacTpoiKa.

JlaboparopHas padora 2-3: [ToBbliieHHe 0€30MACHOCTH HaYaIbHOM KOH(MUTYpaLiU
KOMMYTaTopa.

Jlaboparopuas pabora 2-4: Dkcruryaralys U HacTpoiika ycrpoiictea Cisco 10S.

JlaGoparopHas pabora 4-1:[IpeoOpazoBaHue qECATHYHBIX YUCEN B IBOUYHBIC M TBOMYHBIX
B JICCATUYHBIC.

Jlaboparophas pabora 4-2: Knaccudukarius cmioco00B CETEBOM aJipecalvu.
Jlaboparophas padora 4-3: Pacdyer JOCTYMHBIX MOJACETEH U XOCTOB.
JlaboparopHnas pabota 4-4: BeraucieHne MacoK MOJICETH

JlaboparopHnas pabota 4-5: HaganpHEIH 3aITyCK MapmipyTuzaropa.
JlaGopatopnas pabora 4-6: HauanbHas HacTpoiika MapLipyTU3aTopa.

JlaGopatopnas padota 4-7:loBbiieHne 0e30MaCHOCTH HaYalbHON KOH(Urypanun
MapUIpyTU3aTopa



m  JlabGoparopnas pabora 4-8: Mcmons3oBanue CisCoO SDMmist HacTpoiiku GyHKIMiA
DHCP-<epgepa.

m  JlaGoparopnas pabora 4-9: YnpaBieHue ceaHcaMH yAaJIeHHOTO IOCTYTIa.
m  JlaGoparopnas pabora 5-1: [Tonkmtouenue k cetu MHTEpHET.
m JlaGoparopnas pabota 5-2:[loakmoueHue K riaBHOMY O(ucy.

m JlaGoparopHas pabora 5-3: O0ecrieueHre TUHAMHYCCKON MapIIPyTH3AI[UH
K TJIaBHOMY O(HCY.

m JlabGoparopnas pabora 6-1: Mcmoas3oBanue mpoTokoia oonapyskerus Cisco.

m JlaGoparopHas paborta 6-2: YpapieHre mapaMeTpaMy 3aycka MapIipyTH3aTopa.
m  JlaGoparopHas pabora 6-3: Yrpasienue ycrpoiicrBamu CiSCO.

m  JlaGoparophas pabota 6-4: [ToaTBepxaeHNe PeKOHPUTYpaLUH CeTH (Hunnana.

m  OrtBeTHl.
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JlabopaTtopHas pabota 1-1: Acnonb3oBaHue
npunoxeHun Windows B Ka4yecTBe ceTeBblIX
MHCTPYMEHTOB.

BrimonnuTte ynpaxHeHue 3Toi 1abopaTopHOM padOThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHMsL, IIOJIy4Y€HHbIE B COOTBETCTBYIOIIEM MOAYJIE.

3agaym ynpaxHeHus

B sTOM ynpaxkueHnu OyIyT UCIIONB30BaThCsl KOMaHIb! M npuiokenust Windows s ananusa
IPxon¢urypammu 11K u nokansHoii cetu. [locie BBIMOMTHEHUS 3TOTO YIIPaKHEHUS BBl OyaeTe
CHOCOOHBI CIeNaTh ClIEAYyIoIIee:

| HOJ'Iy‘-II/ITB CBCICHHS O TCKyH.[I/IX CCTCBBIX az[pecax HK C MIOMOIIIBXO KOMAaH/AbI ipCOI’]ﬁg
OC Windows;

B [IPOBEPUTH MOIKIIFOUCHHE K MapIIPyTH3aTOPY, KOTOPbIN UCIIOIB3YETCS B KAUECTBE
MII03a TI0 YMOJTYaHMIOo, ¢ TOMOIIsI0 KoMauasl ping OC Windows;

m  BreiBectu Tabnuiy ARP nokansubix 11K u onpenensats cBsa3p mexay IP-agpecom
n MAC-anpecom 1ut03a Mo yMOJIYaHUIo.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMS JAHHOT'O YIIPaKHCHUA.
]
UnnocTtpauua 3agaHma K naboparopHon pabote 1-1

Ucnonb3oBaHne npunoxeHun Windows B KavyecTBe
ceTeBbIX MHCTPYMEHTOB

Internet Proweal (TCR/IP) Propetties

Tienesd  Akstoze Corfigration

rou ezn gt P 3 Swotrgtiosly it 2w el supzoms
he capzbiky 01 =d = =¢k 0.4 naleok asrinehator for

e zppracrate |

(%) Obtai~ Jh5 ssrer scdies a.tmaticall

o C:AWINDOWS\system32\cmd.exe

IC:\Documents and Settings>ipconfig

Windows IP Configuration

ernet adapter Local Area Connection:
Connection—specific DNS Suffix . = cisco.com
IP Address. . . . . . . . . . . . =&

Subnet Mas
Default Gateway - . . . . . . . . @ 18.2

Pocuments and Settings>_

N\ /

HeoGxoaumble pecypchbl

Hwxe nepeurciieHbl pecypesl U yCTpOHCTBa, HEOOXOAUMBIE JUTSI BBITTOTHEHUS YIPAKHEHHUSL.

m JIK, noax/to4eHHBIN K UCIPABHOM CETH C 10CTyNoM B IHTEpHET.
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Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

KomaHgbl Windows

KomaHpa OnucaHue

arp -a C nomoLLblo 3TON KOMaHAbl C NapaMeTPOM —a MOXHO BbIBECTU
Tabnuuyy ARP. Heo6xoaMmMo NOMHUTbL, 4TO 3anucu Tabnuubl ARP
yAansioTcs nocre 5 MUHyT 6e3gencTeus.

i pconfig C nomoLbto 3TOM KOMaHAbl MOXHO NONy4uTb Tekywmn IP-agpec,
Macky ceTu u IP-agpec Lwnio3a no yMmonyaHuio.
pi ng ping (-t)
NMopckasku

HJ’IH OTOT'O yIpaXXHCHUSA NOCTYITHLBI CJICAYIOIINEC MMOACKA3KU.

®m  /lyis1 5T0ii TabOpaTOpHOI paboTHI HET MOACKA30K.

3apaua 1: lNony4yeHne cBegeHnn o Tekylem IP-agpece
YrtoObI TOIYIUTh CBeIeHHUs 0 TeKyIneM |P-anpece, ncmons3syiire komaray ipconfig OC Windows.
YroObI TOIYIUTH JOCTYI K KoManaaMm WindOws,0TKpoiiTe OKHO KOMaHIHOMN CTPOKH.
Mpoueaypa ynpaxHeHus
BrinoniHute crienyromue 1ecTBUs:
Devictene 1 Ha pa6ouem crone Windowsnaxxmure kHomnky ITyck.

Deiicteue 2 Boibepute BoImoauuTh 1 BBeauTe CMA B THATOTOBOM OKHE «BBITIONTHUTH.
s mponomkenus: HaxkMuTe kHonky OK .

Oencteue 3 B xomanaHO# cTpoke BBenute ipconfig. [lpu BBoge 3TOM KOMaHABI UCTIONIB3YiTE
CTPOYHBIE OYKBEI.

Dencteue 4 BBIBOI JOHKECH COBITAATE C OJHUM U3 YETHIPEX MPUBEACHHBIX HIDKE TPUMEPOB.

IIpumep HeynauHoro 3aBepmeHust 1. BeiBoa Hibke yka3slBaeT Ha OTCYTCTBHE COCIUHCHHS —
BO3MOXHO, HE IIOAKIIOUeH Kabens Ethernet.

C:\Documents and Settings>ipconfig
Windows IP Configuration
Ethernet adapter Local Area Connection:

Media State .. .........:Mediadisco nnected

IIpumep HeynauHoro 3aBepuienusi 2. BeiBoz Hike ykasbiBaet, uto [1K oxkugaeT aBToMaTH4ecKoro
nonydenust uHopmariu 06 |P-axpece. ITOT BBIBOA siBJIsAETCA MpoMexkyTouHbIM, [1K m160 nomyaut
azpec, 00 OyIeT MEPHOAMIECKH TIOBTOPSTH KOMaHy IPCONfig 1o Tex mop, oKa e BHIBOJ He
Oy/yT COOTBETCTBOBATh OHOMY M3 OCTABIINXCS IIPUMEPOB.
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C:\Documents and Settings>ipconfig
Windows IP Configuration
Ethernet adapter Local Area Connection:
Connection-specific DNS Suffix . :
IP Address............:0.0.0.0

SubnetMask . ..........:0.0.0.0
Default Gateway . ........:

IIpumep HeynauHoro 3aBepuieHus 3. BeiBo HIKE yKa3bIBACT, UTO CETEBOMY aJanTepy
[IK we ynanocs nmonyuuts |P-aapec aBTomatudecku, nodromy [1K OyneT ucrons3oBaTh
CTCHEPHUPOBAHHEIH JIOKALHBIN aapec. [lomyueHue agpeca MOKET Ka3aThCsl YCICITHBIM,
OJTHAKO Ha CaMOM JIeJie coeIMHeHue ¢ cepBepoM IP-ampeca orcyTcTByeT. DTOT aapec He
MOXET MCTIOIB30BaThCS TSI CETEBBIX MOAKIIoueHUH. Eciin oToOpakaeMerit IP-anpec
HaurHaeTcs ¢ 169.254x.x, [1K He uMeeT 10mycTHMOro aapeca.

C:\Documents and Settings>ipconfig
Windows IP Configuration
Ethernet adapter Local Area Connection:
Connection-specific DNS Suffix . :
Autoconfiguration IP Address. . . : 169.254.249 221

SubnetMask . ..........:255.255.0.0
Default Gateway . ........ :

IIpumep ycnemnoro 3asepumennsi 1. BeiBox Hike ykaspiBaet, uto y [IK ects npeaBapuTensHO
HACTPOEHHBIM MM aBTOMaTHYEeCKU Moiy4eHHbIi |P-agpec. Bam IP-anpec, macka moncetu
¥ [ITI03 TI0 YMOTYaHHIO CKOpEE BCETO OYyT OTINYATHCS OT NPHBEICHHBIX HIKE.

C:\Documents and Settings>ipconfig
Windows IP Configuration
Ethernet adapter Local Area Connection:

Connection-specific DNS Suffix . : cisco.com

IP Address. ...........:192.168.1.1 05
SubnetMask . ..........:255.255.255 .0
Default Gateway . ........:192.168.1.1

DOevicteue 1 [Ipu BOZHUKHOBEHUH MPoOIeM 00paIiaidTech 3a MOMOILIBIO K HHCTPYKTOPY.
[TponomxaiiTe paboTy TONBKO IPU HAIMYUH AoiycTuMoro |P-agpeca.

Oencteue 2 3aNMIINTE TOMYYCHHBIC B Pe3yJIbTaTe BBIIIOJIHEHU KOMaH bl ipCONfig 3HaueHUs
B CTPOKH HIDKE, OHU OYAyT UCIIONIB30BATHCS B CIACAYIOUINX 3a/1a4aX.

IP-anpec ITK

IP-anpec muiro3a 1mo yMoT9aHUIo
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lNMpoBepka ynpaxHeHuUs
33,[[3HI/I€ CUHUTACTCA BBIITOJIHCHHBIM, €CJIM JOCTUTHYT CJ'ICZ[yIOIJ_[I/Iﬁ pesyanaT:

N 1IpU BHINIOJHEHUH KOMaHIbI IPCONfig moy4deHs! cBeieHns o qomyctumMoM IP-aapece.

3apgava 2: MpocmoTp ceTeBbLIX NapamMeTpoB Ethernet- agantepa
nepcoHanbLHOro KoMmnbloTepa

Hcnons3yiite muanoroBoe okHo cBoicTB cett OC Windows.B atoii 3aade BbI Oynete
TOJIBKO IIPOCMAaTPUBaTh KOHPUIYPALIUIO, OHAKO, AJIs1 U3MEHEHNUS WU BBO/Ia HOBBIX 3HAYCHUN
IP-anpecoB ceTr UCTIOB3YETCS TOT JKe TIPOIIECC.

Mpoueaypa ynpaxHeHusA

BrinonHute crenyromnue 1ecTBUs:

Devicteme 1 Ha pabouem crone Windowsienkuure spibik IlogkI0ueHne mo
JIOKAJILHOM CeTH.

@ﬂ‘

Local Area

Cu:unnect[};‘u

DeictBue 2 B okHe cOCTOSTHYSI MOAKITIOYESHHSI 110 JIOKAILHON CETH HAXKMUTE KHOIKY
CaoiicTBa.

- Local Area Connection Status

General | Sypport

Connection

Status: Connected
Duration: 00:23:58
Speed: 100.0 Mbps
Luctivity
Sent - "T Received
»
L
Packets: 3632 2.880

I Proq&rties [ Dizable

Cloze
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DOenctene 3 C MOMOIIBIO IPOKPYTKH MEPEHINTE B HUKHIOIO YaCTh OKHA CBOWMCTB
MOKITIOYEHHS JIOKATbHON CETH M IIEIKHUTE JICBOM KHOIKON MBIIIH ITYHKT
IIporoxos Uutepuera (TCP/IP), 4T00b! BEIACINTE €r0. 3aTeM HAa)KMHUTE
kHoTKy CBoOMCTBA.

% Cisco VT Advantage CDP Packet Driver ~
% iPass Protocol [EEE 802.18] +2.3.1.9
g @ Internet Protocol [TCRAR)

w
S >
Dezcription

Tranzmizzion Control Pratocol/Internet Protocol. The default
wide area network, protocol that provides communication

Dencteue 4 B okne cBoiicts nmpotokoia Mutepruera (TCP/IP)Moxer GBITE yKe yCTaHOBJIEH
niepexsrrouatents «llomyants [P-agpec aBTOMaTHUECKH, BCE TIOJS OYIyT ITyCTHIMH.

(%) Obtain an IF address automatically
{7y Use the following IP address:

(") Obtain DMS server address autamatically

Deiicteue 5  Kpome TOro, BBl MOKETE YBHICTH MepeKrouaTesb «Mcmoan30BaTh CICIyONH
IP-anpec», B aTOM citydae B oJIsIx OyAayT ykaszansl |[P-anpeca, COOTBETCTBYIOITHE
BBIBOY KOMaH 16! ipconfig, koTopyro Bl BBeNM paHee.

MpumevaHne. Cne,u,ymume OaHHble nNpuBeneHbl TONbKO ANnA npuMepa. He namensinte HaCTpOVIKI/I.

(%) Use the following IP address:

IF address: 192 168 . 1 105
Subnet mazk: ZERC2RE R0
Default gateway: 192 168 . 1 . 1
DenicTtBUe 6 3akpoiiTe Bce AUATOTOBBIC OKHA W BEPHUTECHh Ha pabouuit ctoin Windows.

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:

B BB HCOJIB30BaK okHO cBoiicTB TCP/IP8 OC Windowsmis mpocMoTpa TekyIieit
KOH(UT'YpAIUH TIOJKIIOUCHUSI 10 JIOKAJbHOMN CETH;

m  3nauenus B cBoiictB TCP/IPcoorBercTByIOT BRIBOMY KOMaH sl ipconfig.
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3apava 3: [NpoBepka coeAUHEHUsI C MapLIPYTU3aTOPOM,
MUcnonb3yeMbIM B Ka4yecTBe LJ103a N0 YMOMYaHUIo

BBl 10JDKHBI IPOBEPHUTH COSIMHEHUE C CEThIO € MOMOIIIBI0 kKoMan sl Ping OC Windows.
B BBIBOzIE 3TOM KOMaHIBI YKa3bIBaeTCsl, OBbUI JIM 3X0-3alpoc 00paboTaH yCHEHo,
W IPUBOAMTCS BpEMsI IPOXOKIACHUS CUTHAJIA B TIPSIMOM M 00paTHOM HaIpaBJICHUH.

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromnue 1ecTBUs:

Oencteue 1 B KOMaHIHOUW CTpOKE BBEIUTE KOMAHIY PiNG € aApecoM IIUII03a 110 YMOIYaHHIO,
MOJyYEeHHBIM BO BpeMs 3a1aun 1.

Oencteue 2 B mepBoM nprMepe 1Mokas3aH HEYAa4HOTO BBIBOAA KoMaHb! Ping. [1pu
MOJTYYEeHUH TAaKOTO BBIBOAA CIIEAYET OOPATHTHCS 32 MMOMOIIBIO K HHCTPYKTODY.

I[Ipumep HeynauHOro 3aBepuIeHUsi. BEIBOJ HIKE YKa3bIBaeT, 4To OT IeneBoro |P-aapeca He
OB TIOJTyYCH OTBET.

C:\Documents and Settings>ping 192.168.1.1
Pinging 192.168.1.1 with 32 bytes of data:

Request timed out.
Request timed out.
Request timed out.
Request timed out.

Ping statistics for 192.168.1.1:
Packets: Sent = 4, Received = 0, Lost = 4 (100% loss),

[Ipumep ycnemHoro 3aBepiieHns. BeiBoj HIKE yKa3bIBAaCT Ha YCIIEIIHOE IMOTYICHUE
OTBETOB OT IiesieBoro IP-agpeca.

C:\Documents and Settings>ping 192.168.1.1
Pinging 192.168.1.1 with 32 bytes of data:

Reply from 192.168.1.1: bytes=32 time<lms TTL=255
Reply from 192.168.1.1: bytes=32 time<lms TTL=255
Reply from 192.168.1.1: bytes=32 time<lms TTL=255
Reply from 192.168.1.1: bytes=32 time<lms TTL=255

Ping statistics for 192.168.1.1:
Packets: Sent = 4, Received =4, Lost =0 (0% | 0ss),

Approximate round trip times in milli-seconds:
Minimum = 0ms, Maximum = 0ms, Average = Oms

Oencteue 3 OOpaTHTe BHUMaHKE, YTO 10 YMOTYaHHIO 3Ta komanaa Windowsornpasisier
YeThIpe MaKeTa 3X0-3anpocoB (3xo-3anpocos ICMP).

NMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINMOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:

B BB HCIOJIB30BaH KoMauay pPing OC WindowS st ipoBEepKH ITOIKIFOUEHISI
K MapIIpyTH3aTopy, KOTOPBIi UCIOIB3YETCS B KAYECTBE MIIF03a TT0 YMOITIAHHUIO;

B BpeMs MIPOXOXKIEHHUS CHTHANA B TIPSIMOM U 0OpPaTHOM HAaIpaBiieHUH OBIJIO MaJBIM.
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3apava 4: NpocmoTp npuBA3okK IP-agpecoB kK MAC-agpecam
no npotokony ARP

Komanma arp —a OC Windowsro3BosisieT BEIBECTH IPUBS3KY Jorudeckoro IP-ampeca
K pusuueckomy MAC-ampecy.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

Denctene 1 B xomaHIHOM CTpOKe BBeAWTE KoMaHmy arp —a. st BeiBoga Tabmuisr ARP
HEO0XOIMMO HCITONTB30BATh MAPAMETP —a.

C:\Documents and Settings> arp -a

Interface: 192.168.1.125 --- Ox2
Internet Address Physical Address Type
192.168.1.1 00-00-0c-07-ac-04 dynamic

DOenctene 2 BBIBOX JOKEH COBIAAATH C BBIBOAOM, IMOJYYCHHBIM BO BpeMs jaeiictBus 1. Ecmu
3HAYCHUSI HE 0TOOPaXKaroTCs, BO3MOXHO, IIPEBHIIIEHO BPEMsI 0XKHUIAHUS 3aIHCH
Tabauiel ARP 1 Heo0X01uMO ITOBTOPHUTH JeicTBHE 1 Mpeaplyeii 3a1adu.

Deiicteue 3 BBeauTe B KOMaHIHON CTPOKE KOMAHy €Xit, 4TOOBI 3aKPBITH OKHO

KOMaH,I[HOﬁ CTPOKHU.

lNMpoBepka ynpaxHeHuUsi
3agaHue CYUTACTCS BHITIOJTHEHHBIM, €CITH IOCTUTHYT CICTYIOIINHA pPe3yIbTaT:

M BaM yAaJioCh BBIBECTH CBeAcHHMs O npuBsske IP-angpeca k MAC-anpecy.
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JTabopaTopHasn padota 1-2: O630p
TPEXCTOPOHHero KkeutuposaHua TCP

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTom YHOpaKHCHUU Bbl BOCIIOJIB3YCTCCh 110 AHAJIN3aTOP MAKCTOB JJII IIPOCMOTpPa CBe,Z[eHI/Iﬁ
O Ha4YaJIbHOM TPEXCTOPOHHECM KBUTUPOBAHUHN TCP.Ilocne BEIIOIHEHUS 3TOTO YIPpAKHCHUA
BEI 6y):[eTe CITOCOOHBI CIACNIaTh CICAYIOIICE.

m  samycruth [10 aHanu3aTopa MakeToB JUIs KYPHATMPOBAHMS TOTOKA MAKETOB HAa HYKHOM
Ethernetianrepdeiice.

co3aarh T CPII0aK/II0YEHHE C IIOMOIIBI0 0003peBaTes.

B OTCcIeInTh ucxoguble makersl moroka 1T CP,B yactHocT maketel SYN, SYN ACK
n maketr ACK.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMS JAaHHOT'O YIIPaKHCHUS.

UnnocTtpauua 3agaHusa K naboparopHoun paborte 1-2
O630p TpexcTopoHHero KBuTupoBaHus TCP

20 Cisco Systame. Inc- - crosort Internst Ceplorer provided by Gico Systens, Inc.
Hr oL cew Dot lms

WHTepHeT

Be Bt fon B Druc g Faftes ket

S WeEE m8 %88+ sFLlEE

U L0 o1
RN

301P_501

T

HeoGxoaumble pecypchbl
Hike nepeurciieHbl pecypehbl U yCTPOWCTBA, HEOOXOIUMBIE TS BBHITIOTHEHUSI YIIPAKHCHHUS.
m JIK ¢ noctynom B HTEpHET.
m [IO amanusa naxkeros Wiresharkmpna Windows.

®  PyKOBOJCTBO JJIs CTY/ICHTOB K 3aHsTuto 1 momymst 1.
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Cnuncok KomaHpg

B Ta6m/1ue MMPUBOAUTCA OIMMCAHUC HpHHO)KeHHﬁ, HCIIOJIb3YCMbBIX B YIIPAXXHCHUU.

Mpunoxexus MK

MpunoxeHue Windows OnucaHue
Internet Explorer O6o3peBaTenb, NPeAoCTaBNAOWMIA AOCTYN K MEAUAKOHTEHTY.
Wireshark MO aHanu3aTop nakeTos.

MpumeyaHue. YcTaHoBKa U ncnonb3oBaHve MO aHanmsaTopa NakeToB MOXET paccMaTprBaThCs
KaK HapyLLeHWe NonuTkM 6e3onacHoCTV opraHM3aLum, NpUBoAsLLEE K CEPbE3HBIM
1opuanYeckuM 1 hrHaHCOBbIM NocneacTBusM. MNepes 3arpy3kon, yCTaHOBKOM
U BbINoriHeHWeM Takoro MO pekomMeHayeTCcs MoMyYnTb COOTBETCTBYIOLLEE pa3peLleHme.

Mopckasku

HJ’IH OTOT'O yIpaXXHCHUSA NOCTYITHLBI CJICAYIOINUEC MMOACKA3KU.

®  Jlist oToi mabopaTopHOit pabOTHI HET MOACKA30K.

3apava 1: NMogrotoBka NO aHanu3a nakeToB K nepexBaTty
notoka TCP

B ar10it 3amaue BaM cireyeT OTKPBITEH npuiokenne Wiresharka mpruMeHnTs IepexBar makeToB
K akTuBHOMY HHTep(deticy Ethernet.

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromnue 1elcTBUs:

Devictemne 1 Otkpoiite mpumoxenne Wireshark apaxabl meaxkHyB ero 3Ha40K Ha pabodeM CToIIE.

Wireshark.

X
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DOencteue 2 Brioepure Capture (Ilepexsar), 3atem BeiOepute Interfaces (MuTepgeiicn)
B PacKpBIBAIOLIEMCS MEHIO.

il hittp wwow. cisco.com - Wireshark

File Edit ‘iew Go ku fnalyze  Statistics  Help

B oW e w?@ R« % » F & |
i options?., ChrHK

Eilter:l B sStart ¥ Expression... Clear Apply
@

Mo, - Tirme Destination Protocol | Info

who has ]

2 0.000058 a Capture Filters. .. o] a0 ARP 168.133.2
3 0000078 B e e P I 168,153,215, 25 TCP 3181 = ht
4 0.0143581 165,153,210, 25 10.21.153.4 TCP http = 31
50014451 10.21.153.4 165,153,215, 25 TCP 3181 = ht

DOencteue 3 BriOepuTe oKanbHBIN ceTeBoil anantep EthernetEciu Bam uro-To HesicHO, 0OpaTuTech
3a TIOMOILBIO K HHCTPYKTOpY. Haskmute kHOTIKY «Start» [lyck) psgom ¢ BEIOpaHHBIM
unrepdeiicom. 3anumure |P-agpec BeiOpanHoro Ethernetananrepa. Oto oyzner IP-anpec
HCTOYHHKA, KOTOPBII He0OXoanMo OyaeT HaliTh py aHaIu3e NepexBauyCHHBIX MTAKETOB.

3anummre dtot IP-anpec 3mecs:

"4 Wireshark: Capture Interfaces

Description P Packets Packets/s

i. Adapter for generic dialup and VPN capture E
d_ Cisco Systems VPN Adapter (Microsoft's Packet Scheduler) 10.21.153.6
. Intel(R) PRO 1000 PL Metwark Connection (Microsoft's Packet Scheduler) 192, 168.1,102

Immediatel start a capture from this interface:

Device: |\Device\NPF_{1953E606-8694-4C48-A2Z6E-

LA e IV 1. 1050 1P5. 15 FFD5?6561394}

6 0.014721 10.21.153.46 198. 133 Description: Inkel{R) PROJ 1000 PL Network Connection
7 0.030022 1%8.133.219.25 10.21. ] iMicrosoft's Packet Scheduler)

B 0.038095 1%8.133.215.25 10,21, 11P: 192.168.1.102

O 0,0538271 10.21.153. & 198.13
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DOeiicteue 4 Temepb OKHA epexBaTa aKTUBHEI.

" Cisco Systems VPN Adaptern (Microsoft’s Packet Scheduler) : Capturing - Wireshark
File Edit ‘Yiew Go Capture Analyze  Statistics  Help

B e e e x &% 5|1 « » » F 3| EEQaQQ /| @

Eilter:| T Expression... Clear Apply

No, - Tirne: Source Destination Protocal | Info

® Frame 1 (82 bytes on wire, 62 bytes captured)

® ETthernet II, Src: Cisco_3cC:7B:00 (00:05:%a:3C:78:00), Dst: LinksysG_e6:45:ad (00:04:5a:e6:48:ad)
® Internet Protocol, Src: 10.21.153.6 (10.21.153.673, Dst: 192.168.1.100 (192.168.1.1000

# Transmission Control Protocol, Src Port: 3273 (3273), Dst Port: 9220 (92200, Seg: 0, Len: O

0000 00 04 5a e6 48 ad 00 05 Sa 5c 78 00 08 00 45 00 . Z.Ha. <X...E
0010 00 30 55 8F 40 00 80 06 40 11 0a 15 99 06 <O a8 RCTNN R -
0020 01 64 0c ¢9 24 04 cO 33 6a Fe 00 00 00 00 7O 02 = T R T P

o030 fo 00 c7 3F 00 00 02 04 04 ec 01 01 04 02 e T e )

Cisco Systems YPN Adapter {Microsoft's Packet Scheduler) @ <live capturein progress= ... (P 1D:1M: 0

DOeiicteue 5 [locne nepexBata nakera TCPHeo6xonnmMo noapoOHO MpoaHaTU3UpOBaTh OKHA IIEpPEeXBara.

DOeiicteue 6 B BepxHEM OKHE MOTYT 0TOOPaXaThCs MAKEThl. DTO 3aBUCUT OT YPOBHS (POHOBBIX OTepariuii
B CETH, K KOTOPOW MOJKITIOYEH KOMIIBIOTE.

lNMpoBepka ynpaxHeHuUs
3agaHue CYUTACTCS BHITIOJTHEHHBIM, €CITH IOCTUTHYT CICIYIOIINHA pe3yIbTaT:

B BBl OTKPBUIM OKHO TiepexBara naketoB st Ethernetaarepdeiica, moaximodyeHHoro
K MapHIpyTH3aTOpy MO YMOJTYaHHIO.

3apava 2. PopmupoBaHue notoka TCP ana nepexsarta

Jls moAKITIOUEHMs K BeO-cepBepy OyIeT MCIoNIb30BaThCs 00o3pesarens (Internet Explorer).
Ha camom nene He BaxxHO, Kakoil BeO-cepBep BbI BeiOepeTe. s Hapesxxnoctu mig HTTP-
JaHHBIX, KOTOPBIC TIPUMEHSFOTCSI TS IEPEHOCa TEKCTa U rpaUKu BEO-CTPAHHIIBI, UCTIONIB3YETCS
tparcnopt TCP.B kadecTBe albTepHaTHBHOTO TIPOTOKOJIA C HETAPAHTUPOBAHHOM JOCTaBKOW
MokHO yroMstHyTh UDP. B nanHbIil MOMEHT BaM ClIeyeT COCPEIOTOUUTHCS Ha HAYaTbHOM
00MeHe, KOTOPHBIH BBIONHAETCS IPOoToKojoM T CPIpH yCTaHOBIICHUH COSIUHCHHUS.

Mpoueaypa ynpaxHeHus

Brinonnure cneayromue geicTBUS:

Deiicteue 1 Ha pabGouem cTone ABaXIbI MICAKHUTE 3HaYOK Internet Explorer mist 3amycka
obo3peBarens.

DOenctene 2 Baenure uMs nim agpec nomydareis. UHCTpyKTOp MOXKET MPETOCTaBUTh UM
WK aipec, OTIMYHBIH OT WWW.CISCO.COMB 3TOM cilyyae BBEIUTE 3TH JaHHbIC
B COOTBETCTBYIOIIEH CTPOKE.

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam 13



<23 about:blank - Microsoft Internet Explorer provided by Cisco Systems, Inc.

w5

. File Edit ‘ew Favorites Tools Help

\_) |ﬂ @ _;j /_\1 Search ‘3:1:( Favorites e} v :'\; — _J b

: Address | hikbp: e, cisco, com|

Y! E £'| I’% V||SearchWeb - B @ Ew
| | about:blank

[ & Add Tab

OenctBue 3

Bepuurech B yxe orkpsitoe npunokerne Wiresharka ssibepure Capture >
Stop B pacKpbIBaIOIIEMCs MEHIO.

2 Intelii) PRO/ 000 PL Hetwork Connection {Microsoft's Packet Schedul

File Edit Wiew Go B fnalvze  Statistics  Help

=

] Bl Interfaces... ey € @« =

i
Filter: I i * Ex

822
B23

B25
B26

el

OewncTtBue 4

OencrtBue 5

OencTtBue 6

7
7
824 7.
7
¥

Ma, - Tirmne m Destination
. 772466 W Restar SR = P

.779326) @ Capture Filkers. ., 171.659.52.125
F7O645 e N e e 171.68.235.228
. FBOLE0 171.69.52.125 171.68.235.228
LFBS204 171.68.235.228 171.69.52.125

[pu mosiBennu Gonpmoro yrcina TCP11akeToB, He CBA3aHHBIX C BAIlIUM
TCP-<coenunenueM, ucronb3yiite cpenacrsa punstpanmu Wireshark.

UToOBI HCIIONIB30BATh IIPEABAPUTEIFHO HACTPOSHHBIN (GUIIBTP, IEPEHIUTE HA
BKiIaaKy Analyze (Anamms). Beidepure Display Filters (PuabTpsl BbIBoOIa).

B oxue Wireshark:Display Filter ( ®uabsTp BbIBOAA) BEIOepHTe TCP Only
(Toabko TCP) u naxxmute kaonky OK.

"4 Wireshark: Display. Filter

Edit Filber

Properties

Ethernet address 00:08:15:00:05: 15

Ethernet bype 0x0806 (ARF)

Ethernet broadcast

Mo ARP

1IF only

IF address 192,168.0.1

IP address isn't 192,168.0.1, don't use |= for this!

1P only

TiZF orly 3
LDP anly

UDP part isn't 53 {rot DRS), don't use 1= Far this!

TCP or UDP pott is 80 (HTTF) v

Filter name: |TCP only |

Filter string: |tcp

| [gxpression. it ]

(o o ][ ]
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Devicteme 7 B Bepxuem okue npunoxenus Wiresharkimepeiinnre k mepsomy
nepexBadeHHOMY T CP{1akeTy B epBO# CTPOKE OKHA C IIOMOIIIBIO
MOJIOCHI IPOKPYTKH. ITO TOHKEH OBITH MEPBHIi MAKET B MOTOKE.

1 hitp cisco com. pcap - Wireshark

File Edit \Miew Go Capture Anakvze  Statistics  Help

B @ @& A x © & @ «

Eilker: | -
Mo, - Tirne: Source Destination

2 0.014843 a6, 94, 229,67 1%92.168.1.102

3 0.014871 152, 1a8.1.102 0g. 94,229,467

4 0.015170 192.1a8.1.102 a6, 94 . 229,67

DOencteue 8  [Ipocmotpure cronbdern INfO 11 nepexBadeHHBIX MTAKETOB B BEPXHEM OKHE
W HaliIuTe TPH MaKeTa, aHAIOTHYHBIEC TIOKa3aHHBIM HIOKe. B kauecTBe mpumepa
BBIJICJIEHBI IBE TPYIIIBI U3 TPEX [1AKETOB.

File Edit Wiew Go Capture Analyze  Statistics  Help
8w e BEx %« 8RB « »» 7 ¢ EE QaqQaqaf| @g®mE x| @
Filter: | ¥  Expression... Clear Apply
Mo, - Time Source Destination Protocol | Info

1 0. 000000 1592.1658.1.102 66,94, 225,87 TCP 15885 > http [S¥N] Seq=0 Len=0 MS5=1260

2 0.014843 66.94,229.67 192.168.1.102 TCP http > 1985 [SYN, ACK] Seg=0 Ack=1l win=65535 Len=0 M55=1452

3 0.014871 152.1658.1.102 66,94, 225,87 TCP 1585 > http [AcK] Seq=l Ack=1 wWin=55320 Len=0

4 0,015170 192.168.1.102 66.94,229.67 HTTP  GET /gp.php?ug[Packet size Timited during capture]

5 0.048167 66,094,229 67 192.168.1.102 HTTP HTTP/1.1 403 F[Packet size Timited during capture]

6 0,049183 66, 94,229, 67 1%2.168.1.102 HTTP  Continuation or non-HTTP traffic

7 o0.049207 152.165.1.102 66,94, 225,87 TCP 1985 > http [ACK] Seq=1096 Ack=2521 win=65520 Len=0

8 0.050082 66,094,229, 67 182.168.1.102 HTTP  cContinuation or non-HTTP traffic

9 0.050111 66.94,229.67 192.168.1.102 TCP http » 1985 [FIN, ACK] Seg=3552 Ack=10%6 win=63535 Len=0

10 0.050131 152.165.1.102 66,94, 229,87 TCP 1985 > http [ACK] Seq=1096 Ack=3553 win=64489 Len=0

11 0.050235 152.165.1.102 66,94, 220,87 TCP 1985 > http [RST, ACK] Seq=1096 Ack=3553 win=0 Len=0

12 0.356380 152.168.1.102 63.240.76.72 TCP 1587 > http [SYN] Seq=0 Len=0 MS5=1260

13 0.472802 63.240.76.72 152.168.1.102 TCP http > 1987 [SYN, ACK] Seg=0 Ack=1l win=63520 Len=0 MS5=1460

14 0.472852 1592.1658.1.102 G63,240.76.72 TCP 1987 > http [ACK] Seg=l Ack=l win=65520 Len=0

15 0.473224 192.168.1.102 63.240.76.72 HTTP  GET / HTTP/Ll.1[Packet size Timited during capture]

la 0.552653 63.240.76.72 192.168.1.102 TCP http » 1987 [ACK] Seg=l Ack=502 win=55520 Len=0

17 0.554461 63.240.76.72 192.168.1.102 HTTF HTTP/1.1 304 U[Packet size Timited during capture]

DeiictBue 9  3amuInuTe HOMEP MIEPBOTO ITAKETa B ITOCIIECIOBATENILHOCTH, 00OHAPYKEHHON
B 8auiem OKHE TiepexBarta. JlocTaTouHO HalWTH OJHY TOCIIEI0BATEIbHOCTh
nakeToB. B mpuBesieHHOM BBITIIE IpUMepe | TakeT 1, v makeT 12 sIBIstoTCs
HaYaJILHBIMU TTAKETAMH TTOCTIEI0OBATENILHOCTH. B criemyrornieii 3agaue Oyaer
MOIPOOHO PACCMATPUBATHLCS COACPKUMOE ITUX MTAKETOB.

3amumure HOMCP NOCJICA0BATCIbHOCTHU IICPBOTO IMAKETa TCPs CTPOKE HHUXKE!

File Edit Wiew Go Capture Statistics  Help

= @ @&

o | =

DOeinctene 10 [lpu HEOOXOIUMOCTH BEPHUTECH K ACHCTBHIO 4 3TOM 3a1a4H.
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lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINMOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:
B BEbI OIPCACIINIIN, YTO NCPEXBAUCHA NOCICAOBATCIILHOCTL MMAKCTOB, OIMMCAHHAA B ,Z[€I>’ICTBPIPI 8;

B BBl 3aIIMCaJIU TIEPBHIN TTAKET B TIOCIICIOBATEIIBHOCTH, KOTOPBIHA BBl OyIETe MOAPOOHO
aHAJTM3UPOBATH MTO3IHEE.

3apava 3: NUsyyeHue nocnegoBaTtenbHOCTU MHMUmanusaumm TCP

Jlnst npocmoTtpa napametpoB TCP,00MeH KOTOPBIMHU BBITIOTHSETCS B IPOIIECCEe HAYaTbHOU
3arpy3Kd M 9acTO HAa3bIBACTCS «TPEXCTOPOHHHM KBHTHUPOBAHHEM>, OYIET UCTIOIb30BATHCS
okHo «Packet Details»(poiicTBa nakera) npunoxenus Wireshark.

Mpoueaypa ynpaxHeHusn

BrinoniHute crienyromue 1ecTBUs:

Deiicteue 1 B BepxueM okHe npuioxenns Wiresharkiienkaure (B 11000M MecTe) CTPOKY
MEePBOTO MaKeTa, HACHTU(UIIMPOBAHHOTO BO BPEMsI MPEbIAYIICH 3a1aUH.
Ctpoka Oy/JeT BbIICJICHa, U B IBYX OKHAX HU)KE TOSIBUTCS JICKOTUPOBAHHAS
nH(pOpMaITUs TTaKeTa.

Deiicteue 2 B stom mpumepe pasmep okod Wiresharkobut ckoppekTipoBaH Jist
KOMITaKTHOTO TIpe/icTaBieHus nHpopmanuu. CpeHee OKHO COACPKUT
MoApoOHYI0 paciinppoBKY HaKeTa.

Oencteue 3  lllenxHUTE 3HAYOK «+>» B JICBOW YaCTH OKHA, YTOOBI pa3BEPHYTh OKHO
ceegennit TCP.C noMoIpio 3HaYKa «—» 3TO MPEACTABICHHE MOKHO CBEPHYTh.

Mo, - Time Source Destination Protocol | Info
2 0.0145843 Ba. 04, 220,87 152.1658.1.102 TCR http = 1985 [S¥N, ackK] Seq=0 Ack=1 win=63!
3 0.014871 152.168.1.10¢ 66,94, 225,487 TCR 1585 = http [ACK] Seq=1l Ack=1 win=65520 L¢
4 0.015170 192.168.1.102 66.94.229.67 HTTP  GET Agp.php?ug[Packet size Timited during s
*

# Frame 1 (&2 bytes on wire, 62 bytes captured)
# Ethernet II, sSrc: Foxconn_2f:21:e6 (00:15:58:2f:21:e6), Dst: Linksysc_e6:48:ad (00:04:5a:e6:48:ad)
# Internet Protocol, sec: 192.168.1.102 (192.1658.1.10270, Dst: A6, 94 229,67 [(66.94.220.67)
-l Transmission Control Protocol, Src Port: 1985 (19853, Dst Port: http (80), Seq: 0, Len: 0O
Source port: 1985 (1985)
pestination port: http (300
Sequence number: 0 (relative sequence number)
Header Tength: 28 bytes
= Flags: 0x02 (SYN)
0... .... = Congestion window Reduced (CwR): Not set
.0.. .... = ECHN-Echo: Mot set
L. ... = Urgent: Mot set
.0 ... = Acknowledgment: Mot set
0... = Push: MOT set
.0.. = Reset: MOT Set
codhe = SeAZ SEE
TN o IS o B ity [0y d -y o
window size: 84512

Oencteue 4 OOpaTHUTE BHUMAHKE, YTO B 9TOM IIPUMEPE HOMEP MOCIIET0BATEILHOCTH
(mpsimoit) ycranosieH Ha 0, a B none «Flags» @naru) s 6ura SYN 3amano
3Hauenue 1 (ycraHoBieH).
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Denctene 5 IllenKkHUTE CIIETYIONINIA TAKET B TIOCICA0BATENLHOCTH (BepxHee 0kHO). [Tocie aToro
MoIPOOHAsT THPOPMAIIHS H3MEHUTCS B COOTBETCTBHH C HOBBIMU 3HAUYCHHUSMHU.

Mo, - Time: Source Destination Protocol | Info

1 0. 000000 192 168.1. 102 05,94, 245,87 TCP 1985 = h‘t‘tp [SYN] Seq=0 Len=0 mM33=1260
d d ! CF E £ Win=63

SOTASTL 702 B6.04.220. 67 TCP 1085 http [ACK] Seq-1 Ack—l Win-65520 L¢
4 0.015170 192.168.1.102 66,94, 229, 67 HTTF  GET Jgp.phprug[Packet size Timited during w
»

# Frame 2 (60 bytes on wire, 60 lytes captured)
Ethernet II, Src: LinksysG_e6:48:ad (00:04:5a:e6:48:ad), Dst: Foxconn_2f:2l:e6 (00:15:58:2F:21:26)
+ Internet Protocol, Sro: 66,94 220,67 (66,94, 229,670, Dst: 102.168.1.102 (192.168.1.102)
= Transmission Control Protocol, Src Port: http (80), Dst Port: 1985 (1985), Seq: 0, Ack: 1, Len: O
Source port: http (80)
Destination port: 1985 (1985)
Seguence number: 0 (relative seguence numher)
Acknowledgement number: 1 (relative ack number)
Header length: 24 bytes
= Flags: 0x12 (S¥M, ACK)
O... .... = Congestion window Reduced (CwR): NOT set
L0.. .... = ECH-Echo: Mot set
.0, .... = Urgent: NOT set
1. = acknowledgment: set
0... = Push: Mot set
.0.. = Reset: MOt set
codle = WML SEE
viee 2.0 = Fin: MOt set
window size: 65535
+ Checksum: Oxedba [correct] L

&

Oenctene 6 OOpaThTe BHUMaHKE, YTO HOMEP MOCIIEIOBATEIbHOCTH MAKEeTa OTBETa
(oOpartHblii) ycTaHoBIeH B O ¥ OSIBUICSI HOMEp TOATBEPIKICHHS, ISl KOTOPOTO
ycraHoBneHo 3HaueHue 1. Kpome toro, B mone «Flags» st 6ura noaTBepkacHus
(acknowledgment) 6uta SYN 3anano 3HaueHue 1 (ycTaHOBJICH).

Denctene 7  IlleaKHUTE ClIeIYIONINIA TTAKET B TIOCIIEN0BATENLHOCTH (BepXHee 0KHO). ITocie aToro
MoJIPOOHAsT THPOPMAIIHS H3MEHHUTCS B COOTBETCTBHH C HOBBIMHU 3HAUYCHHUSMHU.

Mo, - Time: Solrce Deskination Protocol  Info
1 0. 000000 1%2.168.1.102 66,94, 22967 TCP 1885 = http [S¥W] Seq=0 Len=0 MsSs5=1260
2 0.014843 66 94 229 6? 192 168.1. 102 TCP http = 1985 [SYN ACK] Seq 0 Ack=1l win=&5"
5 U, U4 i e s i ] > C AT K s B =_ 1 wWin=65520 LJ
4 0.0151?0 152.168.1. 102 66,094,229, 6? HTTF  GET /gp. php7uq[Packet size lTimited during
>

T

Frame 3 (54 bytes on wire, 54 bytes captured)
Ethernet II, Src: Foxconn_2f:21:e6 (00:15:58:2f:21:26), Dst: LinksysG_e6:48:ad (00:04:5a:26:48:ad)
# Internet Protocol, Src: 192.168.1.102 (192.168.1.1020, Dst: 66.94.229.67 (66.94.229.67)
=l Transmission Control Protocol, Src Port: 1985 (1985), Dst Port: http (80D, Seq: 1, Ack: 1, Len: O
Source port: 1985 (1985)
pestination port: http (800
sequence number: 1 {relative sequence number])
Acknowledgement number: 1 (relative ack number)
Header length: 20 bytes
= Flags: 0x10 CACK]
O... .... = Congestion window Reduced (CwR): Not set
0., ... = EChH-Echo: NoT set
.00 o... = Urgent: Mot set
.1 ..., = Acknowledgment: Set
0... = Push: Mot set
0., = REset: MoT set
0. = Syn: NOT set
vevs ... = Fin: NoOt set
window size: 65520
+# Checksum: 0x057F [correct]

¥
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DOeiicteue 8  OOpaTuTe BHUMaHHUE, YTO B TPETHEM U MOCTICTHEM MTAKeTe OOMEHa JUTS
(mpsiMoro) HOMEpa TMOCIEeI0BATEIbHOCTH YCTaHOBJICHO 3HaYeHHe 1, U1 HoMepa
MOJTBEePIKICHUS — 3HaueHue 1, v B osie FlagSToapko OUT moaATBep K ICHHS
umeer 3HaueHue 1 (ycranoieH). B 3ToT MomeHT coequnenue TCPcuntaetcs
«yCTAHOBJICHHBIM», TaK KaK Ha 00€HUX CTOPOHAX CHHXPOHU3MUPOBAaHBI HOMEPA
MOCIIeI0BATENBHOCTH, HOMEPA MOATBEPKICHHUNA U IPYTHE TapaMeTpsl, KOTOpbIe
HE paccMaTpPUBAIOTCS B 3TOM Kypce.

DOencteue 9 3akpoiite npunoxenue Wiresharka Bce apyrue oTKpbIThIC OKHA.

lNMpoBepka ynpaxHeHuUsi
3agaHue CYUTACTCS BHITIOJTHECHHBIM, €CITH IOCTUTHYT CICIYIOIINHA pe3yIbTaT:

B BBl BEIOpaANIM U IEKOAMPOBAIN TPH MEPEXBAYCHHBIX MAKETa, UX MTapaMeTPbl COOTBETCTBYIOT
napaMmeTrpam, KOTOpbIE paCCMATPUBAIOTCS B IpUMepax It 3TON 3a7adu.
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JlabopaTtopHas pabota 1-3: AHanu3
pacwupeHHbIX AaHHbIX cetu MK

BrimoauTe ynpakHeHHE dTOH J1a60paTOpHOM paboThI, YTOORI MPUMEHUTE Ha TIPAKTHKE
3HAHWSI, TIOJYYCHHBIE B COOTBETCTBYIOIIEM MOJIYIIE.

3agaym ynpaxHeHus

B stom ynpaxknenuu aist coopa uHdopMarmu o cetu OyayT HCIOIb30BATHCS
nHcTpyMeHTtanbhbie cpeactsa [1K. Tlocne BBIMONHEHHS 3TOTO ypaskHEHHUs BBl OyieTe
CIIOCOOHBI C/ENaTh CIEAYOLIee:

m  omnpexenauthb IP-agpeca DNS-<cepBepoB, noctynsbix Baiemy 1K, ¢ mOMOIIBIO KOMaHIbI
ipconfig /all OC Windows;

B mpoBepuTh coequnenue ¢ DNS-cepsepamu ¢ momorsio komauasl ping OC Windows
s |IP-anpeca ogaoro nuz DNS-<cepBepoB, onpeneneHHbIX BO BpeMs 3aaaun 1;

®  nonyuuts |IP-ampeca mpoMexxyTouHbIX MapmpyTu3zaTopoB Ha Iyt K DNS<cepsepy,
MPOBEPEHHOMY BO BpeMs 3aj1aun 2, ¢ moMoIisio koMar sl tracert /d OC Windows.

UnniocTtpauna 3agaHua

Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMA JAHHOT'O YIIPpaKHCHUSA.

UnnocTtpauua 3agaHusa K naboparopHoun padote 1-3
AHanus pacwmpeHHbIX gaHHbIX ceTu MK

0P80

HeoGxoaumble pecypchbl

Hwxe nmepeunciieHsl pecypcehbl 1 yCTPOUCTBA, HEOOXOIUMBIE JIJISl BBITOIHEHHUS YIPaXXHEHHS.

m JIK, moaxmoueHHBIN K UCTIPAaBHOW CETH ¢ AOCTYIOM B VIHTEpHeT.
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Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

KomaHgbl Windows

KomaHpa OnucaHune
i pconfig /all OTa KOMaHaa BbIBOOUT BCe TeKylue ceefeHus o6 IP-cetu.
pi ng ping (-t)

tracert /d <ip- ampec> | OtobpaxaeT IP-afpec MapLupyTM3aTopa Ha KaxaoM Nepexoae,

yepes KOTOpLIii MPOXOAUT NakeT Ha NyTu K IP-afpecy HazHayeHus.

NMopckasku

I[J'Iﬂ OTOT'O yIpaXXHCHUSA JOCTYITHLBI CJICAYIOMINEC MMOACKA3KU.

® st oToit mabopaTopHOit pabOTHI HET MOACKA30K.

3apava 1: lNony4yeHne NonHOU MHOPMaL UK O TEKYLLEM
IP-appece
UT0OBI MOTYYUTH OTHYIO HHbOpManuio o TekymeM |P-anpece Bamrero [1K, ucons3yiite

komanzy ipconfig /all OC Windows.Yto6s! monyuuts gocTyn kK komangam Windows,
OTKpPONTE OKHO KOMaHAHOUW CTPOKH.

Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

OenctBue 1

Oencrteue 2

Oencrteue 3

WINDOWS\system3 2vcmd. exe

C:\Documents and Settings:>

Windows IP Configuration

Primary Dnz Suffix
Node Type

IP Bouting Enabled
WINS Proxy Enabled
DNS Suffix Search List

Ethernet adapter Local Area Connection:

Connection-specific DNS Suffix

Description : Intel{R) PROF1000 PL Network Comnection
Physical Rddress : 00-15-58-2F-21-Eé

Ihcp Enabled

Butoconfiguration Enabled

IPF Address H 168 1.

Subnet Mask : 255,255 255

Default Gateway o 168, 1.

DHCP Serwver o S1leg. 1.

INS Servers B -107. 24

Lease Obtained : Thursday, March 01, 2007 4:56:07 PM
Lease Expires : Eriday, March 02, 2007 4:56:07 AM

Ha pa6ouem crone Windowsuaxmure kaonky ITyck.

Bribepute BoInotHUTH ¥ BBeAMTE CMA B TUATOTOBOM OKHE «BBITTOTHUTEY.
Haxxmure OK mj1st mpooiKkeHus.

B xomanHoii crpoke BBeaute ipconfig /all. Tlpu nHeo6xoaumocTu 106aBbTe
napameTp /all, 9ToObI MOTYYUTh OTHBIH BBIBOI.

.135
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DOeictene 4 B BbIBOJIE TIOSBUTCS JTONOJHUTEIbHAS [TOJIC3HAS HH(BOPMALIHS.

DOeiicteue 5 3anumute |P-anpec nepsoro DNS<cepBepa B BbIBOI€ KOMaHIbI, TIOIYYCHHOM
BO BpeMsI IIPEABIIYINETo NeHCTBHUS, B CTPOKE HIDKE.

lNMpoBepka ynpaxHeHuUsi
3agaHue CYUTACTCS BHITIOJTHEHHBIM, €CITH IOCTUTHYT CICIYIOIINHA pe3yIbTaT:

m U3 BeIXOAHBIX AaHHBIX KoMaHabl ipconfig /all, Bemmonuennoii Ha ITK, monyuen IP-aapec
DNS-cepgepa.

3apava 2: lpoBepka coeanHeHna ¢ DNS-cepBepom

B aroit 3anaue st mpoBepku coenuHenns ¢ DNS-<cepBepom, 3armucanHbIM BO BpeMst
npeabIayIneit 3a1a4n, OyIeT UCIoIb30BaThCsl KOMaHIa Ping.

Mpoueaypa ynpaxHeHus

BrinoniHute ciienyromue 1ecTBUs:

Devicteme 1 B okHe KoMaHIHOM cTpoku BBeauTe Ping <IP-adpec DNS-cepsepa>.
BbIBOT KOMaH/IbI JJOJDKEH BBITJISIACTH CICAYIONMM 00pa3oM (B 3TOM pUMEpe
HCIIONB3YETCs BRIMBIIIUICHHBIH |P-ampec).

WINDOWSY\system32vemd. exe

C:\Documents and Settingsrping 127.107.241_ 185
Pinging 127.107.241.1%% with 32 bytes of data:

Reply from 127.107.241. 1%25: bytes=32 time<lms TTL=251
BReply from 127.107.241. 1%5: bytes=32 time<lms TTL=251
BReply from 127.107.241. 1%5: bytes=32 time<lms TTL=251
Reply from 127.107.241.1%5: bytes=32 time<lms TTL=251

Ping statistics for 127 _107.241. 185:

Packetz: Sent = 4, Received = 4, Lost = 0 (0% loss),
hpproximate round trip times in milli-seconds:

Minimwn = bns, Maxwimum = bms, fAvrerage = (ms

C:\Documents and Settings>

DOevicteue 2 YcmemHas 06paboTKa 3X0-3apoca 03HAYAET, YTO MAKETHI 3a1poca MOIyIeHBI
Ha y/aJIeHHOM CepBepe, U MaKeThl OTBETA yCIIEIIHO AocTaBieHsl Ha [IK.

DOevicteue 3 [lpu HeynauHO# 00pabOTKE 9X0-3a1Ipoca HEOOXOIUM aHAIIN3 TTPOOIEMBI.
Ecnu ax0-3ampoc 00paboTaH HEyAauHO, CIIEIYIOIINM IIAaroM OyAeT OUCK
POOJIEMBI B CETH.

lNMpoBepka ynpaxHeHUsi
3agaHue CYUTACTCS BHITIOJTHEHHBIM, €CITH IOCTUTHYT CICIYIOIINHA pe3yIbTaT:

B BaM yAaJioch IPOBepHUTH coeaunenue ¢ IP-anpecom DNS-cepBepa, 3amMcaHHbIM BO BpeMsI
3agaun 1, momorsio koMmauael ping OC Windows.
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3apava 3: TpaccupoBka coegnHeHunsa ¢ DNS-cepBepom

B aroii 3apaue muis TpaccupoBku Mapipyta k DNS-cepBepy, 3anucanHoMy BO Bpemst
mpesIayInei 3amaun, OyIeT HCIoIb30BaThes KoMmanaa tracert /d. Iapamerp /d mo3sosnser
IPEIOTBPATHTH 3apockl ANSHMEH MPOMEKYTOUHBIX MaPIIPYTH3aTOPOB IMyTH 1o |IP-agpecam
1 0TOOpa)KeHUE TUX UMEH B pe3ysibTaTax. B aToM cuienapuu cirysx6a DNS He paboraer,
MOATOMY TaKHe 3arpockl OyAyT IycTOH TpaToi BpeMeHH. Mcronp3yiiTe koManay tracert 6es3
napameTpa /d, eciiu HE0OX0IMMO y3HATh, Kak OyJIeT BBIMIAACTh BBIBOJ, eciiu ciry:x0a DNS
MOET pa3pelInTh HEeKOTophIe 1K Bee IP-ampeca.

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromue 1ecTBUs:

feitcteme 1 Huxe mpuBoAUTCS MpUMep HEYAa4yHOM TpaccupoBkH MapuipyTra kK DNS-
cepBepy. DTa NOCIeJ0BATEIBHOCTh MOXKET MPOAOIDKATHCS, TOKa HE OyayT
npoBepensl 30 mepexo10B. B cienyromeM npumMepe BbIBOIA MOKA3aHO,
YTO JUTSI TPEKPAIIeHUsT KOMaH/IbI 10 TOCTH)KEHUS YUCIIa TIEPEXOJI0B 110
ymomdaruio (30) ObLT HCIIOIB30BaH yrpasistonmii cumon ~C <ctrl-C>.

AWINDOWSAsystem32emd. exe

EE
mw wm o wm m

]

1
4 m
5
[

Deiictene 2 B okHE xoManaHoii ctpoku BBeauTe tracert /d <IP-aopec DNS-cepsepa>.
BBIBOI KOMaH IBI TOJDKEH BBITJISIIETH CIICIYIOIIMM 06pa3oM (B 9TOM IpuMepe
HCIIONB3YETCs BEIMBIIUICHHBIH |P-ampec).

AWINDOWSAsystem 3 2vemd. exe
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Deiicteue 3 [locne yCIIEITHOTO 3aBepieHus NpoBepky MapiipyTa kK DNS<cepsepy
HCTIONB3YITE 9Ty KOMaH Iy Oe3 mapametpa /d, 4ToObI YBUIETh BHIBOJ] KOMAHIBI,
C CHMBOJILHBIMH IMEHaMU. BBIBOJT KOMaH/IbI JIOJIKEH BBITJISACTH CIICTYFOIAM
o6pa3oM (B 5TOM IIpHUMeEpPE UCIIOIb3YETCH BRIMBIIIIEHHEIH |P-ampec).

WINDOWSsystem32emd. exe

cuments Aok racert 1Z7. 15!

tu.net [127.15°

Deiicteue 4  3akpoiiTe OKHO KOMaHIHOW CTPOKH, Ha)KaB KHOMKY X B BEPXHEM IPaBOM YIIIy.

lNMpoBepka ynpaxHeHuUsi
3a,Z[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CICAYIOMIUEC PE3YIIBT aThI.

®m  Bul 3anperran nouck DNS-cepsepa npu TpacCUpOBKe MyTH K aApecy Ha3HAYEHUsI
¢ ITOMOLIBIO KOMaHk! tracert /d, BeimonuenHol Ha [1K;

B C oMol KoMaH el tracert 6e3 mapametpa /d, BeimonaHenHo# Ha [TK, ObLTH BRIBEICHBI

CHUMBOJIbHBIC UMCHA, CBA3aHHBIC C KOHKPCTHBIMU IP-a):[pecaMI/I O6Hapy>l(eHHBIX YCTPOﬁCTB

Ha IYTH K aApCCy Ha3HAUYCHU.
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JlTabopaTtopHas pabota 2-1: Noakno4veHne
K yaaneHHoMy flabopatopHomMy obopyaoBaHUIoO

BeImonHuTe 3TO ynipaxkHeHHE, YTOOBI IPOBEPUTH COSIMHEHHE K BaIlleMy KOMIUICKTY
obopynoBanus (POd)u MPUMEHHUTH HA MPAKTHKE METOIbI MOAKIIOUYCHHS K TEPMHUHAILHOMY
cepBepy 1 moAKoueHus ¢ momompbio VPN-kmenTa.

3agaum ynpaxHeHus

B »ToM ynpakHeHHH BRI HAYHETE MOATOTOBKY K CIACTYIOIIMM JTa00OPaTOPHBIM paboTam —
MPOTECTUPYETE MOIKIIOUCHUE K 000PYI0BaHUIO Ballieii paboueit rpymisl, KOTopoe OyaeT
HCIIONIb30BAThCS B YIIPAKHCHUAX OCTATBHBIX JJAOOPATOPHBIX paboT 3TOro Kypca. Kpome toro,
BbI TIOMPAKTUKYETECh B Pa0OTE C 3TUM MOAKIF0UeHHEM. [10CIie BBIMTOTHEHHS 3TOTO
yIpa)KHEHHS BbI Oy1eTe CIIOCOOHBI CIeIaTh ClIeayoIee:

B [OJIKJIIOYUTHCS K 000PYAOBaHHIO HA3HAYCHHOM BaM paboueil rpymiibl, HCIOIb3Ys
TEPMHUHAIBHBIN CEPBEp ISl HACTPOIKH MapIIpyTH3aTOPOB U KOMMYTaTOPOB 110
KOHCOJIBHBIM TIOpTaM;

B [OJKITIOYHTHCS K 000PYIOBaHUIO HA3HAYEHHOM pabouei TpyIIIbl, HCIIONB3YS TPOrPaMMHBIH
VPN-kmenT, aroos! moakmounts 11K x uaTepdeiicy kommyTaTopa pabodeid TpyIbl; 3TO
MTO3BOJIMT HACTPOUTh MapIIpyTH3aTop padoueit rpymmsl ¢ momomsio ITO Cisco Router
u Security Device Manager (SDM).

UnnocTtpauna 3agaHua

Ha PUCYHKAX HUKC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPEMA JaHHOTO YIIPAXXHCHUA.

UnniocTtpauua 3agaHma K nabopatopHomn

paboTe 2-1
MopknioyeHune K ynaneHHomy rnabopaTopHoOMy
ob6opyaoBaHMIO

/ WHTepHeT

S,
-
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JlabopaTopHoe 000pymOBaHNE HAXOMUTCS Ha yAadeHHOU Tiomanake. JJis morydeHns 1ocTyma
K 9TOMY 000pYIOBaHHUIO OYAYyT MCIIONB30BATHCS ABA PA3IMYHBIX METO/IA.

[lepBriit MeTon ocHOBaH HA SSHHoaKMIOYeHNH. OHO 00eCeYnBaeT TOCTYI K TEeBMUHATEHOMY
cepepy (Ha3pIBaEMOMY TaKKe CEpBEPOM KOHCOJIEH). TepMUHaIbHBIN cepBep HMeeT
MOCJIEI0BATENBHBIE MTOJKIIOYEHIE K KOHCOJIBHBIM ITOPTaM MapIIpyTU3aTOPOB U KOMMYTaTOPOB
Cisco,ucnonb3yeMbix B 1a00paTOpHBIX paboTax. B mepBoM MeTo/ie MakeThl OTIPABIISIFOTCS
yepe3 MHTepHeT. B 9THX makeTax gaHHBIE OTIEIBHO 3aIIUIIECHB II()POBAHUEM.

Bo BTopoM meTone ucronsiyercst VPN-ogkmouerrne. OHO o0ecieunBaeT IOCTYI Yepes
VPN-MapmpyTu3zaTop B ceTh, K KOTOPOH IMOAKIIOYSH KOMMYTATOp padodeii rpymnmsl. Bo atom
METOJIC TTAKEThI OTIIPABIISIOTCS Yepe3 HTepHET ¢ TOMOIIBIO 3alU(POBAHHOTO TYHHEIS.

Heob6xoaumble pecypchbl

Hwxe nmepeunciiensl pecypchbl 1 yCTPOUCTBA, HEOOXOIUMBIE /ISl BBITOIHEHUS YIPaXXHEHHS.
m JlabGopaTopHas TOIOJIOTHS, HACTPOEHHAs [T TOr0 Kypca.

m  KoMmIuieKT 000pyI0BaHHUs CTYICHTA, COCTOSILIMIT U3 oqHOr0 KomMMyTatopa Cisco
Catalyst 29601 onHoro mapupyruzaropa Cisco 2811 nu SKBUBaICHTHBIX 10
¢dyHkmoHansHOCTH yeTpoiicTB CiSCO).

B aynutopuu moCTYIHBI CIISAYIONIUE CIIPABOYHBIC MATCPUAIIBL:
B PYKOBOJICTBO 1O JaOOpaTOPHBIM padoTaM;

m [IK cryaenra uinu pabodast CTaHINAS C JOCTYIIOM K YCTPOWCTBaM pabodero KOMITICKTa
00opymoBaHUS.

Cnuncok KomaHpg

B Ta6m/1ue MMPUBOAUTCA OIMMCAHNUEC KOMAaHIbI 1 HpPIJ'IO)KCHPIfI, HCIIOJIb3YCMbBIX B YIIPA)XHCHUU.

MpunoxeHxue MK

MpunoxeHusa Windows OnucaHue
Putty SSH Client MpunoxeHue amynaumMm TepMmuHana, NnogaepXxmsatoiee npoTokon SSH
Cisco VPN Client MporpamMmHbin VPN-KNneHT

Komanpga Windows

i pconfig /all OTa koMaHaa BbIBOOWT BCe Tekylue ceedeHust o6 IP-cetu
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NMopckasku

Jlst yripaskHEHHH 3TOH 1ab0opaTOPHO# paOOTHI TOCTYITHBI CIIEIYIOITHE TIOJCKA3KH.

B 3aI0JHHATE oTy Ta6n1/1uy JaHHBIMH O IIOAK/IIIOYCHHH U CETHU KJ1aCCa (Hpe,I[OCTaBIIHIOTCH

HUHCTPYKTOPOM).

Tabnuua 1. CBeaeHnst o ceTU U NOAKNIOYEHUMN

CBepeHus

3HauyeHne, Ha3Ha4YeHHoe WHCTPYKTOPOM

HasHaueHHasn pabouyas rpynna (byksa)

IP-agpec mepmuHanbHo20 cepsepa

Vmsa nonb3oBaTensa u naponb ang SSH

IP-agpec VPN-RTR (ecriu oH omnudaemcsi om adpeca ebiuie)

Mmsa 3anuncm nogkntoveHuss VPN-knneHTa

Vms nonb3oBatensi u naponb ans VPN (ecnv otnuyarotes ot SSH)

MpunoxeHve amynauum TepmmuHana SSH

Ta6nuua 2. [laHHble |IP-agpeca TFTP-cepBepa

Pa6ouasn IP-appec Pa6ou4as rpynna IP-appec
rpynna TFTP-cepBepa TFTP-cepBepa
A 10.2.2.1 E 10.6.6.1
B 10.3.3.1 F 10.7.7.1
C 10.4.4.1 G 10.8.8.1
D 10.5.5.1 H 10.9.9.1
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3apava 1: lNoaknro4veHune K vyaarieHHOMY cepBepy KOHCOJInN

B aroii 3agaue BaM ciieyeT UCIOJIb30BaTh MPUIIOKESHUE IMYJISIIIUN TEPMHUHATIA C TTOICPKKOI
npoTokosia SSH.OTOT sMynaTop TepMUHala MO3BOJISET HACTPauBaTh U KOHTPOJIUPOBATH
yJaJeHHbIe ceTeBble ycTpoiicTBa CiSCONpH MOIKIIIOUCHUH K TEPMUHAIBHOMY CepBEpY uepes
«KOHCOJIBHBIN> ITOPT.

Internet

\// Console Server

Console port

Mpouenypa ynpaxHeHus

Brinonnure cneayromuye AeicTBUS:

Oencteue 1 Ha pabouem crose ABaXbI MIETKHATE 3HAYOK IMYJIATOPA TepMHUHAJIA. B aTOM
npumepe ucronszyercs [10 PUTTY.

DOeiicteue 2 YOeauTech, 4T0 ycTaHOBIICH nepekmouarens SSH Beeaure IP-aapec
TepMUHAILHOTO cepBepa B mosie Host Name fimsi XxocTa) 1 HaXKMHUTE KHOTIKY
Open (OTKpbITH).

2 PuTTY Configuration

Categorny: k

[=E S_essinn | B asic options for your PUT TY session |

H ) L.oggmg Specify the destination pou want to connect to

=) Terminal

Host Name [or IP addrezs) Part

o e Keyboard
Bl [128.107 245121 e |

. -Features Connection type:

= Windaw (O Raw (O Telnet O Rlogin G)SSH (O Serial

[

FEECISNES Load, zave or delete a stored session
- Behaviour
- Translation Saved Sessions

- Selection |Hemule Lab ‘

~Colours Drefault Settin

: g%

[=)- Connection Remote Lab m
e
i (sae ]
- Rlogin

- 55H
Seridl Cloge window on exit:
O dlways O Mever (3 Only on clean exit

oo ) ooms
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Oenctene 3 BBenuTe MM MOIB30BaTEIIS U MTAPOIH JIIs ceanca SSHB cooTBeTCTBYOMIINE
CTPOKH 3aIlPpOCOB, UCTIOJB3YsI 3HaueHUs u3 Taduuiel 1. [Ipu oTcyTcTBHM KiTtoua
X0CTa B K3IIIE MOXKET 0TOOpakaThCs NpeaynpexacHue oe3omnacHocta PUTTY.
Jis mponosmkerns Beioepute Yes (da).

£ 128.107.245.121 - PuTTY

login as: student
3ent username "student™
student@128.107.245.121's password: I

Denctene 4 TlosiBUTCS OaHHEPHOE COOOIICHNE U Ta0JIMIIA C HOMEPAaMHU 3JIEMEHTOB,
WCTIOJIB3YEMBIX JIJIS TOJIKITFOUEHHSI K paboynM rpynmnaM. O3HaKOMbTECh
¢ uH(OopMaIren nociIeI0BaTeIbHOCTH IEHCTBHIHA, UCTIONB3yEeMOH st
BO3BpAIIICHUS B MCHIO M3 PEXKMMA MOKIIOYCHUS K MapIIpyTH3aTOPy WK
KOMMYyTaTopy. JlJis 3T0Oro HaXXMUTE OJTHOBPEMEHHO CJICTYIOIIUE KITABHIIIH:
Ctrl-Shift-6 . 3arem oTmycTuTe UX U HaXMHUTE X (B HIDKHEM PETHCTPE).

£ 128.107.245.121 - PuTTY

ol o o o ol o o ol ol o ol ol ol ol ol ol ol ol ol ol ol o o ol o ol o o o o o -~

Cisco Systems, Inc.
UMAUTHORIZED ACCESE TO THIS NETWORE DEVICE IS PROHIEITED.
"Cisco Certified Networking Associate Training'™

To exit =ssh sSessicon and return to the menu press
<CTRL>4<SHFT>+<6> then «<X>. To clear a connection to hegin
a new console session type clsf# (where # = the menu item number)
Type "exit" at any time while in the menu to disconnect.

Ear o o e a  a  a

ITENH Aotion
1 Connect to WorkGroup &
z Connect to WorkGroup B
3 Connect to WorkGroup C
4 Connect to WorkGroup D
5 Connect to WorkGroup E
5] Connect to WorkGroup F
7 Connect to WorkGroup G
=] Connect to WorkGroup H I
exit EXIT

Pleaze enter selection: I b
-

DOeiicteue 5 BriOepuTe pabovyro TpyIIy, yKa3aB COOTBETCTBYIONIMI HOMEpP 3JIEMEHTA.

e e e i i i e e e i i e e e e e i i e
ITEM# Action
i Connect to WorkGroup A
2 Connect to WorkGroup B
3 Connect to WorkGroup C
4 Connect to WorkGroup D
5 Connect to WorkGroup E
B Connect to WorkGroup F
7 Connect to WorkGroup G
=1 Connect to WorkGroup H
BXit EXIT
Please enter selection: 8.
—

28 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



DOevicteue 6 Brl nepennn B MeHI0 paboueli rpynmnbsl MoxHO BEIOpaTh BapuaHT 1 st
MOJIKIIOUEHHS K MapIIPYTH3aTOpy, 2 AJs MOAKIIOUYEHUS K KOMMYTAaTOpY MU
exit uis Bo3BpalleHus K IpepIIyIieMy MeHio. BeeanTe exit 1uist Bo3BpaieHus
K TIpeblayIeMy MeHo. BBenute exit, 3arem Haxkmute Kinasuiry Enter.

e e i e e i e e e e e e ICND '[,]G H e i o
e o o o o R HENU - e o o o o o
To exit ssh session and return to the menu press
<CTRL>+<3HFT>4+<f6> then <X>. To clear a connection to hegin
& new console session type cls§ (vhere # = the wenu item nuwrber)

Type "exit™ to return to mwain menu.
e e o i e O i e e i e i i o O e o o o o o o o

ITEM# DEVICE NALME
1 MorkGroup H Router
Z WorkGroup H Switch
exit Return to main menu

FPlease enter selection: I
=

Devicteme 7 Temepsb BBeanTE €Xit M HAXKMUTE KaaBuIy Enter mms 3aBepuierus ceanca SSH.

Lo o ol o ol o o o o o o o o o o o ol ol o o o o ol o o o ol o ol o o o o o o o o o o

Cisco Systems, Inc.
UNAUTHORIZED ACCESS TC THIS NETWORK DEVICE IS FROHIBITED.
"Cisco Certified Networking Associate Training'™

To exit ssh session and return to the menu press
<CTRL>4<3HFT>+<6> then «¥>. To clear a connection to hegin
a new console session type cls§ (where # = the wenu item number)
Type "exit"” at any titwe while in the menu to discohhect.

Lo o o o ol o o o o o ol o o ol ol ol o o o o o ol o o o o ol o ol o o o o o o o

ITEM# Action
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
Connect to WorkGroup
EZIT I

Q-1 m N @
f= i R W = R o = B )

m
=
-
ot

Please enter selection: exitl
—

DOeictene 8 B 3aBHCHMOCTH OT HCIIOIB3YEMOT0 IMYJIATOPA TEPMUHAIA ATO OKHO MOXKET
3aKpBIBATHCS, OUUINATHCS UM OCTABAThCS B HEM3MEHHOM Bue. OJTHAKO CEaHC
3aBEpIIICH U BCE HAXATHS KJIABUIII Oy IyT UTHOPUPOBATHCS.

Oeictene 9  3axpoiiTe MPUIOKEHUE SMYIIAIMN TEPMUHAJIA, €CITH OHO HE 3aKPBUIOCh
ABTOMAaTHUYECKH.

lNMpoBepka ynpaxHeHuUst

3aI[aHI/Ie CUMTACTCS BBIIIOJHCHHBIM, €CJIM JOCTUTHYTHI CICAYIOIINE PE3yJIbTaThl:

B BbI MOJYYHIN JOCTYII K yIAJICHHOMY TEPMUHAILHOMY CEPBEPY, UCIIONb3Ys JaHHbIC
n3 Tadmumer 1;

B BBI OJYYWIN JOCTYII B MEHIO pabodel rpynibl Ha3HAaY€HHOT0 KOMIUIEKTa 000pyTOBaHMS;

B BbI BCpHYJHCH B I'JITaBHOC MCHIO, 3aBCPIIMJIN CEAHC TCPMHUHAJIA U 3aKPBUIM IIPUIIOKCHHUEC.
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3apava 2: lNoaknro4veHune K yaaneHHomy VPN-mapLwpyTusartopy

B »T10i1 3a1aue BBI TOIDKHBI HCIIONB30BaTh KineHTckoe nmpuinoxenne Cisco VPN Clients

JOCTYTIA K yAAJIEeHHOM Tabopatopuu. [T0AKITIOUYHBIINCE, BEI CMOKETE HAOIIO1aTh H3MEHEHUS

nokansHbIX |P-aapecos ITK 1 00CyK1aTh H3MEHEHUS B PEKHUME MEPECHLUIKH MAKETOB.
Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

DOencteue 1 Ha pabouem crone otkpoiite [10 Cisco VPN Clientpienkuys 3nagok VPN Client.

WP Clignt

| Cisco Swskems Inc. YWPR Client |

Dencteue 2 BriOepuTe 3amich MOAKIIIOUCHNS HA3HAYCHHON pabodeii TPyIIIbI.

# VPN Client - Version 4.0.5 (Rel)

Connection Entries Status Certificates Log Options Help

@ ﬁ Cisto Srsms-

Connect Mew Irport M odify [elete

Connection Entries lEertificates ] Log ]

Transport j
| i
128107245121 IPSec/IDP

Connection Entry
ICH 2,
ICHDG-B

ICHD-WG-C 128.107.245.121 IPSec/UDP
ICHD-G-D 128.107.245.121 IPSec/UDP
ICHD-WG-E 128.107.245.121 IPSec/UDP J
ICHD-WG-F 128.107.245.121 IPSec/UDP
ICHD-WG-G 128.107.245.121 IPSec/UDP
ICHD-G-H 128.107.245.121 IPSec/IDP =
7T o il LH

Mok connected.

Devicteme 3 Illenkuute 3uauox Connect (Toak/ao4yeHue) B BEPXHEM JIEBOM YIIIy OKHA
TPHIIOKEHUSL.

# YPN Client - Yersion 4.0.5 {Rel)

Connection Entries Status Certificates Log Options Help

‘@ m Cisco Smm-

Cancel Connect MHew Impart tdodify Delete

Connection Entries lEerlificates ] Log ]

Connection Entry Transpart j

ICHD +/G-B 107245121 IPSec/UDP

ICNDWiE-C 128.107.245121 IPSec/UDP

ICND WiE-D 128.107.245.121 IPSec/UDP

ICNDWiE-E 128.107.245121 IPSec/UDP J

ICND WiE-F 128.107.245.121 IPSec/UDP

ICND WiE-G 128.107.245121 IPSec/UDP

ICND-W1GE-H 128.107.245121 IPSec/UDP p
7T e e L[J
Authenticating user.., ({111 T1]]

DOevicteue 4 3Hayoxk «CONNECLHM3MEHHUTCS, U OTKPOCTCS OKHO ayTeHTU()UKAIIMH T10Ib30BaTEIIs.
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OencTtBue 5

DOencrtBue 6

AWINDOWS\system32hcmd. exe

Breaute nms mons3oBartens u maposb VPN, 3anucanasie B Tabnmie 1, 3atem
Haxmute kKinasumry Enter. I[Tocie kopoTkoit may3er okHa VPN 3akporores.
He06omp1110#1 3Ha40K OTKPBITOTO 3aMKa Ha TIAHEIH 3a/1a4 B IPABOM HIKHEM
yIIIy 3KpaHa U3MEHUTCS Ha 3aKPBIThIN 3aMoK. Eciu 3To okHo HE 3akpoercs,
CBEPHHUTE €T0 BPYYHYIO.

Yrobsl mpocMoTpeTh H3MeHeHus IP-aapecos TTK, HE0OX0UMO OTKPBHITH OKHO
KOMaHAHOH cTpoku 1 BBecTd koMmanay IPCONFIG.

OencTtBue 7

OencTtBue 8

B BeIBOsie KOMaH B TosiBUTCS IP-ampec 1 macka Broporo amanrepa Ethernet.
Ban BBEIBOJI MOXKET OTIIMYATHCS, OJTHAKO ATOT aJpeC U MacKa 3aBHUCST OT
ajZipecaliii paboYMX TPYIII, HCIOIB3yeMOr B Oy IyIuX J1a00paTopHBIX

paborax. {ns agantepa VPN HE 3agaercs numo3 no yMoI4aHHUIO, TOCKOJIBKY
PEKUM MEPECHUIKH MAaKeTOB ObLT H3MEHEH Ha MCIIOJIb30BaHUE TYHHENS IS
cetelt, HacTpoeHHBIX Ha VPN-MapmmpyTuzarope. 910 OyIeT MPOUCXOIUTh
aBTOMATUYECKH, U B CITy4ae HECOOTBETCTBUS JIAHHBIC OYIyT OTIPABISTHCS HA
HACTPOCHHBIH IILTI03 TI0 YMOJIYaHHIO, CBSI3aHHbIH ¢ Apyrum Ethernetaganrepom.

DX0-3anpockl, oTnpaeicHHbIC Mo aapecy 10X.X.1, rae X = 2 ayist paboueit rpyIsl
A, X =3 s paboueti rpymmsl B u 1. 1. (X = 9 mumst paboueii rpymmst H), 10mKHED
OBITH 00paboTaHBI yeIentHo. Ecim 5X0-3ampockl He 00pabaThIBarOTCsI, 00PaTUTECH
3a IOMOIIIBIO K HUHCTPYKTOPY. BBIBOT TOKEH OBITh aHATOTWYEH IPUMEPY HIXKE.

C:\Documents and Settings>ping 10.10.10.1

Pinging 10.10.10.1 with 32 bytes of data:

Reply from 10.10.10.1: bytes=32 time=9ms TTL=127
Reply from 10.10.10.1: bytes=32 time=8ms TTL=127
Reply from 10.10.10.1: bytes=32 time=9ms TTL=127
Reply from 10.10.10.1: bytes=32 time=8ms TTL=127

Ping statistics for 10.10.10.1:

Packets: Sent = 4, Received = 4, Lost = 0 (0% los s),
Approximate round trip times in milli-seconds:

Minimum = 8ms, Maximum = 9ms, Average = 8ms

© 2007 Cisco Systems, Inc.
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DOevicteue 9 B crepyromux mabopaTopHBIX paboTax Ui NOAKIIOYCHUS 0003peBaTelis
K MapuIpyTu3aTopy padouei rpymnms! OyaeT ucnoiab3oBaThest TyHHenb VPN.

Oencteue 10 YtoOb! 3aBepmuth VPN-ogkII0YeHAE, TBaX/IBI IEIKHUTE 3HAY0K 3aMKa Ha
MaHeNH 3aj1a4, 9To0bl OTKPBITh OKHO npuitokeHus VPN. Kpome Toro, MoxxHO
HICTKHYTh MPaBOi KHOMKOM MBIIIK 3HAYOK 3aMKa U BeIOpaTs Disconnect
(OTrII09eHME).

# YPN Client - Yersion 4.0.5 {Rel)

Mew Irport b odify

Connection Entries ll:ertificates ] Log ]

Conneckion Entries  Status  Certificates Log Ophions Help

Hw g 8 M

Delete

Connectian Entr

ICHND-w/G-B
ICHNDWG-C
ICHDAWG-D
ICHNDWiG-E
ICND AWiG-F
ICHND-wG-G
ICHND-wG-H

al

128107245121
128.107.245.121
128107245121
128107245121
128107245121
128107245121
128107245121

IPSec/UDP
IPSec/UDP
IPSec/UDP
IPSec/UDP
IPSec/UDP
IPSec/UDP
IPSec/UDP

Connected to "ICHND-WG-A"

Connected Time: 0 daw(s), 00:39.29 |7

DOencteue 11 Illenxaute 3Ha4ok Disconnects npaBoM BepxHeM yriry okHa npuinoxenus VPN.
B pesynbTaTe TyHHENTBHOE COSTMHEHHE OyIeT 3aKphITO U M3MeHEeHHS |P-anpecos

[IK 6yayT OTMEHEHBI.

DOeiicteue 12 3akpoiite okHO npunoxkerns VPN.

Oencteue 13 Beenute komanny IPCONFIG B okHe KOMaHIHOM CTPOKH, YTOOBI YOS TUTHCH,
gto 1K BepHyIcs k ucxogHomy cereBomy IP-ampecy.

CAWINDOWSsystem3 2o d. exe

Ethernet adapter Local Area Connection:

ecific I

HOeicTteune 14 [locne npoBepkH ynaieHNUs JaHHBIX MOJKIIOYEHNS 3aKpOUTE BCE OCTaBIINECS

npuioxenus: Windows.

32
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lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yJ’IBTaTBI:

B BBl MOJYYHIIM JOCTYI K CETH yIaleHHOH abopaTopun ¢ nomomnsio VPN-kiuenrta
¥ JaHHBIX U3 TaOIuIel 1;

N BB YCIICIIHO MPOBEPHITH JOCTYI K 000PYIOBAHHUIO C TIOMOIIHIO KOMaH 6! PiNg
u 00o03peBares.

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam
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JlTabopaTopHas paboTa 2-2: 3anycKk KOMMmyTaTopa
U ero HavyaribHasi HacCTpouka

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTOM ynpakHeHHH BaM HEOOXOIUMO MOAKIIOYUTECS K KOMMYTaTOpy pabodel rpymibl
1 BBITIOJIHUTH HaYalbHYI0 HACTPOUKY yCTpoiicTBa. [Tocie BBIMOTHEHNS 3TOTO yIIpa>KHEHUS
BBl OyJieTe CIIOCOOHBI CIeNIaTh CIEeIYIOIIEe:

B [epe3anyCcTHUTh KOMMYTATOP U IPOBEPHUTH COOOIEHHS HAYaILHOTO 3aITyCKa,

N BHIOJHUTH HAYaIBHYIO HACTPOiKy kommyTaTopa Cisco Catalyst.

UnniocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPAKHCHUA.

UnnocTtpauusa Kk nabopaTtopHou paboTte 2-2
3anyck KOMMyTaTopa M ero HavyanbHasa HacTpoMka

Nwmsa xocra IP-apnpec Macka
pabGouen rpynnbl  KoMMyTaTopa noacetu
WHTepHeT SwitchA 10.2.2.11  255.255.255.0
SwitchB 10.3.3.11  255.255.255.0
SwitchC 10.4.4.11  255.255.255.0
SwitchD 10.5.5.11  255.255.255.0
SwitchE 10.6.6.11  255.255.255.0
SwitchF 10.7.7.11  255.255.255.0
SwitchG 10.8.8.11  255.255.255.0
SwitchH 10.9.9.11  255.255.255.0

Heob6xoaumble pecypchbl

Hwxe nepeunciieHbl pecypesl U yCTPOHCTBa, HEOOXOAUMBIC [Tl BBIMOTHEHUS YIPAKHCHHS.
m [IK, moaKTOYeHHBIN K yAaJICHHON JIAOOPATOPHH.
m  [IpunoxeHue i SMYJSIIAKA TePMUHANIA ¢ oAaep:kkoi SSH.

m  Uudopmaiys 0 Ha3HAYCHHOM KOMIUIEKTE 000pYI0BaHUs, TIOJIyYeHHAs B 1TaOOPaTOPHOM
pabote 2-1.
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Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNEC KOMAaH, UCTIOJIb3YCMbIX B YIIPA’KHCHUU.

KomaHnpabl kommyTtaTopa Cisco |I0S

KomaHpa

OnucaHue

configure term nal

AKTUBMPYET PEXMM KOHUTypaLuum ¢ TepMrHana.

copy runni ng-config mecro

KonupyeT daiin TekyLen koHdurypauum kommytaTopa

Has3Ha4YeHUs B pyroe MecTo HasHa4yeHusi. O6bI4HO 3TO 3arpy3o4Has
KOH(purypauus.
enabl e AKTMBMpPYET NpuBUnernpoBaHHbIn pexum EXEC.

B npuBunervposaHHom pexmme EXEC goctynHo 6onbliee
KONMM4ecTBO koMaHza. JTa komaHaa TpebyeT BBoAa napons
paspeluenus goctyna (enable password), ecnv OH HacTPOEH.

enabl e password naposs

Enable password ncnonb3yetcsa onsa 3awuTbl 4ocTyna
K MpUBUIErMpoBaHHoOMy pexumy (enable). OgHako aToT
naposib XpaHUTCs B BUAE HELUMPOBaAHHOIO TEKCTA

B KOHdUrypaumm.

enabl e secret
CeKpeTHbI I1apoJib

3awwmndpoBaHHbIA Napofb UCMONb3yeTCs AN 3aWwuThl
[oCTyna K NpMBUNerMpoBaHHomy pexumy (enable). Komanaa
enable secret nepeonpeaensieT He3alwWMgPOBaHHbIA Napornb,
3aJaHHbIN C NOMOLLbI0 KOMaHAbl enable password, ecnu
3agaHbl 06a naporns.

end

OTa KoMaHAa 3aBepLUaeT PeXMM KoHUrypaLmu.

erase startup-config

CTvpaeT 3arpy304Hyto KOHPUrypaLmio, COXPaHEHHYH
B 9HEpProHe3aBMCHUMON NaMSATH.

host nane musa_xocra

3agaeT umsa cucTeMsl, SABMAIOLLIEECS YacCTbio npurnawleHua.

interface vlian 1

AKTUBUPYET pexxum KoHdurypauum nHtepdenca VLAN 1,
B KOTOpPOM 3afaeTcs IP-aapec Ans ynpaeneHusi KOMMyTaTOPOM.

i p address ip-anpec macka

3apaert IP-agpec u macky nHtepdelica.

i p default-gateway ip-anpec

3apaert W3 no ymonyaHuo Anst kommyTtatopa. Lnio3
Nno YMOMYaHuio — 3TO MapLUpyTu3aTop, KoTopbi byaeT
nepecbinatb |IP-nakeTbl, He NpeAHa3Ha4YeHHbIe ang
JIOKanbHoOm ceTu.

line vty 015

AKTVBUPYET PEXUM KOHUrypaumMm NMHUN BUPTYarnbHOro
TepmuHana. JiuHum BuptyaneHoro TepmuHana (VTY)
No3BOMAOT MosydaTh JOCTYN K KOMMyTaTopy Ans
yAarneHHoro ynpasneHusi ceTbto. [JoCTyrnHoe Konm4ecTso
nuHuin VTY 3aBucut ot Bepcum MO Cisco 10S. O6bI4HO
mcnonb3ytTcsa 3HadeHns 0-4 n 0-15 (BKITHOYUTENBHO).

I ogin

OTa koMaHaa aKTUBUpPYET Mnpouecc BXxoga B CUCTEMY,
3anpalmBaroLLmii BBO4 MMEHU NoNb3oBaTens u napons
Ona goctyna B CUCTEMY.

password maposs JimHMM

HasHavaeT naposb noptam VTY Urv KOHCOMbHbIM MOpTaMm.

rel oad

MepesanyckaeT kOMMyTaToOp U Nepesarpyxaet
onepaumnoHHyto cuctemy Cisco 10S u koHurypauuio.

show interface vlian 1

OTtobpaxaeT nHpopmaumio o6 IP-agpece kommyTaTopa
(Cisco Catalyst 2950).

[no] shut down

Vcnonb3ynte komaHay KoHdpurypaumm nitepderica shutdown
Onsa oTKNYeHna nHTepdenca. Mcnonb3ynte opmy No 3TOMn
KOMaHAbl 41151 nepe3anycka OTKIIYEHHOro MHTepdelca.

© 2007 Cisco Systems, Inc.

PykoBoacTBo no nabopaTtopHbIM paboTam

35



NMopckasku

JJ1s 5TOTO yIpaskHEHUs TOCTYITHBI CIICAYIONIUE MOACKa3KU. Ta0uiia HivKe COACPKUT JaHHEIC,
KOTOpBIE HEOOXOAMMO BBECTH BO BpeMs HadaIbHOW HACTPOWKH KOMMYTaTOpa.

Ta6bnuua 1. CBegeHus o napone

MapameTp KoHdbUrypaumm 3HauyeHue

Enable password cisco

Enable secret password sanfran

Hostname Cwm. Tabnuuy 2

IP address and subnet mask Cwm. Tabnuuy 2

IP default gateway 10.x.x.3 (roe X.X BTOPOW 1 TpeTuiA OKTET agpeca paboyer rpynnbl)
Maponb nuHumu VTY sanjose

Tabnuua 2. CBepgeHus o6 IP-agpecax KOMMyTaTopoB

Pa6ouas rpynna Umsa xocTta IP-appec kommyTaTopa Macka
A SwitchA 10.2.2.11 255.255.255.0
B SwitchB 10.3.3.11 255.255.255.0
C SwitchC 10.4.4.11 255.255.255.0
D SwitchD 10.5.5.11 255.255.255.0
E SwitchE 10.6.6.11 255.255.255.0
F SwitchF 10.7.7.11 255.255.255.0
G SwitchG 10.8.8.11 255.255.255.0
H SwitchH 10.9.9.11 255.255.255.0

3apava 1. NogknovyeHUe K KOMMyTaTopy Ha3Ha4YeHHOWM
pabo4en rpynnbl

B sToli 3a12a9€ BaM HEOOXOIUMO MTOAKITFOYUTHCS K HA3HAYCHHOHN pabodeil rpymie, UCTIONb3ys
CBECHHS U IPOLICAYPY U3 JabopaTopHOM paboTh 2-1.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromnue 1ecTBUs:

DOeiicteue 1 [logximounTecs K KOMMYTAaTopy padodei rpymnimbl uepe3 SSH, ucmonb3ys
CBeZCHHS U3 1abopaTOpHOH paboThl 2-1.

Oenctene 2 B mepBoM MEHIO BBEUTE HOMEP 3JIEMEHTa, COOTBETCTBYIOIINI HA3HAUCHHOU
pabodeii rpymie. ITOT HOMEp —4HCII0 U3 AnanazoHa ot 1 o 8.

Devicteme 3 B MeHro pabodeii rpymmsl BBeaute CIS2 IIpu 3ampoce MOATBEPIKICHNS HAXKMHUTE
ximapunry Enter. ITpu aTom OyayT cOpOIIeHBI BCe COSTUHEHNS, OTKPBITHIC paHee.
Ora ornepanys MOKET MOTPeOOBATHLCS B CISAYIONINX JIA0OPATOPHBIX paboTax
B CJIy4ae HECOXKHUIAHHOTO 3aBEPIICHUS COCIUHCHHS. BBIBO] TOMKEH OBITh
AQHAJIOTWYCH MTPUMEPY HIDKE.
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*kkkkkkkkkkkkkk

* * * |CND WG Z *kkkkkkkkkk

M E N U - *kkkkkkkkkk

To exit ssh session and return to the menu press
<CTRL>+<SHFT>+<6> then <X>. To clear a connection to begin
a new consol e sessi on type cl s# (where # =the menu item number)

Type "exit" to return to main menu.
* *kkkkkkkkkkkkk

*

kkkkkkkkkkkkkkk

* * * * *

ITEM# DEVICE NAME

1 WorkGroup Z Router
2 WorkGroup Z Switch

exit Return to main menu

Please enter selection: cls2
[confirm]  <ENTER>
[OK]

DOevicteue 4 [logxmoynTecs K KOMMYTaTopy padodeid Tpymibl, BEIOpaB BapuaHT 2 B MEHIO,
3aTeM Ha)kxMuTe Kiapuiry Enter. BelBon Ha skpaH N0KEH ObITh aHAJIOTHYEH

MIpUMepy HIXKE.

* * * |CND WG Z *kkkkkkkkkk
M E N U *kkkkkkkkkk
To exit ssh session and return to the menu press
<CTRL>+<SHFT>+<6> then <X>. To clear a connection
a new console session type cls# (where # = the men
Type "exit" to return to main menu.
* *kkkkkkkkkkkkk

*

*kkkkkkkkhkkkkk

kkkkkkkkkkkkkkk

to begin
u item number)

* * * *

ITEM# DEVICE NAME

1 WorkGroup Z Router
2 WorkGroup Z Switch
exit Return to main menu

Please enter selection: 2
Trying swa (10.10.10.12, 2067)... Open

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYT CJ'IGZ[yIOIJ_[I/Iﬁ pesyanaT:

BBI TTOTYYHMITH IOCTYTI K KOMMYTaTOpy Ha3HaYEeHHOW paboueli TpyIITbl B yIaJIeHHON CEeTH

]
J1abOpaTopHH ¢ TIOMOIIBI0 SSHKITHeHTa U CBeIeH I U3 TaONuIIb 2 1abopaTopHOi padoThl 2-1.

3apava 2: NogrBepxaeHne oTCyTCTBUA KOHUrypaumum
KOMMYyTaTopa 1 nepesarpy3ka

B 910i1 3a1aue BaM HEOOXOIMMO HCHIOJIB30BaTh KOMaHIy erase startup-config 4ro0sr
yOequThesl B OTCYTCTBUM COXPaHEHHOM KOH(HIypauuu koMmMmyTtaropa B (aiine startup-config
B NVRAM (sHeproHe3aBuCHMOM MaMsITH). 3aTeM ciieayeT nepesarpy3uts [10 kommyTtaTopa

1 U3YUYUTH BBIBOJ, COBZ[aHHBIf’I IpHU Mnepe3arpys3ke.
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Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue geicTBUS:

Oenctene 1 YT0OBI OTKPHITH MPUTTIAIIEHHE HAXMUTE KiaBuiry Enter neckomnpko pas. Eciun
MOSIBUJIOCH MpHIIIAIieHue «SWitch>» nepeiinute k aeicteuio 3. B mpoTHBHOM
ciydae nepeinTe K ASHCTBUIO 2.

DOeiicteue 2 Ecnu BBIBOJ aHAIOTHYECH NMPUMEPY HIDKE, BEIOepUuTe YESB KauecTBe OTBETA Ha
Bompoc. JIBaxxapl HaxXMHUTE KIaBuiy Enter.

Would you like to terminate autoinstall? [yes]: yes

--- System Configuration Dialog ---
Would you like to enter the initial configuration d ialog? [yes/no]: no

Switch>
Switch>

Oenctene 3 B naHHBI MOMEHT cucTeMa paboTaeT B TOIH30BATEIBCKOM pekuMe. UTOOBI
MIPOCMOTPETH PE3yIbTaT BBOIa KOMaH/ bl MPUBUIECTUPOBAHHOTO PEKUMA
B TI0JIH30BATEIILCKOM PEXHMME, BBEJIUTE KOMaHIy erase startup-config.
BbIBOJI T0MDKEH OBITH aHAJIOTHYEH TPUMEPY HUXKE.

Switch> erase startup-config
N

% Invalid input detected at '~ marker.

OenictBne 4 DTHU JaHHBIC MTOSBISIOTCS MTOCIIE BBOJIA IPUBMIIETHpOBaHHON KoMaH el EXEC
B TI0JIH30BATEIILCKOM pekuMe. BBeaute komanay enable Ha skpane nomkHa
MOSIBUTHCS CICAYIOIIast HH(GOPMAITHS.

Switch> enabl e
Switch#

Deiicteue 5 OOpaTHTEe BHUMAHKE, YTO MPUIIIANIICHHE KOMMYTAaTOpa H3MEHHUIOCH ¢ Switch>
Ha Switch?. OHo yka3bIBaeT, UTO UCMOB3YETCS MPHUBUICTUPOBAHHBIN PEKUM
(enable EXEC)Ecnu Teneps BBecTH KOMaHy erase startup-config ona Oyner
npuHsaTa. Haxmure kinapumry Enter g moarBepkKaeHUsS 1 CHOBAa HAXKMUTE
Enter, 9ro0p1 OMyduTh NMpHUTIAIICHIE MapIIpyTH3aTopa. Ha skpane momkHa
TIOSIBUTHCA CIIEAYIOMas HH(popMaIus.

Switch# erase startup-config

Erasing the nvram filesystem will remove all config uration files! Continue?

[confirm]  <ENTER>

[OK]

Erase of nvram: complete

00:18:46: %SYS-7-NV_BLOCK_INIT: Initalized the geom etry of nvram <ENTER>

Switch#

Devicteme 6 Bseaure komanay reload. TTossutces 3anpoc moareepkaeHus. [ToaTeepaure
nepe3arpy3Ky. 3aTeM MOsSBUTCS OOJIBIION MACCHB JJAHHBIX O COCTOSIHUU
KOMMYTaTopa B IpoIliecce nepe3arpy3ku. BeIBoJ TOMKEH OBITh aHAJIOTUYCH
npuMepy Huke. HekoTopele moBTopstonpecs (hparMeHThl IPOMYIICHBI IS
COKpaIieHus 00beMa BBIBOIA.

Switch# rel oad
Proceed with reload? [confirm] <ENTER>

00:21:00: %SYS-5-RELOAD: Reload requested by consol e. Reload Reason: Reload Command.
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Base ethernet MAC Address: 00:1a:6d:44:6¢:80
Xmodem file system is available.

The password-recovery mechanism is enabled.
Initializing Flash...

flashfs[0]: 597 files, 19 directories

flashfs[0]: 0 orphaned files, 0 orphaned directorie s
flashfs[0]: Total bytes: 32514048

flashfs[0]: Bytes used: 8208384

flashfs[0]: Bytes available: 24305664

flashfs[0]: flashfs fsck took 9 seconds.

...done Initializing Flash.

Boot Sector Filesystem (bs) installed, fsid: 3

done.

Loading "flash:c2960-lanbasek9-mz.122-25.SEE2/c2960 -lanbasek9-mz.122-

25.SEE2.bin"..QQQQQQQOQQQAPQQAQ@

(eleleleeleleeeleleleleleieleleleleleieielcieieleelelclel@@@la@@a@@@@aia@@aa@aaleleieieleiedele
@@ @@ @@ @@ E@IIICCICIC)E

cleleleleleleleaeleceeceececeeceeceeeelele

text omtted

QEEEEEE@EPEOARREAEOAAAEOAECOOORAAAE OO AAAAAAAAAPEAEEEEAAAAEADAAAOAC
claiclefeelelcciaelelcelccceeeeecceeeecelccclaelccelcceieelclclelele)

File "flash:c2960-lanbasek9-mz.122-25.SEE2/c2960-la nbasek9-mz.122-25.SEE2.bin"

uncompressed and installed, entry point: 0x3000

executing...

Restricted Rights Legend

Use, duplication, or disclosure by the Government i
subject to restrictions as set forth in subparagrap

(c) of the Commercial Computer Software - Restricte
Rights clause at FAR sec. 52.227-19 and subparagrap
(c) (1) (ii) of the Rights in Technical Data and Co
Software clause at DFARS sec. 252.227-7013.

ITaSo

puter

cisco Systems, Inc.
170 West Tasman Drive
San Jose, California 95134-1706

Cisco 10S Software, C2960 Software (C2960-LANBASEK9 -M), Version 12.2(25)SEE2, RELEASE
SOFTWARE (fc1)

Copyright (¢) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 28-Jul-06 11:57 by yenanh

Image text-base: 0x00003000, data-base: 0Ox00BB7944

Initializing flashfs...

flashfs[1]: 597 files, 19 directories

flashfs[1]: O orphaned files, O orphaned directorie s

flashfs[1]: Total bytes: 32514048

flashfs[1]: Bytes used: 8208384

flashfs[1]: Bytes available: 24305664

flashfs[1]: flashfs fsck took 1 seconds.

flashfs[1]: Initialization complete....done Initial izing flashfs.

POST: CPU MIC register Tests : Begin
POST: CPU MIC register Tests : End, Status Passed

POST: PortASIC Memory Tests : Begin
POST: PortASIC Memory Tests : End, Status Passed

POST: CPU MIC PortASIC interface Loopback Tests : B egin
POST: CPU MIC PortASIC interface Loopback Tests : E nd, Status Passed

POST: PortASIC RingLoopback Tests : Begin
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POST: PortASIC RingLoopback Tests : End, Status Pa

POST: PortASIC CAM Subsystem Tests : Begin
POST: PortASIC CAM Subsystem Tests : End, Status Pa

POST: PortASIC Port Loopback Tests : Begin
POST: PortASIC Port Loopback Tests : End, Status Pa

Waiting for Port download...Complete

This product contains cryptographic features and is
States and local country laws governing import, exp
use. Delivery of Cisco cryptographic products does
third-party authority to import, export, distribute
Importers, exporters, distributors and users are re
compliance with U.S. and local country laws. By usi
agree to comply with applicable laws and regulation
to comply with U.S. and local laws, return this pro

A summary of U.S. laws governing Cisco cryptographi
http://www.cisco.com/wwl/export/crypto/tool/stqrg.h

If you require further assistance please contact us
export@cisco.com.

cisco WS-C2960-24TT-L (PowerPC405) processor (revis
memory.

Processor board ID FOC1048ZE27

Last reset from power-on

1 Virtual Ethernet interface

24 FastEthernet interfaces

2 Gigabit Ethernet interfaces

The password-recovery mechanism is enabled.

64K bytes of flash-simulated non-volatile configura
Base ethernet MAC Address: 00:1A:6D:44:6C:80

Motherboard assembly number : 73-10390-03
Power supply part number 1 341-0097-02

Motherboard serial number  : FOC10483A1C
Power supply part number : DCA104382KM

Model revision number :BO

Motherboard serial number : CO

Model number : WS-C2960-24TT-L
System serial number : FOC1048ZE27
Top Assembly Part Number : 800-27221-02
Top Assembly Revision Number : CO

Version ID - V02

CLEI Code Number : COM3L0O0OBRA
Hardware Board Revision Number : 0x01

SW Version

Switch Ports Model

* 126 WS-C2960-24TT-L 12.2(25)SEE2

Press RETURN to get started!

00:00:39: %LINEPROTO-5-UPDOWN: Line protocol on Int
00:00:40: %SPANTREE-5-EXTENDED_SYSID: Extended Sysl
00:01:01: %SYS-5-RESTART: System restarted --

Cisco 10S Software, C2960 Software (C2960-LANBASEK9
SOFTWARE (fcl)

Copyright (¢) 1986-2006 by Cisco Systems, Inc.

ssed

ssed

ssed

subject to United
ort, transfer and
not imply

or use encryption.
sponsible for

ng this product you
s. If you are unable
duct immediately.

¢ products may be found at:
tml

by sending email to

ion BO) with 61440K/4088K bytes of

tion memory.

SW Image

C2960-LANBASEK9-M

erface Vlanl, changed state to down
d enabled for type vlan

-M), Version 12.2(25)SEE2, RELEASE
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Compiled Fri 28-Jul-06 11:57 by yenanh

00:01:03:
00:01:03:
00:01:03:
00:01:03:
00:01:04:

to up

00:01:04:

to up

00:01:04:

to up

00:01:04:

to up

00:01:33:

%LINK-3-UPDOWN: Interface FastEthernet0/1
%LINK-3-UPDOWN: Interface FastEthernet0/2
%LINK-3-UPDOWN: Interface FastEthernet0/1
%LINK-3-UPDOWN: Interface FastEthernet0/1
%LINEPROTO-5-UPDOWN: Line protocol on Int
%LINEPROTO-5-UPDOWN: Line protocol on Int
%LINEPROTO-5-UPDOWN: Line protocol on Int
%LINEPROTO-5-UPDOWN: Line protocol on Int

%LINEPROTO-5-UPDOWN: Line protocol on Int

, changed state to up

, changed state to up

1, changed state to up

2, changed state to up

erface FastEthernet0/1, changed state
erface FastEthernet0/2, changed state
erface FastEthernet0/11, changed state
erface FastEthernet0/12, changed state

erface Vlanl, changed state to up

DOevicteue 7 YTOOBI 3apeTUTH aBTOMATHYECKYIO YCTAHOBKY, IPH OTOOpasKeHUN
COOTBETCTBYIOIIETO 3alpoca HaXKMUTE KiaBuiry Enter, yto6s1r mpuHATH
3HAYCHHUE M0 YMOJTUYAHUIO «YEeS» §anpeTUTh aBTOMATHUCCKYIO YCTAHOBKY).

Would you like to terminate autoinstall? [yes]:

<ENTER>

Denctene 8 Jlasiee cucTteMa MPEAIOKUT BOWTH B TUAJIOT HAYaIbHON KOHPUrypaiuu. 3agada
BHIMONIHEHA. Obpamume 6HUMAHUE, YMO OMBem HA IMOM GONPOC HeOOXOOUMO
byodem geecmu 6 oeticmeuu 1 credyroweii 3a0auu.

--- System Configuration Dialog ---

Would you like to enter the initial configuration d

lNMpoBepka ynpaxHeHuUs

ialog? [yes/no]:

3a,I[aHI/I€ CUMTACTCA BBIIIOJHCHHBIM, €CIIM JOCTUTHYTHI CICAYIOIINEC PE3YIbTAThI:

B CymiecTBYIONIast KOH(UTYpaus yCIenTHo yaaleHa,

B [I0JIyYCH BbIBOJI, aHAJIOTHUHBIA BEIBOIY B JeiicTBHs ¢ 6 110 8.

3apava 3. Ucnonb3oBaHue gnanora KOHUrypaumm cuctemMol
ANA co3aaHns HavarbHOM KOHdurypaumm

[Ipomorkas mporecc, HaYaThIi B IPEABIAYINEH 3a1a4e, BEIOCpUTE AUAIOT HaYaIbHON
KOH(pUrypamu#, 9To0sl BeI3BaTh auanor System ConfiguratiorKonduryparims cucremsr).
[ocrne aToro cnemyet BBecTH 6A30BEIC MApaMETPhl KOMMYTATOPa. ITOT PEKUM HACTPOHKH
TaK)Ke Ha3bIBACTCS «SEetUup> o Ha3BaHUIO MHCTPYKIIMUA KOMaHIHOW CTPOKHU, KOTOpask €ro

aKTHBHPYET.

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromnue 1ecTBUs:

Deiicteue 1  BbI TOTOBBI K HAaUaNbHOW HAacTpoiike. B oTBeT Ha 3anpoc (13 nociednezo waea
npeovloywelt 3a0a4u, M. Hudice), BBEIUTE YeSH HaxMuTe kiasuiny Enter,
9TOOBI MPOJIODKUTH HACTPOUKY KOMMYyTaTopa. 3HaUEHUS, KOTOPhIE HEOOXOMMO
BBECTH BO BpeMsl HACTPONKH, BBIJICIICHBI )KHPHBIM IIPH(TOM.

--- System Configuration Dialog ---

Would you like to enter the initial configuration d

ialog? [yes/no]: yes
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DOevicteue 2 OTKaKUTECH OT BBOAA 0A30BBIX MAapaMETPOB yIPaBIeHHUs, BEIOpaB NO.

At any point you may enter a question mark '?' for help.
Use ctrl-c to abort configuration dialog at any pro mpt.
Default settings are in square brackets ']'.

Basic management setup configures only enough conne ctivity
for management of the system, extended setup will a sk you
to configure each interface on the system

Would you like to enter basic management setup? [ye s/nol: no
DOeiicteue 3 OTKaXXUTECH OT MPOBEPKH HHTEPPEHCOB, YKa3aB NO B KAYECTBE OTBETA Ha BOTIPOC.

First, would you like to see the current interface summary? [yes]: no
Oencteue 4 BBemure MM X0CTa HA3HAYCHHOTO KOMMYyTaTopa (Hampumep, SwitchJ).

Configuring global parameters:

Enter host name [Switch]: Swi t chX
DOeiicteue 5 Bpeaute Bce maponu, HCHONB3YS JaHHBIE U3 Tabnuikl 1 nabopatopHoit paboTsr 2-2.

IMapons «enable secretacrionb3yercs [71st 3aUTHI AOCTYTA K IPUBUIICTH-
poBanHoMy pexxumy EXECu pexxumam kordurypariuu. [Tociae BBoga
B KOH(PHT'YpaIUIO 3TOT MapoJIb M pyeTcs.

Enter enable secret: sanfran

Devicteme 6 Ilapoas «enable passwordrenoap3yeTcs B HEKOTOPBIX CTapPBIX BEPCHIX
POrPaMMHOT0 00ECIIEUYEHHUS U 3arPy309HBIX 00pa3ax, eciid He yKa3aH
napoib enable secret.

Enter enable password: ci sco

DOeictene 7 [lapons BUPTYanbHOTO TEPMHUHAJIA MCIIONB3YETCS IS 3aIIUTHI JOCTYIIA
K MapIIpyTHU3aToOpy Yepe3 ceTeBor HHTEpdEFic.

Enter virtual terminal password: sanj ose

Oencteue 8 Baemurte NO B kauecTBe oTBeTa Ha npurinamenne Configure SNMP Network
Management.

Configure SNMP Network Management? [no]: no

Oencteue 9 BBemurte yesSB kauecTBe oTBeTa Ha npuriamenne «Do You Want to Configure
Vlanl Interface?»annsie 06 IP-anpece MokHO HaiiTi B Tabmuie 2.

Configuring interface parameters:

Do you want to configure Vlanl interface? [no]: yes

Configure IP on this interface? [no]: yes
IP address for this interface: 10. x. x. 11
Subnet mask for this interface [255.0.0.0] : 255. 255. 255. 0
Class A network is 10.0.0.0, 24 subnet bits; mask is 124

Oencteue 10 BBemure NO B KauecTBE OTBETA HAa BCE OCTAJIbHBIC MPHUTTIAMICHUS KOHDUTypauu
uHTepdeiica.

Do you want to configure FastEthernetO/1 interface? [yes]: no
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Do you want to configure FastEthernet0/2 interface? [yes]: no

Do you want to configure FastEthernetO/3 interface? [yes]: no
Do you want to configure FastEthernet0/4 interface? [yes]: no
Do you want to configure FastEthernetO/5 interface? [yes]: no
Do you want to configure FastEthernet0/6 interface? [yes]: no
Do you want to configure FastEthernetO/7 interface? [yes]: no
Do you want to configure FastEthernet0/8 interface? [yes]: no
Do you want to configure FastEthernet0/9 interface? [yes]: no
Do you want to configure FastEthernet0/10 interface ? [yes]: no
Do you want to configure FastEthernet0/11 interface ? [yes]: no
Do you want to configure FastEthernet0/12 interface ? [yes]: no
Do you want to configure FastEthernet0/13 interface ? [yes]: no
Do you want to configure FastEthernet0/14 interface ? [yes]: no
Do you want to configure FastEthernet0/15 interface ? [yes]: no
Do you want to configure FastEthernet0/16 interface ? [yes]: no
Do you want to configure FastEthernet0/17 interface ? [yes]: no
Do you want to configure FastEthernet0/18 interface ? [yes]: no
Do you want to configure FastEthernet0/19 interface ? [yes]: no
Do you want to configure FastEthernet0/20 interface ? [yes]: no
Do you want to configure FastEthernet0/21 interface ? [yes]: no
Do you want to configure FastEthernet0/22 interface ? [yes]: no
Do you want to configure FastEthernet0/23 interface ? [yes]: no
Do you want to configure FastEthernet0/24 interface ? [yes]: no
Do you want to configure GigabitEthernet0/1 interfa ce? [yes]: no
Do you want to configure GigabitEthernet0/2 interfa ce? [yes]: no

Deiicteme 11 BBeauTe NO B KauecTBe O0TBeTa Ha nmpuriamenue Enable as a Cluster
Command Switch.

Would you like to enable as a cluster command switc h? [yes/no]: no

Devicteue 12 Tlponecc koudpurypanuu otodpasut komauasr Cisco 10S mpaBuiIsHOCTE
KOTOpPBIX BBl IOJKHBI TpoBepuTh. Haxkumaiite knapuiry IIPOBEJI nns
MOJTyYEHUS TOTIOTHUTEIBHBIX JAHHBIX MPH 3aIIPOCE BHIBOAA JOMTOJIHUTEIIEHBIX
naHHbIX (mpuriameHue --More--).

The following configuration command script was crea ted:

hostname Swi t chX

enable secret 5 $1$3PTL$CG2pEpzgAJO3pkB7If4P9.
enable password ci sco

line vty 0 15

password sanj ose

no snmp-server

|

!

interface Vlanl

no shutdown

ip address 10. 10. 10. 11 255. 255.255.0
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interface FastEthernet0/1
|

interface FastEthernet0/2
|

interface FastEthernet0/3
|

interface FastEthernet0/4
|

interface FastEthernet0/5
|

interface FastEthernet0/6
|

interface FastEthernet0/7
|

interface FastEthernet0/8
|

interface FastEthernet0/9
|

interface FastEthernet0/10
|

interface FastEthernet0/11
|

interface FastEthernet0/12
|

interface FastEthernet0/13
|

interface FastEthernet0/14
|

interface FastEthernet0/15
|

interface FastEthernet0/16
|

interface FastEthernet0/17
|

interface FastEthernet0/18
|

interface FastEthernet0/19
!
interface FastEthernet0/20
|

interface FastEthernet0/21
|

interface FastEthernet0/22
|

interface FastEthernet0/23
|

interface FastEthernet0/24
|

interface GigabitEthernet0/1
!
interface GigabitEthernet0/2
!

end

Oencteue 13 Ecnu oToOpaxkaeTcs npaBuiibHas HadadbHasi KOHOUTYpanus, BBeIUTe 2 UIs
COXpaHEHUs 3TOW KOH(UTYpaLMK B 3arpy304HOM (Qaiiie KoHPHUrypauuu
B NVRAM u BrliiuTe U3 pexkxnuma KOHPUTypaLuu.

[0] Go to the IOS command prompt without saving thi s config.
[1] Return back to the setup without saving this co nfig.
[2] Save this configuration to nvram and exit.

Enter your selection [2]: 2

Building configuration...

[OK]

Use the enabled mode 'configure’' command to modify this configuration.
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lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:

BN BBIBOJ HAYAJILHOW KOH(UTYPAIIUU COBIAI CO 3HAUCHUSIMH, 3aJaHHBIMU JUUIsI KOMMYTaTopa
paboueii TpyIH;

B BBl BEIOpan BapuaHT 2, 4To0bl coXpaHuTh KoH(purypaiuio B NVRAM u BeriiTh 13
pexXuma HaCTPOUKH.

3apava 4: [lo6aBneHue wsi03a No yMONMYaHUIO B HaYanbHYO
KOH(purypauumio

[Tocne HacTpoOKM KOMMYyTaTOpa B pexuMe «Setupraeodxoaumo mo6aBuTh |IP-aapec
MapIIpyTu3aTopa mo ymomdanuto. 11103 mo ymonmuanuio OyieT UCTIONb30BaThCS IPU
MepechUIKe MAaKeToB uepe3 uurepdetic ynpasnenus Vlan 18 cets 6€3 npsMoro MOAKIIOYCHHUS.
Hactpoiika mapripytusaropa OyAeT BHIIOIHITECS B CICAYIONIEH Ta00paTopHOH padoTe.

Mpoueaypa ynpaxHeHus
BrinoniHute crienyromue 1ecTBUs:
Denctene 1 Ilepeiiaute U3 moys3oBaTeibekoro pexruma EXEC B npuBriierupoBaHHbBIN

PEKUM ¢ TIOMOIIBI0 KoMaH B! enable Beeaure mapons, korma cucTeMa IOIpOCHT
cleaTh 3TO.

MpumeyaHue. BcnomHuTe, 4TO BO BpeMs npedbiayLuen 3agaydm onsa «enable password» 3agaHo
3Ha4veHne «sanfran».

Oencteue 2 B mpuBuiernpoBaHHOM peXUMe BBeIuTe KoMaHay configure terminal.

DTa KOMaH/1a 4YacTo cokparaercs 10 CoNf t. BRIBo H0IKEH BBRITTIAACTh
CIIEIYIOMNM 00pa3oM.

SwitchX#configure terminal

Enter configuration commands, one per line. End wit h CNTL/Z.

SwitchX(config)#

Deiicteme 3 Baeaure komanmy ip default-gateway 10x.X.3, rige X.X —3T0 BTOpPOi M TPETHIA
OKTETHI anpeca, HazHauenHoro uaTepdeiicy VLAN 1 kommyraTopa. BeiBox Ha
9KpaH JIOJHKCH BEITIISACTh CISAYIONUM 00pa3oMm.

SwitchX(config)#ip default-gateway 10.10.10.3

SwitchX(config)#

Devicteue 4 Beliigure w3 peskuMa KOHPHUTYPAIIAH ¢ TIOMOIIBI0 koMaHasr end. BeiBox Ha
9KpaH JOJHKEH BBITJISIETH CIEAYIONIM 00pazoMm.

SwitchX(config)#end

SwitchX#

1d00h: %SYS-5-CONFIG_I: Configured from console by console

Deiictene 5 Bseaure koMaumy COpPY running-config startup-config ms coxpanenwst
tekymiei koHpurypanuu B NVRAM. Bam Oynet npeiokeHo noATBEpAUTD UMS
(atina. Jlns moaTBepKICHUS HAKMUTE KiaBuiry Enter. Bersos Ha 3kpaH 10mKeH
BBITJISICT CJIEAYIONUM 00pa3oM.

SwitchX#copy running-config startup-config

Destination filename [startup-config]?

Building configuration...

[OK]

SwitchX#
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Mpumeuanune. OO6LEeNpUHSATOE COKpaLleHne KoMaHabl Copy running-config startup-config — copy
run start.

NMpoBepka ynpaxHeHuUs
3ajaHue CUUTACTCSI BBIMIOIHEHHBIM, €CJIH JOCTUTHYTHI CIEAYIOLINE PE3yIbTaThl:
B B TeKyUIylo KoH(puUrypanuo 106asnex |P-aapec numo3a no yMon4aHuio,

B Tekymas KOHGUrypamnus coxpanena B ¢aiine startup-config.
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JTabopaTtopHas pabota 2-3: lNoBblweHUe
Ge3onacHOCTU HavYaribHOM KoHdUrypaumm
KOMMyTaTopa

BrimonnuTte ynpaxHeHue 3Toi 1abopaTopHOM padOThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHMsL, IIOJIy4Y€HHbIE B COOTBETCTBYIOIIEM MOAYJIE.

3agaym ynpaxHeHus

B sTOM ympaxkHeHHH BaM HEOOXOJUMO TTOBBICUTH 0€30IIACHOCTh HAYaIbHOM KOHPHUTYpaITUH
KoMMyTaTopa. [1ociie BBIMOIHEHUS 3TOTO YIPaXXHESHHS BbI OyIETE CIIOCOOHBI CIeNaTh
() (513970 11 CIEN

M HACTPOUTH 0€30MaCHOCTh KOHCONH 1 uHui VTY Ha 6aze mapos;
B 3amudpoBaTh BCe MapoiIH ¢ moMoIbio komauasl Cisco 10S;
® 100aBUTH OaHHEPHOE COOOIICHHE IS IPOIecca BXOa B CUCTEMY;,

B [TOBBICHTH 0€30IIaCHOCTH YAAJIEHHOTO YIIPABIEHUS KOMMYTaTOPOM, T0OABUB MPOTOKOI
SSHk aunusaMm VTY;

B [OBBICHTH 0€30MaCHOCTh (PU3NUECKUX HHTEPPEHCOB MyTEM HACTPONHKHU Pa3IHYHBIX
MeToA0B OezomacHocTH Ha 6aze MAC-anpeca;

B OTKJIIOYHUThH HEUCTIONb3yeMbIe HHTEP(EHCHI.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMA JAaHHOT'O YIIPpaKHCHUA.

UnnocTtpauua 3agaHusa K naboparopHoun pabote 2-3
MoBbiWweHne 6e30MNacHOCTU Ha4YanbHOU
KOHcurypaumm kKommyTtatopa

Nwmsa xocTa IP-appec

pa6oyen rpynnsl  komMmyTatopa Macka nogceTu

irepreg SwiitchA 10.2.211  255.255.255.0
SwitchB 10.3.311  255.255.255.0

SwitchC 10.4.411  255.255.255.0

SwitchD 10.5.5.11 255.255.255.0

SwitchE 10.6.6.11  255.255.255.0

SwitchF 10.7.7.11 255.255.255.0

SwitchG 10.8.8.11 255.255.255.0

SwitchH 10.9.9.11  255.255.255.0
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Heob6xoaumble pecypchbl

Hwxe nepeuncnensl pecypcsl 1 yCTpoicTBa, HEOOXOAUMBIE JUISI BBIIOTHEHUS YIPAKHEHHS.

m JIK, moakmoueHHBIH K yIaJIeHHOH Ja00paTopuH.

m  [IpunoxeHue i SMYJSIIAKA TePMUHANA ¢ moAaep:kkoi SSH.

m  Uudopmanus o Ha3HAYCHHOM KOMIUIEKTE 000pYIOBaHUS, TOTy4YEeHHAs B 1a00OpaTopHOH

pabore 2-1.

®m  VYcreuHoe BHIONHEHHE 1abopaTopHOi paboTel 2-2.

Cnuncok KomaHpg

B tabnure mpuBoUTCS ONMMCaHWe KOMAaH/I, UCTIOIb3YEMBIX B YIIPaKHEHUH.

KomaHnpabl kommyTtaTopa Cisco |I0S

Komanpa Onucanue

? v help B nonb3osatensckom pexvme EXEC 0O Cisco 10S BbiBOAUT
NOAMHOXECTBO KOMaHA, AOCTYMHbIX Ha AAHHOM YPOBHE NPUBUIErni.

banner login Mo3BonseT HacTpouTb coobLLeHne, KoTopoe ByaeT oTobpaxaTbest

BO BpeMA BXOOa B CUCTEMY.

clear mac-address-table
dynamic interface int-id

OuuwaeT aMHammnyecku nonyyeHHole MAC-agpeca, cBA3aHHbIe
C yKa3aHHbIM NHTepdEencom.

clear port-security sticky
interface int-id access

OumwaeT 6esonacHble MAC-agpeca, CBS3aHHbIE C yKa3aHHbIM
uHTepdericoM. Mpu Ncnonb3oBaHUM NapamMeTpa access koMaHaa
He AelCTBYeT Ha TPaHKOBbIE NOPThI.

configure terminal

AKTUBMPYET PEXMM KOHUIypaLuum ¢ TepMrHana.

copy running-config
Mecmo Ha3Ha4yeHus

KonupyeT dain TekyLiemn KoHdurypauum koMmyTaTopa B Apyroe Mecto
HasHayveHusi. OBbIYHO 3TO 3arpy304Has KOHUrypaums.

copy running-config
startup-config

KonupyeT gann TekyLlen koHgpurypawlmm B dpann 3arpy3oqHomn
KOH(Urypauum, KOTopbln XpaHUTCs B fiokanbHon namatn NVRAM.

crypto key generate rsa

eHepupyeT ncnonb3yemble napbl kntoven RSA.

enable AKTMBMpPYET npuBuUnernpoBaHHbIn pexxum EXEC. B npusunernposaHHoOM
pexume EXEC gocTynHo 6onbluee KonM4ecTBO KoMaHa. 3Ta komaHaa
TpebyeT BBOZA Napons paspeLleHus goctyna (enable password), ecnu
OH HaCTPOEeH.

end OTa KoMaHAa 3aBepLUaeT Pexum KOHdUrypaumu.

interface int-id

AKTUBMpPYET pexnm KoHdurypauumn nHtepdenca.

interface range int-id —
rnocnedHuli Homep nopma

AKTMBMPYET PEXUM KOHCpUIypaLmm rpynnbl MHTEPdENCOB. OTO NO3BOSUT
NPUMEHATL crneayloLme kKoMaHabl KOHUrypaumm KO BCEM YKa3aHHbIM
MHTepdencaMm 0gHOBPEMEHHO.

ip domain-name ums

3agaeT uma gomeHa IP, koTopoe Heo6xo4MMOo AN npoLecca reHepauum
KpunTorpadguryeckoro Krtoua.

ip ssh version [1]2]

YkasblBaeT Bepcuto npoTokona SSH, koTopyo HEOBX0AUMO 3anyCTUTb.
YTo6bl OTKIMIOUNTB HACTPOEHHYHO BEPCUI0 SSH 1 BEpHYTLCS B PeXUM
COBMECTUMOCTU, UCMOMNb3YNTE BEPCUIO NO [aHHOW KOMaHAbI.

line console 0

AKTVBUPYET PEXUM KOHUrypaLmm KOHCONbHOM NuHUm 0.
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line vty 0 15

Bxopa B pexum koHpUrypaumm NMHUA BUPTyansHOro tTepmuHana.
JIuHum BupTyansHoro TepmuHana (VTY) no3sonstoT nonyyatb 4OCTYN
K KOMMYTaTopy AN yAaneHHoro ynpasneHus ceTbto. [locTyrnHoe
Konun4yecTBo NuHun VTY 3aBucut ot Bepcum MO Cisco 10S. O6bI4HO
mcnonb3ytoTcs 3HadeHus ot 0 o 4 n ot 0 4ol5 (BKNIOYMTENBHO).

login

AKTUBMPYET NPOLIECC BXOAA Ha KOHCOMU UK NMuHusx VTY.

login local

AKTVBUpYeT NpoLiecc BxoAa Ha KOHCOMM unu nuHusx VTY, Tpebytowuii
UCNoIb30BaHWs NokanbHo 6a3bl AaHHbIX ayTeHTUMKALUK.

logout

Bbixon us pexxuma EXEC, nocrne KoToporo notpebyeTcsi NOBTOpHast
ayTeHTUUKaUMs (ECNM OHa BKITHOYEHa).

password

HasHauaeTt naponb nuHuaM VTY nnm KoHconu.

ping ip-adpec

OBLLenpuHATOE CPeacTBO BbISIBIIEHUS NPoGriem AocTyna K yCTpoMcTBaMm.
Mcnonb3ayeT axo0-3anpock! 1 9x0-0TBeTbl ICMP, 4TOGObLI ONpeaenuTs,
aKTVMBEeH N1 yaarneHHblii XocT. KomaHga ping Takxe onpegensiet
KOJIMYECTBO BPEMEHU, 3aTpayuMBaeMoe Ha MonyvyeHne axXo-oTeeTa.

reload

Mepe3anyckaeT KOMMyTaTOp U Nepe3arpyxaeT onepaLyoHHY
cuctemy Cisco 10S.

service password-encryption

BkntoyaeT cnyx0y, koTopas byaeT wndposaTtk BCe NAponu B TEKyLLEN
KOHUrypaumu.

show ip arp OtobpaxaeT Tabnuuy paspelueHns IP-agpecoB, B KOTOPOW XPaHSTCS
npueAskM mexay |P-agpecamun n cootsetcTayowmmun MAC-agpecamu.
show ip ssh Moka3biBaeT TeKyLne napameTpbl NpoTokona SSH.

show mac-address-table
dynamic

BblBOAWT TONbKO AMHaMUYecku nonyyeHHsle MAC-agpeca Tabnuubl.

show mac-address-table
interface int-id

BeiBoguT Toneko MAC-agpeca Tabnuubl, CBA3aHHbIE C yKa3aHHbIM
MHTEepdeNncom.

show port-security
uHmep@elc int-id

BbiBOAMT Bce agMUHUCTPaTUBHBIE M paboune COCTOsHMSI Bcex Ge30nacHbIX
MopTOB KOMMyTaTopa. Takke MOXET BbIBOAWTL NapameTpbl 6e30nacHoCTu
onpeperneHHoro uHTepdgeica u Bce 6ezonacHble MAC-agpeca.

show running-config

BbIBOAUT aKTUBHYIO KOHDUrypaLmio.

show running-config interface
int-id

BbIBOAUT TEKYLLYIO KOHUIYpaLmo UHTEpMENca, yKasaHHOTO B KOMaHAe.

shutdown
no shutdown

OTknovaeT unu BrnoYaeT uHTepdenc.

switchport mode access

YcTaHaBnuBaeT pexvm gocTyna ans nopra. Micnonbayiite Bepcuto no
3TON KOMaH/bl, YTOObI BEPHYTLCS K 3HAYEHVEM MO YMOMYaHUIO.

switchport port-security

BkntoyaeT 3awwmty noptoB nHTepdenca. Beognrcsa 6e3 knoveBbiX CroB.

switchport port-security
mac-address sticky

3apaet 6e3onacHble MAC-afpeca, CBA3aHHble C MHTepdencoMm, KoTopble
[OSDKHbI BbITb NMOMyYeHbl AUHAMUYECKU.

switchport port-security
maximum [4ucso]

3agaeT MakcumansHoe Yucro 6esonacHbix MAC-afpecoB Anst uHTepdelica.
Wcnonb3ayiiTe Bepcrio NO 3TOi KOMaHAb!, YTOObI OTMEHUTH €€.

switchport port-security
violation pexum HapyweHus

OnpepensieT gencTBUE, NPeANPUHUMaEMOe NOPTOM NPY HapYLLUEHNUM
6e3onacHocTu. Tpu AONYCTUMBIX pexuma: protect (3awmTa), restrict
(orpannyenune) n shutdown (oTknoYeHme).

transport input telnet ssh

Onpe,qenﬂeT, Kakme NpoTOKOJSIbl UCNONb3YKTCA ANA NOOKMYEeHNA
K onpep,eneHHoﬁ JNTIMHUN KOMMYTaTOopa.

username uMs_rosnb308amernsi
password naposb

Cospaet napy MMeHu nonb3oBaTtena U naposd, KoTopasa 3aTeM MOXeT
MCNonNb30BaTbCA Kak fnokanbHas 6a3sa gaHHbIX ayTeHTVI(bVIKaLIMM.
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NMopckasku

JI1st 9TOTO yIIpaXKHEHUS JOCTYITHBI CIICAYIONTNE TTOICKA3KH.

m  CwM. cBelleHHs O MOJKIIOUCHNH B TabopaTopHoii padote 2-1.

Ta6bnuua 1. Tekywme naponu

Bxop B KOHCOMNb KOMMyTaTopa HeT
Maponb «enable password» kommyTaTOpa cisco
Maponb «enable secret» komMmyTaTopa sanfran
Maponb Ans BXxoga B cucTeMy KoMmyTaTopa vepes nuHuio VTY | sanjose

3apava 1: [lobaBneHue 3awWmTbl HA OCHOBE NMapons
K KOHCOJIbHOMY NOPTY U NIUHNAM VTY

B HavanpHOM KOH(GUTYpAaLMH KOMMYTAaToOpa, B KOTOPO# 3aaHbl mapoiu st tuaui VTY,
CYIIECTBYIOT JIBE TIOTCHIIMAIILHBIE OPEIIN CHCTEMBI 0€30MaCHOCTH. Bo-TIepBbhIX, HapyIIeHUE
0€30IacHOCTH BO3MOYKHO B TOM CiIydae, eciu st JuHuid VTY OTKITIoUeH IpoIiece BXoaa

Y UCTIONB3YETCs CIUIIKOM MPOCTON Napoiib. Bo-BTOphIX, 0€30MaCHOCTh MOXKET OBITh
HapyIICHA, €CITU MMOPT KOHCOJIHM HE 3aIIHIICH MapoJIeM.

Mpoueaypa ynpaxHeHus
Brinonnure cneayromue geicTBUS:
Dencteue 1 [loaximouuTech K yAaIeHHOMY KOMMYTaTOpy pabodeii TPyIIsl yepes

TepMI/IHaJII:HBIﬁ CCPBCP U BBCAUTC HCO6XOI[I/IMBIC KOMaH/Ibl U M1apOoJiu,
YTOOBI HCpCﬁTH K OpUTTAIICHUIO ITPUBUIICTUPOBAHHOT'O PCIKUMA.

Dencteue 2 B npurianiennn nojip3oBatenbekoro pexxuma EXEC BBequTe komanmy enable
Y 1apoJib KOMMYTaTopa, 3aaHHbIN B TapameTpe «enable password».

Deiicteue 3 B npurnamennn npumieruposantoro pexnma EXEC (koTopoe nHorma
Ha3bIBACTCS «IpUIrIalieHueM enable»Ha3HadyeHHOro KOMMYTaTOpa BBEUTE
KomaHy config t.

Deiicteue 4  Ilepeiinure K KOH(i)HrypauI/m KOHCOJIBHOTO ITIOPTa C IIOMOIIBI0 KOMAaH/IbI
line console 0

Deiictene 5 B pexxnmMe KoH(GUTYpaIMy KOHCOIBHOMN JTHHUN MCITOIB3YITE MapoiIh «Sanjose»
VT KOHCOJIBHOM nuHuu. BBeaure koManmy passwordsanjose

Deiicteue 6  Baemure xomanmy 10gin, 4To0bI B OyAyIIeM Iy JOCTYIIA K KOMMYTATOPY
gepe3 KOHCOJb 3alpaliiuBaJICsS BBOJT TTAPOJIS.

Deiicteue 7  Baeaure xomanny line vty 0 15

DOencteume 8  Baeaute komany l0gin, koTopast OyaeT MpUMEHSATHCS KO BceM 16 muHusm
(c Omo 15).

DOenctene 9  Beaute komaHxy €nd, 4TOOBI BEPHYTHCS K MPUIIIALICHHIO TPUBHICTHPOBAHHOTO
pexxuma EXEC.
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Deiicteue 10 Bseaure xomaumy Show running-config u nuzyunre BeIBO, 4TOOB! YOEIUTHCS
B TIPAaBUIILHOCTH KOH(Urypamuu moprta korconu (0) u muauit vty (¢ Omo 15).
OH JI0JKEH COOTBETCTBOBATh BBHIBOJY B IPUMEPE HUXKE, KOHDUTYypaIns THHUIMA
BbIJIEJICHA XUPHBIM 1pudToM. OOpaTuTe BHUMAHUE, YTO MAPOJIH IS
KOHCOJIBHOTO TIOPTA M JIMHUH BUPTYAIbHOTO TEPMHHAIA COXPAHSIOTCS
B BHJIE HE3aMM(POBAHHOIO TEKCTA.

SwitchX#show running-config

..Text omitted

|
line con O

password sanj ose
| ogin

line vty 0 4
password sanj ose
| ogin

line vty 5 15
password sanj ose
| ogin

|

end

Deiicteue 11 Temnepp crneayeT NPOBEPUTH HACTPOUKY mapodid. st 3Toro BIAIUTE U3 CUCTEMBI

KOMMYTAaTopa 1 BOMIHTE B HEE CHOBA Yepe3 KOHCOIb.
Deiicteue 12 Bseaure komanmy logout.
Dencteune 13 HaxmuTe kinasumry Enter, 9toObl MoIyYUTh MPHUIIIAIICHHE K BBOIY MAPOJIs.

Dencteue 14 BBeauTte TOIBKO YTO 3aJaHHBII MAPOIIb, YTOOBI TIONYYHTh MIPUTIIALIICHHE
noJsb3oBatenbekoro pexuma (user EXEC).

HencTene 15 BpeanTe KOMaHIy U MapoJIb JUIs MOJTYYCHUS JOCTYIIA K IPHUIIIALICHHIO
npuBHiIerupoBanHoro pexxuma (enable EXEC).

Deiicteue 16 Hinke MpUBOAKTCS MPUMED JaHHBIX, KOTOPBIE TOJKHBI BBIBOJIUTHCS HA dKPaH
IIPH BBINOJIHEHKH fAekcTBuil ¢ 12mo 15.

SwitchX#logout

..empty lines omitted

SwitchX con0 is now available
Press RETURN to get started.
..empty lines omitted

User Access Verification
Password:

SwitchX>enable

Password:
SwitchX#
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lNMpoBepka ynpaxHeHuUsi
3a/laHre CUUTACTCSI BBIMOIHEHHBIM, €CITH JOCTHTHYTHI CICIYIONIE PEe3yIbTaThL:
B BBl HACTPOMIIH 3aIPOC TaposIs I KOHCONH U JInHuk VY,

B [Ipu OpoBepKe KOHPUTYpALMHU BBl BBISICHHIIH, YTO MAPOJH IS IUHUH COXPaHECHBI
B BUJIC HE3aIIM(POBAHHOTO TEKCTA,

B BbI YCIICIIHO IIPOBCPUIIA NPOLECC BXOAA B CUCTEMY U JOCTYI K KOHCOJIA
C MCIIOJIb30BAHHUEM IApOJId,

B BBIBOJ COOTBETCTBOBAJ PUMEDPY, IPUBEIEHHOMY B NeiicTBin 14,

3apava 2: AKTuBaumsa cnyxobl wncgppoBaHUAa naponen

B npenpiaymieii 3a1aue Mbl OTMETHITH, YTO HEKOTOPBIE APOJIN XPAHATCS B HE3aIIN(POBaHHOM
Buze. [Ipu nepenade n coxpaHeHUH JaHHOW KOH(PUTYpally Ha YAAICHHBIX (DaiioBBIX cHCTEMaX
MOT'YT BO3HUKATh MpoOJIeMbl Oe3omacHocTH. B 310 3a1aue HEOOXOAMMO HACTPOUTH CITYKOY
mUQPOBAHUS TAPOJIEH IS 3aIUTHl BCEX HE3aIN(PPOBAHHBIX MAPOJICH.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

DOencteue 1 Vcnonb3ys npuriamieHue npuBuieruposanaoro pexxuma (enable EXEC),
BBEUTE KOMaHIY JJIsl IEPEX0/ia B PeXKUM II100aIbHON KOH(PHUTIYpaLIUH.

Dencteue 2 Beemurte komanay Service password-encryption

Dencteve 3  BBemuTe KOMaHIy TSI BO3BPAIICHHSI K TIPUTIIAMIEHUTO IPUBUIICTHPOBAHHOTO
pexuma.

Denctene 4 BBemnTe KOMaHAy TSI MPOCMOTpa TeKymel kondurypanuu. Obparrre
BHMMaHHE Ha MEPBBIC ¥ OCIIEIHUE CTPOKU KOH(DUTYpalnH, KOMaH1a Service
password-encryptionakTuBHa 1 ASHCTBYET Ha MAPOJIH JJIst JTMHUN. BbiBO2
JIOJDKEH COOTBETCTBOBATH NMpUMeEPy HIbKE. JKUPHBIM IpU(TOM BBIICTCHBI
JaHHBIE, HA KOTOPBIE CIIeNyeT 0OpaTUTh BHUMAaHHE.

SwitchX#configure terminal

Enter configuration commands, one per line. End wit h CNTL/Z.
SwitchX(config)#service password-encryption

SwitchX(config)#end

SwitchX#

00:38:45: %SYS-5-CONFIG_I: Configured from console by console

SwitchX#show running-config
Building configuration...

Current configuration : 1453 bytes
|

version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime

servi ce password-encryption
|

.. Text omitted
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line con 0

password 7 14041305060B392E
login
linevty 04

password 7 14041305060B392E
login
line vty 5 15

password 7 120A041918041F01
login

|

end

Deiictene 5 Baemute KoMaHIy I COXpaHEHMS TEKYIIEi KoHpHUTypamnuy B (aiiie startup-config.

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.
B BKJIIOYEHA CiTyk0a mudpoBaHus maposie;
B BaM YAaJOCh BBIBECTH TEKYIIYIO KOH(GUTYpauuio U HAlTH 3ainpoBaHHbIC TAPOIH JIUHUH;

B BBl COXPaHWIN TEKYIYI0 KOHPUTYpaLHIO.

3apava 3: lNpumeHeHne baHHepa Bxoaa

B pamkax 11000 MOJUTHKHE O€30TaCHOCTH HEOOXOAUMO SIBHO YKa3aTh, YTO TOCTYIT K CETEBBIM
pecypcam ciTydaifHbIM IMOCETUTEIIEM 3arpelieH. B mpoIioM Xakeps! YCIEIIHO UCOTb30BaIH
(hakT HaMMYMS OpUTIAIeHus «Welcome fo0po mokanoBarh) Py BXOZE B KAUECTBE
IOPUMYIECKOTO ONPaBIaHUs HECAHKIIMOHUPOBAHHOTO MIPOHMKHOBEHHS B ceTh. Korma
0JIb30BATENTh MMBITAETCS MOYYHTh TOCTYIT K CETEBOMY YCTPOMCTBY (KOMMYTAaTopy,
MapIpyTH3aTopy | T. 1.), JOJKHO TOSBIATHCSA COOOIIEHHE, SBHO YKA3bIBAIOIICE Ha
orpaHnueHue aocTymna. Ero MoskHO co3maTh ¢ momorteio komauasr banner Cisco 10S.

Mpoueaypa ynpaxHeHus

BrinoniHute crenyromme 1ecTBUs:

Denctene 1 BpenuTe KOMaHIy MJIs AOCTYIIA K IPUTJIAIICHUIO TTT00aTbHON KOH(DHUTypaIiH.

Oencteue 2 Baemure komanay banner login % u HaxxmuTe kinaBumry Enter. 3nak npoueHra
(%) siBnsieTCst HAYATBHBIM CHMBOJIOM-PA3/ICIUTENIEM TEKCTa COOOICHUS.

DenctBne 3 BBemute TeKcT cooOIIEHU MOCIIE 3HaKa %0.

MpumeyaHue. He ncnonb3ynTe 3HaAKM NPOLIEHTA B TEKCTE COO0O6LLEHMSA B 3arosioBke, NOCKOJ1IbKY OHU
6yﬂ,yT paccMaTpmnBaTbCA Kak KOHEYHble CUMBOJbI-pasaenmntenm coo0LLeHus.

DOevicteue 4 Hipke npuBeaeH npuMep BBIBOJA KOHPUTypanuyu OaHHEPHOTO COOOLICHUSI.

SwitchX#configure terminal

Enter configuration commands, one per line. End wit h CNTL/Z.
SwitchX(config)# banner | ogin %

Enter TEXT message. End with the character '%'.

kkkkkkkk*kk V\al’nl ng EE R I O

Access to this device is restricted to authorized persons only!
Un- aut hori zed access is prohibited. Violators will be prosecuted.

**************************************************************%

SwitchX(config)#
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Denctene 5 Bpenute komaHay A1 Bo3BpaiieHus B pexkum EXEC.

DOenctene 6 BenuTe KOMaHIy A MPOCMOTpa TeKymel koHduryparyu. Hibke npuBeneH
(dparMeHT BBIBOJIA, KOTOPBI OTHOCUTCS K KOH(Urypanuu OanHepa. O0paTute
BHHUMAaHUE, YTO TEKCTOBBIF CHMBOJI-Pa3IEIUTENh 3aMEHEH HETEKCTOBBIM
YIpaBJISIONM cMBOJIOM "C.

!

banner login *C

kkkkkkkkkk Warn | n g *kkkkkkkkkkhkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.
* * * * * * * ***********/\C

Deiicteue 7 Mcnons3yiite koManHay l0goUt 1y1st 3aBepIiiieHus ceanca KOHCOMU. 3aTeM CHOBa
BBITIOJTHATE BXOJI, YTOOBI MOTYUYHTh JIOCTYII K MPUTIIAIIICHUIO TIPUBUIICTHPOBAHHOTO
pexuma. OOpaTuTe BHUMAHHUE, YTO TIepe/T BBOJIOM MApOIIsi 0TOOpaxaeTcsi OaHHEpHOE
coobmmenue. Hiwke npuBeneH hparMeHT nH(DOpMAIHN, KOTOPAs JTOJDKHA TIOSBUTHCS
Ha dKpaHe. J1J1s1 SKOHOMUM MeCTa BBIBO/I ITPUBEIICH HE TIOJIHOCTHIO.

SwitchX#logout
SwitchX con0 is now available

Press RETURN to get started.

K*kkkkkkkk kkkkkkkkkkkkk

I[lpenynpexneHue
JoCTyll K 2TOMy YCTPOMCTBY paspeleH TOJIbKO CAaHKLUMOHMPOBAHHBIM IOJIb30BaTesaM!
HeCaHKUMOHMPOBAHHEM IOOCTYI 3alpeleH. 3JIOyMBIJIEHHMKM OyIOyT NpecjiefoBaThbCs
IO 3aKOHY.

*kkkkkkkkkk

User Access Verification

Password:
SwitchX>en
Password:
SwitchX#

Denctene 8 BpenuTe KOMaHIY JJIsA COXPaHEHHUS TEKYyIICH KOHGUTYpaluu B (aiine
startup-config.

NMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yJ’IBTaTBI:

B HAcTpoeHO OaHHEepHOE COOOIICHHE TSl BXOJa, SIBHO YKa3bIBalollee, Ha TO, YTO JOCTYII
K KOMMYTaTOpy OrpaHUYEH;

B COOOIIECHHUS TIPH BXOJIE B CHCTEMY IIPOBEPEHO, TIEpe]T 3aIIPOCOM Mapoisi OTOOpakaeTcs
npeaynpexKIcHHE,

B KkoH(wurypanus coxpaHeHa.
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3apava 4: BknroyeHue npoTtokona SSH ana yaaneHHoro
ynpaBrneHus

B npeapiayieit 3aaaue naposid ObLTH 3aIUIICHBI ¢ TIOMOINEIO0 upoBanus. OIHAKO eciu
MpoIiece YAAJCHHOTO YIPaBICHU OCHOBAH Ha TpoTokone Telnet,kotoprlii oTnpasnseT

BCE CHMBOJIBI, BKJTFOYAsl MAPOJIH, B He3amH(pPOBAHHOM BH/IE, CYIICCTBYET MOTCHI[HATIbHAS
OIMACHOCTh MepexBara Makera i HEMPaBOMEPHOTO UCIOIb30BaHus nHpopmanuu. B 3Toit 3a1ade
BaM HEOOXOMMO HACTPOHUTH MPOTOKOI SSH,KOTOPBII SIBIASETCS ATbTEPHATHBOM MPOTOKOIY
Telnet.Eciu cpena mo3BossieT, MbI peKoMeHyeM zamenums Telnetua SSH.J{is paborsr SSH
TpeOyIOTCS CIACIYIONIHE JaHHbBIC!

B M [10JIB30BATEINsI U apOJb;
B OIpEeNeICHHOE UMS XOCTa;
B omnpeneiacHHBIA qoMeH IP;

m o4 mudposanus RSA.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

Devictemne 1 B mpuriamennu npuBuiernposantoro pexxuma (enable EXECpseaute
KOMAaH/Iy ISt IOCTYIIA K MPHUTIIAIEHHIO TII00aTbHON KOHPUTYPAITHH.

DOevicteue 2 [Iporoxon SSHTpedOyeT nconb30BaHus HIMEHH MOJIB30BATENS U MApOJIs.
Ecnu onu ene He 3a/1aHbl, HACTPONTE UX ceiiuac. BeeauTe koManay username
umsi_nonvzoeamens PasSSWordnapons. B 3Tom nprMepe B Ka4eCTBE UMEHH
HOJIB30BATENIs U aposisi OyAeT UCHONB30BaThes clioBo «netadmin»besycnosHo,
B pPeaNbHOM cpeie HE0OXOAMMO HUCTIONB30BaTh OOJIee CI0MKHOE UM TOJIb30BATEIIS
Y TapOoJib.

Denctene 3 JIs reHepanyu kpunrorpaduyeckoro kioda SSHue00Xx0auMo, 4TOOBI
B KOH(HUTypaIyy ObIITH 3aJaHbI K UMSI XOCTa, U UMl IoMeHa. MM xocTa yxe
3a71aHo, MOATOMY HEOOXOAUMO yKa3aTh UMs JoMeHa. OOBIYHO UCTIONB3YETCA UM
JIOMEHA OpraHHU3aIMd, HO B 9TOH T1abopaTopHOit paboTe OyaeT UCIONB30BAThCS
«CiSCo.comy.

Deiicteue 4 Bseaute komanay ip domain-nameuvs domena.

Deiictene 5 Baemure komanmy Crypto key generate rsallosBurcs 3ampoc pa3Mepa KImoua,
M0 YMOJTYaHHUIO UCTIONIB3YyeTCs 3HaueHne 512,Ho a71st coznanust 6osee 6e30macHoro
Kir04ya Heooxomumo BBectr 1024 BriBoJ JOMKEH COOTBETCTBOBATH PUMEDPY HITKE.
B »TOT mpuMep BKITIOUEHBI TOIBKO CTPOKH, KOTOPBIE OTHOCSATCS K IaHHOH 3a/1aue.

SwitchX(config)#username net adm n password netadm n

SwitchX(config)#ip domain-name cisco.com

SwitchX(config)#crypto key generate rsa

The name for the keys will be: SwitchX.cisco.com

Choose the size of the key modulus in the range of 360 to 2048 for your

General Purpose Keys. Choosing a key modulus great er than 512 may take
a few minutes.

How many bits in the modulus [512]: 1024
% Generating 1024 bit RSA keys ...[OK]

01:26:52: %SSH-5-ENABLED: SSH 1.99 has been enabled
Deiicteue 6 BBaeauTe koMaHIy ip SSh version 24to0sl BKIIOUNTH HYXHYIO Bepcrio SSH.
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Devictene 7 Bseaure xomanny line vty 0 15

Deiicteue 8 Baeaute komanay login local. Ona mo3BosnsieT nmepeBecTH mpoiece BXoaa
Ha MCIOJIb30BaHHUE JIOKAIBHO 3aaHHBIX ITap UMEHH IOIB30BATENS U ITAapOJIS.

Oencteue 9 Baemure komanay transport input telnet ssh. Ona nactpour 16 muauii VTY s
MOJIICPIKKK 000uX TpoTokosIoB: Telnetu SSH.BriBox 10mKeH ObITh aHATIOTHYCH
MIpUMepy HIXKE.

SwitchX(config)#line vty 0 15

SwitchX(config-line)#login local

SwitchX(config-line)#transport input telnet ssh

DOeictene 10 BeenuTe KoMaHy Al BO3BPAIIEHHS K MPUTTIAMIEHUIO TIPUBUIETUPOBAHHOTO
pexuMa.

Devicteme 11 Bseaure komaumy Show ip ssh

SwitchX#sh ip ssh

SSH Enabled - version 2.0

Authentication timeout: 120 secs; Authentication re tries: 3

DOeincteune 12 g mpoBepku KOHGUTYpany HEOOXOAMMO CO31aTh MOIKIIOYCHIE TYHHEIS
VPN k ynajneHHO# J1abopaTopuu, HCIIONb3Ys METO M3 3a1a4u 2 1abopaTopHOi
pab6otsl 2-1.Ha ITK oTkpoiiTe KIMEHTCKOE MPHIIOKEeHHE TepMuHaia SSH.
Ucnonwayiite IP-agpec kommyTaTopa pabodeii Tpymiibl U Napy IMEHU
MOJIL30BATEIS U TapOJis, 33/IaHHYI0 BO BpeMsl JISHCTBUS 2 3TOH 3a/IauH.

Oencteue 13 Himke MpUBOIUTCS IPUMED YCIICITHOTO MOIKIIOUEHHS Yyepe3 mpoTokon SSH
¢ moMo1bio npunoxkenust PUTTY.

£210.2.2.11 - PuTTY

login as: netadmin

FEEFTFETESTS Harning FHEEFEITFEFTESTES

Aoeess to this device is restricted to authorized persons only!
Tn-authorized access is prohibited. Violators will be prosecuted.

*******************#******************************************netamin@10_

2.2.11's password:

Wy SW_aren
Password:
wg_sw_a#l

Devictene 14 Baeaure koMaHmy logout, 4ro0b! BeIlTH M3 OKHA oaKmoueHus PUTTY.

Devicteue 15 OTKpoiiTe OKHO KOoMaHIHOM cTpoku Windowsu BeeauTe komany telnet
10x.x.11 (IP-agpec kommyTaTopa paboueii rpymsr). BeiBos moimkeH OBITh
AHAJIOTHYCH TIPUMEPY HIDKE.

e (C:\WINDOWS\system 3 2emd. exe

X

C:“Documents and Settings>telnet 18.2.2.11_
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Oencteue 16 BBemure MMs M0JIb30BaATENS M HApOJIb B HOBOM OKHE KOMAaHIHOU CTPOKH
Telnet,koTopoe oTkpoeTcs aBToMaTHYeCKH. Brirouns ceancs Telnetu SSH
OJTHOBPEMEHHO, BBeuTe |0gOUt B pUIIIalieHHH MOJIb30BaTEIBCKOTO PEKIMA
(user EXECu 3akpoiiTe OKHO KOMaHIHOI CTPOKH, BBeJIs EXit B MPUTIIALICHHH.
BbIBOI TOJDKEH OBITH aHAJIOTHYEH PUMEPY HUKE.

WINDOWSysystem 3 2vcmd. exe _' HE E:I

s a s Llapn ing P R
ficcess to this device is restricted to authorized persons onlyt
lIn-authorized access is prohibited. Violators will be prosecuted.

Bhbhhbhhhbhh bbb bbb bbb bbb bbb bbb i b Ik a ki i i a ks kaia it T ek sk ke i s i sk ad
User Access Verification

llsername: netadmin
Password:

g _sw_aren
Password:
wg_zuw_altlogout

Connection to host lost.

DOencteue 17 BBemute KoMaHmy Ui coXpaHeHus KoHpurypaiuu B daiine startup-config.

lNMpoBepka ynpaxHeHuUs
3ajaHue CUUTACTCSI BBIMOIIHEHHBIM, €CJIH JOCTUTHYTHI CIEAYIOLINE PE3yIbTaThl:
®  HasmHuAx VTY HacTpoeHa mojjepkka nporokona SSH 2;

N CO3JIaHO MPSIMOE MOJKITIOYCHUE K KOMMYTaTOPY padoueil rpymibl C HCIIOJL30BaHUEM
mpoTtokonoB SSHu Telnet,uro6s! IpoBEPUTDH HOAIEPKKY UX OJHOBPEMEHHOM PabOTH;

B koH(urypanus coxpaHeHa.

3apaua 5: HacTpoiika 6e3onacHOCTM NopTa Ha KOMMyTaTope

B sToli 3a12a9€ BaM HEOOXOIMMO Pa3pelInuTh UCIIOIb30BaHUEe orpaHrmdeHHoro urncia MAC-
aJIpPeCcoB Ha TIEPBOM IOPTY JOCTYIIa KOMMYTaTOpa, a TAKXKE BEIOpATh JIEHCTBHE, KOTOPOS
KOMMYTATOP JIOJDKEH BBITOIHUTH IIPH MPEBBIIICHAH MAKCUMAIIBHO JTIOTTYCTHMOTO YHCIIA.
CHauana BbI JIOJDKHBI OTIPENICIIUTE, CKOJIBKO IPECOB MOTyYaeTCsl TMHAMUYECKH, 3aTeM
W3MEHHTH UHTEp(dElic, pa3peluB MEeHbIIee Ha eUHUIYY KOJIMYECTBO, YTOOBI CO3/1aTh
Hapyiienue npasuia it MAC-anpecos. [l mpocMoTpa COCTOSIHUS U pexKUMa paboThI
KOMMYTAaTopa nepej OKOHYaTeIbHOW HACTPOMKOM 0€30MacHOTr0 KOJIHYECTBA aJpecoB
(Bo3Bpara K MpHEMIIEMOMY 3HAYCHHUIO, HE BBI3BIBAIONIEMY ONIHOOK) CIIEAYET UCTIONb30BaTh
KoMaHzy Show.

Mpoueaypa ynpaxHeHus

O6partuTech K IOPTY KOHCOIIM KOMMyTaTopa SWitchX,rme X — 310 Bai KOMILIEKT
00opynoBaHUs. BRITIOTHUTE CIICAYIOMIHE ISHCTBUS JUISI HACTPOMKH O€30ITaCHOCTH TIOpTa
Ha KOMMYyTaTope pabodvei TPyIIIIb:

Mpumeyanwme. B koHUe npeabiayLe nabopaTtopHon paboTbl Bbl JOMKHBI ObINMM COXPaHUTL TEKYLLYYIO
aKTMBHYH KOHdUrypaumio. Ecnm Bbl COMHeBaeTech, YTO 3TO ObINIO cAenaHo, CoOXpaHuTe
TeKyLLY KOHUrypaumio B cpaiine startup-config nepen nepesarpyskoin.
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DOeiicteue 1  BBeaurte KoMaHIBI AJ1s Iepe3arpy3Kd KOMMYTaTopa.

DOeinctene 2 BBeaurte KoMaHIy 1UId EPEX0/a K MPUTTIAIIEHUIO IPUBUIETUPOBAHHOTO peKUMa
(enable EXEC).

DOencteue 3 Beenute koMaHy PiNguist poBepku cBsi3u ¢ |P-aapecoM, yka3aHHBIM B CIICTyIOMICH
Tabnuie. ITa Tad/Mua OyaeT 3anoJHATHCS BO BpeMst elicTBuii 41 5.

Ta6bnuua MAC-agpecoB

IP-agpec ycTponcTBa MAC-aapec

10.x.x.100

HeynpaBsnaemoe ycTponcTBO

Deiicteue 4 Baeaute komanay show ip arp. Byayt BeiBeieHs! ipuBsizku Mexay IP-aapecom
u MAC-aapecom. BBenure coorBercTBytommii MAC- agpec B npuBeIeHHYI0
BbIllIe Ta0JAUIy. BEIBOI HOKEH OBITH aHATIOTHYCH TIPUMEPY HUKE.

SwitchX#show ip arp

Protocol Address  Age (min) Hardware Addr Type Interface

Internet 10.x.x.11 - 00l1la.6d44.6ccO ARPA Vianl
I nternet 10. x.x.100 0 00la.2fe7.3089 ARPA Vlanl

Deiicteue 5 Baeaure komanay show mac-address-table int faO//lomken nosBUThHCS
omua MAC-aapec, He cBs3aHHBIH ¢ |IP-anpecoM, Ha KOTOPHIA BBl OTIPAaBUIN
axo-3amnpoc. Ito MAC-aapec HeynpasisieMoro ycrpoiictsa. Mcnonbsyiite ero
IS 3aTI0JTHEHMS TaOIHIb! IeiicTBHA 3. BeIBOA HA SKpaH JOIDKEH BHITIIAICTD
CIEIYIOMNM 00pa3oM.

SwitchX#show mac-address-table int fa0/1
Mac Address Table

Vlan Mac Address Type  Ports

1 0017.5a78.be01 DYNAMIC Fa0/1
1 0017.5a78.be01 DYNAMIC Fa0O/1
Total Mac Addresses for this criterion: 2

DOevicteue 6 [lepen HacTpoiikoii 6€30MaCHOCTH MOPTa HEOOXOJUMO OUUCTHUTH 3aIUCH
JTUHAMUYECKH IOJTyYCHHBIX MAC-aI[peCOB. Bregute komanny clear mac-
address-table dynamic int fa0/1

Deiicteue 7 Tlogoxaure xoTs 061 10 cexyH T mepea BBOJOM kKoMmaH bl Show mac-address-table
int fa0/1, 4To6BI YBUACTE PE3YNIBTAT BBITIOJHEHHUS ATOW KOMAH/IBI. Y OCAUTECh, UTO
MAC-anpec HeynpaBIIeMOTo YCTPONCTBA BCE €Ile MPUCYTCTBYET B TAOJIHIIE
MAC-ampecoB. 3TO CBSI3aHO C TEM, YTO 3TO YCTPOHCTBO MEPUOTUUCCKU
OTIpaBISET Kaapbl 270 ypoBHs. [y apyrux unrepdeiicos Ethernetosxto
HACTPOUTH MIEPHOINUECKYIO OTIIPaBKY Kaapos «keep-alive»OnHako 10/KHEL
otoOpaxartbcs moavko MAC-anpeca, momydeHHbIE B TaHHBI MOMEHT. BriBox
Ha dKpaH J0JIKEH BBINIAACTh CIICIYIONIHM 00Pa3oM.

SwitchX#show mac-address-table int fa0/1
Mac Address Table

Vlan Mac Address Type Ports

1 0017.5a78.be01 DYNAMIC Fa0O/1
Total Mac Addresses for this criterion: 1
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Devictene 8  Baeaure xomanmy configure t.
Deiicteue 9 Baenurte komanay interface faO/l
DOencteue 10 Otkiarounte uHTEpdEiic ¢ momoripo komanas Shutdown.

Dencteue 11 llepen mpuMeHeHHEM (QYHKITHI 6€30ITaCHOCTH TIOPTA K TIOPTY KOMMYTaTOpa
Ha HEM H€06X0,Z[I/IMO OTKJIFOUUTH PEXKUM aBTOCOITIaCOBAHUA. BBe,Z[I/ITe KoMaHOoy
switchport mode access

Oencteue 12 Ilepen axtuBanmelt GyHKIMN 6€30MaCHOCTH TIOPTa HEOOXOUMO 3a/1aTh
MakcumMaisHoe urcio MAC-anpecos, eciii ux 6oisie 1 (3HaYEHME 110
yMomyanuio). Ho mockoinbky B JaHHO# 3a/1a4e HEOOXO0IMMO HHUIIMHPOBATh
Hapymenue orpannueHns MAC-anpecos, 1 Bo BpeMst JeHCTBHSA S ObUTO
onpenesieHo, 4To ¢ 3TUM uHTepdeiicom cBsa3aHo 1Ba MAC-anpeca, HUKaKIX
TCHCTBUI HE TPEeOyeTCSI.

DOencteue 13 Kpome Toro, nepes akTuBarueil 6€30MacHOCTH MOpTa HEOOXOIMMO HACTPOUTH
JeHCTBHE, KOTOPOE JIOJKHO BBITIOJHATELCS MPH TTOTBITKE UCIIOIb30BAHHS
untepdeiicom Oosbiero koamdectsa MAC-aapecos, ueM 3a1aH0 B KOH(DUTypaLiyH.
OHO Ha3bIBaeTCs JCHCTBUEM, BBITIOIHACMBIM B CTydae HapymieHus. [10 yMordaHuro
HCIoNb3yeTcs Aeiictere Shutdown (aaMHHHCTPATHBHOTO OTKITIOYEHHE B PE3YIBTATE
ommuOkwu). [TepBoHAYATBEHO BbI OY/IETE HCIIOIb30BaTh 3HAYCHHUE 110 YMOTYAHHUIO,
9TOOBI MOMPAKTUKOBATHCS BO BKIIIOUCHHH OTKJIFOUYEHHOTO HHTEpdeiica.

Deiicteme 14 Baeaure xomammy switchport port-security mac-address sticky IToxyuenusie
MAC-anpeca OyayT coxpaHeHbI B TeKylei KoHpurypauuu. Eciu Bbl coxpaHute
3Ty KOH(uUTypauuio B startup-configou He OyIyT MOTEPSHBI IPH TIEpPe3aIycKe.

Devicteme 15 Baeaure xomanmy switchport port-security. ITpu BBoze 3T0i KOMaHIbI 6e3
napaMeTpOB aKTUBHPYETCS 3amiuTa mopra. Eciu 3Toro He caenars, GyHKIHs
0€30MaCHOCTH MOPTa OCTAETCSI OTKITFOYEHHOA.

Devicteme 16 Beaure komammy N0 shutdown 4ro6s! BKIFOYUTH TOPT KOMMYTaTOpa.

Deiicteue 17 Beeaure komanmy €nd uist BEIXO/A U3 pexkXUMa KOH(GUTYPAIMK U BO3BpaTa
K MIPUTTIAIIEHUIO IPUBHIIETHPOBaHHOTO peskuma (enable EXEC).

Deiicteue 18 Tlomoxxmute 20 cekyH mepea BBOIOM KoMaH el ShOw running-config int fa0/1 s
BBIBOZIA (pparMenTa TeKyIeit kouduryparmn narepdetica fal/l.Hmke npusenen
MPUMED BBIBOJIA, HANOOIIEE BAXKHBIE (DPArMEHTHI BBIIEIIEHBI JKHPHBIM MIPH(TOM.

SwitchX#show running-config int fa0/1
Building configuration...

Current configuration : 128 bytes
|

interface FastEthernet0/1
switchport mode access
switchport port-security
switchport port-security mac-address sticky
switchport port-security mac-address sticky 0017.5a78. beOf
end

Devicteme 19 Baeaure xomanmy show port-security int fa0/1 st BeIBoma TeKyIux
napaMeTpoB O0€30MaCHOCTH IIOPTa.

SwitchX#show port-security int fa0/1

Port Security : Enabled

Port Status . Secure-up
Vi ol ati on Mode : Shut down
Aging Time : 0 mins
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Aging Type : Absolute
SecureStatic Address Aging : Disabled

Maxi mum MAC Addr esses 1

Total MAC Addresses o1

Configured MAC Addresses : 0

Sticky MAC Addresses 1

Last Source Address: VI an : 0017.5a78. be01: 1
Security Violation Count 0

Deiicteue 20 Baeaure komanay show mac-address dynamic int faO/liro6s! BeIBeCTH
TOJBKO quHaMu4eckue 3anucy tabmmipl MAC-anpecos untepdeiica fa0/l.
Komanga He 1oypKkHa BEpHYTh 3aIllUCH, TIOCKOJIBKY OHHU NMPE0Opa3oBaHbl
B cTaTHYecKue (3aKperIeHHbIe) 3aicu. BeIBO Ha 9KpaH JOJDKEH BBITIISIETh
CIEIYIOMNM 00pa3oM.

SwitchX#show mac-address dynamic int fa0/1
Mac Address Table

Vlan Mac Address Type  Ports

Devicteme 21 Hcmonp3yiite KoMaHay PiNg, 4ToObI CIIPOBOIMPOBATE HapyIIEHHe OE30IMaCHOCTH,
ping 10x.X.100 BeiBoxa Ha 5KpaH JOJDKEH BBITIIAAETH CIEIYIOIUM 00pa3oM.

23:07:41: %PM-4-ERR_DISABLE: psecure-violation erro r detected on Fa0/1,

putting Fa0/1 in err-disable state
23:07:41: %PORT_SECURITY-2-PSECURE_VIOLATION: Secur ity violation occurred,

caused by MAC address 001a.2fe7.3089 on port FastEt hernet0/1.

23:07:42: %LINEPROTO-5-UPDOWN: Line protocol on Int erface FastEthernet0O/1,
changed state to down.

23:07:43: %LINK-3-UPDOWN: Interface FastEthernet0/1 , changed state to down....
Success rate is 0 percent (0/5)

SwitchX#

Devicteme 22 Beeaure komaumy show port-security interface faO/lams oTo6pakenwst
TCKYIIUX IMapaMeTpOB 0€e30IacCHOCTH nopTa.

SwitchX#show port-security int fa0/1

Port Security : Enabled

Port Status : Secur e-shut down
Vi ol ati on Mdde : Shut down

Aging Time : 0 mins

Aging Type : Absolute

SecureStatic Address Aging : Disabled
Maximum MAC Addresses 01

Total MAC Addresses 01
Configured MAC Addresses : 0
Sticky MAC Addresses 01

Last Source Address:Vlan : 00la.2fe7.3089:1

Security Violation Count : 1

DOencteue 23 Ternepb HEOOXOAMMO U3MEHUTh MAKCUMAIBHOE YUCIIO nomycTuMbix MAC-
aapecoB Ha 2. Takxe cieayer U3MEHUTD JeHCTBHE, IPEANPUHIMAECMOE B ClTydac
HapyIICHUs, Ha «IesStrict» (rpaHuumTh), a 3aTeM U3MEHUTD I COCTOSTHHE
uaTepdeiica ¢ «error disablesa «error disable».

DOencteue 24 Ilepen n3MeHEHUEM MTapaMeTPOB OE30MACHOCTH TIOPTA PEKOMEHIYETCS OYHCTUTh
3armcu Tabnuibl MAC-anpecos.

DOencteue 25 Beenute komany clear port-security sticky int fa0/1 accesslIpumeuanue.
OrpaHu4MB JieiicTBIEC KOMaH/bI «Clear»rekymum nopToM, MOXKHO N30eXkKaTh
pHCKa CITy4aifHOTO BIUSIHUS HA JAPYTrue HHTeP(EHCHI.

Deiicteue 26 Beaure komanay configure t.

Devicteue 27 Baeaure xomanmy int fa0/l.
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Devicteme 28 Baeaure komammy switchport port-security maximum 2.

Oencteue 29 Beenute komanay switchport port-security violation restrict . Eciau B ciryuae
HapyIICHHs TIPUMEHSIETCS ICHCTBHE «IeStrict» BMecTo OTKIII0UYeH s HHTepdeiica
crcremMa OJIOKHPYET KaJlpbl, CO3JIaeT JIOKATbHOE COOOIIECHHE M YBEITHUUBACT
CUYCTUMK HApYIICHUH Oe30macHoCTH Ha 1. DTO AEHCTBUE MpeIHA3HAYCHO IS
CpeA ¢ HU3KHM yPOBHEM O€30MaCHOCTH.

Devicteme 30 UTo6wI IepeBecTr MHTEpdeiic U3 cocTosHus «error disables «administratively
up», He0OX0IMMO CHaYajIa BBeCTH KoMaHay shutdown, a 3arem KoMaHIy
no shutdown

Oeiicteue 31 Beeaure komanmy end Uit BEIXO/A U3 pexkrMa KOH(GUTYPAIMK U BO3BpaTa
K MIPUTTIAIIEHUIO IPUBHIIETHPOBaHHOTO peskuma (enable EXEC).

Dencteue 32 Ilomoxnaure 20 CEKYHJI ¥ IPOBEPHTE KOH(bI/IrypauHIo C IIOMOIIIO KOMaHIbI
ping mms 10.x.x.100.

Oencteue 33 Hinke npuBeneH npuMep BbBoAa komanae Show running-config int fa0/1
Bamu BbIBOJ 10TKEH OBITH aHAJOTHYCH.

SwitchX#show running-config int fa0/1
Building configuration...

Current configuration : 329 bytes

|

interface FastEthernet0/1

switchport mode access

switchport port-security maximum 2
switchport port-security

switchport port-security violation restrict
switchport port-security mac-address sticky

switchport port-security mac-address sticky 0017.5 a78.be01
switchport port-security mac-address sticky 001a.2 fe7.3089
end

Oencteue 34 Hinke npuBoanTCs MprMep BbIBOAa kKoMaH s Show port-security int fa0O/1
SwitchX#show port-security int fa0/1

Port Security : Enabled

Port Status . Secure-up
Vi ol ati on Mode : Restrict
Aging Time : 0 mins

Aging Type : Absolute

SecureStatic Address Aging : Disabled
Maximum MAC Addresses 12

Total MAC Addresses 12
Configured MAC Addresses : 0
Sticky MAC Addresses 12

Last Source Address:Vlan :00l1a.2fe7.3089:1
Security Violation Count : 0

DOencteue 35 CpaBHHUTE BHIICICHHBIN )KHUPHBIM MIPU(GTOM TEKCT C BHIBOJOM JeHCTBHS 22,
4TOOBI YOEIUTHCS, UTO MOPT BKJIIOYEH U B CIydae HapyIICHHUS BMECTO PEXUMA
Shutdownucmonesyercs pexxum Restrict.

Oencteue 36 CoxpaHuTe TEKYIIYIO KOHpHTypalmio B daiiie startup-config.
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lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CICAYIOMIUEC PE3YIIBT aThI.

B Ui KOMMYTAaTOpa HACTPOCHO pa3pelieHHe 0HOTO JHHAMUYECKHU MTOTy4YSHHOTO
MAC-anpeca Ha nepsom nopte nocryna (fa0/1);

B UHHUIIMAPOBAHO HAPYIIEHHE OE30MACHOCTH MOPTA, KOTOPOE MPHUBEIIO K MEPEBOY OPTa
B coctogHue «error disabled»;

B KOH(Uryparms u3MeHeHa st TIOIEPKKU IBYX THHAMUUYECKH MOTyYEHHBIX aJ[PECOB,
JeMCTBHUE TIPpK HapyIIeHnH n3MeHeHo ¢ «shutdownsua «restrict»mas orpannyenus
JIOCTYIIa BMECTO OTKJIFOUCHHS TTOPTa,;

® cocrosiHue nopra «error disabler»smeneno va «administratively up»;
®  10pT OBUI HOBTOPHO NMPOBEPEH HAa OTCYTCTBHE HAPYLICHUs O€30IIacHOCTH;

®  Tekymas KoHpurypamus coxpanena B daitne startup-config.

3apada 6: OTKNn4YeHne HeMcnorib3yeMbIX MOPTOB U NepeBoa
BCEeX NOPTOB B pPeXUM AocTyna

B sToli 3a72a9€ BaM HEOOXOIMMO OTKJIFOUNTH BCE HEUCTIONb3yeMbIe MOpThl. KpoMme TorO,
CJIeyeT TIepPEeBECTH BCE MOPTHI KOMMYTATOpa U3 PeKUMa aBTOCOTIIACOBAHUS B PEKUM JOCTYIIA.
JTO AEUCTBHE MO3BOJISET MOBBICUTh YCTOWIMBOCTH KOMMYTATOpPa K aTakaM C YCTPOUCTB

C TIPSMBIM MOJKITIOYEHHEM K KOMMYTaTopy. B 3T0i1 3a1aue npeamnonaraercs, 4To He
UCToNb3yIoTCs cneaytomue moptel: ¢ Fa0/3no Fa0/10¢ Fa0/13no fa0/24u ¢ Gi0O/1mo GiO/2.

Mpoueaypa ynpaxHeHus

BrinosinuTe cnepyronme qeicTBuUs:

Oeitctene 1 B mpurmamrenuu npuBmierupoBanHoro pexunma (enable EXECpsennte
KOMaHJy JUIsl IOCTyIa K MPUTJIAeHUIO N100anbHOM KOHPUTYpaIIH.

Devicteme 2 Beaute xomanmy interface range fa0/3 — 10Bce cremyromne KOMaHIbI
OyIyT PUMEHSTHCS K YKa3aHHBIM ITOPTaM.

Deiicteme 3 BBeaute xomanmy shutdown.

Deiicteue 4 Bpeaute xomanny interface range fa0/13 — 244to0b1 3aMEHUTH MPEABLTY U
IAAIa30H.

Deiicteue 5 Bpeaute komanmy shutdown.

Deiictene 6 Beaute xkomanny interface range gi0/1 — 24T00bI 3aMEHHUTE TIPE BTy I
IMATIa30H.

Deiicteme 7 Bpeaute xomanmy shutdown.
Oencteue 8 BepHUTECH K IpUTIIalIeHHUIO IPUBIIETHPOBaHHOTO pexkuma (enable EXEC).

Deiictene 9 BBeauTe koMaHIy [T BEIBOA TEKYINEH KOH(PHUTYPALHH, YTOOBI yOEIUTHCS,
YTO OTKIFOUCHBI TOJIBKO YKa3aHHBIC HHTEP(EHCHI.

Oencteue 10 BBenuTe komanmy /Ui JOCTYyIA K MPUTIANICHUO TJ100aTbHON KOHPHUTYpAIIHH.
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Dencteve 11 Beaute komannay interface range faO/1 — 24, gi0/1 — 2106s! BKIIOYHTE
B [IMAIa3oH Bce mopThl. OOpaTuTe BHUMAHUE, YTO B TOM MIPHUMEPE JHANA30HBI
UHTEP(ENCOB rPYIITUPYIOTCS B OTHONW KOMAH/IE C TIOMOIIIBIO pa3aenuTens (3arsrast).

Deiicteme 12 Beeaute xomanay switchport mode access
Oencteue 13 BepHUTECH K NpUIiIalieHHIO TPUBIIETHPOBaHHOTO pexkuma (enable EXEC).

Deiicteue 14 BBeauTe koMaHIy /1 BRIBOA TEKYIIEH KOHPUTYPALUH, YTOOBI yOSAUTRCS,
YTO BCE MHTEP(EICHI MEPEBEICHBI B PEKUM JIOCTYIIA.

Deiicteue 15 [locie Toro, kak Bbl yOeAUTECH, UTO JJIS BCEX ITOPTOB MCIIOIB3YETCS PEKUM
JOCTyTa U Bce mopThl, 3a uckimouenuem fa0/1, fa0/2, fa0/1i faO/12o1kroueHHs!,
COXpaHHTE TEKYIYyI0 KoHpuryparmio B dhaiine startup-config.

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:
| HaCcTpOCH SaZ[aHHLIﬁ AUarra3’oH HEUCIIOJIb3YCMbIX ITOPTOB JJIsA OTKJIIOUCHUS,

B BceX MOPTHI B KOHPUTYPAILIUH [IEPEBEACHBI B PEXKUM JIOCTYTIA,

B Texymas KOHGUrypanus coxpanena B ¢aiine startup-config.
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JlTabopaTopHas paboTa 2-4: dkcnnyaTtauma
n HacTpouka yctpouctBa Cisco IOS

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTOM ynpakHeHHH BBl O3HAKOMHTECH ¢ QYHKIMSIMU HHTEp(delica KoMaHTHOM
CTPOKH KOMMYTaTOpa pabodeil TPYyIIbl U NOMPAaKTUKYETECh B X UCTIONB30BAHUH.
[ocye BEIMONHEHNUS 3TOTO YIPaXXHEHHUS BBl OyIeTe CIOCOOHBI CAeNaTh CleAyIoIIee:

B JCIOJB30BaTh KOHTEKCTHYIO CIIPaBKY;

B JCTIpaBUTH HETIPABUIILHO BBEJIEHHBIE KOMaH bl HHTep(helica KOMaHTHON CTPOKH
Ha KOMMYTaTOpE;

B OIIpEeACIUTh COCTOSTHHUC KOMMYTATOpa C MOMOIIBIO KOMAH/I show.

UnnocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPAKHCHUS.

UnnocTtpauua 3apgaHnsa K naboparopHoun pabote 2-4
dkcnnyaTtauua n Hactpomnka yctpoucta Cisco 10S

Mwmsa xocra IP-agpec

aboyen rpynnbl kommyTatopa  Macka noacetu

i repHcy SwitchA 10.2.2.11 255.255.255.0
SwitchB 10.3.3.11 255.255.255.0

SwitchC 10.4.4.11 255.255.255.0

SwitchD 10.5.5.11 255.255.255.0

SwitchE 10.6.6.11 255.255.255.0

SwitchF 10.7.7.11 255.255.255.0

SwitchG 10.8.8.11 255.255.255.0

SwitchH 10.9.9.11 255.255.255.0

64 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



HeoGxoaumble pecypchbl

Hwxe nmepedunciiensl pecypchbl 1 yCTPOUCTBA, HEOOXOIUMBIE JIJISl BBITOIHEHUS YIPaXXHEHHS.

m [IK, moakto4eHHBIH K yAaJIeHHON JIAOOpaTOpHH.

m  [Ipunoxenue 1 IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

®  Mudopmauus o Ha3HAYCHHOM KOMIUIEKTE 000pyIOBaHus, OIyUYeHHAas! B 1a00paTOpHOI

paboTtsr 2-1.

Cnuncok KomaHpg

B tabnurie mpuBoaUTCS ONMMCaHWe KOMAaH/I, NCTIOIb3YEMBIX B YIIPaKHEHUH.

KomaHnabl kommyTtaTopa Cisco 10S

KomaHpa

OnucaHune

? wm hel p

BbIBOAWT CNMCOK AOCTYMHbIX KOMaH B NONb30BaTENbCKOM pexume
Cisco I0S.

Mocne BBoga komaHabl enable u napons «enable password» ans
BXO[a B NPUBUMETNMPOBAHHbINA PEXUM CMUCOK AOCTYMHbIX KOMaHZ
3HAYMTENBHO YBENMYMBaETCS.

cl ock set

YI'IpaBﬂﬂeT CUCTEMHbIMU YacaMW.

configure term nal

AKTUBMPYET PEXUM KOHUrypaLmm ¢ TepMuHana.

enabl e

AKTUBMPYET NPUBUIIENMPOBAaHHBIN PexuM. B npueunermposaHHoM
pexvme AOCTYNHO Gornbluee KONMYecTBO KOMaHA,.

OTa KomaHaa TpebyeT BBoga napons gocryna (enable password),
€crnn oH HacTpoeH. Ecnu naponb «enable secret» Takke HaCTPOEH,
OH nepeonpegensieT napons enable password.

exec tine-out

3apaet aonyctnmMmoe Bpema 6espencTaus nepen aBToMaTu4eCKnm
3aBeplieHnem ceaHca.

hi story size

3apaeT Konu4ecTBO CTPOK, CoxpaHsiembix B Bydepe xxypHana ans
MOBTOPHOrO BbI3oBa. Vcrnonb3yeTcs ABa oTaenbHbIx 6ydepa — ogvH Ans
komaHg pexvma EXEC v gpyrov onst KomaHg pexxvma KoHdurypaumn.

[no] ip donain-
| ookup

Mo yMonYaHWio UHTEPNPETATOP KOMAHZHOW CTPOKU MbiTaeTcs!
obpaboTaTtb KoMaHAy, KOTOPYIO HE yAaeTcsa pacnosHaTb, Kak
cUMBONbHOE MMs IP-agpeca. Popma No 3ToN KOMaHAbl OTKIYaeT
3TO AeWCTBME MO YMOMYaHWIO 1 NMO3BOMSET TakuM 0Gpasom yCKOpUTb
WHTEPNPETALMIO OLUIMGOYHBIX 3anuce.

line console O

AKTUBUPYET PEXUM KOHGUIypaLmm KOHCOMbHON NinHum 0.

line vty 015

AKTUBUPYET pPeXUM KOHDUrypaLum NMHNIA BUPTyarnbHOro TepMuHana.
JNuHun BupTyansHoro TepmuHana (VTY) no3BonsioT nonyyarts 4OCTyn
K KOMMYyTaTOpy AnS YAANEeHHOro ynpasneHus ceTbio. [locTynHoe
konuyecTso nNuHun VTY 3asucut ot Bepcun MO Cisco 10S.

O6bIYHO Ucnonb3ytoTcst 3HaveHnst 0-4 1 0-15 (BKNIOYUTENBHO).

| oggi ng synchronous

CUWHXPOHU3NPYET BbIBOA HE3AMPOLUEHHbIX COOBLLEHUA U KOMaHAbI
oTnaaku npusunernposaHHoro pexvma EXEC ¢ 3anpoLueHHbIM
BbIBOAOM YCTPOWCTBA M NpUrnalleHNsIMN KOHKPETHON NINHUN
KOHCOJIbHOro nopta unu nuHum VTY.

show cl ock

BbIBOOUT CMCTEMHbIE Yach!.

show hi story

BbiBOOUT HegaBHO BBeEHHbIE KOMaHAbI.
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KomaHpa OnucaHune

show i nterfaces BbiBOOMT MHOopMaLmio 060 Bcex MHTepdencax mapLupyTusartopa.
show runni ng-config BbIBOOMT aKTUBHYK KOHGMUIypaLUmio.
show t erm nal BbiBOOUT TeKyliMe napameTpbl ANst TepMuHana.
show versi on BbiBOAMT KOHUrypaumto annapaTtHoro obecneyeHus
MapLUpyTM3aTopa U pasnmyHbIX BEPCUI NporpamMmmHoro obecneveHus.

term nal history 3agaet pa3mep Oydepa ncTtopun kKomaHa,.
si ze

Mopckasku

JI1st 9TOTO yIIpaXKHEHUS JOCTYITHBI CIICAYIONTNE TTOICKA3KH.

TeKywme naponum

Bxon B KOHCONb KOMMYyTaTOpa sanjose
Maponb «enable password» koMmyTaTopa cisco
Maponb «enable secret» komMmyTaTopa sanfran
VaeHTudurkaTop nonb3osaTensa ans sxona netadmin
B CUCTEMY KOMMyTaTopa 4yepes nuHuio VTY

Maponb ans Bxoga B KOMMyTaTop Yepes nuHuio VTY | netadmin

3apava 1: Ucnonb3oBaHWe KOHTEKCTHOM CrpaBKU

B aTo0i1 3a1a4u€ BRI JOJDKHBI HCIIOIB30BATh KOHTCKCTHYIO CIIPABKY B ITIOJIB30BATCIILCKOM
1 MIPUBUJICTUPOBAHHOM PCIKUMAX EXEC AJId TIOMCKAa KOMaH U 3aBCPIICHUA
CHHTaKCHuCa KOMaH/.

Mpoueaypa ynpaxHeHusi

Brinonnure cnepyromue AecTBUS:

DOevicteue 1 [logxmountecs K KOMMYTaTopy padode TPYIIbI, HCHONb3YS CBEICHUS U3
nabopaTopHoii paboTsl 2-1.

Devicteme 2  Bseaure komauay help (?). B mpurmamrenun moap30BaTeasckoro pexknma EXEC
- IOJDKEH OTOOPA3HUTHCS CIUCOK JOCTYITHBIX KOMaH. BEIBOJ JOKEH BBITIISIIETH
CIICAYIOIIAM 00pa3oM.

Exec commands:

access-enable Create a temporary Access-List entr y

clear Reset functions
connect Open a terminal connection

..Text omitted

set Set system parameter (not config)

show Show running system information

ssh Open a secure shell client connecti on
systat Display information about terminal lines
telnet Open a telnet connection

--More--

Oenctene 3 Haxwmure knasumy IIPOBEJI a5 3aBepieHus Uiy NpoJoKEHNs CIIUCKA.
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Denctene 4 Boliaure B npuBuierupoBanHbiii pexxum EXEC.

Oenctene 5 OOpaTuTe BHUMaHUE, YTO MPUTIIANICHAE U3MEHIIIOCh — BMECTO
MOJIb30BATEILCKOTO PEXKMMa KOMMYTATOPa «>> TeNeph HCIOIb3yeTCsI
MIPUBUJICTUPOBAHHBIA PEXKIM <dH».

Oencteue 6 Baemure komanay help (?) B mpuriameHny npuBHICTHPOBAHHOTO PEKIMA
EXEC. Mcnonp3yiiTe CpaBKy JIjIs IOMCKA KOMAHIbI, YITPABIISIONIEH
CHCTEMHBIMH YacaMH, MO KJIIOYEBOMY CJIOBY.

DOevnicteue 7 Ha KOHCOMM TOKHO OTOOpaXKaThCsl IpUrIalieHue «--More--».91o 3Ha4uT, 9To OHa
OKUTaeT HAKATHS KIIABHIITH TIepe] 0TOOPaKECHUEM JTOTIOJTHUTEIHHBIX BBIXOTHBIX
TAHHBIX. BBemuTe (, 9T00BI 0TKA3aThCSI OT MPOIODKEHUS BEIBOIA JAHHBIX.

Deiicteue 8 Baeaute komanmy Clock ?. JJomkHa MOSIBUTHCS KOHTEKCTHAS CIIpaBka. BeiBox
TOJDKEH BBITIISACTH CIICTYIOIINM 00pa3oM.

SwitchX#clock ?
set Set the time and date

Dencteue 9 3amaiiTe TeKyiee BpeMs U IaTy I CHCTEMHBIX 9acoB. Vcmonb3yiiTe
KOHTEKCTHYIO CIIPaBKY JJISl TOJTYYSHHUS WHCTPYKITMH IS 3TOTO TIpoIiecca.

Devicteme 10 B npuriamennn sSwitCh#ssenure sh?. Jlomken mosBuThCsS APYroil MprMep
KOHTEKCTHOM CIpaBKH. BBIBOJ OyI€T BBITIISIIETH CICIYIOMMM 00pa3oMm.

SwitchX#sh?
show

Devicteme 11 Haxkmure kinaBuiry Tab. GyHKIIHS aBTOMaTHYECKOTO 3aBEPIIEHUS BBOA
KOMaH/IbI TIOJDKHA BCTYIHTH B JIeiicTBHE. Korga BBECHO JOCTATOYHOE
KOJMYECTBO OYKB KOMaH/IbI HITU KJTFOUYEBOE CIIOBO, ITOCIIC HAXKATHUS KITABHUIITU
Tabasromaruuecku BBOAUTCS OCTABIIASCS YaCTh CIIOBA U CTABUTCS MPoOel,
YTO MO3BOJISIET BBECTH JOITOJHUTEIIHLHBIC JaHHEIC.

Deiicteue 12 Beeaute komaumy Show clock B BEIXOAHBIX JaHHBIX JOKHBI OTPA3UTHCS
M3MEHEHU, CCIaHHbIC C MOMOIILI0 KoMaH bl ClOCK SetBo Bpems aeiicTBus 9.
BrIBOJT JOKEH BBITIISIIETH CICAYIONIMM 00pa3oM.

SwitchX#show clock
10:45:25.073 UTC Tue Jul 10 2007

lNMpoBepka ynpaxHeHuUsi
3agaHue CYUTACTCS BHITIOJTHEHHBIM, €CITH IOCTUTHYT CICIYIOIINHA pPe3yIbTaT:

B BBl HCIOJB30BAJIM KOHTEKCTHYIO CITPABKY CUCTEMBI U MOJIYJIb aBTOMAaTHIECKOTO
3aBEPIIICHUS BBOJIA KOMaHI.

3apava 2. UameHeHMe HenpaBUIIbHO BBEAEHHON KOMaHAbI

B a710i1 3a1a4e BBl TOHKHBI UCTIONIB30BATh PACIIMPEHHBIE PYHKIMH PEAAKTUPOBAHUS
1O Cisco I0Swis ucnpaBieHns: OIUOOK B KOMaHHOH CTPOKE.
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Mpoueaypa ynpaxHeHus

BrinoniHute crenyromue 1ecTBUs:

Oencteue 1 BBemurte B MpUIiIalieHHH CICIYIOIIYI0 CTPOKY KOMMeHTapus: « T his command
changes the clock speed for the routersTekcr criemyer BBOIUTE O€3
kaBbIuek ().

SwitchX#This command changes the clock speed for th e router.
N

% Invalid input detected at ' marker.

Oencteue 2 BBemure ClIeayIoONIyl0 CTPOKY KOMMEHTAPHS TIOCIIE BOCKIMIATEILHOTO 3HaKa (!):
Iths comand changuw the clck sped for the swcHBocknumareasnbiii 3uax (1)
nepeJi CTPOKOM TEKCTa YKa3bIBa€T Ha BBOJI KOMMEHTAPHS.

SwitchX#!ths comand changuw the clck sped for the s wch,

Deiicteue 3 Baeaute Ctrl-P wiu Haxkmute CTpeKy BBepX JJIs TPOCMOTPA MPEabIayIei
CTPOKH.

Deiicteue 4 Hcnons3yiite koMmanasl pegaktopa Ctrl-A | Ctrl-F , Ctrl-E u Ctrl-B
JUTs TIEPEMEIIICHUS 10 CTPOKe U kinaBuiry Backspacenns ynanenvs
HEHY)KHBIX CHMBOJIOB.

Oeictene 5 Vcnonp3ys KOMaHbl pEJaKTUPOBAHUS, U3MEHUTE CTPOKY KOMMEHTApHS
Ha !This command changes the clock speed for the swiitc

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBIITOJIHCHHBIM, €CJIN JOCTUTHYT CJ'IGZ[yIOIJ_[I/Iﬁ pesyanaT:

B BbI HCIOJH30BAIH BCTPOCHHBIH PEIAKTOP U COOTBETCTBYIONINE KIIABHIIH IS
nepeMeIleHHs Kypcopa.

3apava 3: OnTumm3sauus mcnonb3oBaHusa CLI

B at10i1 3agaue BaM ciiegyeT BBECTH KOMaHABI JUIs ONITUMU3AIIMH UCTIONBb30BaHus HHTepdetica
komaniHOH cTpoku (CLI). HeoOxonmumo yBeIHMIHUTh YHCIIO CTPOK B Oydepe xKypHana,
YBEIUYUTH 3HaUCHUE TaliMepa 0e3/1eHCTBHS IOPTa KOHCOJIH U 3alPETUTh pa3pelieHue

MMEH IIpH HEBEPHOM BBOJIE KOMAHI.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromnue 1ecTBUs:

Deiicteue 1  Baeaute komanmy Show terminal. BeiBoj 10/mKeH BBITISACTD CICAYIOINAM
obpazoM. B aToM nmpumMepe HEKOTOPhIEe HEHY>KHBIE CTPOKH OBLITH YIAJICHBI.

SwitchX#sh terminal

Line O, Location: ", Type:
Length: 24 lines, Width: 80 columns

Baud rate (TX/RX) is 9600/9600, no parity, 2 stopbi ts, 8 databits

.. Text omitted

Editing is enabled.

Hi story is enabled, history size is 10.
DNS resolution in show commands is enabled

Full user help is disabled
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Allowed input transports are none.
Allowed output transports are telnet ssh.
Preferred transport is telnet.

No output characters are padded

No special data dispatching characters

OenctBue 2

OencrtBue 3

OencrBue 4
Oencrteue 5

OencTtBue 6

OencTtBue 7

OencTtBue 8

Oencteue 9

Dencteue 10

Dencteue 11

DenctBue 12

Dencteue 13

Pasmep Oydepa xyprana paseH 10.910 3HaUCHHE MOKHO H3MEHHUTD C TIOMOIIBIO
komans! terminal history size 100 Oxnako ero Heo6X0IUMO BBOIHUTD TIOCIIE
Ka)XJIOTO BBIXOJ]a U TIOBTOPHOTO BXOJ[a B CHCTEMY KOMMyTatopa. Pasmep
KypHaIa MOXHO 3a/1aTh B KOH()UTYpaluu KOHCONU 1 TUuHUHA VTY.

Beeaure xomanmy config t, 4To0bI mepeiiT K IpUTIAIEHNIO TI00aIBHOM
KoH(pHUrypamum.

Beeaure xomanmy line console 0
Beenute xomanny history size 100

B pexxume KOHCOJIBbHOM JTMHUN PEKOMEHIYETCS YBEJIMUUTh 3HaUE€HHUE TaiimayTa
EXEC ¢ 15 n0 60 MunyT. BBeaure komanay exec-timeout 60

Beeaure xomanmy l0gging Synchronousuis CHHXpOHMU3AIMH BBIBOIA
HE3aMpOIICHHBIX COOOIICHHUI 1 BBIBOIa KOMAH/IbI OTJIAJIKH TIPHBUICTUPOBAHHOTO
pexuma EXEC ¢ BBogom u3 CLI.

Beeaure xomanmay line vty 0 15wt mactpoiiku auaunii VTY.

BBenurte xomanabl 1uis yctanoBku 3Hadenus: 100 s Oydepa xxypHana
Y BKITIOUEHHSI CHHXPOHU3AINHU COOOIICHHH.

BBenuTe koMaHy €Xit 171t BO3BpaTta B peXXUM IN100aIbHON KOH(PHUTYpaIHH.

Beeaure xomanmy NO ip domain-lookup, 4To6sI OTKIIIOYUTE pa3penieHne
CHMBOJIBHBIX HMEH.

BepHuTech K IpUTIaICHUIO IPUBUIIErHPOoBaHHOTO pexxnma (enable EXEC).

Hcnonp3yiiTe MOBTOPHBIN BHI30B )KypHaJa sl BBoJa KoMaH sl Show terminal.
BrIBoz 10KEH BRITIIAETH ClaeayomuM o0pa3oM. B aTom mpumepe HEKOTOpbIe
HEHY)XHBIE CTPOKH ObLITH YJaJIeHBI.

SwitchX#sh term

Line 0, Location: ", Type: "™

Length: 24 lines, Width: 80 columns

Baud rate (TX/RX) is 9600/9600, no parity, 2 stopbi ts, 8 databits

..Text omitted

Editing is enabled.

Hi story is enabled, history size is 100.
DNS resolution in show commands is enabled

Full user help is disabled

Allowed input transports are none.

Allowed output transports are telnet ssh.

Preferred transport is telnet.

No output characters are padded

No special data dispatching characters
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Oencteue 14 Beemure komanay Show running-config, 4To0bl yoequThCst B IPaBUIIbHOCTH
U3MEHEHUH KOH(HUTypanuu.

DOeiicteue 15 YOeautech, 4TO B TEKYILEH KOHPUTYypallUU OTPaKeHbI U3MEHEHUS, U COXPAHUTE
ee B (aiine startup-config.

Dencteue 16 3aKpoTE COCAMHEHUS C KOMMYTAaTOpPOM pabodeit TpyIIIk.

NMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:
B i TaiiMayTa Oe3AeHCTBHS IOPTa KOHCOJH 3aJaHo 3HaueHue 60 MUHYT;

N BBl MOATBEPAMIIN, UTO AJis pa3mep Oydepa xypnana umeet 3Hadenue 100cTpox
ot e VTY ¥ KOHCOIH,

B BB MOATBEPIWIH, 4T [ist muauii VTY u koHcon HacTpoeHa yHkims logging
synchronous;

®m  xoH(wurypamus coxpaneHa B ¢aitne startup-config;

B BCC OTKPBITBIC COCAUHCHUA C KOMMYTaTOpPOM pa60qeﬁ I'pyMbl 3aKPbITHI.
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JTabopaTtopHas pabota 4-1: NNpeobpazoBaHue
AECATUYHbIX Yncesn B ABOUYHbIE U ABOUYHbIX
B AEeCATUYHbIe.

BrimonnuTte ynpaxHeHue 3Toi 1abopaTopHOM padOThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHMsL, IIOJIy4Y€HHbIE B COOTBETCTBYIOIIEM MOAYJIE.

3agaym ynpaxHeHus

B sTOM ynipaxkHeHHH BBI 3aiiMeTech MpeoOpa3oBaHUEM JIECSITUIHBIX W JBOUYHBIX YHCEI.
[Tocre BBITIOIHEHUS 3TOTO YIPAKHEHUS BB OyIeTe CIIOCOOHBI CIeaTh CIeIyolee:

L Hp€06p8.30BaTb JCCATUYHBIC YUCJIa B JBOUYHBIC,

L Hp€06p8.30BaTI: JABOWYHBIC YKUCJia B JCCATUYHBIC.

UnnocTtpauna 3agaHua
Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMS JAaHHOT'O YIIPpaKHCHUS.
|

UnnocTtpauua 3agaHusa K naboparopHoun padote 4-1
lNMpeobpa3oBaHue AeCATUYHbIX Ynucesn B ABOUYHbIE U
ABOUYHbIX B AeCATUYHbIE

I'IpeoﬁpaaoBaHMe AeCATUYHBIX B ABOWYHbIE

OcHosaHue 2 | 27 26 25 P 23 2? 2 20

OecAtnuHoe| 128 | 64 32 16 8 4 2 1 OeounuHoe

48 0 0 1 1 0 0 0 0 48 = 32 + 16 = 00110000

I'IpeoﬁpasoBaHHe ABOWYHbIX B OeCATUYHbIE

OctoBanmne 2 | 27 B 25 2 23 22 il 20

DecatuuHoe| 128 | 64 32 16 8 4 2 1 LOecATnuHoe

11001100 1 1 0 0 1 1 0 0 128 +64+8+4=204 &

o
g

HeoGxoaumble pecypchbl

Jliist aTOTO yrpaXKkHeHUs 1a00paTOpHOM paboThI He TPpeOyeTcsl HHKaKUX PeCypCoB.

Cnuncok KomaHpg

B sTom YHOpa)KHCHUH KOMaHAbl HC UCTIOJIb3YHOTCS.
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NMopckasku

Jiist aTOM Tab0paTOPHOI PabOTHI HET MOACKA30K.

NMoarotoBKa K BbIMNOSTHEHUIO ynpaxHeHus

Jig 5TOTO yrpaskHEeHUs MOATOTOBKH HE TpedyeTcs.

3apava 1: Npeobpas3oBaHMe AeCATUYHbLIX YMcen B ABOUYHbLIN
¢dopmar
Mpoueaypa ynpaxHeHus

3amoHUTE CIIEIYIONTYIO TaOIHUITY, YTOOBI ITOMPAKTUKOBATHCS B MMPE0Opa30BaHUN JECATUIHBIX
YrceN B JIBOUYHBIE.

OcHoBaHue 2 2 2° 2° 2t 2° 2 2! 2°
OecATn4YHOe Yncno 128 64 32 16 8 4 2 1 ABounyHoe yucno

48 0 0 1 1 0 0 0 0 48 =32 + 16 = 00110000
146 1 0 0 1

222

119

135

60

3apava 2: lNpeobpa3zoBaHMe ABOUYHLIX YMCeNn B AECATUYHbLIN
¢dopmar
Mpoueaypa ynpaxHeHus

3amnoaHuTe CJICAYIOLIYIO Ta6J'II/ILIy, YTOOBI MOMPAaKTUKOBATHCA B Hp€06pa3OBaHI/II/I JABOUYHBIC
YHCCJI B ACCATHYHBIC.

OcHoBaHme 2 2" | 2° 2° 2 23 2 2! 2°
[Bou4Hoe uncno | 128 64 32 16 8 4 2 1 HecatnyHoe yucno

11001100 1 1 0 0 1 1 0 0 128 +64 +8+4 =204
10101010 1 0 1 0

11100011

10110011

00110101

10010111

NMpoBepka ynpaxHeHuUs
Ha6opaT0pHa$[ pa60Ta CUUTACTCA BBIHOHHCHHOﬁ, CCJIN JOCTUTHYTHI CICAYIOIINC pe3yIII>TaTBI:
B Yucja B JCCATUYHOM (bopMaTe IMpaBUJIBHO Hp€06pa3OBaHI>I B IBOUYHOC HpeZ[CTaBJ'IeHI/Ie;

B Ygucila B JBOUYHOM (bopMaTe MMpaBUJIBHO HpeO6pa3OBaHBI B ACCATUYHOC MPCACTABJIICHUC.
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JTabopaTopHasa pabota 4-2: Knaccudukauuma
cnoco6oB ceTeBOM agpecauum

BeinosiHuTe yrnpakHEHUE 3TOH 1a00paTOpHOM pabOThI, YTOOBI IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTom ynpaxknennu knaccuduuupoBats ceteBble agpeca IPv4.Tlocne BBIOTHEHUS 3TOTO
yIpakHEeHHS Bl OyzeTe ClIOCOOHBI ClIeNIaTh CIeayIoLIee:

B 1peoOpa3oBbIBaTh AecATUYHEIC IP-anpeca B qBonyHbBIC YnCa;
®  1peoOpa3oBBIBAThH ABOMYHBIC ukcia B IP-aapeca;
B omnpenensaTh Kiaaccel IP-anpecos;

B pacno3HaBaTh JOMYyCTUMBbIE U HemomycTuMbie |P-agpeca XocToB.

UnnocTtpauna 3agaHua
Ha PUCYHKEC HMKC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPA)KHCHUS.

UnniocTtpauma 3agaHusa K nabopatopHon pabore 4-2
Knaccudumkaumsa cnocoboB ceTeBOM agpecauum

MpeobpasyiiTe fecaTUuHbIN IP-agpec B ABOMMHYIO CUCTEMY
= 145.32.59.24 = 10010001.00100000.

Mpeobpasynte ABOUYHBIN |P-agpec B AECATUYHYIO CUCTEMY
= 10010001.00011011.00111101.10001001 = 216. .

PacnosHaBaHue knaccos |[P-agpecoB

MakcumansHoe
Konuyectso KONMU4ecTBO

ouT B y3noe
[ecATUYHbIIA Knacc WAEHTUChMKATOPE|
IP-agpec agpeca cemwm (2h-2)
10010001.00100000.00111011.00011000 145.32.59.24 Knacc B 16
I}
11001000.00101010.10000001.00010000 | 200.42.129.16 A
0.124.0.0?

93,75 345 2007 255.255.255.2557

Heob6xoaumble pecypchbl

Jiist 3TOTO yrpaxxHeHUs 1a00paTOpHOH pabOTHI He TpeOyeTcsl HUKaKUX PECypCOB.

Cnuncok KomaHpg

B sTOM ynpakxHeHUM KOMaHBI HE HCIIONB3YIOTCS.
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NMopckasku

Jiist aTOM Tab0paTOPHOI PabOTHI HET MOACKA30K.

NMoarotoBKa K BbIMNOSTHEHUIO ynpaxHeHus

Jig 5TOTO yrpaskHEeHUs MOATOTOBKH HE TpedyeTcs.

3apava 1: NpeobpasoBaHue |IP-agpeca B pecaTn4Hom chopmarte

B ABOUYHbIN chopmaT

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromue 1ecTBuUs.

DOeiicteue 1  3amojHUTE CIACTYIONIYIO TaONHUILy, YTOOBI MpencTaButh agpec 145.32.59.24

B IBOMYHOM (hopMaTe.

OcHoBaHue 2 | 2’ 2° 2° 2t 2° 2 2! 2°
DecAaTnyHoe 128 64 32 16 8 4 2 1 OBon4Hoe yncno
yucno
145 1 0 0 1 0 0 0 1 10010001
32 0 0 1 0 0 0 0 0 00100000
59
24

IP-appec B oBOUYHOM chopmaTe

10010001. 00100000.

Denctene 2 3amoiHUTE CIACAYIOIIYIO TaOIuUILy, 4T0OBI peactaBuTh agpec 200.42.129.16

B IBOMYHOM (hopMaTe.

OcHoBaHue 2 27 7 2° 2*

HecAaTn4yHoe 128 64 32 16
yucno

4 2 1 [Bou4HOE uncno

200

42

129

16

IP-appec B oBOUYHOM chopmaTe
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DOenctene 3 3amoHUTE CIEAYIONIYIO TaOIUILy, 4TOOBI MpeacTaBuTh aapec 14.82.19.54
B IBOMYHOM (hopMaTe.

OcHoBaHue 2 27 7 2° 2* 7* 22 2! 7

OecatnyHoe 128 64 32 16 8 4 2 1 OBoun4yHoe yncno
yucno

14

82

19

54

IP-appec B oBOUYHOM chopmaTe

3apava 2: lpeob6pa3oBaHue |IP-agpeca B oBon4YHOM chopmaTte
B AECATUYHbIN d)OpMaT
Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

Oencteue 1  3aroHATE CIEAYIONIYIO TaOIUILY, 4TOOKI peacTaBuTh IP-anpec
11011000.00011011.00111101.10001€Qkcatuanom dopmare.

OcHoBaHue 2 2’ 2° 2° 2* 23 22 2! 2°
OBounyHoe 128 64 32 16 8 4 2 1 DecAaTnyHoe ymcno
yncno
11011000 1 1 0 1 1 0 0 0 216
00011011
00111101
10001001
IP-agpec B AecaATMYHOM dpopmaTe 216.
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Deictene 2 3amoiHUTE CIACAYIOIIYIO TaOIUILy, 4TOOBI peacTaBuTh IP-ampec
11000110.00110101.10010011.00101QiecsaTuarom dopmare.

OcHoBaHue 2 27 7 2° 2* 7* 22 2! 7

[Bou4Hoe 128 64 32 16 8 4 2 1 DecAaTnyHoe Yucno
yucno

11000110

00110101

10010011

00101101

IP-appec B gecatmyHom cpopmate

Oencteue 3  3aroHUATE CISAYIONIYIO TaOIUILY, 4TOOKI peacTaBuTh IP-ampec
01111011.00101101.01000011.010118QkcsaTiunoM opmaTe.

OcHoBaHue 2 27 2° 2° 24 28 22 2! 2°

[Bou4Hoe 128 64 32 16 8 4 2 1 DecAaTnyHoe Yucno
yucno

01111011

00101101

01000011

01011001

IP-appec B gecatmyHom cpopmate

3apava 3. Pacno3HaBaHue Knaccos |IP-agpecoB

Mpoueaypa ynpaxHeHus

3amnoaHuTe oTy Ta6n1/1uy, YTOOBI YKa3aThb Kjacc aapeca, 4Yucio OuT B I/I,Z[CHTI/I(l)I/IKaTOpe CCTH
1 MaKCHUMAJIbHOC YHCJIO XOCTOB.

Yucno ouT MakcumanbHoe

[decATNYHbIN Knacc B MAEHTU(DM- | YMCIIO XOCTOB
OBounyHbIN IP-agpec IP-appec agpeca KaTtope ceTn (2h -2)
10010001.00100000.00111011.00011000 145.32.59.24 Knacc B 16

11001000.00101010.10000001.00010000 | 200.42.129.16

00001110.01010010.00010011.00110110 14.82.19.54

11011000.00011011.00111101.10001001 | 216.27.61.137

10110011.00101101.01000011.01011001 179.45.67.89

11000110.00110101.10010011.00101101 | 198.53.147.45
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3apaya 4: PacnosHaBaHue A4ONYCTUMbIX U HEAONMYCTUMbIX
IP-appecoB xocToB

Mpoueaypa ynpaxHeHus

B Ta6m/1ue HUKC YKAXKUTC, KAKUC IP-a):[peca XOCTOB ABJIAKOTCA JOIMYCTUMBIMU, a4 KAKHUC

HCAOMYCTUMBIMHU.

DecAaTnyHbIn IP-agpec

OonycTumbin unu
HeAonyCTUMBbIN

Ecnuv agpec HeAONYyCTUMbINA, YKaXXuTe NPUYNHY

23.75.345.200

216.27.61.134

102.54.94

255.255.255.255

142.179.148.200

200.42.129.16

0.124.0.0

lNMpoBepka ynpaxHeHuUs

Ha6opaT0pHa$[ pa60Ta CUHUTACTCA BBIHOHHCHHOﬁ, €CJIM JOCTUTHYTHI CICAYIOIMEC PC3YIbTaThI:

m |P-agpeca B gecaTuuHOM (opMaTe MpaBUIBHO MPeoOpa3oBaHbl B JBOUYHEIN (opMarT;

m |P-agpeca B gBoM4HOM (hopMaTe MpaBUILHO MPeoOpa30BaHbl B IECATUYHBIN (opMarT;

B [IpaBWIBHO paco3HaH Kjiacc ykazanHoro |P-agpeca;

B TIpaBWIBHO Paclo3HAHbI IOIYCTUMEIE U HeAomycTuMble |P-aapeca.

© 2007 Cisco Systems, Inc.

PykoBoacTBo no nabopaTtopHbIM paboTam

77



JlTabopaTopHasa paboTta 4-3: Pac4yeT 4OCTYNHbLIX
noaceTen n XocToB

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTom YHOpa)KHCHUH BaM H€06XOZ[I/IMO OMpeACIUTb YUCIIO 6I/IT, KOTOPOC NOJIZKHO
3aMMCTBOBATHCA U3 I/II[CHTI/I(l)I/IKaTOpa XO0CTa IJId CO3aaHuA H€06XOI[I/IMOF0 qucia HOZ[CCTCﬁ
JJIs1 JAHHOT'O IP-aL[peca. Ilocne BEIIOIHEHUS TOr0 YIPpaXKHCHUSA BbI 6y):[eTe CIIOCOOHBI
CIeIaTh CICAYIOIIEE:

B ONpPEICIUTh KOJUYECTBO OUT, KOTOPOE HEOOXOIMMO IS CO3MaHUS Pa3IMUHbBIX TOZCETEH;

B ONpeneIuTh MAKCUMAaJIhHOE KOJTUISCTBO aIPECOB XOCTOB, TOCTYITHBIX B JAHHOMW TOJICETH.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMKC MOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPAKHCHUS.

UnnocTtpauusa 3agaHusa K naboparopHoun padore 4-3
PacueT AOCTyNHbIX NogCeTEeN U XOCTOB

[aHo:
= CeTteBow agpec knacca C — 192.168.89.0
= CeTeBoW agpec knacca B—172.25.0.0
= CeTteBow agpec knacca A—10.0.0.0

CKOJbKO MOXHO co3aaThb noaceten?

CKonbKO XOCTOB MOXHO CO34aTb B Kaxgow nogceTtn?

Heob6xoaumble pecypchbl

Jiist 3TOTO yrpaxxHeHUs 1a00paTOpHOH pabOTHI He TpeOyeTcsl HUKaKUX PECypCOB.

Cnuncok KomaHp

B sTOM ynpakxHeHUM KOMaHIBI HE HCIIONB3YIOTCS.
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Mopckasku

Jiist 5TOM Tab0paTOPHOI PabOTHI HET MOACKA30K.

NMoarotoBKa K BbIMNOSTHEHUIO ynpaxHeHus

J1g 5TOTO yrIpaskHEeHUs MOATOTOBKH HE TpedyeTcs.

3apava 1: OnpeaeneHue Konuyectsa oMT, HeobxoanMbIX AN
co3faHuA noaceTten cetu knacca C

Mpoueaypa ynpaxHeHus
Hcnonw3ys agpec cetu kinacca C 192.168.89.Gzamonuute TabauIly, 4ToObl OIpPEAeTIUTh
KOJIMYECTBO OUT, KOTOPbIe HEOOXOIUMBI JJIsl CO3/JAHMUS YKa3aHHOTO YHCIIa MOJCETEeH TSt
JTAHHOW CETH, a 3aTEM ONPE/CITUTE KOJUUCCTBO XOCTOB IS KAXKIOH MOJICETH.

KonunyecTtBO XOCTOB ANA noaceTn

Konu4yectBO
2"-2)

noaceTteun KonuyecTBO 3aMMCTBOBaHHbLIX GUT

2

5

12

24

40

3apava 2: OnpeaeneHue Konuyectsa omT, HeobxoanmbIX AN
co3paHuA noaceTen ceTu knacca B

Mpoueaypa ynpaxHeHus
Hcnonw3ys agpec cetu kiacca B 172.25.0.03anomuuTe TabIUIly, 4TOOBI ONPEACTUTD

KOJIMICCTBO OUT, KOTOPHIC HEOOXOMUMEI JIJIST CO3TaHMs YKa3aHHOTO YHCIIa TOICETei
JUTSL TAHHOHM CETH, a 3aTeM OTPEICTUTE KOJIUISCTBO XOCTOB IS KAXKIOH TOICETH.

KonuyecTBO XOCTOB ANA noaceTn

KonuuyectBO
2"-2)

noaceTteun KonuyecTBO 3aMMCTBOBaHHbLIX GUT

5

8

14

20

35
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3apava 3: OnpegeneHue Konuyectsa oMT, HeobxoanMbIX AnNA
co34aHusA noaceTem ceTu Knacca A

Mpoueaypa ynpaxHeHusi

Ucnonways anpec cetu kinacca A 10.0.0.03anonauTe Ta0nuIry, YT00BI ONPECITUT
KOJMYECTBO OUT, KOTOPBIE HEOOXOIUMBI JJIsI CO3/IaHUs YKa3aHHOTO YMCIIa MOJICETeH
JUTSL TAaHHOHM CETH, a 3aTEM OIPEICIUTE KOJINISCTBO XOCTOB JIJISl KAXKIOH MOICETH.

KonuyecTtBo
nonceTen

KonuyecTBO 3aMMCTBOBaHHbLIX GUT

KonunyecTBO XOCTOB Aansa noacetTu
2"-2)

10

14

20

40

80

lNMpoBepka ynpaxHeHuUs

Ha6opaT0pHa$[ pa60Ta CUHUTACTCA BBIHOHHCHHOﬁ, €CJIM IIOJIY4YCHBI CICOAYIOIINE PE3YIIbTAThI:

m s cetr knacca A, B wiu C onpeienieHo KOTMYecTBO OUT, HEOOXOAUMBIX JIJISl CO3/IaHUS
3aJIaHHOTO YMCJIA IOACETEN;

m s cetd Kiaacca A, B wiu C onpeiesieHo KOJHYeCTBO XOCTOB B CETH, HCXOS
W3 U3BECTHOIO KOJUYECTBA IMOJCETEN M KOJIMYECTBA 3aMMCTBOBAHHBIX OMTOB.
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JIlTabopaTopHasn paboTa 4-4: BbluncneHme mMacok
noaceTu

BrimonHuTe yripaxxHeHne dTol 1abopaTOpHOM paboThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHWS, TOJTyYCHHbIE B COOTBETCTBYIOIIEM MOIYJIC.

3agaun ynpaxxHeHus

B stom ynpaskHeHUH BBI 3aiiMeTeCh BRIUMCICHUEM MacoK mojceTu. [locie BBIONIHEHHS STOT0O
yHpaXHEHHS BBl OyIeTe CIIOCOOHBI CIeaTh CeIyolee:

B 3Has CETEBOH aJpec, ONMPENENITh KOJIMUECTBO BO3MOKHBIX CETEBBIX aIpECOB U IBOMYHYIO
MAacKy IOJICETH, KOTOPYIO CJIeyeT UCIOIb30BaTh;

®  3Hag cereBoil IP-azpec u Macky moaceTH, onpenensaTh 11ana3oH agpecoB MOICETH,

B ONpeaciATh aipeca XOCTOB, KOTOPHIC MOKHO HA3HAYUTH MOACCTH, U CBA3aHHBIC C HUMU
IMUPOKOBCHIATCIBHBIC apeca.

UnnocTtpauna 3agaHua

Ha PUCYHKEC HMKXC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPA)KHCHUS.

|
UnniocTtpauuna 3agaHus K naboparopHoun padore 4-4
BbluncrneHne macok noaceTu

= Ecnu gaH ceTeBow aapec, onpeaenuTe Yicro BO3MOXHbBIX
CeTeBbIX aApecoB 1 ABOMYHYIO MacKy MoAceTn, KoTopyio
crieqyeT UCMONb30BaTh.

= Ecnun gaH ceteBow IP-agpec n macka nogceTu, onpegenvre
AnanasoH agpecoB NOACETU.

" Onpe,uenMTe agpeca XoCra, KOTopble MOXXHO Ha3Ha4Y1UTb NoACeT!,
N CBA3aHHblE C HAMU LLUMPOKOBELLaTesIbHble afpeca.

3anoMHuTe

BOCEMb MPOCTbIX LLAroB no onpegefneHuo

ajpeca nogcetu

Heob6xoaumble pecypchbl

Jns1 aTOTO yrpaxkHeHMs 1a00paTOpHON paboThl HE TPeOyeTCs] HUKAaKHX PECYpCOB.

Cnucok KkomaHpA,

B sTOM ynpaskxHeHHH KOMaH/1bl HE UCIOIb3YIOTCS.
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NMopckasku

Jiist aTOM Tab0paTOPHOI PabOTHI HET MOACKA30K.

NMoarotoBKa K BbIMNOSTHEHUIO ynpaxHeHus

Jig 5TOTO yrpaskHEeHUs MOATOTOBKH HE TpedyeTcs.

3apaua 1: OnpegeneHue Konm4yectsa AOCTYMHbIX CETEBbIX

agpecoB

Mpoueaypa ynpaxHeHus

Jlst cetr Kitacca A Ha OCHOBE YKa3aHHOTO YMCIIa OUT CETH 3aIlOJHUTE CIICTYIONIYIO TaOIHITy,
YTOOBI OTIPENIEIUTH MACKY TIOZICETH M KOJMYECTBO BOBMOXKHBIX aJIPECOB XOCTOB JIJISI

Ka)kI0H MacKH.

KnaccoBbin OdecsaTuyHaa macka
agpec nopceTun

[lBonyHasa macka noaceTtu

KonVI'-Ie(:TBO XOCTOB
ana noacetu
2"-2)

/120

121

122

123

124

125

126

127

/28

129

/30

3apava 2: OnpeaeneHue noaceTen Ans ceTeBOro agpeca

Mpoueaypa ynpaxHeHus

Ipexamonoxum, 9To BaM BeIfeaeHa cets 172.25.0.0 /16Heob6xommumo co3aaTh ABEHAAIATH
nozceTeld. OTBEThTE Ha CIICAYIOIIHE BOMPOCHI.

1. Ckonbko OUT MOTPeOyeTCs M03aMMCTBOBATE 1A 3afanus 12 mojaceren?

2. VYKaxuTe KJIacCOBBIH aJpec ¥ MacKy MOJCETH B IBOMYHOM M JCCATHUYHOM (opMaTe,
KOTOpPBIC TIO3BOJIAT co37aTh 12 momceTeid.

3. Hcnonw3yiiTe METO/, BKIIFOYAIOIINI BOCEMb JCHCTBHI, YTOOKI 3a1aTh 12 mojmceTeil.
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OencTtBue

OnucaHune

Mpumep

1. YKaxuTe pasgensieMbli OKTeT B ABOMYHOM dhopmarTe.

2. YKaxute Macky Unu AnuHy Kknaccosoro npedukca
B ABOMYHOM chopmare.

3. OTpenvTe NUHWeN 3HavYMmble GUTbI B HA3HAYEHHOM
IP-agpece.
Paspgenute nuHmen macky, 4To6bl BelAENNUTD
3Ha4MMble 6uThl IP-agpeca.

4. CkonupyiTte 3Ha4yMmble BUTLI YeTbIpe pasa.

5. B nepBow cTpoke ykaxunte ceteBon agpec,
noctasue 0 B ocTaBLUMeCst BUTLI XOcTa.

6. B nocnepHem cTpoke ykaxuTte LUMPOKOBeLLaTeNbHbIN
agpec, noctasue 1 B 6utax xocra.

7. B cpegHux cTpokax ykaxuTte ngeHtudukatop
nepBoro 1 NocnegHero XocToB NoAceTH.

8. YT100bI ONpeaenuTb CneayoLmnin agpec noaceTu,

yBenuuusaiiTe 6UTbI NOACETU Ha eAnHULLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

4. 3amonHuUTE CJICAYIOLIYIO Ta6J'II/ILIy, YTOOBI 3a4aTh KaXIYI0 U3 HOZ[CCTCﬁ.

Homep LLinpokoBeLaTenbHbIN
nopgcetu | Agpec noacetu [dwvana3oH agpecoB XOCTOB appec

0

1

2

3

4

5

6

7

Mpoueaypa ynpaxHeHusi

Ipeamnonoxum, 4To BaM BeIieacHa ceTh 192.168.1.0 /24.

3apava 3: OnpegeneHue noaceTen Ha OCHOBEe ApPYroro
ceTeBOro agpeca

1. Ckonbko OUT MOTpeOyeTCs M03aMMCTBOBATH JJIs 3a7aHus 6 moaceTeit?

2. VYKaxuTe KJIacCOBBIH apec ¥ MacKy MOJCETH B IBOMYHOM M JECATHIYHOM (opMaTe,
KOTOpPBIC TIO3BOJIST CO37aTh 6 mojceTelt.

© 2007 Cisco Systems, Inc.

PykoBoacTBo no nabopaTtopHbIM paboTam

83



3. Hcnomas3yiiTe METO, BKIIIOYAIOIIHI BOCEMb ICHCTBHIA, YTOOBI 3a1aTh 6 MmoaceTe.

OenctBue | OnucaHue Mpumep
1. Ykaxute pasgensieMblil OKTeT B ABOMYHOM hopmare.
2. YKaxute Macky unu anvHy Krnaccosoro npedukca
B [IBOMYHOM hbopmare.
3. OTtgenuTe nuHWel 3HadnMble GUTblI B HA3HAYEHHOM
IP-agpece.

Pasgenute nuHuein macky, 4To6bl BelAENNUTD
3Ha4MMble 6uThl IP-agpeca.

4. CxonupyiTe 3HaunMble BUTbI YeTbipe pasa.

5. B nepBow cTpoke ykaxute ceteBon agpec,
noctasuB 0 B ocTaBLuMecst buTbl xocTa.

6. B nocnepHeit CTpoke yKaxknTe LUMPOKOBELLATENbHBbI
agpec, noctaems 1 B 6uTax xocra.

7. B cpefHMX CTpoKax ykaxuTe uaeHTMrKaTop
NepBoro v NocreaHero XoCToB NOACETY.

8. UTo6bl onpeaenvTb CreayoLmnii agpec NoaceTy,
yBenuumeainTe 6UTbl NOACETU Ha eauHNLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

4. 3aroiHHTE CIeAYIONIYIO TabIUITy, YTOOKI 3a7aTh KaXKIYIO U3 IMOCETEH.

Homep LLinpokoBeLwaTenbHbIN
noacetn | Agpec noacetu Avana3oH agpecoB XOCTOB appec

0

1

2

3

4

5

6

7

3apava 4. OnpegeneHuve noaceTen Ha OCHOBe 3agaHHOro
CeTeBOro agpeca m KnaccoBoro agpeca

Mpoueaypa ynpaxHeHusA
Ipeamonoxum, 9To BaM BeIAeaeH aapec 192.168.111.128 cereBom Gioke /28.

1. Vxkaxwure MAcCKy MMoJACCTHU B IBOMYHOM U ACCATUYHOM (bopMaTe.

2. CKoOIBKO HOZ[CCTeﬁ MOXXHO 3aJaThb OJId y1(a3aHHOﬁ MacKu?
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3. CKOJIBbKO XOCTOB OyIET B KaXKI0H MOICETH?

4. Hcnoms3yiTe METO, BKIIFOUAIOIMIUNA BOCEMb ACHCTBHUH, 4TOOHBI 3a71aTh TIOJICET.

OencTtBue

OnucaHue

Mpumep

1.

Ykaxute pasgensieMblil OKTeT B ABOMYHOM hopmare.

2.

Ykaxute Macky Unv AnuHy KraccoBoro npedukca
B [JBOMYHOM cpopmarTe.

OTtgenute nuHMeNn 3HadnmMble GUTbI B HA3HAYEHHOM
IP-agpece.

Pasgenute nuHue macky, 4Tobbl BbIAENUTD
3HauMMble 6uThl IP-agpeca.

CKonvpyinTe sHa4YMMble GUTHI YeTbipe pasa.

B nepBow cTpoke ykaxxuTe ceTeBoun agpec,
noctasus 0 B ocTasLumecs 6uThl XocTa.

B nocnegHen cTpoke ykaxunte LWMpoKoBeLaTesbHbIN
agpec, noctasve 1 B 6uTax xocTa.

B cpeaHUX CTpoOKax yKaxuTte UaeHTuukaTop
NepBOro 1 NocrneaHero XocToB NoACeTH.

UTo6bl onpeaenvTs CeayoLmnii agpec NoAaceTy,
yBenuumeainTe GUTbl NOACETU Ha eauHNLY.

[NosTopuTe Warn ¢ 4 no 8 ansa Bcex nogceTen.

5. 3amonHuTE CemyIONTyIo TaOIUITY, YTOOBI 331aTh KKIyIO U3 MTOJICETEH.

Howmep LLinpokoBeLwlaTenbHbIN
noacetn | Agpec noacetu Avana3oH agpecoB XOCTOB appec

0

1

2

3

4

5

6

7

3apada 5: OnpegeneHuve noaceTen Ha OCHOBe 3agaHHOro
ceTeBOro 6510Kka 1 KnaccoBoro agpeca

Mpoueaypa ynpaxHeHusA

Ipenmonoxum, 910 BaM BeIAeeH aapec 172.25.112.@ cereBom Omoke /23.

1. Vxkaxwure MAacCKy MMoJACCTHU B IBOMYHOM U ACCATUYHOM (bopMaTe.
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2. CKOJBbKO MmojceTeit MOKHO CO3[aTh IS YKa3aHHOM MacKu?

3. CKOJBbKO XOCTOB OyJIET B KAXKIOM MOJICETH ?

4. UVcnomp3yiiTe METO/T, BKITFOUAIOIIUI BOCEMb JIEHCTBUIA, YTOOBI CO3/1aTh IMO/ICETh.

OenctBue | OnucaHue Mpumep

1. Ykaxute pasgensieMblil OKTeT B ABOMYHOM hopmare.

2. YKaxute Macky unuv AnuHy Knaccosoro npedukca
B ABOWYHOM chopmare.

3. OTpenvTe NUHWeN 3HavYMMble GUTbI B HA3HAYEHHOM
IP-agpece.
Pasgenute nuHuein macky, 4To6bl BelAENNUTD
3Ha4MMble 6uThl IP-agpeca.

4. CkonupyiTte 3Ha4yMmble BUTLI YeTbIpe pasa.

5. B nepBow cTpoke ykaxute ceteBon agpec,
noctasuB 0 B ocTaBLuMecsi buTbl xocTa.

6. B nocnepHen cTpoke ykaxunTte LWMpOKOBeLLaTeNbHbIN
agpec, noctasuB 1 B 6utax xocra.

7. B cpegHux cTpokax ykaxuTte ngeHtudukatop
nepBoro 1 nocrnegHero XocToB NoaceTu.

8. YT106bI ONpenenuTb CreayoLmnin agpec NoaceTH,

yBenuumeainTe GUTbl NOACETU Ha eauHULY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

5. 3Banomnwute CJICAYIOLIYIO Ta6n1/1uy, YTOOBI 3a4aTh KaXIYI0 U3 HOZ[CCTCﬁ.

Howmep LLinpokoBellaTeNnbHbIN
noacetv | Agpec nopcetu [dvana3oH agpecoB XOCTOB appec

0

1

2

3

4

5

6

7
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3apada 6: OnpegeneHuve noaceTen Ha OCHOBe 3agaHHOro
ceTeBOro 6510Kka 1 KnaccoBoro agpeca

Mpoueaypa ynpaxHeHus
Ipeamonoxum, 4To BaM BeIAecH aapec 172.20.0.12% cereBom Oioke /25.

1. Vxkaxwure MAacCKy MMoJACCTHU B IBOMYHOM U ACCATUIHOM (bopMaTe.

2. CKOJBKO IMOJCeTeH MOKHO OIPEICIIUTh C YKa3aHHON MacKoi?

3. CKOJIBKO XOCTOB OyIET B KaXKIOH MOICETH?

4. UVcnomp3yiiTe METOI, BKITFOUAIOITHI BOCEMb JICHCTBHIA, YTOOBI 33/1aTh TIOJICET.

OenctBue | OnucaHue Mpumep
1. Ykaxute pasgensieMblil OKTET B JBOMYHOM

dopmare.
2. YKaxute Macky Unu AnuHy knaccosoro npedukca

B [JBOMYHOM cpopmarTe.

3. OTpenuTe NUHUEN 3HaYMMble BUTbI
B Ha3HayeHHOM |IP-agpece.

Pasgenute nuHuen macky, 4Tobbl BblAENUTD
3HauMMble 6uThl IP-agpeca.

4, CKonvpyinTe sHa4MMble GUTHI YeTbipe pasa.

5. B nepBow cTpoke ykaxute ceTeBon agpec,
noctasus 0 B ocTaBLumecs 6uTbl XocTa.

6. B nocnenHen cTpoke ykaxute
LUMpOKOBeELLaTeNbHbIN agpec, noctasms 1
B GuTax xocra.

7. B cpegHUX CTpoOKax yKaxuTte UgeHTuukaTop
NepBOro 1 NocneaHero XocToB NoACeTU.

8. UTo6bl onpeaenvTb CreayloLmnii agpec NoaceTy,
yBenuumeainTe GUTbl NOACETU Ha eauHnLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.
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5. 3amosHUTE CiiemyIonTyro TabIUITy, YTOOBI CO3/IATh MOICETH.

Homep LLnpokoBeLwaTenbHbIN
nopgcetu | Agpec noacetu Avana3oH agpecoB XOCTOB appec

0

1

2

3

4

5

6

7

NMpoBepka ynpaxHeHuUs
Ha6opaTopHa$[ pa60Ta CUUTACTCA BBIHOHHCHHOﬁ, C€CJIU MOJIYUCHBI CICAYIOIINEC pe3yIII>TaTBI:

E  Ha OCHOBE YKa3aHHOTO CETEBOI0 aJpeca MPaBUIbLHO OMPENEICHO KOJTUYECTBO JOCTYITHBIX
CETEBBIX aJPEeCcOB U ABOMYHAS MacKa IOJCETH, KOTOPYIO CIIEAYET UCIIOIb30BAaTh;

B Ha ocHOBe cereBoro |IP-anpeca u Macku mogceTy MpaBWIIHHO ONPE/IEICH MUAIla30H aapecoB
MOCETH.

Br1 MmoxeTe MPUMCHHUTL MACKU IMOACCTU JJI1 OIPCACICHUSA aJpE€COB XOCTOB, KOTOPBIC MOKHO
HAa3HA4YUTh MMOACCTHU, U CBA3AHHBIX C HUMHU HIUPOKOBCIIATCIIbHBIX apECOB.
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JlTabopaTopHan paboTa 4-5: HayanbHbIX 3anycK
MapLupyTmsartopa

BeinosiHuTe yrnpakHEHUE 3TOH 1a00paTOpHOM pabOThI, YTOOBI IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sToM ynpakHeHHH BaM HEOOXOUMO MOAKIIOUHUTECS K yIAIEHHOMY MapIIpyTH3aTOpY
paboueil rpymnisl, yOeUThCS B OTCYTCTBHH KOH(PUIYpaLlMi U IPOBEPHUTH TPOLIECC 3aMycKa.
[ocye BBIMONHEHNS 3TOTO YIPaXXHEHHUS BBl OyIeTe€ CIOCOOHBI CAeNaTh CleAyIolee:

B yJAIUTh CYHIECTBYIONIYIO KOH(PHUTYPAIIUIO MapIIPyTH3ATOPA;
B TIepe3alyCTUTh MapIIPyTU3aTOP U U3YUUTh JaHHBIE BBIBOJA;

B OTKJIOHHTH 3aMpoC TUATOTOBOTO OKHA HAYAIbHOW KOHOUTYPAIMH IO OKOHYAHUH
Ipolecca nepe3amnycka.

UnnocTtpauna 3agaHua
Ha PUCYHKEC HMKXC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPA)KHCHUS.
|

UnniocTtpauua 3agaHma K nabopatopHoun
pabote 4-5
HavyanbHbIK 3anyck maplipyTusatopa

Mwmsa xocTa IP-agpec
paboyen rpynnel  MaplipyTmu3atopa  Macka noaceTtu
WHTepHeT RouterA 10.2.2.3 255.255.255.0
/ RouterB 10.3.3.3 255.255.255.0
RouterC 10.4.4.3 255.255.255.0
RouterD 10.5.5.3 255.255.255.0
RouterE 10.6.6.3 255.255.255.0
RouterF 10.7.7.3 255.255.255.0
RouterG 10.8.8.3 255.255.255.0
Mapuigisssion X RouterH 10.9.9.3 255.255.255.0
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HeoGxoaumble pecypchbl

Hwxe nepeuncieHsl pecypchbl U yCTPOMCTBA, HEOOXOIUMBIC [UIS BBHITTOITHEHUS YIIPAKHCHHUS.
m [IK, moakio4eHHBIN K yAaJIeHHON JIAOOpaTOpHH.
m [Ipunoxenue 1y IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  Hudopmanus o 10CTyne K HA3HAYCHHOMY KOMITJICKTY 000pYIOBaHU, MOJYICHHAS
B j1abopartopHoii paborte 2-1.

Cnuncok KomaHp

B tabaure mpuBoUTCS ONMMcaHue KOMAaH/I, HCTIOIb3YEMBIX B YIIPaKHEHUH.

KomaHnpgbl mapwpyTtusatopa Cisco I0S

KomaHpa OnucaHue

enabl e Bxop B MHTepnpeTaTop KoMaHz NpUBMIErMpoBaHHoro pexvma EXEC.

erase startup-config | YoaneHue 3arpy30yHomn KOHUIypaLmm u3 namaTu.

Rel oad Mepesarpy3ka MapLUpyT13aTopa AN NPUMEHEHNS1 U3MEHEHNIN KOHGMIYpaLIi.

Mopckasku

JI1st 9TOTO yIIpaXKHEHUS JOCTYITHBI CIISAYIONINE TTOICKA3KH.

TeKywme naponu

Bxog B KOHCONb MapLipyTu3aTopa Het
Maponb «enable password» mapLupytusaTopa Het
Maponb «enable secret» mapLupyTnsaTopa Het
NpeHTudmkaTop nonb3osartens Ans BXo4a B CUCTEMY Het

MapLipyTtusartopa vyepes nvHnio VTY

Maponb Ans BxoAa B cMCTEMY MapLupyTu3aTopa Yepesd nuuuio VTY | Het

Bxopg B KOHCONb KOMMYTaTopa sanjose
Maponb «enable password» koMmyTaTopa cisco
Maponb «enable secret» komMMmyTaTopa sanfran
WpaeHTudpumkatop nons3osaTtens Ans BXxoda B cMCTEMY netadmin

KoOMMYyTaTopa yepes nuHuio VTY

Maponb Ans BxoAa B cMCTEMY KOMMYyTaTopa Yepes nuHuio VTY netadmin

3apava 1: YaoaneHue cywecTByloLwen KoHcpurypaumm
MapLupyTusartopa

B aroii 3aaue BaM HEOOXOAUMO 3aMyCTHTh MAPIIPYTU3aTOp paboueii TPyIITbl ¥ IPOBEPUTH,
MPABHJIBHO JIM OH 3arpy’aeTcs. Y MaplipyTH3aTOpa MOKET ObITh KOH(PHUIYpAIHs 110
YMOJTYAHHIO, KOTOpast MOJJICP)KUBACT HAYAIbHYIO HACTPOMKY ¢ momorisio Cisco SDM
(Router and Security Device Managerpebyer BBoJja UMEHH TI0JIb30BaTENS CiISCOU TapOJIs
CiSCOmIs MOMyYeHust OCTYIIA K MPHUIIIAIEHUI0 TIPUBUIIETHPOBaHHOrO pexkuma (enable).
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Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

Oencteue 1 [lonkimrounTech K MapUIpyTH3aTOPY paboveit rpyIIbl, HCIIOIb3YS CBEACHHS
0 JOCTyIHe u3 1abopaTopHoil paboTel 2-1.Cum. Taxke nHdopmanmio o6 IP-agpece
B WUTIOCTPALIMH 3aJaHHU.

Oencteue 2 [Ipu 3ampoce HMEHH IMOJTB30BATENS U TAPOJIsl BBEAUTE CISCOB 000MX CIIydasx.
Ecau 3Toro He mpoucxoauT, nepeiuTe K ClieIyronemMy AeHCTBUIO.

DOevicteue 3 Ecnm mocrie BRIMOTHEHHS MPEIBIAYILETO NEHCTBIS BBl HE TIOMYUHIIN IPHUTIIAIICHAE
MIPUBIJIETHPOBAHHOTO PEKMUMA, BBEAUTE KOMAH/Y JUTA TIOTy4YeHHs JOCTYTIA K HEMY.

Devicteue 4 BpeauTe koMaHay erase startup-confign MOATBEPAUTE MPOA0KEHNE. JOIKHBI
MOSIBUTHC CIIEAYIOIINE BBIXOAHBIC TaHHEIE.
Username: cisco
Password:
yourname#erase startup-config
Erasing the nvram filesystem will remove all config uration files! Continue? [confirm]
[OK]
Erase of nvram: complete
yourname#
*Apr 24 00:16:130.683: %SYS-7-NV_BLOCK_INIT: Initia lized the geometry of nvram
yourname#

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIN JOCTUTHYT CJ'IGZ[yIOIJ_[I/Iﬁ pesyanaT:

B yrnajneHa 3arpy3o4yHas KOH(puUrypamus.

3apava 2: lNepe3arpy3ka mapLipytmsatopa M aHanus3 AaHHbIX,
oToOpaxaeMbIX NMpPU 3anycke

B at10i1 3agaue BaM ciieayeT NpoaHaIu3upoBaTh BRIBOJA MappyTu3aropa. OH 10JKeH ObITh
aHaJIOTMYEH BBIBOAY, IOJIY4YEHHOMY IIpH Iepe3arpy3ke KOMMyTaTopa pabodeil rpymisl.

Mpoueaypa ynpaxHeHusn
BrinoniHute ciienyromme 1ecTBUs:

Deiicteue 1  Baeaute komanny reload. TloarBepauTe 3ampoc Ha MPOAOIKCHUE TIEPe3arpy3KH,
HaxkaB knaBuiry ENTER.BriBog 1o/mKeH BRINISIACTD CISAYIOMAM 00pa3oM.

yourname# r el oad
Proceed with reload? [confirm]

Dencteune 2 [Ipoananm3upyiiTe TaHHbIe, 0TOOpakaeMBbIe MIPH Tepe3arpy3ke. BeiBoa
BCEX JIAaHHBIX 3aiiMET HECKOJIBKO MHHYT, TIOCTIE YEeTO MOSBUTCS (PUHATHEHOE
MpuriameHne. BeIBO TODKEH BRITIISAAETH CIeIyIOmnUM 00pa3oM. B atom
MpUMEPE HEKOTOPBIC CTPOKHU OBLIN OTPEIaKTUPOBAHBI JJIs YMEHBIICHHS
0o0beMa JaHHBIX.

*Apr 24 00:18:02.043: %SYS-5-RELOAD: Reload request ed by cisco on console.
Reload Reason: Reload Command.

System Bootstrap, Version 12.4(13r)T, RELEASE SOFTW ARE (fcl)
Technical Support: http://www.cisco.com/techsupport
Copyright (c) 2006 by cisco Systems, Inc.
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Initializing memory for ECC

c2811 platform with 262144 Kbytes of main memory
Main memory is configured to 64 bit mode with ECC e

Upgrade ROMMON initialized
program load complete, entry point: 0x8000f000, siz
program load complete, entry point: 0x8000f000, siz

program load complete, entry point: 0x8000f000, siz
Self decompressing the image :

BHHH

HH I A A [OK]

Smart Init is enabled

smart init is sizing iomem

ID MEMORY_REQ TYPE

0003E7 0X003DA000 C2811 Mainboard
0X00263F50 Onboard VPN
0X000021B8 Onboard USB
0X002C29F0 public buffer pools
0X00211000 public particle pools

TOTAL: 0XO0B13AF8

If any of the above Memory Requirements are
"UNKNOWN?", you may be using an unsupported
configuration or there is a software problem and
system operation may be compromised.
Rounded IOMEM up to: 12Mb.

Using 4 percent iomem. [12Mb/256Mb]

Restricted Rights Legend

Use, duplication, or disclosure by the Government i
subject to restrictions as set forth in subparagrap

(c) of the Commercial Computer Software - Restricte
Rights clause at FAR sec. 52.227-19 and subparagrap
(c) (1) (ii) of the Rights in Technical Data and Co
Software clause at DFARS sec. 252.227-7013.

cisco Systems, Inc.
170 West Tasman Drive
San Jose, California 95134-1706

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER
Version 12.4(12), RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 17-Nov-06 12:02 by prod_rel_team

Image text-base: 0x40093160, data-base: 0x42B00000

This product contains cryptographic features and is
United States and local country laws governing impo
and use. Delivery of Cisco cryptographic products d
third-party authority to import, export, distribute
Importers, exporters, distributors and users are re
compliance with U.S. and local country laws. By usi
agree to comply with applicable laws and regulation
to comply with U.S. and local laws, return this pro

A summary of U.S. laws governing Cisco cryptographi
http://www.cisco.com/wwl/export/crypto/tool/stqrg.h

If you require further assistance please contact us
export@cisco.com.

nabled

e: Oxch80
e: 0xch80

e: 0x228d9f8
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ng this product you
s. If you are unable
duct immediately.
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Cisco 2811 (revision 49.46) with 249856K/12288K byt
Processor board ID FTX1108A3G8

2 FastEthernet interfaces

2 Low-speed serial(sync/async) interfaces

1 Virtual Private Network (VPN) Module

DRAM configuration is 64 bits wide with parity enab
239K bytes of non-volatile configuration memory.
62720K bytes of ATA CompactFlash (Read/Write)

--- System Configuration Dialog ---

es of memory.

led.

Deiicteme 3 Bseaure NO B otBeT Ha Bompoc «Would you like to enter the initial configuration

dialog».HO)KI[I/ITCCB 3aBCPIICHUSA BbIBOAA JAHHBIX, 3aTCM HAXMUTC KIIABUIITY

Enter, yToObI moMy4YUTH NpHUIIALICHHUE.

Would you like to enter the initial configuration d
Press RETURN to get started!
sslinit fn

*Apr 24 00:19:270,795: %VPN_HW-6-INFO_LOC: Crypto e
changed to: Initialized

*Apr 24 00:19:270,799: %VPN_HW-6-INFO_LOC: Crypto e
changed to: Enabled

*Apr 24 00:19:29.059: %LINEPROTO-5-UPDOWN: Line pro
Null0, changed state to up

*Apr 24 00:19:29.059: %LINK-3-UPDOWN: Interface Fas

to up

*Apr 24 00:19:29.063: %LINK-3-UPDOWN: Interface Fas

to up

*Apr 24 00:19:29.063: %LINK-3-UPDOWN: Interface Ser
down

*Apr 24 00:19:29.063: %LINK-3-UPDOWN: Interface Ser
down

*Apr 24 00:19:30.483: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/0, changed state to down

*Apr 24 00:19:30.483: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to down

*Apr 24 00:19:30.483: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/0, changed state to down

*Apr 24 00:19:30.483: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/1, changed state to down

*Apr 24 00:19:32.295: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/0, changed state to up

*Apr 24 00:19:32.323: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to up

*Apr 24 00:29:25.479: %IP-5-WEBINST_KILL: Terminati
*Apr 24 00:29:26.659: %LINK-5-CHANGED: Interface Fa
state to administratively down

*Apr 24 00:29:26.659: %LINK-5-CHANGED: Interface Fa
state to administratively down

*Apr 24 00:29:26.659: %LINK-5-CHANGED: Interface Se

to administratively down

*Apr 24 00:29:26.659: %LINK-5-CHANGED: Interface Se

to administratively down

*Apr 24 00:29:26.991: %SYS-5-RESTART: System restar
Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER
Version 12.4(12), RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 17-Nov-06 12:02 by prod_rel_team

ialog? [yes/no]: no

ngine: onboard 0 State
ngine: onboard 0 State
tocol on Interface VolP-
tEthernet0/0, changed state
tEthernet0/1, changed state
ial0/0/0, changed state to
ial0/0/1, changed state to
tocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface

ng DNS process
stEthernet0/0, changed

stEthernet0/1, changed
rial0/0/0, changed state
rial0/0/1, changed state

ted --
VICESK9-M),
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*Apr 24 00:29:26.995: %SNMP-5-COLDSTART: SNMP agent
undergoing a cold start

*Apr 24 00:29:27.203: %SYS-6-BOOTTIME: Time taken t
684 seconds

*Apr 24 00:29:27.383: %CRYPTO-6-ISAKMP_ON_OFF: ISAK
*Apr 24 00:29:27.659: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/0, changed state to down

*Apr 24 00:29:27.659: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to down

<ENTER>

Router>

lNMpoBepka ynpaxHeHuUs

on host Router is
o reboot after reload =

MP is OFF
tocol on Interface

tocol on Interface

3aI[aHI/I€ CUMTACTCA BBIIIOJHCHHBIM, €CIIM JOCTUTHYTHI CICAYIOIINEC PE3YIbTAThI:

B BHIIOJIHEHA Niepe3arpyska MappyTH3aTopa paboueit rpymis;

B OTKJIOHCHO JUaJIOrOBOC OKHO HavaJIbHOHU KOH(i)I/IpraL[I/II/I.

94
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JIlTabopaTopHas paboTta 4-6: HayanbHasn
HacTpoMkKa mapupyTtmsaTtopa

BeinosiHuTe yrnpakHEHUE 3TOH 1a00paTOpHOM pabOThI, YTOOBI IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTom YHOpa)KHCHUH BaM H€06XOZ[I/IMO BBITIOJIHUTH HAYAJIbHYI0O MUHUMAJIbHYIO HaCTpOﬁKy.
ITocne BEIIOIHEHUS TOr0O YHOpaKHCHUS BbI 6y):[eTe CITOCOOHBI CIACNIATh CICAYIOLICC:

B JCIIOJIB30BaTh KOMaHy Setup, 4ToObl aKTHBHPOBATH MPOIECC HACTPONKN MHHUMAITBHOM
KoH(pUrypamuu 11t paboThl MapIIpyTHU3ATOPA;

B HCIOJIh30BaTh KOMaH bl SHOW 1jist IpoBepKH KOHPUTYpAIIHH.

UnniocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPEMA JAHHOTO YIIPAKHCHUS.

UnniocTpauusa 3agaHua K naboparopHou
paboTe 4-6
HavyanbHaa HacTpouka mapLipyTusaropa

Nwmsa xocta IP-agpec

pabouen rpynnel - MapLipytudatopa Macka nogcetu

/ WHTepHeT RouterA 10.2.2.3 255.255.255.0
RouterB 10.3.3.3 255.255.255.0

RouterC 10.4.4.3 255.255.255.0

RouterD 10.5.5.3 255.255.255.0

RouterE 10.6.6.3 255.255.255.0

RouterF 10.7.7.3 255.255.255.0

RouterG 10.8.8.3 255.255.255.0

MapLupyTusatop X

RouterH 10.9.9.3 255.255.255.0

Heob6xoaumble pecypchbl

Hwxe nepeurciieHbl pecypesl U yCTPOHCTBa, HEOOXOAUMBIC [Tl BBIMOTHEHUS YIPAKHCHHS.
m [IK, moaKTIOYeHHBIN K yAaICHHON JIAOOPATOPHH.
m [IpunoxeHue i SMYJSIIAYA TePMUHANIA ¢ moAaep:kkoi SSH.

m  Uudopmairys 0 0CTyIe K HA3HAUCHHOMY KOMIUIEKTY 000pY/I0BaHUsI, TIOTyYeHHAsT
B j1a0opaTopHOi paboThl 2-1.

®m  YcreuHoe BHIONHEHHE 1abopaTopHOi paboTel 2-4,
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Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

Komanpgbl mapwpyTtusatopa Cisco |I0S

KomaHpa OnucaHue

configure terminal AKTUBMPYET PEXNM KOHpUIypauum ¢ TepMmHana.

setup AKTUBMPYET pexvm auanora HayanbHoW KoHdurypaumm.

show running-config BbiBOAWT TekyLuMe napameTpbl KOHUIypaLmuy MapLipyTusaTopa.

show startup-config OT0GpakaeT napameTpbl 3arpy304HON KOHpUrypaumm, coxpaHeHHo B NVRAM.
Mopckasku

HJ’IH OTOT'O yIpaXXHCHUSA NOCTYIIHLBI CJICAYIOMINEC MMOACKA3KU.

Tekywme naponu

Bxopg B KOHCOMb MapLupyTusaTopa HeT
Maponb «enable password» mappyTtusaTopa HeT
Maponb «enable secret» mapLlpyTnsaTopa HeT

NoeHTUdMKaTOp nonb3oBaTens Ans Bxoda B CUCTEMY MapLUpyTu3aTopa Yepes nuHuio VTY | HeT

Maponk Ans BXo4a B cUCTEMY MapLupyTusaTopa vepes nuHuio VTY HeT
Bxopg B KOHCONb KOMMYTaTopa sanjose
Maponb «enable password» koMmyTaTOopa cisco
Maponb «enable secret» komMmyTaTopa sanfran
NpeHTudmkaTop nonb3oBaTtens Ans BXoAa B CUCTEMY KOMMyTaTopa yepes nuHuio VTY netadmin
Maponk Ans Bxoga B cucTeMy KoMmyTaTopa Yyepes nuHuio VTY netadmin

3apava 1: BBoa HayanbHOM KOH(Urypauumm ¢ noMoLybHo
KOMaHAbIl setup

B sToit 3a1a4€ BaM H606XOZ[I/IMO HUCIIOJIB30BAaTh JUAJIOT HavaabHOU KOH(l)I/IpraLII/II/I JJIs1 BBOJa
0a30Boii KOH(UTYpaLTK MapIIPYTHU3ATOPA.
Mpoueaypa ynpaxHeHus

BrinoniHute crenyromue 1ecTBUs:
DOevicteue 1 Ecnu 3Ta paboTa He sBIsETCS NPOIOILKEHHEM J1a00paTOpHOi paboTel 4-5,
MOJIKIIOYUTECH K MapIIPyTU3aTOPY paboueil IrpymIibl, UCTIONB3Ys HHPOPMALIUIO

0 JIocTyre u3 jgadopaTopHoi paboThl 2-1u cBeaeHus 00 IP-ampece u Macke
MOJICETH M3 WILTIOCTPAIINHN 3a/IaHUsL.

DOencteue 2 Beemure komanay enablems nepexona B npuBmierupoBanHblii peskum EXEC.

DOevicteue 3 B mpuriameHny NpuBUICTHPOBAHHOTO peKUMa BBEIUTE KOMaHay Setup.
OTa KOMaH[a 3allyCKaeT AUaIoroBOe OKHO Ha4aJlbHOW HACTPOUKH.
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Denctene 4 Baemure YESB KauecTBe 0TBETA Ha Bompoc «Continue with configuration dialog?».

Continue with configuration dialog? [yes/no]: yes
At any point you may enter a question mark '?' for help.
Use ctrl-c to abort configuration dialog at any pro mpt.

Default settings are in square brackets J'.

Oencteue 5 Beemure NO B kauecTBe oTBeTa Ha Borpoc «Would you like to enter basic
management setup?».

Basic management setup configures only enough conne ctivity
for management of the system, extended setup will a sk you
to configure each interface on the system

Would you like to enter basic management setup? [ye s/nol: no

Oencteue 6 BBemurte yesSB kadecTBe oTBeTa Ha Bomnpoc «First, would you like to see the
current interface summary?BsIBoj Ha SKpaH JOJKEH BBITISACTh CICAYOLIIHM

obOpa3zom:
First, would you like to see the current interface summary? [yes]: yes
Interface IP-Address OK? Method Status Protocol
FastEthernet0/0  unassigned YES unset admini stratively down down
FastEthernet0/1  unassigned YES unset admini stratively down down
FastEthernet0/0  unassigned YES unset admini stratively down down
FastEthernet0/0  unassigned YES unset admini stratively down down

Configuring global parameters:
Dencteue 7 BBemuTe MM X0CTa MapIIpyTU3aTOpa Ha3HAUCHHON pabodeit rpyIimbl

B npuriamennn «Enter host names,npuBeneHHOM HIKE TIPUMEPE X
cooTBeTCTBYeT OykBe padoueii rpymmsl (A, B, C, D, E, F, Gum H).

Enter host name [Switch]: Rout er X

Deiictene 8 Bseaure mapons «enable secretwnpurnamennn «Enter enable secret».
IMapons «enable secretacrionb3yercs A7Is1 3aMTUTHI JOCTYTIA
K npuBuiIeruposanHomy pexumy EXECu pexxnumam KoHQUTypanuu.
[Tocne BBO/Ia B KOHPUTYpAIUIO 3TOT MAPOJh MIUPPYETCS.

Enter enable secret: sanfran

Deiictene 9 Bseaure mapons «enable passwordynpurnamenun «Enter enable password».
IMapoins «enable passwordsenonas3yercst B HEKOTOPBIX CTAPBIX BEPCHSIX
MPOrpaMMHOT0 00ECIICUEHUS U 3arpy304HBIX 00pa3ax 3arpy3KH, €Clid He
yKazaH napoJyib «enable secret».

Enter enable password: ci sco

Oencteue 10 Beemure nmapons aunuu VTY B npurnamennn «Enter virtual terminal password».

[Tapoxs BEPTYaIbHOTO TEPMHUHAJA MCIIONB3YETCS ISl 3aIIUThI JOCTYIIA
K MapIIpyTHU3aToOPy Yepe3 ceTeBor nHTepdeEiic.

Enter virtual terminal password: sanj ose
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Deiicteme 11 BBeaure NO B KauecTBe 0TBeTa Ha Bompoc «Configure SNMP Network
Management?».

Configure SNMP Network Management? [no]: no

Deiicteme 12 BBeaure yeSB KauecTBe 0TBeTa Ha Bompoc «Configure IP?».
Configure IP? [yes]: yes

Devicteme 13 BBeaure NO B KauecTBe 0TBeTa Ha Bompoc «Configure RIP routing?».

Configure RIP routing? [yes]: no

Devicteme 14 BBeaure NO B KadecTBe 0TBeTa Ha Bompoc «Configure CLNS?».
Configure CLNS? [no]: no

Devicteme 15 BBeaure NO B KauecTBe O0TBeTa Ha 3ampoc «Configure bridging?».

Configure bridging? [no]: no

Oencteue 16 BBemurte yeSB kauecTBe oTBeTa Ha 3amnpoc «Do you want to configure
FastEthernet0/0 interface?».

Configuring interface parameters:

Do you want to configure FastEthernetO/0 interface? [no]: yes

DOencteue 17 BBemure NO B kauecTBe oTBeTa Ha 3amnpoc «Use the 100 Base-TX (RJ-45)
connector?».

Use the 100 Base-TX (RJ-45) connector? [yes]: no

Oencteue 18 Beemure NO B KauecTBe oTBeTa Ha Bonpoc «Operate in full-duplex mode?».

Operate in full-duplex mode? [no]: no

Deiicteme 19 BBeaute yeSB kauecTBe oTBeTa Ha Bompoc «Configure IP on this interface?».

Configure IP on this interface? [no]: yes

DOencteue 20 Beemure IP-aapec mapmipyTusaropa, Ha3HaueHHOTO pabodeii rpyrie.
(CM. mmTroCcTpaIiio 3aJaHus 7S 9TOM TabopaTOpHOI pabOTHI.)

IP address for this interface: 10. x. x. 3

Oencteue 21 BBemute MacKy MOJCETH [UTsl MApUIPYTH3aTOPa, HA3HAYEHHOTO paboUeii rpymre.
O6parute Buumanue, uro I1O Cisco I0Smosxer onpeaensats kiaace IP-ampeca.

Subnet mask for this interface [255.0.0.0] : 255. 255. 255. 0
Class A network is 10.0.0.0, 24 subnet bits; mask i s /24

Oencteue 22 BBemure NO B KauecTBe 0TBeTa Ha Bompoc «DO you want to configure
FastEthernet0/1 interface?».

Do you want to configure FastEthernetO/1 interface? [no]:  no

Oencteue 23 BBemurte NO B kKauecTBe 0TBeTa Ha Borpoc «Do you want to configure Serial0/0/0
interface?».

Do you want to configure Serial0/0/0 interface? [no ]: no

Oencteue 24 BBemurte NO B KauecTBe O0TBeTa Ha Borpoc «Do you want to configure Serial0/0/1
interface».

Do you want to configure Serial0/0/1 interface? [no ]: no
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Oencteue 25 Beemure NO B kauecTBe oTBeTa Ha Borpoc «Would you like to go through
AutoSecure configuration?».

Would you like to go through AutoSecure configurati on? [yes]: no
AutoSecure dialog can be started later using «auto secure» CLI

Deincteune 26 Ilpoliecc HACTPOHKHU BBIBOAMT CIICHApUI KOH(UTYpalMK, KOTOPBIH OyaeT
IPUMEHSTHCS B 3aBUCUMOCTH OT OTBETA Ha COOTBETCTBYIOIIUI BOIIPOC.
OO6paTuTe BHUMaHKE, YTO MO YMOJIYAHHIO IS MapIIPyTH3aTOpa HACTPAUBACTCS
ToJbKO 1151Th (¢ O 10 4) muanit VTY. KommyrtaTtop umeer 16 munuii (ot O o 15).
Haxwuwmaiire knasumry IIPOBEJI s nony4eHus AONOJHUTENBHBIX JAHHBIX TPH
3ampoce BBIBOJIA IOTIOJHUTENBHBIX IaHHBIX (MpHriamenue --More--).

The following configuration command script was crea ted:

hostname RouterX
enable secret 5 $1$.dET$BDxkofHF3aAsRthe/cO0.c.
enable password cisco
line vty 0 4
password sanjose

no snmp-server

1

ip routing

no clns routing

no bridge 1

1

interface FastEthernet0/0

no shutdown

half-duplex

ip address 10.x.x.3 255.255.255.0
no mop enabled

|

interface FastEthernet0/1
shutdown

no ip address

|

interface Serial0/0/0
shutdown

no ip address

|

interface Serial0/0/1
shutdown

no ip address

dialer-list 1 protocol ip permit
!

end
[0] Go to the IOS command prompt without saving thi s config.
[1] Return back to the setup without saving this co nfig.

[2] Save this configuration to nvram and exit.

Enter your selection [2]: 2

DOenctene 27 Beenute 2, uToObI COXpaHUTh 3Ty KoHpUrypamuo B NVRAM U BeIATH U3
JIMAJIOTOBOTO OKHA.

DOencteue 28 [Ipoananusupyiite BeiBoI. Tekymas Bepcus CisCO 10 So0bsBIsSET O TOM, YTO
yKa3aHHOE UMl XOCTa HE COOTBETCTBYET MOCJIEAHEH KOHHUTYparuy uHTepdeiica
koMmaHaHO# ctpoku (CLI), omHako 3T0 MM IIPUHUMAETCSI.

Building configuration...

[OK]

*Apr 24 00:37:02.203: %LINK-3-UPDOWN: Interface Fas tEthernet0/0, changed state
to up

Use the enabled mode 'configure' command to modify this configuration.
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RouterX#
*Apr 24 00:37:04.867: %LINEPROTO-5-UPDOWN: Line pro tocol on Interface
FastEthernet0/0, changed state to up

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.

B C [IOMOLIBI0 KOMaH bl SEtUP BBEICHBI ITapaMeTpbl KOHPHUIYpallui MapIIpyTH3aTOpa
paboueil rpymis;

B BpIOpaHO COXpaHEHHE KOHQUTYpALMK U BBIXOJ 3 JUAIOTOBOTO OKHA KOH(PUTYpaIiy.

3apaua 2: lNpoBepka KOHdUrypaumm mapLupyrumsatopa

Hcnonp3yitte koMaHab ShOW, 4TOOBI TPOBEPUTH COOTBETCTBUE KOHDUTYpAIN
MapIIpyTH3aTOpa BallluM TPeOOBaHUAM U yOSIUTHCS, UTO OHA COXpaHeHa B (haiiie
3arpy304HO# KoHdurypamuu startup-config.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

Devictene 1  Bseaure komaumy Show running-config. IIpoanamusupyiite BHIBO, IPOBEPHTE
YCTaHOBKY M COOTBETCTBHE MApOJICH 3HAYECHHUAM, YKa3aHHBIM B TabsmIe 1.
VYo6enurecs, uro s uarepdeiica FastEthernet O/Qkazan IP-ampec,
Ha3HAYEHHbIM MapIIPyTH3aTOPY JaHHOM Balllei IPYIIIbI, U K 9TOMY HHTep(eicy
He npuMensiercst komana shutdown. Huke mpuBouTest mpuMep BbIBOJIA Ha
9KpaH, BAlllM JaHHbIE JOJLKHBI BBITJISIETh TAKKE.

..Text omitted!

|

interface FastEthernet0/0

ip address 10.x.x.3 255.255.255.0
duplex half

speed auto

no mop enabled
1

interface FastEthernet0/1
no ip address

shutdown

duplex auto

speed auto
|

..Text omitted!

Devicteme 2 Bseaure komaumy show startup-config Ilpoananusupyiite BEIBOI M IIPOBEPHTE
€ro COOTBETCTBHE MH(POPMAIIUH, IPOBEPEHHOM BO BpeMs aeicTBus 1.
CoOTBEeTCTBHE YKa3bIBACT, YTO KOMaH 1a Setup coxpaHuiia KOHGUTYpaITHIO
B TEKYIIEeH U 3arPy309HON KOH(PHUTYPAIHSX.

lNMpoBepka ynpaxHeHuUst
3aj1aHne CUUTACTCS BBITIOJHEHHBIM, €CITU JOCTHIHYTHI CIICAYIOIINE PE3YIIbTaThI:
B BBIBOJ KOMaHIBI ShOW running-configcooTBeTcTByeT MaHHBIM, BBEIEHHBIM BO BpeMs 3a1aun 1;

B 3arpy304Has KOH(QHUTYpaIlus COBIaaeT ¢ TeKyliel KOHQUTypauei.
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JTabopaTtopHas pabota 4-7: NoBblWwWeHUe
Ge3onacHOCTU HavYaribHOM KoHdUrypaumm

MapLupyTu3aTopa

BrimonnuTte ynpaxHeHue 3Toi 1abopaTopHOM padOThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHMsL, IIOJIy4Y€HHbIE B COOTBETCTBYIOIIEM MOAYJIE.

3agaym ynpaxHeHus

B sToM ynpakHeHn# BaM HE0OOXOIMMO MOBBICUTH 0€30IIaCHOCTh MapIIpyTH3aTOpa MOCIIE €ro
HaydanbHOW KoH(purypanuu. [lociie BEIMOIHEHUS 3TOTO YIPaKHEHHS Bl OyAeTe ClIOCOOHBI

CIACHATh CICAYIOLICC:

L Z[O63BI/ITI> 3alIMTY HA OCHOBE MapoJid A1 II0pTa KOHCOJIH,

B 3amudpoBaTh BCe MapoiIH ¢ moMoIbio komauasl Cisco 10S;

® 100aBUTH OaHHEPHOE COOOIICHHE IS IPOIecca BXOa B CUCTEMY;,

B [OBBICUTH 0€30MACHOCTH YIATEHHOTO YIPABJICHUS MapIIPyTU3aTOPOM, J0OABUB IPOTOKOJ

SSHung x muauam VTY.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMKC IMMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPEMA JAHHOTO YIIPAKHCHUS.

KOHUrypaumm mapipytusartopa

Mwmsa xocra

RouterA

/ WMHTepHeT

RouterB
RouterC
RouterD
RouterE
RouterF

301P_507

RouterG
Mapwpytuzarop X

RouterH

pabouen rpynnbl

IP-agpec

10.2.2.3
10.3.3.3
10443
10553
10.6.6.3
10.7.7.3
10.8.8.3
10993

UnniocTtpauunsa 3agaHusa K naboparopHoun padote 4-7
MoBbiWweHne 6e3onacHOCTU HaYarbHOMU

mapLpyTusatopa Macka noaceTu

255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0
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HeoGxoaumble pecypcbl

Hwxe nepeurciieHbl pecypesl U yCTPOHCTBa, HEOOXOAUMBIC [Tl BBIMOTHEHUS YIPAKHCHHS.
m [IK, moaKTOYeHHBIN K yAaJICHHON JIAOOpATOPHH.
m  [IpunoxeHue i SMYJSIIHKA TePMUHANA ¢ moAaep:kkoi SSH.

m  Uudopmanus o 10cTyre K HA3HAYEHHOMY KOMITJIEKTY 000py/I0OBaHUs, TOTy4YeHHAs
B abopaTopHoit pabots! 4.1.

®m  VYcreumHoe BHIONHEHHE 1abopaTopHOi paboTel 4-6.

Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

Komanpa OnucaHue

banner login Mo3BonseT HacTpouTb coobLueHne, KoTopoe ByaeT oTobpaxaTbes
BO Bpems BXxoJa B CUCTEMY.

configure terminal MepeBoAMT YCTPOMCTBO B pexuM rnobanbHo KoHdUrypaumm
13 npusmunernposaHHoro pexuma EXEC.

copy running-config KonupyeT dhain TekyLien KoHdurypaumm B painn 3arpy3oyHom

startup-config KOHUrypauum, KoTopbii xpaHutca B namsatu NVRAM.

crypto key generate rsa "eHepupyeT ucnonb3yemsle napbl knoven RSA.

enable AKTVBMPYET NpuBUNErMpoBaHHbIn pexum EXEC.

B npuBunervposaHHom pexmme EXEC goctynHo 6onbliee
KONM4ecTBO KOMaHA. OTa komaHAa TpebyeT BBoda napons
pa3speluenus goctyna (enable password), ecnv oH HAacTPOEH.

end OTa KoMaHa 3aBepLuaeT pexmM KOHUrypauumn.
exit Bbixoa 13 TeKyLLEero pexxvma KoHUrypaumm.
ip domain-name ums 3apaeT ums gomeHa IP, koTopoe Heobxoaum Ans npouecca

reHepauumu Kpuntorpadguyeckoro Krroua.

ip ssh version [1] 2] YkasblBaeT Bepcuio npoTokona SSH, koTopyto HeoOXoauMO 3anyCTuTb.
YUTO6bI OTKIMIOYNTE HACTPOEHHYIO Bepcuio SSH 1 BepHYTLCS B PEXUM
COBMECTVMOCTU, UCMOMb3YITE BEPCUIO NO AaHHOW KOMaHAbI.

line console 0 3afaeT NUHMI0 KOHCOIM M NO3BONSET NEPENTU B PEXUM
KOHPUTYpaLmu NUHUK.

line vty 0 4 Bxoga B pexum koHpUrypaumm NMHUA BUPTyansHOro tTepmuHana.
JInHum BupTyansHoro TepmuHana (VTY) no3sonstoT nonyyatb 4OCTYnN
K KOMMYTaTopy AN yAaneHHoro ynpasneHus ceTbio. [locTyrnHoe
Konm4yecTBo NuHMn VTY 3aBucut ot Bepcum MO Cisco 10S. O6bI4HO
mcnonb3ytoTcs 3HadeHus ot 0 o 4 n ot 0 4ol5 (BKNIOYMTENBHO).

login AKTUBMpPYET NpoLiecc BBOAA Napons npu BXoAe Ha KOHCOMNW Unu
NMHUAX VTY.

login local AKTMBMpPYET NpoLecc BBoAa Naposnd nNpu BXOL4E Ha KOHCOMWN nnm
nuHnax VTY, TpebytoLwpmin NCnomnb30BaHns nokanbHon 6a3bl 4aHHbIX
ayTeHTudmnKauum.

logout Bbixoa 13 pexvma EXEC, nocne kotoporo notpebyeTcs noBTopHas
ayTeHTUdUKauus (ecrnv oHa BKIOYeEHa).

password HasHauaeT naponb nuHuaM VTY nnm KoHconu.

service password- BkntoyaeT cnyx0y, koTopasi 6ygeT wudpoBaTh BCE NAponm

encryption B TEKYLLEeN KOHUrypaumm.
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KomaHpa OnucaHue

show ip ssh Moka3biBaeT TeKyLne napameTpbl NpoTokona SSH.

show running-config BbiBOAMT TeKyLmne napameTpbl KOHUrypauum MapLupyTmaaTtopa.
transport input telnet ssh OnpegenseT, Kakne NPOTOKOIbl MCMNONb3YTCA AN NOAKNIOYEHNS

K onpeaeneHHoi NMHuM MapLupyTusaTopa.

username UMs_riosib3oeameris Cospaet napy nMeHu nonb3oBaTesna U Naposid, KoTopaa 3aTeM MOoXeT
password naporib MCNOMb30BaTbLCS Kak JlokanbHasi 6asa AaHHbIX aYTeHTI/I(bI/IKaLIMI/I.

Mopckasku

JIi1st 9TOTO yIIpaXKHEHUS JOCTYITHBI CIICAYIONTNE TTOICKA3KH.

TeKywme naponum

Bxoa B KOHCONb MapLupyTusartopa HeT
Maponb «enable password» MapLupyTusatopa cisco
Maponb «enable secret» mapLupyTusartopa sanfran

WpeHTndrkaTop nonb3oBaTens Ans BXoAa B CUCTEMY MapLUupyTu3aTopa Yepes nuuuio VTY | HeT

Maponb Ans Bxoga B cucTeMy MapLupyTm3aTopa Yepes nuHuio VTY sanjose
Bxop B KOHCONb KOMMyTaTOpa sanjose
Maponb «enable password» koMMmyTaTopa cisco
Maponb «enable secret» kommyTaTopa sanfran
MpaeHTndmkaTop nonb3osaTtens Ana BXo4a B CUCTEMY KOMMYyTaTopa vepes nuHuio VTY netadmin
Maponbk Ana Bxoga B cuctemy KommyTaTopa Yepes nuHuo VTY netadmin

3apava 1. Jo6aBneHne 6e30nacHOCTU KOHCONILHOroO nopTa

Ha 6a3e napons

ITocne HauanbHOM HACTPOIKKU MapIIPyTU3ATOPa, BO BpeMs KOTOPOH 3a/laHbl NApOJIM IS TUHUN
VTY, B cucTeMe 0€30I1aCHOCTH OCTAETCsI MOTEHITHATBHASI OPEIh, TOCKOIBKY KOHCOIBHBIH
MOPT HE 3alKIIeH napojeM. Mcrons3yiiTe maposib SANjOSEs JMHUH KOHCOIH, ECITH
WHCTPYKTOP HE MPEIOCTaBUII BaM JPYTOil Mapoib, KOTOPBIN CIEAYET YKa3aTh HUKE.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromme 1eCcTBUs:

Oencteue 1

OenctBue 2

Oencteue 3

OencrBue 4

[MoxkirounTech K yIaJeHHOMY MapIIpyTH3aTOPy padoueii rpynmsl uepes
TePMHUHAIBHBIN cepBep. I BXOa B MOJIb30BaTeNIbCkuid peskum EXEC
HE0OXOIMMO HCITOJIB30BaTh HACTPOCHHBIN paHee mapoib VTY.

Beenure komanny enables mapons ai1st focTyna K IpUrianeHuio
npuBuiIerupoBanHoro pexxuma EXEC.

B npurnameHny npuBUICTHPOBAHHOTO PEKUMa HA3HAYCHHOTO MapIIPyTH3aTOpa
BBeIUTE KoMaHIy config t.

Beenure xomanmy line console 0
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Oenctene 5 B perxume KOHPHUTYpAIMH KOHCOJH JIMHUK BBEIUTE KOMaHIy passwordnapois.
Hcnonp3yiiTe mapoiib, 3aManubli s suanid VY.

Oencteue 6 Baenute komany |0gin, 94To0Bl B OyaymieM Jist AOCTyNa K MapIipyTH3aTopy
Yyepe3 KOHCOJb 3alpalliBajICcs NapoJlb.

Oencteue 7 Baenute komanay end uist BBIX0JIA U3 PEKUMA KOH(PHUTYPALHH.

Deiicteue 8  Baeaure xomanmy show running-config u mpoananusupyiite BEIBOA, 9TOOBI
yOeIUTHCS B MPAaBUIBHOCTH KoH(puUrypamuu mopra kouconu (0) u muamit VTY
(c Omo 4). BeiBo1 TOJKEH COOTBETCTBOBATH BBIBO/Y B TIPHMEPE HUKE,
KOH(UTYpalus JIMHUH BBIJCIICHA )KUPHBIM mpudToM. OOpaTuTe BHUMaHUE,
YTO TApPOJIU JIJIsi KOHCOJIBHOTO 1opTa U TuHui VTY coXpaHSIOTCS B BUIIC
He3auppoBaHHOTO TEKCTA.

RouterX#show running-config

.. Text omitted

|
line con O
password sanj ose
| ogin
line aux 0
linevty 04
password sanjose
login
|

end

DOeinctene 9 Brliianre U3 cucTeMbl MapIpyTH3aTOpa U BOIIA B HEE CHOBA Yepe3 KOHCOJIb,
YTOOBI IIPOBEPUTH HACTPOCHHBIN ApOJIb.

Oencteune 10 BBegute xomanay IOgout.
Dencteune 11 Haxxmure kmaBumry Enter, 9To6s1 OTKPHITH IPHUTIIANICHAE K BBOIY MApOJIS.

Oencteue 12 BBemurte TOIBKO YTO 3aJaHHBII MApOiIb, YTOOBI HONYYHUTH JOCTYII
K MIpUTTIAIEHUIO OJIb30BaTeNbcKoro pexkuma EXEC.

Oencteue 13 BBeaure KOMaHIy U MapoJib IS MOJYYEHHS JOCTYIA K TPHUIIIAIICHUIO
npuBHIerupoBanHoro pexkuma (enable EXEC).

Oencteue 14 Hike MPUBOIUTCS MPUMEP JAHHBIX, KOTOPBIE TOJDKHBI BBIBOIUTHCS Ha SKpaH
Ipu BeINOJIHEeHUHU Aevictuii ¢ 10mo 13.

RouterX#logout

..empty lines omitted

RouterX con0 is now available
Press RETURN to get started.
..empty lines omitted

User Access Verification
Password:

RouterX>enable

Password:
RouterX#

104 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:
B 151 KOHCOJIU JIMHUU HACTPOCH 3a1poc r[aponﬁ;

B B pe3ysbTaTe NPOBEPKU KOHPUTYpAIMU Bbl OOHAPYKUIIH, YTO TIAPOIIH JTHHUH
COXpaHEHBI B BUJIC He3aH(DPOBAHHOTO TEKCTA;

B BBl yCIIEUTHO MPOBEPHIIH MPOLIECC BXO/Aa B CUCTEMY H JOCTYI K KOHCOJH
C UCIOJIb30BAHUEM MAPOJIS;

B BBIBOJ COOTBETCTBOBAJ NIPUMEPY, IPUBEICHHOMY B neiicTBuu 14.

3apaya 2: AKTuBauuma crnyxobl wndpoBaHnUs naporewu

B nipeapayineit 3ajaue Mbl OTMETHITH, YTO HEKOTOPBIE IMTAPOJIA XPAHATCS B HE3AIU(PPOBAHHOM
Buzie. [Ipu nepenade v COXpaHEHUH JaHHOW KOH(UTYpAIMH B YAAJICHHBIX (DalIOBBIX CUCTEMax
MOTYT BO3HUKATh MPoOIeMbI 6€301MacHOCTH. B 3T0# 3amaue BaM HEOOXOUMO HACTPOUTH
ciryk0y MU poBaHUS MAPOJICH IS 3alUTHl He3an()POBaHHBIX TapOJIeH.

Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue geicTBUS:

Denctene 1 Mcmonb3ys npuriaiieHue npuBuierupoBaaHoro pexxuma EXEC,
BBEJIUTE KOMaHY JUIS TIEPEX0/ia B PEKUM TTI00ATBHOM KOH(UTYpALIUH.

Devicteme 2 Baeaure xomanmy service password-encryption

Oenctene 3 BBeaurte KoMaHy /IS BO3BPAICHUS K PUTIIAIICHUIO
MIPUBUJIETHPOBAHHOTO PEKUMA.

DOeiicteue 4 BBeanTe KoMaHIy I IPOCMOTpa TeKyILed KoHpurypauun. O0paTuTe BHUMaHUE
Ha MEePBbIE U MOCICAHNE CTPOKU KOHPHUTYpalii, KOMaH/ia aKTHBHA U JEHCTBYET Ha
MApOITH [T JIMHUA. BRIBO AOIDKEH COOTBETCTBOBATH IpUMeEpyY HIDKE. KupHBIM
mprdTOoM BBIJICIICHBI JJAHHBIE, HA KOTOpPBIE CIIeIyeT 00paTUTh BHUMAHHE.

RouterX#configure terminal

Enter configuration commands, one per line. End wit h CNTL/Z.
RouterX(config)# servi ce password-encryption

RouterX(config)# end

RouterX#

*Mar 16 20:19:40.509: %SYS-5-CONFIG_I: Configured f rom console by console
RouterX# show runni ng-config

Building configuration...

Current configuration : 940 bytes

|

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec

servi ce password-encryption
|

.. Text omitted

|
!
line con O
password 7 051807012B435D0C
login
line aux 0
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linevty 04

password 7 051807012B435D0C
login
1

écheduler allocate 20000 1000
!

end

Deiictene 5 BBemure KoMaHIy A7 COXpaHEHMs TEKYIIEH KoH(GUryparmu B (aitne startup-config.

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CICAYIOMIUEC PE3YIIBT aThI.
B BKJIIOYEHA CiTyk0a mudpoBaHus maposiei;
B BaM YAaJOCh BBIBECTH TEKYIIYIO KOH(PUTYpauuio U HATH 3aiinppoBaHHbIC TAPOIH JIUHUH;

B BBl COXPaHWIN TEKYIYI0 KOHPUTYpaLHIO.

3apava 3. HacTtpouka 6aHHepa Bxoaa

B pamkax 1r060# OIUTHKH 6€30IIaCHOCTH HEOOXOIUMO SIBHO YKA3aTh, 4TO JOCTYI K CETEBBIM
pecypcaM CiIydailHbIM TIOCETUTEIIEM 3apelieH. B mpomnuiomM Xxakepsl YCIENIHO HCIIOIb30BaH
(hakT HaIMYMS OpUTIalIeHns «Welcome foOpo moKamoBaTs)» P BXOJE B KAUECTBE
IOPUAMYIECKOTO ONPaBIaHUs HECAHKIIMOHUPOBAHHOTO MIPOHMKHOBEHHS B ceTh. Korma
MOJIb30BATENTh MBITAETCS MOYYHTh TOCTYII K CETEBOMY YCTPOMCTBY (KOMMYTAaTOpy,
MapIpyTU3aTopy | T. 1.), JOJKHO TOSBIATHCSA COOOIIEHHE, SBHO YKA3bIBAIOIICE Ha
orpaHudeHue 10CTymna. Ero MoKHO co31aTh ¢ OMOIIBI0 KOMaH (bl HACTPOUKH banner

B Cisco 10S.

Mpoueaypa ynpaxHeHus

BrinosiHute crienyromnue 1ecTBUs:
DOeiicteue 1  BBeaurte KoMaHIy JUIS JOCTYIA K TPUTIIANICHAIO TTI00aTbHON KOHPUTYpaIyy.

Oencteue 2 Beenute komanay banner login %. 3xak nporeHTa SBIsSeTCs Ha4albHBIM
OTpaHUYUTEIIEM TEKCTa COOOIECHHS.

Oenctene 3 Beeaure TekcT coobiieHus nocie 3Haka % . HE BkitouaiiTe 3HaK nporeHTa
B TEKCT, MIOCKOJIbKY OH OY/IET pacCMaTPUBATLCS KaK KOHCUHBIM OTPaHUYUTEITh
cooOmenus. Huxke npuBeneH npumep BBIBOa KOH(QUTYpauu OaHHEPHOTO
COOOIIEeHMUS.

RouterX# configure term nal

Enter configuration commands, one per line. End wit h CNTL/Z.

RouterX(config)# banner 1ogin %

Enter TEXT message. End with the character '%'.
*kkkkkkkkk Warnlng *kkkkkkkkkkkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.
* * * * * * ***********OA)

RouterX(config)# end

Dencteue 4 BBemuTe KOMaHIy Ul MPOCMOTpa TeKymel koHdurypanuu. Hike npuBeneH
(hparMeHT BBIBOJIa HA DKpaH, KOTOPBIH OTHOCHUTCS K KOHPHUTYpaIuu OaHHepa.
OO6paTute BHUMaHHE, YTO OTPAaHUINTENH TEKCTA 3aMEHEH HETEKCTOBBIM
yIpaBJsioIM cuMBosioM "C.
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banner login *"C

kkkkkkkkkk Warn | n g kkkkkkkkkkkkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.
* * * * * * * ***********/\C

Deiicteue 5 Vcnonb3yiite komanay l0gout st 3aBepIneHust ceaHca KOHCOH. 3aTeM
CHOBA BBITIOJTHUTE BXOJI, YTOOBI OTYYHTh JOCTYII K MPUTIIANICHHUIO
MPUBWIECTHPOBAHHOTO peskuma. OOpaTuTe BHUMaHKE, YTO IIEPE]l BBOJAOM Mapois
oTroOpakaercst OaHHepHOE coolInenne. Hmwke npusenen ¢pparmMeHT nHGOPMAIIUH,
KOTOpAast JIOJDKHA TIOSIBUTHCS Ha dKpaHe. [ 9KOHOMHUH MecTa BBIBOJI TIPUBEICH
HE TOJTHOCTBIO.

RouterX#logout
RouterX con0 is now available

Press RETURN to get started.

Kkkkkkkkkk Warn | n g *kkkkkkkkkkhkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.

*kkkkkkkkkk

User Access Verification

Password:
RouterX>en
Password:
RouterX#

Denctene 6 BBemuTe KOMaHIy Ul COXpaHeHUS TeKyei konpuryparuu B NVRAM.

lNMpoBepka ynpaxHeHuUst
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.

B Bl HACTPOWIM OaHHEpHOE COOOIICHHUS ATl BXOJa B CUCTEMY, B KOTOPOM SIBHO yKa3aHo,
YTO AOCTYI K MapUIpyTH3aTOpy OIpaHUYEH,;

B COOOIICHMS MTPH BXOJIE B CHCTEMY MTPOBEPEHO, MEPE]T 3alIPOCOM Maposisi 0TOOpaxkaeTcs
MIpeAyIPEKICHUE;

B KkoH(urypanus coxpaHeHa.

3apava 4. BknroyeHue npotokona SSH ansa yaaneHHoro
ynpaBrneHus

B npempiayiieii 3a1aue BbI 3aMTHIIN TTAPOJIH € TIOMOIIBIO ndppoBanust. OIHAKO €CITH
MPOIIECC YIAJIEHHOTO YIIPABICHUs OCHOBaH Ha IpoTokoiie Telnet,kotopsrit otnpasiiser

BCE CUMBOJIBI, BKJIFOYast IAPOJIH, B HE3aIIN(PPOBAHHOM BH/IE, CYIIECTBYET MOTCHI[HATbHAS
OIACHOCTH MepexBara MakeTa i HEMPaBOMEPHOTO MCIOIb30BaHus nH(popManuu. B 3Toit 3a1aue
BaM HEOOXOJMMO HACTPOHUTH MPOTOKOI SSH,KOTOPBIIA SIBISETCS ATbTEPHATHBOM IPOTOKOIY
Telnet.Eciu cpena mo3BoJsieT, MbI peKOMEHIyeM samenams 1elnetua SSH.

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam 107



Mpoueaypa ynpaxHeHus

Brmmonaure ¢

Oencteue 1

Oencrteue 2

OenctBue 3

OenctBue 4

RouterX(config

JIeyIoUre JeHCTBUS:

B npurnamennu npusmieraposannoro pexxuma (enable EXECpeeaute
KOMaHy JUIsl JOCTYIIa K MPHUIIIAIICHHIO TII00aTbHOM KOHPUTYpaLHH.

[Iporokon SSHrpedyeT ncnonb30BaHMsI UIMEHU MOJIB30BATENS U TAPOJISL. DTH
MapaMeTpel ellle He 3aJjaHbl B KOHPUTYPAIUH, 3TO HEOOXOAMMO CJIeNNaTh ceiuac.
Beeaure xomaumy username netadminpasswordnetadmin. B stom npumepe
WCTIOJIB3YETCs TIPOCTOE UMSI TIOJIH30BATENS, HO B PEANBHOU Cpejie HeobXooumo
HCTIOJIB30BaTh 0OJIee CIIOKHBIC 3HAYCHUSI.

Beemure komany ip domain-nameums-oomena. st TeHepanmm
kpurTorpaduueckoro kiroua SSHueo0xoa1mo, 4T00k! B KOH(DUTyparuy ObLTH
3aJIaHbI ¥ UMS XOCTa, M UMsI IoMeHa. MIMsi X0cTa ye 3a/1aHO, TI09TOMY HEOOXOUMO
yKa3aTh uMs1 JoMeHa. OOBIYHO UCTIOB3YETCs UMsI IOMEHA OPTaHU3aITHH, HO B 3TOM
J1a00paTOpHOI paboTe OYIET HCTIOIB30BATHCS «CISCO.COM>.

Beenure xomanmy Crypto key generate rsallosBuTcs 3ampoc Ha BEIOOD
pasMepa KII04a; N0 YMOJYAaHHUIO HCIIONb3yeTcs 3HaueHne 512,00 Bam
HeoOxonumo BBect 1024 Huxe npuBeaeH ¢pparMeHT BBIBOA, B KOTOPBIT
BKITIOYEHBI TOJIBKO CTPOKH, KOTOPBIE OTHOCATCS K JaHHOW 3a1a4e.

)#username netadmin password netadmin

SwitchX(config)#ip domain-name cisco.com

SwitchX(config)#crypto key generate rsa

The name for the keys will be: RouterX.cisco.com

Choose the size of the key modulus in the range of 360 to 2048 for your
General Purpose Keys. Choosing a key modulus great er than 512 may take

a few minutes.

How many bits

in the modulus [512]: 1024

% Generating 1024 bit RSA keys, keys will be non-ex portable...[OK]

RouterX(config

)

*Mar 16 20:32:15.613: %SSH-5-ENABLED: SSH 1.99 has been enabled

DencrtBue 5
OencTtBue 6

OencTtBue 7

Oencrteue 8

RouterX(config
RouterX(config
SwitchX(config

OenctBue 9

DOencteue 10

RouterX#show
SSH Enabled -
Authentication

Beenute komany ip SSh version 24ro0bl BKIFOUUTE HYKHYIO Bepcuio SSH.
Beeaure xomanmy line vty 0 4.

Beeaure xomanmy login local. Ona mo3BosnseT nmepeBecTH MpoIecc BXoaa Ha
HCITOJIb30BAHHUE JIOKAILHO 3a/IaHHBIX TTap MMEHH MOJIB30BATEIIS U [TapOIIs.

Beenute xomanay transport input telnet ssh. Ona nacrpout 5 nuanii VTY s
MOIEPKKH 000uX TIpoTOKOJI0B: Telnetu SSH.BriBox 10/KeH OBITH aHATOTHIEH
MpUMepy HIXKE.

)#line vty 0 4

-line)#login local

-line)#transport input telnet ssh

BBenuTe xoMaHIy A BO3BpAIIEHUS K TPUTIIAIICHUIO

MPUBWIECTHPOBAHHOTO PEXKUMA.

Beeaure xomanmy show ip ssh

ip ssh
version 2.0
timeout: 120 secs; Authentication re tries: 3
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DOevicteue 11 1151 TpOBEPKH KOHPHUTYpaLUH HEOOXOAUMO BBIOIHHUTH MOAKIIOUEHUE TYHHEIS
VPN k ynanenHol 1abopaTopuu, HCHOIB3YS METOl, ONIMCAHHBIH B J1A00OPaTOPHOM
pabote 2-1. MokeT OSIBUTHCS PEAYNPEKICHIE 0S30MaCHOCTH, OTHOCAIICECS
K KpunrorpagudeckoMmy kiaroudy. Hakmure KHONKY YESBO BCIUIBIBAIOLIEM OKHE,
9TOOBI IPUHSATH 3TOT KITIOY.

Denctene 12 Ortkpoiite Ha [IK kinenTckoe mpuiiokenue repmunaia SSH.Mcnomb3yiite
IP-ampec mapmpyruzaropa paboueit rpymmst (10X.X.3) u mapy nuMeHn
MOJTB30BATEIIS U TIAPOJIs, 33IaHHYI0 BO BPeMsl ICUCTBUS 2 3TO# 3a1a4H.

Deiicteue 13 Hike mpuBOUTCS PUMEP YCIIEITHOTO HOAKIIOYCHHUS Yepe3 IpoTokona SSH
¢ IoMoIIsIo prtokeHus PUTTY.

#210.2.2.3 - PullY

login as: netadmin

FEEEEFXERET  [arning FEEEFEEEREEEE
Aooess to this dewvice is restricted to authorized persons only!
Un-suthorized access is prohibited. Violators will be prosecuted.

L R R R T R L e

netadmin@10.2.2.3's password:

Wy _ro_sren
Password:
wy_r D_a#I

Devicteue 14 OTkpoiite okHO KoMaHIHOM ctpoku Windowsu Beeaute komany telnet 10x.x.3
(IP-ampec 6aueco mapipytusaropa paboueii rpyribl). BeIBOI Ha SKpaH JT0JKEH
BBITJISIIETH CIICTYIOIIAM 0Opa3oM.

C:AWINDOWS\system 32\cmd . exe

C:“Documents and Settings>telnet 10.2.2_3_

Oencteue 15 BBenute MMs MOIB30BATENS M APOJIHh B HOBOM OKHE KOMAHIHOU CTPOKH
Telnet,koTopoe oTkpoeTcs aBToMaTH4YeCKH. BKirouns ceancs Telnetu SSH
OJIHOBPEMEHHO, BBeiuTe |0gOUt B MPUIIIalIeHHH MOJIb30BATENBCKOTO PEKIUMA
(user EXECu 3akpoiiTe OKHO KOMaHHOH CTPOKH, BBEIs EXit B MPUTIIAlICHHN
KOMaH/THOHM CTPOKH. BBIBOJI Ha 3KpaH JOJKEH BBITIIICTh CICIYIOIUM 00pa3oM.

. C:AWINDOWSisystem32emd.exe

oooeoeeex arning o Do Do M
ficcess to this device iz restriccryd to authorized persons onlyt
Un—authorized access is prohibited. Uicolators will bhe prosecuted.

A+

User Access Uerification

Username: netadmin
Password:

g _ro_aren
Password:
wg_ro_altlogout

Connection to host lost.

C:xDocuments and Settings>_

Oencteue 16 Beenute KoMaHIy Ui cCOXpaHeHuUs KoH(MuUrypanuu B daiiie startup-config.
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lNMpoBepka ynpaxHeHuUs
3ajaHue CUUTACTCSI BBIMOIHEHHBIM, €CJIH JOCTUTHYTHI CIEAYIOLINE PE3yIbTaThl:
®  HasmHUAx VTY HacTpoeHa mojjaepkka nporokona SSH 2;

B CO3/[aHO IPSMOE MOAKIIOUCHNE K MapIIPyTU3aTOPy paboueii TPYIIbI ¢ UCTIOIH30BAHUEM
mpoTtokonoB SSHu Telnet,uro6s! IpoBEPUTDH HOAIEPKKY UX OJHOBPEMEHHOM PabOTHI;

B koH(wurypanus coxpaHeHa.
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JlabopaTtopHasa pabota 4-8: Ucnonb3oBaHue
Cisco SDM pgna HacTpouku PyHKUUN
DHCP-cepBepa

BrimonnuTte ynpaxHeHue 3Toi 1abopaTopHOM padOThl, YTOOBI MPUMEHHUTD Ha MPAKTUKE
3HaHMsL, IIOJIy4Y€HHbIE B COOTBETCTBYIOIIEM MOAYJIE.

3agaym ynpaxHeHus

B sTOM ympaskHeHHH BaM HEOOXOIUMO MCITOIB30BaTh cucteMy Cisco SDMmitst HacTpoiiku
¢ynkunit DHCP cepBepa Ha mapupyTtuzarope paboueii rpymisl. [Tociie BEIIOTHEHHS 3TOTO
yIpakKHEHHS BBl OyzeTe CIIOCOOHBI ClIeNIaTh CIeayIoIee:

m  wucnosib3oBath [10 Cisco SDMuns nactpoiiku myna aapecos DHCP;

B pcnoip30BaTh CiSCO SDM UTOOB IPOBEPUTH MMOIYYEHHE apeca U3 TOJIBKO UTO
CO37aHHOTO IyJ1a XOTs Obl ogHuM KiauenTom DHCP;

B pcnoap30BaTh KoMaHasl Cisco |IOSs onpepeaeHuns mopra KOMMYTaTopa, 4epes
koTopblii DHCPkIueHT NoAKIIIoYeH K KOMMYTaTopy pabouei rpyIms.

UnnocTtpauna 3agaHua
Ha PUCYHKE HMKC IMMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPEMA JAHHOTO YIIPAKHCHUS.
]

UnniocTtpauunsa 3agaHusa K naboparopHoun pabote 4-8

Ucnonb3oBaHue Cisco SDM ana HacTpomnku pyHKLUN
DHCP-cepBepa

Komnnexkr IP-agpec IP-agpec kommyTaTOpa
obopyaoBaHus MapLipyTumsaTopa
A 10.2.2.3/24 10.2.2.11 /24
B 10.3.3.3/24 10.3.3.11 /24
C 10.4.4.3/24 10.4.4.11 /24
D 10.5.5.3/24 10.5.5.11 /24
E 10.6.6.3/24 10.6.6.11 /24
F 10.7.7.3/24 10.7.7.11 /24
G 10.8.8.3/24 10.8.8.11 /24
H 10.9.9.3/24 10.9.9.11 /24
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HeoGxoaumble pecypchbl

Hwxe nmepeunciiensl pecypehbl 1 yCTPOUCTBA, HEOOXOIUMBIE /ISl BBITOIHEHUS YIPaXKHEHHS.

m [IK, moakio4eHHBIN K yAaJIeHHON JIAOOpaTOpHH.

m [Ipunoxenue 1y IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  uadopmanus o 1ocTyne K HA3HAYCHHOMY KOMIUICKTY 000PYA0BaHus, IOTyICHHAS
B abopaTopHoit pabots! 4.1.

B YcremnrHoe BBITIOJIHCHUE 1ab0opaTopHOi paboTsr 4-7.

Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

KomaHnpgbil Cisco IOS ana mapwpyTtusaTopa U KOMmmyTaTopa

KomaHpa

OnucaHue

ping

Ucnonb3yeTca onsa oUarHOCTUKN OCHOBHOIO CeTeBOro
noakKnw4yeHus.

show mac-address-table  dynamic

OTo6paxaeT TONbLKO ANHAMUYECKUE 3anucu Tabnuubl
MAC-agpecoB, ucrnonb3yeTcs B NpuBUNnermpoBaHHom
pexume EXEC.

show ip arp

Ucnonb3yeTca ans BbiBoaa kawa ARP.

NMopckasku

JLst yripaskHEHHH 3TOH J1ab0opaTOPHO# paOOTHI TOCTYITHBI CIIEIYIOITHE TIOJCKA3KH.

Ta6bnuua 1. UHcpopmaumsa o nyne DHCP-cepBepa

Pa6ouas Uma nyna Cetb/macka | HayanbHbin | KoHeuHbIn | MapwpyTtusaTtop | Bpems apeHAabl
rpynna DHCP nyna DHCP IP-agpec IP-agpec no ymosn4aHuio (aHu:yachbl:
MUHYTbI)

A wgA_clients 10.2.2.0/24 10.2.2.150 10.2.2.199 10.2.2.3 0:0:5

B wgB_clients | 10.3.3.0/24 10.3.3.150 10.3.3.199 10.3.3.3 0:0:5

C wgC_clients 10.4.4.0/24 10.4.4.150 10.4.4.199 10.4.4.3 0:0:5

D wgD_clients 10.5.5.0/24 10.5.5.150 10.5.5.199 10.5.5.3 0:0:5

E wgE_clients | 10.6.6.0/24 10.6.6.150 10.6.6.199 10.6.6.3 0:0:5

F wgF_clients 10.7.7.0/24 10.7.7.150 10.7.7.199 10.7.7.3 0:0:5

G wgG_clients 10.8.8.0/24 10.8.8.150 10.8.8.199 10.8.8.3 0:0:5

H wgH_clients 10.9.9.0/24 10.9.9.150 10.9.9.199 10.9.9.3 0:0:5
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TeKywme naponum

Bxop B KOHCONb MapLupyTusatopa sanjose
Maponb «enable password» MapLupyTusatopa cisco
Maponb «enable secret» mapLupyTusartopa sanfran
MpeHTndmkaTop nonb3osaTtens Ans BXo4a B CUCTEMY MapLupyTu3aTopa Yepes nuHuio VTY netadmin
Maponb Ans Bxoga B cucTeMy MapLupyTmu3aTopa Yepes nuHuio VTY netadmin
Bxopa B KOHCONb KOMMyTaTopa sanjose
Maponk «enable password» komMmyTaTopa cisco
Maponb «enable secret» kommyTaTopa sanfran
MaeHTndmkaTop nonb3osaTtens Ana BXo4a B CUCTEMY KOMMyTaTopa vepes nuHuio VTY netadmin
Mapone Ang Bxoga B cuctemy KommyTaTopa Yepes nuHuo VTY netadmin

3apava 1: HacTtpouka maplupyTtu3saTtopa Ana noanepxku

BeO-NpuUnoXxeHUn, nonb3oBaTens ¢ ypoBHeM npusunerun 15,

a Takxe npoTtokorsoB Telnet n SSH

B o0t 3amaue Bam HeobxoamuMo BIHOUnTh CiSCO SDMua MapiipyTiusaTope, KOTOPbIii HaCTPOEH

C TIOMOIIIBIO TIOCIIeI0BaTeNsHOCTH 3arpy3ku Cisco |0Sum natepdeiica KOMaHIHON CTPOKH.

Ecnm 3aBozckas 3arpy3o4Hast KOHQHUIypanus CTepTa UL HCTIONIb30BAHMS TTOCIEI0BATEILHOCTH
sarpy3ku Cisco IOSgeI Bee eme Mmoxkere padotats ¢ Cisco SDM /Iis 5Toro HeoOX0aMMO HACTPOUTh
MapLIpyTU3aTOP IS MOAAEPIKKH BeO-TIPUIIOKEHHUM, HCTIOIb30BaHMs YYETHOM 3aITiCH TI0Jb30BaTes
C YpOBHEM TIpuBHMiIeruii 15,a 3aTeM HACTPOUTbH MOIEPIKKY TpoTokoioB Telnetu SSH.Otn
M3MEHEHHS] MOYKHO CJIENaTh C IIOMOIIIBIO ceaHca Telnetun KOHCOIBbHOTO TOAKIIFOYCHHSI.

Mpoueaypa ynpaxHeHus

Brinonnure cnepyromue geicTBUS:

DOevicteue 1 [logxmounTecs K yAaleHHOMY MapHIpyTH3aTopy padoyeil rpyIbl uepes
TEPMUHAIBHBIN CEpBEp U BBEAUTE HEOOXOIUMBIE KOMaH bl M MAPOJTH, YTOOBI
MOJYYHTH TOCTYII K IPUTIIalIeHUIO TpuBIIIerupoBanHoro pexuma EXEC.

DOevicteue 2 B Texkymux koHpurypauusx ciyx6a HT TP yxe BkiaroueHa. Onnako
PEKOMEH/IyeTCsI UCTIOIb30BaTh Oe30macHyko Bepcuto npotokoiaa HTTP (HTTPS).
Yro6sl BKIr0UnTE cepBep HTTP/HTTPSua mapmipyrusarope pabodeii rpyIimsl,
BBeauTe KoMauay ip http secure-server

Router(config)# ip http secure-server

Mpumeyanume. Moaaepkka 3almLLEHHOTO cepBepa 3aBncut ot Bepcum Cisco 10S, 3anyLeHHon Ha
mapLupyTtusartope. Ecnu npotokon HTTPS He nogaepXxuBaeTcs, Bbl BCE €Lle MOXeTe
BKNIOYUTL cepep HTTP.

Denctene 3 Kpome TOoro, HEOOXOAMMO HACTPOUTH METOM ayTCHTH(UKAIINH TSI CITYKO
HTTPS.Yto0s! BiIOUHTE MeTOA ayTeHTHuKanuu ceppepa HTTP/HTTPS
MapIpyTu3aropa padoueii rpymnisl, BBenqute komanay ip http authentication
local B pesxume rino6anbHON KOHUTypanuy.

Router(config)# ip http authentication local

Oencteue 4 UTOOBI IPUCBOUTH YYETHOI 3alKCH MoJIb30BaTenst NetadminypoBeHb

npuBuIeruii 15 ([IpMBUIIErHH MOIHOTO JOCTYIIA), BBEAUTE KOMAHIy
username netadmin privilege 1% pexmnme r00aa6HOM KOHGHUTYpaLIHH.
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Router(config)# username netadmin privilege 15

3apava 2: Ucnonb3oBaHue Cisco SDM ana HacTpouKu
nyna DHCP

B a710i1 3a1aue Bam HeoOxouMo rcnob3oBaTh [10 Cisco SDMuns nactpoiiku myna DHCP
Ha MapHIpyTH3aTope padoUeii rpymnimbl.

Mpoueaypa ynpaxHeHusi
Brinonnure cnepyromue geicTBUS:

Oenctene 1 Otkpotite VPN-onkmroueHne k ynaaeHHol paboyeii rpyrre.

Devicteme 2 Otkpoiite okao Windows Internet Explorer seeaure IP-agpec
MapIpyTu3aTopa pabodeit rpymiisl B anpecHoi crpoke B Buae URL-anpeca,
Harpumep https://10.x.x.3.

2 about:blank - Microsoft Internet Explorer provide

File Edit Wiew Fawaorites  Tools  Help

« Q X RG P 9

F'.u:ldress| htkps:/f10.9.9.3

Oencteue 3 B OTKpBIBIIEMCSI OKHE BBEIUTE MM MOJI30BaTENs U mapoib (netadmin).

Connect to 10.2.2.3

level_15_access

User name: | € netadmin b |

Passward: | Ty |

[CIremember my password

(e o

Oenctene 4 MOXKET MOSBUTHCS Cligayoliee cooomenue. Haxxmure KHOKY YESB 3TOM U 6cex
CJICIYIOIIHNX MPEAYIPEHKIACHUIK CUCTEMBI 0€30ITACHOCTH.

Security Alert [‘5_<|

r?‘l Infarmation you exchange with this site cannat be viewed or
?. changed by others. However, there iz a problem with the site's
gecurity certificate,

& The security certificate waz izsued by a company vou have
not chosen o tust. View the certificate to determine whether
you want to trust the certifping authority.

o The security certificate date is valid

& The name on the security certificate iz invalid or does not
match the name of the site

Do you want to proceed?

[ L\Yas ] [ N ] [View Certificate
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Oenctene 5 B KOHEYHOM UTOTE JOJKEH MOSBUTHCS CICTYIOIINMI 3KpaH.

£ Cisco Router and Security Device Manager (SDM): 10.9.9.3

File Edit “iew Tools Help

2 Cisco SysTEMS

E (<3 =] o
@ rone oo S AL (N S = Search Help

About Your Router Host Name: Routerx

- Hardware More ... Software More ..
."J —
l Model Type: Cisco 2811 105 Version: 124{12)
Available | Total MemorwMB): 158/256 MB SDM Version: 231
Cisco 2811 Total Flash Capacity: 61 MB
L] L L & L

Configuration Overview “ie Running Config

“';-; Interfaces and Connections = Up (1)

Total Supported LAN: 2 Total Supported \WAN: 2(Serial)
Configured LAN Interface: 1 Total WAN Connections: 1)
DHCP Server: Configured

2| Firewall Palicies x) fve Trusted (0} Untrusted (0) DME (0)

IPSec (Site-to-Site): a GRE over IPSec: 1)
Xauth Login Required: a Easy VPN Remote: a
No. of DMVYPH Clients: [t} No. of Active VPN Clients: 0
Ho. of Static Route: a Active Signatures: a

No. of IPS-enabled Interfaces; 0
SDF Version:
Security Dashboard

Dynamic Routing Protocols: Mone

DOencteue 6 Ilepeiinute Ha Briaaky Configure (Hacrpoiika).

G| Cisco Router and Security Device Manager, (SDM): 10.9.9.3
File Edit “iew Tools Help

o [P | @ @ QP
@ He Chgure Ll Refregh Save Search Help

Interfaces and Connectiohns

Create Connection | Edit Interface/Connection ]
Create Mew Connection
Select & connection and click Create Mewe Connection

Oencteue 7 B 1eBoit 4acTH OKHA MOSBATCS HOBBIC dnieMeHThI. Boibepute Additional Tasks
(TomoxHUTEIbHbIE 321a4H) (CaMbIi HIDKHHM DIIEMEHT).

‘ reate Mew Connection I

How do |2 |How Do | Configure an Unsupporte

Additional h

Configure the router settings
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DOenctene 8 Ha manenu «Additional Tasks»tkpoiite Bkiaaaky DHCP u Bei6epure DHCP
Pools (Tyast DHCP).

isco Houter and Security Device Manager (SDM):

File Edit “iew Tools Help

@ Harme

Corfigure Mawitar

AR R outer Prope

B-C8 Router Access

----- %' Secure Device Pravisioning
E-EDHCP

{5 DHCP Pools
il DEEP Bindings
{5 DNS

-1=h Dynamic DN Methods
B+ ACL Editor

fg’ Portto Application Mappinog

Dl
Bar

DOenctene 9 Ha manenun «DHCP Pools»axvute kHonky Add ([o6aBUTD).

isco Router and Security Device Manager, (SDM): 10.9.9.3

File Edit Wiew Tools Help

@ Harne:

Tasks

Configure Manitar

E-#5 Router Properties
B8 Router Access

B3 DHCF

B+ ACL Editor

----- &' Secure Device Provisioning

‘ Refresh

DHCP Pools

Save

Search

?

Help

Add.. |

Edt.. |

Cisco SYSTEMS

Delete |

Fool Mame

| Interface

1B'CHCF Pools]

: DHCP Bindings
fg’ DS

----- = Dynamic DNS Methods

f? Fort to Application Mappingd
18 URL Filtering

-8 A,

f? Local Pools

----- %' Router Pravisioning

£

3| Canfiguration Management
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Deiicteue 10 B okne «Add DHCP Pool»o6assTe qannsie u3 tadbmuist 1 s cBoeit paboueit
IpyNIEL. 3aBepiuB BBO, HakMuUTE KHONKY OK .

#dd DHEP Pool 3]
DHCP Poal Mame: wil_clients
DHCP Pool Network  [10880 Subnetmask |2552552550
—— DHCF Pool Lease Length
Starting IP: IW " Mever Expires  © User Defined
Ending IP: [10so1ss EEE 0
HHMm [0 @ 5
—— DHCP Options
DNS Semver] () [ wingsawen [
DNS Servera(? [ wmssenee |
Darmain Mamei™: Default Router*): 10.9.9.3
¥ Import all DHCP Options into the DHCP server database(®)
(*3 optional fields.
OKH | Cancel | Help |

DOencteue 11 Otkpoercs okHo «Commands Delivery® naHHbIME 0 COCTOSIHUM TIepeadn
KOMaHJT KOH(HUTYpaIiuy MapImpyTu3aTopy paboueit rpymmsl. Korma mosiButcst
coobmenne «Configuration delivered to routemg:xvure kaonky OK .

Commands Delivery Status [z|

Cammand Delivery Status:

Freparing commands for delivery...
Submitting 7 commands, please wait..
Configuration delivered to router.

|
e,

DOencteue 12 TTo10KANTE HECKOJIBKO MUHYT, TOKA KJIMEHTHI B BAIIEH MMOIyYarOT aapec.
3arem naxkmute kHonky DHCP Pool Status Cocrosinue myaa DHCP).

Cisco SYSTEMS
. @ d Q ?
Refresh Save Search Help
DHCP Pools add.. |  Eot.| Deete|  DHCP Pggl Status |
G s -
Fool Mame Interface
poda_clients FastEthernetil
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Oencteve 13 B okae «DHCP Pool Status¥ 0crosiaue myna DHCP) nomkxHbI 0TOOpaxaThest
CIECIYIOIIHE JAHHBIE. JTO 3HAYMT, YTO a/IpeC KIMCHTa OTHOCHTCS K JJHAIIa30Hy
nyna. J{is oGHOBIICHUS SKpaHa MOXKHO HakaTh KHOINKY «Refresh>s riiaBHom okHe.

DHCP Pool Status X

DHCP Paoal Mame: wik_clients

IP addresses leased

10.9.9.1450

Dencteune 14 3anumute IP-anpec DHCP«iuenra B cienymoieii cTpoke.

Denctene 15 Haxxmurte kaonky OK , 4To0ObI 3aKpBITh OKHO cocTosHuS mysia DHCP.

lNMpoBepka ynpaxHeHuUsi

3aganue CUNTACTCS BBIMOJHEHHBIM, €CJIN JOCTUTHYTHI CIEeIYIOMINe Pe3yIbTaThl:

N CO3/aHO MOJAKIIOYCHUE K MapIIpyTU3aTopy paboyeii rpymmsl 1 oTKpbITo okHO CisCo SDM;
B BHINOJIHEHA HACTPOIKa MapupyTu3aTopa s noanepxku myna DHCP;

m ¢ nomosio [10 Cisco SDMmoarepkaeHo MoyueHHe KIMSHTOM aJipeca U3 33JaHHOTO ITyJIa;

®m BBl 3anucanu pakTudeckuit aapec kiuenrta DHCP.

3apaua 3: Ucnonb3oBaHMe MHCTPYMEHTaNbHbIX CpeacTB Ans
COMoOCTaBfieHUs1 AaHHbIX O CEeTU

[Ipu BHeapeHuu ceTell HEOOXOAUMO MPOBEPATH MPABUIILHOCTD KOHuUrypaiuu. Kpome toro,
ISt oOecrievueH s 0e30MaCHOCTH M BHITTOHEHUSI TEXHHIESCKOTO 00CITY)KUBAHUS BbI JIOJDKHBI
YMETh HaXOJMTh ¥ UCTIOIb30BaTh HHPOPMAIHIO O CETH JJIsl ONPECTICHHBIX 1enel. B aTom
YIpa)XHCHUH BbI JIOJKHBI UCIIOJIB30BaTh COOpaHHYI0 HH(OpMAIHio 00 agpecax st
OTIpeICTICHHS TOYKH MOJIKITIOYCHHS KOHEYHOH cucTeMbl K ceT. KpoMme Toro, 3ta uHpopMams
He00X0IUMa JUTS OTCICKUBAHUS ICTOYHUKOB AyOJIMPOBAHHBIX aJ[PECOB U ITyTH MAKETOB Yepe3
CETh MPH MOUCKE U YCTPAaHEHUH HEeTOIaI0K.

Mpoueaypa ynpaxHeHusA

BrinosiHute crienyromnue 1eCcTBUs:
DOeiicteue 1 Otkpoiite SSHf0AKITIOYEHHE K MAapUIPYTU3aTOPy paboueil rpymisl.

Oencteue 2 B mpurianieHny NPUBUICTHPOBAHHOTO PEXXKMMa MapIIpyTu3aropa padouei
rpynIsl BBeauTe koManay ping |P_aopec_dhcp-xauenma. BeiBon Ha skpan
JOJDKEH BBITJISACTH CICAYIOLIIM 00pa3oM.
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RouterX# pi ng 10.10. 10. 150

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 10.10.10.150, tim eout is 2 seconds:

Success rate is 100 percent (5/5), round-trip min/a vg/max = 1/1/4 ms

Oencteue 3 Beemure komanay show ip arp IP_adpec_dhcp-kauenma, 9To0bl momyuuTh
armapatusiii agpec (MAC-aznpec), cBsazannslii ¢ [P-agpecoM, Mo KOTopomy
BBI OTIPABUJIH 9X0-3aMpoc . BEIBO Ha 3KpaH JOHKEH BHITIISAETH
CIEeIYIOMNM 00pa3oM.

RouterX#show ip arp 10. 10. 10. 150

Protocol Address  Age (min) Hardware Addr Type Interface
Internet 10. 10. 10. 150 63 00la. 6cal. eea9 ARPA Fast Et hernet0/0

Devicteue 4 Samumure anmapatasiii agpec (MAC-anpec) saweco DHCP«nenTa
B CTPOKE HIIKE.

Oenctene 5 OTKpOHTE KOHCOJIBHOE MOAKIIOUEHHE K KOMMYTaTOpy padodeil TpyIsl.

Oencteue 6 B mpuriamieHuy IPUBUIETHPOBAHHOTO PEXKKMMa KOMMYTaTopa padodeil rpyIibl
BBeauTe KoMauay Show mac-address-table dynamicito6sr 0To6pasuTh TOIBKO
JMHAMAYECKH MOTyYCHHBIC 2JIEMEHTHI. BBIBOI Ha 9KpaH JODKEH BBITIISICTh
CIEIYIOMNM 00pa3oM.

SwitchX#show mac-address-table dynamic
Mac Address Table

Vlan Mac Address  Type  Ports

1 00la. 6cal. eea9 DYNAMIC FaO/ 11
1 O00la.6cal.eed8 DYNAMIC Fa0/2
1 001a.6dd7.1981 DYNAMIC Fa0/11
1 001la.6dfb.c401 DYNAMIC Fa0/12
Total Mac Addresses for this criterion: 4

Dencteue 7 Mcnonezys MAC-aipec U3 npeplUIyIero ASHCTBIS, ONPEICITATE MOPT KOMMYTATOpa,
yepe3 kotopblii DHCPxIMeHT NOAKIII0UEH K CeTH, U 3alUIINTE €r0 B CTPOKE HIIKE.

DOenctene 8 Bl onpeneuiin mopT KOMMyTaTopa, Yepe3 KoTopbiii DHCPknueHT noaxirodeH
K CeTH. DTOT MPOLECC MOKHO HCIIOJIB30BATh B CETH C JIFOOBIM KOJINYECTBOM
KOMMYTaTOPOB WJIM MapIIPyTU3aTOPOB AJISl OTCICKUBAHUS (PUIUIECKOTO
MECTOTIONOKEHHs JTF000T0 ycTpoiicTBa Ha ocHoBe ero |IP-anpeca 1 MAC-anpeca
(anmapaTHOTO anpeca).

DOeiicteue 9  3aKpoiiTe Bce OTKPBITHIE MOAKMIOUeHNs U TyHHeNnb VPN.

lNMpoBepka ynpaxHeHuUs
3aaHue CYUTACTCS BHIMIOJIHCHHBIM, €CITU JIOCTHTHYTHI CIICIYIOIIUE PE3YIbTaThL:
m  komanja ping eermonueHa s IP-anpeca DHCP«uenTa, onpeaeneHHoro B 3aaade 1;

B KCHoJB3YsA MH(OPMAIIMIO B BEIBOIE KOMaHIbI PiNg, BeI onpenenuta MAC-aapec
DHCP«nuenra;

B CoMomBpI KoMaHasr Workgroup switch mac-address-tablessr onpemenunu mopr,
yepe3 kotopslii DHCPxnueHT mony4aer 10CTym B CETh.
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JlabopaTtopHas pabota 4-9: YnpaBneHue
ceaHcamum yaaneHHoro gocryna.

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTOM ynpaskHeHUH BBl TOJKHBI HCTIONB30BaTh MOAKIIOUSHNUS 110 ipoTokosiam Telnetu SSH
JUISL TOCTYTa K MapuipyTuzatopam u kommyratopam Cisco.Ilocne BBIOIHEHHS 3TOTO
yIpakHEHHS BBl OyzeTe ClIOCOOHBI ClIeNIaTh CIeayIoLIee:

B VMHHIHMHAPOBATh, IPHOCTAHABINBATE, BO30OHOBIIATE M 3aKPHIBAThH ceaHchl Telnetna
MapIipytusaTope uin kommyrarope Cisco;

B WHHUIHUUPOBATH, IPHOCTAHABINBATL, BO30OHOB/IATH U 3aKphIBaTh ceaHChl SSHHa
MapIipytusaTope uin kommytarope Cisco.

UnnocTtpauna 3agaHua
Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPAKHCHUS.
|
UnniocTtpauua 3agaHma K nabopatopHoun

paboTe 4-9
YnpaBneHue ceaHcaMu yganeHHoOro gocryna

Komnnekt IP-agpec IP-agpec
obopynoBaHua  MaplupyTu3atopa KOMMyTaTopa
A 10.2.2.3/24 10.2.2.11/24
B 10.3.3.3/24 10.3.3.11/24
C 10.4.4.3 /24 10.4.4.11/24
D 10.5.5.3/24 10.5.5.11/24
E 10.6.6.3/24 10.6.6.11/24
F 10.7.7.3 /24 10.7.7.11/24
G 10.8.8.3 /24 10.8.8.11/24
H 10.9.9.3/24 10.9.9.11/24

fa0/2

MapuwpyTtusatop X

Heob6xoaumble pecypchbl
Hwxe nepeurciieHbl pecypesl U yCTpOHCTBa, HEOOXOAUMBIE JUTSI BBITTOTHEHUS YIPAKHEHHUSI.
m JIK, moakmoueHHBIH K yIaJIeHHOH Ja00paTopuH.

m [IpunoxeHue i SMYJSIIAKA TePMUHANIA ¢ moAaep:kkoi SSH.
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m  Uudopmairys o 0CTyIe K HA3HAYCHHOMY KOMIUIEKTY 000pYI0BaHusl, TIOJydeHHAs
B j1abopaTopHOi paboThl 2-1.

®  YcreumHoe BHIONHEHHE 1abopaTopHOi paboTe! 4-8.

Cnuncok KomaHpg

B Ta6m/1ue MMPUBOAUTCA OIMMCAHNEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

KomaHpgbl mapwpyTtnsatopa u kommyrtartopa Cisco 10S

KomaHpa OnucaHune

Ctrl-Shift-6 x MNMocnepoBaTenbHOCTL BbiIxoAda Ansa ceaHcosB Telnet unun SSH.

disconnect OTKNtoYeHMe CyLLECTBYHIOLLENO CETEBOIO NOAKMIOYEHUS. MNpu HEOGXOAMMOCTH
[ceaHc] MOXXHO BBECTW HOMEp ceaHca.

exec-timeout
MUH [CceK]

3apaet BpemMsa 6e3nencTBusl, No UCTeYEeHNU KOTOPOro nogkr4veHne
3aKpbiBaeTCA aBTOMaTU4eCKN.

exit

KomaHga exit B pexxume EXEC no3BonsieT 3aBepLUnTb aKTUBHbINA CeaHe
(BLIITM U3 CUCTEMBI).

history size yucro

3afaeT KonmMyecTBO CTPOK, COXpaHsieMbIx B Bydepe xypHana Ans NoBTOPHOro
BbI30Ba. Vicnonb3yeTcs ABa oTAenbHbix Bydepa — oguH ANs KoOMaHg pexuma
EXEC v gpyrov Ans koMmaHa pexuma KoHuUrypaumm.

ip domain-lookup

BkntouaeT pa3spellueHne CUMBOMbHBIX MMeH ¢ nomollsto DNS cepeepa.

line console 0 Bxop B pexvM KoHGUrypaumm KOHCONbHOM nuHum 0.
logging CUVHXPOHU3MPYET BbIBOA HE3AMPOLLIEHHbIX COOBLLEHUIA U KOMaHAb! OTNagKu
synchronous npuBUNEerMpoBaHHoro pexuma EXEC ¢ 3anpoLLeHHbIM BbIBOAOM YCTPOWCTBA
W NPUrNaLeHns MU KOHKPETHOWM MTIMHUM KOHCOMbHOTO NopTa unu nuHumn VTY.
logout Beixog u3 pexxvma EXEC, nocne kotoporo notpebyeTcs noBTopHas
ayTeHTUdUKaLMs Unu nepenoaknoyeHme.
resume MepekntoyeHre Ha opyroe OTKPbITOoe NoAKItYeHne no npoTtokony Telnet nnm SSH.

show sessions

BbiBOAUT MHpOPMaLWIIO 06 OTKPBITLIX NOAKMIOYEHNSIX MO NpoTokosy Telnet unm SSH.

show users

BbiBOAUT MHpopmauuio 00 aKTMBHbIX JIMHUSIX.

ssh ip_adpec

Co3paeT WNPOBaHHbIN CeaHe C yaaneHHbIM CEeTEBbIM YCTPOMNCTBOM,
ucnonb3ys uaeHTUdMKaTop TekyLlero nonb3osartens. IP-agpec
UAEHTUULMPYET YCTPOUCTBO Ha3HaYeHUs.

telnet ip_adpec

Cospaet ceTeBoe noakntoyeHne npotokony Telnet. IP-agpec naeHTUdMUMpyeT
YCTPOWCTBO Ha3HaYeHus.

NMopckasku

®m  /lyis1 5T0ii TabOpaTOpHOI pabOTHI HET MOACKA30K.

3apava 1. OnTumunsaumsa ncnonb3oBaHusa CLI mapwpyTusatopa

B aT0i1 3aaue BaM cliieyeT BBECTH KOMAaH/IbI TS ONITHMHU3AIUH UCTIONIb30BaHus HHTepdetica
komanHO# cTpoku (CLI), KoTophIe yiKe MCITOIB30BaINCh IS KOMMyTaTopa pabodei TpyIIEL.
Heo0xoaumo yBemTu4nTh YHCII0 CTPOK B Oydepe xKypHasa, yBEeIMIUTh 3HAYCHHUE TaiiMepa
0e3/1eiicTBUS IOPTa KOHCOJM U 3allPeTUTh pa3pelieHue UMEH IIPH HEBEPHOM BBOJIC KOMAH].
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Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue geicTBUS:

OenctBue 1

OenctBue 2

Oencrteue 3

OencrBue 4
OencrtBue 5

OencrtBue 6

Oencrteue 7

OencrtBue 8

OencTtBue 9

DOencteue 10

Dencteue 11

Dencteue 12

DenctBue 13

INoaxmrouuTech K yAaJIeHHOMY MapLIpyTu3aTopy padoueil rpymniisl yepes
TEPMUHAIBHBIN cepBEp U BBEAUTE HEOOXOIUMBIE KOMAaH bl M MApOJTH,
9TOOBI BOMTH B IPUBUIIETUPOBAHHBIN PEKUM.

Pasmep Oydepa xyprana paseH 20. 910 3HaUCHHUE MOKHO H3MEHHTD C TIOMOIIBIO
koman el terminal history size 100 Oxnako ero Heo6X0IUMO BBOUTH TIOCIIE
Ka)XI0T0 BBIXOJa U TIOBTOPHOT'O BXOZa B CHCTEMY KOMMYyTatopa. Pa3mep
KypHaIa MOXHO 3a/1aTh B KOH(UTYpaluu KOHCONU 1 TUHUHA VTY.

Beenute komanay config t, 4ToObI epelTH K MPUTIIAIICHUIO TII00ATBHOM
KOH(UTYpaLuH.

Beenure xomanmy line console 0
Beenure xomanmy history size 100m1s n3Menenuns pasmepa 0ydepa xKypHaia.

BBeaute komanay exec-timeout 6011s yBennueHus 3HaYCHUS TaliMayTa
Oe3eiicTBU.

Beenute komanay l0gging synchronousmist cCHEXpOHH3aIMy BEIBOAA
HE3aIpOIICHHBIX COOOLICHNUI ¥ BBIBOJIa KOMAH/IbI OTJIAIKH
npuBuieruposanHoro pexxuma EXEC ¢ BBogom u3 CLI.

Beenute xomanny line vty O 4 st mactpoiiku muauid VTY.

Beenute komaH el A1 yctaHOBKH 3HaueHus 100 s Oydepa sxypHaia
Y BKITIOUCHHSI CHHXPOHHU3AIIUU COOOIICHHH.

BeenuTe koMaHIy €Xit 171st BO3Bparta B peXUM II100aTbHON KOHPHUTYpAIIHH.

Beenute komanay NO ip domain-lookup, 4To0bI OTKITFOUUTE pa3pelieHue
CHMBOJIBHBIX UMEH.

Beenute xomanay end 1i1st BO3BpaLIeHUs! K IPUIIIAIICHUIO TPUBUIICTUPOBAHHOTO
pexxuma EXEC.

Beeaure xomammy show terminal. Bersox 1oimkeH BBITISAAETE CIEAYIOIHM
o6paszom. B 3ToM npruMepe HEKOTOpPbIE HEHYKHBIC CTPOKU OBLITH YIaIeHbI.

RouterX#show terminal

Line O, Location: ", Type: "™

Length: 24 lines, Width: 80 columns

Baud rate (TX/RX) is 9600/9600, no parity, 2 stopbi ts, 8 databits

..Text omitted

Editing is enabled.

Hi story is enabled, history size is 100.

DNS resolution in show commands is enabled

Full user help is disabled

Allowed input transports are none.

Allowed output transports are pad telnet rlogin lap b-ta mop v120 ssh.
Preferred transport is telnet.

No output characters are padded

No special data dispatching characters
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Devicteue 14 Baeaure komaumy Show running-config aist mpocmoTpa Texyeit
KOH(pUTYypaIluy 1 yOeUTECh, YTO ClICJTaHHbIC H3MEHCHHUSI BEPHBI.

Deiicteue 15 YOeauTech, YTO B TEKyIIeH KOHOUTYPAIIUH OTPasKEHBI H3MEHEHHS,
U coxpanute ee B (aiine startup-config.

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.
B uid TaliMayTa Oe3xeicTBUs opTa KOHCOJIH 3aaHO 3HAUCHUE 60 MUHYT,

B BBl MOATBEPAMIIM, UTO AJis pazmep Oydepa xypnana umeet 3Hadenne 100cTpok nms
muaui VTY H KOHCOIH;

B BB MOATBEPIWIH, 4TO [uis muanii VTY u koHconn HacTpoeHa yHkims logging
synchronous;

B BBl NOJATBEPAIH OTKIIOUCHHE 3aIpoca JOMEHHBIX nMeH |P;

B Tekymas KoHpurypamus coxpanena B daitne startup-config.

3apaua 2: lNogknoyeHue K yaaneHHou paboyen rpynne yepes
ToHHenb VPN

B at10i1 3agaue Bam HeoOxoauMo OTKpHITE VPN-ToaKII0YeHne K yaaneHHol paboueii rpymiie,
3aTeM BBIIIOJIHUTH BXOJ B CHCTEMY MapILpyTH3aTopa cBoel paboveil rpymiibl, UCTIONb3YSI
NPUIIOKESHUE IMYJISIIUY TepMuHaia. Mcronp3yiiTe nMst mosib3oBatelis u maposis netadmin.
3aTeM BaM ClIeIyeT YBEIUIHTh aBTOMAaTHICCKUNA TalMayT Oe3MeHCTBUS IS IMHAN
BUPTYaJILHOTO TEPMUHAJIA MapIIpyTH3aTopa padouei rpymmsl 1o 30 MUHYT Ha BpeMs
BBITIOJTHEHHS ATOW JTAO0OpaTOPHOU paObOTHI.

Mpoueaypa ynpaxHeHus

Brinonnure cneayromue geicTBUS:
Denctene 1  Ha 1K ycranosute VPN-moakmroYeHre ¢ Ha3HAYCHHON pabodeid TpyIIon.

Oencteue 2 Ha I1K ucnone3ytite [1O PUTTY ms nogkmodyenus k [P-agpecy
MapIpyTH3aTopa padoueii IPyIIibl U Iepexoa K MPUIIaleHUI0
MPUBUJICTHPOBAHHOTO pekUMa. J{JIs1 3TOro yIpaKHEHUs UCIIOIb3YHTE
MM [TOJIB30BATEN U mapois Netadmin.,

Oencteue 3 B mpuriamieHuy IPUBUICTHPOBAHHOTO PEXKKMa BBEAUTE KOMaHIy ShOw
SessioNSBhIBO/ KOMaH Ikl TOJDKEH BBITJISIICTD CIACIYIOIUAM 00pa3oM:

login as: netadmin

Kkkkkkkkkkk Warn | n g kkkkkkkkkkkkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.
***********/\C

netadmin@10.10.10.3's password:

RouterX#show sessions
% No connections open
RouterX#
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Oencteue 4 Beemure koMaHay SHOW USEr$uTOObI BBIBECTH CITHCOK TEKYIIUX
MOJIb30BaTENeH, TOAKIIOUEHHBIX K MapIIPyTHU3aTOpy pabodeit TPyIIIbI.
Br1BOT KOMaH/IBI TOJKEH BHITIISIETH CIEAYIONTIM 00pa3oM:

RouterX#sh users

Line  User Host(s) Idle Loc ation
*322 vty 0 netadmin idle 00:00:00 10. 10. 10. 134
Interface User Mode Idle Peer Address

Deiicteue 5 Tlonp3oBaTens «netadminsxessasan ¢ aapecom Bariero 1K, MOCKoIbKY BbI
coznanu VPN-nogktoueHre BO BpeMsi IeHCTBUS 2 TaHHOM 33JIauH.

Devicteue 6 Bseaure koMauxy CONf t, 4TOOBI MepelTH K MPUTIIAIICHHIO TII00ATBHON
KOH(UTYpaLuH.

Devicteme 7 Baemure komanmy line vty 0 4 1y iepexona B peskum KoHburyparmu guana VTY.

Deiicteue 8 BaeauTte koMaHIy e€xec-timeout 3QuToOb! yBeMUYNUTE IEPHOJ TaliMepa
oe3neiictBus 10 30 MUHYT.

Oenctene 9 C momouipto koMaHasl €Nd BepHuTe npuriamenue pexuma EXEC.
BrIBOT KOMaH B TOJHKEH BHITIISIETH CIEAYIOITUM 00pa3oM:

RouterX#conf t

Enter configuration commands, one per line. End wit h CNTL/Z.

RouterX(config)#line vty 0 4

RouterX(config-line)#exec-timeout 30

RouterX(config-line)#end
RouterX#

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIUM JOCTUTHYTHI CJICAYIOMIUEC PE3YIIBT aThI.

®  coszmgano noakmodeHue [1K x MapmpyTu3aTopy yaaneHHOH pabode rpyIIbl ¢ IIOMOIIBIO
nputoxenuss PUTTY gepe3 Tynnens VPN,

B Taiimayt O6e3neiictBus amst auHUi VTY Mapmpyrtuzatopa yBenudeH 10 30 MUHYT;

®  C OMOUIBIO KOMaHIpl ShOW SESSIONS8kI MOATBEPIUIH OTCYTCTBHE OTKPBITBIX CEAHCOB
MapUIpyTH3aTopa,

B CIIOMOIIBI0 KOMaHIsI SNOW USErSBBI OIpEeNEHIN, UTO ABISIETECH €AMHCTBEHHBIM
TT0JTH30BATENIEM, TTOAKITIOYCHHBIM K MapIIPyTH3aTOPY .

3apava 3: Ucnonb3oBaHue komaHg CLI Cisco I0OS gnsa
ynpaBneHusi ceaHcamu Telnet u SSH

B oT0i1 3a1a9€ BBl TOPAKTHKYETECh B 3aITyCKe, PUOCTAHOBKE M BO30OHOBJICHIH CCAHCOB
Telnetun SSH. s aTor0 ypakHEHUS HCIONB3YHTe UMsI ITOJIB30BATEIS M mapoias netadmin.
Kpowme Toro, BaM clieflyeT yBETHYUTh aBTOMATHUSCKUHN TaliMayT Oe3ACHCTBUS IS JIMHUH
BHUPTYAJIBHOTO TepMHUHAJIA MapIIPyTHU3aTopa padouei rpymmsl 10 30 MUHYT Ha BpeMs
BBITIOJTHEHUS 3TOH JIAOOPaTOpHOiT pabOTHL.
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Mpoueaypa ynpaxHeHus
BrinoniHute crenyromue 1ecTBUs:

DOencteue 1 Ha mapmipytuszarope paboueii rpymimsl oTKpoiite ceanc Telnetmist kommyraropa
paboueii rpyIs! ¢ MOMOINBI0 KoMau k! telnetip _adpec.

DOencteue 2 BBenuTe KOMaHy AJIs TIepexoia K MPUTIIANICHUIO TPUBUICTUPOBAHHOTO
pexxnma EXEC. BerBor KOMaH bl TOJDKEH BEITIISACTH CICAYIONUM 00pa3oM:

RouterX#telnet 10.10.10.11
Trying 10.10.10.11 ... Open

kkkkkkkkkk

Hpe,ﬂynpeﬁ(,ﬂeHV[e *kkkkkkkkkkkk
Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.

*kkkkkkkkkk

User Access Verification

Username: netadmin

Password:

SwitchX>enable

Password:

SwitchX#

Oenctene 3 Baeaute komMaHay conf t, yToOBI MIEPEUTH K TPUTIIAIICHUIO TI00aTBHON

KOH(UTYpaLuH.
Oencteue 4 Bemure komanny line vty O 151t nepexona B pesxum kKoHpurypanun muaud VY.

DOencteue 5 Beemure komanay exec-timeout 3Q4To0sl yBeTHUUTh IEPUO/T TaliMepa
oe3neiictBus 10 30 MUHYT.

Devicteme 6  C momonipio koManasr €nd BepuunTe npuriamenne pexknva EXEC. Beisoa
KOMAaHJIbI IOJDKEH BHITIIAZIETH CIICTYIOIINM 00pa3oM:

SwitchX#conf t

Enter configuration commands, one per line. End wit h CNTL/Z.

SwitchX(config)#line vty 0 15

SwitchX(config-line)#exec-timeout 30

SwitchX(config-line)#end

SwitchX#

Deiicteue 7 BBseaute mocnenoBarenbHocTh Beixona Ctrl-Shift-6 , X ams nproctanoBku ceanca
U TIepexoa K npuriamennto RouterX#.

Deiicteue 8 BaeauTe koMaHy ShOw SeSSIiONgis 0ToOpakeHNs aKTHBHBIX CEaHCOB. BRIBOI
Ha 3KpaH JO0JDKEH BBINISICTh CIASAYIONMM 00pa3oM, HO TIOCIEeI0BATEILHOCTh
BBIXO/Ia HE JIOJDKHA OBITH BBIZICIICHA KUPHBIM IIPU(PTOM.

SwitchX# <cntr | +shi ft+6, x>
RouterX#show sessions

Conn Host Address Byte Idle Conn Name
*110.10.10.11  10.10.10.11 0 0101 0.10.11
RouterX#

Oencteue 9 Beemure komanay SShip_adpec, 4T00BI OTKPBITH BTOPOE MOAKITIOUCHHE
K KOMMYTaTopy pabodel rpynisl 1o mpoTokony SSH.

IIpumeuanue. HeoOXxomnMo BBECTH NTApOJIh, CBI3aHHBIN C IMEHEM TIOJIL30BaTEIISA
«netadmin».

BBIBOZ[ KOMaH/bl JOJIKCH BBITJIAACTD CICAYIOIIUM 06pa30M:
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RouterX#ssh 10.10.10.11

Kkkkkkkkkkk Warn | n g kkkkkkkkkkkkk

Access to this device is restricted to authorized p ersons only!

Un-authorized access is prohibited. Violators will be prosecuted.
*kkkkkkkkkk

Password:

SwitchX>

Devicteme 10 BBeaure mocimenoBarenbuocth Berxoaa Ctrl-Shift-6 , X ams nprocranoBku ceanca
¥ TIepexoa K npuriamennto RouterX#.

Deiicteue 11 BeeauTte koMaHmy ShOW SeSSiONgis 0ToOpakeHus aKTHBHBIX CEaHCOB. BRIBOI
Ha dKpaH JODKEH BBITISIICTE CICIYIONTUM 00pa3oM, IMOCIIEI0BATEIIHFHOCTh
BBIXO/Ia HE JIOJDKHA OBITH BBIJICIICHA KUPHBIM IIPU(PTOM.

SwitchX> <ctrl +shi ft+6, x>

RouterX#show sessions

Conn Host Address Byte Idle Conn Nam e

110.10.10.11 10.10.10.11 0 410.10. 10.11
*210.10.10.11 10.10.10.11 00

RouterX#

Deiicteue 12 BBeaute koMaHy resume 1pist BO30OHOBIICHUS TIEPBOTO MOJIKITFOUCHHS
K KOMMYTaTopy padouei rpymnmsl. OOpaTuTe BHUMAHKE, YTO B 3TOM CEaHCE
JIOCTYITHO MPUTJIAIICHUE MPUBUIICTUPOBAHHOTO PEKUMA.

<ENTER>
RouterX#resume 1
[Resuming connection 1 to 10.10.10.11 ... ]
<ENTER>
SwitchX#show users
Line User Host(s) Idle Location

*1 vty 0 netadmin idle 00:00:00 10.10.1 0.3
2vty 1 netadmin idle 00:00:22 10.10.1 0.3
Interface User Mode Idle Peer Add ress

SwitchX#

Dencteune 13 Ha komMmyTaTope co3maiiTe MOAKIIOUCHUE K MapIIPyTH3ATOPY paboUeit rpymimsl
mo potokoiy Telnet,ne nobassas mpeduke «Telnet»nepen axpecom. ObpaTure
BHHMAaHUE, YTO JOCTYI K IPUBUIETUPOBAHHOMY PEXXHMY MapIIpyTH3aTOpa
MPEIOCTABIICH aBTOMATHYECKU. BBIBOI KOMaH/IBI JTOJKECH BEITIISAICTh
CIICAYIOIIUM 00pa3oM:

SwitchX#10.10.10.3
Trying 10.10.10.3 ... Open

*kkkkkkkkk HpeﬂynpemﬂeHV[e *kkkkkkkkkkkk
Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.

***********/\C

User Access Verification

Username: netadmin
Password:
Rout er X#

Deiicteue 14 Baeaute koMaHay ShOW SESSIONSITOOB! BRIBECTH JAHHBIC O CEAHCAX, CBA3AHHBIX
C 3TUM MOJKITFOYCHHEM. BBIBOI KOMaH/IBI JOJKEH BRITIISIICTH CIIEAYIOIUM 00pa3oM:

RouterX#show sessions
% No connections open
Rout er X#

126 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



Mpumeuanune. K aTomMy MOMEHTY Bbl cosganu Telnet-noaknioyeHns MapLipyTusaTopa K KoMMyTaTopy
1 KOMMyTaTopa K MappyTusatopy. Kpome Toro, cosnaHo SSH-nogknoveHne
MapLipyTusatopa Kk KoMMyTaTopy.

DOencteue 15 TekyIiee npeacTaBlIcHUE — MOIb30BaTebCkuil peskuM EXEC mapipytusaropa,
JOCTYI K KOTOPOMY TOJTydeH depe3 TelnetfioakimoueHne K KOMMYyTaTopy.
Ecnu BBI BBEZIETE OJIHY MOCIIEI0BATEILHOCTD BBIXO/IA, TIOSIBUTCS IIPUTIIAIIICHHE
Router# ¢eanc 1). OqHako eciu UCIONb30BaTh 08¢ TIOCIEA0BATEIBHOCTH
BBIXO/Ia, & 3aTEM HaXaTh X, TIOSIBUTCS MIPHUTJIAICHHE KOMMYTATOPA.

Deiicteue 16 Baeaute nocnenoBarensuocts Ctrl-Shift-6 , Ctrl-Shift-6 , X. O6partute
BHHUMAaHHE, YTO X MCIOJIB3YETCS TOIBKO OJUH pa3 B KOHIIE. [TossBHTCS
MpUTIAIIEHEe KOMMYTaTOpa. BEIBOI KOMaHIbI JO/KEH BHITIISIACT
CIeIyIomuM 00pa3oM:

RouterX# <ctrl-shift-6, ctrl-shift-6, x>
SwitchX#sh sessions

Conn Host Address Byte Idle Conn Name
*110.10.10.3 10.10.10.3 0 010.10 .10.3
SwitchX#

Deiicteue 17 Beeaute mocnenoBarenbHocTh Beixona Ctrl-Shift-6 , X ams nproctanoBku
HCXOJIHOTO CeaHCa, HHUIIMMPOBAHHOTO Ha MapIIPYTHU3aTOpE, U TIEpexoaa
K npurnamenuto RouterX#.BriBog komMaHab! JOHKEH BBITIISIICTD
CIeIyIomuM 00pa3oM:

SwitchX# <ctrl-shift-6, x>

RouterX#sh sessions

Conn Host Address Byte Idle Conn Nam e

* 110.10.10.11 10.10.10.11 0 010.10.10. 11
210.10.10.11 10.10.10.11 07

Deiicteue 18 TIpocMOTpHTE BHIXOAHBIC JaHHBIC. 3Be3M0uKoi (*) moMeueH Homep 1.
JTO 3HAYUT, 4TO CeaHC akTUBeH. Ecin BBl HAXXMETe KiIaBumry Enter 6e3
nm00aBIICHHS JPYTOro TEKCTa, CeaHC OYIET aBTOMATHIECKH BO30OHOBIICH.

Oencteue 19 Haxwmure knaBumry Enter qeaxner. [lepBoe HaxkaTie BO30OHOBIISIET
MOJKIIFOYEHNE K KOMMYTATOpPY, @ BTOPOE€ HHTEPIPETUPYETCSI HA KOMMYTaTope
TUTSI BO30OHOBJICHUS CeaHca KOMMYTaTopa K MapIipyTu3aropy. UToObl BEpHYTHCS
K MPUTIIANIEHUIO0 MapIIpyTH3aTOpa, HE00X0IMMO HaXkaTh Kiapuiry Enter tperwmii
pa3. BeIBOJI KOMaH/IbI TOJDKEH BBITIISICTH CICIYIOIIUM 00pa30oM:

RouterX# <ENTER>

[Resuming connection 1 to 10.10.10.11 ... ]

<ENTER>

[Resuming connection 1 to 10.10.10.3 ... ]

<ENTER>
RouterX#

Deiicteue 20 Baeaute nocnenosarensuoctsh Ctrl-Shift-6 , Ctrl-Shift-6 , X a1 Bo3BpaieHus
K KOMMYTaTopy. BeIBOI KOMaH/IbI JOJDKEH BBITISACTh CICAYIOIINM 00pa3oM:

RouterX# <ctrl-shift-6, ctrl-shift-6, x>
SwitchX#
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DevicTeue 21 3akpoiiTe MOIKIIOUEHHUE K MAapIIPYTH3ATOPY C MOMOIIBI0 KoMaHael disconnect
Broj aT0i KOMaHIBI 6€3 YMCICHHOTO 3HAYCHHSI HHTSPIIPETHPYETCS Kak
3aKpPBITHE MOCIEIHET0 CO3IaHHOTO coeiuHeHMs. Heo0XoauMo moATBepaANTh
3amnpoIIeHHOE AeiicTBUE. BBIBOI KOMaH/IbI JOKEH BHITSACTh CICAYIOMINM
oOpa3zom:

SwitchX#disconnect

Closing connection to 10.10.10.3 [confirm]

SwitchX#

Denctene 22 OTMEHHUTE U3MEHEHHE 3HaUeHM TaliMayTta pexxuma EXEC, BepHyB 3HaucHME
o ymoadanuio 10 MuHyT. BeIBO KOMaH/BI IOJIKEH BBITJISACTD CICAYIOMUM
obpazoM:

SwitchX#conf t

Enter configuration commands, one per line. End wit h CNTL/Z.

SwitchX(config)#line vty 0 15

SwitchX(config-line)#exec-timeout 10

SwitchX(config-line)#end

SwitchX#

Deiicteue 23 Hcnone3yiite mocnenoBarensuocts Cirl-Shift-6 |, X ams Bo3Bpamienus
K MapIIpyTH3aTopy, 3aTeM BBeAnTe KoMaHIy Show sessionBrisox Ha
9KpaH JOJHKEH BBITJISACTD CIACAYIOMAM 00pa3oM:

SwitchX# <ctrl-shift-6, x>

RouterX#show sessions

Conn Host Address Byte Idle Conn Nam e

*110.10.10.11  10.10.10.11 0 110.10. 10.11

210.10.10.11  10.10.10.11 0 39

Devictene 24 Hcmone3yiite koMaumy diSCONNECt 4TOOBI 3aKPBITH 00a TOAKITIOYEHHUS
K KOMMYTaTopy. BEIBOI Ha DKpaH JTODKEH BBITIAIETh CICIYIONTAM 00pa3oM:

RouterX#disconnect 1

Closing connection to 10.10.10.11 [confirm]

RouterX#disconnect 2

Closing connection to 10.10.10.11 [confirm]

RouterX#

DOevicteue 25 OTMeHHTE U3MECHEHHE 3HAUYEHUs TaiiMayTa pexkuma EXEC, BepHyB 3HaueHme
o ymondanuto 10 MunyT. BEIBO Ha 3KpaH JTOKEH BBITISIACTD CICTYOIIAM
oOpa3zoM:

RouterX#conf t

Enter configuration commands, one per line. End wit h CNTL/Z.

RouterX(config)#line vty 0 4

RouterX(config-line)#exec-timeout 10

RouterX(config-line)#end

RouterX#

DOencTteune 26 3akpoiite SSHioaKII0YCHNE K MapIIPYyTH3ATOPY pab0Uei rPYIIIIbI C ITOMOIIBIO
komaH el logout. 3atem 3akpoiite VPN-monkirouenue.
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lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUYHUTACTCA BBIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.

B UHULOUUPOBaHHI TelnetiionkioyeHns MeKly KOMMYTaTOPOM M MapLIPyTH3aTOPOM
paboueii rpymis;

N YHUIMUPOBAHO SSHIOIKIIOYCHUE MKy KOMMYTaTOPOM U MapLIPYTH3aTOPOM
paboueii rpymis;

B CIIOMOIIBI0 KOMaHIsI ShOW SeSSionsnpeaeeHbl TEKYINNE TTOAKITIOYEHNS B UX
TapaMeTphl, BKIII0Yast aKTUBHBIC CEAHCHI K HOMEPA CEaHCOB,;

B CIIOMOLIBI0 KOMaH/ b SNOW USErsorpeienieHbl MoIb30BaTeNH, OIKII0YCHHBIC
B K KOMMYTaTOPY H MapLIpyTH3aTOpy padoyeil TpyIs;

B C TOMOIIBIO TOCIIEI0BATEILHOCTH BBIX0/1a IPHOCTAHOBIICHO HCIIONIb3yeMOe (aKTHBHOE)
coeanHeHMe (ceaHc);

B C IIOMOIIBI0 KOMaHIB F€SUMEBBIOPAHO OTKPHITOE MOAKIIOUEHHE (CeaHc) st
HCIIOJIb30BaHUS,

B CIIOMOIIBI0 KOMaHIBE €XeC-timeoutBo3BpalieHo HCXOIHOE 3HAYEHHE TaiiMepa
Ha MapuIpyTU3aTope U KoMmmyTarope padoueii rpymmsl (10 MuHyT);

N BCe NOAKIIOYCHHMS 3aKPBITHI C oMomIbio koman disconnectu logout;

®m  3asepuena padora TyHHens VPN ot 1K k ymanenHoii paboueii rpymnre.
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JlTabopaTtopHas pabota 5-1: Noakno4veHne
K ceTn UHTepHeT

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B sTOM ynpaskHeHHH BaM ClIeAyeT HaCTPOUTh UCTIONIb30BaHue |P-agpeca, momy4eHHOro OT
DHCP-<epgepa, Ha Ethernetanrepdeiice PBC u Bkirounts PAT (mpeoOpazoBanue anpecoB
1 optoB). [lociie BBITOIHEHUSI ATOTO YIPaKHEHHUS BB OyIeTe CIIOCOOHBI C/IeNaTh CIeyoIIee:

m ¢ nomomipo Cisco SDMuacTponTs uemosbp3oBanue |P-anpeca, MoiydeHHOTO OT
DHCP-<cepgepa, na Ethernetanrepdeiice PBC;

m ¢ uomomipio Cisco SDMracTponTs Ha MapIIPyTH3aTOPE MOAIEPIKKY MPe0Opa3oBaHus
PAT nns Baytpennero Ethernetanrepdeiica uepes Ethernetanrepdeiic PBC;

m ¢ nomouipto Cisco SDMnpoBepuTh COOTBETCTBHE KOHPHUTYpAIMU TPEOOBAHUSIM
nabopaTopHOii paboTHI,

B CIOMOMIBIO HHTEpdEca KOMaHIHOM CTPOKU MPOBEPUTH paboTy MPeodpa3oBaHust
PAT na Ethernetanrepdetice PBC.

UnnocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPAKHCHUS.

Unnoctpauua 3agaHua K nabopaTtopHou
paboTe 5-1
Moaknro4veHune k cetn UHTepHeT

YaanenHwlid MK cTyneHTa

JlabopaTopHbIi
«UHTepHeT).

BHewWHWA (MHTepdeinc WAN)
MapiupyTtusatop X

BHyTpeHHWiA (nHTepdeiic LAN)
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HeoGxoaumble pecypchbl
Hwxe nepeunciensl pecypcsl U ycTpoiicTBa, HEOOXOAUMBIE JUISI BBIIIOJHEHUS YIPAXKHEHUS.
m [IK, moakto4eHHBIH K yAaJIeHHON JIAOOpaTOpHH.
m  [Ipunoxenue 1 IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  Mudopmanus o 10CTyne K HA3HAYCHHOMY KOMITJICKTY 000pYIOBaHUs, MOJYICHHAS
B j1abopartopHoii paborte 2-1.

®  VchenHoe BhIMOJIHEHUE J1JabopaTopHoi padoTs! 4-9.

Cnuncok KomaHp

B Ta6m/1ue MMPUBOAUTCA OIMMCAHNEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

Komanpgbl mapwpyTtusatopa Cisco I0S

KomaHpa OnucaHue

clear ip nat translation * YnansaeT AMHamuyeckue npeobpasosaHnsa NAT
13 Tabnumubl Npeobpa3oBaHus.

pi ng i p_anpec Ob6LwenprHAaTOe CpeacTBO BbisiBNEHNs npobnem goctyna
K yCTponcTBaMm. Mcnonb3ayeTt 3X0-3anpochkl U 9X0-0TBEThI
nytv ICMP, 4yToGbl oNpeaennTb, akTUBEH N yAaneHHbI’
xocT. KomaHga ping Takke onpeaensieT Konm4yecTso
BPEMEHU, 3aTpaymBaemMoro Ha rnory4yeHue axo-oTeerta.

show dhcp | ease OtobpaxaeT agpeca DHCP, apeHayemble y cepBepa.
show i p nat translations OtobparkaeT akTuBHbIE Npouecchl npeobpasoBanus NAT.
NMopckasku

Jiist 5TOM Tab0paTOPHOI PabOTHI HET MOACKA30K.

3apava 1: Ucnonb3oBaHue Cisco SDM ana HacTpouKu
noakno4vyeHus K UHTepHeTy Yepe3 Ethernet

B aroii 3apaue Bam HeoOxoaumo ucnonbzoBath [10 Cisco SDM uro6sr Hactpouts Ethernet-
nogkioueHne kK PBC Ha ucnonszoBanne DHCP-<epBepa ans nonyyenus |IP-anpeca. Otot
unTepdelic Taxke OyJeT UCIOIB30BAThCS B PEIKUME MpeoOpa3oBanus aapecoB mopToB NAT.
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Mpoueaypa ynpaxHeHus
BrinoniHute crenyromue 1ecTBUs:

DOevicteue 1 Otkpoiite VPN-monkmoueHme Kk yaaneHHol paboueii rpymme.

Deiicteme 2 Otkpoiite okao Windows Internet Explorer sBeeaute IP-anpec
MapuipyTu3aTopa paboueii rpynmnsl B aapecHoi ctpoke B Bune URL-ampeca,
Harpumep https://10.x.x.3.

23 about:blank - Microsoft Internet Explorer, provi

File Edit iew Favorites Tools  Help

M_J'- \J \ﬂ @ h f_J Seatch

: Address | https:ff10.2.2.3

Oencteue 3 B OTKPBIBILIEMCSI HOBOM OKHE BBEIUTE MMs MOJIb30BATEIISA netadmin u napoib
netadmin.

Connect to 10.2.2.3

level_15_access

User name: | € retadmin b |

Password: | sssssss |

[CIremember my password

e

DOevicteue 4 MOXKeT MOSBUTHCS Clenyoee OKHO. B 3ToM cinydae HaxxMMalTe KHOTIKY YeS
B 3TOM U gcex CIEIYIOUINX OKHAX IPEAYNPEKICHUS CUCTEMbI O€30I1aCHOCTH.

Security Alert f'>__<|

ri"; Information you exchange with thiz site cannot be viewed or
?. changed by others. However, there iz a problem with the site's
secuity certificate.

& The security certificate was issued by a company you have
not chosen ko trust. View the certificate to detemine whether
you want to trust the certifying authority.

a The security certificate date is valid

The name on the secuiity certificate iz invalid or does not
match the name of the site

Do you want to proceed?

[~ es ] [ Mo ] [View Cetific:ate
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Oenctene 5 B KOHEYHOM UTOTE JOJKEH MOSBUTHCS CICTYIOIINMI 3KpaH.

8 Cisco Router, and Security Device Manager (SDM): 10.2.2.3

File Edit “iew Tools Help

- w ® @ o 9 g
H bt Conf @ Manit
@ e * ORQL"E g Refrash Save Search Help I
Model Type: 105 Version:
Available / Total MemonyMB): SDM Version:

Available ! Total FlashiMB):

(7] LY & 9 Q

Configuration Overview

‘3: Interfaces and Connections

Total Supported LAN: Total Supported VWAN:
Configured LAN Interface: Total WAN Connections:
DHCP Server:

3y Firewall Policies

&y n

IPSec (Site-to-Site): GRE over IPSec:
Xauth Login Required: Easy VPH Remote:
No. of DMWYPHN Clients: No. of Active VPN Clients:

Ho. of Static Route: Active Signatures:
Dymamic Routing Protocols: Mo. of IPS-enabled Interfaces:
SDF Version:

Security Dashboard

DOencteune 6 Ilepeiinute Ha Briaaky Configure (Hacrpoiika).

co Router and Security Device Manager (SDM): 10.2.2.3
File Edit ¥iew Tools Help

- @ : @ d Q ?
@ e i\{snflgure Hontla Refresh Save Search Help
Interfaces and Connectiohs

Create Connection | Edit InterfacelConnection 1

Create Mew Connectian
Select a connection and click Create Mew Connection
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Deiicteue 7 Tlepeitnute Ha Bkiaaky Create Connection Co3naTh noak;i4yeHue)
U yctaHoBHTe nepekiodatens Ethernet PPPOE or Unencapsulated Routing
(Ethernet PPPOEwnu MmapmpyTusanus 6e3 MHKANCYIAHH).

=,

= Interfaces and Connections

Create Cunnectiun\[ Edit Interface/Connection \|

—— Create Mew Connection
Select a conmection and click Create Mewvw Connection

[ Ethernet LA

[+ Fthernet (PPPoE or Unencapsulsted Routing)

[ Serial (PPP, HOLS or Frame Relay)

Infarmatian

You can configure an Bthernet Wak interface for PPPoE ar unencapsulated routing Click Create Mewy
Connection to start.

Oenctene 8 Haxmute kHonky Create New Connection Co3aaTh moak/iroueHne) B HIKHEH
YaCTH 3TOW BKJIAJIKH.

Create [I\J\EW Connection

by

Homw do | : |HDW Do | Configure an Unsupported WAk Interface?

Deiictene 9 B okne «Welcome to the Ethernet WAN Configuration Wizarmdxmure
kaonky Next (lasee) B HIKHEH yacTi 001aCTH.

Ethernet Wizard

Welcome to the Ethernet WAN Configuration Wizard

WAN Wizard

This wizard will allow vou to configure an Ethernet interface for Internet connectivity.

Denctene 10 B okxue «Encapsulations¥{ukarncymsims) He yCTaHaBIMBaNiTe HUKAKUX (PIayKKOB.
Jlnst mpoosmkenust Haxkmute KHONKY Next (JaJiee) B HIDKHEH YacTH TTaHEIH.

Ethernet Wizard - FastEthernet0/1 f'5_<|

m wﬂlﬂ Encapsulation
Interface:  FastEthernet0i

Ifthe router is connected to a DSL modem, you may need to configure the router as a
PPPoE client. Your service provider can tell you ifyou need to do this.

™ Enahble PPFoE encapsulation
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DOencteue 11 B okne «IP address» (IRapec) He ycTaHaBIMBaiTe HUKAKHUX (IIAXKKOB.

JlomkeH OBITh yCTaHOBJICH TOJNbKO nepekittoyarenis Dynamic (DHCP Client)
(Munamuueckoe (DHCP-kaunenT)). [l MPOSOIDKEHNS HAXKMHUTE KHOIIKY

Next (Taaee).

Ethernet Wizard - FastEthernet0s1

m ww IP address

Enter the IP address for this connection

™ Static IP address

* Dynamic (OHCP Client)

Hostname:

—
—

(Optional)

| §

checkbox below.

™ Enahle Dynamic DS

You can configure this interface to perform dynamic DMS updates by checking the

[DFErEoREz

| Cancel| Help |

< Back | Nt > |
Lo

DOencteue 12 B okHe «Advanced Options»JonoaHuTenbHbIE TapaMeTphl) YCTAHOBHUTE
¢dnaxok Port Address Translation ([Ipeo6pa3oBanune agpecoB 1 MOPTOB).

B mose LAN Interface to Be Translated (Autepeiic IBC s

npeodpa3oBaHus) aBTOMAaTHUECKHU mobaBuTCs 3HaueHne «FastEthernet0/0».
Jlnst mpomosmkenust Haxkmute KHONKy Next ([lajiee) B HIKHEH JacTH TTAHENH.

Ethernet Wizard - FastEthernet0/1

Advanced Options

WAN Wizard

PAT i not configured on any router interface. Configuring PAT allows multiple
devices on the LAN to share this WAN connection.

rkPurT Address Translation

LAM Interface to be translated:

FastEthernetiio |
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Oencteue 13 O3HakoMbTeCh ¢ MH(pOpMalHeil B okHe «Summary» (Bonka). [{ns 3aBepuieHus
paboTsl MacTepa Haxxmute kHomnky Finish (I'oToo).

Ethernet Wizard - FastEthernet0/1 fg|

m leand Summary

Please click Finish to deliver to the router

Selected Interface (FastEthernetli
PPPoE Encapsulation: Disabled
IP address :Dynamic (DHCP Clienty

PAT
Inside Interface :FastEthernet0id
Outside Interface :FastEthernet0n

[ Testthe connectivity after configuring

Help |

< Back | | Finjs}u
b

Oencteue 14 Komanzap! koHdurypanuu nepenansl. Haxxmure kHonky OK , 94T00BI 3aKpHITH
okao «Commands Delivery Status®@dcrosiHue 10ocTaBKM KOMaH[).

Commands Delivery Status §|

Command Delivery Status:

Preparing commands for delivery...
Submitting 14 commands, please wait. .
Configuration delivered to router.

e
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Deiicteue 15 Ha Brianke «Edit Interface/ConnectionMémenuts nntepdeiic/moaxmoucHue),
KOTOpPast OTKPBLUIACH MOCJIC BBIMOIHEHHS TPEABIIYIICTO ACHCTBYS, BEIOCPUTE
FastEthernet0/1

%. Interfaces and Connections

Create Connection | Edit Interface/Connection
Interface List da Add - [ Edit [ Delete [ Summary | & Detalls @ Disable
Interface | IP Type | Slat | Status | Description
FastEthernet0m 10.2.2.3 10/ 00Ethernet 0 & Up
FastEthernetDil : 21 14(DHCF 101 00Ethernet 0 (%] Lp
Seriallmio k no IP address Serial a & Dow
Seriallmi no IP address Serial a & Dowr
Details ahout Interface:FastEthernet0n & Administratively Up & Adn
Itern Marme ltem Value
IP addressizubnet mask 1722021 14(DHCF Client)
AT Outside

Deiicteue 16 YOeautech, uto 3aaan IP-anpec u mocie Hero orodpaxaercs sHauenue (DHCP).
Taxxe oOpaTuTe BHUMaHWE, 4TO B HIDKHEH manenu mist NAT 3amano 3HadYeHHe
«Outside» Buemrnee).

MpumeyvaHue. [ns NPpUHYONTENBHO obHOoBMNEHUA 3TOroO 9KpaHa MOXHO HaXaTb KHOMKY «Refresh».

Devicteue 17 3akpoiite ceanc Cisco SDMu VPN-oakmouenue.

lNMpoBepka ynpaxHeHUst
3a;[aHHe CUHUTACTCHA BBIIIOJIHEHHBIM, €CJIM JOCTUTHYTHI CJIICAYIOIINC pCSyJILTaTI)I:

E 1pu IpOBEpKe yCTaHOBJIEHO, uTo uHTepdeiic FastEthernetO/imveer anpec, momy4yeHHbIiH
¢ nomouipo DHCP;

®  BO Bpewms aelictBus 15Bb1 yoenumucs, uto uatepdeiic FastEthernetO/Bnpenenen xax
eHympennutl uatepderic B kouduryparmu PAT;

B Bo BpeMms neiictBus 15BeI yOemmucsk, uro uaTepdeiic FastEthernetO/ampenenen kak
srewnull maTepdeiic B konpuryparmuu PAT.

3apava 2: Ucnonb3oBaHue nHtepdenca KOMaHAHON CTPOKU ANS
npoBepku padbotbl PAT Ha MmapLipyTusaTtope pado4yeun rpynnbl

B sToli 3a1a4e BaM HEOOX0IUMO c03AaTh SSHH0AKIIOUeHHE K paboyeit rpyme.

Jns oTripaBKu 9X0-3ampoca no |P-ajpecy numro3a mo yMor4aHuio, Ipe10CTaBICHHOTO
DHCP-<cepBepom, HEOOXOTUMO UCTIONB30BAaTh KOMaH bl HHTEpdeiica KOMaHIHOH CTPOKH.
3artem ¢ nmomornkko komana clear u show ip nat translationsesiBeiure nHpOpManuio

o npeodpazoBarnu PAT, coxpaHeHHYIO MapIIpyTH3aTOPOM paboUeii TPYIIITH.
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Mpoueaypa ynpaxHeHusi
Brinonnure cneayromue geicTBUS:

Oenctene 1  C MOMOIIBIO TIPUIIOKEHHUS IMYJISILIMK TEPMHUHAIIA C TOAAEPKKoi SSH
MTOAKTIOYUTECH K MapIIPYTU3aTOPY HA3HAUYEHHOH paboueil TpyIIIbL.

Oencteve 2 B npuriameHny npuBHICTHPOBAHHOTO PEKUMA BBEIUTE KOMaHIy ShOW
dhcp leaseBriBox Ha 9KpaH TOKEH BITIISICTh QHATOTHYHO PUMEpPY HIKE.
KonkpeTtHble ganHbIe OyIyT OTAMYATHCS AJIs KaXKJ0r0 KOMIUIEKTa 000pYIOBaHHS.

RouterX#show dhcp lease
Temp IP addr: 172.20.21.5 for peer on Interface: Fa stEthernet0/1
Temp sub net mask: 255.255.255.0

DHCP Lease server: 172.20.21.254, state: 3 Bound

DHCP transaction id: 1F7E

Lease: 86400 secs, Renewal: 43200 secs, Rebind: 7 5600 secs
Temp def aul t - gat eway addr: 172.20.21. 254

Next timer fires after: 11:53:31

Retry count: 0 Client-ID: 00la.6cal.eed9

Client-ID hex dump: 001A6CA1EED9

Hostname: RouterX
RouterX#
Devicteme 3 Hcmone3ayiite koMaumy clear ip nat translation * mis ourcTKH OCTaBIIMXCS

nmaaaeiX NAT mepen mepexoaoM K CIeayomeMy TeHCTBHIO.

DOencteue 4 Vcnonesyiite komanay Show ip nat translations 4ro6s1 yoeautbes
B OTCYTCTBUHU JAHHBIX.

RouterX#clear ip nat translation *

RouterX#show ip nat translations

RouterX#

DOencteue 5 Vcnone3yiite KoMaHy PiNg Ut poBepKku cBsizu ¢ IP-ampecom mapipyTusaropa
10 YMOJYaHUIO, TIOJTYYEHHBIM U3 BBIBOJIA.

Oencteue 6 Vcnonb3yiite komanay Show ip nat translations 4yroGsr mpoBepuTs,
BBITIOJTHSIIOCH JIU ITpeoOpa3oBaHue. BbIBo Ha 3KpaH IOJKEH BBITISICTh
CIEeIyIOmnM 00pa3oM:

RouterX#show ip nat translations

RouterX#

Mpumeyanue. Bac moxeT yanBuThL OTCYTCTBME 3anucen Ans ycnewHo obpaboTaHHOro axo-3anpoca.
MpuunHa B cneundmke npouecca obpaboTku axo-3anpoca, KOTopbI ncnonbayeT IP-agpec
ucxopsero nHTepdelica B kadyectse IP-agpeca nctoyHunka. B nposepke, KOTOpPYIO Bbl
TOMbKO YTO BbINONHWUAW, UCXOAALWMA nHTepdeinc (FastEthernet0/1) nmeeT IP-agpec
172.20.x.254, KOTOpbIN He NOANEXMT Npeobpa3oBaHuto. YToObl 9TO NPOBEPUTD,
HeobxoamMMo riepelimu K KOMMymamopy pabouel epynrbi U noemopumes KomaHdy ping,
3aTeM 8epPHYMbCS K Mapwpymusamopy Ans NPoCMoTpa 3anvucu npeobpasoBaHus.

DOeiicteue 7 B mpuriamennu nons3oBarenbekoro pexxuma EXEC kommyTtaTtopa paboueit
IpYNIBI BBEAUTE KOMaHy Ping ms IP-aapeca MapiipyTu3aTopa 1mo yMoJI4aHuIo,
KOTOPBII OBLT UCTIONB30BaH B IEHCTBUU 5. BeIBOI Ha 3KpaH MOKEH BBITIISIICTD
CIeayIomuM 00pa3oM:

Swi t chX>ping 172.20.21.254

Type escape sequence to abort.

Sending 5, 100-byte ICMP Echos to 172.20.21.254, ti meout is 2 seconds:
mn

Success rate is 100 percent (5/5), round-trip min/a vg/max = 1/2/8 ms
SwitchX>
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Oencteue 8 BepHuTECh K MapIpyTH3aTOpPy pabouei TpyIIbl U BBEAUTE KOMaHIy Show ip
nat translations.

RouterX#show ip nat translations
Pro Inside global Inside local Outside local Outside global
icmp 172.20.21.5:33 10.10.10.11:33 172.20.21.254:33 172.20.21.254:33

Denctene 9 OOpaTuTe BHUMaHHUE, YTO B BBIBOJIC KOMaH bl BHYTPEHHUH JIOKaIbHbIN IP-ampec
OTHOCHJICSI K KOMMYTaTOpy pabodueii rpyIbl, a BHYTPSHHHH rI100aTbHBIH
IP-ampec otHocmics k uarepdeiicy FastEthernet0/1.

Devicteme 10 CoxpaHuTe TEKYIIYIO KOHGHUTypanuio B daiine startup-config.

lNMpoBepka ynpaxHeHuUsi
3a/laHre CUUTACTCSI BBIMIOIHEHHBIM, €CITH JOCTHTHYTHI CJICIYIONIHE PEe3yIbTaThL:
m |P-aapec muiro3a mo ymodanuio ycrerno nonyder or DHCP-€epBepa;

m paborocmnocoOHOCTs PAT mpoBepeHa ¢ mMOMOIIBI0 3X0-3a1poca, CHOPMUPOBAHHOTO
JIOKaJIbHO Ha MapIIpyTH3aTope pabouci rpyIiibl; B BBIBOAE KOMaH 16l ShOw ip nat
translation He oTOOpaXkanuch 3aMUCH MPEOOPa30BAHMS, 3TO CBA3AHO CO CBOWCTBAMHU
MAaKeTOB HX0-3aIMPOCcoB (C Ucmob3oBanueM |P-apecoB HCTOUHNKA);

B Ha KOMMYyTatope pabouei rpyIIibl Bbl TOBTOPHO BBHIMOJHWIA KOMaH/Ia PiNg, a 3aTeM BBEIH
koMaHIy Show ip hat translation, ata ocireoBaTeIpHOCTS TAKETOB HHUIIHHPOBAJIA
npeoOpa3oBaHue;

B Tekymas KoHpurypauus coxpanena B daitne startup-config.
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JlTabopaTtopHas pabota 5-2: Noakno4veHne
K rmaBHomy ocucy

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agauu ynpaxxHeHus

B sTOM ynpa)xHeHUH BBI JOIKHBEI HACTPOUTH MOCIEN0BATENBEHOE MOJKIIOYEHNE U CTATUIECKUH
MapuipyT. [lociie BBIMOIHEHNS 3TOTO YIIPaKHEHUS BBl OyieTe CHOCOOHBI cAenaTh CleAyIolee:

B HACTPOUTH MOCIeN0BaTEIbHBIN HHTepdeiic Ha ncnonb3oBanue PPP;

B HACTPOWUTH CTATHYCCKUN MapHIPyT K 3aaaHHoi |IP-cetr, 1ocTyn K KOTOPOit MOXKHO
MOJIyYUTh Yepe3 MOCIIe0BaTEIbHBIN HHTEP]EIC.

UnniocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPAKHCHUA.

Unnoctpauua K nabopaTtopHou paboTte 5-2
Moaknro4yeHne K rmaBHomy oducy

JINaGopaTopHbIX
«MHTepHeT».

e

MaplupyTusaTop X s0/0/0

<
132 .17 BBZ;@OD]

Heob6xoaumble pecypchbl

Hwxe nepeunciieHbl pecypesl U yCTPOHCTBa, HEOOXOAUMBIC [Tl BBIMOTHEHUS YIPAKHCHHS.
m [IK, moaKTOYeHHBIN K yAaJICHHON JIAOOPATOPHH.
m  [IpunoxeHue i SMYJSIIAKA TePMUHANIA ¢ oAaep:kkoi SSH.

m  Uudopmaiys o0 0CTyIe K HA3HAUCHHOMY KOMIUIEKTY 000pY/I0BaHUsI, TIOTydeHHAs
B j1abopartopHoii paborte 2-1.

®m  VYcreuHoe BHIONHEHHE 1abopaTopHOi paboTer 5-1.
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Cnuncok KomaHpg

B tabaurie mpuBOoaUTCS ONMMCaHWe KOMAaH/I, HCTIOIb3YEMBIX B YIIPAKHEHUH.

KomaHnpgbl mapwpyTtusatopa Cisco I0S

KomaHpa OnucaHune

description onucaHue [Mo3BonseT HacTpouTb ANst UHTepderica TEKCT ONUCaHUS.

interface serial 0/0/0 AKTUBUPYET peXxmm KoOHUrypaumm ykasaHHoro nitepdgenca.

encapsulation ppp 3apgaet npotokon PPP B kayecTBe MeToAa MHKancynaumm
nocnegoBaTenbHOro nHTepdgenca.

ip address ip_adpec macka B3apaet IP-agpec n macky uHtepdenca.

ip route npegukc_cemu YcTaHaBnMBaeT cTaTU4eCKUiA MapLUpYT K MECTY Ha3Ha4YeHwus!.

macka_npegukca
ip_adpec_cnedyroujeeo_nepexoda

shutdown OTKNoYaeT nnm BKIOYaeT MHTepdeNC.

no shutdown

ping ip_adpec Mcnonb3yeT axo-3anpocsl 1 axo-0TBeTbl ICMP, 4TOObI
onpeaenvTb, akTMBEH N YAaneHHbIN XOCT.

show ip route OTob6paxaeT TekyLlee COCTOsIHWE Tabnunubl MapLIpyTU3aLuu.

traceroute ip_adpec O6HapyxusaeT dakTnyeckne IP-mapLupyThl, MO KOTOPbIM

npoxogdT nakeTbl K MECTY Ha3HA4YeHUA.

NMopckasku

Jnist ynpakHEeHHH 3To# 1a00paTopHOH pabOThl JOCTYIHBI CIAEAYIOUIHE TOACKA3KH.

Tabnuua 1. CBegeHus o nocnegoBatenbHoM uHtepdence PBC

Pa6ouas IP-appec IP-appec yaaneHHoro YpaneHHas ceTb, | YAaneHHbIN XOCT,
rpynna nHTepcenca PBC nHTepcenca PBC AOCTyNHas AOCTYNHbIN Yepe3
s0/0/0, macka (MapwpyTHnsartop yepe3 s0/0/0 s0/0/0
255.255.255.0 crnepyrollero nepexoaa)
A 10.140.1.2 10.140.1.1 192.168.21.0 192.168.21.200
B 10.140.2.2 10.140.2.1 192.168.22.0 192.168.22.200
C 10.140.3.2 10.140.3.1 192.168.23.0 192.168.23.200
D 10.140.4.2 10.140.4.1 192.168.24.0 192.168.24.200
E 10.140.5.2 10.140.5.1 192.168.25.0 192.168.25.200
F 10.140.6.2 10.140.6.1 192.168.26.0 192.168.26.200
G 10.140.7.2 10.140.7.1 192.168.27.0 192.168.27.200
H 10.140.8.2 10.140.8.1 192.168.28.0 192.168.28.200
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TeKywume naponu

Bxopg B KOHCONb MapLipyTu3aTopa sanjose
Maponb «enable password» mapLupytusaTopa cisco
Maponb «enable secret» mapLipyTnsaTopa sanfran

WpeHTudmkatop nonb3osBarens Ans BXofa B CUCTEMY MapLupyTusaTopa Yyepes nuHuio VTY | netadmin

Maponb Ana BXoga B CUCTEMY MapLUpyTM3aTopa Yyepes nuHuo VTY netadmin
Bxop B KOHCOMNb KOMMyTaTopa sanjose
Maponb «enable password» KommyTaTOopa cisco
Maponb «enable secret» kommyTaTopa sanfran
NpeHTudmkaTop nonb3oBaTtens Ans BXoAa B CUCTEMY KOMMyTaTopa vepes nuHuo VTY netadmin
Maponb Ana BXxoga B cUCTEMY KOMMYyTaTopa Yepes nuHuio VTY netadmin

3apava 1. HacTtpounka nocnegoBaTtenbHoOro nHrepdenca 0/0/0
MapLupyTusaTtopa pabdoyeu rpynnbil

B sTo0li 3a1a4e Bl JOKHBI HA3HAYUTH [IEPBOMY IOCIIeA0BaTeIbHOMY HHTep(ericy IP-anpec.
Kpome Toro, mist aToro uatepdeiica HEOOX0IUMO HACTPOUTD MOAACPKKY HHKATCysmnn PPP.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

OenctBue 1

Oencrteue 2

Oencrteue 3

DOencrteue 4

OencTtBue 5

DencTtBue 6

OenctBue 7

Oencteue 8

[ToaxmrounTech K KOHCOJIEHOMY MOPTY MapIIpyTH3aTopa Ha3HauYeHHON paboueit
IPYIIbI ¥ IEPEHINTE K MPHUIJIAICHUIO TIPUBUIETUpoBaHHOro pexxuma EXEC.

Beenute xomanay config terminal, aro0sl nepeiiTu K npuriiameHuto
rJ100aaIbHON KOH(DUTypaLH.

Beenute komanny interface sO/0/Omwist nepexosa B pexkuM KOHPUTYypauu
MIEPBOT'O MMOCIIEA0BATEIILHOTO HHTEpdeiica.

Beenute komanay encapsulation ppp uto0s! BiounTh HHKancysso PPP
BMECTO HCIOJIB3yeMOH 1o ymMomyanuio uHkancysiaun HDLC.

Beeaure xomanmy ip addressip_adpec 255.255.255.0ykazas IP-agpec PBC
n3 Tabnuie! 1 B Havyane 5Tod 1abopaToOpHOM PabOTHI.

Beeaure xomanmy description Link to Main Office , uro6sr cBsi3aTh TEKCT
¢ uHTEepdeicom.

Beeaure komanmy N0 shutdown uro6sr cHOBa BKITIOUHMTE HHTEP(ETIC.

[MogoxanTe HECKOIBKO CEKYH/I AJIS 3aBEPILEHHsI BEIBOAA COOOIIEHHH O cTatyce.
3ateM BBenuTe KOMaHay €nd, 4uToObI BepHYThCS K NpHriamenuto pexuma EXEC.
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Denctene 9 [lpu BeIOIHEHUH AcicTBUI ¢ 3 110 8 BBIBOJI HAa 9KpaH JOJKEH BBITJISIETh

CIeIyIomuM 00pa3oM:

RouterX(config)#int s0/0/0
RouterX(config-if)#encapsulation ppp
RouterX(config-if)#ip address 10.140.10.2 255.255.2
RouterX(config-if)#description Link to Main Office
RouterX(config-if)#no shutdown

*Mar 26 21:10:35.451: %SYS-5-CONFIG_I: Configured f
RouterX#

*Mar 26 21:10:35.983: %LINK-3-UPDOWN: Interface Ser
RouterX#

*Mar 26 21:10:37.015: %LINEPROTO-5-UPDOWN: Line pro
changed state to up

RouterX(config-if)#end

55.0

rom console by console
ial0/0/0, changed state to up

tocol on Interface Serial0/0/0,

Deiicteue 10 Beeaute komanmy show interface s0/0/Quist BEIBOAA TEKYIIETO COCTOSHUS

MOCJe/I0BaTeIbHOTO HHTepdeiica.

DOewcteue 11 OOpaTuTe BHUMaHHE HA BBIICJICHHBIC >KUPHBIM IPU(TOM CTPOKH B IPHUBEJCHHOM
HIpKe pumepe. CTPOKH B BallleM BBIBOAE JTOJLKHBI OBITh TAKMUMH XKe.

RouterX#show interface s0/0/0

Serial0/0/0 is up, line protocol is up

Hardware is GT96K Serial
Description: Link to Main Office

Internet address is 10.140.10.2/24
MTU 1500 bytes, BW 1544 Kbit, DLY 20000 usec,
reliability 255/255, txload 1/255, rxload 1/25 5
Encapsul ati on PPP, LCP QOpen
Open: |1 PCP, CDPCP, | oopback not set
Keepalive set (10 sec)

Text omitted

Dencteune 12 Ecnu KaHAJIBHBIN MPOTOKOI MOCeR0BaTeIpHOr0 nHTEepdetica HE BrimroueH,
yOenuTech B MPaBHWILHOM BBOJAC HHPOPMAITUH.

lNMpoBepka ynpaxHeHuUs

3ajaHue CUUTACTCSI BBIMOIHEHHBIM, €CJIH JOCTUTHYTHI CIEAYIOLINE PE3yIbTaThl:
® g nporokoia PPPkoppekTHO HacTpoeHa mapa MMEHH MMOJIb30BaTeNsl U apoIis;
m uHTepdeiicy HazHaueH |IP-agpec u3 tabauub! 1370 mabopaTtopHoii paboTHI,

B CroMompio KoMaHasl ShOw interfacessr onpemenunm, 94To MOCIEN0BATENbHBIN
unTepdeiic 6xouen n KaHAIbHBIA TIPOTOKOI 6KIIOUEH.

3apava 2: NpoBepka NoAKNIOYEHUA K Ha3Ha4YeHHOMN
yoarneHHOM ceTun

ITpoBepka MOAKIFOUYCHHUS K YIAJICHHON CETH C MOMOIIBI0 KOMaH/IbI PiNg, KOTOpas J0CTyIHA

TOJIBKO Yepe3 TOJBKO YTO HACTPOCHHBIHN TOCICA0OBATENLHBIN HHTEpdElic, OyIeT HeYIaqHOM.

3areM BbI TOJDKHBI UCTIONIB30BaTh pasianuHbie koMau sl CiSCO |OSus BRIsICHEHUS TPUYHHBIL
HEJIOCTYITHOCTH CETH.
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Mpoueaypa ynpaxHeHus

BrinoniHute crenyromue 1ecTBUs:

Oencteue 1 BBemure koMaHay PiNg yoarenHswiti_xocm, UCTIONB3Ysl Ha3HaueHHBIN |IP-anpec

yIaJIeHHOT0 X0cTa 13 Tabnuiel 1 Bhie. BbIBOA Ha 9KpaH JOJKECH BBITIISAACT
CIeIyIomuM 00pa3oM:

RouterX#ping 192.168.21.200

Type escape sequence to abort.

Sending 5, 100-byte ICMP Echos to 192.168.21.200, t imeout is 2 seconds:
u.u.u

Success rate is 0 percent (0/5)

Oencteue 2 Bpenute komaHmy traceroute ydanenuwiii_xocm, ucnions3ys |P-anpec u3

MPEeIbITYIIEero AeHcTBUS. BRIBO Ha 3KpaH JOJDKEH BBITIISAACTD CIICTYOIAM
obpazoM:

RouterX#traceroute 192.168.21.200

Type escape sequence to abort.
Tracing the route to 192.168.21.200

1172.20.21.254 0 msec 4 msec 0 msec
2172.20.21.254 'H * 'H

Denctene 3 BBIBOI JOIDKEH yKa3bIBaTh, UTO MMAKETHI OTIIpaBiieHk Ha IP-anpec «Internet»

uyepes unrepdeiic FastEthernet 0/1.

DOencteue 4 Baemure komanay Show ip route mis mpocMoTpa Tekyiei nHpopManum,

COXpaHECHHOUW B TaOIUIle MapIIPYTOB. BHIBO HA SKpaH JIOJKEH BBITIISIETD
CIEeIyIOmnM 00pa3oM:

RouterX#show ip route

Codes: C - connected, S - static, R - RIP, M - mobi le, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
El - OSPF external type 1, E2 - OSPF external t ype 2
i-1S-1S, su - IS-IS summary, L1 - IS-IS level -1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route

0 - ODR, P - periodic downloaded static route

Gateway of last resort is 172.20.21.254 to network 0.0.0.0

172.20.0.0/24 is subnetted, 1 subnets

C 172.20.21.0 is directly connected, FastEtherne t0/1
10.0.0.0/8 is variably subnetted, 3 subnets, 2 m asks
C 10.10.10.0/24 is directly connected, FastEther net0/0
C 10.140.10.1/32 is directly connected, Serial0/ 0/0
C 10.140.10.0/24 is directly connected, Serial0/ 0/0

S* 0.0.0.0/0 [254/0] via 172.20.21.254

DOevicteue 5 OOpaTuTe BHUMaHUE HA IBE CTPOKU IPUMEPA, BBIICICHHBIC )KUPHBIM MIPH(PTOM.

OHHM yKa3bIBAIOT, YTO SAMHCTBEHHOE MECTO, B KOTOPOE MAPIIPYTU3ATOP MOKET
OTIPABUTH MAKETHI ¢ aPeCaMH Ha3HAUCHUS, HE HAWICHHBIMU B CETSAX C MPSIMBIM
MOAKIIIOYEHUEM, —3TO MAPLIPYTH3ATOP MO YMOIYAHUI0. MapIipyTu3aTop 1o
YMOJTYaHHUIO onpeaeicH ¢ noMoinbto agpeca 0.0.0.0.

144

Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUYHUTACTCA BBIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.
E C [IOMOIIBIO KOMaHKI fraceroute Bel onpenenuiny, Kyaa OTIPABICHBI TAKETHI;

B CoMOIIbI0 KOMaH/ 6l ShOW ip route commandssbl onpeIeHig, YTO B TAOIHUIIE
MapIIpyTU3AIMK HET 3amkceii, COOTBETCTBYIOIIMX CETH, K KOTOPOU BBI MBITATIHCH
MOJYYHUTE TOCTYIT; KPOME TOTO, B TAOIHIIE MApIIPYTH3AIUH TPUCYTCTBYET 3aTUChH
VTS TIEPECHITKHI TTAKETOB C «HEM3BECTHBIM» MECTOM Ha3HAYEHHUs, KOTOPast Ha3bIBAETCS
nurro3oM last resortiimro3om mocieaHe HaaexKIbI).

3apava 3. [lo6aBneHune 3anucu ctaTUM4ecKoro mapLupyTa ans
yoarneHHOM ceTun

Br1 onpenenmimyi, yTo pUYrHA TPOOIEMBI JOCTYTIA K YIATEHHON CEeTH 3aKITI09aeTCst

B OTCYTCTBHH 3aIIMICH B TaOJIUIIE MapIIPYTHU3AIMH VIS 3TOH ceTH. B manHo# 3amade

BBI JIOJDKHBI YCTPAHUTH 3TY MPOOJIeMy, 100aBUB 3aMTUCh CTATHYESCKOTO MapIIpyTa

B KOH(UTYpaIHIo. 3aTeM BBI JOKHBI YOSTUTHCS B TOM, YTO B PE3yJILTATE STOTO JCHCTBUS
npobiieMa yctpaneHa. OOpaTuTe BHUMaHUE, YTO IS PEIICHHS STON MPOOJIEMBI C ITOMOIIHIO
CTaTHMYECKOTO MapIIpyTa Ha yJAICHHOM MapIIpyTH3aTOPE TOJDKHA OBITh COOTBETCTBYIOIIAS
CTaTUYECKas 3alHCh, OTPEICIIIONIas 0OpaTHRI MapIIpyT K padoueii rpymme. Ber MokeTe
MIpeIoaraTh, 9To OHa YK€ CO3/1aHa aIMUHUCTPATOPOM 3TOTO MapIIPyTHU3aTOPA.

Mpoueaypa ynpaxHeHus

Brinonnure cneayromue AecTBUS:

Oencteue 1 B mpuriamieHuy MPUBUICTHPOBAHHOTO PeXKMMa BBenTe KoMaHy conf t
JUISL TIepexXoJia B PeXKHUM TI00abHON KOHPUTYpaIyy.

Oencteue 2 Beemurte KoMaHay Ip route yoarennas_cemos mMacka_yoaienHol_cemu
IP_aopec_mapwpymuzamopa_caedyiowezo_nepexoda. IlapameTpsl 3TOMH
KOMaH/Ibl MO’KHO HaiiTh B Tabnuiie 1. BeIBoM Ha KpaH JIOJKEH BBITIISIETD
CIICAYIOIIAM 00pa3oM:

RouterX(config)# ip route 192.168.2x.0 255. 255. 255. 0 10. 140.x.1

Oencteue 3 Beemure komanay end uist BeIX0/a U3 pexxrMa KOH(UTypanuu 1 Bo3BpaTa
K npurnamennto pexuma EXEC.

DOencteue 4 Beemure komanay Show ip route ms mpocMoTpa Tekyei nHpopManum,
COXPaHEHHOU B TaOJIMIIe MapUIpyTOB. BBIBO/ Ha dKpaH JIOJDKEH BBITIISIETD
CIICAYIOIIAM 00pa3oM:

RouterX#show ip route

. TexcT nponyumeH

Gateway of last resort is 172.20.21.254 to network 0.0.0.0
172.20.0.0/24 is subnetted, 1 subnets

C 172.20.21.0 is directly connected, FastEtherne to/1

S 192.168.21.0/24 [1/0] via 10.140.10.1
10.0.0.0/8 is variably subnetted, 3 subnets, 2 m asks

C 10.10.10.0/24 is directly connected, FastEther net0/0

C 10.140.10.1/32 is directly connected, Serial0/ 0/0

C 10.140.10.0/24 is directly connected, Serial0/ 0/0

S* 0.0.0.0/0 [254/0] via 172.20.21.254

RouterX#
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DOencteue 5 Beemure KoMaHay PiNG yoarenuviti_xocm_cemu IS TPOBEPKH AOCTYITHOCTH
yaaneHHOH ceTr. BbIBOJ Ha DKpaH JOIHKEH BRITIISIIETH CISAYIONIINM 00pa3oMm:

RouterX#ping 192.168.21.200

Type escape sequence to abort.

Sending 5, 100-byte ICMP Echos to 192.168.21.200, t imeout is 2 seconds:
1

Success rate is 100 percent (5/5), round-trip min/a vg/max = 28/28/32 ms
RouterX#

Dencteue 6 Baemute KomMaHmy traceroute yoaneumusiii_xocm_cemu ISl OTOOpaXKEHUS IMyTH
MaKeTOB K yJaJICHHOW ceTH. BBIBOJ Ha SKpaH JOKEH BBITIISIETh CICAYIOIIHM
oOpa3zom:

RouterX#traceroute 192.168.21.200

Type escape sequence to abort.
Tracing the route to 192.168.21.200

110.140.10.1 12 msec * 12 msec

DOeiicteue 7 OOpaTHTe BHUMaHHUE, YTO B BBIBOJIC TPACCUPOBKU MapIIPyTa PUCYTCTBYET
TOJIBKO OJTHA CTPOKA, TaK KaK PACCTOSIHHUE 0 YJAIEHHOW CETH COCTABIISET
OJIMH MEPEXOo.

Deiictene 8  CoxpaHuTe TEKYIIYIO KOHGHUrypanuio B ¢aiine startup-config.

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CIICAYIOMIUEC PE3YIIBT aThI.

M HACTpPOEHA 3aIlMCh CTATUYECKOr0 MapuIpyTa, onpenestomas |P-agpec mapmpyrusaropa
CIIeIyIONIEro nepexoa AIst nocienopatenbHoro naTepderica 0/0/0B koHpuUryparmm
MapuIpyTu3aTopa pabodeil rpymisl;

B CIIOMOIIBI0 KOMaHIEl ShOW ip route moaTBepKaeHO0 HaJHYHE 3aIIUCH YIAIEHHON CEeTH;
B CIIOMOIIBI0 KOMaHIB! PiNQ YCIENTHO IMPOBEPEHA TOCTYITHOCTh CETH;

B CIIOMOIIEI0 KOMaH I traceroute Bel yOeaminch, 94To IMyTh MPOXoauT depes |P-1oaceTs,
UCTIONB3YeMYI0 Ha mocienoBatenbHoM uHTepdetice 0/0/0;

B Tekymas KoHpurypauus coxpanena B aitne startup-config.
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JlabopaTtopHasa pabota 5-3:. [luHamn4yeckas
MapLIpyTMU3auusa K rmaBHomy ocducy

BeinosiHuTe yrnpakHEHUE 3TOH 1a00paTOpHOM pabOThI, YTOOBI IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agauu ynpaxxHeHus

B sTOoM ynpakHeHnH BaM HEOOXOIUMO BKIIFOUUTH ITPOTOKOJ TUHAMHYECKON MapIIPyTU3aIIUU
RIP.ITocne BBITOIHEHUS 3TOTO YIIPAKHEHUS BbI OyIETEe CITIOCOOHBI CIENaTh CIEAYIOIIEe:

®  HacTpouTh npoTokos RIP Ha MapmpyTuzaTope pabodeid Tpymisl,
m  1npoBeputh padory RIP;

B yJaIuTh HEHY)KHbIE CTATHYECKHE MaPIIPYTHl K COCEAHEN CETH.

UnniocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPEMA JAHHOTO YIIPAKHCHUS.

UnnocTtpauusa 3agaHusa K naboparopHoun padorte 5-3
OuHamunyeckas MapLipyTusauus K rnmaBHomMmy ocpucy

IlabopaTopHbIi
«HTepHeT».

amP_s3

[ nasHbIA
MapLLpyTH3aTop,

“192.168.2y.200,
192.168.12y.200
192.168.22y.200

Mapwpymsarop X J3V[Ve]

Heob6xoaumble pecypchbl

Hwxe nepeunciieHbl pecypesl U yCTPOHCTBa, HEOOXOAUMBIC [Tl BBIMOTHEHUS YIPAKHCHHS.
m [IK, moaKTIOYeHHBIN K yAaICHHON JIAOOPATOPHH.
m  [IpunoxeHue i SMYJSIIANA TePMUHANA ¢ moAaep:kkoi SSH.

m  Uudopmaiys o 0CTyIe K HA3HAYCHHOMY KOMIUIEKTY 000pY/I0BaHUsI, TIOTyYeHHAsT
B j1abopartopHoii paborte 2-1.

®m  VYcremHoe BHIONHEHHE 1abopaTopHOi paboThl 5-2.
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Cnuncok KomaHpg

B tabnure mpuBoUTCS ONMMCaHWe KOMAaH/I, UCTIOIb3YEMBIX B YIIPaKHEHUH.

KomaHgbl

KomaHpa

OnucaHune

configure terminal

AKTUBMPYET PEXUM KOHUrypaLmm ¢ TepMuHana.

end

3aBepLuaeT pexum KoHpUrypaumm.

[no] ip route

YpansieT craTuy4eckuii MapLUpyT, HACTPOEHHBIN paHee.

network npegukc_cemu

3ajaeT cnucok ceTeii Ansa npouecca MaplupyTtusaumm RIP. Mpouecc
RIP 6ygeT oTnpaBnsTb U OTCReXnBaTb OGHOBNEHUS MapLUPYTOB Ha
nHTepdgeiicax, IP-agpeca KOTOPbIX COOTBETCTBYIOT YKa3aHHOM ceTu.

router rip

AKTMBUpPYET npouecc mapwpyTtnsaumm RIP.

show ip protocol

OToGpaxaeT Tekyllie 3HaYeHUs AN pasnUYHbIX CBOMCTB aKTUBHbIX
NPOTOKOMNOB MapLUPyTU3aLuU.

show ip route

OTobpaxkaeT TekyLee COCTOsIHWE Tabnmubl MapLIpyTU3aLmu.

traceroute ip_adpec

O6HapyxuBaeT hakTudeckue IP-MapLupyThl, N0 KOTOPLIM NPOXOAAT
nakeTbl NPY NepeMeLLeHUM K MeCTY HasHauYeHus.

version {1 ]2}

YkasbiBaeT Bepcuto RIP, rnoGansHo NpMMeHsieMyto Ha MapLupyTmaaTope.

NMopckasku

Ta6bnuua 1. CBeaeHusi 06 yganeHHOM xocTte

IP-aapec ynaneHHOro xocrta B ceTaX, AOCTYNHbIX Yepe3 s0/0/0

192.168.121.200

192.168.221.200

192.168.122.200

192.168.222.200

192.168.123.200

192.168.223.200

192.168.124.200

192.168.224.200

192.168.125.200

192.168.225.200

192.168.126.200

192.168.226.200

192.168.127.200

192.168.227.200

Pa6ouas
rpynna
A 192.168.21.200
B 192.168.22.200
C 192.168.23.200
D 192.168.24.200
E 192.168.25.200
F 192.168.26.200
G 192.168.27.200
H 192.168.28.200

192.168.128.200

192.168.228.200

Ot aZipeca MOTr'yT UCIIOJIb30BAaTLCA KaK aIpeCa HA3HAYCHUS B KOMaHJaX plng unm traceroute.

OHM ZOMYCTHMBI TOJBKO AT YKa3aHHOHM pabouei rpyImsl.

3apava 1: HacTtpouka npoTtokona mapuwpyTtu3sauum RIP
Ha mMaplpyTusaTtope paboyeun rpynnbl

B a710i1 3agaue BaM HEOOXOAMMO HACTPOUTH paboTy MpoToKoia Mapmpytusanuu RIP Ha
MapIIpyTu3aTope paboueii rpymmsl. 3aTeM HEOOXOIUMO KCITOIB30BaTh KoMaHael Cisco I0S
JUTSL TIPOBEPKU PabOTOCTIOCOOHOCTH MPOTOKOJIA.
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Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

Devictene 1 B npurinamennn EXEC BBequre komanmy show ip route s orobpaxkenus

TCKYIIUX 3aImcen Ta6J'II/II_II>I MapuaipyTusanuu. BBIBOZ[ Ha 3KpaH JOJIKCH
BBITJIAACTDH CICAYHOIUM 06pa30M:

RouterX#show ip route

Codes: C - connected, S - static, R - RIP, M - mobi le, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1l - OSPF external type 1, E2 - OSPF external t ype 2
i - 1S-1S, su - I1S-IS summary, L1 - IS-IS level -1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is 172.20.21.254 to network 0.0.0.0
172.20.0.0/24 is subnetted, 1 subnets

C 172.20.21.0 is directly connected, FastEtherne to/1

S 192.168.21.0/24 [1/0] via 10.140.10.1
10.0.0.0/8 is variably subnetted, 3 subnets, 2 m asks

C 10.10.10.0/24 is directly connected, FastEther net0/0

C 10.140.10.1/32 is directly connected, Serial0/ 0/0

C 10.140.10.0/24 is directly connected, Serial0/ 0/0

S* 0.0.0.0/0 [254/0] via 172.20.21.254

Devicteme 2 Bseaure komanmy configure terminal, aTo0ObI mepeiiTi K IpUTIIalIeHHIO
rJ100aabHON KOH(PUTypaLyH.

DOencteue 3 BBemure koMaHmy router rip ajst HACTPOWKHU MPOTOKoIa MapupyTuzauu RIP.

Deiicteue 4 Bseaute komanay network 10.0.0.Q uto6s1 BKmtouuth potokoi RIP Ha

unTepdeiicax, IP-axpeca KOTOPBIX COOTBETCTBYIOT aipecy ceTH (B JaHHOM

cirygae cetr 10.0.0.0).

Oencteue 5 Beemure komanay end uist BeIxoa U3 pexxrMa KoHdurypanuu. BeiBos Ha skpaH

JAOJDKCH BBITTIAACTE CIICAYIOIIUM 06pa30M:

RouterX#config terminal

Enter configuration commands, one per line. End wit h CNTL/Z.
RouterX(config)#router rip

RouterX(config-router)#network 10.0.0.0

RouterX(config-router)#end

DOencteue 6 Baemure komanay show ip protocol s otobpaxenust uadopmanum
0 TIPOTOKOJIaX MapiipyTu3auu |P, HacTpoeHHBIX Ha MapIIPyTH3aTOpE.
BrIBoI Ha 3KpaH TOJKEH BBITILSIETH CICIYIOIIUM 00pa3oM:

RouterX#show ip protocol
Routing Protocol is "rip"

Outgoing update filter list for all interfaces is not set
Incoming update filter list for all interfaces is not set
Sending updates every 30 seconds, next due in O se conds
Invalid after 180 seconds, hold down 180, flushed after 240

Redistributing: rip
Default version control: send version 1, receive any version
Interface Send Recv Triggered RIP Key-chain
Fast Et hernet 0/ 0 1 12
Serial 0/0/0 1 12
Automatic network summarization is in effect
Maximum path: 4
Routing for Networks:
10.0.0.0
Routing Information Sources:
Gateway Distance Last Update
Distance: (default is 120)
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Denctene 7 OOpaTuTe BHUMAHHUE, YTO B COOTBETCTBUH C BHIBOJIOM MapIIpyTH3aTOp OyaeT
OTIIPABIIATHE OOHOBIIEHUS BepcuH 1, HO OymeT pacro3HaBaTh M HCIOIL30BATh
0OHOBJIEHUS Bepcuid 1 u 2.

Denctene 8 Baemute KoMaHABI, HeoOXomuMEbIe i1 HacTpoiiku RIP Ha ncmons3oBanme
Bepcuu 2. BeIBOJ Ha 5KpaH JIOIKEH BBINIAIECTD CIEAYIOIUM 00pa3oM:

RouterX#conf t
Enter configuration commands, one per line. End wit h CNTL/Z.

RouterX(config)#router rip

RouterX(config-router)#version 2

RouterX(config-router)#end

Deiictene 9 Bseaure komaumy Show ip protocolmns otobpaskeHus uH(GOpMAaIH
0 MpoTOKOJaxX MapmpyTu3anuu |P, HacTpoeHHBIX Ha MapIIPyTU3ATOPE.
BriBoz Ha 3KpaH TOJDKEH BRITISACTE CIICIYIOIUM 00pa3oM:

RouterX#show ip protocol
Routing Protocol is "rip"

Outgoing update filter list for all interfaces is not set
Incoming update filter list for all interfaces is not set
Sending updates every 30 seconds, next due in 28 s econds
Invalid after 180 seconds, hold down 180, flushed after 240

Redistributing: rip

Default version control: send version 2, receive version 2

Interface Send Recv Triggered RIP Key-chain
Fast Et hernet 0/ 0 2 2
Serial 0/0/0 2 2

Automatic network summarization is in effect

Maximum path: 4

Routing for Networks:

10.0.0.0

Routing Information Sources:

Gateway Distance Last Update

10.140.10.1 120 00:00:01

Di stance: (default is 120)

DOevicteue 10 OOpatuTe BHUMaHuUE, 9TO Teneps RIP MoXkeT OTHpaBisaTh U HOIYy4aTh MOIbKO
OOHOBJICHHS BepcHH 2.

lNMpoBepka ynpaxHeHuUs
3agaHue CUUTACTCSI BBIMOIHEHHBIM, €CJIH JOCTUTHYTHI CIEAYIOLINE PE3yIbTaThl:
B BBl BKIIOYMJIN TIPOTOKOJ Mapmipytuzanuu RIP;

B BB HCIOJIB30BaK KoMaHay Show ip protocol ms mpoBepku paboTocmocobHOCTH
MPOTOKOJIA,;

B xoH(Uryparus OblIa H3MEHEHA JJIs UCTIOIh30BaHUS TOJIbKO 0OHOBIeHHN RIP Bepcuu 2;

N U1 NPOBEPKH ATOT0 M3MEHEHHS UCIIOIb30BaHa kKoMaHnaa Show ip protocol

3apava 2: 3aMeHa cyLlecTBYHOLEro ctTaTM4ecKoro mapLipyra
M NpoBepKa coeAuHeHUs
B s710i1 3anaue BaM HEOOXOAMMO YIANUTh CTATHYECKUI MapIIPyT, HACTPOSHHBIN

B IpenbIyIei 1TabopaTopHoit padoTe. KpoMe Toro, BI JOIKHEI POBEPUTH COCTUHEHIE
C yIIaJICHHOM CeThI0, MOYICHHON OT MPOTOKoJIa MapmpyTusanuu RIP.
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Mpoueaypa ynpaxHeHus

BrinoniHute crenyromue 1ecTBUs:

Deiicteue 1  Baeaute koMaHmy Show ip route s BeIBOIA TEKYIIUX 3AMUCEH TaOIHIIbI
MapIIpyTH3aiy. BEIBOI HA DKpaH JTODKEH BRITIIAIETE CIEIYIONTAM 00pa3oM:

RouterX#sh ip route
Codes: C - connected, S - static, R - RIP, M - mobi le, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area

..Text omitted

Gateway of last resort is 172.20.21.254 to network 0.0.0.0

R 192.168.121.0/24 [120/1] via 10.140.10.1, 00:00:12, Serial0/0/0
172.20.0.0/24 is subnetted, 1 subnets

C 172.20.21.0 is directly connected, FastEtherne t0/1

R 192.168.131.0/24 [120/1] via 10.140.10.1, 00:00:12, Serial0/0/0

S 192.168.21.0/24 [1/0] via 10.140.10.1

10.0.0.0/8 is variably subnetted, 3 subnets, 2 m asks
C 10.10.10.0/24 is directly connected, FastEther net0/0
C 10.140.10.1/32 is directly connected, Serial0/ 0/0
C 10.140.10.0/24 is directly connected, Serial0/ 0/0

R 192.168.221.0/24 [120/2] via 10.140.10.1, 00:00:13, Serial0/0/0

S* 0.0.0.0/0 [254/0] via 172.20.21.254

DOeiicteue 2 OOpaTnTe BHUMaHHUE, YTO HECKOJIBLKO CETEBBIX 3aMMUCEH MOTYUIEHBI C TIOMOIIBIO
obHosnenuit RIP.B BbIBo/Ie OHU 0003HaUeHBI OYKBOH «R».OqHaKO cTaTHYECKUN
MapUIpyT MO-TIPEKHEMY UCHIONB3YEeTCs AJIS 3alMCH MapILIpyTa K CETH
192.168.2.0 (rae X — HOMep KOMIUIEKTa 000pyIOBaHMs). JTa 3alMCh 0003HAUCHA
OykBoi «S».Takoli MapIIpyT HE UCIIOJIB3YET MPEUMYIIECTBA JUHAMUICCKIX
oOHoBeHu# nporokona RIP.Bcnomuute, a1 BeIOOpa MapIipyTa, KOTOPBIi
No0aBIseTCs B TAOIUILY, UCTIONB3YETCSl aIMUHUCTPATHBHOE PACCTOSHIE.
3navenue i RIP pasro 120,115 cratnueckoro Mapmpyta — 1.

Devicteme 3 Baeaure komarmy conf terminal, uToOs1 BoiiTr B pesXuM TII00aIbHOM
KoH(pHUrypamum.

Deiictene 4 Bseaure komaumy NO ip route 192.168.2x.0 255.255.255.0 10.140.10.1
IUTS YOAJIEHNS 3aIMCH CTAaTHYECKOTO MapIIpyTa U3 KOH(MUTYpaIHH.

Oencteue 5 Beemure komanay end i BeIXo/a U3 peKrMa KOHpUTypanu.

Deiicteue 6 Baeaurte komanay Show ip route 192.168.2.0 , uro6sl 0TOOPa3HUThL TaHHBIC
TOJIBKO JIJISL YKa3aHHOTO MapiipyTa. BeIBOJ Ha SKpaH JOKEH BBITIISIIETh
CIICAYIOIIAM 00pa3oM:

RouterX#sh ip route 192.168.21.0

Routing entry for 192.168.21.0/24

Known via "rip", distance 120, metric 1
Redistributing via rip

Last update from 10.140.10.1 on Serial0/0/0, 00:00 :13 ago
Routing Descriptor Blocks:
*10.140.10.1, from 10.140.10.1, 00:00:13 ago, via Serial0/0/0

Route metric is 1, traffic share countis 1
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Oenctene 7 Baenute xomanny traceroute 192.168.22.200 uTo0bI HCIIOIB30BATh TPOTOKOI
ICMP m1s oTciiexxuBaHus IMyTH K XOCTY B ceTH. BBIBOJ Ha 3KpaH JOKEH
BBITJISICTH CIICTYIOMINAM 00pa3oM:

RouterX#traceroute 192.168.221.200

Type escape sequence to abort.
Tracing the route to 192.168.221.200

110.140.10.1 16 msec 12 msec 12 msec
2192.168.131.253 16 msec * 12 msec

DOencteue 8 Beemute KOMaHIy Ui cOXpaHeHus Konurypaiuu B daitne startup-config.

lNMpoBepka ynpaxHeHuUsi
3amaHue CYUTAETCA BHIIIOJHEHHBIM, €CITH TOCTHTHYTHI CIEIYIOIINE PE3yIbTaThl:
B yaajeH CTaTHYEeCKUi MapIIpyT, HACTPOCHHBINA B IPEABIAYIIEH J1abopaTopHOii padoTe;
B yjajeHUE MOATBEPKICHO C MOMOIIBIO KOMaH sl ShOw ip route
E C IOMOIIBI0 KOMaHIbI fraceroute mposepeHa JOCTYIHOCTD CETH,;

B Tekymas KoHpurypamus coxpaneHna B daitne startup-config.
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JlabopaTopHas pabota 6-1: Acnonb3oBaHue
npoTtokona obHapyxeHusa Cisco

BeinosiHuTe yrnpakHEHUE 3TOH 1a00paTOpHOM pabOThI, YTOOBI IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agauvm ynpaxxHeHus

B sToMm ynpakHeHuH BBl OyJIeTe HCIIONB30BaTh NPOTOKON 0OHapyxeHus CiSCo

(Cisco Discovery Protocol, CDR)ist noyuenust HHOpMAIUH O HAPSIMYIO TOAKIFOUSHHBIX
ycrpoiictBax Cisco.Kpome Toro, Bam ciieryeT oTkIr0unTh npoTokoi CDPHa HeKoTOphIx
unTepdeiicax. [Tocie BBITOIHEHHUS ITOTO YIIPAXKHEHUS BBl Oy1eTe CHOCOOHBI ClIenaTh
clieyroniee:

®  [pOBEpUTH BbINOJIHEHUE poTokosia CDPHa MapiipyTH3aTope 1 KOMMYTaTope
paboueii rpymis;

®  BBIBECTH MH(OpMANUIO 0 cocenHux ycrpoiictBax Cisco;

B B IeNAX 0C30MACHOCTH OTPAHUYHUTE YUCIIO HHTEP(EHCOB MO/ yIpaBIcHHEM
mportokoja CDP;

B [OATBEPANTH N3MCHCHHUS.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAaHHOTO YIIPA)KHCHUS.

UnniocTpauusa 3agaHusa K naboparopHou
paboTe 6-1
Ucnonb3oBaHue npotokona obHapyxeHua Cisco

[naBHbIA
Mapwpytusatop X EXe][e]fe] MapiLpyTU3aTop
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HeoGxoaumble pecypchbl
Hwxe nepeunciensl pecypcsl 1 ycTpoiicTBa, HEOOXOAUMBIE JUISI BBIIOJHEHUS YIPAXKHEHUS.
m [IK, moakio4eHHBIN K yAaJIeHHON JIAOOpaTOpHH.
m [Ipunoxenue 1y IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  Hudopmanus o 10CTyne K HA3HAYCHHOMY KOMITJICKTY 000pYIOBaHU, MOJYICHHAS
B j1abopartopHoii paborte 2-1.

®  VchenrHoe BhIMOJIHEHUE J1JabopaTopHoi padoThl 5-3.

Cnuncok KomaHpg

B Ta6m/1ue MPUBOAUTCA OIMMCAHNUEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

KomaHnpgbl mapwpyTtusatopa Cisco I0S

KomaHpa OnucaHune

[no] cdp enable BkntovaeTt npoTtokon CDP Ha uHtepdeice. Bepcusa «no» aton
KomaHAbl oTkntovaeT npoTokon CDP Ha uHTepdeiice.

[no] cdp run mo6anbHo BKkNtoYaeT npoTokon CDP Ha mapwpyTmsaTope unm
KoMMyTaTope. Bepcusa «nox» aTow komaHabl rnobansbHo oTknovaeT
npoTtokon CDP.

interface range interface lMepeBoanT B pexum KoHdUrypaumm rpynnbsl MHTEpencos.
HomepuHmepdgelica - OTO NO3BONUT MPUMEHATL CrieaytoLmne KoMaHabl KOHMUrypaumm
HomepuHmepgetica KO BCEM YKa3aHHbIM MHTepdecaMm OfHOBPEMEHHO.

show cdp BeiBoguT rmobaneHyto AaHHble no npoTokony CDP, Bknioyas

[aHHble TaiMepa 1 BPEMEHW COXpaHEHUS! UH(OPMALIUU.

show cdp entry * BeiBoAWT MHopMmaLumio 06 onpeaeneHHOM coceHeM YCTpOCTBe,
o6Hapy»XeHHOM ¢ nomoLblo npoTokona CDP, cumBon *
obosHavaeT nobble TekyLune 3anmcu.

show cdp interfaces BbiBOOMT nHpopmaumo 06 nHTepdencax, Ha KOTopbIX BKIOYEH
npoTtokon CDP.

show cdp neighbors [detail ] BbiBOAWUT NoapobHyto MHGOpMaLmio 0 COCeQHMX YCTPOMCTBAX,
06Hapy>XeHHbIX C NOMOLLbI0 NpoTokona CDP.

show cdp traffic BbiBOAMT MHpopMaLmio 0 Tpaduke Mexay yCTponcTeamu,
cobpaHHyto ¢ nomMoLbio npoTokona CDP.

NMopckasku

J1g 3TOTO yrpaskHEHUS HET MOJCKa30K.

3apava 1: Ucnonb3oBaHue npoTokosia ooHapyxeHusa Cisco
Ha MaplipyTusaTtope paboyen rpynnbl U ynpaBrieHne um

B sTo0li 3a1a4e BaM HEOOXOIUMO HCIIOJIB30BaTh MPoTokoa CDP miis nony4eHus

uH(pOpMaIUK 0 HAMIPSAMYIO MTOIKITIOYCHHBIX yeTpoiicTBax CisCO.Kpome Toro, BbI JOJIKHBI
MIPOKOHTPOJIMPOBATh, KAaKWe MHTEP(EHCH pabOTarOT 1Mo yrnpasjieHueM npoTokona CDP,Tak
Kak uH(pOpManus, IpeAoCTaBIsieMas STHM TPOTOKOJIOM, MOXKET UCTIOIh30BAThCS XaKepaMu JIIs
MOJTyYeHUS TaHHBIX, HEOOXOIMMBIX JUTS UCTIOIh30BaHMS YSI3BUMOCTH CUCTEM OE30MMaCHOCTH.
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Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

Oencteue 1 [lonkimrounTech K yAaIEHHOMY MapIIpyTH3aTOpy paboueil TpymIis! uepes
TEPMUHAIBHBIN CEpBEP U BBEAUTE HEOOXOIUMBIE KOMAaHbI M MAPOJIH, YTOOBI
MOJYYHTH TOCTYII K IPUTIIalIeHUI0 TpuBIiIerupoBanHoro pexuma EXEC.

Deiictemne 2 Bseaure komauxy Show cdp uTo6s1 yoemaursces, uro nmpoTokon CDPBximouen
Y BBIBECTH TJI00ANTBHYIO HH(POPMAIIHIO.

RouterX#show cdp

Global CDP information:
Sending CDP packets every 60 seconds
Sending a holdtime value of 180 seconds
Sending CDPV2 advertisements is enabled

Deiicteue 3 Baeaute komauay Show cdp interface utoOsI BRIBECTH CIUCOK HHTEPQEHCOB
moJ| yrpasienuem mpotokoia CDP.BriBo Ha 9KpaH TOKEH BBITISICTD
CIICAYIOIIAM 00pa3oM:

RouterX#show cdp interface
FastEthernet0/0 is up, line protocol is up
Encapsulation ARPA
Sending CDP packets every 60 seconds
Holdtime is 180 seconds
FastEthernet0/1 is up, line protocol is up
Encapsulation ARPA
Sending CDP packets every 60 seconds
Holdtime is 180 seconds
Serial0/0/0 is up, line protocol is up
Encapsulation PPP
Sending CDP packets every 60 seconds
Holdtime is 180 seconds
Serial0/0/1 is administratively down, line protocol is down
Encapsulation HDLC
Sending CDP packets every 60 seconds
Holdtime is 180 seconds

Oencteue 4 Beemure komanay show cdp neighborsuis oroOpaxkeHus Bcex H3BECTHBIX
ycrpoiicte CiSCO.BbIBOA Ha dKpaH JOJHKEH BBITIISICTD CISIYIONIMM 00pa3oM:

RouterX#show cdp neighbors

Capability Codes: R - Router, T - Trans Bridge, B - Source Route Bridge
S - Switch, H - Host, | - IGMP, r - Repeater
Device ID Local Intrfce Holdtme Capability PI atform Port ID
MainRouter Ser0/0/0 167 R S| 2811 Ser 1/0
SwitchX.cisco.com
Fas0/0 137 S| WS-C2960-F as 0/2

Oencteue 5 Vcnonbs3ys nHbopMaIio, COOpaHHYIO BO BpeMs IPEABIIYIIEro JeHCTBHS,
BBeIMTE KoMaHay Show cdp entryans BeiBosia moJpoOHBIX JaHHBIX IPOTOKOJIA
CDP ans mapuipytuzatopa CiSCO,I0ITy4eHHBIX Yepe3 MoCIeI0BaTeIbHbIH
uHTepdeiic. BeiBoa Ha 3KpaH JOKEH BBIMIAACTD CIECAYIOIUM 00pa3oM:

RouterX#show cdp entry MainRouter

Device ID: MainRouter
Entry address(es):
| P address: 10.140.10.1
Platform Gisco 2811, Capabilities: Router Switch IGMP
Interface: Serial0/0/0, Port ID (outgoing port): Se rial1/0
Holdtime : 150 sec

Version :
Cisco |0S Software, 2800 Software (C2800NM ADVI PSERVI CESK9- M ,
Version 12.4(12), RELEASE SOFTWARE (fc1l)
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Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.
Compiled Fri 17-Nov-06 12:02 by prod_rel_team

advertisement version: 2

VTP Management Domain: "

Oencteue 6 B BeIBoMe KOMaH b HaliiuTe |P-aapec yaaneHHOro yCTpoicTBa, CBEICHUS
0 MPOrpaMMHOM 00ECTICUCHUH U TUIaT(HOpMe MapIIPyTH3ATOPA.

Dencteue 7 Vcmonw3ys IP-ampec 3 BEIBOAA, TTOIYICHHBIN BO BpeMsI ICHCTBHSI 5, BBI
MOJKETEe MOMBITATHCSA BOWTH B CHCTEeMy MapuipyTuzatopa MainRouter oarako
9Ta MOMBITKA 3aBEPIINTCS HEyAaueH, Tak kak y MainRouterects criricok
koHTpOJIst focTyna (ACL) mist 3aIMThI OT HECAHKIIHOHUPOBAHHOTO TOCTYIIA.

Denctene 8  Breaute komanmxy show cdp neighbors detajluto6sr 0To6pasuTh TaHHbIE,
aHaJIOTHMYHBIC BEIBOAY KoMaHp1 Show cdp entry Oqnako komanna neighbors
detail BEIBOAMT cIIMCOK BCEX M3BECTHBIX COCETHUX YCTPOMCTB 0€3 JOMOTHHUTETbHBIX
napamMeTpoB. BbIBojI Ha 3KpaH I0KEH BBITIISICTD CICAYIOIM 00pa3oM:

RouterX#show cdp neighbors detail

Device ID: MainRouter
Entry address(es):
IP address: 10.140.10.1

Platform: Cisco 2811, Capabilities: Router Switch | GMP

Interface: Serial0/0/0, Port ID (outgoing port): Se rial1/0

Holdtime : 167 sec

Version :

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER VICESK9-M), Version

12.4(12), RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.
Compiled Fri 17-Nov-06 12:02 by prod_rel_team

advertisement version: 2
VTP Management Domain: "

Device ID: SwitchX.cisco.com
Entry address(es):
IP address: 10.10.10.11

Platform: cisco WS-C2960-24TT-L, Capabilities: Swit ch IGMP

Interface: FastEthernet0/0, Port ID (outgoing port) : FastEthernet0/2

Holdtime : 135 sec

Version :

Cisco 10S Software, C2960 Software (C2960-LANBASEK9 -M), Version 12.2(25)SEE2,

RELEASE SOFTWARE (fc1)
Copyright (c) 1986-2006 by Cisco Systems, Inc.
Compiled Fri 28-Jul-06 11:57 by yenanh

advertisement version: 2

Protocol Hello: OUI=0x00000C, Protocol ID=0x0112; p ayload len=27,

value=00000000FFFFFFFF010221FF000000000000001A6D446 C80FF0000

VTP Management Domain: "

Native VLAN: 1

Duplex: half

Denctene 9 Hcxoas u3 BeiBoja KoMaHa CAP U nH(OpMAaIuK 0 TOMOJIOTHA MOXKHO OTIPEICITUTD,
Kakue MHTep(EeHCH MOAKITIOYEHBI K ceTeBoi HHppacTpykType. Ha Bcex
uHTepdeiicax, KOTopble He MOAKIIOYEHBI K HHPpacTpyKType, mpotokon CDP
JIOJDKEH OBITh OTKITIOYEH, TaK Kak OH ITO3BOJISIET XaKepaM MOIY9INUTh CBEACHUS
o cet. C TOYKM 3peHHs MapIIpyTH3aTopoB paboueii rpymmsl Ha nHTepdeiice fa0/l
u Serial 0/0/Inporoxon CDP momkeH ObITH OTKITIOUEH.
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Devicteme 10 B pexxume rinobaipHOM KoHGUTypaluu BBeauTe KoManay interface fa0/l,
a 3areM koMaHxy NO cdp enablemts orkmrouenus mporokoiaa CDPTonbko
Ha 3TOM HHTepdeiice.

Deiicteue 11 BBemute Ty K€ TOCIIEIOBATEILHOCTh KOMAHT JUTS OTKITFOUEHHs ipoTokoia CDP
ma Serial 0/0/13aTeM BepHUTECH K TIPUTIIAIIIEHHIO TIPHBUIIETHPOBAHHOTO PEXKHMMA.

Devicteue 12 Baeaure komaumy Show cdp interfaceuro6sr ybeautses, uro mporokoia CDP
paboraeT Toapko Ha uaTepdeiicax Fa0/Ou sO/0/0.BriBos Ha 3KpaH M0KEH
BBITUISIICTH CICAYIONAM 00pa3oM:

RouterX#show cdp interface

FastEthernet0/0 is up, line protocol is up

Encapsulation ARPA

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

Serial0/0/0 is up, line protocol is up

Encapsulation PPP

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

Deincteune 13 Tlocie moATBEpKACHUSA U3MECHCHHH KOH(PUTYpAIlMU COXpaHUTE e¢ B (aiiie
startup-config.

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:

B BBl IPOAHATHM3UPOBAIH BBIBOA IpoTokosa CDPo coceHux, HAMPSIMYIO TOAKIFOUCHHBIX
ycrpoiictBax CiscCo;

®m  BbI oTKIOuMIH IpoToko1 CDPHa untepdeticax, KOTopble HE MOIKIIOYCHBI K
HH(PPACTPYKTYpE CETH;

®  xoH(Urypamys MapipyTu3aropa paboueii rpynmsl coxpanena B aitne startup-config.

3apava 2: Ucnonb3oBaHue npoTokoria ooHapyxeHusa Cisco
Ha KOMMyTaTope paboyeun rpynnbl U ynpaBrneHne um

B a710i1 3agaue BaM HEOOXOAMMO UCIOIB30BaTh poTokon CDP mis nomyuenus napopmanuu
0 HaIpsIMYIO MOJKITIOYCHHBIX K KOMMYTaTopy padoueii rpymsl yerpoiictBax Cisco./lms
oOecriedeHus1 0€30MacHOCTH BaM HEO0XOIUMO MPOKOHTPOIUPOBATH, KAKUE HHTEPQEIChI
paboTaroT noa ynpasjieHueM npoTtokona CDP.Ckopee Bcero KoMMyTaTop OyaeT MepPBBIM
CETEBBIM yCTPOHCTBOM Ha IyTH IMOTEHINAIBHOTO XaKepa.

Mpoueaypa ynpaxHeHus

BrinoniHute cienyromnue 1eCcTBUs:

DOeiicteue 1 [logKimounTeCh K YAaJICHHOMY KOMMYTATOPY paboyeii TpyNIibl yepes
TEPMHUHAIBLHBIN CepBEp U BBEANUTE HEOOXOIUMBIE KOMAH B! M MTAPOITH, YTOOKI
MOJIYYUTh TOCTYI K MPUTJIAIICHUIO IPUBHUICTHPOBaHHOr0 peskuma EXEC.

Deiictene 2 Baeaure komauxy Show cdp uto6s1 yoemaursces, uro nmpotokon CDPBximouen
W BBIBECTH TTI00abHYI0 HH(pOpMaInio. BeIBoJ Ha 3KpaH JOKEH BBITIISICTD
CJICAYIOIIUM 00pa3oM, YacTh TEKCTa OMyIIeHa [Tl 3KOHOMHUH MTPOCTPAHCTRA.
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SwitchX#show cdp interface

FastEthernet0/1 is up, line protocol is up

Encapsulation ARPA

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

FastEthernet0/2 is up, line protocol is up

Encapsulation ARPA

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

FastEthernet0/3 is administratively down, line prot ocol is down
Encapsulation ARPA

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

FastEthernet0/4 is administratively down, line prot ocol is down
Encapsulation ARPA

.. Text omtted

GigabitEthernet0/2 is administratively down, line p rotocol is down
Encapsulation ARPA

Sending CDP packets every 60 seconds

Holdtime is 180 seconds

Deiicteme 3 Baeaure komarmy Show cdp neighborsiis orobpaskenns ycrpoiicts Cisco,
MOJIKTIOYEHHBIX HANPSIMYT0. BBIBOJI Ha KpaH JOJKEH BBITJIAAETD CIAECAYIOIIAM

oOpa3zom:
SwitchX#show cdp neighbors
Capability Codes: R - Router, T - Trans Bridge, B - Source Route Bridge
S - Switch, H - Host, | - IGMP, r - Repeater, P - Phone
Device ID  Local Intrfce  Holdtme Capabilit y Platform Port ID
Rout er X.cisco.com
Fas 0/ 2 150 RS 2811  Fas 0/0

DOeiicteue 4 OOpaTuTe BHUMaHUE, YTO OOHAPYKEHO TOJIBKO OJHO COCEAHEE YCTPOHCTBO —
MapIpyTu3atop pabodeii rpymnmbl. ITH JaHHBIE COOTBETCTBYIOT CXEME CETH,
Tak Kak 1mpotokoi CDP momkeH BBITOTHATHCS TONBKO Ha HHTEpdeiice Fal/2.

Oenctene 5 Bpenute HEOOX0MMMBIC KOMaH b, YTOOBI TPOoTOKOJ CDP 0BT aKTUBEH TOJIBKO
Ha untepdeiice fa0/2.BoiBoj Ha SKpaH JOHKEH BBIMISACTD CIIEAYOIAM

obpazoM:
SwitchX#conf t
Enter configuration commands, one per line. End wit h CNTL/Z.
SwitchX(config)#interface range fa0/1 - 24, gi0/1 - 2

SwitchX(config-if-range)#no cdp enable

SwitchX(config-if-range)#interface fa0/2

% Command exited out of interface range and its sub -modes.
Not executing the command for second and later int erfaces
SwitchX(config-if)#cdp enable

SwitchX(config-if)#end

Devicteme 6 Bseaure komaumy Show cdp interface uro6sr yoeIuThest B TOM, 4TO H3MEHEHHUS
NpUMEHEHBI. BBIBOJI Ha 9KpaH JIOJDKEH BITJISIIETH CIICIYIONMM 00pa3om:

SwitchX#sh cdp interface
FastEthernet0/2 is up, line protocol is up
Encapsulation ARPA

Sending CDP packets every 60 seconds
Holdtime is 180 seconds
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DOencteue 7 Beemure komanay show cdp traffic mis npocmoTpa nadopmanuu o Tumne
OTIpaBJIsIEMBIX U onydaeMbix 00HoBIeHUE CDP.JTa nHpopmaus MoxeT
OBITh T0JI€3HA, €CIIM BbI ITO103peBacTe, uto B mpoiecce CDP Bo3HuKIN
npoOGuieMbl. BBIBOJ Ha 9KpaH JOIKEH BBITIIAACTH CICAYIONIMM 00pa3oM:
SwitchX#sh cdp traffic

CDP counters :
Total packets output: 645, Input: 164

Hdr syntax: 0, Chksum error: 0, Encaps failed: 0

No memory: 0, Invalid packet: 0, Fragmented: 0

CDP version 1 advertisements output: 0, Input: 0
CDP version 2 advertisements output: 645, Input ;164

Dencteue 8 Ilocie mpoBepkr pabOTOCTIOCOOHOCTH M M3MEHEHUH KOH(MUTYPAITHH COXPAHUTE
KoHpurypanuio B aiine startup-config.

NMpoBepka ynpaxHeHuUs
3a,Z[aHI/IC CUHUTACTCA BBINIOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:

B BBl 03HAKOMMINCH CO CIIUCKOM HETOCPEICTBEHHO MOAKIIOUEHHBIX COCETHUX
ycrpoiicte CiSCOB BbIBOIEe KOMaH bl CAPKOMMyTaTopa paboyei rpyIIbI;

m  nportokon CDPoTkmroueH Ha uatepdericax, KOTOPbIE HE MOKIIOYCHBI
K HHPPACTPYKTYpE CETH;

B BBl OATBEPIMIM OTCYTCTBHE OMIKMOOK B Iporiecce oOHopieHust CDP Ccriomoriisio
koman 1 Show cdp traffic;

B Tekymas KoHpurypamus coxpanena B daitne startup-config.
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JlabopaTtopHas paboTa 6-2: YnpaBneHue
napameTpamMmu 3anycka mapwpyrtu3saTtopa

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agauu ynpaxxHeHus

B sTom YHOpa)KHCHUH BaM HCO6XOZ[I/IMO BHCCTU UBMCHCHUS [UIA YIIPABJIICHUA PCIKUMOM 3aITyCKa
MapuipyTusaTtopa. Ilocne BEITOIHEHUS STOrO YHOpaKHCHUA BbI 6y):[eTe CIIOCOOHEI CaciaTb
clenyroiuee:

B BBIBECTH KOH(QUTYPAIIMOHHBIA PETHCTP, 3aMEHUTH €r0 YKa3aHHBIM 3HAYCHUEM U BEPHYTh
HCXOIHOE 3HAYCHHUE;

B 1CXOJd U3 BBIBOJIA OIPEAEINTD, Kakas KOH(UTypalys 0ToOpaxaeTcsl — TeKyIlasi akTUBHasI
KOH(UTypaLusi WM 3arpy30uHas KOH(pUrypamus, coxpaHeHHas B aitne startup-config;

B U3MEHHTH MOCJICOBATEILHOCTD 3arpykaeMbix ¢aitioB Cisco |OSupu 3amycke, HCTIONB3Ys
TIOCJIE/IOBATENbHBIN CITUCOK KOMaHa boot system;

N [paHaIU3UPOBATH MEPe3arpy3Ky U MPOBEPHUTH, KaKask U3 HHCTPYKIHA 3arpy3Ku
0bpabarbiBaiach s MOydeHns paboTaromero aeondnoro ¢aitma Cisco 10S.

UnnocTtpauna 3agaHua

Ha PUCYHKEC HMKC MMOKA3aHO, YTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPAKHCHUS.

MnniocTpauua 3agaHusa K nabopartopHom
paboTe 6-2

YnpaBrneHue napamMmeTpamMmm 3anycka
MapLipyTmusaTopa

[nasHbIi
Mapupytusatop X EXaI[e][e] MaplupyTU3aTop
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HeoGxoaumble pecypchbl

Hwxe nmepedunciiensl pecypchbl 1 yCTPOUCTBA, HEOOXOIUMBIE JIJISl BBITOIHEHUS YIPaXXHEHHS.

m [IK, moakto4eHHBIH K yAaJIeHHON JIAOOpaTOpHH.

m  [Ipunoxenue 1 IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  Mudopmanus o 10CTyne K HA3HAYCHHOMY KOMITJICKTY 000pYIOBaHUs, MOJYICHHAS
B j1abopartopHoii paborte 2-1.

®  VchenHoe BhIMOJIHEHUE J1JabopaTopHoi padoTel 6-1.

Cnuncok KomaHp

B Ta6m/1ue MMPUBOAUTCA OIMMCAHNEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

Komanpgbl mapwpyTtusatopa Cisco I0S

KomaHpa

OnucaHue

boot system flash
[ums_cgpatina]

YkasblBaeT ums danna ¢ o6pa3om CUCTEMbI, KOTOPbIV 3arpyxaeTcsi
13 oNaL-namATh Npu 3anycke mapLipytusaTopa.

boot system tftp
umsi_gpatina
ip-adpec_cepsepa

YkasbiBaeT ums canna n IP-agpec (napameTp ip-adpec_cepsepa)
ob6pasa cuctembl, KOTOpbI 3arpyxaetcs ¢ TFTP-cepBepa npu 3anycke
mapLupyTtusaTopa.

config-register 3HaveHue

N3meHsieT napameTpbl KOHPUTYPaLIMOHHOTO PErUCTpa, 3HaYeHUe — 3TO
LecTHaaLaTepuyHOE Y1CHO.

show flash

OtobpaxxaeT dopmaT 1 cogepxunmoe ainoBo cucteMbl aLL-NaMsaTy.

show running-config

OToGpaxaeT TeKYLLYIO aKTUBHYIO KOH(UIypaLmio.

show startup-config

OT0GpaxkaeT coaepXnMMoe KoHdurypauum, kotopast xpaHmntcs B NVRAM

1 BydeT ucnonb3oBaThCsA NpU CriedytoLLeit nepesarpyske MapLLpyTusaTopa.

show version

OTobparkaeT MHopMaLmio 0 3arpyxeHHoi Bepcuu MO, a Takke
nHpopmaumio 06 yCTporcTBe M annapaTHOM 0GecrneyeHnm.

NMopckasku

Jnst ynpakHEeHHUH 3To# 1a00paTopHOH pabOThl JOCTYIHBI CAEAYIOUIHE TOACKA3KH.

Ta6bnuua 1. IP-agpeca TFTP-cepBepa

Pa6bouas IP-agpec Pa6bouas IP-agpec
rpynna TFTP-cepBepa rpynna TFTP-cepBepa
A 10.2.2.1 E 10.6.6.1
B 10.3.3.1 F 10.7.7.1
C 104.4.1 G 10.8.8.1
D 10.5.5.1 H 10.9.9.1
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3apava 1. UsameHeHne KOH(pUrypaumMoHHOro perucrpa

B sTo01i 3a72a9€ BaM HEOOXOIMMO U3MEHUTH 3HAYEeHNE KOH(PHUTYPAIIIOHHOTO PETUCTpa
Y IPOBEPUTH €r0 YCTAHOBKY. 3aT€M BBl JOJIKHBI BOCCTAHOBUTH HCXOJAHOE 3HAUCHUE
KOH(UTYPAIMOHHOTO PETUCTPa, KOTOPOES UCIIONB30BAJIOCh B HAYaJIe STOU 3a]Javu.

Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue gecTBUS:

DOevicteue 1 [loaxmounTecs K yAaleHHOMY MapHIpyTH3aTopy padoyei rpyIsl uepes
TEPMUHAIBHBIN CEpBEp U BBEAUTE HEOOXOIUMBIE KOMAaH bl M MAPOJTH, YTOOBI
MOJYYHTH TOCTYII K IPUTIIalIeHUIO TpuBIIIerupoBanHoro pexuma EXEC.

Deiicteme 2 Baeaute komauay show versionu vaxxmure kHonky [TPOBEJ mist
0TOOpakeHHUs BBIBOa. BBIBOM Ha 3KpaH TOJKEH BBITISACTD CIICYIOIUM
oOpa3zom:

RouterX#show version

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER VICESK9-M),
Version 12.4(12), RELEASE SOFTWARE (fc1)

Technical Support: http://www.cisco.com/techsupport

Copyright (c) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 17-Nov-06 12:02 by prod_rel_team

ROM: System Bootstrap, Version 12.4(13r)T, RELEASE SOFTWARE (fcl)
RouterX uptime is 2 minutes

System returned to ROM by reload at 23:05:39 UTC Fr i Mar 30 2007
System image file is "flash:c2800nm-advipservicesk9 -mz.124-12.bin"
This product contains cryptographic features and is subject to United

..Text omitted

Cisco 2811 (revision 53,50) with 249856K/12288K byt es of memory.
Processor board ID FTX1050A3Q6

2 FastEthernet interfaces

2 Serial(sync/async) interfaces

1 Virtual Private Network (VPN) Module

DRAM configuration is 64 bits wide with parity enab led.

239K bytes of non-volatile configuration memory.

62720K bytes of ATA CompactFlash (Read/Write)

Configuration register is 0x2102

Oencteue 3 3anuIInTe 3HaAYCHUE KOHPUTYPALOHHOTO peructpa (B ToM BHJIE, B KOTOPOM OHO
MOSIBIJIOCH) B CJICAYIOILCH CTPOKE.

Oencteue 4 B pexnMe riiodanbHOM KOHPHUrypauy BBeauTe komanay config-register 0x2104
1UIs1 I3MEHEHHS TTapaMeTpa KOHPUTypaluu.
RouterX#conf t

Enter configuration commands, one per line. End wit h CNTL/Z.
RouterX(config)#config-register 0x2104
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Deiicteue 5 BriiiguTe U3 peskuma riobabLHON KOHGUTYpaluy ¥ BBeAUTE KoMaHxy Show
Version st oTo0paXkeHust HOBOTO 3HAUCHUs. BBIBO Ha SKpaH JOJIKEH
BBITJISIZICTD CIICAYIONIUM 00pa3oM:

RouterX(config)#°Z

RouterX#

RouterX#show version

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER VICESK9-M), Version

12.4(12), RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport

Copyright (¢) 1986-2006 by Cisco Systems, Inc.
Compiled Fri 17-Nov-06 12:02 by prod_rel_team

ROM: System Bootstrap, Version 12.4(13r)T, RELEASE SOFTWARE (fcl)

RouterX uptime is 8 minutes
System returned to ROM by reload at 23:05:39 UTC Fr i Mar 30 2007

.. Text omitted

239K bytes of non-volatile configuration memory.
62720K bytes of ATA CompactFlash (Read/Write)

Configuration register is 0x2102 (will be 0x2104 at next rel oad)

RouterX#

Dencteue 6 BuI yBUANTE, YTO HOBOE 3HAUCHHUE HE OyAET aKTHBHO JO CIIEAYIOMEH
Tepe3arpy3Ku.

Devicteme 7 TIpu HEOOXOAMMOCTH MOKHO BBeCTH KoMaHay Show running-config ast morcka
mapametpa config-registerpauaxo on He 6ymer otobpakaTtses, eciar HE
SIBJIICTCS YACTHIO TEKYIIEH KOHPHUIYpaIUH.

Oeiictene 8 BBeauTe KOMaH IBI, HEOOXOAMMBIE JUISI BOCCTAHOBIICHHUSI 3HAYCHHS
KOH(UI'YPAIMOHHOTO PETUCTPA MO YMOTYAHHUIO, 3aITHCAHHOTO BO BPEMSI
neiicteus 3. ITocie aToro BBeauTe KoMaHay Show versionun ybeanrecs,
YTO UCXOAHOE 3HAYEHUE KOH(PHUTYPAIHOHHOTO PETUCTPA BOCCTAHOBIICHO.

Denctene 9 HHorma cryneHTam OyaeT TPYAHO OTIMYUTH, K KAKOW KOH(PUTYPAIIUU OTHOCHUTCS
BBIBOJI — K TEKYIIIEH WIH K 3arpy304HOM.

Devicteme 10 Baeaure komaumy Show running-configu ncrons3yiire koMaumy ¢, 4ToOBI
3aBEPIIHTH BBIBOJI JIAHHBIX ITOCIIE OTOOPaXKEHHs IIEPBOT0 KpaHa. BriBo Ha
SKpaH JIOJDKEH BBITJISIETH CICAYIONMM 00pa3oM:

RouterX#show running-config
Building configuration...

Current configuration : 2170 bytes
|

version 12.4
..Text omitted

--More-- @

Oencteue 11 OOpaTHUTEe BHUMAaHKE, YTO ATOT BBIBOJ HauMHaeTcs co cioB «Building
configuration»3Ta 0co6eHHOCTh 0OBICHAETCS TEM, UTO TEKYIIas KOH(MUTYPaITHs
HE sinsercs daiinom. DTo 3HaUCHUS TapaMETPOB, COXPAHEHHBIC B HCIIOIHICMOM
mporpamme Cisco 10S.
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Devicteme 12 Baeaute komarmy Show startup-configu ucmons3syiite koMaHay (, YTOOBI
3aBEPIIHUTH BBIBOJI JIAHHBIX ITOCJIE OTOOpaXKEHHs IEPBOTo KpaHa. BriBo Ha
9KpaH J0JKEH BBITIISAAETH CIIEAYIONIMM 00pa3oM:

RouterX#sh startup-config
Using 2170 out of 245752 bytes
1

version 12.4
..Text omitted

--More-- g
Dencteune 13 OOpaTuTe BHUMAHHUE, YTO BBIBOJ B JAHHOM IIPUMEPE BKIIOYAIOT CIIOBA

«Using 2170 out of 245 752 byte®xo0 3nauwmr, 4o 1715 XpaHeHus daiiaa
KOH(pHUTypamuu UCIob3yeTcs onpeneneHusii 00beM NVRAM.

NMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYTHI CIICAYIOIIUC pe3yIII>TaTBI:
B BHI MMPOBCPUIN U 3alIMCAIN TCKYIICC 3HAYCHUC KOH(i)I/IpraLII/IOHHOFO peFI/ICTpa;

B BbI H3MCHUIIU 3HAYCHUE PETUCTPa KOHPHUTYpAIIUH, BEIBEIH Pe3yIbTaT KOMaHI6l ShOW
Version u onpeesuiz, 4To 3HaYeHUEe U3MEHEHO, HO 3TO U3MEHEHHE BCTYIUT B CHITY
TOIIBKO TOCJIE Tiepe3aycka MapipyTu3aTopa;

B BBl BEPHYJIM UCXOJHOE 3HAYCHUE KOHPUTYPAIIMOHHOTO PETHCTPa,;

B BBl OTOOPA3WIIM U OTIPEACITHIIN PA3TUIUS MEXK/y TEKYIIEH U 3arpy304HOI
KOH(UTYpalUsIMK B BBIBOJIC KOMaHT SHOW.,

3apavda 2: O630p dannoBon cuctembl hnaw-namMaTm
n nob6aBrneHne KOMaHA CUCTEeMbI 3arpy3Ku

B aroii 3amaue BB JODKHBI OnpeneniuTh, kakoii ¢aitn [10 Cisco I0Sucnons3yercs. 3arem Bam
HE00X0MMO 100aBUTh TPH KOMaH/IbI DOOt SyStemp3MeHsroLe PEKUM N0 YMOITYaHHIO IS
nporuecca BeIOopa ¢aiina npu 3amycke. [Ipu n3MeHeHnH nporecca 3arpy3Ku Heo0X0IMMO
HPOSBIATH KPAHHIOI OCTOPO’KHOCTB, TOCKOJIBKY B CITydae OIMIMOKH MapIIpyTH3aToOp CTaTh
HeOCTYMHBIM. OOBIYHO 3TOT MPOIECC BHIMOIHIET TOIBKO CTAPIINHA CETEBOI aIMHHUCTPATOP.

Mpoueaypa ynpaxHeHusi

Brinonnure cneayromue geicTBUS:

Devictene 1 Bseaure komauxy show flash: mist BeiBoma crivicka ¢aiinos, XpaHATCs BO
¢unr-namsta. BeIBOJ Ha 9KpaH JIOJDKEH BBITISIETH CISAYIONMM 00pa3oM:

RouterX#show flash:
-#- --length-- ----- date/time------ path
36232088 Mar 28 2007 17:27:46 +00:00 c2800nm-ad vipservicesk9-mz.124-12.bin
1823 Dec 14 2006 08:25:40 +00:00 sdmconfig- 2811.cfg
4734464 Dec 14 2006 08:26:10 +00:00 sdm.tar
833024 Dec 14 2006 08:26:26 +00:00 es.tar
1052160 Dec 14 2006 08:26:46 +00:00 common.tar
6 1038 Dec 14 2006 08:27:02 +00:00 home.shtml
7 102400 Dec 14 2006 08:27:24 +00:00 home.tar
8 491213 Dec 14 2006 08:27:48 +00:00 128MB.sdf

GO WNBE

20557824 bytes available (43458560 bytes used)
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Devicteme 2 OOparnTe BHUMaHKE, 9TO ABonUHBIN (aitn Cisco I0Sumeer pacumpenne BIN.
Jpyrue ¢aiins! (B mprMepe BHIIIE) OTHOCITCS K Mporpamme Hactpoiiku Cisco
SDM. Bo ¢umi-namsti Moxet ObITh Heckonbko 00pa3oB Cisco I0S.
Zanummre ums ¢aitna Cisco I0Se crnenyromieli crpoke (B JaHHOM
npumepe c2800nm-advipservicesk9-mz.124-12.bin).

Denctene 3 IlepBrlii 0OOHApY)KEHHBIN BO (DJIAII-TIAMATH ABOWYHBIN (aiin omnpenenser oopa3
Cisco 10S garpy»xaemsiii ipu 3amycke. C IOMOIIBIO KOMaH KOH(PHUTYpaInn
boot system flasHilename.bin moxHO M3MEHUTH HTOT TOPSIOK.

Mprmeyanwme. Vicnonb3oBaHve komMaHg boot system TpebyeTcs KpaHen 0CTOPOXXHOCTU, MOCKOMNbKY
B Crnyyae OLWMBKM 3anyck MapLupytusaTtopa 6yaet HEBO3MOXEH, U ANsi BOCCTAHOBMEHNS
npotecca 3arpy3ku notpedyeTtcs MHoro BpemeHu. NMoatomy nsmeHeHue davinos Cisco 10S
BO (braLL-NnamMaTn U NnocnegoBaTenbHOCTU 3arpy3ku, Kak NpaBuno, BbIMOMHAETCS CTapLUuMm
CUCTEMHBIMU afMUHUCTPATOPaMMU.

Oencteve 4 B npurnamenny riodansHoi KoHGUrypanuu BBeuTe KoManay boot system
titp uma_gpaiina adpec_tftp, rne uma_¢paiina — 310 vms, 3aITUCAHHOE BO BPEMs
neiicteus 2, a aopec_tftp — IP-anpec TFTP-cepBepa paboueit rpymiisl, KOTOPBIA
MO>KHO HaiTH B Tabnuue 1. Ecnu BBeneHa aTa KoMaHAa, MapIpyTU3aTop npu
nepesarpyske nbITaeTcsl Haiitu u 3arpy3uth daitn Cisco |0Sc ykazanHoro
TFTP-cepBepa. BoiBoa Ha 3kpaH JOIKEH BBIMIAAECTD CISAYIOIUM 00pa3oM:

RouterX(config)# boot systemtftp c2800nm-advipservicesk9-mz.124-12.bin 10.x.x.1

Deiictene 5  Bseaure boot system flashuws_gpaiina, toe umsa_gpatina —sto nms,
CKOIMPOBAHHOE BO BpeMs aeiictus 2. [Ipu 00paboTKe 3TOM KOMaHIbI
MAapIIPyTU3ATOP MOMBITAaeTCsA 3arpy3uTh (aiin Cisco |0Su3 ¢usir-maMsar,
MCTIONB3Ys yKazaHHOe Ms (aiina. BeIBoa Ha S5KpaH TOHKEH BBITIISICTD
CIICAYIOIIAM 00pa3oM:

RouterX(config)# boot system fl ash c2800nm-advipservicesk9-mz.124-12.bin

DOencteue 6 Baemure boot system flashwms ¢daitna BBomute He Hyx)HO. [Ipn 00padboTke
9TOW KOMaH/Ibl MapIIPYTH3aTOP OY/ET 3arpy’kaThCsi C UCIIOIb30BAHHEM IEPBOTO
o6HapyxeHHoro Bo (mi-mamaru daiina Cisco |IOSBeiBoa Ha 9KpaH JOJDKEH
BBITJISJICTh CIISIYIONIIMM 00pa3om:

RouterX(config)# boot system fl ash

DOeiicteue 7 BBeauTe KoMaHIy IJIs BBIXO/A U3 pEKUMa KOHPUTYpaLnH.

Devictene 8 Bseaure koMaHmy ShOW run u mpoaHaIu3uPyHTe BBIBOJ, YTOOB! YOEIUTHCS
B MIPaBUIILHOCTH BBOJIa KOMaH] CUCTEMBI 3arpy3Ku. Bamt BBIBOI JOIIKEH
OBITh aHAJIOTUYCH MIPUMEPY HIDKE, HO IMEHA (hailJIoB M XOCTa JIOJKHBI
COOTBETCTBOBATH Balllel paboyei rpymrme:

..Text omitted

hostname RouterX

!

boot-start-marker

boot systemtftp c2800nm-advipservicesk9-mz.124-12.bin 10.x.x.1
boot system fl ash c2800nm-advipservicesk9-mz.124-12.bin

boot system fl ash

boot-end-marker
!
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Denctene 9 BHecuTe Bce HEOOXOUMBIC H3MEHEHUS TIEPE]T TIEPEXOA0M K CICAYIOMEMY
JIEUCTBHIO.

DOeiicteue 10 BBeauTe koMaHry COPY run start juis coxpaneHust Tekyiieid KoHGUTypann
B NVRAM.

MpumeyaHue. [OnutenbHOCTb Nepesarpy3ku MOXeET ObiTb pa3Hoi (MUHUMYM 5 — 10 MUHYT)
B 3aBMCMMOCTM OT annapaTHOro obecrneveHns MapLupyTM3aTopa U Npon3BOAUTENBHOCTM
TFTP-cepsepa. lNepesarpy3ka ns dnsw-namaTy 3aHMMaeT 2 — 3 MUHYTbI Ans TOro Xe
annapaTHoro obecneveHns MapLupyT13aTopa.

Deiicteue 11 Beeaute u moarBepaute komanay reload. Tlpoanamusupyiite BHIBOS,
KOTOPBIN 0TOOpaXKaeTcs IIpH Tepe3arpyske. B ciemyromeit cTpoke yKaxuTe,
TJIe TI0-BallleMy MHeHH0, HaxoauTes daiin Cisco |0OSms 3arpysku.

Dencteune 12 BuIBoI Ha 3KpaH MOJDKEH BRITIIACTH CIICTYIOIINM 00pa3oM:
RouterX# r el oad
Proceed with reload? [confirm] <ENTER>

*Apr 6 18:17:24.619: %SYS-5-RELOAD: Reload requeste d by console. Reload
Reason: Reload Command.

System Bootstrap, Version 12.4(13r)T, RELEASE SOFTW ARE (fcl)

.. Text omitted

<ENTER><ENTER>
*Apr 6 18:22:16.311: %LINEPROTO-5-UPDOWN: Line prot ocol on Interface
FastEthernet0/0, changed state to up

Kkkkkkkkkkk Warn | n g kkkkkkkkkkkkk

Access to this device is restricted to authorized p ersons only!
Un-authorized access is prohibited. Violators will be prosecuted.
* * * * * * * *kkkkkkkkkk/N\

User Access Verification

Password:

AOencteue 13 Tlocie 3aBepiueHus mepe3arpy3Ki MapIpyTu3aTopa JBakKAbl HAKMUTE KIIaBUILY
Enter, yToOb! epeiiT K NpUTIALICHUIO BX01a B CUCTeMY. BBeanTe naHHbIe AT
nepexoja B npuBHieTupoBaHHbIN pexkum EXEC.

Devicteme 14 Baeaure koMmauxy ShOw Versionu npoaHanu3upyiTe BEIXOAHbIE JaHHBIE,
4TOOBI MOATBEPANUTE pacnonoxenue daiina Cisco |OSBsiBoa Ha skpaH
JIOJDKEH BBITJISIIETH CISAYIONIMM 00pa3oM:

RouterX# sh version

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER VICESK9-M), Version

12.4(12), RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport

Copyright (c) 1986-2006 by Cisco Systems, Inc.
Compiled Fri 17-Nov-06 12:02 by prod_rel_team

ROM: System Bootstrap, Version 12.4(13r)T, RELEASE SOFTWARE (fcl)

RouterX uptime is 1 minute
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System returned to ROM by reload at 18:17:24 UTC Fr i Apr 6 2007
Systemimage file is "tftp://10.x.x.1/c2800nm advi pservi cesk9-ne. 124-12. bi n"

. TexkcT nponyumeH

--More-- g
Dencteune 15 Ecmu npu 3arpy3ke ¢ TFTP-cepBepa Bo3HUKIM ITPOOIEMBI, B BRIBOJC
show versionmosiButcs ciiemyromas CTpoKa:

Systeminmage file is "flash:c2800nm advi pservi cesk9-nz. 124-12. bi n"
lNMpoBepka ynpaxHeHuUs
3agaHue CYUTACTCS BBIIOJHEHHBIM, €CIIU TIOCTUTHYTHI CIACAYIOIINE PE3yIbTaThI:

B BB ONPEAETHIN 1 3aIMCalId TEKYIUi qeonunelii ¢aitn Cisco 10S coxpaHneHHbIH
BO (hJIDII-TIAMSITH,;

B BbI 100aBWIM TPU KOMaHAbl DOOt SyStemuyist npuMeHeHus ClieTyoei
MOCJIEeI0BAaTEILHOCTH MOMCKa (aiiina A 3arpy3Ku MpH Mepe3anycke MapIpyTH3aTopa;

—  cHavana yka3zansblii ¢paiin Cisco |I0Sumercs nHa TFTPcepsepe;

— B CIly4yae HeyJauyH OCYNIECTBISIETCS MOUCK yka3anHoro ¢aitna Cisco 10Sso
bdII-naMaTy;

— B IIOCIIEIHIOI Ouepeb UCTIONb3yeTcs mepsbiit daiin Cisco |0S p6HapykeHHBIH
BO (hIIDIII-TIAMSITH.

B BBl IEpe3arpy3uiv MapIIpyTU3aTOp U ¢ MOMOIIBIO BBIBO/IA OTIPENCIIIIN, KaKas U3 KOMaH[
boot systenoGHapysxuia cucTeMHbIN (aiis IS 3ammycKa;

B C IOMOIIBIO BBIBOJAA KOMaHIbI show versionset OImpeacIniiu, KaKoM MCTOJ UCIIOJIB3YCTCA.
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JlabopaTtopHas paboTa 6-3:. YnpaBneHue
ycTpoucteamum Cisco

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agauu ynpaxxHeHus

B sToMm ynpakHeHuH BBl BOcTONb3yeTech komanaamu COpy u debugIlO Cisco I10S.
[Tocrie BBIMOTHEHHS ATOTO YIPaKHEHUsI BbI OyIeTe CIOCOOHBI C/ICNaTh CIIeIyIoNIee:

B COXPaHUThH TEKYIIyI0 KOH(Urypaluio Ha yaaineHnHoM TFTP<epsepe;
B 3arpykaTh ¥ OTHPABIATH (ailibl KOHGUTYpaLUH;
B KONUPOBATH U YNAIATH (ailiIbl B IOKATBHON (IAII-TIAMSATH,

B 7Iepes UCMOIB30BAaHMEM KOMAaH/ OTIAAKH YOCIUTHCS, YTO Harpy3ka Ha MapIiIpyTH3aTop
HE3HAYNTEIbHA;

B BKIIOYUTH U OTKIIOYUTH OTIAAKY.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMXKE ITOKA3aHO, YTO BbI JOJDKHBI CACJIaTh BO BPEMA JAaHHOT'O YIIPaKHCHU .

UnniocTtpauua 3agaHma K nabopatopHomn
paboTe 6-3
YnpaBneHue yctponcteBamu Cisco

JlabopaTopHbIi
«HTEpHET».

01P_515.
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HeoGxoaumble pecypchbl

Hwxe nmepedunciiensl pecypchbl 1 yCTPOUCTBA, HEOOXOIUMBIE JIJISl BBITOIHEHUS YIPaXXHEHHS.

m [IK, moakto4eHHBIH K yAaJIeHHON JIAOOpaTOpHH.

m  [Ipunoxenue 1 IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

®  Mudopmanus o 1ocTyne K HA3HAYEHHOMY KOMITJIEKTY 000pyIOBaHUs, TOTyYEeHHAs

B j1abopartopHoii paborte 2-1.

®  VchenHoe BhIMOJIHEHUE J1Ja0opaTopHoi paboThl 6-2.

Cnuncok KomaHp

B Ta6m/1ue MMPUBOAUTCA OIMMCAHNEC KOMAaH, UCTIOJIb3YCMbIX B YIIPAKHCHUU.

Komanpgbl mapwpyTtusatopa Cisco I0S

KomaHpa

OnucaHue

copy running-config tftp

MHorocTpoyHas KkomaHga, Kotopas KonupyeT ann TekyLen
KOH(purypauumn Ha TFTP-cepsep.

copy tftp flash

MHorocTpoyHasa KkomaHga, kotTopas KonupyeT dann
KoHdurypauumn ¢ TFTP-cepBepa BO naLl-namsTh.

copy tftp running-config

MHorocTpoyHasi kKomaHaa, kKotopas konupyeT cann
KoHurypaumm ¢ TFTP-cepBepa B TEKYLLYIO KOHPUrypaLuuio.

copy tftp startup-config

MHorocTpoyHasi kKomaHaa, kKotopas konupyeT cann
KoHGurypaumm ¢ TFTP-cepBepa B dawnn startup-config,
Takxke n3BecTHbINn kak NVRAM.

debug ip icmp BbiBOOUT AaHHble O0Tnagku TpaHsakuui ICMP.

debug ip rip BbiBOAUT AaHHbIe OTNaaKM TpaH3akuMin NpoTokona
MapuwpyTtusauum RIP.

no debug all OTkntoyaeT gce onepauun OTragku.

delete flash: ums_gbatina

YpaansaeT ykasaHHbIn hann ua pnaw-namsaTtu.

more flash: ums_gbatina

OtobpakaeT cogepxnmoe daiina Bo hnal-namsaTv B BUAE TeKCTa.

ping ip_adpec

Ob6LenprHATOe CpeacTBO BbisBNEHNs npobnem goctyna

K ycTponcTBaMm. VicnonbayeTt 3x0-3anpochkl 1 axo-o1eeThbl ICMP,
4yTOObI ONpeaenuTb, akTUBEH N yaaneHHbIn xocT. KomaHaa ping
Takke onpeaenseT KONMYeCcTBO BPEMEHW, 3aTpavnsaemMoro Ha
nony4yeHue axo-oTeeTa.

show debugging

BbiBOAMT MHOPMALIMIO O TUNAxX OTNaAK1, KOTOPble aKTUBHBI
Ha MapLupyT3aTope.

show flash

OtobpaxaeT dopmaT 1 cogepknumoe hannoBoi cMcTemsl
bnaw-namaTu.

show processes

BbiBognT MHpopmaLumio 06 akTMBHBIX NpoLieccax, BKIYas
3arpysky L.

show running-config interface
udeHmughukamop_uHmepcgpelica

BbIBOAWT TOMbKO TEKYLLYHO KOHPUIYPALMIO YKa3aHHOIo
MHTEpdenca.

show startup-config

BbiBOOUT NapameTpbl KOHUrypaLuu anna arpy3o4Hon
KoHpurypaumm B NVRAM.
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NMopckasku

Jnist ynpakHEeHHH 3To# 1a00paTopHOH paboThl JOCTYIHBI CIASAYIOUIHE TOACKA3KH.

Ta6bnuua 1. IP-agppeca TFTP-cepBepa

Pa6bouas IP-agpec Pa6ouas IP-agpec
rpynna TFTP-cepBepa rpynna TFTP-cepBepa
A 10.2.2.1 E 10.6.6.1
B 10.3.3.1 F 10.7.7.1
C 10.4.4.1 G 10.8.8.1
D 10.5.5.1 H 10.9.9.1

3apava 1: KonnpoBaHue c¢pannoB KoHcpurypauumm

JI7ist cCOXpaHeHHsI ¥ U3MEHEHHUSI KOH(DUTyparuu myTeM 3arpy3ku (aiioB KoHPHUTypamu
Ha cepsep TFTPumm ¢ TFTP<€epBepa Oyayt ucnons3oBarbest komauasl Cisco 10S.

Mpoueaypa ynpaxHeHus

BrinoniHute crienyromue 1ecTBUs:

DOevicteue 1 [logKMIOYNTECH K YIATEHHOMY MapUIpyTH3aTOpy paboyeid TpyIbl uepes
TEPMUHAIBHBIN CepBEp U BBEAUTE HEOOXOIUMBIE KOMAH B! M MTAPOITH, YTOOKI
MOJIyYUTh TOCTYI K MPHUIJIAIIICHUIO M0JIb30BaTeIbcKoro peskuma EXEC.

Oencteue 2 BBeaure KOMaHIy IS IEpexo/ia K MPHUIIIAIICHUAIO TPUBUICTUPOBAHHOTO
pexxuma EXEC.

DOevicteue 3 Ilepen coxpaHeHneM WM KomupoBaHueM KoHpurypauuu ¢ TFTP-<epsepa
PEKOMEHTyeTCs MPOBEPUTH JOCTYITHOCTh cepBepa. BrennuTe KoMaH Iy TS
OTIIPaBKH 3X0-3ampocoB Ha TFTP-cepBep paboueii rpymsl, HCIIONB3YS aapec
n3 TabauIel 1. BeiBo Ha SKpaH MOIDKEH BRITISAACTH CISAYIOIMIMM 00pa3oM:

RouterX#ping 10.10.10.1

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 10.10.10.1, timeo ut is 2 seconds:

Success rate is 80 percent (4/5), round-trip min/av g/max = 1/1/1 ms
Deiicteme 4 Bseaure KoMaHmy COPY running tftp.

Oenctene 5 B mpurnamenuu Beenute HasHaueHHbIH |P-anpec TFTP-cepBepa paboueii
rpymmnsl U3 Tadaumsl 1.

DOeiicteue 6 B mpuriamenny npuMuTe UM 10 YMOIYaHUIO, KOTOPOE OCHOBBIBAETCSI UMEHU
XOCTa MaplIpyTH3aTopa, HaxkaB KiaBumry Enter.

Devicteue 7 BBIBOJ Ha 3KpaH BO BpEMS 3TUX IEUCTBUI JOJDKEH BBITJSAETh CIETYIOIINM
obOpa3zom:

RouterX#copy running tftp

Address or name of remote host []? 10. X. Xx.100
Destination filename [RouterX-confg]?

Ny

2140 bytes copied in 4.760 secs (450 bytes/sec)
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Devictene 8 Bseaure komauxy Show run int sO/0/0mist BEIBOIA TOIBKO KOH(PHUTYPAITHH
MOCJIEI0BATENBHOrO HHTEpQEtica. BeiBoa Ha SKpaH H0JKEH BHIMIIAAETH
CIICAYIOIIAM 00pa3oM:

RouterX#show interface s0/0/0
Building configuration...

Current configuration : 125 bytes
|

interface Serial0/0/0

description Link to Main Office

ip address 10.140.10.2 255.255.255.0

encapsulation ppp

no fair-queue

end

Oencteue 9 Beemure komanay COpy tftp run mis konuposanus daitna ¢ TFTP-cepBepa

B TEKYIIYIO KOHPUTYPAIHIO.
Dencteue 10 Ilpu 3ampoce anmpeca ykaxure |IP-anpec TFTP-cepBepa paboueii rpymiis!.
Devicteme 11 Ilpu 3ampoce MMeHH HCXOMHOTO (aiiia ykakute ums (aitna «descript-confg».
Deiicteue 12 Tlpumure M ¢aiia Ha3HAYCHHS IO YMOTYAHHUIO.

Devicteue 13 BBIBOJ HA SKpaH BO BPEMS 3TUX IE€UCTBUI JOJDKEH BBITJISAETD CIETYIOIIUM
oOpa3zom:

RouterX#copy tftp run

Address or name of remote host []? 10.10.10.1

Source filename []? descript-confg

Destination filename [running-config]?

Accessing tftp://10.10.10.1/descript-confg...

Loading descript-confg from 10.10.10.1 (via FastEth ernet0/0): !

[OK - 289 bytes]

289 bytes copied in 2.024 secs (143 bytes/sec)

Deiicteue 14 Baeaute komanmy Show run int sO/0/0nsist BEIBOA TOMBKO KOHDUTYpAIHH
MmocyeI0BaTeIbHOrO HHTepdeiica. BeIBOI Ha SKpaH MOKEH BBITIISIICTh
CIICAYIOIIAM 00pa3oM:

RouterX#show run int s0/0/0
Building configuration...

Current configuration : 164 bytes
|

interface Serial0/0/0
description Connection to Main Ofice
ip address 10.140.10.2 255.255.255.0
encapsulation ppp
no fair-queue
end
DOencteue 15 B BBIBOJIE TODKHO OBITH YKa3aHO, UTO MPEKHEE ONMUCAHNE TIOCIICIOBATEIILHOTO

uHTepdeiica nepesanucano HHCTpyKiuen description.

Oencteue 16 Beemure komanmy copy tftp flash s xonuposanus daitna ¢ TFTPcepsepa
B JIOKQJBHYIO (IIDII-NAMSTh.

Dencteue 17 Ilpu 3ampoce anmpeca ykaxure |IP-anpec TFTP-cepBepa paboueii rpymiis!.
Devicteue 18 Tlpu 3ampoce MMEHH HCXOMHOTO (aiiia ykakuTe ums (aitna «descript-confg».

DOevicteue 19 [lpumure M ¢aiina Ha3HAYESHHS IO YMOTYAHUIO.
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Devicteue 20 BBIBOJ HA SKpaH BO BpPEMS ITUX IEUCTBUN JOJDKEH BBITJISAETD CIETYIOIINM
obpazoM:

RouterX#copy tftp flash:

Address or name of remote host [10.x.x.1]?

Source filename [descript-confg]?

Destination filename [descript-confg]?

Accessing tftp://10.x.x.1/descript-confg...

Loading descript-confg from 10.x.x.1 (via FastEther net0/0): !
[OK - 289 bytes]

289 bytes copied in 2.228 secs (130 bytes/sec)

Deiicteme 21 Baeaure komaumy show flashams BeiBona (aiinos, coxpaHeHHBIX BO
¢GII-naMaTy.

Oencteune 22 B BBIBOIE JOIKHO MPUCYTCTBOBATH UM TOJIBKO UTO 3arpy’KeHHOTO (haiina.

DOencteue 23 Beemure komanay more flash:descript-confgmis BeiBoga conepxiumoro
(haiina B BUIE TEKCTA.

Deiicteue 24 BBIBO Ha DKpaH BO BPEMs 3TUX JACHCTBHN JOJKCH BBITTIAACTD CIACTYIONHM
obOpa3zom:

RouterX#more flash:descript-confg

! This file demonstrates the way the IOS removes re marks
! from configuration files

! 'and allows parts of a configuration to be updated

: L

interface serial 0/0/0

description Connection to Main Office
interface serial 0/0/1

description Unused Interface

end

Deiicteue 25 OOpaTuTe BHUMaHHUE, YTO TOT (Paiiin CONEPKUT HE3HAUNTEIFHOE KOJTHYECTBO
KOMaHI KOH(UTYPAIlu{, KOTOPhIC OBLIHN IOOABJICHBI B TEKYIIYIO aKTUBHYIO
KOH(UTYpaNnIo Wik 00beIUHEHBI ¢ Heil. Taxke o0paTuTe BHUMaHUE, 4TO (haiin
COJICPKUT KOMMEHTapUU. DTH KOMMEHTAPUH UTHOPUPYIOTCS U HE COXPAHIIOTCS
B TeKyIIeld KOHQUTYpaIHH.

DOencteue 26 Beenure komanny delete flash:descript-confguns ynanenus ¢aiina, Tombko
YTO 3arpy’KEHHOTO U3 (dII-namMaTH. BeIBO Ha 9KpaH IOJKEH BBITIISICTD
CIeIyIomuM 00pa3oM:

RouterX#delete flash:descript-confg
Delete filename [descript-confg]?
Delete flash:descript-confg? [confirm]

Oencteue 27 BBemure KOMaHAy U MOCICAYIOIIUE TApAMETPBI Ul KONUPOBaHuUs (aiina
descript-confg startup-configBriBo Ha 9KpaH JOKEH BBITISACTH
CIICAYIOIIAM 00pa3oM:

RouterX#copy tftp start

RouterX#copy tftp startup-config

Address or name of remote host [10.x.x.1]?10.x.x.1

Source filename [descript-confg]?descript-confg

Destination filename [startup-config]?

Accessing tftp://10.x.x.1/descript-confg...

Loading descript-confg from 10.x.x.1 (via FastEther net0/0): !
[OK - 289 bytes]

[OK]

289 bytes copied in 3.348 secs (86 bytes/sec)
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Oencteue 28 Beemure komanay Show startup s otoOpaxenust cogep:kumoro daiina startup-
config. BeiBoxt Ha 3KpaH OJKEH BBITIISICT CICIYIOMUM 00pa3oM:

RouterX#show startup

Using 289 out of 245752 bytes! This file demonstrat es the way the 10S removes
remarks

! from configuration files

' and allows parts of a configuration to be updated

(. [

interface serial 0/0/0

description Connection to Main Office

interface serial 0/0/1

description Unused Interface

end

DOencteue 29 OOpaTuTe BHUMaHUE, YTO 3arpy30yHas KOH(QUTYpaIys MOJTHOCTEI0 3aMEHEHA
HEOOJIBIINM HOBBIM (haiijioM KOH(GHUTypaliui. DTO T0Ka3bIBACT, YTO MPH
KOITUPOBAaHUH B (paiij 3arpy304HON KOH(PHUTypaIiK BBIIOIHICTCS 3aMEHa
(nm mepesarnmck) aToro ¢atina. Eciam nepesarpy3uTs MapIipyTH3aTOp B 3TOT
MOMEHT, y Hero He OyJeT AeHCTBYIOINX HHTEepdercos!

DOeinctene 30 BeenuTe KOMaHIy MJIsS COXpaHEHHUS TEKYyIICH KOHGUTYpaluu B (aiine
startup-config.

Devicteme 31 C momoIipo KoMaHasl ShOW startup ybemurecs, uTo pparMeHT KOHPHUTYypaIium
B (haitme startup-configgamenen moaHOM TeKymeH KOHPHUryparne.

lNMpoBepka ynpaxHeHuUsi
3amanue CUNTACTCS BBIMTOJHEHHBIM, €CJIN JOCTUTHYTHI CIEeIYIOIINe Pe3yIbTaThl:
B BHIIOJIHEHO COXpaHEeHHUE TeKyllel KoHurypanun Ha Ha3HaueHHOM | FTP-<epsepe;
®m  (aiin c HeOONBIIMM (pparMeHTOM KOH(PUTypalru 3arpy>keH B TEKYILYI0 KOH(PUTYpaIuio;

m  (aiin koHGUrypaIuK 3arpyKeH BO (IdMI-MaMsITh, C TOMOIILI0 KOMaH/IbI MOre BRIBEACH
TeKcT ¢aiina;

B 3arpyKeHHbIN (aiin yaaieH u3 QdL-naMsTy,

m  (aiin koHdurypaiuu 3arpykeH B ¢aitn startup-configmoarsepxmeHo, 4To 3TOT (haiii
repe3anucail Bce MpeIblIyIue 3anic KOHPUTypaIuy,

B TeKymas KoHpUrypauus ckomupoBana B Startup-configuaro npuseno k 3amMeHe gpparMeHTa
KOH(UTYpaLuy MOJTHON TEKyIeH KOHPHUTypanuuei.

3apava 2: Acnonb3oBaHue KOMaH4 oTNaakKu

B »T10i1 3a1aue BBI TOKHBI UCIIONB30BaTh KoMaHael Show anddebug mist Beibopounoro
BBIBOJIA JIAHHBIX 00 ONPEIEICHHBIX THHAMUUECKUX COOBITHSX, a TAKKE VIS MIPEIOTBPAIICHHS
BO3HHUKHOBEHHUS MPOOJIEM MPOM3BOAUTETBHOCTH.

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam 173



Mpoueaypa ynpaxHeHus

BrinoniHute crenyromue 1ecTBUs:

Oencteue 1 B peanbHOW NMPOM3BOACTBEHHOH Cpejie mepe/1 UCIoIb30BaHueM KoMaH 1 debug
HE00XO0IMMO NPOBEPUTH cTeneHb 3arpy3ku L1, Tak kak oT 3TOro 3aBUCUT
HPOU3BOAUTENILHOCTH MapipyTusaropa. Komannam debugnpucsansaercs
caMblil BEICOKUI TproputeT. OHU MOTYT IPUBECTH K NIEPE3AITYCKY
MapUIpyTU3aTopa. ITO MOKET MIPOUCXOIUTH M3-32 OTCYTCTBHS OOCITYKUBAHUS
MPOTPaMMHBIX TalIMEPOB, YTO MPUBOAUT K HEYCTPAHUMOH OIINOKeE.

Devicteme 2 Bseaure koMauxy ShOw processesis Beiojia nHpopMaruu o 3arpyske II1.
3akpoiiTe sKpaH mociie BEIBOAA MEPBOMl cTpaHullbl. BeIBOA Ha SKpaH JOKEH
BBITJISICTE CIIEAYIONUM 00pa3oM:

RouterX#show processes
CPU utilization for five seconds: 0% 0% one mnute: 0% five mnutes: 0%

PID QTy PC Runtime (ms) Invoked uSecs Stacks TTY Process
1 Cwe 400A7A2C 0 4 0 5456/6000 0 Chunk Manager
2 Csp 4008C430 4 1614 2 2528/3000 0 Load Meter
3M* 0 7832 379196 20 7200/12000 0 Exec

. TexkcT nponyumeH

Oenctene 3 OOpaTuTEe BHUMaHUE HA MIEPBYIO CTPOKY BHIBOJIA, B KOTOPOU MPUBOIUTCS
nHpopMmarus o6 3arpyske 11 B TeueHue Tpex BpeMEHHBIX TIeproIoB. B mpumepe
BBIIIIC OTH JaHHBIC BBIJCICHBI JKUPHBIM HIPUGTOM. B BailieM BbIBOJIC 3HAUCHHUE
Tax)Ke JOJDKHO OBITh MaJio.

DOencteue 4 Baemure komanay show debugginguro6sr yoeauTbest B OTCYTCTBUH APYTUX
akTUBHBIX KoMaHa debug B BbIBoJe HE TOKHO OBITh aKTUBHBIX IPOLIECCOB
OTJIA IKH.

Oencteue 5 Beemure komanay debug ip icmp, uToOkl BKIIOYHTH OTIAAAKY coodmenuit ICMP.
BrIBOZ Ha 3KpaH JIOJDKEH BBINISICTD CIICAYIOIINM 00pa3oM:

RouterX#debug ip icmp
ICMP packet debugging is on

Oencteue 6 [loBTOpHTE AciicTBUE 4, Ha SKpaHE OJDKHEI MMOSBUTHCS CICAYIONINE JaHHEIC:

RouterX#sh debugging

Generic IP:

ICMP packet debugging is on

Oencteue 7 Beemure komanay ping 10X.X.1 aist oTnpaBKy makeToB 3x0-3anpoca ICMP
Ha IP-anpec naznauennoro TFTP-cepBepa. BeiBox Ha dKpaH TODKEH BHITIISAICTD
ceayromuM o0pa3om:

RouterX#ping 10.10.10.1

Type escape sequence to abort.

Sending 5, 100-byte ICMP Echos to 10.10.10.1, timeo ut is 2 seconds:

1

Success rate is 100 percent (5/5), round-trip min/a vg/max = 1/1/1 ms
RouterX#

*Apr 3 19:44:43.699: ICMP: echo reply rcvd, src 10. 10.10.1, dst 10.10.10.3
*Apr 3 19:44:43.703: ICMP: echo reply rcvd, src 10. 10.10.1, dst 10.10.10.3
*Apr 3 19:44:43.703: ICMP: echo reply rcvd, src 10. 10.10.1, dst 10.10.10.3
*Apr 3 19:44:43.703: ICMP: echo reply rcvd, src 10. 10.10.1, dst 10.10.10.3
*Apr 3 19:44:43.707: ICMP: echo reply rcvd, src 10. 10.10.1, dst 10.10.10.3

Oencteue 8 Baemure komanay debug ip rip, 4To0bl BKIFOUUTE OTIAIKy TAKETOB
Mapuipytuzanuu RIP.
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DOeiicteue 9  [loJ0kINTE HECKOIBKO MHHYT M IPOHAOIIOAITE OTIPABKY U MOTyYCHUE
00HOBIIEHHUH TIpoTOKOJIa MapmpyTu3anuu RIP. BeiBom Ha 3KpaH TODKEeH
BBITJISICT CIEAYIONUM 00pa3oM:

RouterX#

*Apr 3 20:12:01.355: RIP: sending v2 update to 224. 0.0.9 via FastEthernet0/0 (10.10.10.3)
*Apr 3 20:12:01.355: RIP: build update entries

*Apr 3 20:12:01.355: 10.140.10.0/24 via 0.0.0.0, m etric1,tag O

*Apr 3 20:12:01.355: 10.140.10.1/32 via 0.0.0.0, m etric 1, tag O

*Apr 3 20:12:01.355: 192.168.21.0/24 via 0.0.0.0, metric 1, tag O

*Apr 3 20:12:01.355: 192.168.121.0/24 via 0.0.0.0, metric 1, tag O

*Apr 3 20:12:01.355: 192.168.131.0/24 via 0.0.0.0, metric 1, tag O

*Apr 3 20:12:01.355: 192.168.221.0/24 via 0.0.0.0, metric 3, tag O

RouterX#

*Apr 3 20:12:06.083: RIP: sending v2 update to 224. 0.0.9 via Serial0/0/0 (10.140.10.2)
*Apr 3 20:12:06.083: RIP: build update entries

*Apr 3 20:12:06.083: 10.10.10.0/24 via 0.0.0.0, me tric 1, tag O

RouterX#

*Apr 3 20:12:27.295: RIP: received v2 update from 1 0.140.10.1 on Serial0/0/0

*Apr 3 20:12:27.295: 192.168.21.0/24 via 0.0.0.0 in 1 hops

*Apr 3 20:12:27.295: 192.168.121.0/24 via 0.0.0.0 in 1 hops

*Apr 3 20:12:27.295: 192.168.131.0/24 via 0.0.0.0 in 1 hops

*Apr 3 20:12:27.295: 192.168.221.0/24 via 0.0.0.0 in 2 hops

RouterX#

Deiicteue 10 BBeauTe KOMaHIy A/ MPOCMOTPa KOJHMUYECTBA aKTHBHBIX koMaH 1 debug
J{oJKHBI TOSABUTHCA CIIEYIONINE BBIXOAHBIEC TaHHbBIE:

RouterX#show debugging

Generic IP:

ICMP packet debugging is on

IP routing:
RIP protocol debugging is on

Oencteue 11 XO0T4 KaxKaAyro U3 KoMaH] debUgMOKHO OTKIIFOUUTE OTIEIBHO, ObICTpEe
Y Ha/ISKHEE OTKJIIOYUTH BCE ONEPAIMU OTIAKH C IIOMOLIBIO OJJHOW KOMaH/IbI.
Beenute xomanay No debug allms yaanenust Bcex akTHBHBIX IPOLIECCOB
OTJIAJIKH Ha MapIIpyTH3aTOpE.

RouterX#no debug all
All possible debugging has been turned off

lNMpoBepka ynpaxHeHuUsi
3a,I[aHI/Ie CUHUTACTCA BBIIIOJIHCHHBIM, €CJIU JOCTUTHYTHI CJICAYIOMIUEC PE3YIIBT aThI.

B C IOMOLIBI0 KOMaH/I6I SHOW Processessuio onpeeieHo, 4To MapIpyTH3aTop
notpebisieT Kpaitne maino pecypcos LT,

B IS IPOCMOTPA BBIXOJHBIX NaHHBIX 11 makeToB |ICMP u oOHoBIIGHUIT TpoToKOIa
mapipytusanuu RIP ncnons3oBanucs komanasl debug

B Ui oOHapyKeHHsT aKTHBHBIX KoMaH [ debugHa mapiipyTrszaTope HCIOIB30BaIaCh
komanga show debug

B BCE ONEPANNH OTJIAIKK OBUTA OTKIFOYCHBI C TIOMOIIBIO OTHON KOMaH/IBI.
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JITabopaTopHasa pabota 6-4: NMNoaTBepxaeHune
pekoHdurypaumm cetn cpunmnana

BelinosiHUTe yrpakHEHUE 3TOH 1a00paTOpHOi pabOThI, YTOOB! IPUMEHUTH Ha IIPAKTHUKE
3HAHUS, IOJTyYCHHBIC B COOTBETCTBYIOIIEM MOJIYJIC.

3agaym ynpaxHeHus

B »TOM ynpakHeHHH BBI Oy/IeTe BHOCUTh M3MEHECHHUS B KOH(PUTYpAIHIO CETH (PUTHana,
KOTOpask He MOJTHOCTHIO HACTPOCHA aIMHUHUCTPATOPOM. [Ipu pexoH(pUTYpaIvy, BHECCHUN
WCTIPaBJICHUI U MPOBEPKE OYIyT UCTIONB30BATHCS MPAKTHYCCKHIE HABBIKK U 3HAHHS,
MOJTyYSHHBIE BO BPeMsi MPEIBIIYIIHX JTab0paTOpHbIX padoT. [Tociie BBIMOIHEH S 3TOTO
YIpa)KHEHHS BbI Oy1eTe CIIOCOOHBI CIeaTh ClIeayolee:

B HACTPOUTH KOMMYTATOp padoueii IPyIIbl, HCHOIb3YsS HHGOPMAIIUIO U3 KOHTPOJIBHOMN
TaOIULBI HIKE,

B HAaCTPOUTH MapIIPyTU3aTOp PaboUeH rPyIIIbl, UCTIONB3Ysl HH(POPMAIUIO M3 KOHTPOIHHON
TaOIULBI HIKE,

B 1I0CJIe BKJIIOYEHHS THHAMHYECKON MapIIpyTHU3allii Ha MapIIpyTH3aToOpe paboded TpyIIbl
HaWTH MapIIpyTU3aTOPHI, yKa3aHHBIE B HIUTFOCTPAIINH 33 JaHUS;

B BBIIOJIHUTH MPOBEPKY COOTBETCTBHUS OKOHYATEIHHON KOH(PHUTypaIiiii HOBBIM JaHHBIM
0 TOIOJIOTHH.

UnnocTtpauna 3agaHua

Ha PUCYHKE HMKC MMOKA3aHO, UYTO BbI JOJIKHBI CACJIATh BO BPpEMA JAHHOTO YIIPA)KHCHUS.

UnnocTtpauua 3apgaHnsa K naboparopHoun pabote 6-4
NMoaTBepxaeHne pekoHcpurypaumm cetu punmana

DocTyn K IP-agpecy =

PeankbHbIiA —_——= i
WHTEpHET INaBopaTopHblii
—~— «UHTepHeT?. 2
T = Toea %
= i172.31.24y.254
Toe
XX = AA...HH
y =1...8

vlan1

CeTtn
— yAaneHHoro

—
~ dunuana
gCTamuecmﬁ 192.168.2y.200
idinit e 2P 192.168.12y.200

+1 nepemeIQZ 168.22y.200
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HeoGxoaumble pecypchbl

Hwxe nepeuncieHsl pecypchbl U yCTPOMCTBA, HEOOXOIUMBIC IS BBHITTOTHEHUS YIIPAKHCHHUS.
m [IK, moakto4eHHBIH K yAaJIeHHON JIAOOpaTOpHH.
m  [Ipunoxenue 1 IMYISIIUA TEPMUHAJA C TOAACPKKOH SSH.

m  HoBble JaHHBIC 0 JOCTYIE K HA3HAYCHHOMY KOMIUIEKTY O0OPYIOBAHHUS IS OTOM
nabopatopHoOi paboTHI, IPUBEICHHBIE B pazene «[loackazkm».

Cnunckmn KomaHp
CM. CITMCKYM KOMaH]I, CBSI3aHHBIC C TIPEABIAYITEH JTabopaTOpHO# paboToMH, KOTOopas
COOTBETCTBYET BBIMOIHICMOM 3a1aue.

Mopckasku

Jis 5TOTO yIpaskHEHUS TOCTYITHBI CIEAYIONINE ITOICKA3KY.
®  MurrocTpanuu 3aMaHus sl TOH 1ab0opaTOpHOI paboTEHI.
®  TalOiwuia 3amad KOMMyTaTopa.

m  TaOnwuma 3a1a4 MapIpyTU3aToOpa.

m  Tabnuua c JaHHBIMHU 00 azpecax ISl KaKIod pabouei rpyImsl.

Tabnuua 1. UHcbopmauma 06 agpecax paboumx rpynn

Pa6bouas Nma xocTa Macka Nma xocTa Macka |IP-agpeca
rpynna kommyTaTopa | IP-agpeca VLAN 1 /24 | mapwpyTtusaTtopa Fa0/0 /24
AA SwitchAA 10.22.22.11 RouterAA 10.22.22.3
BB SwitchBB 10.33.33.11 RouterBB 10.33.33.3
CcC SwitchCC 10.44.44.11 RouterCC 10.44.44.3
DD SwitchDD 10.55.55.11 RouterDD 10.55.55.3
EE SwitchEE 10.66.66.11 RouterEE 10.66.66.3
FF SwitchFF 10.77.77.11 RouterFF 10.77.77.3
GG SwitchGG 10.88.88.11 RouterGG 10.88.88.3
HH SwitchHH 10.99.99.11 RouterHH 10.99.99.3

Tabnuua 2. UHbopmaumsa 06 agpece nHtepdenca s0/0/0 mapwpyTusaropa

Pa6bouas Macka |IP-agpeca /24 Pa6bouas Macka |IP-appeca /24

rpynna nHTepdenca s0/0/0 rpynna nHtepdemnca s0/0/0
AA 10.140.11.2 EE 10.140.55.2
BB 10.140.22.2 FF 10.140.66.2
CcC 10.140.33.2 GG 10.140.77.2
DD 10.140.44.2 HH 10.140.88.2
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Tabnuua 3agay kKommyTaTopa

BbinonHeHa

Ta6bnuua 3agay KOMMyTaTopa

Pa6ouas rpynna:

v 3agaya n cBoMcTBO (NNabopatopHas paboTa) Moacka3ku no kKoHdUrypaumum

1 uHcdopmauums

1) BazoBas kKoHcurypauus (nabopatopHbie paboTbl 2-2, 2-3)

Mmsa xocta (paboyas rpynna ¢ AA no HH) hostname SwitchXX

MHTepdelic vlan 1

IP-agpec n macka nogceTu ip address ip_adpec macka

IP-agpec wnto3a no ymonyaHuo ip default-gateway ip_adpec

Enable password cisco

Enable secret sanfran

MpumeHeHne wncpoBaHua napons service password-encryption

Mms nonb3oBaTens 1 naposnb AN KOHCONU 1 NuHui VTY. username netadmin privilege 15
password netadmin

Netadmin nmeet 15-1 ypoBeHb npuBUner1n

JInHun VTY line vty 0 15

Bxop ¢ ncnonb3oBaHnem nokanbHOro MMeHu nonb3oBaTens u naponen | login local

JInHnA koHconn line console 0

Bxop ¢ 3anpocom naponsi login

Maponb koHcomnu sanjose

BaHHep Bxoaa ¢ COOTBETCTBYHOLLMM COOOLLIEHMEM cucTeMbl 6e3onacHocTM | banner login % coobuweHue %

[NpoBepka

2) HacTpoiika gnsa ncnonb3oBaHusi TOJIbKO npotokona SSH (na6opatopHas pa6oTa 2-3, 3agayva 4)

Mms nonb3oBaTens n naposnb netadmin
netadmin

Nmsa pomena IP cisco.com

[eHepauua kpunTorpagu4eckoro Kn4a RSA — 1 024 hit

Bepcua SSH 2

JInHun VTY line vty 0 15

OrpaHuyeHre nogaepxMBaemblx MPOTOKONOB transport input ssh

MpoBepka show run

3) HacTpoliika 6e3onacHocTu nopTa (nabopaTtopHas pa6oTa 2-3, 3agava 5)

WHTepderic fa0/1

Pexum nopta kommyTaTtopa switchport mode access

MakcrMManbHoe Y1Ccno agpecos switchport port-security max 2

[HevicTBre «restrict» npu HapyweHun switchport port-security
violation restrict

MonyyeHne MAC-agpeca = sticky switchport port-security
mac-address sticky
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BuinonHeHa | Tabnuua 3agay MapLupyTusaropa Pa6ouas rpynna:

v 3agaya n cBoMcTBO (NNabopaTtopHas paboTa) Moacka3ku no kKoHdUrypaumum
1 uHopmauums

BkntoueHne 6esonacHocTu nopTa switchport port-security

MpoBepka show port-security interface

4) 3alMLUeHHbIN kKoMMyTaTop (abopaTtopHas paboTa 2-3, 3apgaya 6, nabopaTtopHas paboTa 6-1, 3agaya 2)

OTKNIOYEHNE HeUCNonb3yeMbiX MOPTOB fa0/3-10, fa0/13-24, gi0/1-2

OrpaHnyeHne ncnonb3oBaHus npoTokona CDP uHtepdericom, no cdp enable
MOAKIFOYEHHBIM K MapLUpyTM3aTopy

[NpoBepka

Ta6nuua 3agay maplpyTusaTtopa

BuinonHeHa | Ta6nuua 3agay MapLupyTusaropa Pa6ouas rpynna:

v 3apayva n cBoMCTBO (NabopaTopHas paboTa) Mopacka3kn no KoHcurypaumm
1 uHcdopmauums

1) BasoBas KoHturypauus (nabopatopHas pa6oTta 4-6)

Mwms xocTa (paboyas rpynna ¢ AA no HH) hostname Router XX
WHTepdeiic interface fa0/0

IP-agpec u macka nogceTun ip address ip_adpec macka
Enable password enable password cisco
Enable secret enable secret sanfran
MpoBepka

2) MoaudmumpoBaHHas koHcpurypauus (naéoparopHas pabota 4-7, nabopaTopHas pa6oTa 6-1, 3agayva 1)

MprmeHeHne wndpoBaHua napons service password-encryption

Mmsa nonb3oBaTtens v naposb A8 KOHCONMM v NnHun VTY username netadmin privilege

B . yposeHb password netadmin
Monb3oBaTens nmeeT 15-1 ypoBeHb NpUBUNErn

JInHun VTY line vty 0 4

Bxopg ¢ ncnonb3oBaHMeM floKanbHOrO UMEHM Norb3oBaTens U naponen Iogin local

MopT KoHCcOnMKM line console 0

Bxopn ¢ ucnonb3oBaHmem napons login

Maponb koHconu password sanjose

BaHHep Bxoga ¢ COOTBETCTBYOLLMM COOOLLEHNEM CUCTEMDI banner login % coobweHue %
©e3onacHocTU

OrpaHnyeHue ncnonb3oBaHus npoTokona CDP nHtepderncom, no cdp enable

NOAKMIOYEHHBIM K MapLLUpyTM3aTopy

[NpoBepka

3) HacTpowka ansa ucnonb3oBauusa TOJIbKO npoTtokona SSH (na6opaTtopHas paboTa 4-7, 3agava 4)

Nmsa pomena IP cisco.com

[eHepauua kpunTorpagu4eckoro Kno4a RSA — 1 024 hit
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BbinonHeHa

Ta6nuua 3agay MapwpyTusaTopa

Pa6ouyas rpynna:

v

3agaya n cBoMcTBO (NNabopatopHas paboTa)

Moacka3ku no kKoHdUrypaumum
1 uHopmauums

Mcnonb3oBaHue Bepcumn SSH v2

ip ssh version 2

JIMHUM VTY

line vty 0 4

OFpaHVILIeHVIe nogaepXxumBaemMbiX MPOTOKOJ10B

transport input ssh

[NpoBepka

BbinonHeHa

Ta6nuua 3agay MapLpyTusaTopa

Pa6Gouas rpynna:

v 3apayva n cBoMCTBO (NabopaTopHas paboTa) Mopackaskn no KoHcurypaumm
1 uHdopmauums
4) HacTtpoika noaaepxku Cisco SDM ( nabopaTopHasi pa6oTta 4-8, 3agaya 1)
MopkntoyeHue yepes HTTP ip http server
PaspeleHuve nogkntodeHus yepes HTTPS ip http secure-server
AyTeHTudmnkaums c MCNOIb30BAHMEM JTOKaMbHOTO MMEHM ip http authentication local
nonb3oBaTens u naponen
5) HacTtponka DHCP-cepBepa (nabopaTtopHas pa6oTta 4-8, 3apgaya 2) [Toddepxka KIueHmos
Ha uHmepgbetice Fa0/0
Mwmsa nyna Branch xx-clients
HavanbHbin IP-agpec .150 150
KoHeuyHbIn IP-agpec .199 199
Bpems apeHapl: 5 MUHYT 005
MapLupyTr3aTop No yMOn4aHuio: 3T0T MapLupyTM3aTop 10.xx.Xx.3
MpoBepka
6) HacTtpoiika goctyna k UHTepHeTy (nabopaTopHas pabota 5-1)
WHTepdeiic fa0/1
IP-agpec ucnonesyet DHCP OuHamuyeckumn (knueHT DHCP)
BHewHuin nuTepdenc PAT fa0/1
BHyTpeHHUn nHtepdenc PAT fa0/0
[NpoBepka
7) HacTpowka nogknoveHus K rmaBHoOMy oducy (naéopatopHasi pabora 5-2)
MHTepdelic s0/0/0
IP-agpec nocnegoBaTtenbHOro nHTepgerica 0/0/0 — cm. Tabnumuy 2 ip address ip-adpec macka
MHkancynauus encapsulation ppp
MpoBepka
8) HacTpoliika maplpyTtusauum RIPv2 (na6opaTtopHas pa6oTa 5-3)
MpoTokon mapLupyTusaumm router rip
RIP Bepcun 2 version 2
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BuinonHeHa | Tabnuua 3agay MapLupyTusaropa Pa6ouas rpynna:

v 3agaya n cBoMcTBO (NNabopaTtopHas paboTa) Moacka3ku no kKoHdUrypaumum
1 uHcdopmaumsa

MpoTtokon, paboTatowwmin Ha uHTepdercax network 10.0.0.0

MpoBepka

9) HacTpowka 3arpy3ku ycTporcTBa (nabopaTtopHas pa6oTta 6-2)

Agpec TFTP-cepBepa — XocT .1 B NNOKanbHOM CETU. 10.nn.nn.1

[omxHa ObITb 3agaHa cneaytollas nocrneoBaTeNbHOCTb 3arpy3Ku: boot system flash ums_cpalina
®ain Cisco I0S Bo cnaw-namaTtn; ann Cisco 10S ¢ TFTP-

cepBepa; NepBblil 06HapYXeHHbIN Bo dhnalu-namsTv daiin Cisco 10S | boot system tfitp  adpec
umsi_gpatina

boot system flash

MpoBepka
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3apgaua 1: MopgknioyeHue K yaaneHHou naéoparopum

Mpoueaypa ynpaxHeHus

JIist moaKITIoueHUS K HOBOW Ha3HAYCHHON pabodei rpyte OyayT UCIIOh30BATLCS MEHIO,
KOTOpPBIC yKe€ UCIIOIB30BAINCH B MIPEABILIYINX JabopaTopHbIX padboTax. HoBas pabouas
rpynma o0o3HaveHa AByMs OykBamu. Hampumep, eciiu B TaHHOU J1abopaTopHOH paboTe
BaM Ha3Ha4eHa pabouas rpynna AA, UCTIONB3yHTE MEHIO A, eclii Ha3HaueHa paboyvas
rpymnmna BB —ucmnone3yiite meHto B, u T. 1.

Yro0bI MOAKIIOUNTHC Uepe3 TyHHeIs VPN u ncnonszosars Cisco SDMmits HacTpo#ku
MapIIpyTu3aTopa padoyeil rpyIibl, HEOOXO0MMO UCTIONB30BaTh APyroi mpoduib
koHpurypammu VPN-kmmenTa. 9ToT npoduiTs T03BOIAT MOAKITIOYUTHCS K HYKHOM
MOJICETH, COOTBETCTBYIOIIEH HOBOMY aJIpecy MOACETH padoueii rpymibl.
S &
Dizzonnect ew Img

Caonnection Entries l Certificates

| Connection Entry

Lab B4 ICHD -G,
Lab 6-4 ICND-“WG-BB
Lab B-4 ICND“WGE-CC
Lab B-4 ICND-“wWG-DD
Lab 6-4 ICHND“wWG-EE
Lab B-4 ICND“WG-FF
Lab B-4 ICND“WGE-GG
Lab B-4 ICHND“wG-HH

lNMpoBepka ynpaxHeHuUst

3aI[aHI/IC CUMTACTCS BBIIIOJIHCHHBIM, €CIIM JOCTUTHYTHI CICAYIOIINE PE3yJIbTaThl:

B C MOMOIIBI0 MEHIO, UCIOJB3YyEMbIX B IPEIBIIYIINX JTa00PaTOPHBIX padoTax,
CO3/1aHO TTOAKIIOYCHHE K YIATICHHON Tab0paTopuu B yCTPOHCTBaMHU pabodeii TpyIIsI;

B CnomoIrsio HoBoro Tipodmis VPN-kiIreHTa BEITOMHEHO MOAKITIOUCHUE K yIaJIeHHOM
nabopaTopru, YT00BI 00ECIIEUNTH MOANEPKKY Hcmoap3oBanus CiSCO SDMuist HacTpoiikn
MapIipyTu3aTopa padbodeii TpyIIIbI.

3apaua 2: lNogrotoBKa K npoBepKe KOHUrypaumm
Mpoueaypa ynpaxHeHusi

YroObl MPOBEPHUTH, TPABUIBHOCTh HACTPOUKH CETH (hrmHaa, yoeuTech, YTo JUCKPETHHIC
nmapaMeTphl HACTPOCHBI B COOTBETCTBUH CO 3HAYCHHSIMH, 3aIaHHBIMH JIT KOMMYTaTOpa

U MapipyTuzaropa. YtoObl yOeIUThCS B TOM, 4TO KOH(UIypalus (huiraia a 1ejioMm padoTaet
BepHO, ucnok3yiiTe koManasl Cisco |OSIIpeamonaraercs, 9To STOT IPOIIECC COCTOUT U3 TPEX
3TaIoOB, KOTOPBIE MOTYT OBTOPSATHCS JUTS CO3/IaHMS OKOHYATENLHOM pabouei KOHHUTYpaIyH.

Bo Bpems sTama 1 Bam HE0OX0AMMO COOPATh BCIO HEOOXOIUMYHO HH(OOPMAIIHIO 0 KOMMYTaTOPE
Y MapuIpyTH3aTOpe HA3HAYCHHOW pabodeli TPYIIIIbI.

Bo Bpems sTama 2 BbI IOJKHBI IPOBEPUTH COOTBETCTBHE KOHPUTYpAI[H KOMMYTaTopa
Y MapuIpyTH3aTOpa 3HAYCHHUSIM, TIOJTYYSHHBIM BO Bpems dTarna 1. MoxkeT notpeboBaThes
M3MEHEHUE KOH(UTYpaluy, BKI0Yast JOOABICHNUE OTCYTCTBYIOIIUX WU 3aMCHY
HEIpaBUILHEIX 3HaueHuit. Ha 3ToM sTarme Heobxoanmo ucnons3oBarh Cisco SDM

i uHTEepdeiic KoMaHmHON cTpoKU. IIpaBUIIBHBIN CHHTAKCHUC U TIPOIIEAYPHI HACTPOUKHU
MOXXHO HAaWTH B TIPEABIAYIITNX Ja00OpaTOPHBIX paboTax.
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Bo Bpemst sTana 3 Bam HE0OXOIUMO KCITOIB30BaTh KoMaH sl CisCcO |OSaTo6s! IpOBEPHUTH
COBMECTHYIO paboTy KOMMYyTaTopa U MapIipyTH3aTopa Ui MOJIEPKKH KOHPUTYpaIin

B II€JIOM. DTO MOTYT OBITh KOMaH/IbI PING wiu KoMaHp ShOW, mokasbIBaromye, Harpumep,
yro knnenT DHCP monyunn agpec. ns pemenns npo6ieM, BOZHUKAIOIIUX Ha 3TOM dTarle,
HEOOXO/IMMO BBISIBUTh UX HCTOYHHK. BBI TOIDKHBI HCXOUTH U3 TOTO, YTO OKPY’KaroIIas CETh
HacTpPOEHA BepHO, U 0OHa OyaeT paboTaTh €CIIM Ballld HACTPOUKH OyIyT COOTBETCTBOBATH
3HAYCHUSIM, IPUBE/ICHHBIM B MOJICKa3KaxX W Tabnuiax. Ecinu pemuth npobiieMsl He yraercs,
oOparaiTech 3a IIOMOIIBIO0 K HHCTPYKTOPY .

chom;syfne JaHHBIC U3 Ta6J'II/ILI lu2u NEPCHECUTEC UX B UIIJIFOCTPALIUIO 3aJaHK, YTOOBI
IOATOTOBUTH IP—a):[peca JJIA 3a4a4 U3 Ta6J'II/II_[BI 3aa4 KOMMYTAaTOpa U MapuipyTusaTopa.

lNMpoBepka ynpaxHeHuUs
3a,Z[aHI/I€ CUHUTACTCA BBINTOJIHCHHBIM, €CJIM JOCTUTHYT CJ'IGZ[yIOIJ_[I/Iﬁ pesyanaT:

B BBl U3YYWIH WHCTPYKIIUHN U MTOATOTOBIIIN CBEICHNS, HEOOXOIUMBIE /IJISl BBITIOJIHEHUS
cIleayrouien 3a1auu.

3apava 3: lNpoBepka KOHUrypaumm

Mpoueaypa ynpaxHeHusi

chom;syfne JaHHBIC U3 Ta6J'II/ILI lu2mu MEPCHECUTEC UX B UIIJIFOCTPALIUTIO 3aJaHK, YTOOBI
IOATOTOBHUTH IP—a):[peca JJIA 3a0a4 U3 Ta6J'II/II_[BI 3aa41 KOMMYTAaTOpa U MapuipyTusaTopa.

YcranaBnuBaiTe (BIaXKKu M0 Mepe BBITTOIHEHUS 3a/1a4 U3 Ta0uuIlbl. JlonoTHUTEeThHBIC
CBEJICHHSI O HACTPOHKE M MPOBEPKE KOHPUTYPAIIMU CM. B IPEIBIAYIINX J1a00paTOpHBIX
paborax.

IToapoOHbIe MHCTPYKIMK HE MIPUBOIATCS, IIOCKOJIBKY BCSI HE0OOX0ANMas HHGOpMaLus
JOCTYIIHA B 3TOW WM MpeapIAyuX JabopatopHblx padorax. Ecnu Bam motpebyroTest
JOTIOJTHUTEINIbHBIE YKa3aHHsI, 00paTHUTECh K HHCTPYKTOPY.

lNMpoBepka ynpaxHeHuUs

3amaHue CYUTACTCS BHIMIOJIHCHHBIM, €CITU B CETH (hMIHaia JOCTUTHYTHI CIICAYIOIIIE
pe3yIbTaTHI:

®  basoBas HacTpoiika KOMMYTaTopa COOTBETCTBYIOT CBOMCTBaM, HA3HaYE€HHbBIM
paboueii rpymre;

B 11 KOMMYTaTopa co31aHo OaHHEepHOE COOOIIEHNE C COOTBETCTBYIOINM
HPEeIYNPEKICHUECM;

m  Kondurypanus SSHHa koMMyTaTOpe COOTBETCTBYIOT CBOMCTBAaM, Ha3HAYCHHBIM
paboueii rpymre;

m  KoHdurypanus 6€30macHOCTH OPTa COOTBETCTBYIOT CBOWCTBAM, HA3HAYCHHBIM
paboueii rpymre;

B (e30MacHOCTh KOMMYTaTopa o0ecriedeHa B COOTBETCTBHH CO CBOWCTBAMH, HA3HAYEHHBIMH
paboueii rpyme;

®  basoBas KOH(UTypaIis MapIIpyTU3aTOpa COOTBETCTBYIOT CBOMCTBaM, Ha3HAYCHHBIM
paboueii rpymre;

B U1 KOMMYTaTOpa co3JIaHO OaHHEpHOE COOOIIEHNE C COOTBETCTBYIOIIAM
MpeaynpexIcHIeM,;
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m  KoHdurypanus mapoist MapiipyTH3aTOpa COOTBETCTBYIOT CBOWCTBAM, Ha3HAYCHHBIM
paboueii rpymre;

m  Kondurypauus nporokona SSHHa MapmpyTrzaTope COOTBETCTBYIOT CBOCTBaAM,
Ha3HauYCHHBIM padoYell rpymre;

m  Kondurypauus DHCP<epBepa MapuipyTuzaTopa COOTBETCTBYIOT CBOMCTBaM,
Ha3HAa4YeHHBIM paboueil rpymme;

m  Kondurypanus moctymna B UHTepHET MapIIpyTH3aTopa COOTBETCTBYIOT CBOMCTBAM,
Ha3HAYCHHBIM pabodvell Tpymre;

m  KoHurypamus moaKIFOUYeHUS K TTaBHOMY 0()UCY COOTBETCTBYIOT CBOWCTBAM,
Ha3HAYCHHBIM paboyeil rpyrIe;

m  KoHurypanus TMHAMHUYECKON MapIIPYTU3alliU Ha MaPIIPYTHU3aTOPE COOTBETCTBYIOT
CBOMCTBaM, Ha3HAUYECHHBIM paboueii rpyme;

m  KoHdurypamus cucTeMsl 3arpy3Kd MapuIpyTH3aTOpa COOTBETCTBYIOT CBOMCTBAM,
Ha3HAYCHHBIM pabodvell Tpymre;

B ceTH ¢uIMaNa yCreuHo nposepeHa pabdora ciyx6 DHCP<epBepa, mapimpyTuzannu
U IIOAK/IIOUEHUI.
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OTBeTbl K NabopaTopHbIM pabdboTam

Hwxe nmpuBoasTCS IpaBUIIbHBIE OTBETHI M OKHAAeMble PEIICHUS IS YIIPaKHEHHH,
OMMHICAaHHBIX B 3TOM PYKOBOJICTBE.

OrtBets! s nabopaTtopHeix pador 1-1, 1-2, 1-31 2-1 noctynHb B caMux padoTax.
B xoze aTux paboT KoHpUTypanuus He U3MEHSIETCSI.

OTBeTbl K nNabopatopHoun padoTe 2-2: 3anyck
KOMMYyTaTopa M ero Ha4yanbHasa HacTpouka

[ocye BEIMONHEHNS 3TOTO YIPAaXXHEHUS! KOH(PUTypalys KOMMYyTaTopa padoder TpyIIbL
OyIeT BBITJISIET CICIYIOIUM 00pa3oM (OTIINYHS 3aBUCST OT pabovei rpyIIbI):

I
version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime

no service password-encryption

I

hostname SwitchX

I

enable secret 5 $1$A110$0z283HWmMswM/vk5.RSZpVr.
enable password cisco

I

no aaa new-model

ip subnet-zero
I

no file verify auto
spanning-tree mode pvst
spanning-tree extend system-id
|

vlan internal allocation policy ascending
I

interface FastEthernet0/1
|

interface FastEthernet0/2
I

interface FastEthernet0/3
|

interface FastEthernet0/4
|

interface FastEthernet0/5
]

interface FastEthernet0/6
|

interface FastEthernet0/7
I

interface FastEthernet0/8
|

interface FastEthernet0/9
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interface FastEthernet0/10
|

interface FastEthernet0/11
]

interface FastEthernet0/12
|

interface FastEthernet0/13
I

interface FastEthernet0/14
|

interface FastEthernet0/15
|

interface FastEthernet0/16
]

interface FastEthernet0/17
|

interface FastEthernet0/18
|

interface FastEthernet0/19
|

interface FastEthernet0/20
|

interface FastEthernet0/21
]

interface FastEthernet0/22
|

interface FastEthernet0/23
|

interface FastEthernet0/24

!

interface GigabitEthernet0/1
I

interface GigabitEthernet0/2
I

interface Vlanl

ip address 10.10.10.11 255.255.255.0

no ip route-cache
I

in default-gateway 10.10.10.3

ip http server

ip http secure-server
!

control-plane

!

!

line con 0

line vty 0 4
password sanjose
no login

line vty 5 15
password sanjose
no login

!

end
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OTBeTbl K NabopaTtopHou paboTe 2-3:
NoBbiweHUe 6e30NacHOCTU Ha4YanbHOMU

KOHduUrypaumm KommyrtaTopa

[Tocrne BBITTOTHEHUS 3TOTO YIPAKHEHUA KOHPUTYpaIns KOMMyTaTopa padbodeit TpyIIsI

OyIeT BBITJISIETh CICAYIOIUM 00pa3oM (OTJIMYHS 3aBUCST OT pabovei rpyIIbI):

version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime
service password-encryption

I

hostname SwitchX

!

enable secret 5 $1$A110$0z283HWmMswM/vk5.RSZpVr.
enable password 7 05080F1C2243

I

username netadmin password 7 030A5E1F070B2C4540
no aaa new-model

ip subnet-zero

I

ip domain-name cisco.com

ip ssh version 2

I

!

crypto pki trustpoint TP-self-signed-1833200768
enroliment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-183320
revocation-check none

rsakeypair TP-self-signed-1833200768

I

crypto ca certificate chain TP-self-signed-18332007

certificate self-signed 01

3082028D 308201F6 A0030201 02020101 300D0609 2A864
53312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 31383333 32303037 36383120 301E0
02161177 675F7377 5F612E63 6973636F 2E636F6D 301E1
30313033 5A170D32 30303130 31303030 3030305A 30533
26494F53 2D53656C 662D5369 676E6564 2D436572 74696
33323030 37363831 20301E06 092A8648 86F70D01 09021
63697363 6F2E636F 6D30819F 300D0609 2A864886 F70D0
81890281 8100B444 4F07E979 88953526 E0B8480C 52DBC
8FB4ABEE 142FAEC4 744CB8BE 021BDAE5 BFO0O5CA6 99D0B
E460FAES5 1435B900 43505E02 3FOF5E4B D61D6787 59B6A
42C15C96 D078A449 669E4B58 CD5857D0 1B570F43 008B8
F83865F5 8BFD0203 010001A3 71306F30 0F060355 1D130
301C0603 551D1104 15301382 1177675F 73775F61 2E636
0603551D 23041830 16801414 679B7COE C82E65FB 8953E
1D060355 1D0E0416 04141467 9B7COEC8 2E65FB89 53EC8
06092A86 4886F70D 01010405 00038181 006C7E92 A7F96
0660013D 4A91A319 6D6DBD61 B5147AAA FFOFCF26 3DF20
F8942F5F E53466BB 04E12200 25432AFE AO9DDFCF A07A5
5B085A4E 895C45BC 4DF264BC BFE32124 FAAA3BDB B9CF2
44531337 BO3B7055 48A0B320 0A6C3173 CO

quit

I

0768

68

886 F70D0101 04050030
967 6E65642D 43657274
609 2A864886 F70D0109
70D 39333033 30313030
12F 302D0603 55040313
669 63617465 2D313833
611 77675F73 775F612E
101 01050003 818D0030
1E7 E5FF660A 41932329
DC7 68C4A873 25A2F06C
E32 13558C75 561A6BB0
11F 45CD05B0 50D144BA
101 FF040530 030101FF
973 636F2E63 6F6D301F
C84 1FC9DD49 E672A630
41F C9DD49E6 72A6300D
199 D1D81ADA FA16C868
CA7 9694B3B8 24ABBEAC
A4A 145BES58D 4040040A
CC2 35F3B42A B16BFD69
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no file verify auto
spanning-tree mode pvst
spanning-tree extend system-id
I

vlan internal allocation policy ascending
!
interface FastEthernet0/1
switchport mode access
switchport port-security maximum 2
switchport port-security
switchport port-security violation restrict
switchport port-security mac-address sticky
switchport port-security mac-address sticky 0017.5
switchport port-security mac-address sticky 001a.2
!
interface FastEthernet0/2
switchport mode access
!
interface FastEthernet0/3
switchport mode access
shutdown
!
interface FastEthernet0/4
switchport mode access
shutdown
!
interface FastEthernet0/5
switchport mode access
shutdown
!
interface FastEthernet0/6
switchport mode access
shutdown
!
interface FastEthernet0/7
switchport mode access
shutdown
!
interface FastEthernet0/8
switchport mode access
shutdown
!
interface FastEthernet0/9
switchport mode access
shutdown
!
interface FastEthernet0/10
switchport mode access
shutdown
!
interface FastEthernet0/11
switchport mode access
!
interface FastEthernet0/12
switchport mode access
!
interface FastEthernet0/13
switchport mode access

shutdown
!

a78.be01
fe7.3089
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interface FastEthernet0/14
switchport mode access
shutdown

I

interface FastEthernet0/15
switchport mode access
shutdown

I

interface FastEthernet0/16
switchport mode access
shutdown

!

interface FastEthernet0/17
switchport mode access
shutdown

!

interface FastEthernet0/18
switchport mode access
shutdown

!

interface FastEthernet0/19
switchport mode access
shutdown

!

interface FastEthernet0/20
switchport mode access
shutdown

!

interface FastEthernet0/21
switchport mode access
shutdown

!

interface FastEthernet0/22
switchport mode access
shutdown

I

interface FastEthernet0/23
switchport mode access
shutdown

I

interface FastEthernet0/24
switchport mode access
shutdown

!

interface GigabitEthernet0/1
switchport mode access
shutdown

!

interface GigabitEthernet0/2
switchport mode access
shutdown

!

interface Vlanl

ip address 10.10.10.11 255.255.255.0
no ip route-cache

!

ip default-gateway 10.10.10.3
ip http server

ip http secure-server

I

control-plane
|
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banner login *"C

*kkkkhkhkkkk Warn | n g kkkkkhkkhhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

kkkkkkkkkhkkkkhkkkhkkkhkkkhkkkhhkkhkkkhkkkhkkkhkkkhkkkkk
|

line con 0

password 7 111A180B1D1D1809
login

line vty 0 4

password 7 111A180B1D1D1809
login local

line vty 5 15

password 7 111A180B1D1D1809
login local

I

end

ersons only!
be prosecuted.

***********AC
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OTBeTbl K nabopatopHou pabote 2-4.
JKcnnyaTtauusa u HacTtpouka yctpoucta Cisco |10S

[Tocrne BBITTOTHEHUS 3TOTO YIPAKHEHUA KOHPUTYpaIns KOMMyTaTopa padbodeil TpyIIsI

OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHMS 3aBUCAT OT paboueil rpyIsl):

version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime
service password-encryption

|

hostname SwitchX

!

enable secret 5 $1$A110$0z83HWMswWM/vk5.RSZpVr.
enable password 7 05080F1C2243

I

username netadmin password 7 030A5E1F070B2C4540

no aaa new-model

ip subnet-zero

I

ip domain-name cisco.com

ip ssh version 2

I

!

crypto pki trustpoint TP-self-signed-1833200768

enroliment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-183320
revocation-check none

rsakeypair TP-self-signed-1833200768

I

!

crypto ca certificate chain TP-self-signed-18332007

certificate self-signed 01

3082028D 308201F6 A0030201 02020101 300D0609 2A864
53312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 31383333 32303037 36383120 301E0
02161177 675F7377 5F612E63 6973636F 2E636F6D 301E1
30313033 5A170D32 30303130 31303030 3030305A 30533
26494F53 2D53656C 662D5369 676E6564 2D436572 74696
33323030 37363831 20301E06 092A8648 86F70D01 09021
63697363 6F2E636F 6D30819F 300D0609 2A864886 F70D0
81890281 8100B444 4F07E979 88953526 EOB8480C 52DBC
8FB4ASEE 142FAEC4 744CB8BE 021BDAES BFO0O5CA6 99D0B
E460FAES5 1435B900 43505E02 3FOF5E4B D61D6787 59B6A
42C15C96 D078A449 669E4B58 CD5857D0 1B570F43 008B8
F83865F5 8BFD0203 010001A3 71306F30 0F060355 1D130
301C0603 551D1104 15301382 1177675F 73775F61 2E636
0603551D 23041830 16801414 679B7COE C82E65FB 8953E
1D060355 1DOE0416 04141467 9B7COECS 2E65FB89 53ECS8
06092A86 4886F70D 01010405 00038181 006C7E92 A7F96
0660013D 4A91A319 6D6DBD61 B5147AAA FFOFCF26 3DF20
F8942F5F E53466BB 04E12200 25432AFE AO9DDFCF AQ7A5
5B085A4E 895C45BC 4DF264BC BFE32124 F4AA3BDB BOCF2
44531337 B03B7055 48A0B320 0A6C3173 CO

quit

I

0768

68

886 F70D0101 04050030
967 6E65642D 43657274
609 2A864886 F70D0109
70D 39333033 30313030
12F 302D0603 55040313
669 63617465 2D313833
611 77675F73 775F612E
101 01050003 818D0030
1E7 ESFF660A 41932329
DC7 68C4A873 25A2F06C
E32 13558C75 561A6BB0O
11F 45CD05B0 50D144BA
101 FF040530 030101FF
973 636F2E63 6F6D301F
C84 1FC9DDA49 E672A630
41F C9DD49E6 72A6300D
199 D1D81ADA FA16C868
CA7 9694B3B8 24ABBEAC
A4A 145BES8D 4040040A
CC2 35F3B42A B16BFD69
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no file verify auto
spanning-tree mode pvst
spanning-tree extend system-id
I

vlan internal allocation policy ascending
!
interface FastEthernet0/1
switchport mode access
switchport port-security maximum 2
switchport port-security
switchport port-security violation restrict
switchport port-security mac-address sticky
switchport port-security mac-address sticky 0017.5
switchport port-security mac-address sticky 001a.2
!
interface FastEthernet0/2
switchport mode access
!
interface FastEthernet0/3
switchport mode access
shutdown
I
interface FastEthernet0/4
switchport mode access
shutdown
!
interface FastEthernet0/5
switchport mode access
shutdown
!
interface FastEthernet0/6
switchport mode access
shutdown
I
interface FastEthernet0/7
switchport mode access
shutdown
!
interface FastEthernet0/8
switchport mode access
shutdown
!
interface FastEthernet0/9
switchport mode access
shutdown
!
interface FastEthernet0/10
switchport mode access
shutdown
!
interface FastEthernet0/11
switchport mode access
!
interface FastEthernet0/12
switchport mode access
!
interface FastEthernet0/13
switchport mode access
shutdown
I

interface FastEthernet0/14

a78.be01
fe7.3089

192 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0

© 2007 Cisco Systems, Inc.



switchport mode access
shutdown

!

interface FastEthernet0/15
switchport mode access
shutdown

!

interface FastEthernet0/16
switchport mode access
shutdown

!

interface FastEthernet0/17
switchport mode access
shutdown

!

interface FastEthernet0/18
switchport mode access
shutdown

!

interface FastEthernet0/19
switchport mode access
shutdown

!

interface FastEthernet0/20
switchport mode access
shutdown

!

interface FastEthernet0/21
switchport mode access
shutdown

!

interface FastEthernet0/22
switchport mode access
shutdown

!

interface FastEthernet0/23
switchport mode access
shutdown

!

interface FastEthernet0/24
switchport mode access
shutdown

!

interface GigabitEthernet0/1
switchport mode access
shutdown

!

interface GigabitEthernet0/2
switchport mode access
shutdown

!

interface Vlanl

ip address 10.10.10.11 255.255.255.0
no ip route-cache

!

ip default-gateway 10.10.10.3
ip http server

ip http secure-server

I

control-plane
|
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banner login *C

*kkkkhkhkkkk Warn | n g kkkkkhkkhhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

password 7 111A180B1D1D1809
login

line vty 0 4

password 7 111A180B1D1D1809
login local

line vty 5 15

password 7 111A180B1D1D1809
login local

I

end

ersons only!
be prosecuted.

***********I\C
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OTBeTbI K NadbopaTtopHoun paboTte 4-1:
Npeobpa3oBaHne AEeCATUYHbIX YNCEn
B ABOUYHbIE U ABOUYHbIX B AE€CATUYHbIE

B XOAC 9TOI0 YIpaXXHCHHUS Bbl JOJIKHBI ITIOJTYYUTH CICAYIOIIHUC PC3YIbTAThI.

3apava 1: Npeobpas3oBaHMe AeCATUYHbLIX YMcen B ABOUYHbLIN
¢dopmar

OcHoBanme-2 | 2" | 2° | 2° | 20 | 28 | 22 | 20 | 2°
HecatnyHoe 128 64 32 16 8 4 2 1 OBoun4Hoe yncno
Yyucno
48 0 0 1 1 0 0 0 0 48 =32 + 16 = 00110000
146 1 0 0 1 0 0 1 0 146 =128 + 16 + 2 = 10010010
222 1 1 0 1 1 1 1 0 222=128+64+16+8+4 +2
=1101110
119 0 1 1 1 0 1 1 1 119=64+32+16+4+2+1
=01110111
135 1 0 0 0 0 1 1 1 135=128+4+2 + 1 =10000111
60 0 0 1 1 1 1 0 0 60=32+16+8+4=00111100

3apava 2: lNpeobpa3zoBaHMe ABOUYHLIX YMCen B AECATUYHbLIN
¢dopmar

OcHoBawme-2 | 2" | 2° | 2° | 2* | 22 | 22 | 28 | 2°

ABonyHoe 128 64 32 16 8 4 2 1 DecAaTnyHoe umcno
yucno

11001100 1 1 0 0 1 1 0 0 | 128+64+8+4=204
10101010 1 0 1 0 1 0 1 0 |128+32+8+2=170
11100011 1 1 1 0 0 0 1 1 128 +64 +32+2 + 1 =227
10110011 1 0 1 1 0 0 1 1 128+32+16+2+1=179
00110101 0 0 1 1 0 1 0 1 32+16+4+1=53
10010111 1 0 0 1 0 1 1 1 128 +16+4+2+1=151

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam 195



OTBeTbI K NadbopaTtopHoun paboTte 4-2;
Knaccudgumkauma cnocoboB ceteBOM agpecauum

B xope 3Toro ynpaxxHeHHS BbI JOJHKHBI IIOTYYHTh CIEIYIONINE PE3yIbTaThI.

3apava 1: NpeobpasoBaHue |IP-agpeca B pecaTn4Hom chopmarte
B ABOUYHLIN chopmaTt

B caenyroreti Tadauiie mokasaHo mpeodpasosanue aapeca 145.32.59.24 neouynslii popmar.

OcHoBaHue-2 2’ 2° 2° 2! 23 22 2! 2°
DecAaTnyHoe 128 64 32 16 8 4 2 1 OBon4Hoe yncno
yucno
145 1 0 0 1 0 0 0 1 10010001
32 0 0 1 0 0 0 0 0 00100000
59 0 0 1 1 1 0 1 00111011
24 0 0 0 1 1 0 0 0 00011000
IP-anpec B ABOMYHOM chopmaTe 10010001.00100000.00111011.00011000

Denctene 1 B cienyroreli Tadauie mokasaHo mpeoodpasosanue aapeca 200.42.129.16
B IBOMYHBIN (hopmar.

OcHoBaHue-2 2’ 2° 2° 2* 2* 2? 2! 2°
DecaTnyHoe 128 64 32 16 8 4 2 1 OBon4yHoe yncno
yucno
200 1 1 0 0 1 0 0 0 11001000
42 0 0 1 0 1 0 1 0 00101010
129 1 0 0 0 0 0 0 1 10000001
16 0 0 0 1 0 0 0 0 00010000
IP-anpec B ABOMYHOM chopmaTe 11001000.00101010.10000001.00010000
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Denctene 2 B cienyroreii Tabuie mokasaHo mpeodpasosanue aapeca 14.82.19.54
B IBOMYHBIN (hopmar.

OcHoBaHue-2 2’ 2° 2° 2* 23 2? 2! 2°
OecatnyHoe 128 64 32 16 8 4 2 1 OBoun4yHoe yncno
yucno
14 0 0 0 0 1 1 1 0 00001110
82 0 1 0 1 0 0 1 0 01010010
19 0 0 0 1 0 0 1 1 00010011
54 0 0 1 1 0 1 1 0 00110110
IP-anpec B ABOMYHOM chopmaTe 00001110.01010010.00010011.00110110

3apava 2: lpeob6pa3oBaHue |IP-agpeca B oBon4YHOM chopmaTte
B AeCATUYHbIN chopmaT

Oencteue 1 B cienyromieii Tabnuie mokasaHo npeodpasosanue |P-aapeca B IBOUYHOM
¢opmare 11011000.00011011.00111101.100018(MkcsaTrunbIi hopmar.

OcHoBaHue-2 2’ 2° 2° 2! 23 22 2! 2°
OBounyHoe 128 64 32 16 8 4 2 1 DecAaTnyHoe umcno
yucno
11011000 1 1 0 1 1 0 0 0 216
00011011 0 0 0 1 1 0 1 1 27
00111101 0 0 1 1 1 1 0 1 61
10001001 1 0 0 0 1 0 0 1 137
IP-appec B aecATMYHOM hopmaTe 216.27.61.137
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Dencteune 2 B ciemyrormieit Tadauie mokazano npeodpaszoBanue |[P-ampeca B JBOMIHOM
¢opmate 11000110.00110101.10010011.00101 & xkcsaTrunbiii hopMart.

OcHoBaHne-2 | 2’ 2° 2° 2 2° 2 2! 2°
[Bou4Hoe 128 64 32 16 8 4 2 1 DecAaTnyHoe Yucno
yucno
11000110 1 1 0 0 0 1 1 0 198
00110101 0 0 1 1 0 1 0 1 53
10010011 1 0 0 1 0 0 1 1 147
00101101 0 0 1 0 1 1 0 1 45

IP-appec B gecatmyHom cpopmate

198.53.147.45

Oencteue 3 B cienyromieli Tabnuie mokasaHo npeodpasosanue |P-aapeca B ABOUYHOM
¢opmare 01111011.00101101.01000011.010118(kcsaTrunbIii hopmar.

OcHoBaHue-2 | 2’ 2° 2° 2t 2° 2 2! 2°
[Bou4Hoe 128 64 32 16 8 4 2 1 DecAaTnyHoe Yucno
yucno
01111011 0 1 1 1 1 0 1 1 123
00101101 0 0 1 0 1 1 0 1 45
01000011 0 1 0 0 0 0 1 1 67
01011001 0 1 0 1 1 0 0 1 89
IP-agpec B AecATUYHOM dpopmaTe 123.45.67.89
3apava 3: Pacno3HaBaHue knaccoB |IP-agpecoB
Yucno MakcumanbHoe
HecatnyHbIN Knacc 6uToB YMCNO XOCTOB
OBoun4HbIN |IP-appec IP-agpec agpeca B KoZe ceTu (2h -2)
10010001.00100000.00111011.00011000 | 145.32.59.24 | Knacc B 16 2'°.2=65534
11001000.00101010.10000001.00010000 | 200.42.129.16 | Knacc C 24 2%.2 =254
00001110.01010010.00010011.00110110 | 14.82.19.54 Knacc A 8 2%.2=16 777 214
11011000.00011011.00111101.10001001 | 216.27.61.137 | Knacc C 24 2%.2 =254
10110011.00101101.01000011.01011001 | 179.45.67.89 Knacc B 16 2'%.2 = 65534
11000110.00110101.10010011.00101101 | 198.53.147.45 | Knacc C 24 282 =254
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3apava 4: Pacno3HaBaHue AONYCTUMbIX U HEAONMYCTUMbIX
IP-appecoB xocToB

OecATUYHBLIN
IP-agpec

JonycTUMbIN unun
HeaonyCTUMBIN

Ecnu agpec Hep,OI'IyCTVIMI:Iﬁ, YKaXxkute NpnyinHy

23.75.345.200

Heponyctumbliin

3HauyeHve 345 He aBNseTCA BOCbMUOUTOBLIM (Makcumym = 255)

216.27.61.134

Honyctumelin

102.54.94

Heponyctumbliin

OTCVTCTByeT OOWH OKTeT

255.255.255.255

Heponyctumbliin

3HaueHue JonycTUMOoe, OfHaKo OHO SIBIISIETCS
aMUHUCTPaTVBHBLIM (3ape3epBHUPOBaHHBIM) 3HAYEHVEM,
KOTOPOE Herb3si HasHayaTb XOCTY

142.179.148.200

Jonyctnmein

200.42.129.16

Jonyctnmein

0.124.0.0

Heponyctumbliin

B agpece knacca A Henb3da ncnonb3oBatb 0 B kKadecTBe
nepBOro okTeTa
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OTBeThbI K NabopaTtopHoun pabote 4-3: Pacuet
AOCTYMNHbLIX NOACETEN U XOCTOB

[Ipu BEIMOTHEHNH JAHHOTO YIPAXXHEHHS BB TOJDKHBI TIOTYYIHUTD CIEIYIOIINE PE3YIbTaTHI.

3apava 1: OnpeaeneHue Konuyectsa 6MToB, HEOGXO0AMMOIO
ansa noaceTu cetu Kknacca C

B crenyromieit TabimIe IpUBEICHBI 3HAYEHHS, KOTOPBIE JOJKHBI OBITH MOTYYEHBI IS
cereBoro aapeca 192.168.89.0xracc C).

KonuyectBo KonuyecTBO XOCTOB ANsl NoAceTH
noaceTen KonuyecTtBO 3aMMcTBOBaHHbIX 6UTOB @"-2)
2 1 2"'-2=126
5 3 2°-2=30
12 4 2-2=14
24 5 2°-2=6
40 6 22-2=2

3apava 2: OnpegeneHue Konuyectsa o6MToB, HEOOXOAMMOIO
Ansa noaceTyn cetu Knacca B

B cnenytoreit Tabnuie nprBeICHB! 3HAYCHUS, KOTOPBIC JOJDKHBI OBITh MOTYUCHBI IS
cereBoro aapeca 172.25.0.0Knacc B).

KonuyecTtBO KonuyectBO X0CTOB Aans noacetTun
nogceTen KonuyecTtBo 3aMMCTBOBaHHbIX GUTOB (2h -2)
5 3 2% -2=8190
8 3 2% -2=8190
14 4 2% - 2=4004
20 5 2" —2=2046
35 6 2'°-2=1022

3apava 3: OnpegeneHue Konuyectsa o6MToB, HEOOXOAMMOIO
Ans noaceTu ceTu Knacca A

B cnenytoreit Tabnuie nprBeICHB! 3HAYCHUS, KOTOPBIC JOJDKHBI OBITh MOJTYUCHBI IS
cereBoro aapeca 10.0.0.0 imace A).

Konu4yectBO Konu4yecTtBO XOCTOB ANA noaceTn
noacerten KonuyecTtBo 3aMMCTBOBaHHbLIX GUTOB (2h -2)
10 4 2?°_2=1048574
14 4 2?0~ 2=1048574
20 5 2'% -2 =524 286
40 6 2% _2=262142
80 7 2'"-2=131070
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OTBeThl K NabopaTopHOU paboTe 4-4

[Ipu BEIMOTHEHNN JAHHOTO YIPAXXHEHHS BB TOJDKHBI TIOTYYIHUTD CIEIYIOIINE PE3YIbTATHI.

3apaua 1: OnpegeneHue Konm4yectsa AOCTYMHbIX CETEBbIX
agpecoB

KonuyecTtBO X0CTOB
KnaccoBbii HecsaTuyHasa macka AnsA noaceTn

agpec noaceTn ABonyHas macka nogcetun (2h -2)

120 255.255.240.0 11111111.11222221.2121110000.00000000 4 094

/21 255.255.248.0 11111111.11222221.211111000.00000000 2 046

122 255.255.252.0 11111111.121222222.212111100.00000000 1022

123 255.255.254.0 11111111.121222222.212111110.00000000 510

124 255.255.255.0 11111111.121222222.212111111.00000000 254

125 255.255.255.128 11111111.121222222.212111111.10000000 126

126 255.255.255.192 11111111.1112111211.11111111.11000000 62

127 255.255.255.224 11111111.1711112121.111211111.11100000 30

/28 255.255.255.240 11111111.11121211211.11111111.11110000 14

129 255.255.255.248 11111111.1711112121.111211111.11111000 6

/30 255.255.255.252 11111111.12222222.22222111.11111100 2

3apava 2: OnpepeneHue noaceTen Ana cereBoro 6151o0ka

Ipeamonoxum, 94T0 BaM Ha3HadyeH ceTeBoi 0610k 172.25.0.0 /16Heo0x0auMo c0o31aTh BOCEMb
nozcereii. OTBEThTE HA CIEAYIONINE BOMPOCHL.

1. Ckoabko 6UTOB MOTpeOyeTCs M03auMCTBOBATh AN 3adanus 12 moncereid? 4

2. VYKaKHUTe KIACCOBBIN apec U MAcKy MOJCETH B IBOMYHOM H JAECATHIHOM (opmare,
KOTOpBIE MO3BOJIAT CO3/1aTh 12 MoIceTei.
Knaccossrit aapec: /20
Macka moaceru (mBomunas): 11111111.11111111.11110000.00000000
Macka moaceru (mecsruunas): 255.255.240.0

3. Hcnonw3yiiTe METO/, BKIIFOYAIOIIHI BOCEMb JCHCTBHI, YTOOKI 3a1aTh 12 mojmceTeil.

OenctBue | OnucaHue Mpumep

1. YKkaxuTe pasgensieMbli OKTeT B ABOMYHOM 00000000
dopmare.

2. YKaxute Macky unu anvHy KrnaccoBoro 11110000

npedwukca B 4BOMYHOM hopmare.

3. OTgenuTte NUHWEN 3HauMble BUTbI 0000 | 0000
B Ha3HayeHHOM |IP-agpece.
1111 | 0000
Pasgenunte nuHuen macky, 4ToObl BbIAENUTL
3Ha4MMble 6uThl IP-agpeca.
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OencTtBue

OnucaHune

Mpumep

4, CkonupynTte 3Ha4YMMble BUTLI YeTbipe pasa. 0000 0000 (nepBas noaceTb)

5. B nepBow cTpoke ykaxxuTe ceTeBoun agpec, 0000 0001 (appec nepsoro xocta)
noctasue 0 B ocTaBLUMeCst BUTLI XOCTa.

0000 1110 (agpec nocnegHero xocra)

6. B nocnepHen cTpoke ykaxute .
LUMpOKOBeLLaTeNbHbLIN afapec, noctasus 1 0000 1111 (wwmpokoBeLLaTeNbHbIN azipec)
B BbuTax xocTa.

7. B cpegHux cTpokax ykaxunte ngeHTudukaTop
nepBOro 1 NocrnegHero XoCToB NOACETH.

8. YT06bI ONpenennTb cneayowmin agpec nogcet, | 0001 0000 (cneaytowlas noaceTb)

yBenuuMBanTe GuTbl NOACETU Ha eOuHULLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

4. 3aroiHHTE CIeAYIONIYIO TabIUITy, YTOOKI 3a7aTh KaXKIYIO U3 IOCETEH.

Homep LLinpokoBeLaTenbHbIN
nopgcetu | Agpec noacetu [dvana3oH agpecoB XOCTOB appec

0 172.25.0.0 € 172.25.0.1 no 172.25.15.254 172.25.15.255

1 172.25.16.0 €172.25.16.1 no 172.25.31.254 172.25.31.255

2 172.25.32.0 € 172.25.32.1 no 172.25.47.254 172.25.47.255

3 172.25.48.0 € 172.25.48.1 no 172.25.63.254 172.25.63.255

4 172.25.64.0 € 172.25.64.1 no 172.25.79.254 172.25.79.255

5 172.25.80.0 € 172.25.80.1 no 172.25.93.254 172.25.93.255

6 172.25.94.0 € 172.25.94.1 no 172.25.109.254 172.25.109.255

7 172.25.110.0 € 172.25.110.1 no 172.25.123.254 172.25.123.255

3apava 3: OnpegeneHue noaceTen Ha OCHOBEe ApPYroro
ceTeBOro 6noka

Ipeamonoxum, 4To BaM BBIZCTCH ceTeBoi 0ok 192.168.1.0 /24.

1. Ckonbko OMTOB HOTpeOyeTCs 03aMMCTBOBATh [T 3a1aHus 6 moacerein? 3

2. VYKaKuTe KIACCOBBIN a[pec U MacKy MOJCETH B IBOMYHOM H JAECATHIHOM (opmare,
KOTOpBIE MO3BOJIAT CO3/aTh 6 MojceTei.
Knaccossrit anpec: /27
Macka moaceru (mBomunas): 11111111.11121212121.112221111.11100000
Macka moaceru (mecsruunast): 255.255.255.224

3. Hcnomas3yiiTe MeTO, BKIIIOYAIOIIHI BOCEMb ICHCTBHIA, YTOOBI 3a1aTh 6 moaceTe.
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OenctBue | OnucaHue Mpumep

1. Ykaxute pasgensieMblil OKTET B JBOUYHOM 00000000
dopmare.
2. YKaxuTe Macky Unu anviHy knaccosoro npedukca | 11100000
B ABOMYHOM chbopmare.
3. OTpenuTe NUHUEN 3HaYnMmble BUTbI 000 | 00000
B Ha3HayeHHOM |IP-agpece.
111 | 00000
Pasgenute nuHuein macky, 4To6bl BelAENNUTD
3HauMMble 6uThl IP-agpeca.
4, Ckonupynte 3Ha4YMMble BUTLI YeTbipe pasa. 000 00000 (nepBasi NoaceTb)
5. B nepBow cTpoke ykaxxuTe ceTeBoun agpec, 000 00001 (agpec nepsoro xocTa)
noctasue 0 B ocTaBLUMeCst BUTLI XOCTa.
000 11110 (agpec nocnegHero xocTa)
6. B nocnepHen cTpoke ykaxute
LUMPOKOBELLaTeNbHbIA agpec, noctasus 1 00011111 .
B BUTaX XOCTa. (wupokoBeLlaTenbHbIN agpec)
7. B cpenHux cTpokax ykaxute naeHTudumkaTop
nepBOro v NocrnegHero XoCToB NOACETH.
8. YT106bI ONpenenuTb creayoLmnin agpec NoaceTH, 001 0000 (cneaytoLas NnoaceTb)

yBenuumeainTe GUTbl NOACETU Ha eauHNLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

4. 3amonHUTE CJICAYIOLIYIO Ta6J'II/ILIy, YTOOBI 3a4aTh KaXIYI0 U3 HOZ[CCTCﬁ.

Howmep LLinpokoBeLwlaTenbHbIN
nopgcetu | Agpec noaceTtu [dvana3oH agpecoB XOCTOB appec

0 192.168.1.0 € 192.168.1.1 no 192.168.1.30 192.168.1.31

1 192.168.1.32 € 192.168.1.33 no 192.168.1.62 192.168.1.63

2 192.168.1.64 € 192.168.1.65 no 192.168.1.94 192.168.1.95

3 192.168.1.96 € 192.168.1.97 no 192.168.1.126 192.168.1.127

4 192.168.1.128 € 192.168.1.129 no 192.168.1.158 192.168.1.159

5 192.168.1.160 € 192.168.1.161 no 192.168.1.190 192.168.1.191

3apava 4. OnpegeneHuve noaceTen Ha OCHOBe 3agaHHOro
ceTeBoro 6]10Ka n KnaccoBoro agpeca

IpeamonoxumM, 9T0 BaM BBIZIETCH ceTeBoi 0ok 192.168.111.0 /28.

1.

VKaKUTe MacKy MOJICETH B IBOMYHOM M JACCATHIHOM (opmare.
Macka nonceru (nBowunast): 11111111.111112111.111121111.11110000
Macka moaceru (mecsruunast): 255.255.255.240

CkoubKo moziceTeld MOXKHO 3a7aTh AJsl yKa3aHHOH Macku? 16
CKOJIbKO XOCTOB OyIeT B KaXk1o# moacetu? 14

Hcnonp3yiiTe METO, BKIIOYAIOIITHI BOCEMb IEHCTBUN, YTOOBI 3a1aTh MOJICET.
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OenctBue | OnucaHue Mpumep

1. Ykaxute pasgensieMblil OKTET B JBOUYHOM 10000001

dopmare.
2. YKaxuTe Macky unu anvHy knaccosoro npedukca | 11110000

B ABOMYHOM chbopmare.
3. OTpenuTe NUHUEN 3HaYMMble BUTbI 1000 | 0001

B Ha3HayeHHOM |IP-agpece.

1111 | 0000

Pasgenute nuHuein macky, 4Tobbl BelAENNUTD

3HauMMble 6uThl IP-agpeca.
4, CkonupynTte 3Ha4YMMble BUTLI YeTbipe pasa. 1000 0000 (nepBasi noaceTb)
5. B nepBow cTpoke ykaxuTe ceTeBoun agpec, 1000 0001 (appec nepsoro xocta)

noctaesuB 0 B ocTaBLuMecs 6UTbI xocTa.

1000 1110 (appec nocneaHero xocrta)

6. B nocnepHen cTpoke ykaxute
LUMpOKOBELLaTeNbHbIV agpec, NocTaBue 1 10001111 .
B BUTAX XOCTA. (wunpokoBeLlaTenbHbIN agpec)
7. B cpegHux cTpokax ykaxuTte ngeHtudukatop
nepBOro v NocrnegHero XoCToB NOACETH.
8. YT106bI ONpenenuTb CreayoLwmnin agpec NoaceTH, 1001 0000 (cnepytowas noaceTb)

yBenuumeainTe GUTbl NOACETU Ha eauHNLY.

MoeTopuTe Waru ¢ 4 no 8 Ans Bcex nogceTen.

5. 3Banomnute CJICAYIOLIYIO Ta6n1/1uy, YTOOBI 3a4aTh KaXIAYI0 U3 HOZ[CCTCﬁ.

Homep LLinpokoBeLwaTenbHbIN
nopceTu Anpec noacetu [dvana3oH agpecoB XOCTOB appec

0 192.168.111.0 €192.168.111.1 no 192.168.111.14 192.168.111.15

1 192.168.111.16 € 192.168.111.17 no 192.168.111.30 192.168.111.31

2 192.168.111.32 € 192.168.111.33 no 192.168.111.46 192.168.111.47

3 192.168.111.48 € 192.168.111.49 no 192.168.111.64 192.168.111.65

4 192.168.111.64 € 192.168.111.65 no 192.168.111.78 192.168.111.79

5 192.168.111.80 € 192.168.111.81 no 192.168.111.94 192.168.111.95

6 192.168.111.96 € 192.168.111.97 no 192.168.111.110 192.168.111.111

3apava 5. OnpepeneHue noaceTen Ha OCHOBE 3a,aHHOro
ceTeBOro 6510Ka 1 KrnaccoBoro agpeca

Ipeamonoxum, 9YTo BaM Ha3HAYEH ceTeBoi 00k 172.25.0.0 /23.

1. VkaxwuTe MacKy MOJCETH B IBOUYHOM M JECATUYHOM (hopmare.
Macka moacery (mBomunas): 11111111.11111111.11111110.00000000
Macka moaceru (mecsruunast): 255.255.254.0

2. CKonbKO MojJceTell MOKHO OIPEeNUTh C YKa3aHHOH MacKou?
126

3. CKOJBKO XOCTOB OyJIET B KAXKIOU MOJICETH ?
510
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4. Hcnonw3yiiTe METO, BKITFOUYAIOIIHI BOCEMb ICHCTBHIA, YTOOBI 3a1aTh TOJCET.

HOenctBue | OnucaHme Mpumep

1. YKaxuTe pasgensemMbiil OKTeT B ABOMYHOM 01110000.00000000
cdopmare.

2. YKaxkute Macky unu grnvHy KnaccoBoro 11111110.00000000
npedukca B ABOMYHOM dhopmarTe.

3. OTtpenuTte NUHWER 3Ha4YMMble BUTbI 0111000 0|00000000
B Ha3Ha4yeHHoM |IP-agpece.

1111111 0]00000000

Paspgenute nuHuei macky, 4Tobbl BbIAENUTD
3HauMMble 6uThl IP-agpeca.

4. CkonupyWnTe 3Ha4yMmble OUTbI YeTbipe pasa. 0111000 0.00000000 (nepBasi noaceTb)

5. B nepBoW CTpoOKe yKkaxuTe ceTeBon agpec, 0111000 0.00000001
noctaevB 0 B ocTaBLUMecst buTbl xocTa. (appec nepBoro xocTa)

6. B nocnegHen cTpoke ykaxunte 0111000 1.11111110
LUMpOKOBeLLaTeNbHbLIM agpec, noctasms 1 (appec nocnepHero xocTa)
B OuTax xocTa.

01110001.121111111

7. B cpepnHux cTpokax ykaxuTte ngeHTudpmkatop (wupokoBeLlaTenbsHbIi agpec)
nepBOro v NocrnegHero XoCcToB NOACETH.

8. YTtobbl ONpeaennTb crnenyrowmin agpec 0111001 0.00000000

nogceTtn, ygenuyvsante OuTbl NoaceTn

Ha eguHULY.

MosTopuTe Warn ¢ 4 no 8 Ansa Bcex nogceTen.

(cnepytowas noaceTb)

5. 3amnonHuTe CaeAyIONIYIO TaOIHUITY, 4TOOBI 3a/1aTh KAXKIYIO U3 ITOACETEH.

Howmep LLinpokoBellaTeNnbHbIN
noacetm | Agpec noacetu [dvana3oH agpecoB XOCTOB appec

0 172.25.0.0 ¢ 172.25.0.1 no 172.25.1.254 172.25.1.255

1 172.25.2.0 ¢ 172.25.2.1 no 172.25.3.254 172.25.3.255

2 172.25.4.0 ¢ 172.25.4.1 no 172.25.5.254 172.25.5.255

3 172.25.6.0 ¢ 172.25.6.1 no 172.25.7.254 172.25.7.255

4 172.25.8.0 ¢ 172.25.8.1 no 172.25.9.254 172.25.9.255

3apava 6: OnpepeneHue noaceTenm Ha OCHOBE 3aaHHOro
ceTeBOro 6510Kka 1 KrnaccoBoro agpeca

Ipeamonoxum, 9T0 BaM Ha3HAYeH ceTeroi 010k 172.20.0.0 /25.

1. VYxakure Macky MOJICETH B IBOMYHOM U JECATUIHOM (popmaTe.
Macka moaceru (mBomunas): 11111111.1112112111.112121111.10000000
Macka moaceru (mecsruunast). 255.255.255.128

2. CKOJIBbKO IMoCeTel MOKHO OIPEICIIUTh C YKa3aHHON MacKon?

510

3. CKOJBbKO XOCTOB OyJIET B KAXKIOU MOJICETH ?

126
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4. Vcnoms3yiTe METO, BKIIFOUAIOMUNA BOCEMb ACHCTBHUH, 4TOOHBI 3a1aTh TIOJICET.

DenctBue | OnucaHme Mpumep

1. YKaxuTe pasgensemMbliil OKTeT B ABOMYHOM 00000000.00000001
cdopmare.

2. YKaxkute Macky unu grvHy KnaccoBoro 11111111.10000000

npedukca B ABOMYHOM dhopmarTe.

3. OTtpenuTte NUHWe 3Ha4YMMble BUTbI 00000000.0]0000000
B Ha3Ha4yeHHoM |IP-agpece.
11111111.1|0000000
Paspenute nuHuei macky, 4Tobbl BeIAENUTH
3HauMMble 6uTbl IP-agpeca.

4. CkonupyWTe 3Ha4yMmble OUThI YeTbipe pasa. 00000000.10000000 (nepBasi noaceTb)
5. B nepBoWi CTpoKe ykaxute CeTeBOM agpec, 00000000.10000001
noctasve 0 B ocTasLunecs 6Gutel xocta. (appec nepsoro xocTa)
6. B nocnegHen cTpoke ykaxunte 00000000.11111110
LUMPOKOBeLLaTenNbHbIN agpec, noctasus 1 (appec nocnepHero xocrta)
B OuTax xocTa.
00000000.11111111
7. B cpegHmx cTpokax ykaxuTe ngeHtudgukaTop (wupokoBeLlaTensHbIi agpec)
nepBoro v NocrnegHero XocToB NMOACETU.
8. YTto6bl ONpeaennTb crnenyrowmin agpec 00000001.10000000
noaceTw, ysenuunsante 6utel nogceTu (cnepytowasn noaceTb)

Ha eguHULY.

MosTopuTe Warn ¢ 4 no 8 Ansa Bcex nogceTen.

5. 3amonHuTE CemyIONTyI0 TAaOIUITY, YTOOBI 331aTh KOKIyIO U3 MTOJICETEH.

Howmep LLUnpokoBeLwaTeNnbLHbIN
nogcetu | Agpec noacetu [dvana3oH agpecoB XOCTOB appec

0 172.20.0.0 € 172.20.0.1 no 172.20.0.126 172.20.0.127

1 172.20.0.128 € 172.20.0.129 no 172.20.0.254 172.20.0.255

2 172.20.1.0 € 172.20.1.1 no 172.20.1.126 172.20.1.127

3 172.20.1.128 € 172.20.1.129 no 172.20.1.254 172.20.1.255

4 172.20.2.0 € 172.20.2.1 no 172.20.2.126 172.20.2.127

5 172.20.2.128 € 172.20.2.129 no 172.20.2.254 172.20.2.255
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OTBeThbI K NadbopaTtopHoun paboTte 4-5:
HayanbHbIM 3anycK maplwpyTtusartopa

ITocite BBITIOJHEHHS 9TOTO YIPaXKHEHHS Y KOMMYTaTopa pabodeil rpyIibl OyIeT OTCYTCTBOBATh
koHpurypanus. Huke nprBeeHbl BBIXOIHbBIE JaHHBIC KOMaH bl erase startup-config Mmst
MOJIB30BATENS «CISCOM Mapoilh «CiSCOMCIIONB3yI0TCA B KoH(urypanuu Cisco SDMmo
yMOJTYaHHI0. BBIBO/I Ha 9KpaH JT0JKEH BBINISIETh CIIEAYIOIIUM 00pa3oM:

User name: cisco

Passwor d:

yourname#erase startup-config

Erasing the nvram filesystem will remove all config
[confirm]

[OK]

Erase of nvram: complete

yourname#

*Mar 13 17:28:00.003: %SYS-7-NV_BLOCK_INIT: Initial
yourname#reload

Proceed with reload? [confirm]

*Mar 13 17:28:07.939: %SYS-5-RELOAD: Reload request
Reload Command.

System Bootstrap, Version 12.4(13r)T, RELEASE SOFTW
Technical Support: http://www.cisco.com/techsupport
Copyright (c) 2006 by cisco Systems, Inc.

Initializing memory for ECC

;:2811 platform with 262144 Kbytes of main memory
Main memory is configured to 64 bit mode with ECC e

Upgrade ROMMON initialized
program load complete, entry point: 0x8000f000, siz
program load complete, entry point: 0x8000f000, siz

program load complete, entry point: 0x8000f000, siz

Self decompressing the image :

HH A B B B R B B T B A R R
HH B R
HH T A [OK]

Smart Init is enabled

smart init is sizing iomem

ID MEMORY_REQ TYPE

0003E7 0X003DA000 C2811 Mainboard
0X00263F50 Onboard VPN
0X000021B8 Onboard USB
0X002C29F0 public buffer pools
0X00211000 public particle pools

TOTAL: 0XOOB13AF8

If any of the above Memory Requirements are
"UNKNOWN?", you may be using an unsupported
configuration or there is a software problem and
system operation may be compromised.
Rounded IOMEM up to: 12Mb.

uration files! Continue?

ized the geometry of nvram

ed by console. Reload Reason:

ARE (fc1)

nabled

e: 0xcb80
e: 0xch80

e: 0x228d9f8

BHHAHHHHHH
BHAHHHHH AR
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Using 4 percent iomem. [12Mb/256Mb]
Restricted Rights Legend

Use, duplication, or disclosure by the Government i
subject to restrictions as set forth in subparagrap

(c) of the Commercial Computer Software - Restricte
Rights clause at FAR sec. 52.227-19 and subparagrap
(c) (1) (ii) of the Rights in Technical Data and Co
Software clause at DFARS sec. 252.227-7013.

cisco Systems, Inc.
170 West Tasman Drive
San Jose, California 95134-1706

Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER
RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 17-Nov-06 12:02 by prod_rel_team

Image text-base: 0x40093160, data-base: 0x42B00000

This product contains cryptographic features and is
States and local country laws governing import, exp
use. Delivery of Cisco cryptographic products does
third-party authority to import, export, distribute
Importers, exporters, distributors and users are re
compliance with U.S. and local country laws. By usi
agree to comply with applicable laws and regulation
to comply with U.S. and local laws, return this pro

A summary of U.S. laws governing Cisco cryptographi
http://www.cisco.com/wwl/export/crypto/tool/stqrg.h

If you require further assistance please contact us
export@cisco.com.

Cisco 2811 (revision 49.46) with 249856K/12288K byt
Processor board ID FTX1050A3Q6

2 FastEthernet interfaces

2 Serial(sync/async) interfaces

1 Virtual Private Network (VPN) Module

DRAM configuration is 64 bits wide with parity enab
239K bytes of non-volatile configuration memory.
62720K bytes of ATA CompactFlash (Read/Write)

--- System Configuration Dialog ---

Would you like to enter the initial configuration d

Press RETURN to get started!
sslinit fn

*Mar 13 17:29:36.819: %VPN_HW-6-INFO_LOC: Crypto en
to: Initialized

j i @ Mo i 0]

mputer

VICESK9-M), Version 12.4(12),

subject to United
ort, transfer and
not imply

or use encryption.
sponsible for

ng this product you
s. If you are unable
duct immediately.

¢ products may be found at:
tml

by sending email to

es of memory.

led.

ialog? [yes/no]: no

gine: onboard 0 State changed
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*Mar 13 17:29:36.819: %VPN_HW-6-INFO_LOC: Crypto en
to: Enabled

*Mar 13 17:29:38.087: %LINEPROTO-5-UPDOWN: Line pro
Null0, changed state to up

*Mar 13 17:29:38.087: %LINK-3-UPDOWN: Interface Fas

to up

*Mar 13 17:29:38.087: %LINK-3-UPDOWN: Interface Fas

to up

*Mar 13 17:29:38.087: %LINK-3-UPDOWN: Interface Ser
*Mar 13 17:29:38.087: %LINK-3-UPDOWN: Interface Ser
down

*Mar 13 17:29:390,491: %LINEPROTO-5-UPDOWN: Line pr
FastEthernet0/0, changed state to down

*Mar 13 17:29:39.495: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to down

*Mar 13 17:29:39.495: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/0, changed state to up

*Mar 13 17:29:39.495: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/1, changed state to down

*Mar 13 17:29:41.311: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to up

*Mar 13 17:29:410,371: %LINEPROTO-5-UPDOWN: Line pr
FastEthernet0/0, changed state to up

*Mar 13 17:30:04.463: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/0, changed state to down

*Mar 13 17:30:07.223: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/0, changed state to up

*Mar 13 17:31:02.663: %LINEPROTO-5-UPDOWN: Line pro
Serial0/0/0, changed state to down

*Mar 13 17:31:44.471: %LINK-5-CHANGED: Interface Fa

to administratively down

*Mar 13 17:31:44.471: %LINK-5-CHANGED: Interface Fa

to administratively down

*Mar 13 17:31:44.471: %LINK-5-CHANGED: Interface Se
administratively down

*Mar 13 17:31:44.475: %LINK-5-CHANGED: Interface Se
administratively down

*Mar 13 17:31:44.491: %IP-5-WEBINST_KILL: Terminati
*Mar 13 17:31:45.471: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/0, changed state to down

*Mar 13 17:31:45.471: %LINEPROTO-5-UPDOWN: Line pro
FastEthernet0/1, changed state to down

*Mar 13 17:31:46.007: %SYS-5-RESTART: System restar
Cisco 10S Software, 2800 Software (C2800NM-ADVIPSER
RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2006 by Cisco Systems, Inc.

Compiled Fri 17-Nov-06 12:02 by prod_rel_team

*Mar 13 17:31:46.011: %SNMP-5-COLDSTART: SNMP agent

a cold start
*Mar 13 17:31:46.219: %SYS-6-BOOTTIME: Time taken t
216 seconds

*Mar 13 17:31:46.399: %CRYPTO-6-ISAKMP_ON_OFF: ISAK

gine: onboard 0 State changed
tocol on Interface VolP-
tEthernet0/0, changed state
tEthernet0/1, changed state

ial0/0/0, changed state to up
ial0/0/1, changed state to

otocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface

otocol on Interface

tocol on Interface

tocol on Interface

tocol on Interface
stEthernet0/0, changed state
stEthernet0/1, changed state
rial0/0/0, changed state to
rial0/0/1, changed state to

ng DNS process
tocol on Interface

tocol on Interface

ted --
VICESK9-M), Version 12.4(12),

on host Router is undergoing
o reboot after reload =

MP is OFF
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OTBeTbI K NadbopaTtopHoun pabote 4-6. HayanbHan
HacTpoMKa MmapuipyTtusaTtopa

[Mocie BHIMONHEHNUS 3TOTO YIIPaXXHEHUS] KOHPUTYpaIrs MapIIpyTr3aropa pabouei rpymmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIIHYHMS 3aBUCAT OT paboueil rpyIsl):

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

|

hostname RouterX

!

boot-start-marker
boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/c0.c.
enable password cisco
!

no aaa new-model

!

!

ip cef

!

]
I
I
voice-card 0
no dspfarm

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1

no ip address

210 Interconnecting Cisco Networking Devices Part 1 (ICND1) v1.0 © 2007 Cisco Systems, Inc.



shutdown

duplex auto

speed auto

!

interface Serial0/0/0
no ip address
shutdown

no fair-queue

!

interface Serial0/0/1
no ip address
shutdown

clock rate 2000000
!

!

!

ip http server

no ip http secure-server
!

dialer-list 1 protocol ip permit
!

I

!

I

control-plane

I

line con 0

line aux 0

line vty 0 4
password sanjose
login

I

écheduler allocate 20000 1000

!
end
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OTBeTbI K NadbopaTtopHoun paboTte 4-7:
NoBbiweHUe 6e30NacHOCTU Ha4YanbHOMU
KOH(Urypaumm maplipyrtmsaropa

[Tocrne BBIMOHEHUS 3TOTO YIPAKHEHUS KOHGUTYpAIUs MapIIpyTH3aTopa padoueii rpynmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHS 3aBUCAT OT paboueil rpyIsl):

I

I

version 12.4

I

service timestamps debug datetime msec

service timestamps log datetime msec

service password-encryption

I

hostname RouterX

!

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/c0.c.
enable password 7 14141B180F0B

]

no aaa new-model
|
|

in cef
!

I
no ip domain lookup

ip domain name cisco.com
ip ssh version 2

I

I

voice-card 0

no dspfarm

username netadmin password 7 082F495A081D081E1C

interface FastEthernet0/0
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ip address 10.10.10.3 255.255.255.0
duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1
no ip address
shutdown

duplex auto

speed auto

I

interface Serial0/0/0

no ip address
shutdown

no fair-queue

I

interface Serial0/0/1

no ip address
shutdown

clock rate 2000000

I

I

I

ip http server

no ip http secure-server
I

dialer-list 1 protocol ip permit
!

!

!

!

control-plane

banner login *"C

*kkkhkkkkhkhk Warnlng kkkkhkkkkhkhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

password 7 14041305060B392E
login

line aux 0

line vty 0 4

password 7 071C204244060A00
login local

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

ersons only!
be prosecuted.

***********I\C
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OTBeTbl K NabopaTtopHou paboTte 4-8:

Ucnonb3oBaHue Cisco SDM ana HaCTPOUKMU

¢dyHkunn DHCP-cepBepa

[Tocrne BBIMOHEHUS 3TOTO YIPAKHEHUS KOHGUTYpAIUs MapIIpyTH3aTopa padoueii rpynmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHS 3aBUCAT OT paboueil rpyIsl):

!

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

|

hostname RouterX

!

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/c0.c.
enable password 7 14141B180F0B

]

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

|

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

|

]

voice-card 0

no dspfarm

érypto pki trustpoint TP-self-signed-3715519608
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enrollment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-371551
revocation-check none

rsakeypair TP-self-signed-3715519608

I

I

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 0F060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0OC C2AEB57B B2CA8F85 6C956
1D0OEO0416 0414B7CB DB7C0CC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 0E241
46C655CA 7AD9C703 DE996CD7 7FO009ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B O0E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0
ip address 10.10.10.3 255.255.255.0
duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1
no ip address

shutdown

duplex auto

speed auto

I

interface Serial0/0/0

no ip address

shutdown

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

I

I

ip http server

ip http authentication local

9608

608

886 F70D0101 04050030
967 6E65642D 43657274
037 30343035 32333135
02D 06035504 03132649
361 74652D33 37313535
003 818D0030 81890281
AG6F 4310110E 1E852852
B21 669B48D1 172E1FF3
594 22F612D6 8CAO89EC
144 10DDA46C C0831824
530 030101FF 301C0603
E63 6F6D301F 0603551D
7DA ACA8F430 1D060355
AAC A8F4300D 06092A86
513 68AD17EA 16856A52
06C 5225DEF4 5F3325D1
83D D740FDAC EC00C4B5
50E DC511A46 E777ACAC

81D081E1C
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ip http secure-server
|

dialer-list 1 protocol ip permit
!

!

!

!

control-plane

banner login *C

*kkkhkkkkhkhk Warning kkkkhkkkkhkhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

kkkkkkkkkhkkkhkkkhkkkkhkkkhkkkhhkkhkkkkhkkkhkkkhkkkhkkkkk
|

line con 0

password 7 14041305060B392E
login

line aux O

line vty 0 4

password 7 071C204244060A00
login local

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

ersons only!
be prosecuted.

***********AC
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OTBeThbI K NadbopaTtopHoun paboTte 4-9.
YnpaBneHue ceaHCcaMu yaarieHHOro gocrtyna

[Tocrne BBIMOTHEHUS 3TOTO YIPAKHEHUS KOHPUTYpaIUs MapIIpyTH3aTopa padodeil rpynmsl

OyIeT BBITIAAETH CIEAYIOMNM 00pa3oM (OTIHYMS 3aBUCAT OT paboueil rpyIsl):

!

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

I

Hostname RouterX

I

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/cO.c.
enable password 7 14141B180F0B

I

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

I

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

I

I

voice-card 0

no dspfarm

crypto pki trustpoint TP-self-signed-3715519608
enrollment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-371551

9608
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revocation-check none

rsakeypair TP-self-signed-3715519608

|

!

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 OF060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0C C2AEB57B B2CA8F85 6C956
1DOE0416 0414B7CB DB7C0OCC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 OE241
46C655CA 7AD9C703 DE996CD7 7FO009ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B 00E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0
ip address 10.10.10.3 255.255.255.0
duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1
no ip address

shutdown

duplex auto

speed auto

I

interface Serial0/0/0

no ip address

shutdown

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

I

I

ip http server

ip http authentication local
ip http secure-server

I

608

886 F70D0101 04050030
967 6E65642D 43657274
037 30343035 32333135
02D 06035504 03132649
361 74652D33 37313535
003 818D0030 81890281
AG6F 4310110E 1E852852
B21 669B48D1 172E1FF3
594 22F612D6 8CAO89EC
144 10DDA46C C0831824
530 030101FF 301C0603
E63 6F6D301F 0603551D
7DA ACA8F430 1D060355
AAC A8F4300D 06092A86
513 68BAD17EA 16856A52
06C 5225DEF4 5F3325D1
83D D740FDAC EC00C4B5
50E DC511A46 E777ACAC

81D081E1C
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dialer-list 1 protocol ip permit
!

!

!

!

control-plane

banner login *C

*kkkkkkkkk Warnlng *kkkkkkkkkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

exec-timeout 60 0

password 7 14041305060B392E
logging synchronous

login

history size 100

line aux O

line vty 0 4

password 7 071C204244060A00
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

ersons only!
be prosecuted.

***********I\C
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OTBeTbI K NabopaTtopHou paboTe 5-1:
NMoaknoyeHune K cetn UHTepHeT

[Mocie BHIMONHEHNUS 3TOTO YIIPaXXHEHUS] KOHPUTYpaIrs MapIIpyTr3aropa pabouei rpymmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIIHYHMS 3aBUCAT OT paboueil rpyIsl):

!

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

I

Hostname RouterX

I

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/cO.c.
enable password 7 14141B180F0B

I

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

I

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

I

I

voice-card 0

no dspfarm

crypto pki trustpoint TP-self-signed-3715519608
enroliment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-371551

9608
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revocation-check none

rsakeypair TP-self-signed-3715519608

|

!

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 OF060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0C C2AEB57B B2CA8F85 6C956
1DOE0416 0414B7CB DB7C0OCC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 OE241
46C655CA 7AD9C703 DE996CD7 7F009ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B 00E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0
ip address 10.10.10.3 255.255.255.0
duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1
no ip address

shutdown

duplex auto

speed auto

I

interface Serial0/0/0

no ip address

shutdown

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

I

I

ip http server

ip http authentication local
ip http secure-server

I
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dialer-list 1 protocol ip permit
|

control-plane
|
|
|
|
|
|
|
|
|

banner login *"C
F*kkkdkkkkk [MpenpynpexneHue

*kkkkkkkhkhhkk

JocTyn K 3TOMY yC‘I‘pOf/TCTBy paszpelneH TOJIBKO CaHKUVMOHMPOBaAHHBIM noJjib30BaTenaM!

HecaHKLLMOHMpOBaHHbe/T OOCTYII 3allpeleH.

10 3aKOoHY.

*kkkkkkk * *kkkkkkk * *kkkkkkk

line con 0

exec-timeout 60 0

password 7 14041305060B392E
logging synchronous

login

history size 100

line aux 0

line vty 0 4

password 7 071C204244060A00
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

***********I\C

3JI0YMBIIJIEHHU KU 6yHyT InpecisyienoBaTeCAd
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OTBeTbl K NabopaTtopHou paboTe 5-2:
NMNoaknioyeHne K rmaBHOMYy odpucy

[Tocrne BBIMOTHEHUS 3TOTO YIPAKHEHUS KOHPUTYpaIUs MapIIpyTH3aTopa padodeil rpynmsl

OyIeT BBITIAAETH CIEAYIOMNM 00pa3oM (OTIHYMS 3aBUCAT OT paboueil rpyIsl):

!

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

I

Hostname RouterX

I

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/cO.c.
enable password 7 14141B180F0B

I

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

I

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

I

I

voice-card 0

no dspfarm

crypto pki trustpoint TP-self-signed-3715519608
enrollment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-371551
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revocation-check none

rsakeypair TP-self-signed-3715519608

|

!

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 OF060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0C C2AEB57B B2CA8F85 6C956
1DOE0416 0414B7CB DB7C0OCC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 OE241
46C655CA 7AD9C703 DE996CD7 7FO009ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B 00E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
ip nat inside

ip virtual-reassembly

duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1

description $ETH-WAN$

ip address dhcp client-id FastEthernet0/1
ip nat outside

ip virtual-reassembly

duplex auto

speed auto

I

interface Serial0/0/0

description Link to Main Office

ip address 10.140.10.2 255.255.255.0
encapsulation ppp

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

ip route 192.168.21.0 255.255.255.0 10.140.10.1
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I
!

ip http server

ip http authentication local

ip http secure-server

ip nat inside source list 1 interface FastEthernetO
I

access-list 1 remark INSIDE_ IF=FastEthernet0/0
access-list 1 remark SDM_ACL Category=2
access-list 1 permit 10.10.10.0 0.0.0.255
dialer-list 1 protocol ip permit

I

I

I

I

control-plane

banner login *C

*kkkkkkkkk Warnlng *kkkkkkkkkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

I
line con 0

exec-timeout 60 0

password 7 14041305060B392E
logging synchronous

login

history size 100

line aux O

line vty 0 4

password 7 071C204244060A00
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

/1 overload

ersons only!
be prosecuted.

***********I\C
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OTBeTbl K NabopaTtopHou paboTe 5-3:
ObGecneyeHne AMHAMUNYECKON MapLUpPyTU3aL UK
K rmaBHomy ocucy

[Tocre BBIMOIHEHUS 3TOTO YIPAKHEHUS KOHGUTYpAIUs MapIIpyTH3aTopa padoueii rpynmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHS 3aBUCAT OT paboueil rpyIsl):

!

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

|

hostname RouterX

!

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/c0.c.
enable password 7 14141B180F0B

]

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

|

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

|

]

voice-card 0

no dspfarm
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crypto pki trustpoint TP-self-signed-3715519608

enroliment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-371551
revocation-check none

rsakeypair TP-self-signed-3715519608

I

I

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 0F060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0OC C2AEB57B B2CA8F85 6C956
1D0OE0416 0414B7CB DB7C0CC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 0E241
46C655CA 7AD9C703 DE996CD7 7FO09ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B O0E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
ip nat inside

ip virtual-reassembly

duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1

description SETH-WAN$

ip address dhcp client-id FastEthernet0/1
ip nat outside

ip virtual-reassembly

duplex auto

speed auto

I

interface Serial0/0/0

description Link to Main Office

ip address 10.140.10.2 255.255.255.0
encapsulation ppp

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

9608
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clock rate 2000000

!

router rip

version 2

network 10.0.0.0

!

I

!

ip http server

ip http authentication local

ip http secure-server

ip nat inside source list 1 interface FastEthernetO
!

access-list 1 remark INSIDE_IF=FastEthernet0/0
access-list 1 remark SDM_ACL Category=2
access-list 1 permit 10.10.10.0 0.0.0.255
dialer-list 1 protocol ip permit

!

I

I

I

control-plane

banner login *C

*kkkhkkkkhkhk Warnlng kkkkhkkkkhhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

exec-timeout 60 0

password 7 14041305060B392E
logging synchronous

login

history size 100

line aux 0

line vty 0 4

password 7 071C204244060A00
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

/1 overload

ersons only!

be prosecuted.

***********I\C
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OTBeTbl K NabopaTtopHou paboTe 6-1:

Ucnonb3oBaHue npoTtoKona obHapyxeHusa Cisco

[Tocrne BBIMOTHEHUS 3TOTO YIPAKHEHUS KOHPUTYpaIUs MapIIpyTH3aTopa padodeil rpynmsl

OyIeT BBITIAAETH CIEAYIOMNM 00pa3oM (OTIHYMS 3aBUCAT OT paboueil rpyIsl):

!

version 12.4

!

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

|

hostname RouterX

!

boot-start-marker

boot-end-marker

!

enable secret 5 $1$.dET$BDxkofHF3aAsRthe/c0.c.
enable password 7 14141B180F0B

]

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
lease 005

|

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

|

]

voice-card 0

no dspfarm

crypto pki trustpoint TP-self-signed-3715519608
enroliment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-371551
revocation-check none
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rsakeypair TP-self-signed-3715519608

I

!

crypto pki certificate chain TP-self-signed-3715519

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33373135 35313936 3038301E 170D3
30305A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
31393630 3830819F 300D0609 2A864886 F70D0101 01050
8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52
D0450203 010001A3 71306F30 0F060355 1D130101 FF040
551D1104 15301382 1177675F 726F5F61 2E636973 636F2
23041830 168014B7 CBDB7C0C C2AEB57B B2CAB8F85 6C956
1D0OE0416 0414B7CB DB7C0CC2 AEB57BB2 CA8F856C 9567D
4886F70D 01010405 00038181 0061FD2F C903A4A2 0E241
46C655CA 7AD9C703 DE996CD7 7FO09ED1 19829639 6D57B
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7
388FFD58 436F2B2A A305F71B 00E91CAD 90B5F317 D7054
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 082F495A0

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
ip nat inside

ip virtual-reassembly

duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1

description SETH-WAN$

ip address dhcp client-id FastEthernet0/1
ip nat outside

ip virtual-reassembly

duplex auto

speed auto

no cdp enable

I

interface Serial0/0/0

description Link to Main Office

ip address 10.140.10.2 255.255.255.0
encapsulation ppp

no fair-queue

I

interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

router rip
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version 2

network 10.0.0.0

!

!

!

ip http server

ip http authentication local

ip http secure-server

ip nat inside source list 1 interface FastEthernetO
!

access-list 1 remark INSIDE_IF=FastEthernet0/0
access-list 1 remark SDM_ACL Category=2
access-list 1 permit 10.10.10.0 0.0.0.255
dialer-list 1 protocol ip permit

!

I

I

I

control-plane

banner login ~C

*kkkkkkkkk Warnlng *kkkkkkkkkhkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

kkkkkkkkkhkkkhkkhkkkhkkkhkkkhhkkhhkkhkkkhkkkhhkkkhkkkkk
|

line con 0

exec-timeout 60 0

password 7 14041305060B392E
logging synchronous

login

history size 100

line aux 0

line vty 0 4

password 7 071C204244060A00
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime
service password-encryption

I

hostname SwitchX

/1 overload

ersons only!
be prosecuted.

***********AC
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enable secret 5 $1$A110$0z83HWmMswWM/vk5.RSZpVr.
enable password 7 05080F1C2243
I

username netadmin password 7 030A5E1F070B2C4540
no aaa new-model
ip subnet-zero
I
no ip domain-lookup
ip domain-name cisco.com
ip ssh version 2
I
!
crypto pki trustpoint TP-self-signed-1833200768
enroliment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-183320
revocation-check none
rsakeypair TP-self-signed-1833200768
I
I
crypto ca certificate chain TP-self-signed-18332007
certificate self-signed 01
3082028D 308201F6 A0030201 02020101 300D0609 2A864
53312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 31383333 32303037 36383120 301E0
02161177 675F7377 5F612E63 6973636F 2E636F6D 301E1
30313033 5A170D32 30303130 31303030 3030305A 30533
26494F53 2D53656C 662D5369 676E6564 2D436572 74696
33323030 37363831 20301E06 092A8648 86F70D01 09021
63697363 6F2E636F 6D30819F 300D0609 2A864886 F70D0
81890281 8100B444 4F07E979 88953526 E0B8480C 52DBC
8FB4A8EE 142FAEC4 744CB8BE 021BDAE5 BFO0O5CA6 99D0B
E460FAES5 1435B900 43505E02 3FOF5E4B D61D6787 59B6A
42C15C96 D078A449 669E4B58 CD5857D0 1B570F43 008B8
F83865F5 8BFD0203 010001A3 71306F30 0F060355 1D130
301C0603 551D1104 15301382 1177675F 73775F61 2E636
0603551D 23041830 16801414 679B7COE C82E65FB 8953E
1D060355 1D0OE0416 04141467 9B7COEC8 2E65FB89 53EC8
06092A86 4886F70D 01010405 00038181 006C7E92 A7F96
0660013D 4A91A319 6D6DBD61 B5147AAA FFOFCF26 3DF20
F8942F5F E53466BB 04E12200 25432AFE AO9DDFCF A07A5
5B085A4E 895C45BC 4DF264BC BFE32124 FAAA3BDB BI9CF2
44531337 BO3B7055 48A0B320 0A6C3173 CO
quit
I
I
no file verify auto
spanning-tree mode pvst
spanning-tree extend system-id
I

vlan internal allocation policy ascending

I

interface FastEthernet0/1

switchport mode access

switchport port-security maximum 2

switchport port-security

switchport port-security violation restrict

switchport port-security mac-address sticky
switchport port-security mac-address sticky 0017.5

switchport port-security mac-address sticky 001a.2
!

0768

68

886 F70D0101 04050030
967 6E65642D 43657274
609 2A864886 F70D0109
70D 39333033 30313030
12F 302D0603 55040313
669 63617465 2D313833
611 77675F73 775F612E
101 01050003 818D0030
1E7 E5FF660A 41932329
DC7 68C4A873 25A2F06C
E32 13558C75 561A6BB0
11F 45CD05B0 50D144BA
101 FF040530 030101FF
973 636F2E63 6F6D301F
C84 1FC9DDA49 E672A630
41F C9DD49E6 72A6300D
199 D1D81ADA FA16C868
CA7 9694B3B8 24ABBEAC
A4A 145BES58D 4040040A
CC2 35F3B42A B16BFD69

a78.be01
fe7.3089
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interface FastEthernet0/2
switchport mode access
!

interface FastEthernet0/3
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/4
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/5
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/6
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/7
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/8
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/9
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/10
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/11
switchport mode access
no cdp enable

!

interface FastEthernet0/12
switchport mode access
no cdp enable

!

interface FastEthernet0/13
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/14
switchport mode access
shutdown

no cdp enable
!
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interface FastEthernet0/15
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/16
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/17
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/18
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/19
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/20
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/21
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/22
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/23
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/24
switchport mode access
shutdown

no cdp enable

I

interface GigabitEthernet0/1
switchport mode access
shutdown

no cdp enable

I

interface GigabitEthernet0/2
switchport mode access
shutdown

no cdp enable

I

interface Vlanl
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ip address 10.10.10.11 255.255.255.0
no ip route-cache

I

ip default-gateway 10.10.10.3

ip http server

ip http secure-server

|

control-plane
I

banner login *"C

*kkkkhkkhkk Warn | n g kkkkkhkkhhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

exec-timeout 60 0

password 7 111A180B1D1D1809
logging synchronous

login

history size 100

line vty 0 4

password 7 111A180B1D1D1809
logging synchronous

login local

history size 100

line vty 5 15

password 7 111A180B1D1D1809
logging synchronous

login local

history size 100

I

end

ersons only!
be prosecuted.

***********I\C
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OTBeTbl K NabopaTtopHou paboTe 6-2:
YnpaBneHue napameTpamMm 3anycka

MapLupyTu3aTopa

[Tocrne BBIMOHEHUS 3TOTO YIPAKHEHUS KOHGUTYpAIUs MapIIpyTH3aTopa padoueii rpynmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHS 3aBUCAT OT paboueil rpyIsl):

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

I

hostname RouterX

!

boot-start-marker

boot system tftp c2800nm-advipservicesk9-mz.124-12.

boot system flash c2800nm-advipservicesk9-mz.124-12
boot system flash

boot-end-marker

!

no logging buffered

enable secret 5 $1$X.GH$OkseupwTuqqjGp4oP4Fdg0
enable password 7 121A0C041104

|

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool wgA_clients
import all
network 10.10.10.0 255.255.255.0
default-router 10.10.10.3
lease 0 0 5

I

!

no ip domain lookup

ip domain name cisco.com

ip ssh version 2

I

I

voice-card 0

no dspfarm

bin 10.10.10.1
.bin
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I
!
crypto pki trustpoint TP-self-signed-3715519608
enrollment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-371551 9608
revocation-check none
rsakeypair TP-self-signed-3715519608
I

crypto pki certificate chain TP-self-signed-3715519 608

certificate self-signed 01

30820249 308201B2 A0030201 02020101 300D0609 2A864 886 F70D0101 04050030
31312F30 2D060355 04031326 494F532D 53656C66 2D536 967 6E65642D 43657274
69666963 6174652D 33373135 35313936 3038301E 170D3 037 30343035 32333135
30305A17 0D323030 31303130 30303030 305A3031 312F3 02D 06035504 03132649
4F532D53 656C662D 5369676E 65642D43 65727469 66696 361 74652D33 37313535
31393630 3830819F 300D0609 2A864886 F70D0101 01050 003 818D0030 81890281

8100D0D2 4D67CC33 F0966C60 96BD12D2 675EB867 42087 A6F 4310110E 1E852852
E965291B A9E21580 7F77960A B83618A5 65A718BE 4E81D B21 669B48D1 172E1FF3
73575C54 6B25A849 6E886C49 3EAODO3C CC5E7AFA 186AE 594 22F612D6 8CAO89EC
355AFCF5 9FBA492A EEEB13C8 27A6F2BE EEC51E85 18B52 144 10DDA46C C0831824
D0450203 010001A3 71306F30 OF060355 1D130101 FF040 530 030101FF 301C0603
551D1104 15301382 1177675F 726F5F61 2E636973 636F2 E63 6F6D301F 0603551D
23041830 168014B7 CBDB7C0OC C2AEB57B B2CA8F85 6C956  7DA ACAB8F430 1D060355
1DOE0416 0414B7CB DB7COCC2 AEB57BB2 CA8F856C 9567D AAC A8F4300D 06092A86
4886F70D 01010405 00038181 0061FD2F C903A4A2 OE241 513 68AD17EA 16856A52
46C655CA 7AD9C703 DE996CD7 7FO09ED1 19829639 6D57B  06C 5225DEF4 5F3325D1
1567E90F 60858412 AB1E106A 3110FD46 9439D60A 7FFB7 83D D740FDAC EC00C4B5
388FFD58 436F2B2A A305F71B 00E91CAD 90B5F317 D7054 50E DC511A46 E777ACAC
1C07F960 64CCE156 F65330FE 02

quit

username netadmin privilege 15 password 7 0208014F0 A02022842

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
ip nat inside

ip virtual-reassembly

duplex half

speed auto

no mop enabled

I

interface FastEthernet0/1

description $ETH-WAN$

ip address dhcp client-id FastEthernet0/1
ip nat outside

ip virtual-reassembly

duplex auto

speed auto

no cdp enable

I

interface Serial0/0/0

description Link to Main Office

ip address 10.140.10.2 255.255.255.0
encapsulation ppp

no fair-queue
|

© 2007 Cisco Systems, Inc. PykoBoacTBo no nabopaTtopHbIM paboTam 237



interface Serial0/0/1

no ip address

shutdown

clock rate 2000000

I

router rip

version 2

network 10.0.0.0

I

I

I

ip http server

ip http authentication local

no ip http secure-server

ip nat inside source list 1 interface FastEthernetO
I

access-list 1 remark INSIDE_IF=FastEthernet0/0
access-list 1 remark SDM_ACL Category=2
access-list 1 permit 10.10.10.0 0.0.0.255
dialer-list 1 protocol ip permit

I

I

I

I

control-plane

banner login *C

*kkkkkkkkk Warnlng *kkkkkkkkkhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

I
line con 0

exec-timeout 60 0

password 7 051807012B435D0C
logging synchronous

login

history size 100

line aux O

line vty 0 4

password 7 051807012B435D0C
logging synchronous

login local

history size 100

transport input telnet ssh

I

scheduler allocate 20000 1000

I

end

/1 overload

ersons only!

be prosecuted.

***********I\C
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OTBeTbl K NabopaTtopHou paboTe 6-3:
YnpaBneHue yctpoucteamm Cisco

[Moce BHIMOMHEHNS 3TOTO YIIPaXXHEHUS] KOHPUTYpaIUs MapIIpyTr3aropa pabouei rpymmsl
OyIeT BBITIAAETH CIEAYIOMNM 00pa3oM (OTIHYMS 3aBUCAT OT paboueil rpyIsl):

There were no overall changes to the configuration. !
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OTBeTbI K NadbopaTtopHoun paboTe 6-4:
NMNoaTBepxaeHne pekoHdpurypauum cetu
dunmana

[Tocrne BBIMOHEHUS 3TOTO YIPAKHEHUS KOHGUTYpAIUs MapIIpyTH3aTopa padoueii rpynmsl
OyIeT BBITIAAETH CIEAYIOMMUM 00pa3oM (OTIHYHS 3aBUCAT OT paboueil rpyIsl):

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
service password-encryption

I

hostname RouterXX

!

boot-start-marker

boot system flash c2800nm-advipservicesk9-mz.124-12 .bin
boot system tftp c2800nm-advipservicesk9-mz.124-12. bin 10.10.10.1
boot system flash

boot-end-marker

!

enable secret 5 $1$t7tb$L8Par/.s/MaoshazH1cLq0

enable password 7 0822455D0A16

|

no aaa new-model

I

!

ip cef

no ip dhcp use vrf connected

ip dhcp excluded-address 10.10.10.1 10.10.10.149

ip dhcp excluded-address 10.10.10.200 10.10.10.254
I

ip dhcp pool branchXX-clients
import all
network 10.10.10.0 255.255.255.0
default-router 10.10.10.3
lease 0 0 5

I

!

ip domain name cisco.com

ip ssh version 2

I

I

voice-card 0

no dspfarm
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crypto pki trustpoint TP-self-signed-3575601183
enroliment selfsigned
subject-name cn=I0S-Self-Signed-Certificate-357560
revocation-check none
rsakeypair TP-self-signed-3575601183
I
!
crypto pki certificate chain TP-self-signed-3575601
certificate self-signed 01
3082023F 308201A8 A0030201 02020101 300D0609 2A864
31312F30 2D060355 04031326 494F532D 53656C66 2D536
69666963 6174652D 33353735 36303131 3833301E 170D3
31315A17 0D323030 31303130 30303030 305A3031 312F3
4F532D53 656C662D 5369676E 65642D43 65727469 66696
30313138 3330819F 300D0609 2A864886 F70D0101 01050
8100E3CA 6B4F5C16 545F1796 C3600BE9 433F7C87 CB676
25582787 6028AE73 F3EAFD24 EA37AFEE CF6F101D 14EF2
E1758915 13A5499E 378275C7 3BBE4F32 009DB10E 5039E
AOEFEB26 23E4045E EAFEQ9BE 88C4DA01 357684AC 65572
D8530203 010001A3 67306530 0F060355 1D130101 FF040
551D1104 0B300982 07526F75 74657258 301F0603 551D2
916FE499 69EDA5CO C15FDB83 17F62591 45301D06 03551
6FE49969 EDA5COC1 5FDB8317 F6259145 300D0609 2A864
81810070 7B5F8CB1 BB014CBA 3E317573 C2303187 3534E
A0498B71 49FE6A9A 5A5F6703 091EBDDC B828F955 4851F
87AC8E94 52F130E9 73E28BD9 EC4A028B 6424BCF2 EFOA9
E1129982 E1A40C9C 98F43F91 363474F2 97E3BBFF EGOAY
quit
username netadmin privilege 15 password 7 0505031B2

interface FastEthernet0/0

ip address 10.10.10.3 255.255.255.0
ip nat inside

ip virtual-reassembly

duplex auto

speed auto

I

interface FastEthernet0/1

description $ETH-WAN$

ip address dhcp client-id FastEthernet0/1
ip nat outside

ip virtual-reassembly

duplex auto

speed auto

no cdp enable

I

interface Serial0/0/0

ip address 10.140.100.2 255.255.255.0
encapsulation ppp

no cdp enable

I

interface Serial0/0/1

no ip address

shutdown

no cdp enable
!

1183

183

886 F70D0101 04050030
967 6E65642D 43657274
037 30353034 32313439
02D 06035504 03132649
361 74652D33 35373536
003 818D0030 81890281
A33 D42BF42A A6433BAF
CCF 8EF4085C 2EDOE5S4B
B40 2C43D4EA 1407B634
494 ABDC6A99 AA85D645
530 030101FF 30120603
304 18301680 14E0035D
DOE 04160414 E0035D91
886 F70D0101 04050003
5C7 71FDDDES5 EC4D6331
005 B214B407 4A0E67CO
93C 1BA75BED E3E0D217

AA5 01327A27 EA69FCE6 0C4D36

048430017
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router rip

version 2

network 10.0.0.0

I

I

!

ip http server

ip http authentication local

ip http secure-server

ip nat inside source list 1 interface FastEthernetO
I

access-list 1 remark INSIDE_IF=FastEthernet0/0
access-list 1 remark SDM_ACL Category=2
access-list 1 permit 10.10.10.0 0.0.0.255

I

I
I
!
control-plane

banner login _

*kkkkkkkkk Warnlng *kkkkkkkkkhkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkhkkkhkhhkhkhkhkkhkkx
I

line con 0

exec-timeout 60 0

password 7 08324D4003161612
logging synchronous

login

history size 100

line aux 0

line vty 0 4

logging synchronous

login local

history size 100

transport input ssh

I

scheduler allocate 20000 1000

I

end

version 12.2

no service pad

service timestamps debug uptime
service timestamps log uptime
service password-encryption

I

hostname SwitchXX
!

/1 overload

ersons only!

be prosecuted.

***********AC
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enable secret 5 $1$LLvt$3gBURQzm6eAcGfQjsgHCO1
enable password 7 01100F175804
|

username netadmin privilege 15 password 7 1419171F0
no aaa new-model
ip subnet-zero

I
no ip domain-lookup
ip domain-name cisco.com
ip ssh version 2

I

!
crypto pki trustpoint TP-self-signed-809024768

enrollment selfsigned

subject-name cn=I0S-Self-Signed-Certificate-809024
revocation-check none

rsakeypair TP-self-signed-809024768

I

I

crypto ca certificate chain TP-self-signed-80902476

certificate self-signed 01

3082028B 308201F4 A0030201 02020101 300D0609 2A864
52312E30 2C060355 04031325 494F532D 53656C66 2D536
69666963 6174652D 38303930 32343736 38312030 1E060
16115377 69746368 582E6369 73636F2E 636F6D30 1E170
3130305A 170D3230 30313031 30303030 30305A30 52312
494F532D 53656C66 2D536967 6E65642D 43657274 69666
32343736 38312030 1E06092A 864886F7 0D010902 16115
73636F2E 636F6D30 819F300D 06092A86 4886F70D 01010
02818100 D2D79D92 1395A6CB 46CAAD3C 6873B3D3 75B1B

DAC40D83 6380CE06 CO4AE1DE B6DBD7A4 5941D5E5 C2FA7

966DC533 6BB18EDF 213503E7 B5BOE919 99C666B9 89AB8
912B2908 BO76FE8D 4645B79C 1FDEEBEF 83DBB7AF 3C92B
4EQCC8FB 02030100 01A37130 6F300F06 03551D13 0101F
0603551D 11041530 13821153 77697463 68582E63 69736
551D2304 18301680 14B5A18A 31CE43E7 9D9704B4 81524
03551D0E 04160414 B5A18A31 CE43E79D 9704B481 5246B
2A864886 F70D0101 04050003 81810007 16DD332F F2711
82718220 8249778B 4CDFFE66 1B52B55E AA6BC328 CFOCD
F62723B8 14D8A873 535C205E BDC26BAC E73C448D OEOBS8
CDDOAS83A 0335EB3E 9ADCA41E 768FA332 572AE050 11212
65E3D60A 57150B63 9206A35B C71BB9

quit

I

I

no file verify auto

spanning-tree mode pvst

spanning-tree extend system-id

I

vlan internal allocation policy ascending

I

interface FastEthernet0/1

switchport mode access

switchport port-security maximum 2

switchport port-security

switchport port-security violation restrict

switchport port-security mac-address sticky
switchport port-security mac-address sticky 0017.5
switchport port-security mac-address sticky 001a.2
no cdp enable

D0027222A

768

8

886 F70D0101 04050030
967 6E65642D 43657274
92A 864886F7 0D010902
D39 33303330 31303030
E30 2C060355 04031325
963 6174652D 38303930
377 69746368 582E6369
105 0003818D 00308189
226 1E4EC5BC 87906C24
464 DC6135A6 EFED87E4
988 553288C0 400D6821
363 52F68131 E2BEEDC3
FO04 05300301 01FF301C
36F 2E636F6D 301F0603
6B1 3D601AB8 A7301D06
13D 601AB8A7 300D0609
854 434842FA 026C6F29
466 E9DE6464 CF1836A3
194 402C6A67 CD6EFA78
O7E D4E79437 894E3588

a78.be0f
fe7.3089
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interface FastEthernet0/2
switchport mode access
!

interface FastEthernet0/3
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/4
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/5
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/6
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/7
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/8
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/9
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/10
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/11
switchport mode access
no cdp enable

!

interface FastEthernet0/12
switchport mode access
no cdp enable

!

interface FastEthernet0/13
switchport mode access
shutdown

no cdp enable

!

interface FastEthernet0/14
switchport mode access
shutdown

no cdp enable
!
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interface FastEthernet0/15
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/16
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/17
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/18
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/19
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/20
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/21
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/22
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/23
switchport mode access
shutdown

no cdp enable

I

interface FastEthernet0/24
switchport mode access
shutdown

no cdp enable

I

interface GigabitEthernet0/1
switchport mode access
shutdown

no cdp enable

I

interface GigabitEthernet0/2
switchport mode access
shutdown

no cdp enable

I

interface Vlanl
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ip address 10.10.10.11 255.255.255.0

no ip route-cache
|

i.p default-gateway 10.10.10.3
ip http server

ip http secure-server

I

control-plane
I

banner login _

*kkkkkkkkk Warnlng *kkkkkkkkkhkkkk

Access to this device is restricted to authorized p
Un-authorized access is prohibited. Violators will

*kkkkkkk * *kkkkkkk * *kkkkkkk * *kkk

line con 0

exec-timeout 60 0

password 7 04480A08052E5F4B
logging synchronous

login

history size 100

line vty 0 4

password 7 03175A01091C24
logging synchronous

login local

history size 100

transport input ssh

line vty 5 15

password 7 001712080E541803
logging synchronous

login local

history size 100

transport input ssh

I

end

ersons only!
be prosecuted.

***********I\C
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