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OTKA3 OT TAPAHTHIT: COAEPXXUMOE JAHHOI'O IOKYMEHTA TTPEJICTABJIEHO HA YCJIOBHSIX «KAK ECThb». KOMITAHUS
CISCO HE JAET U Bbl HE ITOJIYHAETE HUKAKHX JIOT'OBOPHBIX, ITOJIPASYMEBAEMbBIX 1 YCTAHOBJIEHHBIX 3AKOHOM
TAPAHTUI B CBS31 C COAEPXKUMbBIM JIAHHOI'O JOKYMEHTA, JIFOBBIMU MOJIOXEHUAMU 3TOI'O JOKYMEHTA U OBMEHOM
COOBLEHMSMU MEXY BAMU 1 KOMITAHUEM CISCO. B UACTHOCTH CISCO OTKA3BIBAETCS OT BCEX ITOJIPA3YMEBAEMBbIX
TAPAHTUI, BKJIFOYAS TAPAHTUM KOMMEPYECKOI LIEHHOCTH, COOTBETCTBUS 3AKOHOJIATEJILCTBY U ITPUTOAHOCTH
JIUIS1 KOHKPETHOM LIEJIN, A TAKIKE OT TAPAHTH, CJIEAYIOLLMX U3 CTAHJAPTHOM ITPAKTHUKH 3AKJTFOUEHUSA CJIEJIOK,
NCIIOJIb30BAHUE NJIA TOPT'OBJIN. OtoT 06y4aromiuii IpOAYKT MOXKET BKIIFOYATh COICPKUMOE U3 PAHHUX BepCHil U, X0Ts1 Komnaxust Cisco
CUMTAET €T0 TOYHBIM, TAKOE COAEPIKMUMOE TTOAUMHACTCS BBILICH3I0KEHHBIM YCIOBHAM OTKa3a OT FrapaHTUH.
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Moaynb 5 ‘

BHeppeHne EIGRP

0O630p

B stom Monyne onuceiBatorest pynkun EIGRP, mpoTokona MapmpyTu3anui KOMIIaHUH
Cisco, pa3paboTaHHOTO JUIsl CHATHUS OTPAHUYCHU KaK IPOTOKOJIOB Ha OCHOBE BEKTOpa
PacCTOSIHUSA, TaK U MPOTOKOJIOB COCTOSHUS KaHasa. B Moxyse mogpoOHO paccMaTpuBaloTCs
0aszoBbiec TexHosorun EIGRP, Bkirodast nporiecc BbiOOpa myTH.

3agaum moayns

[To oxoHYaHWU 3TOTO MOAYJIS BBl CMOKETE HACTPaUBaTh, IPOBEPSITH U YCTPAHATH
Henonaaku EIGRP. DT1o 3Ha4uT, 4TO BBl CMOXETE BBIIOIHSTH CICTYIOIINE 3a0a4u:

M onMCHIBaTH NPUHLIMT paboThl U HacTpoiiky EIGRP, Bkitouas BeIpaBHUBaHHE HATPY3KH
1 ayTeHTH()HUKAIIHIO;

B OIpeaessaTh METO/IbI BBISIBICHUS pacipocTpaHeHHbIX mpodieM EIGRP u npeiarats
peIIeHHUs 3THX TIPOOIIEM.
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3aHATUe 1‘

BHeppeHne EIGRP

0O630p

EIGRP —T10 ycoBepieHCTBOBaHHBIN MPOTOKOJ BEKTOPA PACCTOSHUSI, pa3paboTaHHbIH
kopmoparueii Cisco.IIpotokon EIGRPnoaxoaut asst MHOTHX TOTIONOTHI U CPeEI.

B kauecTBEHHO CIIPOSKTHPOBAaHHOM ceTu nmpoTokos EIGRPxopoiio Maciiradupyercs

1 o0ecreunBaeT BHICOKYIO CKOPOCTh KOHBEPTI'CHIIN TIPH MUHIMAIIBHBIX H3/IEPIKKaX.
[Iporokon EIGRPuacTo BeIOHpaiOT B KauecTBE MPOTOKOJIA MapIIPyTH3ALMH Ha YCTPONCTBAax
Cisco.B aToM 3aHATHH ONMKCHIBACTCSl HACTPOKKA M MOHUTOPHHT poTokoia EIGRP.

3agauu

[To oxoOHYaHUU 3TOTO 3aHSITUS Bl CMOXKETE OIMUCHIBATH PUHITUIT PaOOTHI U HACTPOIKY
nportokoja EIGRP,Bkirouas BeipaBHUBaHUE HATPY3KH U ayTeHTH()HKAIMIO. DTO 3HAYHT,
YTO BBl CMOKETE BBIITOIHUTE CIIEAYIOIINE 3a]1a9H:

onuckiBaTh QyHKIuu EIGRP;
HacTpauBaTh 1 poBepsaTh EIGRP;
HacTpauBaTh BEIPABHUBAHUE HATPY3KH ¢ Hcnonb3oBanueMm EIGRP;

HacTpauBaTh ayreHTH(puKauo MD5 ans EIGRP.



Oowune ceBegeHusa o EIGRP

B sToM paznene onuceiBaroTcs GpyHkuu npoTtokona EIGRP.
|

PyHkumn EIGRP

OnopHbIA

10.1.1.0

10.1.2.0

EEL

= YCOBe pLIEHCTBOBAHHbIN anropuTm = [uBkas apxuTeKTypa cetm
BEKTOpa paccTosHua = WHAVBUOYaNbHAs U rPYNnoBas pacchifka BMecTo
= BbicTpas KOHBEp reHuus LIMPOKOBELL aTeNnbHOM PacChInku
= BecknaccoBas mapLpyTM3auus co = MNoppepxkaVLSM n HeCMexXHbIX ceTen
CTOMPOLEHTHON 3aLLTON OT neTens = Py4HOe CyMMUpOBaHMe MapLLIpyTOB B 06O
= [pocras HacTpouka TO4KEe UHTEpCeTU
= [o6GaBo4Hble OGHORBMEHUsi = [Moppae pxKa HecKkonbKNX NPOTOKONOB CeTeBOTo

0 BHSI
= BblpaBHMBaHWE Harpysku Mo nyTsm P

C paBHOWM N HepaBHOW CTOMMOCTbIO

EIGRP —st0 nponpuerapusiii mpoTokon MapipyTtusanuu CiSC0,00be InHIOIITiI
HPEHMYIIECTBA IPOTOKOJIOB MAapUIPYTH3ALMH Ha OCHOBE COCTOSIHUS KaHalla ¥ Ha OCHOBE
BekTopa paccrosnus. EIGRPnpeacrasiser coboli yCOBEepIICHCTBOBAHHBIN MMPOTOKOJ BEKTOPA
paccTosiHUS WM THOPUAHBINA POTOKOJ MapLIPYTU3aLMY U MIpeularaeT ciaeayonme GyHKINH.

®  beicrpas kouBeprenuus. EIGRPucnonssyer anroputv DUAL 17151 yckopenust
KOHBepreHiuu. Mapitpyruzarop mon yrnpasinennem EIGRPcoxpanser Bce mocTymnHbie
pe3epBHBIE MapUIPYTHI K MecTaM Ha3HAYEHHS M MOXKET OBICTPO aTalTHPOBATHCS K
aIbTepHATHBHBIM MapipyTam. Ecin B TaGnuiie MapupyTH3aiy HET IOIXO0ISAIINX
MapUIpyTOB WK pe3epBHBIX MapipyToB, EIGRP3ampammuBaer coceqaue y3mbl, 4TOObI
00HApYXHUTh abTEPHATUBHBIN MapLIPYT.

m  CHukeHHOe moTpediaeHne nmojaocsl nponyckanus. [Iporokon EIGRPHe paccrutaer
NepHONYECKIe OOHOBICHH. BMeCTO 3TOTr0 OH OTIpaBiIsIeT YaCTHYHbIE OOHOBICHUS
TIPU U3MEHEHUH ITyTH WX METPUKHU MapuipyTa. [Ipu m3menennn gannapix o mytu DUAL
MOCBUTAaeT OOHOBIICHUE TOJIBKO IS 9TOTO MyTH, a HE TIOJIHYIO TaOJIHILy.

m  [loazepika HeCKOJIBKHX MPOTOKOJI0B ceTeBoro yposusi. EIGRPnonnep:xxuaer
mpotokoisl AppleTalk, IPv4, IPvG: Novell IPX, ucriosns3yromue moaynu PDM. PDM
YAOBIIETBOPSIIOT TPeOOBaHMS IPOTOKOJIOB, OTHOCSIIHECS K CETEBOMY YPOBHIO.

m  beckiaccopasi mapmpyTusanus. [lockonsky EIGRPsBisiercs 6eckitaccoBbiMm
MPOTOKOJIOM MapIIPYTH3ALUH, OH OOBSIBIISICT MACKY MapIIPYTU3AIUY JUTST KAXKIOH
ceTH Ha3Ha4yeHus. Macka Mapipyrtusaiuu no3ponser EIGRPpaboTaTh ¢ HeCMEKHBIMU
MOZCETSIMU M MacKaMH ToJIceTH nepemeHHoi auunbl (VLSM).
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m  Paccpuika MeHbIIEro 00beMa ciy:ke0HbIX faHHbIX. EIGRPucnons3yer
MHOT'0/IPECHYIO U OJTHOQJIPECHYIO, a HE ITMPOKOBEINATEIHHYIO pacchuiky. B pesynbrare
OOHOBIICHUSI MAPIIPYTU3ALIUU U 3aPOCHI TAHHBIX TOMOJIOTHH HE 3aTParuBar0T KOHEYHBIC
CTaHIIUY.

®  BripaBuuBanue Harpy3ku. EIGRPnoanepxuBaer BolpaBHIBaHNE HATPY3KH T10
MapIipyTam ¢ HepaBHBIMHA METPHKAaMH, 9TO MO3BOJISIET aIMUHHUCTpaTopam Oosee
3¢ (HEeKTUBHO pacnpeeaTh IOTOKH TpapuKa B CETH.

m  IIpocroe cymmupoBanune. EIGRPmo3Boisier agMHUHUCTpAaTOpaM CO31aBaTh CYMMapHbIC
MapIIpyThI B JTIFOO0H TOYKE CETH, HE OIPaHUYHMBASICh TPATUITHOHHBIM KJIACCOBBIM
CYMMHPOBaHHEM IPOTOKOJIOB BEKTOPA PACCTOSIHUS, KOTOPOE MOXKHO HCITOJIb30BaTh
TOJIBKO Ha TPAHUIIAX OCHOBHOW CETH.

© 2007 Cisco Systems, Inc. BHenpenve EIGRP 5-5



Tao6nuubl EIGRP

Tabnuua cocepen IP EIGRP

MapLupyTH3aTop cneayioLero

N\

nony4YeHHbIX 0T KaXgoro

Cnncok coeqMHEeHHbIX HanpAaMyr

MHTeDpdbeiic MapLUpyTW3aToOpPoB, paboTaloLuX
nepexana PP c npoTtokonom EIGRP

CnucoK BCex MapLUIpyTU3aTopoB, Tabnuuya Tononorum IP EIGRP

cocena EIGRP MyHKT HasHaueHns 1

v

Tabnuua mapLpyTusauum IP Cnuncok Bcex Hanny4wmx nyTei us
Tabnuuel Tononorun EIGRP u ot
[MyHKT HasHaueHus 1 OpYrux npoLeccoB MapLUpyTHU3aLmMm

RP_203

Kaxxnpiii mapiipytuzarop EIGRPBeneT Tabnuily coceTHuX y3/I0B. OTa Tabiuiia BKIF0YaeT
CITMCOK IMOAKIIOUEHHBIX HAPsIMYI0 MapiipyTu3atopoB EIGRP,chopMupoBaBIInX OTHOIICHHUS

CMEXXHOCTH C JaHHBIM MapIIpyTH3aTOPOM.

Kaxnprit mapmpytuzarop EIGRPBenet tabauily Tomonoruu s KakAoH KOHPUTYpauuu
npoTokoia. Tabnuia TOmosoruy BKIIFOYAET 3allMCH MapIIPYTOB AJISl KaKIOT0 MECTa
Ha3zHaueHHs, U3BecTHOrO MapipyTuzaropy. EIGRPBeIOupaeT Hammyume MappyThl

W3 TaOJIUITEI TOTIOJIOTHY M TIOMEIIAST MX B TAOJHITYy MapIIpyTH3AITHH.

Yt00BI ONPENETUTD JIYUIIH MapPIIPYT U PE3EPBHBIH (aIbTePHATHBHBIM) MaPIIPYT K MECTY

HazHadyenus, EIGRPucnons3yer asa mapamerpa.

m  Oo0bsBiaenHoe paccrosinue. Metpuka EIGRP xotopas onpeaensieT cmiocoOHOCTh

cocennero y3na EIGRPaocTuus Toii nnu uHoM ceTH.

m  Paccrosnue ayqmero mapmpyrta. OOBSBICHHOE PACCTOSHUE JUIS ONPEICIICHHON CETH,
nosydyeHHoe ot cocenqHero y3na EIGRP +merpuka EIGRP,onpenensiorias CTouMOCTb

JIOCTyTa K 3TOMY COCETHEMY Y3Iy.

MapuipyTi3aTtop CpaBHHBACT BCE JOCTYITHBIE PACCTOSHUS K ONPEICICHHOM CEeTH, a 3aTeM
BBIOMpAET caMoe HU3KOE PacCTOSHUE U TIOMEIAET ero B TA0NUIly MapIIpyTH3aLKH.
Paccrosinue BBIOpaHHOTO JTydIIero MapiipyTa craHoBUTCs MeTpukoil EIGRP,
oTpeeNsouIeld CTOMMOCTD IOCTYTa K 3TOH CeTH, B TaOJIHIIEe MapIIPyTH3aLUH.

5-6
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Pacuet nytu EIGRP (mapwpytusatop C)

Tabnuuya cocepein IP EIGRP
MapuwpyTuaatop
crneaywowero nepexoaa
Mapuwpytusatop A Ethernet 0
MapuwpytusaTtop B Ethernet 1

Tabnuua Tononorum IP EIGRP

WuTepdeiic

CeTs BoamosHoe pacctoaHne |OBbABNEHHOE EIGRP
(MeTpuka EIGRP) paccTosHue coceq
10.1.1.0 /124 2000 1000 Mapupyruaatop A (E0) [ €= 3aMecTUTeNb
10.1.1.0/24 2500 1500 Mapwpytuaarop B (E1) [ 4=—— BO3MOXHbIIN 3aMecTUTENb

Tabnuuya mapwpyTtusauum 1P

> MeTpuka Nexopawmia | Cnegyrowmii nepexog
Cetb (BO3MOXHO® paccTosHue) | UHTepdeic (cocen EIGRP)
g‘
10.1.1.0 /24 2000 Ethernet 0 | MapwpyTtusaTop A |«

NMpumep: Pacuet nytn EIGRP (mapwpyTtusatop C)

Baza mannsie Tomosoruu EIGRPcoaepxuT Bce MapuipyTsl, H3BECTHBIC BCEM COCEIHUM y31aM
EIGRP.Kaxk moka3aHo B mpuMepe, MappyTu3aTopsl A 1 B oTIpaBisioT cBOH TaOJIUIIbI
Mapipytu3anuu Mapupyruszatopy C (ero tabnmia MapmpyTH3anuu NOKa3aHa Ha PUCYHKE).
Mapmpytuzaropsl A u B umeror nytn x cet 10.1.1.0/241 npyrum cetsiM, He HOKa3aHHBIM
Ha pUCYHKE.

B Tabmme Tomonoruu Mapiupyrusaropa C moctymmHo ase 3amucu ¢ mytsmu k 10.1.1.0/24.
Metpuka EIGRP mist mapiipytusatopa C, onpeaenstonias CTOMMOCTh T0CTyIIa

k Mapmipyrusaropam A u B, pasusercs 1000.Jo6aBbTe 5Ty crommocts (1000)

K COOTBETCTBYIOILIEMY OOBSBICHHOMY PACCTOSIHUIO JUISl KaXKIOTO MapIIPyTH3aTOPa U BbI
MOJIYYUTE PACCTOSHHUS JIYIIIHX MappyToB ot mapuipytuzaropa C no cern 10.1.1.0/24.

Maprpytuzarop C BeIOMpAET pacCTOSIHUE JTYUIIETO MapIipyTa ¢ MUHUMAIbHONW CTOMMOCTBIO
(2000)u ycTanaBiuBaeT ero B TabKIly MapipyTusaun [P B kadecTBe IydIero Mapiipyra
k cet 10.1.1.0/24MapuipyT ¢ HAaNMEHBIITHM PACCTOSHUEM, KOTOPHIH yCTaHABIUBAETCS

B TaOJIHIly MapIIpyTU3AINH, Ha3bIBACTCS UMM MapIIPYTOM.

3arem mapupytuzatop C BEIOHUpaeT pe3epBHBII MapUIpyT, KOTOPHI HAa3bIBACTCS
aIbTEPHATHBHBIM MapIIpyToM (€Cii Takoi MapiipyT AocTyneH). YToOsl MapmpyT crai
aNbTEPHATUBHBIM MapIIpyTOM, MapUIPyTU3aTOP Ha CIAEAYIOIIEM MEPEXOE TOJIKEH UMETh
00BSABICHHOE PACCTOSHUE MEHBIIIE, YEM PACCTOSIHUE TEKYIETO JIy4YIIero MapupyTa.

Ecnu myqmmii MapiipyT nepecraet JIedCTBOBaTh, U3-3a U3MEHEHUS TOTIOJIOTUH WIIA METPHKH
Ha cocemHeM y3ie, anroputM DUAL mposepsieT Hamn4Iue albTepHATUBHBIX MaPIIPYTOB

K MECTy Ha3Ha4YeHus. Eciiu anmpTepHATUBHBINA MapiipyT HaiiieH, anroputM DUAL ucnons3yer
€ro, YTO MO3BOJISAET M30eXkKaTh MOBTOPHOTO BRIYUCIICHUS MapIIpyTa. Eciau anpTepHATHBHBIC
MapIIpyThl OTCYTCTBYIOT, JUIsl ONPEICIICHUS] HOBOTO JIYUIIIEr0 MapIIpyTa BBITIOTHICTCS
MOBTOPHOE BHIYHCIICHUE.
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Hactpouka n npoBepka EIGRP

B 3TOM 3aHATHH ONKCHIBACTCS HACTPOIKa U MpoBepka npoTokoia EIGRP.

KoHdurypauua EIGRP

| RouterX(config)# router eigrp aBTOHOMHAas cHcTeMa |

| RouterX(config-router)# network HoMep cern |

ABTOHOMHasi cuctema = 100

EO S2
172.16.1.0 192.168.1.0
172.16.1.1 10.1.1.1 10.1.1.2 10222 10.2.2.3 192.168.1.1
router eigrp 100 router eigrp 100
network 172.16.0.0 network 192.168.1.0
network 10.0.0.0 network 10.0.0.0
A 4

router eigrp 100
network 10.0.0.0

Tom

Hcmonb3yiiTe KoMaHs1 Fouter eigrp u hetworK mis co3manust mporiecca mapmpyrusarmi EIGRP.
Ob6parure BunManue, uro nmpotokon EIGRPTpebyer Homepa aBroHOMHO# cricteMbl (AS). Homep
AS He 00s13aTeIBHO T0JDKEH OBITh 3aperucTpupoBad. OIHAKO BCE MapIIPyTH3aTOPhl AaBTOHOMHOM
CHCTEMBI JIOJDKHBI UCTIONB30BaTh OTMHAKOBBIC HOMepa AS 171t 0OMeHa HH(OpMAIIUCH.

Komanna network 3amaet HoMep OCHOBHO# CETH, K KOTOPO# MOAKIFOUYCH MapIIPyTH3aTOP.
[Ipouecc mapmpyruzanun EIGRPHaxonut untepdeiice ¢ IP-agpecamu, koTopsie
NPUHAJICKAT CETSIM, 3aJaHHBIM C TIOMOIIBIO KoMaH bl NEfWOr K u 3amyckaet nporecc
mapupytuzanun EIGRPHa stux unrepdeiicax.

Mpumep: Kondurypauusa EIGRP

Tabnuma Hwke oTHOCUTCS K KoHpurypanusim EIGRPHa mapuipyTusaTope A B ipumMepe
koHpurypauuu EIGRP.

Mpumepbl kKomaHa EIGRP

KomaHpa OnucaHune

router eigrp 100 BknitoyaeTt npouecc mapwpyTtusauum EIGRP ana AS 100

network 172.16.0.0 CesasbiBaeT ceTb 172.16.0.0 ¢ npoueccoM maplupyTusaumm EIGRP
network 10.0.0.0 CesisbiBaeT ceTb 10.0.0.0 ¢ npoueccom mapLupyTtusauum EIGRP

MpumeyaHue EIGRP paccbinaeT o6HoBneHusi 3 nHtepdericos B ceTsix 10.0.0.0 n 172.16.0.0.

OO6HoBNEeHMA BKIHOYaloT cBefeHus o cetax 10.0.0.0, 172.16.0.0 n nobbix opyrnx ceTsix,
n3BecTHbIX EIGRP.
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EIGRP un HecmeXHble ceTu
KoHdurypauumsa no ymonyaHuro

172.16.5.0 192.168.14.16 172.16.6.0
255.255.255.0 255.255.255.240 255.255.255.0

EIGRP obbasut
ceTb 172.16.0.0. P EIGRP o6baBUT
cetb 172.16.0.0.

Mo ymonyanuto npotokon EIGRP He ob6baBnsieT nogcetu u,
cnepoBartenbHO, He Mo e KMBaET HECMEXHbIE MOACETH.

327P_042

ICND2v1 0—5-

EIGRPaBToMaTH4ecky CyMMHPYET MapIIpyThl Ha KJIACCOBOM rpaHuiie. B HEKOTOPBIX cliydasx
aBTOMAaTHYeCKOe CyMMHUPOBAaHUE MOXKET OBITh HeXenaTelbHo. Hampumep, eciu B cpejie
MPUCYTCTBYIOT HECMEKHBIE CETH, aBTOMATHIECKOE CYMMHUPOBAHHUE CIIETyET OTKITIOUYHTS,
YTOOBI CBECTH K MUHUMYMY JI€30pTaHU3AIMI0 MAPIIPYTU3aTOPOB.

EIGRP n HecMeXHble ceTu npu
ucnosib3oBaHMU NapamMeTpa auto-summary

172.16.5.0 192.168.14.16 172.16.6.0
255.255.255.0 2565.255.255.240 255.255.255.0

EIGRP 0b6bsBuT
cets 172.1650. [”

EIGRP obbasur
4 cetn 172.16.6.0.

327P_043

Mpotokon EIGRP ¢ napametpoM no auto-summary MoxeT o6baBMnATb
NOACETU U, CrneaosaTensbHO, NoAAEePKMBAET HECMEXHbIE MOOCETM.

UToOBI OTKIIIOUUTH aBTOMAaTHYECKOE CyMMHUPOBaHKE, UCIIONb3YHTEe KOMaHIY
No auto-summary B pexumMe KoHpuUrypanuu Mapimpyrusaropa EIGRP.
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NMpoBepka kKoHpurypaumm EIGRP

I RouterX# show ip route eigrp I

= OTtobpaxaert Tekywme 3anucu EIGRP B Tabnuue maplipytusauum

I RouterX# show ip protocols I

" OTo6pa>KaeT napamMeTpbl N TeKyllee COCTOAHME aKTUBHOIO npouecca

I RouterX# show ip eigrp interfaces I

= OT0bpaxaeT ceBegeHns ob nHTepgencax, HacTpoeHHbIx ansa EIGRP

RouterX# show ip eigrp interfaces
IP EIGRP interfaces for process 109

Xmit Queue Mean Pacing Time Multicast Pending
Interface Peers Un/Reliable SRTT Un/Reliable Flow Timer R outes
Di0 0 0/0 0 11434 0 0
Et0 1 0/0 337 0/10 0 0
SE0:1.16 1 0/0 10 1/63 103 0
TuO 1 0/0 330 0/16 0 0

Komanma show ip route eigrp orobpaskaer texyriue 3amucu EIGRPB tabnuie Mapipytuzamnmm.

Komanma show ip protocols orobpakaer mapaMeTphl U TEKYILEE COCTOSIHHE aKTHBHOTO
Mpoleccopa MapIIpyTHU3aIMi. DTa KOMaH/1a BRIBOAUT HOMEP aBTOHOMHO# cructembl EIGRP.

Kpowme Toro, BeIBoasTCS HOMepa (QMIBTPAIMN U TIEpepaCIIPEIeIICHNs, a TAKXKE CBEJCHIS
0 COCEJICTBE M PACCTOSHHH.

Hcnone3yiire komaumy show ip eigrp interfaces [type number] [as-number], uTto6s
onpenenuTh, kakue natepdericel EIGRPakTHBHBI ¥ BRIBECTH JaHHBIC O TOM, KaK IPOTOKOJ
EIGRPcBs3an ¢ atumu untepdeiicamu. Ecnu Bol yrkakete naTepdeiic B mapametpe type
number, 6yzaet oToOpaxaTbcsi HHPOPMAIIHS TOJIBKO Uit 3TOro nHTepdeiica. B nporuBHOM
ciryyae OyIyT BbIBeJIEHBI CBEJCHHSI 000 BCEX MapIIPyTHU3aTOpax, Ha KOTOPBIX padoTaeTt
mpotokon EIGRP.Eciu BbI ykaskeTe aBTOHOMHYIO CHCTEMY B ITapaMeTpe as-number, 6ymer
0TOOPaXKaThCs TOJNBKO MPOIECC MAPIIPYTU3ALUY [T YKa3aHHOH aBTOHOMHOM CHCTEMBI.

B npotuBHOM citydae 0yayT oToOpaskathcs Bee npoueccsl EIGRP.

BbiBog komaHabl show ip eigrp interfaces

Mone OnucaHue
Interface WHTepdelnc, Ha KOTOpOM HacTpoeH npoTtokon EIGRP
Peers KonunyectBo coceaHux y3nos EIGRP ¢ npsaMbiM nogknoyeHeM K nHTepdency

Xmit Queue Un/Reliable | KonuyecTBo nakeToB B HaAEXHON N HEHAAEXHOM ovepeasax

Mean SRTT CpepgHui nHtepean SRTT (B MURnMceKyHAax) AN BCEX COCEAHMX Y3roB
MHTepdeinca

Pacing Time Bpems B munnumcekyHaax, KOTOpoe JOIMDKHO MPONTY Nocre OTrnpaBKu

Un/Reliable HaAEeXHbIX N HEHaAEXHbIX NaKeToB

Multicast Flow Timer Bpemsa oxumaaHus noaTeepxaeHUs MHOroaZpecHoro naketa ot Bcex

cocefiHMX y3noB (B munnucekyHaax). Mo nucteveHve atoro nepuoaa
OTNpaBnsieTcs CriefyLLmnii MHOroaApecHbIN nakeT

Pending Routes KonuyecTBo MapLUpYTOB B NakeTax, KOTopble HaxoAATCs B odepeav Ha nepegady
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NpoBepka koH¢pUurypaummn EIGRP (npoa.)

I RouterX# show ip eigrp neighbors[detail] I

* BbIBOAUT CBEAEHMSI O COCEOHUX Y3naxX, 0bHapY»XeHHbIX NPOLECCoM

IP EIGRP

RouterX# show ip eigrp neighbors

IP-EIGRP Neighbors for process 77

Address Interface  Holdtime Upti me Q Seq SRTT RTO
(secs) (h:m:s) Count Num (ms) (ms)

172.16.81.28 Ethernetl = 13 0:00 141 0 11 4 20

172.16.80.28 Ethernet0 = 14 0:02 :01 0 10 12 24

172.16.80.31 Ethernet0 = 12 0:02 02 0 4 5 20

Hcnone3yiire komaumay show ip eigrp neighbors, uro6s! BEIBECTH CBEIEHHS O COCEAHUX
y371ax, o0HapykeHHBIX npoTrokosioM EIGRP,u onpenenuts, Korma coceaHue y3JIbl CTAIH
AKTHBHBIMH WJIK HEaKTUBHBIMH. Kpome Toro, 3Ta KOMaHja MOXKET OBITh MOJIE3HA TIPH TTOKCKE
M YCTPaAHEHHWH HEKOTOPBIX MPOOJIEM TPaHCTIOpTa.

B Tabnuie Huke OMMCHIBAOTCS 3HAYMMBbIC TIOJIS BBIBOIa KOMaH 61 SOW ip eigrp neighbors.

BbiBoa komaHAabl show ip eigrp neighbors

Mone OnucaHue

process 77 Homep aBTOHOMHOW CUCTEMbI, 3a4aHHbIN C MOMOLLbIO KOMaHAbl router.
Address IP-agpec y3na EIGRP.

Interface MHTepgelic, Ha KOTOPOM MapLUpyTM3aTop NosyyaeT nakeTol NPUBETCTBUS OT

cocepnHero ysna.

Holdtime Bpemsi oxnaaHusa oTeeTa OT y3na (B cekyHAaax), no ncrteveHunm kotoporo MO
Cisco 10S obbsiBnsieT y3en HegocTynHbIM. Ecnn y3en ncnone3yeT napameTp
Holdtime no ymonuyaHuio, 310 4yncno 6yaet meHble 15. Ecnu y3en ncnone3yet
HecTaHAapTHbIN NnapameTp Holdtime, 6ygeT oTobpaxaTbcsa ero 3HayeHue.

Uptime Bpewms (l-IaCbIZMVIHyTbIZCGKyHJJ,bI), npolleliee ¢ MOMEHTa, Koraa nokanbHbIN
MapLIpyTu3aTop nony4dun nepsble gaHHble OT cocedHero y3na.

Q Count Konuyecteo naketoB EIGRP (06HOBMNEHUs1, 3anpoca 1 0TBeTa), OXnaaLmx
OTNpaBKu NporpaMMHbIM obecneyeHviem.

Seq Num [NocnepoBaTernbHbI HOMEP NOCNeaHero nakeTa o6HOBNEHUS, 3anpoca nnu
oTBeTa, NOJIy4eHHOro OT coceaHero yana.

SRTT Bpems B MunnucekyHaax, KoTopoe HeobxoamMmo Anst oTnpaeku naketa EIGRP
B COCEAHWI y3en U Nony4yeHust NOATBEPXKAEHUS! 4OCTaBKM MakeTa Ha
nokanbHOM MapLupyTusaTope.

RTO Bpems oxvaaHusa noBTOpHOM nepeaayn (B MunnucekyHaax). 1o nepuos
BPEMeHM, Mo ncte4eHun kotoporo MO NOBTOPHO OTNpaBnseT NakeT U3 ovepean
NOBTOPHOW Nepedayn B cocegHui y3ern.
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B Tab:mite onmMChIBAIOTCS 3HAYMMEIE TOJIS BBIBOIA KOMaHIBEl ShOW ip eigrp neighbors detail.

BbiBog komaHabl show ip eigrp neighbors detail

Mone OnucaHune

process 77 Homep aBTOHOMHOW CUCTEMBI, 3aAaHHbIA C MOMOLLIbIO KOMaHAbl KOHbUrypauum
MapLupyTusaTopa.

H B aTom cTonbue npMBoauTCst NOPSAOK, B KOTOPOM Obln YCTAHOBIEH

O,ElHOpaHFOBbIVI CeaHC C yKa3aHHbIM COCeAHUM Y3J10M. I'Iopﬂ,qm( YKa3blBaeTCA
C UCnosib3oBaHMEM MocnegoBaTensHON HyMmepauumn HavmHas ¢ 0.

Address IP-agpec y3na EIGRP.

Interface WHTepdbelic, Ha KOTOPOM MapLLpPYTU3aTOp NOMy4YaeT NakeTbl MPUBETCTBUS
OT COCefHero yana.

Holdtime Bpems oxxvupgaHusa oteeTa oT y3na (B cekyHaax), no ncreyeHmm kotoporo NoO
Cisco I0S ob6baBnseT y3en HegocTynHbIM. Ecniv y3en ncnons3yet napameTp
Holdtime no ymonuaHuio, 310 4yncno 6yaet meHblie 15. Ecnu y3en ncnone3yet
HecTaHAapTHbIN NnapameTp Holdtime, 6ygeT oTobpaxaTbcsa ero 3HayeHue.

Uptime BpeMms (4acbl:MUHYTbI:CEKYHAbI), MPOLLEALLEe C MOMEHTA, KOTAa NoKanbHbIN
MapLIpyTM3aTop Mony4Yus nepeble AaHHbIE OT COCEAHEro yana.

Q Count KonunyectBo naketoB EIGRP (06HoBMNEHMS, 3anpoca 1 0TBETA), OXXNOALLMX
OTNpaBKu NporpaMMHbIM obecneyeHmem.

Seq Num MocnepoBaTenbHbIN HOMep nocrnegHero naketa 0oGHOBMEHUS, 3anpoca unum
oTBeTa, NOJIy4eHHOro OT coceaHero yana.

SRTT Bpemsi B MunnucekyHaax, KoTopoe HeobxoamMmo Ans otnpasku naketa EIGRP
B COCeAHWI y3en 1 NonyvYeHns noaTBepXaeHNs JOCTaBKU NakeTa Ha
nokarnbHOM mapLupyTusaTope.

RTO Mepwvoa Bpemenu (B MunnmcekyHaax), Mo MCTeYeHMI KOTOporo I'!O NMOBTOPHO
OTNpaBnseT nakeT 13 o4epean NOBTOPHOM Nepefaym B COCeAHNIA y3en.

Version Bepcusa MO, paboTatowias Ha yka3aHHOM y3ne.

Retrans KonunuecTBo onepaumii NOBTOPHON Nepegayun naketa.

Retries KonnuyecTBo NonbITOk MOBTOPHOW Nepefayn nakeTa.

Restart time Bpemsi (4acbl:MUHYbI:CEKYHAbI), NPOLLEALIee C MOMEHT nepesanycka

YKa3aHHOro cocegHero yana.
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NpoBepka koH¢pUurypaummn EIGRP (npoa.)

| RouterX# show ip eigrp topology [all] |

= OT0OpaxaeT Tabnuuy Tononorun IP EIGRP

= Bes napameTtpbl [all] BEIBOAUT TOMBKO NyyLUME U anbTEPHATVBHbIE
MapLUpyThbI

RouterX# show ip eigrp topology
IP-EIGRP Topology Table for process 77

Codes: P - Passive, A - Active, U - Update, Q - Query, R - Reply,
r - Reply status
P 172.16.90.0 255.255.255.0, 2 successors, FD is 46 251776

via 172.16.80.28 (46251776/46226176), Ethernet0
via 172.16.81.28 (46251776/46226176), Ethernetl
via 172.16.80.31 (46277376/46251776), Serial0
P 172.16.81.0 255.255.255.0, 2 successors, FD is 30 7200
via Connected, Ethemetl
via 172.16.81.28 (307200/281600), Ethemetl
via 172.16.80.28 (307200/281600), Ethemet0
via 172.16.80.31 (332800/307200), Serial0

Komanma show ip eigrp topology seiBoauT Tabmuiy tomonorun EIGRP,cBenenns
00 aKTUBHOM M TTACCHBHOM COCTOSIHUM MApIIPyTOB, KOJMYIECTBO JIYUIIHX MapIIPyTOB
U PaCCTOSHHUE JIyUIIIEr0 MapIipyTa K MECTY Ha3HAUCHHS.

B Tabnuiie HIXKE OMUCHIBAIOTCS 3HAUUMBIC TIOJIS BBIBOJIA KOMaH Ikl ShOW ip eigrp topology.

BbiBoa komaHAabl show ip eigrp topology

Mone OnucaHue

Codes CocTosiHMe 3anucu Tabnuubl Tononorun. 3HadyeHus Passive n Active
0603HayvatoT cocTosiHNS EIGRP ¢ TOYKM 3peHus MecTa HasHa4YeHus.
3Hauenus Update, Query u Reply o603HavatoT TMn oTnpaeBnisiemMoro nakeTta.

P - Passive YkasblBaeT, 4To BbluncneHus EIGRP gnga aToro mecta HasHa4yeHus He
BbIMOSHSOTCA.

A - Active YKasblBaeT, YTO Af1sl 3TOr0 MecTa Ha3Ha4YeHUs BbIMOSHAOTCA
BbluMcnenus EIGRP.

U - Update YkasbiBaeT, YTO B MECTO HasHayeHusi Gbin oTnpaBneH nakeT 06HOBNEHUs.
Q - Query YkasbiBaeT, YTO B MECTO HasHa4yeHus Gbil OTNpaBneH nakeT 3anpoca.
R - Reply YkasbiBaeT, YTO B MECTO HasHa4yeHusl Gbil OTNpaBneH NakeT oTeeTa.

r - Reply status

onar, KOTOprVI yCTaHaBlIMBaETCA NocClie Toro, Kak Nno oTnpasnaeT 3anpoc
M Ha4YMHaeT XaaTb OoTBeTa.

172.16.90.0 Homep IP-ceTn MmecTa HasHayeHus.
255.255.255.0 Macka nogceTn mecTta Ha3Ha4YeHus.
successors Konun4yectBo ny4ywmnx mapLupyToB. OTO YNCNO COOTBETCTBYET UMcny

crnepyoLmMx Nepexofos B Tabnuue MapLupytusauuu IP. Ecnv cnoso
«SUCCESSOIS» HanMcaHo B BEPXHEM PErucTpe, 3HaunT MapLupyT unu
crieayoLLmMii MapLUpyTU3aTop HAXOASATCS B MEPEXOAHOM COCTOSIHUM.
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Mone

OnucaHune

FD

PaccTosiHWe nyJluero MapLupyTa — 3To nydiuasi MeTpuka JocTyna K MecTy
HasHa4YeHUs UMM nyyllas MeTpuka, KoTopas Gbina U3BecTHa, Koraa
MapLLpyTM3aTop NepeLLen B aKTUBHOE COCTOsiHME. 3TO 3HaYeHue
Ucnonb3yeTcsi Npu NPOBEpPKe YCMNoBUsS anbTepHaTUBHOCTU. Ecrun
3asiBNEHHOE pacCTosiHME MapLupyTusaTopa (MeTpuka nocre Kocon YepTbl)
MeHbLLE PaCCTOSIHUS MyYLIero MapLupyTa, yCroBue arnbTepHaTUBHOCTY
BbINOMHSAETCS U NyTb CTAHOBUTCA anbTepHaTMBHbLIM MapLupyTom. Mocne
TOro, Kak nporpaMMHoe o6ecrneyeHue onpeaenuT ansTepHaTUBHbIA NyTb,
emMy Gornblie He NOHaaoGWTCS OTNPAaBNSATH 3aNpoOC B MECTO Ha3HAYEHUSI.

replies

KonunyecTBo HeobpaBGoTaHHbIX (He MONyYEHHbIX) OTBETOB C TOUKM 3pPEHUSI
agpecara. 9Tv cBefeHNUs 0TObpaXKatoTCs TOSNbKO eCru agpecaTt HaxoauTcs
B COCTOsIHUM Active.

state

TouHoe cocTosiHue EIGRP, B koTopoM Haxoautcs agpecat. MoxeT
npuHUMaTh 3HaveHus 0, 1, 2 unu 3. 3T cBeaeHns otobpaxaroTcs
TOIbKO €Cnn agpecaT HaxXoAUTCA B COCTosHUK Active.

via

IP-agpec cocefiHero yana, KOoTopbii COOBLLMM NPOorpaMMHOMY OGECTEYEHNIO
06 agpecare. MNepBble N 3anucen, rae N — YMCNo NyYLnX MapLIPYTOB,
COOTBETCTBYHOT TEKYLLMM NydwnM MaplupyTtam. OcTanbHble 3anucu
COOTBETCTBYHOT anbTepHaTVBHLIM MapLUpyTaMm.

(46251776/46226176)

MNepBoe yncno — metpuka EIGRP, koTopas oTpaxaeT CTOMMOCTb JOCTyna
K agpecaty. Btopoe uncno — metpuka EIGRP, 06bsiBneHHas
COCeHUM Y3MOM.

Ethernet0

MHTepdelic, oT koToporo Gbina nonydeHa Hopmauus.

Serial0

MHTepdelic, oT koToporo Gbina nonydeHa Hopmauus.
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NpoBepka koH¢pUurypaummn EIGRP (npoa.)

RouterX# show ip eigrp traffic

" BbIBOOUT KONMYECTBO NPUHSATBLIX 1 OTAPABEHHbIX
nakeTtoB |IP EIGRP

RouterX# show ip eigrp traffic
IP-EIGRP Traffic Statistics for process 77
Hellos sent/received: 218/205
Updates sent/received: 7/23
Queries sent/received: 2/0
Replies sent/received: 0/2
Acks sentfreceived: 21/14

Komanma show ip eigrp traffic orobpaxkaer KOJHUECTBO MOMYYEHHBIX W OTHPABIEHHBIX
MIAKETOB.

B Ta6111/1ue OIMTKMCBIBAKOTCH I10JIA, KOTOPBIC MOT'YT OBITH BKJIFOYEHBI B BBIBOJ.

BbiBoa KomaHAabl show ip eigrp traffic

Mone OnucaHune

process 77 Homep aBTOHOMHOW CMCTEMBI, 3a4aHHbIN C MOMOLLbIO KOMaHAbI router
Hellos sent/received KonunyecTBo NpUHATLIX 1 OTNpaBeHHbIX NakeToB NPUBETCTBUS
Updates sent/received KonunyecTBO NpUHATBLIX M OTNPaBIEHHbLIX NAakeTOB OOHOBMEHNS
Queries sent/received KonnyecTBO NpUHATBLIX 1 OTNPaBIEHHbLIX NAKeTOB 3anpoca

Replies sent/received KonunyecTBO NpUHATBLIX M OTNPaBIEHHbLIX NAKETOB OTBETA

Acks sent/received KonnyectBo NpuHSATLIX U OTNPaBAEHHbIX MAKeTOB NMOATBEPXKAEHNS

© 2007 Cisco Systems, Inc. BHenpenve EIGRP
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KomaHpga debug ip eigrp

RouterX# debug ip eigrp

IP-EIGRP: Processing incoming UPDATE packet

IP-EIGRP: Ext 192.168.3.0 255.255.255.0 M 386560 - 2 56000 130560 SM 360960 —
256000 104960

IP-EIGRP: Ext 192.168.0.0 255.255.255.0 M 386560 - 2 56000 130560 SM 360960 —
256000 104960

IP-EIGRP: Ext 192.168.3.0 255.255.255.0 M 386560 - 2 56000 130560 SM 360960 —
256000 104960

IP-EIGRP: 172.69.43.0 255.255.255.0, - do advertise out Ethernet0/1

IP-EIGRP: Ext 172.69.43.0 255.255.255.0 metric 3712 00 - 256000 115200
IP-EIGRP: 192.135.246.0 255.255.255.0, - do advertis e out Ethernet0/1

IP-EIGRP: Ext 192.135.246.0 255.255.255.0 metric 46 310656 - 45714176 596480
IP-EIGRP: 172.69.40.0 255.255.255.0, - do advertise out Ethernet0/1

IP-EIGRP: Ext 172.69.40.0 255.255.255.0 metric 2272 256 - 1657856 614400
IP-EIGRP: 192.135.245.0 255.255.255.0, - do advertis e out Ethernet0/1

IP-EIGRP: Ext 192.135.245.0 255.255.255.0 metric 40 622080 - 40000000 622080
IP-EIGRP: 192.135.244.0 255.255.255.0, - do advertis e out Ethernet0/1

MpumeyaHre. ObmeH mappytamu EIGRP BbinonHaeTcs TonbKo npu
N3MEHEHUU TOMOMOornu.

Komanma debug ip eigrp npusmieruposansoro pesxkuma EXEC moMoraer aHaaIu3upoBaTh
makeTsl EIGRP monyuaemsie u ormpasisieMsie uaTepdeiicom. [Tockonsky komanma debug
ip €eigrp BBIBOAWT 3HAYUTENIHBIH 00BbEM JaHHBIX, UCTIOIB3YHTE €€ TOJIBLKO KOT/a Yepe3 CeTh
MPOXOIAT Majble 00bEMBI TpadHKa.

B Tabnuie onuceiBaroTCS oSSl pUMeEpa BpIBOAA KoMaH b1 debug ip eigrp.

BeiBoa kKomaHAabl debug ip eigrp

Mone OnucaHue
IP-EIGRP CoobLuaeT, yTo naket aBnsetcs naketom IP EIGRP.
Ext YkasblBaeT, YTO criefyoLwnin agpec ABNseTcs BHELUHUM, @ He BHYTPEHHUM

(o6o3HavaeTcsa kofoM «Int»)

do not advertise out | YkasbiBaeT MHTepdeichl, 3 koTopbix EIGRP He OyaeT 06baBNSATbL AaHHbIN
mMapLpyT. 3Ta koHdUrypaums npegoTepaiwaet obpa3oBaHue netenb
mMapLwpyTtusaumm (metoa Split horizon).

M BbIBOAUT BbIYMCIEHHYIO METPUKY, KOTOPAs BKIOYAET OTNPABIIEHHY0 METPUKY
(SM) 1 cTOUMOCTb COEAMHEHUSI JAaHHOTO MapLUpPyTM3aTopa U COCeHero
maplLupyTusaTopa. lMepBoe uncno — coctaBHasi MeTpuka. CregytoLive aBa
yucna — UHBEPTUPOBaHHAas Nonoca NponyckaHWs v 3agep)kka COOTBETCTBEHHO.

SM OTobparkaeT METPUKY, 3asiBIIEHHYH0 COCEAHUM Y3OM.
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BbipaBHMBaHUe Harpys3ku ¢ nomouwbio EIGRP

B sTOM pasjene onmuchIBaeTCS HACTPOMKA BhIpaBHUBAHUS HAarpy3ku ¢ omoinbsio EIGRP.

MeTtpuka EIGRP

CraHgapTHble KpUTEPUN, UCMOSNb3yEMble MPOTOKOIOM
EIGRP gnsa pacdyeta MeTpuKin:

= [Nonoca nponyckaHnA
= 3agepxka
[lononHuTenbHble KpUTEPUU, KOTOPbIE MOTYT
yuYnTbiBaTbCA NpU BbluncneHnn metpukn EIGRP:
= HageXHoCcTb
= Harpyska

MpumeyaHne. Xota napameTp MTU nepefaetcs B naketax
EIGRP mexay cocegHUMU MapLupyTu3aTopamMu, OH He
YyYUTbIBAETCA MPU BbluMCrieHn meTpukn EIGRP.

MeTtpuka EIGRP

MeTtpuka EIGRPMOkeT 0CHOBBIBATHCSI HAa HECKOJIBKUX KPUTEPHsX, HO 110 ymomdanuio EIGRP
WCIIONIB3YET TOJBKO JIBA U3 HUX.

m  Ilojgoca NMPONnyCKaHusA. MunumManabHas 1ojaoca MMPOIIYyCKAaHUA MCKAY UCTOYHUKOM
1 MCCTOM Ha3HA4YCHMUA.

m  3anep:kka. COBOKYITHAs 3aJiepKKa HHTePPEcoB, KOTOPhIe HAXOATCS Ha MyTH.
Taxoxe MOKHO HICTIONB30BaTh CIEAYIONINE KPUTEPHUH, OTHAKO 3TO HE PEKOMEHTyeTCsl, TaK KaK
OHHU TIPUBOMAT K YaCTOMY IepepacueTy TaOIuIbl MapIIpyTH3AIINH.

L Hanemnocrb. OTO0 3HAYCHUE MNPEACTABIIACT XyAUIYIO HAACKHOCTb MCKAY UCTOYHUKOM
1 MCCTOM Ha3HAYCHUC U OCHOBBIBACTCS HaA IMMapaMeTpax Keepalive.

®  Harpy3ka. 310 3HaueHHE NPEACTABISIET XYIUTYIO HATPY3KY B KaHAJIE MEXY HICTOYHUKOM
¥ MECTOM Ha3HaueHUs, KOTOpas pacCUNUTHIBAETCS HA OCHOBE CKOPOCTH Mepeaadu U MaKeTOB
Y 3aJIaHHOH IOJIOCHI IPOIYCKaHusA HHTepdeiica.

MpumevaHne  Xota napametp MTU nepepaetcs B naketax EIGRP mexagy coceaHumm
MapLupyTu3aTopamu, OH He y4nTbIBaeTCs Npu BbluncneHun meTpukn EIGRP.
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BbipaBHuBaHue Harpy3ku EIGRP

= Mo ymonyaHuo npotokon EIGRP ncnonb3yeT BbipaBHMBaHME
Harpysku no nyTsM ¢ paBHON CTOMMOCTbIO:

— B koHdurypaumm no ymonyaHmio 4o 4-x mapLupyToB
C METPVKOW, paBHON MUHUManbHON MeTpuKe,
yCTaHaBNvBalOTCA B Tabn1Ly MapLupyTM3aumm.

= B Tabnuuy mapLipytusaumm MoxeT 3aHOCUTbCA 40 16 nyTen
K OOHOMY MECTY HasHa4YeHusi:

— KonmyecTBo nyTen HacTpavBaeTcs C MOMOLLbIO KOMaHa bl
maximum-paths.

BblpaBHMBaHMe Harpy3kKkum no nytsam C paBHOﬁ CTOUMMOCTbLHO

BripaBHuBaHNE HArPYy3KH MO MYTSIM C OAMHAKOBOH CTOMMOCTBIO —3TO CLIOCOOHOCTH
MapIIpyTH3aToOpa pactpenelisaTh TpauK Mo CETEBbIM IMOPTaM, 00ECIICUMBAIOIINAM Ty TH

C OJJMHAKOBOM CTOMMOCTBIO K aipecy Ha3HaueHUs. BripaBHUBaHUE HATPY3KU TOBHIIIAET
KOX((HUIMEHT UCTIONB30BAHUS CETEBBIX CETMEHTOB U 3(P(PEKTHBHYIO MOJIOCY NPOITYCKAHUS CETH.

Jlnst nporokona IP I1O Cisco I0Speanu3yet BelpaBHUBAaHKUE HATPY3KH IO YETHIPEM Ty TSIM

(o ymoirganmio). C mOMOIIBI0 KOMaHIBI KOH(GUTypanun uaTepdeiica maximum-paths
MaKcumanbHoe 4ucio nymeii MOKHO YBEJIIMYUTh MAKCUMAJIbHOE YHCIIO ITyTeH C paBHOM
CTOMMOCTBIO 10 16.YTOOBI OTKITIOYNTH BEIPAaBHUBAHUE HATPY3KH, YCTAHOBHUTE 3HaueHHe 1 s
napameTpa MakcumaibHoe yucio nymeti. [Ipy UCTIONb30BaHUH MPOLIECCa KOMMYTAIHHU TTaKETOB,
BBIPABHUBAHKE HArPY3KH 110 MYTSAM C OJIMHAKOBOM CTOMMOCTBIO BBITIOJIHSACTCS ISl OTACIBHBIX
naketoB. [Ipy Mcnonb30BaHUH OBICTPOI KOMMYTAIMH, BEIPABHUBAHUE HATPY3KH MO ITyTSM

C OJIMHAKOBOM CTOMMOCTBIO BBITIOJIHAETCS ISl MECT Ha3HAUCHUSI.

Mpumeuyanune  [pu TeCTUPOBaAHUW BbIPABHWBAHUS HArPy3kn He OTMNPaBMsANTE 9X0-3anpoch!
C MapLIpyTU3aTOPOB C UHTEP(ENCOB GLICTPON KOMMYTaLMK UMK Ha HUX. MakeTbl,
reHepupyeMble TakuMU MapLIpyTM3aTopaMu, UCMoMNb3YT KOMMYTaLMIo NPOLECCOB,
a He ObICTPYIO KOMMYTaLMIO. 3X0-3aMpPOC MOXET BEPHYTb NPOTUBOPEUMBLIE PE3YNbTaThI.
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|
BbipaBHUBaHue Harpy3ku EIGRP
Mo NyTAM C HepaBHOW CTOMMOCTbLIO

RouterX(config-router)#

I variance MHOXMTEnEB I

= [Mo3BONSET MapLUPYTMU3aTOpPy BbIPaBHMBATL HArpysKy Mo
MapLLpyTam C METPUKOW HIDKE, YEM MPOM3BEAEHUE MHOXUMESIS
Y MUHUMan bHOWN METPUKM MapLUpyTa K 3TOMY MeCTY HasHa4eHus!.

= OTKIOHEHWE MO YMOMYaHWUO paBHSIETCS 1, YTO COOTBETCTBYET
BblpaBHVBaHWE Harpy3ku No NyTsiM C PaBHOWM CTOUMOCT bHO.

HaCTpOﬁKa BblpaBHUBaAHUA HArpy3km no nytam C HepaBHOﬁ
CTOMMOCTbLHIHO

EIGRPTakxe MoxeT pacupeaessTh TpapuK M0 HECKOIBKUM MapIIpyTaM ¢ pa3HBIMU
MeTpHuKaMH. DTa (yHKIUS Ha3bIBACTCS BRIPABHUBAHUE HATPY3KH IO ITyTSAM C HEPAaBHOI
CTOMMOCTBIO. YPOBEHb BEIpaBHMBaHus Harpy3kn EIGRPympasmsercs komammoit variance,
KaK IIOKa3aHO Ha PUCYHKE.

B Ta6m/1ue HM)KE ONHKChIBACTCSA IMapaMeTp KOMaHAbI Var iance.

MapameTp KOMaHAbI variance

KomaHpa OnucaHune

MHOXUTEJIE 3Hauenve oT 1 go 128, ucnonb3yeTtcs AN BblpaBHUBAHUS Harpysku.
3HayeHve Mo yMonyaHuio 1 COOTBETCTBYET BbipaBHUBAHME Harpy3ku no
NyTSM C paBHOM CTOMMOCTbIO. MHOXMWTENb 3ag4aeT AnanasoH 3Ha4YeHun
MEeTPWKM, UCMOMb30BaHNE KOTOPbIX AOMYCKaeTCs Npy BblpaBHUBaHUN
Harpy3ku npoueccom EIGRP.

Mpumeyanune Mo ymonyaHuio Tpaduk pacnpeaensieTcs no KaHanam ¢ HepaBHOW CTOMMOCTbIO
NPONoOpLMOHAIBHO UX METPUKE.
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Npumep OTKNOHEeHUSA

Cetb Cocen FD | AD

20 10
172.16.0.0 B 30 10
Cc 20 10
10 10
D 45 | 25 CeTb
172.16.00
8
20 25 o
B
(config) #router eigrp 200
(config-router)#fvariance 2 | FD = Bo3mMoXHOE paccToAHue
AD = o6bABNEHHOE PaCcCTOAHKE

= Mapuwpytmsarop E Bbibupaet MmapLipytmsatop C B kKa4ecTBe MapLupyTa K CETU
172.16.0.0, Tak Kak OH MMEET HaMMeHbLee pacCTosiHME Nny4llero mapuupyTa (20).

= [pu ncrnonb30BaHUN OTKMOHEHWS 2, MapLipyTudaTtop E Takxke BoiGupaer
MapLupyTusaTop B B kauecTBe MmapLupyTta k cetn 172.16.0.0 (20 + 10 = 30) <
[2 * (FD) = 40].

= MapuwpyTtnsatop D He ByaeT paccmaTtpuBaTbCs B Ka4ecTBE MapLupyTa k cetu
172.16.0.0 (25 > 20).

Mpumep: OTKNOHEeHUNA

Ha pucynke 3amano oTkinoHenue (variance) 21 quamna3oH 3HaYeHHH METPHKHU, KOTOPBIH
MPEICTABIISIET PACCTOSIHUS JIYUIINX MapUIpyToB MappyTtusaTopa E k cetn 172.16.0.0,
cocrapsieT 20 — 45.3T0T qMana3oH 3HaUYCHUHN ONpPeessieT MPUTOAHOCTD Ty TH JUIs
MCIIOJIb30BaHMs B KAYECTBE aJIbTEPHATHBHOTO MapIIpyTa.

MapIipyT curTaeTcs IPUTOIHBIM, €CIH CIICAYIOIINI MapIIPyTH3aTOP HA MyTH HAXOAUTCS
OKe K MECTY Ha3Ha4YeHHsI, YeM TeKYIIUH MapIIpyTH3aTop,  METPHUKA aJbTePHATHBHOTO
MapIpyTa HaXOIUTCS B TIpeiesiaX OTKIOHEHHUs . JIJisl BRIpaBHUBAHUSI MApIIPyTa MOTYT
HCIIOJIb30BAThCS TOJIBKO aJbTEPHATUBHBIC yTH, U TOJBKO aJbTEPHATHBHBIC IyTH T00ABIISFOTCS
B TaOJIHIly MapIIPYTH3AKK. Y CIIOBHS ANbTEPHATUBHOCTH MapIIPyTa BBITJISAAT CACTYIONUM
oOpa3oM.

m  JlokanbHas Ty4inasi METPUKa, KOTOpast SIBJSIETCS TEKYILIUM PACCTOSHUEM JIyUIIero
MapIpyTa, I0JKHA OBITh BBIIIE, YeM JIydilias MeTpuKa (00BsIBICHHOE PaCCTOSHHE),
MOJTy4e€HHOE OT CIIEAYIONIEro MapiipyTu3aropa. JpyruMu ciioBaMu, Cleay Ol
MapIIpyTU3aTOP Ha ITyTH JIOJDKEH OBITh OJIFKEe K MECTy Ha3HAUCHWUS, YeM TEeKYIIUH
MapUIpyTU3aTOpP. DTO MO3BOJSET NPEAOTBPATHTH OOpa30BaHUE METEIh MAPLIPYTH3ALHH.

] MeTpI/IKa AJIBTCPHATUBHOI'O ITYTU JOJI’KHA OBITH HHIKE, YCM OTKJIIOHCHHUEC, YMHOXKXCHHOC

Ha JIOKQJIbHYIO JIYUIIyI0 METPUKY (TeKyliee pacCTOSHUE JTy4IIero MapIipyTa).

Ecau MapmipyT cOOTBETCTBYET 000UM YCIIOBHSIM, OH OIPEACISIETCS KaK albTepHATHBHBIN
1 MOXKET OBITH T0OABJICH B TAOJIMITY MapIIpyTH3AITHH.

Ha pucynke k cetn 172.16.0.QrocTynHO TpH IMyTH CO CACAYIOIIMMHA METPUKAMHU:

m  [Ilyrs 1: 30 (epe3 mapmpyrtusarop B)

m  [Ilyrs 2: 20 @@epe3 mapmpytuszarop C)

m  [Ilyrs 3: 45 @@epe3 mapmpyrtuszarop D)
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ITo ymoT9aHHIO MapIIPyTHU3aTOP OMEIIAET B TAONUITy MapIIpyTH3aLUH TOJIBKO MyTh 2

(uepe3 mapupytuzarop C), MOCKOJIBKY OH IMEET HAUMEHBIIYIO CTOMMOCTb. J[J1s1 BRIpaBHUBAHUSI
Harpy3ku 1o mytsam 1u 2, ucnons3yiite oTkinoHeHHe 2, Tak Kak 3HaueHue 20 * 2 = 4000mb1ue,
4yeM MeTpHKa myTa 1.

B atom npumepe mapuipytuzarop E ucnonbzyer mapiipyTtuzatop C B KadecTBe JIydIero
MapuIpyTa, Tak KaKk OH MMeeT HauMeHblee paccTosiuue yqnrero mapuipyra (20).ITocie
BBITIOJTHEHHsI KOMaH]IbI Variance 2 va mapipyrtuszatope E, myTs yepes mapiipytusarop

B Oyner ynoBneTBOpsTH KPUTEPUSIM BHIPAaBHUBAaHHS HArpy3Ku. B 3TOM citydae paccTosiHue
MyTH 4epe3 MapumpyTtusatop B Oyner Hike, 4eM yJIBOCHHOE pacCTOSHHE JYYIIero MapuipyTa
(mapupytuzarop C).

Mapmpytuzarop D He paccMaTpuBaeTcs 1711 BRIpaBHUBAHUSI HATPY3KH IPU HCIIOJIb30BaHUH
9TOTO OTKJIOHEHHMS, TaK KaK PacCTOSHUE IMyTH Yepe3 Mapupytuzatop D mpessimraer
YABOCHHOE paccTOosiHUE Jiyqiiero Mapuipyra (Mapuipyruzarop C). OqHako B 3TOM mpuMepe
Mapmpytu3arop D He cTaHeT aabTepHaTHBHBIM MapLIPyTOM, Kakoe Obl OTKJIIOHCHHE BEI HE
3a7and. JTO PelIeHnEe OCHOBBIBACTCS Ha TOM, YTO OOBSBICHHOE PACCTOSHUE MapILIPyTH3aTOpa
D paBusiercs 25,a 3T0 BbIllIe, 4YeM pacCTOSIHUE JTYUIIETO MapLIpyTa Ijsl MapipyTu3aTopa E
(20), mosTOMYy, 4TOOBI H30EKATH 0OpPA30BAHUS METIH MAPLIPYTH3ALUH, MapupyTu3atop D

HE paccMaTpUBAeTCs B KAYECTBE aJIbTEPHATHBHOTO MapIIpyTa.
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AyteHTudpukauma EIGRP

B sToM pazzene onuckiBaeTCs HacTpoiika ayreHTHduKaimu 111 EIGRP.

AyteHtTudmkaumsa EIGRP MD5

= [MpoTtokon EIGRP nogaepxviBaeT ayTeHTndbukaupmo MD5.

= MapwpyTtusaTop obaBnseT cBom naeHTUOUKALNOHHbBIE JaHHbIE
K kaxxgomy nakety EIGRP, KOTOpbIN OH OTNpaBnseT.

= MapLpyTusaTop ayTeHTUDMUMPYET UCTOUHUK KaXKO0MO
Nony4YeHHoro naketa 0OHOBNEHNSA MapLUpyTU3auum.

= Ha Bcex cocegHux MapLupytuaatopax, y4acTByoLL KX B NpoLiecce,
0OJPKeH BbITb HACTPOEH OANHAKOBBIN KITHOM.

Ayrentudukarms cocennnx y3noB EIGRP faxke n3BecTHas Kak ayTeHTH(HUKAINSA COCETHUX
MapLIpyTOB I ayTeHTU(UKALU MapLIIPYTOB) MO3BOJISET MapLIPYTU3aTOPaM IIPUHUMATD
ydacTHe B MpoLecce MapIpyTH3aLuH TOJIBKO Mpy Hajmuuu napois. [lo ymomdanuio
ayrentudukanmsa A naketoB EIGRPHe ucnonszyercs. /s nporokona EIGRPMoxHO
HacTpouTh ayTeHTH(uKamo Message Digest 5 (MD5).

MapiipyTu3atop, Ha KOTOPOM HACTpOEHa ayTeHTH(HUKAIHS COCSTHUX Y3JIOB, ayTCHTUDHITPYET
MCTOYHHK KayKIOTO MOTyYSHHOTO MaKeTa OOHOBJICHHS MapIpyTH3auu. Jiis ayTeHTuhuKammn
EIGRP MD5He00x011M0 HACTPOUTH KITHOY ayTeHTU(UKAIMH U UACHTU(PHUKATOP KITt0Ya Ha
MapIIpyTH3aTOpe-ToNydaTese H MapIipyTU3aTope-oTnpasurese. MIHOrIa 3TOT KoY

HA3bIBAIOT MAPOJICM.
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Jtanbl KoHdurypauumn EIGRP MD5

1. CosgaHue uenoyku Krnoden, rpynnbl AOCTYMHbIX KItoYen
(naponen).

HasHaueHve ngeHTugmkaTopa KaxxgoMy Krouy.
VaeHTupukaums KnoYen.

(HeobszaTenbHo) 3agaHne cpoka 4encTBus Krova.
BkntodeHne ayteHTudukauum MD5 Ha nHTepdence.
3afaHue Lenoykm Koy en ang uHrepdeica.

o 0k~ WD

Jo6asnenue naimkecta MD5 ¢ kimrodoMm B kaxabiil maket EIGRPmpenorspariaer
pacnpocTpaHeHHue HEaBTOPU30BAHHBIX HJIH MOJJICITBHBIX OOHOBICHUI MapIIPyTH3AIUH
OT HEOTIOOPEHHBIX UCTOYHUKOB.

KaxxnoMy kimrouy mprcBanBaeTcs UICHTU(DUKATOP, KOTOPBIA MapIIPyTH3ATOP XPaHUT
nokanbHO. CodeTanue uieHTH(PHUKATOPA KItoYa 1 nHTepdelica, CBI3aHHOTO C COOOIIEHUEM,
MO3BOJISCT YHUKATHHO WICHTU(DUIIMPOBATH aTOPUTM ayTCHTU(DUKAIIMH U UCIIOJIb3YEMbIN
xmrou MD5.

EIGRPmo3BosIs1€T YIIpaByIsATh KJIFOUYaMH C IIOMOIIIBIO 1eroueK Kiroueii. OmnpeneneHue Kaxmaoro
KITIOYa B IIETIOYKE KITFOUEeH MOXKET COAEPKaTh IEPHO]T BPEMEHH, Ha KOTOPBIH aKTHBUPOBAH KITIOY
(BpeMst xKH3HH KITIOUa). B TeueHne BpeMeHH KU3HU KITFOYA MTAKETH OOHOBJICHHST MAPIIPYTH3AIIHH
OTIPABJISIOTCS C TUM aKTUBUPOBAHHBIM KIFOUOM. OTIIPABISAETCS TOJNBKO OJUH MAKET
ayTeHTU(UKAINY, HE3aBUCHMO OT YHCIa JCHCTBUTENBHBIX Kitoueid. [IporpamMmmuoe oOecrieueHre
MPOBEPSIET HOMEPA KIIFOYE CHU3Y BBEPX M UCIOJIB3YET NEPBBINA JEHCTBUTENBHBINA KITIOU.

Kittoun Henb3s MCIOIBb30BaTh B IEPHOIBI BpEMEHH, KOT/Ia OHM HE aKTUBHUPOBaHHL. [loaTomy

B IIEMOYKE KITF0Uei PeKOMEH TyeTCsl HACTParBaTh MEPEKPBIBAIOIINECS ITEPHUOJIBI, YTOOBI XOTS
OBl OJTMH M3 KITFOUCH ObLT aKTUBEH B JTI000H MOMEHT BpeMeHH. Eciii B TeueHHe onpeeicHHOTO
WHTEpBaja aKTHBHBIC KJIFOUU OTCYTCTBYIOT, Ay TEHTU(UKAIUS BBIITOIHATLCS HE OyIeT

1 OOHOBJICHUE MAPIIPYTU3aIUU OyIeT HEBO3MOXKHO.

MpumeyaHne  BaxHO, YTOObI MapLLPYTM3ATOPbI 3HANM TOYHOE BpeMs Ans oGecneyeHnst CUHXPOHHOTO
nepexoaa mMexay KriovaMu Ha MapLupyTusaTopax, y4acTByoLLMX B npolecce. JTo
MO3BOMUT rapaHTMPOBaTh, YTO MapLLPYTU3aTOPblI UCTIONb3YHOT OAVHAKOBLIE KUK
B 3a@[jaHHblii MOMEHT BPEMEHW.
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HacTtpouka ayreHTncpmkauum EIGRP MD5

RouterX(config)#

I key chain ¥MA LeNoOYKH I

= AKTUBMPYET PEXMM KOHPUIypaLIMm LIENOYKM KITtouen

RouterX(config-keychain)#

Ikey HOeHTudUKaTOP KA0YA

= oeHTMnumpyeT KNty 1 akTUBUPYET PEXUM KOHAMIypaLmm
Ans Knova ¢ ykazaHHbIM OeHTUUKaTopom

JIns co3anust 1IENOYKHY KIIF0YEH BBIITOJIHUTE CIEAYIOIINE ICHCTBUS

Oencteue 1 Beemure komanay Key chain, 4To0bl nepeiTi B pe:kuM KOH(PUTYPAITHH IISTTOYKH
KJIrouei (cM. pucyHoK). B Tabimiie onuceiBaeTcs mapamerp 3TOW KOMaHIbl.

MapameTp KomaHabl key chain

MapameTp OnucaHue

MMST II€IIOYKM Mms uenoyku knoyen ayteHTUdMKaLmm, n3 KOTopon Heobxoanumo
N3BMeYb KIou.

DOenctene 2 C momornibio KoMaHbl Key 3aiaiite naeHTrdUKaTOp KITf0Ya U eperanTe
B PEKUM KOH(DUTYpAILUK JJIst 3TOTO Kitova (CM. pUcyHOK). B Tabuie
OTIHCHIBAETCS MapaMeTp STOH KOMaHIBI.

MapameTp komaHAbl key

MapameTp OnucaHue

UIOEHTUPHUKATOP KJIUa MaeHTUMrKaLUMOHHbBIA HOMEp KItoda ayTeHTMdUKaLUK B Liernoyke
Krtoyen. Jnana3oH Homepos krtoven: 0 — 2147483647.
NaoeHTudmkaLoHHble HoMepa He 06513aTenbHO AOMKHbI

6bITb NOCNenoBaTENbHLIMMN.

5-24 Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



]
HacTtpounka ayreHTcpumkauum EIGRP MD5
(npoA.)

RouterX(config-keychain-key }#

| key-string Tekcr |

= Onpeaenser CTPoky krova (naponb)

RouterX(config-keychain-key)#

accept-lifetime Bpemsa Hawana {infinite| BpeMs OKOHYAaHus |
duration cexyHOsl}

= (Heobs3arenbHO) YKa3biBaeT, MOXKET 1 KoY MCMONb30BaTLCA A1
NPUHATLIX MAKETOB

RouterX(config-keychain-key)#

send-lifetime BpeMsa nawana {infinite| BpeMs OKOHYAaHMUS |
duration cexyHOsl

" (Heo6ﬂ3aTen bHO) YKa3bIBaeT, MOXKET SN KoY UCMONb30BaThCs ANs
OTNpaBKN NakeToB

Oencteue 3 C momonipto KoMaH bl Key-string 3amaiite cTpoky Kitoua (maposib)
(cM pucyHoK). B Tabnuie onuceiBaeTcs mapaMeTp dTOi KOMaH/IbI.

MapameTp KomaHAabl key-string

MapameTtp OnucaHue

TEKCT Ctpoka, ncnonbdyemas ans ayTeHTudmkauum npuHuMaemMbIx
1 oTrnpaensieMbix naketoB EIGRP. CTpoka MOXeT cofepaTtb
oT 1 go 80 6ykBEHHO-LUMEPOBLIX CUMBOJIOB B BEPXHEM MU
HWXHEM peructpe. NepBbIi CUMBOM HE MOXET ObITb LcpoW,
CTpOKa BBOAUTCS C y4ETOM perncrpa.

Devicteme 4 (Heobs3atensHo) Kpome TOro, MOKHO HCIIOJIB30BaTh KoMaHIy accept-lifetime,
4TOOBI 33]1aTh BPEMs, B TEYCHUE KOTOPOT'O JOITYCKAeTCs HCIOIb30BaHUE KITF0Ya
ISl IPUHUMAEMbIX MAKeTOB (CM. pucyHOK). Eciin BbI He BBEJETE KOMAH/IY
accept-lifetime, Oyner ucnonp3oBaThcs OECKOHEUHBIH Tepuo1. B Tadmuie
OMHCBHIBAIOTCS TAPAMETPhI ATOM KOMaH/IbI.
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MapameTpbl KOMaHAbI accept-lifetime

MapameTp OnucaHue

BpeMs Haydasa Hayvano nepuoga, B Te4eHMe KOTOPOro KikoY, YKasaHHbINA C NOMOLLbHO
KomaHabl key, MOXHO MCMonb3oBaTh AN NPUHUMAaeMbIX NakeTos.
CUVHTaKCUC MOXeT UMETb crieaytoLuii Bua,.

= Y4y:MM:CC Mecsl gata rog
= Y4y:MM:CC JaTa Mecsl rog

— Yy yacsl

— MM MUHYTBI

— €C: CeKyHabl

— Mecsy; nepBble TpU GykBbI HAa3BaHUS MecsLa

— Oama: gaTa (1 -31)

— 200: rog (4 undpsbl)

Bpemsa Havana no ymonyaHuto. Camas paHHsis JonycTumas gaTa:
1 aHBaps, 1993 r.

infinite Knto4 MOXHO Mcnorb3oBaTh AN NPUHUMAEMbIX NAKeTOB HaYMHast
C 8peMeHU Hayarna 6e3 orpaHNYeHni No BPeMEHN OKOHYaHMS.

BpeMs OKOHYAHMS Knioy MoxHO ncnonb3oBaTh AN NPUHUMAaeMblX NAKeToOB C 8peMeHU
Hayana [0 epeMeHU OKOHYaHusi. CUHTaAKCUC aHanornyeH napameTpy
e8pems Hayarna. Bpemsi OKOHYaHUS [BOIMKHO BblTb NO3XKe 8pemMeHuU
Hayana. 3Ha4yeHue no ymonyanuio — infinite.

CeKyHIEl Mepuroa BpeMeHu (B cekyHOax) B TEYEHNE KOTOPOro KITtoY MOXHO
MCMosb3oBaTh A8 NPUHMMaeMbIX NakeToBs. [lnanas3oH 3HaueHWiA:
1-2147483646.

Deiicteue 5 (Heobs3atensHo) Beequte komanay send-lifetime, uroosr 3anath Bpems,
B TCUCHHE KOTOPOTO JOMYCKACTCS UCIOIB30BAHUE KITFOUA JIJISI OTIIPABIISICMBIX
naketoB (cM. pucyHok). Eciu BbI He BBenere komanny Send-lifetime, Oyzer
HCIIONBb30BaThCs OECKOHEUHBIH epro . B Tabmile OnmMCHIBatOTCS MapaMeTPhI
3TOM KOMAaH/IbI.
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MapameTpbl KOMaHAbI send-lifetime

MapameTp OnucaHue

BpeMs HadaJja Hayvano nepuoga, B Te4eHMe KOTOPOro KikoY, YKasaHHbIA C NOMOLLbHO
KomaHabl key, MOXHO UCMONb30BaTh AN OTNPaBAeMbIX NakeTos.
CUVHTaKCUC MOXeT UMETb crieaytoLuii Bua,.

= Y4MM:CC Mecsil} AaTa rog
= Y4MM:CC JaTa Mecsil rog

— Y4 yacsl

— MM MUHYTbI

— cc: cekyHabl

— Mecsy: nepBble TpU GykBbI HA3BaHUsSI MecsiLa

— Oama: fata (1 -31)

— 200: roa (4 undpsl)

Bpems Havana no ymonyaHuio u camas paHHasa gonycrumas gara:
1 aHBaps, 1993 r.

infinite Knioy MoXHO Mcronb3oBaTh AN OTNpaBnseMblX NakeToB HauyMHas
C 8peMeHu Havana 6e3 orpaHNYeHunii Mo BPeMEHU OKOHYaHus.

BpeMs OKOHYAHMUSI Kntoy MOXHO rMcnonb3oBaTh AN OTNPaBrseMbIX MAKeTOB C 8peMeHU
Hayarna [o speMeHuU okoH4YaHus. CUHTaKkcuc aHanorm4yeH napameTpy
e8pems Hayarna. Bpemsi OKOHYaHUS [OMKHO BblTb NO3XKE 8pemMeHuU
Hayana. 3Ha4yeHue no ymonyanuio — infinite.

CeKyHIEl Mepuvop BpemeHu (B ceKyHAAX) B TeYEHME KOTOPOro KoY MOXHO
UCnonb30BaTh AN OTNPaBnseMblX NakeToB. [JuanasoH 3HaueHui:
1-2147483646.

Mpumevanne Ecnu npu HacTpolike ayteHTudmkaumm EIGRP He Gbina ncnonb3oBaHa KomaHaa service
password-encryption, ko4 6yaeT coxpaHeH B KOHpUrypauum MapLupyTmsatopa
B BuAe HelngpoBaHHOro Tekcta. Ecnv komaHaa service password-encryption 6bina
BBeZEHa, KoY CoXpaHsieTcst u oTobpaxaeTcs B 3awwmdpoBaHHom Buae. Koraa naponbs
BbIBOOAUTCS, Nepea HUM oTobpaxaeTcs Tvn wudposaHus 7.
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]
HacTtpounka ayreHTMcpumkauum EIGRP MD5
(npoA.)

RouterX(config-if)#

| ip authentication mode eigrp aBToHOMHas cucrema Md5

= Bapaet ayTeHTUdukauuto MD5 gns naketoB EIGRP

RouterX(config-if)#

ip authentication key-chaineigrp aBTOHOMHAsA CHUCTeMa
HMsTI LIeIIOY KA

= Bkrovaet ayteHTUpukauuo naketos EIGRP ¢ ucrnons3soBaHvemM
KItoya B LIENOYKE KIoden

Uro0s! HacTpouTh ayTeHTH(UKauio MD5 mis EIGRP ,BeinoHuTe clieayoomue 1eHCTBHIS

DOevicteue 1 Ilepeiinute B peskxuM KoHGUTypauu A HHTepdeiica, Ha KOTOPOM HEOOXOAMMO
BKITIOYHUTH ayTEHTH(PHUKALIUIO.

Oencteue 2 C momouipto KoMaH sl IP authentication mode eigrp md5 BxirounTe
ayrentu¢ukanuto MD5 mis nakeroB EIGRP ¢wm. pucynok). B tabnune
OIKMCHIBACTCS MAPAMETP 3TONH KOMaH/IbI.

MapameTp KomaHAabl ip authentication mode eigrp md5

MapameTp OnucaHue

aBTOHOMHASI CHUCTeMa Homep aBTOHOMHOM cuctembl EIGRP, ans kotopon
6yOeT ncnonb3oBaTbCs ayTeHTUdmKauus

DOencteue 3  YKaXHTE [EMOYKY KIIIOUEH, KOTOpast OyIeT HCIOIb30BATHCS IS
aytentudukanmu nakeros EIGRPc momotsio komanset ip authentication
key-chain eigrp. ITapameTpbl 5TO KOMaH/IbI OTIMCHIBAIOTCS B TaOJIHIIE.

MapameTpbl KOMaHAbI ip authentication key-chain eigrp

MapameTp OnucaHue

aBTOHOMHAsI CHUCTeMa Homep aBTOHOMHOM cucteMbl EIGRP, ans kotopon
6yaeT ncnonb3oBaThCs ayTeHTUdmKauus

MMST I[I€IIOYKHI MMs Lenoykm krtoven ayteHTudukaumm, ns KOTopon
Heob6x0aAMMO M3BreYb KoY
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NMpumep KoH(pUrypaumm
ayteHTMpunkaumm EIGRP MD5

e )
Fa00 "o SO0 192.168.1.101 Fa0/0 "
S S0/0/1 Gkl 172.17.22 &
172.16.1.1 “G@ekm¥ 192.168.1.101 e T

RouterX
<output omitted>
key chain RouterXchain
key 1
key-string firstkey
accept-lifetime 04:00:00 Jan 1 2006 infinite
send-lifetime 04:00:00 Jan 1 2006 04:01:00 Jan 1 20 06
key 2
key-string secondkey
accept-lifetime 04:00:00 Jan 1 2006 infinite
send-lifetime 04:00:00 Jan 1 2006 infinite
<output omitted>
|
interface Serial0/0/1
bandwidth 64
ip address 192.168.1.101 255.255.255.224
ip authentication mode eigrp 100 md5
ip authentication key-chain eigrp 100 RouterXchain

NMpumep: KoHdurypauusa ayteHtnpmnkaumm MD5S

Ha pucynke npuBoautcst koupurypaius ayrentudukaima EIGRP MD5mis mapmpytuzaropa X.

Ayrenrudukarus MD5 nactpanBaercst Ha miocienoBarenbHoM uaTepdetice 0/0/1c momorpro
KoMaHibl ip authentication mode eigrp 100 md5. Komanpa ip authentication key-chain
eigrp 100 Router Xchain aktuBupyer ucnonp3oBanue enovku kiodeir RouterXchainus
aBToHoMHO# cuctemel EIGRP AS 100.

Komanma key chain Router Xchain aktuBupyeT peskuM KOH(GHUTYpaLuH IS HETOUKH KIFouei
RouterXchain3amarorcs apa kimroua. Kirrou 1 3amaercs B kauecTBe «IIEPBOTO KIFOUA»

¢ momoInbo KoMauasl Key-string firstkey. Drot kiarou 6ymeT HCIoIB30BaTHCS IS TAKETOB,
NPUHATBHIX MapmpytusaropoM X, Haunnas ¢ 4:00 (0400) Iro suBaps 2006r. (komanma
accept-lifetime 04:00:00 Jan 1 2006 infinite). Komanna send-lifetime 04:00:00 Jan 1 2006
04:01:00 Jan 1 2006 yka3bIBaeT, 4TO 3TOT KIFOY MOKHO HCIIOJIE30BATh JIJIS OTHPABISEMBIX
MaKeTOB TOJIKO B TeUEHHUE OJHON MUHYTHI 110 ssHBaps 2006r. [Tocie 3Toro K04 CTaHeT
HEJICHCTBUTEIILHBIM ayTEHTH()HUKAIINN OTIPABIISEMBIX TTAKETOB.

Kirou 2 3amaercs B KauecTBE «BTOPOTO KIFOYa» ¢ TIOMOIIBIO KoMaHas! Key-string secondkey.
DTOT KJIF0Y OYAET UCTIOIB30BAThCS IS ITAKETOB, MPUHATHIX MAPIIPYTH3aTOPOM X, HAUMHAs

¢ 4:00 (0400) Iro stuBaps 2006r. (komanma accept-lifetime 04:00:00 Jan 1 2006 infinite).
Kpome Toro, 3T0 KJIF0Y MOKHO UCIIOIB30BaTh JUI TTakeToB, otnpasieHHbIX ¢ 4:00 (0400)
1-ro saBaps 2006r. (komamma send-lifetime 04:00:00 Jan 1 2006 infinite).

TakuMm 00pa3oM MapiIpyTH3aTop X IPUHUMACT U IBITACTCS MPOBEPUTH Aaimkect MDS Bcex
naketoB EIGRPc¢ unenTudukaropom kiaroua 1. Kpome Toro, Mapripytuzatop X mpumeT
nakeT ¢ uneHTuduraTopom kioua 2. Bee ocransubie maketsl MDS5 GynyT oTOpoOIeHs!.
Mapmpytuszarop X ornpasiser Bce naketsl EIGRPc xirouom 2, mockonbKy kitrou 1 6onbiie
HE JICHCTBUTENCH AJISl OTIPABKH MAKETOB.
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NMpumep KoH(pUrypaumm
ayteHTUdukaumm EIGRP MD5 (npoga.)

e )
Fa00 "o SO0 192.168.1.101 Fa0/0 "
o — S0/0/1 Gkl 172.17.22 &
172.16.1.1 “G@ekm¥ 192.168.1.101 e T

RouterY
<output omitted>
key chain RouterYchain
key 1
key-string firstkey
accept-lifetime 04:00:00 Jan 1 2006 infinite
send-lifetime 04:00:00 Jan 1 2006 infinite
key 2
key-string secondkey
accept-lifetime 04:00:00 Jan 12006 infinite
send-lifetime 04:00:00 Jan 1 2006 infinite
<output omitted>
1
interface Serial0/0/1
bandwidth 64
ip address 192.168.1.102 255.255.255.224
ip authentication mode eigrp 100 md5
ip authentication key-chain eigrp 100 RouterYchain

Ha pucynke npuBoautcst koupurypaius ayrentudukaima EIGRP MD5mais mapmpytuzaropa Y.

Ayrenrudukarms MD5 nactpanBaercst Ha miocienoBarenbHoM uHTepdetice 0/0/1c momorpto
KoMmaHgs! iP authentication mode eigrp 100 md5. Komanna ip authentication key-chain
eigrp 100 Router Y chain aktuBupyer ucnonp3oBanue enovku kiodeir RouterXchainus
aBToHoMHOM cuctemel EIGRP AS 100.

Komanna key chain Router Y chain akTuBupyeT pexxum KOHPHUTYpaIyu IS HEHOYKU
kmoueii RouterXchain3amarorcst asa kimroua. Kimrou 1 3amaercst B KauecTBe «IIEpBOTO KITFOUaA»
¢ momoInbo KoMauasl Key-string firstkey. Drot kiarou 6ymeT HCoIB30BaTHCS IS IAKETOB,
MPUHATHIX MapripyTtusaropoM Y, HaunHas ¢ 4:00 (0400) Iro susaps 2006r. (komanga
accept-lifetime 04:00:00 Jan 1 2006 infinite). Kpome Toro, 3T0 KI1t0Y MOXKHO UCIIOIH30BaTh
1151 makeToB, otnpaeieHHbIX ¢ 4:00 (0400) Iro suBaps 2006r. (komannaa send-lifetime
04:00:00 Jan 1 2006 infinite).

Kirou 2 3amaercs B KauecTBe «BTOPOTO KIIFOYa» ¢ TIOMOIIBIO KoMaHas! Key-string secondkey.
DTOT K104 OYAET UCTIOIB30BAThCS IS MIAKETOB, MPUHATHIX MAPIIPYTH3aTOpoM Y, HAUMHAs

¢ 4:00 (0400) Iro suBaps 2006r. (komanma accept-lifetime 04:00:00 Jan 1 2006 infinite).
Kpome Toro, 3T0 KJIF0Y MOKHO UCIIOIB30BaTh JUI TakeToB, otnpasieHHbIX ¢ 4:00 (0400)
1-ro stuBaps 2006r. (komanma send-lifetime 04:00:00 Jan 1 2006 infinite).

Taxum 00pa3om MapIpyTH3aTOp X IPUHUMAET U MBITaeTCsA MpoBepHUTh Aaiimkect MDS Beex
naketoB EIGRPc¢ unentudukaropom xiaroua 1 uiau 2. Kpome toro, mapipyruzarop Y Oyzaer
KCIIOJIBb30BaTh KIItoY 1 /Uit oTipaBku Beex makeToB EIGRP,Tak kak 3T0 mepBbiii eHCTBYOIMINN
KJIFOY B LIETIOYKE KIFOUYEH.
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lNMpoBepka ayTeHTUUMKaumm MD5S

RouterX#
*Jan 21 16:23:30.517: %DUAL-5-NBRCHANGE: IP-EIGRP(0 ) 100: Neighbor 192.168.1.102
(Serial0/0/1) is up: new adjacency

RouterX# show ip eigrp neighbors
IP-EIGRP neighbors for process 100

H Address Interface Hold Up time SRTT RTO Q Seq
(sec) (ms) Cnt Num
0 192.168.1.102 Se0/0/1 12 00 :03:10 17 2280 0 14

RouterX# show ip route
<output omitted>
Gateway of last resort is not set

D 172.17.00/16 [90/40514560] via 192.168.1.102, 00:02:22, Serial0/0/1
172.16.0.0/16 is variably subnetted, 2 subnets, 2 m asks

D 172.16.0.0/16 is a summary, 00:31:31, NullO

C 172.16.1.0/24 is directly connected, FastEt hernet0/0
192.168.1.0/24 is variably subnetted, 2 subnets, 2 masks

C 192.168.1.96/27 is directly connected, Seri alo/o/L

D 192.168.1.0/24 is a summary, 00:31:31, Null 0

RouterX# ping 172.17.2.2

Type escape sequence to abort.

Sending 5, 100-byte ICMP Echos to 172.17.2.2, timeo ut is 2 seconds:

L

Success rate is 100 percent (5/5), round-trip min/a vg/max = 12/15/16 ms

lNMpoBepka ayTeHTUMKaumm MD5S

Ha pucynke nmpuBoauTcst BeIBOA KoManz Show ip eigrp neighborsu show ip route.

Tort ¢akt, 4To B TabNIKIE COCEIHUX Y3JI0B 0TOOpaskaercs |P-aapec mapiupyrusaropa Y
YKa3bIBa€T Ha TO, YTO JIBA MapIIpyTHU3aTOpa ycIemHo chopmMupoBaiu cMexnocts EIGRP.
Tabnuua MapmpyTu3anuu NoATBepKaaeT, uto agpec 172.17.0.(0bu1 noxydeH yepe3 IpOTOKOM
EIGRPot nocnenoBatensHoro uatepdeiica. Takum odpazom ayrentuduxanus MD5S s
EIGRPwmexmy MapmpytuzatopaM X U Y BBIIOJHEHA YCIICIITHO.

Taxoke TIPUBOIATCS Pe3yIbTaTHI OTIIPABKH dX0-3ampoca B uHTepdeiic Fast Ethernet
MapipyTtusaTopa Y, 4ToObl JoKa3aTh padOTOCIIOCOOHOCTh KaHaJla.
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Pe3ome

B sToM pazzpene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= EIGRP — ycoBepLUeHCTBOBaHHbIN 6eCcknaccoBblv MPOTOKON
BEKTOpa pacCTOsAHMS, OCHOBaHHbIN Ha anroputme DUAL.

= [1na EIGRP HeobxoamMmo 3agatb HOMep aBTOHOMHON CUCTEMBI,
KOTOPbIN AOJPKEH COBNagaTh Ha BCEX MapLUpyTmM3aTopax,
BbIMOSHSOLL X OOMEH MapLUpyTamu.

= EIGRP nogaepxviBaeT BblpaBHMBAHWE Harpy3ku Mo nyTam
C HEPaBHOM CTOMMOCTBIO.

= EIGRP nogaepxviBaeT ayteHT U urkaumto MD5 ons
npenoTBpaLleHus BBOAA B CETb HECAHKLMOHUPOBAHHbIX,
BPEL,OHOCHbIX MapLUPYTOB.
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3aHATUe 2‘

YctpaHeHue Henonagok EIGRP

0O630p

Bynyuu ycoBepiieHCTBOBaHHBIM MPOTOKOJIOM MapIIPyTH3alUU Ha OCHOBE BEKTOPa
paccrosuusi, EIGRPxopomo macmrabupyercs ¢ poctoM cetd. Ho 3Ta MacmTabupyeMocTh
YCIOXKHSET IPOSKTUPOBAHNE, HACTPONKY M 00CITy)KHBaHUE CETH. B 3TOM 3aHATHH OIMCHIBACTCS
HECKOJIbKO 00IIMX mpobJieM, Bo3HuKaronux B cetu EIGRP,a Taxke MeTo moucka

W yCTPaHEHUs dTUX MPoOJIeM Ha OCHOBE paboveil quarpaMMel.

3agauu

[To oKOHYaHUM ATOTO 3aHATHS BBl CMOKETE OIPEAEIISATh METOABI TOUCKA M U30JISLIHH
pacnpoctpanenHbix mpodaem EIGRP,a Taxke npemarats pemeHus 3THx npooem.
DTO 3HAYUT, YTO BB CMOXKETE BBIIOJIHATH CIIEAYIONIHNE 3aJauH:

N OIMCHIBATh OCHOBHBIC COCTABISIONINE MPOIIEAYPHI MIOMCKA M YCTPAHEHHS HETIOJIAT0K
cetu o ynpasinenueM EIGRP;

B BBUIBIIITH U YCTPaHATH poOieMsl oTHoUIeHU# cocenctBa EIGRP;
B BBUIBIIAITH U YCTPAHATH poOieMsl Tabnuisl Mapiupytuzaunu EIGRP;

B BBUIBIIITH U YCTPaHATH NpoOiemMsl ayreHTudukanuu EIGRP.



CocTaBnawwune npouenypbl Noncka
U ycTpaHeHuss Henonaaok EIGRP

B sTOM pasnene onuchBalOTCA OCHOBHBIE COCTABIISIOILMIE IIPOLEYPhI TIOUCKA U YCTPaHEHUs

HETIONAJIOK ceTu 1o yrpaeienneM EIGRP.

CocTaBnsilowue npouenypbl Noucka
U ycTpaHeHua Henonaaok EIGRP

YcTpaHeHue
Henonagok

YcTpaHeHWe Henonagok AT e

B3aMMOCBA3ei

EIGRP cocepna EIGRP

YcTpaHeHue Henonaaok
ayTeHTUdUKaLMKn

EIGRP

327P_B43

OCHOBHBIE COCTABJISIONIUE MPOLIETYPHI TIOUCKA U ycTpaHeHus Henonanok EIGRP:

m  orHouleHus cocencrsa EIGRP;
m  mapmpytel EIGRPB Tabmune mapmpyruzanmm,
m  ayrentudukanus EIGRP.
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NMounck n yctpaHeHne Henonapok coceactea EIGRP

B »TOM paspesie onucEBacTCS BRIABICHHE H YCTPaHEHHE OIIMOOK, CBSI3aHHBIX C COCTOSTHHEM
cocencrtea EIGRP.

NMounck u yctpaHeHne Henonagok
cocenctBa EIGRP

YcTpaHeHue

Henonagok

Tabnuupl MapwpyTU3aumw,
EIGRP

YcTpaHeHue Henonanok
B3aMMOOTHOLLEHUI
EIGRP cocepa

YcTpaHeHue Henonaaok
ayTeHTUMKaLn
EIGRP

Bbinu nn B nu

Bce nu Monyuaere nu
Bce Tpebyemble Tpebyeman wndopmaLua

COCTORHUA Bbl OLUMOKY
UHTepdbeiica "He Ha obLyen
uplup? noacetn"?

0 NakeTax NPUBETCTEUA
EIGRP cocean COOTBETCTBYET HHGPOPMALMK
CKOHGUrypUpoBaHs!? cocepa?

327P_644

ITpumep BBIBOIA KOMaHabI ShOW ip eigrp neighbor s mokaseiBaer, 4To OTHOIIEHHS COCENCTBA
MEXLy IBYMsI MapIIPyTH3aTOPaMH YCTAHOBJIEHBI YCIIEIIHO.

Rout er X# show i p ei grp nei ghbors
| P- El GRP nei ghbors for process 100

H  Address Interface Hol d Upti ne SRTT RTO Q Seq
(sec) (ms) Cnt Num

1 10.23.23.2 Se0/0/1 13 00: 02: 26 29 2280 0 15

0 10.140.1.1 Se0/ 0/ 0 10 00: 28: 26 24 2280 0 25

UroOsl MapmipyTuzaropsl EIGRPMornu chopmupoBats OTHOIIEHUS COCEACTBA, JBA
MapUIpyTU3aTOpa JOJKHBI OBITH MOAKIIOUEHBI K 00mei |IP-moaceru. CoolbleHne xypHana
0 ToM, uTO coceanue y3nbl EIGRPHe HaxonsaTcs B 00mmel cetr, 03Ha4aeT, 4TO Ha OJTHOM U3
nByx cocequux unrepdeiicoB EIGRPHacTpoeH HeBepHbiii IP-anpec. Mcnonbs3yiiTe KoMaHy
show interface unmepdgetic nns nposepku IP-anpeca.

B BeIBOsIE HITKE 0TOOpakaercs aapec 10.2.2.3/24.

RouterX# sh ip int fa0/0

Fast Et hernet0/0 is up, line protocol is up
Internet address is 10.2.2.3/24
Broadcast address is 255.255.255. 255

Addr ess determ ned by setup command
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MIU i s 1500 bytes

Hel per address is not set

Directed broadcast forwarding is disabled

Qut goi ng access list is not set

| nbound access list is not set
Komanna networ K, BeimonHeHHast uist poriecca mapiupyTtusaunu EIGRP mo3Bonser onpenenuts,
Kakue uHTepdelricsl MapmpyTuzaropa OyayT yaactBoBath B ipouecce EIGRP.B paznene
«Routing for Networksssieoma komanmer ShOw ip protocols mepeyncisroTest HaCTPOEHHBIE

ceTd u uHTepdEiChl B 3THX CeTsX, yuacTByrolue B poruecce EIGRP.BbiBoa Hike MOKa3bIBaET,
gro nporiecc EIGRPpabotaer Ha Bcex untepdeticax ¢ IP-aapecom B cersx 10.0.0.04 192.168.1.0.

Rout er X# sh ip protocols

Routing Protocol is «eigrp 100»
Qut goi ng update filter list for all interfaces is not set
Incom ng update filter list for all interfaces is not set
Def ault networks flagged i n outgoi ng updates
Def ault networks accepted frominconm ng updates
El GRP netric weight Kl=1, K2=0, K3=1, K4=0, K5=0
El GRP nmaxi mum hopcount 100
El GRP maxi num netric variance 1
Redi stributing: eigrp 100
--output omtted --
Maxi mum pat h: 4
Routing for Networks:

10.0.0.0
192.168.1.0

Routing I nfornmation Sources:
Gat eway Di st ance Last Update
(this router) 90 00: 01: 08
10.140.1.1 90 00: 01: 08

Di stance: internal 90 external 170

Komanna sh ip eigrp interfaces nosBosnsier ObicTpo onpenenuts, kakue narepdeiice EIGRP
BKJIFOUCHBI ¥ CKOJIBKO COCE/IHHX Y3JIOB 33/1aHO JUIS KaKA0ro U3 nHrepdeiicoB. B BeiBoie HIKE
nns uarepdeiica Fast Ethernet O/fle 3anansl coceHue y3ibl, U IS TTIOCIEI0BATEIBHOTO
uarepdeiica 0/0/03aman oquH COCEMHUE Y3eEll.

Router X# sh ip eigrp interfaces
| P-BEIGRP interfaces for process 100

Xmt Queue Mean Paci ng Tine Mul ti cast Pendi ng
I nt Peers Un/Reliable SRTT Un/ Rel i abl e Fl ow Ti mer Rout es
Fa0/ 0 0 0/0 0 0/1 0 0
Se0/0/0 1 0/0 38 10/ 380 552 0
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MapuipyTtuzatopsl EIGRPco31ar0T 0THOIIEHHS COCeACTBa 3a cUeT 0OMeHa IMakeTaMu
npuBetcTBUs. [l popmupoBanus oTHolieHui coceacrsa EIGRPmons nakera mpuBeTCTBHS
JIOJDKHBI COBIA/IATh.

®m  HoMmep aBTOHOMHOI cuctembl (AS) EIGRP;

m  3uayeHus EIGRP K.

MpumevaHue 3HayeHus EIGRP K ncnonb3ytoTcs B npouecce Beibopa nyywero nytn EIGRP
n paccmaTpuBatoTca B kypce Cisco CCNP®.

JI7st oucKa M yCTpaHEeHUsI HeToJIaJ0K TIPH HECOBIA/ICHUH TAaHHBIX B MIAKETaX MOKHO
ucronb3oBaTh koManay debug eigrp packets. B npumepe Hmke He coBrnanaroT 3HaueHus K.

Rout er X# debug ei grp packets

M smat ched adj acency val ues
01:39: 13: EIGRP: Received HELLO on Serial 0/0 nbr 10.1.2.2

01:39:13: AS 100, Flags 0x0, Seq 0/0 idbQ 0/0 iidbQ un/rely 0/0 peerQ
un/rely 0/0

01: 39: 13: K-val ue m smat ch
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NMounck n yctpaHeHue Henonagok tabnuu
mMapwpyTtusauum EIGRP

B sTOM pazzene onuchIBaeTCs BBIABICHHE U YCTpaHeHue npobieM mapiipyros EIGRP
B TaOJIHIE MapIIPyTH3AIHH.

NMouck n yctpaHeHne Henosnaaok tadbnuy,
mMapuwpyTtusaumm EIGRP

YcTpaHeHue
Henonagok

YeTpakeHue Henonagok T T e
EIGRP

B3aUMOCBA3EN

EIGRP cocega

‘cTpaHeHWe Henonagok
ayTeHTUUKaLmn
EIGRP

Wmerotca nu

cayBnUpoBaHHbIe

cetn EIGRP KaKkWe-NHG0 (PHNBTPbI MapLIPYTOB Mapmaaan\RP’?

327P_4s

yto Gnokupyiot EIGRP

? n
06BABNATCA? o

Kon «D» B 3ancu EIGRPTa0muns mapmpyrusanun 0003Ha4aeT MapIipyTsl BHYTPH
ABTOHOMHOM cucTeMsl, koa «D EX»o0o3Hauaer BHemHue MapiipyTsl. MapuipyTtel EIGRP
B Ta0JIHIIE MapIIPYTHU3AIMN HE TTO3BOJIAIOT BEISBUTH NPOOJIEMbI ypoBHEH 2 1 3, a TaKkxKe
pobiieMsl cocenctea EIGRP.

B npumepe BeiBoga ceth 172.16.31.0/24BnsieTcst MapmpyToM BHYTPU aBTOHOMHOM CHCTEMBI,

a cetb 10.3.3.0/24 mapuipyrom, nepepacnpeneieHHbM B EIGRP.

Router X# sh ip route

Codes: C - connected, S - static, R- RIP, M- nobile, B - BGP
D- EICRP, EX - EIGRP external, O- OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
El - OSPF external type 1, E2 - OSPF external type 2

Gat eway of last resort is not set

172.16.0.0/16 is variably subnetted, 2 subnets, 2 masks

D 172.16.31. 0/ 24 [ 90/ 40640000] via 10.140.1.1, 00:01: 09,
Serial 0/0/0

(@] 172.16.31.100/32 [110/1563] via 10.140.1.1, 00:26:55,
Serial 0/0/0
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10.0.0.0/8 is variably subnetted, 7 subnets, 2 nasks

C 10.23.23.0/24 is directly connected, Serial0/0/1

D EX 10.3.3.0/24 [170/ 40514560] via 10.23.23.2, 00:01:009,
Serial 0/0/1

C 10.2.2.0/24 is directly connected, FastEthernet0/0

Komanna show ip eigrp topology ortobpaxkaer naentudukarop Mapupyrusaropa EIGRP.

B kauectBe uaenTudukaropa Mapupyrusatopa EIGRPucnons3yercs camplii BBICOKUI
IP-anpec unTepdeiica Bo3BpaTHoit nmetin. Eciu uHTEpdeichl BO3BpAaTHON IIETIN HE 33/IaHbl,

B Ka4eCTBE MICHTU(PHUKATOpA MapIIpyTH3aTOpa uctons3yercs |P-aapec, Ha3HaueHHBIH Tr000MYy
W3 aKTUBHBIX HHTepQeiicoB. [IBa mapmpytuzatopa EIGRPHe MoryT nmeTs onuHakoBbIi
uaeHtudukarop mapmpyrusaropa EIGRP.B stom ciiydae mpu oOMeHe TaHHBIMU MEXTY
STHMH MapIIPyTU3aTOPaMH MOTYT BO3HUKHYTH ITPOOJIEMBI.

B npumepe BoiBoga naeHTUQHUKAaTOp MapmpyTuzaTtopa — 192.168.1.65.

Rout er X# show i p eigrp topol ogy
| P- El GRP Topol ogy Table for AS(100)/1D(192.168. 1. 65)

Codes: P - Passive, A - Active, U - Update, Q- Query, R - Reply,

r - reply Status, s - sia Status

P 10.1.1.0/24, 1 successors, FD is 40514560
via 10.140.1.1 (40514560/28160), Serial 0/0/0
P 10.2.2.0/24, 1 successors, FD is 28160
via Connected, FastEthernet0/0
P 10.3.3.0/24, 1 successors, FD is 40514560
via 10.23.23.2 (40514560/28160), Serial 0/0/1
P 10.23.23.0/24, 1 successors, FD is 40512000
via Connected, Serial0/0/1
P 192.168. 1. 64/ 28, 1 successors, FD is 128256
vi a Connected, LoopbackO
P 192.168.1.0/24, 1 successors, FD is 40640000
via 10.23.23.2 (40640000/128256), Serial 0/0/1
P 10. 140. 2.0/ 24, 2 successors, FD is 41024000
via 10.23.23.2 (41024000/ 40512000), Serial 0/0/1
via 10.140.1.1 (41024000/40512000), Serial 0/0/0
P 10.140.1.0/24, 1 successors, FD is 40512000
via Connected, Serial0/0/0
P 172.16.31.0/ 24, 1 successors, FD is 40640000

Hanuuue B Tabnuue Tononoruu MapupytoB EIGRP,xoTopsie 0oTCyTCTBYIOT B TabOnuie
MapIIpyTU3aluy MOXKET YKa3bIBaTh Ha MPOOJIEMy, JUIS PEIICHNS KOTOPOH MOXKET
morpeboBathcst momonrs Cisco Technical Assistance Center (TAC).
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OunbTpanys MapIpyToB MO3BOJSET UCKITIOUUTh MapIIPYThl 3 OOBSBICHUN MapIIPyTH3AINN
EIGRPnpu noctymicHiE 00bSIBICHUS OT COCSIHET0 y3Jia WK IPH Hepeaade 0ObsIBICHUS

B COCeHUI y3en. DT GUIBTPBI MOTYT CTaTh MPUYUHON OTCYTCTBUS MapIIPyTOB B TaOIHIIC
Mapiipytuzarmu. Komarma show ip protocols mosgomsiet onpeaenutsb, HCMOAb3YIOTCS JTH
¢ueTpel B ipouecce EIGRP.

ITo ymomrganuto nporokon EIGRPpaboTaer B KIIaCCOBOM PEXKHMME M BBIMOJIHICT aBTOMATHIECKOE
CYMMHPOBaHHE MapIIPyTOB. ABTOMAaTHIECKOE CYMMHPOBAaHNE MapPIIPYTOB MOXKET MPHBECTH

K BOSHUKHOBEHHIO ITPOOJIEM B HECMEKHBIX ceTssx. Komanma Show ip protocols mossomsier
MPOBEPUTh, BKITFOYCHO JIH ABTOMATHYECKOEC CYMMHUPOBAHUE MapIIPYyTOB.

B npumepe BoiBoga Gpunstpsl g npouecca EIGRP AS 10Gie 3anaHbl, 1 aBTOMaTHIECKOE
CYMMHPOBaHHUE CETEH BKIIOUECHO.

Rout er X# sh ip protocols
Routing Protocol is «eigrp 100»
Qut goi ng update filter list for all interfaces is not set
Incom ng update filter list for all interfaces is not set
Default networks flagged i n outgoi ng updates
Def aul t networ ks accepted fromincom ng updates
El GRP netric weight Kl=1, K2=0, K3=1, K4=0, K5=0
El GRP maxi mum hopcount 100
El GRP maxi mum nmetric variance 1
Redi stri buting: eigrp 100
El GRP NSF-aware route hold timer is 240s
Aut omatic network sunmarization is in effect
Aut omati c address summari zati on:
192.168. 1.0/ 24 for FastEthernet0/0, Serial0/0/0, Serial0/0/1
Sunmarizing with netric 128256
10.0.0.0/8 for LoopbackO
Sunmarizing with netric 28160

Maxi mum pat h: 4
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NMouck n yctpaHeHue Henonapok
ayteHTUcpukauum EIGRP

B aTom pazperne onuckIBaeTCs MOUCK U yCTPAHEHNE HEMOA0K ayTeHTH(DUKAITIN
Message Digest 5 (MDSjns nporokxona EIGRP.

Nouck n yctpaHeHne Henonagok
ayteHTUdukaumum EIGRP

YcnewHas ayteHTudmkauuna MD5 mexay mapuipyTtusatopamm X n'Y

Rout er X# debug ei grp packets
El GRP Packets debugging is on

(UPDATE, REQUEST, QUERY, REPLY, HELLO, |PXSAP, PROBE, ACK, STUB, S| AQUERY, SIAREPLY)
*Jan 21 16:38:51.745: EIGRP: received packet with MD5 authentication, key id = 1
*Jan 21 16:38:51.745: EIGRP: Received HELLO on Serial 0/0/1 nbr 192.168.1.102
*Jan 21 16:38:51. 745: AS 100, Flags 0x0, Seq 0/0 idbQ 0/0 iidbQ un/rely 0/0 pe
erQun/rely 0/0

Rout er Y# debug eigrp packets
El GRP Packets debugging is on

(UPDATE, REQUEST, QUERY, REPLY, HELLO, |PXSAP, PROBE, ACK, STUB, S| AQUERY,
S| AREPLY)
Rout er Y#
*Jan 21 16:38:38.321: EIGRP: received packet with MD5 authentication, key id = 2
*Jan 21 16:38:38.321: EIGRP: Received HELLO on Serial 0/0/1 nbr 192.168.1.101
*Jan 21 16: 38: 38. 321: AS 100, Flags 0x0, Seq 0/0 idbQ 0/0 iidbQ un/rely 0/0 pe
erQun/rely 0/0

NMpumep: YcnewHana ayteHTudmkauuma MD5S

Brieog komanasr debug eigrp packets, BeimonneHHo# Ha MapupyTu3aTope X, Ha pUCYHKE
MOKa3bIBaeT, 4TO Mapiipytusatop X npuHumaet naketsl EIGRPc ayrentudukanmeir MD5
U uaeHTudukaTopom kiroua 1 ot mapiupyruszaropa Y.

BriBon komanb1 debug eigr p packets, BeimonHeHHON Ha MapuipyTu3atope Y, Ha pUCYHKE
MOKa3bIBAET, 4TO MapipyTu3arop Y npuHumaet naketsl EIGRPc ayrentndukanuein MD5
U uaeHTu(UKaTOpaM Kitoya 2 OT MapiipyTusaropa X.
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]
NMouck n yctpaHeHue npobrem
ayteHTUdukaumm EIGRP

HeynayHasa ayteHTupmkauna MD5 mexay mapLupyTtnsatopamm X
n'Y Npu M3MeHeHUn Knova 2 Ha mapLipyTtusatope X.

Rout er X(confi g-if)#key chai n RouterXchain
Rout er X( confi g- keychai n) #key 2
Rout er X(confi g- keychai n- key) #key- string w ongkey

Rout er Y#debug ei grp packets
El GRP Packets debugging is on
(UPDATE, REQUEST, QUERY, REPLY, HELLO, |PXSAP, PROBE, ACK, STUB, SIAQUERY, S| AREPLY)
Rout er Y#
*Jan 21 16:50:18.749: EIGRP: pkt key id = 2, authentication nisnatch
*Jan 21 16:50:18.749: EIGRP: Serial 0/0/1: ignored packet from 192.168.1.101, opc
ode = 5 (invalid authentication)
*Jan 21 16:50:18.749: EIGRP: Dropping peer, invalid authentication
*Jan 21 16:50:18.749: EIGRP: Sending HELLO on Serial 0/0/1
*Jan 21 16:50: 18. 749: AS 100, Flags 0x0, Seq 0/0 idbQ 0/0 iidbQ un/rely 0/0
*Jan 21 16:50: 18. 753: %DUAL- 5- NBRCHANGE: | P- EIl GRP(0) 100: Nei ghbor 192.168.1. 101
(Serial0/0/1) is down: Auth failure

Rout er Y#show i p ei grp nei ghbors
| P- EI GRP nei ghbors for process 100
Rout er Y#

Mpumep: ycTpaHeHne Henonaaok ayteHTucpukaumm MD5

B sTom mpumepe cTpoka Kirroua 2 MapiipyTuzatopa X, KOTopas UCIIONb3yeTCsl PH OTIPaBKe
naketa EIGRP u3MeHeHa, 4To0BI OTIIMYATHCS OT CTPOKH, KOTOPOK OXKHUIaeT MapipyTuzarop Y.

BriBon komanb1 debug eigrp packets, BeimonHeHHON Ha MapuipyTu3atope Y, Ha pUCYHKE
MOKa3bIBAET, 4TO MappyTu3arop Y npuHumaet naketsl EIGRPc ayrentndukanuein MD5

1 UICHTU(GUKATOPOM KITFoUa 2 OT MapIIpyTU3aTopa X, HO CTPOKH ayTeHTHU(UKAIIUN HE
copmagaioT. [Taketel EIGRPoT MapmipyTrzaTopa X UrHOpUPYIOTCS, M OTHOIIICHHUS COCEACTBA
0OBSIBIIIOTCS HEMCITPaBHBIMU. BriBo kKoMan1sr ShOW ip elgrp neighbor s moxreepixkmaer,
4yT0 Yy MapmpyTu3aTopa Y HeT cocennux y3inoB EIGRP.

JBa MapIipyTU3aTopa MpoI0JIKAT TOIBITKH BOCCTAHOBHTH OTHOILIEHHS COCEICTBA. [T0CKOJBKY

B 3TOM CIIEHAPUH Il MAPIIPYTH3ATOPOB MCIIOJB3YIOTCS Pa3HbIe KIIFOYH, MApPLIPyTH3aTOp X
ayTeHTU(OHUIMPYET COOOIIICH S TIPUBETCTBHS, OTIPABJICHHBIC MAPIIPYTH3aTOPOM Y, HCTIONB3Ys KITFOY
1. OnHako, Korjia MapmpyTH3arop X OTIPaBIIET COOOIIEHHE TPUBETCTBUSI MapIpyTH3aTopy Y,
HCIIOJB3YSI KITFOY 2, IPOMCXO/IAT HECOBIIA ICHUE Kitouel ayTreHTruKaii. C TOUKH 3peHHs
MapIpyTu3aTopa X OTHOIICHHS COCECTBa OY/IyT aKTUBHBI B TEUEHHE ONPE/EICHHOTO EPUo/Ia
BPEMEHH, HO 3aTeM BPEMsl OXKUIaHHUSI HCTEUET. Ta CUTYAIUsI WIUTFOCTPUPYETCST COOOTIICHHSAMH,
TOJTyYEeHHBIMHI MapIIPyTH3aTopoM X, B CIIEMYIOIIEM mprMepe. BriBor komar s Show ip eigrp
neighbor s aa Mapmipytusarope X Taxke MOKa3bIBAET, YTO MAPIIPYTHU3ATOp Y TPHUCYTCTBYET

B TaOJIMIIE COCETHUX Y3JIOB MapIIpyTH3aTtopa X B TEUCHHE KOPOTKOTO MEPHO/Ia BPEMCHH.

Rout er X#

*Jan 21 16:54:09. 821: %DUAL- 5- NBRCHANGE: | P- EI GRP(0) 100: Nei ghbor
192.168.1.102 (Serial0/0/1) is down: retry limt exceeded

*Jan 21 16:54:11. 745: 9YOUAL- 5- NBRCHANGE: | P- El GRP(0) 100: Nei ghbor
192.168. 1. 102 (Serial 0/0/1) is up: new adj acency

Rout er X# show i p eigrp nei ghbors

H  Address Interface Hol d Upti ne SRTT RTO Q Seq
(sec) (ms) Cnt Num
0 192.168.1.102 Se0/0/1 13 00: 00: 38 1 5000 1 O
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B sToM pazzmene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= [pouenypa noncka n yctpaHeHus Henonaaok EIGRP coctouT u3s
HECKOJbKMX acneKkTOB U BKOYAET peLleHne npobrieM OTHOLLIEHW
cocefcTsa, Tabnuu MapLupyTM3aumu u ayTeHTudmkauum.

= B yncne HencnpaBHOCTEN, KOTOPbIE MOTYT NPMBECTM K Npobnemam
coceacTtea EIGRP, MOXHO yNOMSAHYTb HEBEPHbIE CETEBbIE KOMaHAbI
W HecoBnageHe JaHHbIX NakeToB NpuBeTcTBUA. [1ns nomcka
W YCTpaHEeHns 3TUX HEUCMNpPaBHOCTEN NCNONb3yeTCa KoMaHaa
show ip eigrp neighbors.

= OtcyrcTBMe MapwpyTtoB EIGRP B Tabnvue mapwpyTtusaumm MoxeT
ObITb BbI3BaAHO (hunbTpaLMen MapLLIpPyTOB U aBTOMaTUYECKUM
CYMMUPOBaHNEM B HECMEXHBIX ceTax. [1na novcka n yctpaHeHus
aTnx Nnpobnem ucnonb3yeTcs kKOMaHaa show ip route.

= KomaHga debug eigrp packets nomoraeT B NOMCKe 1 YyCTpaHEHUU
npobnem ayteHTudukaymm MD5.
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Pesiome moayns

B aTOM paznerne npuBoUTCS pe3toMe BOIIPOCOB, PACCMOTPEHHBIX B MOJIYJIC.

Pe3tome moayns

= EIGRP — 6ecknaccoBbIi NpoTokos ¢ nogaepxkon VLS M.

Bbl60p NyTU OCHOBbLIBAETCA HA HECKOJbKUX dhakTopax.

= EIGRP xpaHuT BTOPON Ny4Lumii NyThb, KOTOPbLIN Ha3blBAETCA
anbTepHaTMBHBIM MapLLPYTOM, A5 ObICTPON KOHBEPreHL M.

EIGRP nognepxviBaeT BblpaBHMBAHWE Harpy3ku Mo nyTam
C HEpaBHOW CTOMMOCTbLIO.

= EIGRP ucnonb3syeT ayTeHTUdMKaumio MD5 ans nposepku
NOAMMHHOCTU MapLLPYTHU3aToOpPOB.

= [Mpouenypa noucka n yctpaHeHus Henonaaok EIGRP Bkntovaet
pelieHre npobnem kaHanoB, COCeACTBA M MapLUpyTM3aLum.

= [1na noucka u yctpaHeHus Hernonagok EIGRP ncnonesytcA
cneaytowme koMaHgbl: show ip eigrp neighbor, show ip eigrp
topology, show ip eigrp interface, n show ip route.

EIGRP —porokon mapmpyrusanun CiSCO,pa3paboTaHHBIN IS CHATHS OTPaHMYEHHI KaK
MPOTOKOJIOB HAa OCHOBE BEKTOPA PacCTOSHUS, TAK M MPOTOKOJIOB COCTOSHUS KaHana. Kpome

TOTO, B MOJIyJIC OMUCKIBAtOTCsI 0a30BbIe TexHomoruu EIGRP Brirouas mpornecc Beroopa mytH,

M3MEHEHUS B TONOJIOTHH, BEIpPABHUBAHUE HATPY3KH, ayTCHTH()HUKAIIHIO, 8 TAKKE MOUCK
¥ ycTpaHeHne o0mux mpooiem.
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Bonpochbl Ansi camonpoBepkn No Mmoaynio

Wcnons3ayiite 3TH BONPOCH], 9TOOBI MPOBEPUTH, HACKOIHKO XOPOIIIO BBl OCBOMIIN MaTepHall,
MIpeICTaBICHHBIN B JAHHOM MOAYJe. BepHble OTBETHI U pEIIeHNs MOYKHO HAWTH B pa3jierne
«OTBETHl HA BOMPOCHI JIJISl CAMOTIPOBEPKU».

B1) Kak caus3uth norpedHocts nakeros EIGRP B monoce npomnyckanus?
(Ucrounuk: BHenpenue EIGRP)

A) HEOOXOAMMO PacIPOCTPAHSTH TOJIHKO MAKETHI JAHHBIX

b) HE00XO0IMMO PACIIPOCTPAHSATH TOJBKO MAKEThI TPUBETCTBUS

B) HE00XO0IMMO PaCIPOCTPaHATh TOJIBKO U3MECHEHUSI TaOJIUIBI MAPIIPYTH3AIHH
Y TIAKETHI IPUBETCTBUS

I HEOOXOIMMO PacTpOCTPAHSITh TOJHYIO TaOJIHITy MapIIPyTU3AIMH TOJIBKO

Cpeau MapIIpyTHU3aTOPOB, 3aTPOHYTHIX N3MEHEHHEM

B2) Kakas xomanzaa ykaseiBaet, uto ceth 10.0.0.0 Hanpsimyto nogxmoueHa
K Mapripytusaropy moj yupasienunem EIGRP? (Uctounuk: Baenpenune EIGRP)
A) Router(config)#network 10.0.0.0
b) Router(config)#router eigrp 10.0.0.0

B) Router(config-router)#network 10.0.0.0
I Router(config-router)#router eigrp 10.0.0.0

B3) Kaxkas komanza oToOpaXkaeT mepruo BpeMEHH, TPOMIEAIIHA ¢ MOMEHTA TTOCIICTHETO
MOJIyYeHHUS JaHHBIX OT cocenHero y3ina EIGRP? (Mcrounuk: BHenpenne EIGRP)
A) show ip eigrp traffic
b) show ip eigrp topology
B) show ip eigrp interfaces
I show ip eigrp neighbors

B4) Kakyto koMmanay Heo0X0J1MMO BBIMONHUTE U1 Tporiecca EIGRP, uro6s1 Macka moaceTtn
mepenaBangack BMecte ¢ Mapiipyrom? (McTounuk: ycrpanenve Henonanok EIGRP)

A) ip classess

b) no auto-summary
B) no summary
I ip subnet vism

B5)  Kakas xkoMaH/a MO3BOJISIET Y3HATh, BHEAPEHA JIH (DUILTPALINS MAPIIPYTOB?
(UcTounuk: ycrpanenne Hemoaanok EIGRP)

A) show interface

b) show access-list
B) show ip protocols
I show route-filter

B6)  Kakoii tum ayrentuduxanuu mognepxusact EIGRP? (Uctounuk: Baenpenne EIGRP)

A) HEeIM(pPOBAHHBINA TEKCT
b) 3DES

B) MD5

I AuC
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B7)  Yro 3nauut coobmenue EIGRP «neighbor not on common subnet»?
(UcTounuk: ycrpanenne Hemoaanok EIGRP)

A) Mapmpytuszaropsl EIGRP nmeror oguHakoBble HASHTUPHKATOPHI.

b) JIBa cMeXHBIX coceTHUX MHTEpdelica UMEIOT aapeca B pa3HbIX | P-ceTsx.

B) Ha nByx coceHMX CMEKHBIX MapIIpyTH3aTOpax 3a1aHbl pazHbie pazmeps MTU.
I Komanma EIGRP network me 6si1a BBeieHa B 6eCKIIacCCOBOM (popMaTe.

© 2007 Cisco Systems, Inc. BHenpenve EIGRP 5-47



OTBeTbl Ha BOMpPOCHLI Ans caMmonpoBepku no moaynko

B1)
B2)
B3)
B4)
B5)
B6)
BY7)

B

o0 w w o W
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Moaynb 6‘

Cnuncku KOHTPOIA OO0CTYNAa

0O630p

3apgaumn

CranpapTHble U pacmupeHHsie ciucku kKonTposs goctyna (ACL) IT1O Cisco 10S
UCTIONB3YIOTC T Kitaccupukanuu | P-makeToB. CIUCKH KOHTPOJIS OCTYIA O3BOJISIOT
NPUMEHSTH psii GYHKIMN, TAKMX KaK IMH(PPOBAHKUE, MAPIIPYTH3AIINSI Ha OCHOBE TOJIUTHK,
kauectBo obcykuBanus (Q0S), mpeobpasosanue ceTeBoix ampecos (NAT) u mpeobpasoBanue
anpecos moptoB (PAT) k kIaccupUIMPOBaHHBIM MTAKETAM.

Kpome Toro, cranmapTHbIe U pacIIMpeHHbIe CIIUCKU KOHTpods goctyna Cisco |OS moxHO
3a1aTh Ha HHTEp(eiicax MapUIPyTH3aTOPOB ISt KOHTPOIIs nocTyna (0e3onacHocTH). DyHKIMK
Cisco |0OS moryT ucnonb30BaThesl Ha HHTEpdeiicax B 3aJaHHOM HaNPaBICHUU (U1 BXOISIIETO
M UCXOsIIero Tpaduka). B aToM Moyiie onucsIBaeTCs PUHIKIT pabOThI CIIUCKOB KOHTPOJIS
JIOCTYTIA PA3IMYHBIX THIIOB, a TAK)KE HACTPOUWKA CIIMICKOB KOHTPOJISI mocTyma s | Pv4.

mMoayns

ITo oxoHYaHUU 3TOr0 MOAYJIA Bbl CMOKETC OIIPEACIIATH cIroco0 MMPUMCHCHHUS CITUCKAa KOHTPOJIA
AOCTYyIIa B 3aBUCUMOCTHU OT Tpe60BaHPII>i CCTH, a TAKIKC HACTPanUBATh, IPOBCPATHL U YCTPAHATH
HCIMOJIAAKH CIIMCKOB KOHTPOJIA JOCTYIIa B CCTU CPECAHCTO pasMepa. 9T0 3HA4YUT, 4YTO BEI
CMOKETE BBIIIOJIHATH CJICAYIOIINC 3a1a4m:

B ONHUCHIBATH PA3IMIHBIC THITBI CITUCKOB KOHTPOJIA noctyna as | Pv4;

B BBINOJHATH HACTPOWKY M YCTPAaHEHHE HEMONIAI0K CTAHAAPTHBIX M PACIINPEHHBIX,
MMEHOBAHHBIX U HYMEPOBaHHBIX CITUCKOB KOHTPOJIS JocTyma s | Pv4.
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3aHATUe 1‘

BBeneHune B CNUCKu
KOHTpONS AocTyna

O630p

UTo05! OIpeienTh HAaMTyUIIni CIIeHapUi BHEIPEHUS CIIICKOB KOHTPOJIS JOCTYTIA JJISl CETH
CisCO,BbI JOJKHBI TIOHUMATH CIIOCOOBI MPUMEHEHHUS CITMCKOB KOHTPOJIsI A0cTymna. CIHCKH
KOHTPOJIS JIOCTYTIa IPEJIararoT BaXKHbIC (DYHKIMH O€30MaCHOCTH U MO3BOJISIIOT (DUIBTPOBATH
MAaKeThl Ha BXOSIINX U UCXOIANINX UHTEepdeiicax MapIipyTU3aTopa.

B 3TOM 3aHATHH ONMHCBHIBAIOTCSI HEKOTOPBIC M3 CITOCOOOB MPUMEHEHHS CITUCKOB KOHTPOJIS
noctymna B cetsix CiSCO,IpUBOISITCS ONPEACTICHUS PA3THIHBIX THUIIOB CITMCKOB KOHTPOJIS
JOCTyIIa, a Takxke cBemeHus o ToM, Kak 110 Cisco |OSobpabarbiBaeT CIIMCKH KOHTPOJIS
JOCTYyTIA.

3agauu

ITo oxOHYaHUY PTOr0 3aHATHS BBl CMOXKETE OIMCHIBATH Pa3JINYHBIC THUIIBI CIMUCKOB KOHTPOJIA
AOCTYyIIa AJid IPv4.310 3HAYUT, YTO BBl CMOXKCTEC BBIINOJHATH CICAYIOIIMEC 3a0a4H.

OOBSICHATH HA3HAYCHHE CIICKOB KOHTPOJISA JOCTYTIA ¥ IPUBOIUTH PUMEPHI CUTYaIINH,
B KOTOPBIX HX CIIEAYET UCIOIB30BaTh;

OOBSACHSTH MMPUHITATI PAOOTHI BXOIAIINX W UCXOISAIIAX CITUCKOB KOHTPOJIS TOCTYTIA,

OIMCHIBATh HyMEPOBaHHbIE 1 UIMEHOBAaHHbIE, CTAHAAPTHHIC U PACUIMPEHHBIE CIIUCKU
KOHTpOJIst JocTyna s |IPv4,

OIMUCBhIBATH BPCMCHHBIC, pe(l)ﬂeKCI/IBHI:IC U TUHAMHWYCCKHUC CIIMCKU KOHTPOJIA JOCTYIIA,

WCIIOJTH30BaTh MIa0JIOHHBIE MAaCKH JUTS CO3MIAaHUS CITUCKOB KOHTPOJIS noctyna mis [Pv4.



O6Lwune cBegeHUs 0 cNUCKaX KOHTponA gocTyna

B sTtom pa3aciie OnmucChIBaCTCA Ha3HAUYCHUE CIIMCKOB KOHTPOJIA AOCTYIIA.

3a4eM HYXXHbl CMTUCKN KOHTpONS gocTyna?

5 Ly

172.16.0.0

KoHconb
g agMUHWUCTpaTopa

MHTepHeT

30108

172.17.0.0

= dunbTpauus: ynpasneHue IP-Tpadukom nytem punbTpaumm nakeTos,
NpoXoasLMX Yepes MapLUpyTU3aTop

= Knaccudukauus: ngeHtudmkaumna Tpadvka ans ocobon obpaboTtkm

PdunbTpaumsa
C yBeM9ICHUEM YHCIIa TTOMKITIOUEHUI MapIIpyTH3aTOpa K BHEIITHAM CETSM U PaCIIUPEHUEM
HCcTonb30BaHus IHTEpHETA, B IPOIIeAYpax KOHTPOIIS TOCTYIa BOSHUKAIOT HOBBIC TIPOOJIEMBI.
AI[MI/IHI/ICTpaTOpI:I CETHU CTAJIKUBAIOTCS CO CI0XKHOMI ,Z[PIJ'IGMMOﬁ: KaK 3aIllpe€TUTh HeKeIaTeNbHBII
TpaduK, HO TPH 3TOM obecTieunTh HeOOXOIUMBIN YpoBeHb focTyna. Hampumep, cincok
KOHTPOJIA JOCTYIId MOKHO MCIIOJIBb30BATh JJId NPECAOTBPAILICHUSA JOCTYIIA K CCKPETHBIM
JTAHHBIM TIOAICETH (PMHAHCOBOTO OT/IETIa U3 JPYTUX YaCTeH CETH.

Knaccudomkauums
MapipyTiu3aTtopbl TaKKe HCIONB3YIOT CITUCKH KOHTPOJIS JIOCTYIA ISl WACHTU(DUKAIUH
Tpaduka. Kak TONBKO CIIMCOK KOHTPOJISI JOCTYIA UACHTUDHUIUPYET U KIIaCCUPUIUPYET TpaduK,
BbI MOYKETE HACTPOUTH HHCTPYKIMHU 110 00pabOTKe 3TOro TpaduKa Ha MapIIpyTH3ATOPE.
Hanpumep, MOXHO UCTIONB30BATh CITUCOK KOHTPOJIS JOCTYIA TS HACHTH(DUKAIIMN TOICETH
PYKOBOJICTBA ¥ TIPHCBOCHHSI TOMY TpauKy MPUOPUTETA HAJ APYTUMHU TUTIAMH TpahuKa
B nieperpykeHnoM kanaiae WAN.
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CnocoObl NpMMEeHeHNA CNNCKOB
KOHTpoOnA gocrtyna: ¢pounbTpauus

[Nepegaqa NnakeToB Ha MHTepdeiic

=

301P_054

HocTyn no BupTyanbHoW NMHUKA TepmmnHana (IP)

= [IpUHATUE M OTKIIOHEHME MAKETOB, NPOXOAALLMX Yepes MapLLpyTM3aTop.

= PaspelueHne unu 3anpeT JocTyna K MapLLpyTM3aTopy uriu
C MapLupyTmnsaTopa 4epes nuHum VTY.

= He3 Cn1cKoB KOHTPONS 00CTyna BCe NakeTbl MOrn Obl nepegasarbCca BO
BCe 4acTu CeTw.

Cnucku KOHTPOJIA A0CTYyIa MpeajiararoT Ba)KHBIN HWHCTPYMCHT IJI1 KOHTPOJIA Tpa(l)I/IKa B CCTH.

q)I/I.TII:TpaI_II/I}I MaKETOB NOMOT'aCT KOHTPOJIMPOBATH NEPEMCIICHUEC MTAKCTOB 11O CCTU.
B cucremax Ciscocnmcku KOHTPOJIA AOCTyla MOI'yT 3apellaTh M pa3peuiaTh CICAYIOMCe:

B [IPOXOXKICHHE BXOAIIMX M UCXOISIINX MAKETOB Yepe3 yKa3aHHbIe HHTePHEHCh
MapIIpyTH3aTOpa U TPAH3UTHBIC ITOTOKH TpaduKa depe3 MapIipyTH3aToP;

B Bxomsmuil vim ucxonsmuii tpaduk Telnetaa moprax VTY s aiMUHHCTPHUPOBAHUS
MapIIpyTH3aTopa.

[To ymomuanuto Bech Bxoaammii 1 ucxonsmuii |IP-rpaduk paspemieH Ha Bcex naTepdeiicax
MapLIpyTHU3aTopa.

Kora MapiipyTu3atop oTOpackiBaeT MakeT, HEKOTOPhIC MPOTOKOJIBI BO3BPAIIAIOT

0CO0BIi MaKeT, COOOIIAIOIIHIA OTIPABUTEIIO, O TOM, YTO MECTO Ha3HAYECHHSI HEJJOCTYITHO.
Jlnst mpotokouia IP mpu OTKIIOHEHHH MaKeTa CIIMCKOM KOHTPOJIS JI0CTYIa B OTBET Ha 9X0-
3arpoc Bo3Bparaercs coobuienne «Destination unreachable (U.U.U.BotBer Ha 3ampoc
Traceroutesossparaercst coodmenue «Administratively prohibited (A * 1A)».
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CnocoObl NpMMeHeHNs CNNCKOB
KOHTpONA gocTtyna: kKnaccudukaumsa

ame

Ocobas obpaboTka Tpadmka Ha OCHOBE NMPOBEPKN MAKETOB

saunuen ICND2v1.0—6-

CrucKy KOHTPOJISL JIOCTYIa MOTYT KJIacCHU(DUITMpoBaTh U pa3nensath Tpaduk. Kimaccudukarms
MTO3BOJISIET IPUMEHSITh 0CO0YI0 00paboTKy K TpadHKy, 3aJaHHOMY B CITHCKE KOHTPOJISI
JIOCTYTIA, B YACTHOCTH:

B omnpeaessATh THI Tpaduka A mudposanus yepes VPN-nogkmouenue;

B OIpeneisaTh MapIIPyThl, KOTOPEIC TOJKHBI OBITH MEpepacipeeeHbl U3 OJJHOr0 POTOKOIIA
MapIIpyTH3AIUK B IPYTOH;

B KCTOJB30BaTh QGUIBTPALIUIO JUISI OTIPEICIICHHS MapIIPYTOB, KOTOPBIE JTOJKHBI OBITH
BKJIIOUEHBI B OOHOBIIEHHUS MapIIPYTHU3ALIMH, PACCHUIAEMBIE MEXKIY MapIIPyTH3aTOPaMH;

B KCIOJB30BaTh MapIIPyTHU3AIMIO HA OCHOBE MOJIUTHK JIJIsl ONpeieNieHns TruIa Tpaduka,
KOTOPBIH CIIeTyeT HalPaBUTh YEPE3 BhIACICHHBIN KaHAaT;

B KCIOJB30BaTh COBMECTHO ¢ peobpazoBanueM ceteBbix aapecoB (NAT) mis onpeneneHus
aJpecoB, KOTOPbIE HEOOXOIUMO MTPEOOPa30BaTh.
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MpuHUKMN paboTbl CNIUCKOB KOHTPONA AocTyna

B sToMm pazzene onmucsiBaeTCs MPUHIMI PabOTHI CIIUCKOB KOHTPOIIS JOCTYTIA.

MpuHUMN paboTbl UCXOASALLMX CTUCKOB
KOHTponsA gocryna

MNakeTsl Maket S0
ncxogsLlero v
nHTepdeica

pda. Bbibpatb
MCXOOALNA
uHTepcpeiic [Mposepka Vicxopsawme
Crpoka | MHCTPYKUMK uHTEpench
Tabnuuel ACL
?
apLupyTU3aLmuu > S
I MakeT
Het zl
Het ACL? PaspelumTs?,
Na
I [=]
8l
3

Ot1bpocuTb NakeT
YBEAOMUTL OTNpaBuTens
«Begpo» ana
oTbpacbiBaeMbIx ‘M

nakeToB

Ecnunnaket He COOTBETCTBYET XOTA Obl ogHON MHCTPYKLUMA
CMUCKa KOHTpONA AocTtyna, OH 0T6paCbIBaeTCFI.

CrHCKH KOHTPOJIS TOCTYTIA MPEACTABISIOT HAOOP MpaBHJI, KOTOPhIC 00SCIICUNBAIOT
JIOTIOJTHUTEIILHBIA KOHTPOJIb HaJl MAaKeTaMH, KOTOpbIE IPUHUMAIOTCS HHTepdeicam,
TPaH3UTHBIMH MAKETaAMH, KOTOPBIC MEPEAAIOTCS Yepe3 MaPIIPYTH3ATOP, & TAKIKE MAKETaAMH,
KOTOPBIC OTIIPABISIOTCS U3 HHTepdeiicoB MapuipyTuzatopa. CIHCKM KOHTPOJIS AOCTYyIa He
MPUMEHSIFOTCS K TTAKeTaM, CO3aHHbIM MapIipyTH3aTopoM. CIIHCKH MPEACTaBISIOT CO00i
HMHCTPYKIUH, OTIPECIISAIONINEe 00pab0TKy MOTOKOB Tpadrka Yepe3 yKazaHHbIC HHTEP(EHCHI
MapIpyTu3aTopa.

CrmcKy KOHTPOJIS TOCTyTa paboTaloT B IBYX PEKMMaX.

B Bxoasiue cnimcku KOHTPOJIS 10cTyna. Bxoasme nakeTsl 00padaTbiBatoTCs mepes
nepeHanpasieHIEM Ha UCXOISIIUI nHTepdeiic. Bxoasamuii cnicok KOHTPOIIS 10CTyma
3¢ PeKTHBEH, TaK KaK YMEHbBIIAeT 00beM CIyKeOHOH MH(POpPMAaLInH, CBA3aHHOH ¢ TOMCKOM
JTAHHBIX MapLIPYTH3ALMH, KOTOPBIH BBITIOIHIETCS, €CIIN NTAKET OTKIOHEH B Pe3yJIbTaTe
dbunsTparmyu. Ecau makeT yCIentHo MpoXoauT IMIPOBEPKH, OH IepenaeTcss Ha 00paboTKy
IUISL MapIIPYTH3ALHN.

m  Hcxoasimme cCIMCKH KOHTPOJISA qocTyna. Mcxoasiye nakeTsl HapaBIIsoTCs
B HCXOIAIINI HHTEpdeiic, a 3aTeM 00padaThIBAIOTCS UCXOASAIINM CITUCKOM KOHTPOJIS
JOCTYyTIA.
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NMpumep: UcxoaaLwmm CNMCOK KOHTpONs gocTyna

Ha pucynke npuBoauTcs mpuMep UCXOISMIEro CIMcKa KOHTpous goctyna. Korna naker
npuOBIBaeT Ha HHTEpQeElc, MapIIPyTU3ATOP MPOBEPSAET TaOIHIly MapIIPYTH3AIUU, YTOOBI
OTIPEENINTD, TOAJICKUT JIU IAaKeT MapIpyTH3auru. Eciu naker He moANe:KuT
MapUIpyTU3alHy, OH OTOpackIBaeTCs.

3areM MapIIpyTH3aTOpP MPOBEPSET, 3aIaH JIM HHTep(deiic Ha3HAUCHHS B CIIUCKE KOHTPOIIS
nocrymna. Eciiu uHTepdeiic He 3a1aH, aKeT OTIPABISCTCs B BRIX0AHOM Oydep. [Ipumepsr
PpaboThI UCXOAAIIETO CIIMCKA KOHTPOJIS TOCTyIA!

m  Eciu ucnons3yercs ucxonsmuii uatepgeiic SO,K0TophIii He 3a7aH B HCXOAAIIEM CITHCKE
KOHTpOJIE AOCTYIa, TaKeT OTHpasiseTcs B uHTepdetic SOHampaMyro.

m  Eciu ucnons3yercs ucxonsamuii uatepgeiic S1,koTopseiii 3a1aH B CIUCKE KOHTPOJIS
JIOCTYyIa, TAKEeT OTHpaBIsieTcs] B MHTEpec S1TONBKO MOCIie MPOBEPKH HA COOTBETCTBHE
WHCTPYKIUSAM CIIACKA KOHTPOJIS AOCTYTA. B 3aBUCUMOCTH OT pe3ynbTaTa MPOBEPKH MAKET
MIPHHUMAETCS FITH OTKIIOHSETCSI.

JU1 NCXOASIIIUX CITUCKOB KOHTPOJISI JOCTYTA MIPUHATHE O3HAYAET OTIPABKY ITaKeTa
B BBIXOZHOH Oydep, a OTKIOHEHHE — 0TOpachIBaHKE MTaKeTa.

NMpumep: UcxoasaLwwmm cnMCoK KOHTponsa aocTyna

[Ipu ncronp30BaHMH BXOAIIETO CITMCKA KOHTPOJIS TOCTYIA, KOT/Ia TAKEeT MPHOBIBAeT Ha
uHTEpdeiic, MapmpyTU3aTOP MPOBEPSET, 331aH JIM HHTepEiCc-UCTOYHHK B CITUCKE KOHTPOJIS
nocrymna. Ecnu uHTEpdeiic-MCTOYHNK HE 3a7]aH, MapUIpyTH3aTop MPOBEpsIeT TaOIuILy
MapIIpyTU3AIUK, YTOOBI OMPEIEIHUTh, TIOJICKUT JIH MAKeT MapiipyTu3anud. Ecinu naker

HE TIOJUICKUT MapIIpyTH3AIK, OH OTOpachIBaeTC.

[Tpumeps! pabOTHI BXOAALIETO CIIUCKA KOHTPOJIS OCTYIIA!

m  Eciu ucnonb3yeTcs Bxoasmiuit nutepdetic EQ, KoTopslii He 3a1aH BO BXOISIIEM CITUCKE
JOCTYyTIa, TTaKeT 00pabaThIBaeTCs Kak OOBIYHO. MapIipyTH3aTop MPOBEPSET, TOIICKUT
JIY TIAKeT MapIIpyTHU3AIUH.

®  Ecnu ucrionb3yeTcs ucxoasaimui uarepdeiic E1, koTopslii 3aaH BO BXOASIIEM CITUCKE
KOHTPOJIS JIOCTYTIA, ITAKET OTIpaBisieTcs B uHTepdeiic E1Tompko nocie npoBepku Ha
COOTBETCTBHE MHCTPYKIUSAM CIIUCKA KOHTPOJIS AoCcTyna. B 3aBUCUMOCTH OT pe3ynbTara
MIPOBEPKH TAKET MPUHUMACTCS WITH OTKJIIOHSETCS.

JJ1st ICXOASIINX CTIMCKOB KOHTPOJIS AOCTYIIA IPUHATHE O3HAYAEeT MPOJOIDKEHNE 00padoTKU
MaKeTa MocJie ero MoMy4eHHs Ha BXOSIIeM HHTepdelice, a OTKIIOHEHHE — 0TOpachIBaHHE MAKETA.

6-8 Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



CnucoK NnpoBepoK: NPUHATb
UM OTKIOHUTDb

MNakeTbl Ha NHTEepdeirc unu
WHTepdeiickl B rpynne AocTyna

MecTo HasHa4yeHus

WHTepdeic nnn g
UHTepdeicbl &

«Begpo» ona
OTﬁpaCbIBQEMbIX

NnakeToB Tl@

Ecnuv He coBnagaer,
3anpeTuTbL BCce

WHCTpyKIMM CIIMCKOB KOHTPOJISA AOCTYIIA BHIITOTHSIOTCS B JIOTHYECKOHN ITOCIIEI0BATEIHHOCTH.
OHH OLIEHWBAIOT MAKETHI CBEPXY BHU3 MO OJTHOM MHCTPYKIMH 32 pa3. Eciu 3aroioBok makera
COOTBETCTBYET MHCTPYKIIMH CIFICKA KOHTPOJIS IOCTYTIA, OCTATbHBIE MHCTPYKIIH POITyCKaeTCs,
Y TIaKeT MPUHUMAETCS WM OTKIIOHAETCS, B 3aBUCUMOCTH OT UHCTPYKUUU. Eciu 3aronoBok
MaKeTa He COOTBETCTBYET MHCTPYKLIMHU CIIMCKA KOHTPOJISI JOCTYTIA, MMAKET MPOBEPsIeTCA Ha
COOTBETCTBHUE CIIECAYIONIECH HHCTPYKIIMU B CIIUCKE. DTOT MPOLECC MOBTOPSIETCS, MTOKA HE
JOXOJHNT JI0 KOHIIA CTIMCKA HHCTPYKIINH.

[Tocnemusist MHCTPYKIIMS OXBAaTHIBAET BCE MAKETHI, HE YAOBIECTBOPSIOIINE YCIOBHUSIM IPOBEPKH.
3TO yCIIOBHE MTPOBEPKH COOTBETCTBYET BCEM OCTABIIUMCS MTAKETaM M MHULIMUPYET MHCTPYKITHIO
OTKJIOHHUTH». MapipyTH3aTop oTOpachiBaeT BCE OCTABLIMECS AKETH, HE TiepeaBast HxX

B MHTepQelc nim u3 naTepdeiica. ITa MociaeJHsA MHCTPYKIMS YaCTO HAa3bIBACTCS HHCTPYKIHEH
«OTKJIOHHUTH Bce». M3-3a 3TON MHCTPYKIMU CITUCOK KOHTPOJISI JOCTYMA JOJKEH UMETh XOTs OBl
OJTHY pa3pemniaronyro HHCTPYKIIMIO, B IPOTHBHOM cJIydae OH OyJIeT OTKIIOHSTH Bech Tpaduk.

CIUCOK KOHTPOJIS IOCTYIa MOYKHO MPUMEHHUTh K HECKOJILKUM HHTepeiicaMm. OHaKo Juist
Ka)XI0r0 IPOTOKOJIA, HAPABJICHN U HHTEpdeiica MOKHO 3a/1aTh TOJIBKO OJIMH CITHCOK
KOHTPOJIS JOCTyTA.
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Tunbl CNUCKOB KOHTPOJIA AOCTYyNa

B sTOM paszzmene ommchIBaIOTCS pa3IUYHbIE THUIIBI CIIICKOB KOHTPOJIA AocTyma s |IPv4
W METOJIbI UX UJICHTH()UKAIHH.

Tunbl CNMCKOB KOHTPOSA AOCTyna

= CTaHOapTHbIE CMMUCKN KOHTPONSA AoCTyna
— MpoBepstoT agpec NCTOYHMKA

— Kak npasuno npMHUMatoT Unn OTKITOHSIIOT MNOMHbIA NakeT
NPOTOKOJ10B

= PaclimMpeHHble CNUCKM KOHTP OIS gocTyna
— lMpoBepsatoT agpeca UCTOYHMKA U HasHaYeHUs

— Kak npaBuno, npyHMMatoT NN OTKITOHAIOT OTAErNbHbIE MPOTOKOSbI
N NpunoxeHus

" ,D,J'IFI VILI,eHTMd)VIKaLWIVI CTaHOapPTHbIX N paClUUPEHHbIX
CMUCKOB KOHTPOITA AO0CTYNa UCNOJb3yHTCA ABa MeToAa:
— HymepoBaHHbIe CrUCKU KOHTPOISt AOCTYNa UCMONb3YT HOMEP
— VIMeHoBaHHbIE CMNCKA UCMOMb3YHOT ONUCaTENbHOE UMSI UMW HOMEP

Croucku KOHTPOJIA JOCTYIIa MOKHO PasaCJIUTh Ha CICOYIOIINE TUIIBI.

B  CraHaapTHble CIMCKU KOHTPOJIs aoctyna. CTaHoapTHBIC CIIUCKU KOHTPOJIS
JIOCTyTIa 1o MpoToKoy |P mpoBepsIoT afpeca NCTOYHUKOB MapIIPYTU3UPYEMBIX ITAKETOB.
B pesynbTaTe naHHble MOJHOrO MaKeTa MPOTOKOJIOB MPUHUMAIOTCS UIIM OTKIOHSIOTCS
B 3aBUCHUMOCTH OT |P-ampeca ceTH-uCTOYHMKA, TTOACETH WA XOCTa.

®  PacmmpeHHbIe CHUCKU KOHTPOJISI 0cTyna. PacimupeHHble CTUCKH KOHTPOJIS JOCTYIa
MPOBEPSIOT aJpeca UCTOYHUKA M HA3HAYCHHUS, IPOTOKOIIBI, HOMepa IMOPTOB U IPyTHUE
napaMmeTpsl, 9To 00eCIeUnBaeT aIMUHUCTPATOPAM JOMOJTHUTEIEHYIO THOKOCTh
Y KOHTPOITb.

CyimecTByeT JBa TUIA HICHTU(PUKAIIUN CTAaHAAPTHBIX U PACIIMPEHHBIX CITUCKOB KOHTPOJIS
JOCTyTIA!
B HyMEpOBaHHBIE CIIHICKH KOHTPOJS JOCTYIa UCTIOIB3YIOT HOMED;,

B MMCHOBAHHBIC CIIMCKH MCHOJIB3YIOT OIUCATCIIBHOC MM NJIM HOMEP.
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|
MaeHTndpukauma CnMCKOB KOHTPONS

aocTtyna
Tun IPv4 ACL [nana3oH HoMepoB/MAEHTUMKATOP
CTtaHgapTHas Hymepauus 1-99, 1300-1999
PaclumpeHHan Hymepauua 100-199, 2000-2699
MimeHoBaHWe (cTaHaapTHoe Nmsa .
N paclLUMpPeHHOoE) o,
]

= CTaHAapTHble HYMepoBaHHble cnncku IPv4 (1-99) npoBepstoT COCTosaHME
Bcex |IP-nakeToB, OTNpaBMEHHbIX C YKa3aHHOro agpeca UCTOMHUMKA.
[ob6aBneHHbIN AnanasoH (1300-1999).

= PaclwmpeHHble HymepoBaHHble cnucky |Pv4 (100-199) npoBepsitoT COCTOsIHNE
a[peCcoB UCTOYHUKA M Ha3HaYeHus, oTaenbHble npoTokonbl TCP/IP n nopthl
Ha3HaveHus. [JobaeneHHbIV AManasoH (2000-2699).

* /IMeHOBaHHble CMUCKWN KOHTPOSIA AOCTyna No3BONSAT MaeHTuduumMposaTs
cTaHdapTHbIe U pacLUMPeEHHbIe CMNCKM KOHTPONSA AocTyna no npoTtokony IP
C NOMOLLb0 Oy KBEHHO-L, 1t pOBOVI CTPOKM (MMEHMN).

UoeHTUdMKaLmMa CNNCKOB KOHTPONS Aoctyna

[Ipu co3garnn HyMEepOBaHHOTO CITUCKA KOHTPOJIS TOCTYIa B KAYECTBE MEPBOTO apTryMeHTa
ro0abHON MHCTPYKIIMU CITUCKA KOHTPOIIS IOCTYIIA BBOJUTCS HOMEp. Y CIIOBHS TIPOBEPKH
3aBUCST OT TOTO, Ha KAKOM THUI CIIHCKA KOHTPOJIS TOCTYIA YKa3bIBaeT HOMEP — CTaHIaPTHBIM
WM PacIIUPEHHBIMH.

J1st KaxA0ro MPOTOKOJIa MOKHO CO37]aTh HECKOJIBKO CITIMCKOB KOHTpoIsA qoctyna. Homepa
CITUCKOB KOHTPOJIS JOCTYyTA JJISl JAHHOTO MPOTOKOJIA TOJDKHBI OBITh pa3sHbIMUA. OTHAKO IS
Ka)KIIOTO TIPOTOKOJIA, HAIIPABIICHUS U HHTEpQeiica MOKHO 3a4aTh TOJIHKO OJUH CIHCOK
KOHTPOJIS JOCTyTIA.

Howmepa crinckoB ot 1 10 99u ot 1 30010 1 999nacTpanBaloT MappyTU3aTOp Ha IPUHSATHE
WHCTPYKLHUI CTAaHAAPTHOTO HyMEPOBAaHHOT'O CIMCKa KOHTpous goctyna ais |IPv4. Homepa
cruckoB oT 10010 1991 ot 2 000m0 2 699HacTpanBaoT MapIIpyTH3aTOp HAa IPUHITHE
WHCTPYKITHH pacIiipeHHOT0 HYMEPOBAHHOTO CITMCKA KOHTPOJIS qoctyna ais [Pv4.

B Tabnure HIKE peAcTaBIeHBl pa3IUYHbIe JUATa30HB HOMEPOB CIIMCKOB KOHTPOJIS TOCTyIa
JUTS K&YKIO0TO TIPOTOKOJIA.
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Homepa cnuckoB KOHTpOrsi 4OCTYNa No NpoToKonam

MpoTokon Owana3oH

IP 1-99
PacwupeHHbin IP 100 - 199
Koa tuna Ethernet 200 - 299
Ethernet-agpec 700 — 799
Transparent bridging (Tun npoTokona) 200 - 299
Transparent bridging (kog npoussoauTens) 700 — 799
Extended transparent bridging 1100-1199
DECnet n Extended DECnet 300 - 399
Xerox Network Services (XNS) 400 — 499
Extended XNS 500 — 599
AppleTalk 600 — 699
Source-route bridging (Tun npoTokona) 200 - 299
Source-route bridging (kog npon3soguTens) 700 — 799
Internetwork packet exchange (IPX) 800 — 899
Extended IPX 900 — 999
IPX Service Advertisement Protocol (SAP) 1000-1099
Standard Banyan Virtual Integrated Network 1-100
Service (VINES)

Extended Banyan VINES 101 - 200
Simple Banyan VINES 201 - 300
CraHpgapTHbIv IP (YBENMYEHHbIV AnanasoH) 1300-1999
PacwupeHHbin IP (yBennyeHHbIn ananasoH) 2000 -2 099

MpumeyanHme HaumHas ¢ Bepcum Cisco 10S 12.0, gmana3oHbl HOMEPOB CMMCKOB KOHTPOMS
poctyna ans 1Pv4 6einm pacwumpensbl. Kak nokasaHo B Tabnuue, K auana3oHy HOMEpPOoB
CTaHAapTHbIX cnuckoB ans IPv4 pobaeneHbl Homepa oT 1 300 oo 1 999 u k ananasoHy
pacLumpeHHbIx cnuckoB ans IPv4 nobaeneHsl Homepa ot 2 000 go 2 099.

HMeHOBaHHBIC CITUCKU KOHTPOJIS JIOCTYIIA MTO3BOJISIFOT UIACHTU(DUIIMPOBATH CTaHJAPTHHIC
Y paclIMpeHHbBIE CIIUCKHU KOHTPOJIS JOCTYIIA IO TPOoToKoIy |P ¢ moMoIneio OyKBEeHHO-
UGPOBOI CTPOKH (MMEHU) BMECTO HOMepa. IMEHOBaHHBIE CITUCKU KOHTPOJISI JOCTYIA
o nporokoiy |P nmpeanararoT JOMONHATEIbHYIO THOKOCTh IPU PabOoTe C 3alMCSIMHU.
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|
NocnepoBaTtenbHaa HymMepauus 3anucen
CMUCKOB AocTyna no npotokony IP

= Tpebyet Bepcum Cisco 10S 12.3

= Mo3BonAeT U3MEHATb NOPAAOK UHCTPYKLMIA CMIUCKOB KOHTPO IS
[OCTyna C NoMoLLblo nocrnefoBaTenbHbIX HOMEpPOB

— B Bepcusax, npegwecteyowmx Cisco 10S 12.3, ans cosgaHus
WHCTPYKLWUA CMNCKOB KOHTPOMSA JOCTyNa MCronb3oeancd
TEKCTOBbIN pedakTop, Nocse Yero MHCTPYKLUMM KOMMpoBanmch
B MapLUpyTM3aTop B HY>KHOM MOpsiaKe.

= [No3BonseT yOanaTb otAaesNbHble NHCTPYKUUK CMUCKa KOHTPOA
JocTyna, ncnosnb3ys nocriegoBaTerbHbIA HOMEepP

— [Ans nMeHoBaHHbIX CNCKoB AocTyna B Bepcusx MO,
npegwecTayowmx Cisco I0S 12.3, ana yaoaneHnss otaenbHom
WHCTPYKUUM ncnomnb3yeTca komaHga no {deny | permit} protocol
source source-wildcard destination destination-wildcard.

— [ns HyMepoBaHHbIX CMUCKOB AocTyna B Bepcusix MO,
npegwecTByoWwnx Cisco I0S 12.3, HeobxoaMmo yganuTb BeCb
CMWUCOK KOHTPONS AoCTyna Ans yAaneHns ogHON UHCTPYKLMK.

[TocnenoBatenbHas HyMepanus 3arvceil CIMMCKOB AOCTYIA 0 poTokory |IP mpemmaraet
HECKOJIbKO IPEUMYIIECTB!

B BBl MOXKETE U3MEHSThH MOPSAAOK HHCTPYKIIUH CIIUCKOB KOHTPOJIS IOCTYIIA,;

B BbI MOXCTC YAAIATh OTACIBHBIC MHCTPYKIMU U3 CIIMCKA KOHTPOJIA JOCTYyIa.

MecTo yCTaHOBKH JOTIONHEHHH B CIIUCKH KOHTPOJIS TOCTYIIA 3aBUCUT OT TOTO, UCIIOIb3yETe
JIM BBI MTOCTICIOBATENIbHYIO HyMepaluio. [TocnenoBaTenbHas HyMepalys He MO IIep KUBacTCs
B Bepcusx 110, npeamectyronmx Cisco 10S 12.3[1osToMy BCe AOMOTHEHUS U3 PAHHUX
Bepcuii [10 momenmaroTcs: B KOHEI] CIIICKa KOHTPOJIS TOCTYTIA.

IMoceoBarenbHas HyMeparlysl 3al1cel CIIMCKa KOHTPOJIS I0CTYIA 110 TpoTokoity |P —HoBas
¢dysxms [10 Cisco I0Skotopas mo3BoIIsieT J00aBIATh, YIAISTh K H3MEHSTh TIOPSIOK
uHcTpykiwii B ciimcke I[P ACL. Haunnas ¢ Bepcuu Cisco I0S 12.30noaHeHus MOKHO
YCTaHaBJIMBATh B JII0O0OE MECTO CIHMCKA KOHTPOJIS AOCTYIIA, HCIIOJIB3YS MOCIeJ0BaTeIbHBIN HOMED.

B Bepcusix, npeamectyrommx Cisco 10S 12.3r01pK0 MMEHOBaHHBIE CITUCKH KOHTPOJIS
IOCTYyIIa JOITyCKaM yIalleHHe OTAeIbHBIX HHCTPYKIMIA ¢ TOMOIIsI0 KoMarae {deny | permit}
protocol source source-wildcard destination destination-wildcard, mapamerpsr protocol

sour ce sour ce-wildcard destination destination-wildcard cooTBeTcTBYIOT yansemMoii CTpoke.
JI1st HyMEpOBaHHBIX CIIMCKOB TIOTPE0OBAIOCH OBl yaleHHE M TIOBTOPHOE CO3JIaHUE CIHCKA

C HYXKHbIMHU HHCTpyKuusiMu. Haunnas ¢ Bepcun Cisco |OS 12.3105kHO0 UCTIONb30BaTh
KOMaH[y NO nociedogamenbHulil Homep IS yIAeHHs YKa3aHHOW 3aIiCH CITUCKA JIOCTYTIA.
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WHCTpYKUMM NO HACTPOMKE CNUCKOB
KOHTpoOnsi gocTtyna

= CTaHgapTHble M pacluMpeHHble CNUCKK onpeaensioT AaHHble, KOTopble
HeobxooMMo huUnNbTPOBaTh.

= [lonyckaeTcsa ncnonb3oBaHWe TOMbKO OAHOr0 CNMCKa KOHTPONA AocTyna Ha
NPOTOKO, HanpaBneHne unm nHtepdenc.

= opaaok MHCTPYKLWIA CANCKOB AOCTyna ofnpefensieT nopsifgok npoBepku, nosTomy
6ornee KOHKPETHbIE MHCTPYKLMUW OOMKHbI HAXOQUTLCS B Havane cnvcka.

= [MocnegHsa npoBepka cnvcka AocTyna Bceraa npeacTaBnsieT UHCTPYKUMIO
«OTKIOHNTb BCE», MO3ITOMY KaXKAbIA CMUCOK AOIDKEH codepaTb XoTs 6bl ogHy
paspeLuL aloLLyt0 MHCTPYKLMIO.

= Cnucku goctyna cosgarTcd rnobanbHo, a 3aTeM akTMBMpYeTCa Ha MHTepdencax
Onsa punbTpauum BXo4sLWero n ncxogsawero Tpaguka.

= Cnucok goctyna MoXeT punbTpoBaTh TpaduK, NPOXOASLLMIA Yepes
MapLL pyTmM3aTop, a TakKe BXOOAWMN U ncxoadaiwmni Tpacduk, B 3aBMCUMOCTH
OT TOro, B KAKOM PeXVMe OH MCMOMb3yeTCs.

- I'IpM YCTaHOBKE CNUCKa AocTyna B CETU:
- yCTaHaBJ‘IMBaﬁTe paCLLIVIpeHHbIVI CNUCOK gocTtyna 6nwke K NCTOYHUKY
- yCTaHaBJ‘IMBaﬁTe CTaH,D,apTHbIVI CMNMNCOK gocTtyna onwxe K MEeCTy Ha3Ha4YeHuaA

KayecTBeHHO CIpOEKTUPOBAHHBIN M BHEJIPEHHBIN CIIUCOK KOHTPOJIA JIOCTYNa — BaXKHBIN
KOMITOHEHT 0€30MacHOCTH ceTH. UTOObI JOOUTHCS TPeOYEMBIX PE3YJIbTATOB MPH CO3IAHIH
CIHCKOB, CIEyWTe CIEAYIOIINM HHCTPYKITUSIM:

B COOTBCTCTBHU C YCIIOBUAMU IIPOBCPKU BI:I6€pI/ITC CTaH,I[apTHBIfI nim paCMHpCHHBIﬁ,
MMEHOBAHHBIA WIIH HyMepOBaHHBIfI CIIUCOK KOHTPOJIS JOCTYIIA,

JOMYCKaeTCs UCHOIb30BaHUE TOJIBKO OJHOIO CIIMCKA KOHTPOJIA JOCTYIa Ha MPOTOKOI,
HarpaBJIeHHe WK UHTepdeiic, NCITOIb30BaHNE HECKOJIBKIX CIIUCKOB KOHTPOJIS JOCTYIIA
Ha uHTepdeiic pa3pemaetcsi, Ho OHU JIOJDKHBI OBITh 33JJaHbI JUIsl Pa3HBIX MMPOTOKOJIOB WIIH
HarnpapJICHUH;

CIMCOK KOHTPOJIS JOCTYIIA JIOJDKEH ObITh OPraHU30BaH JJIsi 00pa0OTKU CBEPXY BHU3;
CO3/1aBaliTe CIIUCOK TaK, YTOOBI 00JICe KOHKPETHBIC CCHIIKM Ha CETH WU MOJICETH
HaXOJWINCH 10 0oJiee OOIIUX CChUIOK, IOMECTUTE YCIIOBUS, KOTOPHIE BCTPEUAIOTCS
garie rmepes 0oyee peaAKuMH YCIOBUSIMU,

B KOHIIC CIIMCKAa KOHTPOJIAA JOCTYyIA JOJDKHA IPUCYTCTBOBATH MHCTPYKIMS «OTKJIIOHHUTH BCE>,

— €CJIM B KOHIIEC CIIMCKAa KOHTPOJISI TOCTYIIAa HE 33/laHa MHCTPYKIIHS <Pa3pEIIuTh BCE»,
0 YMOJYaHUIO CITUCOK KOHTPOJIS JOCTYIa OYACT OTKIIOHSTH BeCh Tpauk, HE
COOTBETCTBYIOIIHNI XOTsI OBl OJTHOW U3 €r0 HHCTPYKIINH;

—  mo0OoM CTIMCOK KOHTPOJIS AOCTYIIA JIOJDKCH COJEPIKATh XOTs ObI OJTHY pa3pelIarolyto
WHCTPYKLHIO, B IPOTUBHOM CITy4dae OYAET OTKIOHSITHCS BeCh TpaduK.

CIIUCOK KOHTPOJIS TOCTYIa HEOOXO0ANMO CO3/1aTh, IEpel aKTUBAIINCH Ha HHTepdeiice;
B OonpmucTBe Bepenii I10 Cisco |0SunTtepdeiic ¢ MyCcTHIM CITUCKOM KOHTPOIIS TOCTYIIA
MPUHUMAET BeCh TpaduK;

6-14

Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



B B 3aBHCHMOCTH OT CII0c00a aKTHBAIMU CITMCKA KOHTPOJIS 0CTyMa, OH (GuibTpyeT
Tpa¥K, KOTOPHIH NPOXOANT Yepe3 MapIIpyTH3aTOpP, TpahuK KOTOPHIH IPHHUMACTCS
MapIIpyTU3aTOPOM HIH TpaduK, KOTOPBIH OTIIPABIISAETCS MapUIPYTH3aTOPOM (HAaIpHMeED,
BXOJAIIMI U ucxosuid Tpaduk muaun VTY);

B Kak IPaBWIO, PACUIMPEHHBIEC CIUCKU KOHTPOJIS JOCTYyTA CIEAYeT yCTAHABIMBATH KaK
MO’KHO OJIKe K MICTOYHHKY Tpaduka, KOTOPbIii HEOOXOJMMO OTKIIOHHUTH; TOCKOJIBKY
CTaHJAPTHBIE CITUCKU KOHTPOJIS TOCTyIa HE BKIIOYAIOT agpeca Ha3HAUYEHUs, UX CIeayeT
YCTaHaBIUBATh KaKk MOYKHO K MECTy Ha3Ha4eHUs Tpaduka, KOTOPHIil HeOOX0 MO
OTKJIOHHUTB, YTOOBI HCTOYHUK MOT 00pamiaTbcs K MPOMEKYTOUHBIM CETSIM.
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OononHuTenbHbIe TUMNbI CMUCKOB KOHTPONA
AocTyna

B 9TOM pasjerie OMUCHIBAIOTCS IOTOHUTEIBHBIC THITBI CIIUCKOB KOHTPOJIS OCTYIIA
(muHaMuueckue, pedIeKCUBHBIE M BPEMEHHEIE).

OuHamMmunyeckue CNMCKU KOHTpOnNA
pocTtyna

1) Mcnonbayii Telnet Ans coeAMHEHUs ¢ MapLIPYTU3aTOPOM
W ayTeHTUpUKaymum

4.2 &S

2) Ucnoneayit FTP, HTTP gna 6eicTporo g
COEAVMHEHMWA C CEPBEPOM

[dnHammnyeckme cnMcik KOHTPONA 40CTyNa (3aMOK U KIoY):
Monb3oBatenu, KoTopble MblTalTCA Nepeaatb AaHHble Yepes
MapLLpyT13aTop, BrokupyoTCs, NoKa OHW He NoAKMNYaTes

K MapLupyTu3atopy Yepe3 Telnet n He ayTeHTUdDMLMPYLOTCS.

CranmapTHBIE U pacIIMPEHHBIE CITUCKU KOHTPOJIS TIOCTYTIa MOTYT CTaTh OCHOBOM st
JIOTIOJTHUTEINILHBIX THIIOB, 00ECTICYMBAIOINX JIOTIOIHUTENbHBIC (PYHKITHOHALHBIE
BO3MOXHOCTH. [[OMOTHUTENbHBIC CIUCKK KOHTPOJIS IOCTYTIA:

B TUHAMHUYCCKHUC CIIMCKHA KOHTPOJA IOCTyHa (3aMOK u KJ'IIO‘l),
L pe(l)ﬂeKCI/IBHBIC COUCKHU KOHTPOJIA JOCTYyIa,

B BpEMEHHBIEC CITUCKU KOHTPOJS OCTYTIA.

OuHamMuyeckne CnnckKu KOHTpPONA AocTtyna

JInHaMUYECKHEe CITUCKH KOHTPOJIS TOCTYIA 3aBUCAT OT BO3MOXHOCTE#H nmojakiroueHus Telnet,
ayTeHTU(UKAIMU (JIOKATHHOW WK YAAJCHHOM) M PACIIMPEHHBIX CIIMCKOB KOHTPOJIS TOCTYTIA.
Hactpoiika «imroya v 3aMKa» HAYUHACTCS C BHEPCHUS PACIIMPEHHOTO CITUCKA KOHTPOJIS
JOCTyTIa JJis OJIOKUPOBKH TpaduKa, MPOXOASIIEro Yepe3 Mapiipytusarop. [lonp3oBareny,
KOTOPBIC MBITAIOTCS TIepeIaTh JaHHBIC Yepe3 MapIIPyTH3ATOP, OJIOKUPYIOTCS PaCIIHPEHHBIM
CIIUCKOM KOHTPOJIS TOCTYTIa, MOKA OHK HE MOKIIFOYATCs K MapiipyTusaTopy depes Telnet

1 He ayTeHTUGHUIHUpyIoTcs. 3ateM TelnetfiogkmoueHne cOpackIBaeTCs U K CYIIECTBYIONEMY
PaCIIUPEHHOMY CIHCKY KOHTPOJIS JOCTYIIA JOOABIISETCS HOBBIH JUHAMHYCECKUI CITUCOK

¢ oxHoM 3anmuchio. OH mpomyckaeT TpaduK B TSUCHUE OMPEIEICHHOTO IIEPHOa BPEMCHH,
MOJKHO 33/1aTh KaK Mepruo/1 0e3AeUCTBUS TaK ¥ aOCOIIOTHOE 3HAUCHUE BPEMEHU OXKHUIaHUS.
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Korpa cneanyeT ncnonb3oBatb AMHaAMU4YeCKne CNMUCKN KOHTPONA AgocTtyna

HeKOTOpBIC U3 IIPpUYUH, 10 KOTOPBIM CJICAYCT BHCAPUTH Z[I/IHaMI/IHCCKI/If/’I CIIUCOK KOHTPOJIA
AOCTYyIIa, NPUBOAATCA HUXKC.

®  Vcronp3yiTe TUHAMWYECKUAN CITUCOK KOHTPOJIS IOCTYIIA, €CITH HEOOXOAUMO, YTOOBI
yAaNeHHBIN TO0Ih30BaTEh WIIH TPYIIIA IT0JIb30BaTeNeH OMYUYHIIN JOCTYI K CETH
C yIaJleHHBIX X0CTOB uepe3 MHTepHeT. J[nHaMIuecknii ClIMCOK A0CTyMa ayTeHTU(DUITUPYET
MOJIL30BAaTEIICH U pa3peliacT OrpaHYeHHBIN TOCTYI Yepe3 OpaHaMay p-MapIpyTH3aTop
K XOCTY WJIH MOJCETH B TEUCHUE KOHEYHOTO MEePHO0/ia BPEMEHHU.

®  lcnonp3yiTe AMHAMHYECKHHA CIIMCOK KOHTPOJIS JOCTYIA, €CJIM He00X0AUMO, YTOOBI
MOZAMHOXECTBO XOCTOB JIOKAJILHOM CETH MOIYYMIIO JOCTYI K XOCTY B YAAJICHHOMH ceTH,
3aIAIEHHON OpanaMay poM. JIMHAMIYEeCKHil CIIFCOK TOCTYIIA TTO3BOJISET Pa3pelInTh
JOCTYTI K YIQJIECHHOMY XOCTY TOJIBKO 33/IaHHOMY Ha0OpY JTOKAJIFHBIX XOCTOB.
JlMHAMHUYECKH CIIMCOK TocTymna TpedyeT ayreHTH(ukamun yepe3 cepsep TACACS+
WK APYTOH cepBep 0€30MacHOCTH AJIS MPEJOCTABICHHS JOCTYIIA JIOKAIBHBIX XOCTOB
K yJIaJICHHBIM XOCTaM.

I'Ipeumyu.l,eCTBa AVHaMN4YeCKUX CMMUCKOB KOHTpPOJNA AOCTyna

JlmHaMuYecKue CIMCKHU KOHTPOJIS IOCTYIA MPEAIaraioT CIeAyIoNne MPEeNMYyIIIeCcTBa
JUTSL CUCTEMBI 0€30TTaCHOCTH 10 CPABHEHHIO CO CTAaHAAPTHBIMU M CTATHIECKUMU
pacCIIPEeHHBIMH CITUCKAMHU!

B KCHOJB30BAaHHE MEXaHW3Ma BBI30BA [T ayTeHTU(HUKAIMU OTACIBHBIX MOJB30BaTEIICH;
B YIPOIIEHHOE YIPaBIEHUE B KPYITHBIX HHTEPCETX;

B BO MHOTHUX CiydYasi 00ecleUnBaeT CHIDKEHUE 00beMa BBIYUCICHUH Ha MapIIpyTH3aToOpe,
B KOTOPOM HY>KIAIOTCSI CITUCKK KOHTPOJIS TOCTYIIA,

B CHMJXKCHHC BEPOSITHOCTH B3JIOMA CCTH XaKepaMU,

B MHAMUYECKHH JOCTYII OJIK30BATENs Yepe3 OpaHaMaysp, He MOABEPraroInuii pUCKy
JpyTHe OTPAaHUYCHUS OC30MaCHOCTH.

Mpumep AMHaMU4ecKOro cnUcka KOHTPOIs AocTyna

XoTs noHAs KOHQUTYpalHs JUHAMHYECKOTO CITUCKA KOHTPOJIS IOCTYIAa HE paccMaTpUBaeTCs
B 3TOM Kypce, B IpUMepe HIKE OMMCBHIBAIOTCS OCHOBHBIE ACUCTBUS ISl HACTPOWKH TaKOTO
CIHCKa KOHTPOJIS TOCTYTIA.

Crenyroniast KOHQHUTYpaIUs CO3/IaCT UM TI0JIL30BATEINS U MAPOJIb JIJIS ayTeHTHQUKAIUH.
Bpewms Oe3neticTBus yctaHoBaeHo Ha 10 MUHYT.

Rout er X(confi g) #user name test password O test
Rout er X( confi g) #user nane test autocommand access-enabl e host
ti meout 10

Crenyromiast KOH(GUrypamys MO3BOJISIET MOJIb30BATENSIM OTKPHITH ceaHe Telnet
C MapILIPyTHU3aTOPOM JUTS ayTeHTU(UKALIMK U OJIOKUPYET BECh OCTabHON Tpaduk.

Rout er X(confi g) #access-list 101 permit tcp any host 10.1.1.1
eq tel net

Rout er X(confi g) #i nterface Ethernet0/0

Rout er X(config-if)#i p address 10.1.1.1 255.255.255.0 ip
access-group 101 in
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Crenyromiast KOHQUTypaLus cO3AaeT TUHAMUYECKUI CICOK KOHTPOJIS IOCTYIa, KOTOPBIi
OyneT aBTOMaTHYECKHU MMPUMEHSTHCS K CYHIECTBYIOIIEMY CIMCKY access-list 10Banano
abcomoTHOE BpeMs OKUIaHus 15 MUHYT.

Rout er X(confi g) #access-1ist 101 dynamic testlist tinmeout 15
permt ip 10.1.1.0 0.0.0.255 172.16.1.0 0.0.0. 255

Canenytoriast KOHQUIYpaLUs BKIOYACT ayTEHTU(DUKAIMIO TI0Ih30BATEICH, IIBITAIOIIMXCS
OTKpPHITE ceac Telnetc mapmipyruzaTopom.

Rout er X(config)#line vty 0 4
Rout er X(config-1ine)#l ogin | ocal
[ocne co3manus aTUX KOHPHUTypauui, koraa mons3osatens 10.1.1. 2ycienHo co3naeT ceanc

Telnetc unrepgeiicom 10.1.1.1 ipuMeHsieTcss JTMHAMUYECKHIA CIIMCOK TOCTYIA. 3aTeM CeaHC
cOpachiBaeTCs ¥ ONIb30BaTeNb MOMyvaeT focTym K cetu 172.16.1.x.
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PednekcnBHbIe CMUCKU KOHTpONSA
aocTtyna

Bxopgawmnin Tpaduk
WHWULMMPOBaHHbIN
CHapY»wu

.
Bxopgawwmia Tpacduk

MHULWMPOBAHHEIM U3HYTPU

RIP_ES

PednekcnBHble cnvckun KOHTpons goctyna: PaspelualoT ncxogsawmm
Tpaduk 1 GrokMpyroT BXOAALUMI B OTBET Ha CEAHCbI, OTKPbITblE
C MapLupyTusaropa

Pe(bneKCVIBHbIe CMNCKN KOHTpPOJIA AOCTYyNna

PediekcrBHBIE CIMCKH KOHTPOJISL JOCTYyIa odecneunBatoT GuibTpaluio |P-makeTos

B COOTBETCTBHH C JJAHHBIMHU CE€aHCa BEPXHETro YpoBHs. OHH UCIIOIB3YIOTCS ISl pa3pelieHus
HCXOSAINEro Tpadhrka U OrpaHUYCHUS BXOASINEro Tpaduka B OTBET HA CEAHCHI, CO3/TAHHBIC
B CeTAX MapuipyTu3aTopa. PedaekcuBHBIE CIIMCKYM KOHTPOJIS JOCTYIIA CO3/Ial0T TOJIBKO
BPEMCHHBIE 3aIMCH. DTH 3aMCH aBTOMAaTHYECKH TCHEPUPYIOTCS MPH 3aITyCKEe HOBOTO
ceanca |P, HarpuMep HCXOMAIINM MTAaKETOM. 3aIMCH aBTOMATHIECKHU YIAJISIOTCS

B KOHIIE ceaHca. PediekCHBHBIC CIIICKH KOHTPOJIS IOCTYIa HE TPUMEHSIOTCS HAITPSIMYTO

K HHTEpQelicy, HO BHOCSTCS B paCIIMPEHHBIH UMEHOBAHHBIN CIIMCOK KOHTPOJIS JOCTYIIA,
KOTOPBII aKTUBUPYETCSI Ha HHTEpdeiice.

PeduieKCHBHBIE CIIMCKH KOHTPOJIS JOCTYIIA TPEIararoT 00Jice «UCTUHHYI0» (hopMy
(GHIBTPAIIMK CEaHCOB, Ye€M PACIIUPEHHBIN CIIMCOK KOHTPOJISI AOCTYIIA C ITapaMeTpoOM
established. PediekcrBHBIE CIIMCKH KOHTPOIIS TOCTYIIA TOPas3io CI0KHEE 0OMaHyTh, TaK
KaK repe]| MPUHATHEM ITaKeTa HeOOXO0IMMO 00ECIICUMTh COOTBETCTBHS OOJIBIIEMY YUCITY
kpurepues. [IpoBepsttorcst He Tonbko 6uThl moareepxkacHus (ACK) u copoca (RST),H0
U ajjpeca UCTOYHHKA U Ha3HAYEHHs, a TAK)KE HOMepa MOPTOB.

MpenmyliecTBa pecnekKCUBHbIX CNMCKOB KOHTPONSA AocTyna

PednexcruBHBIC CTUCKU KOHTPOJISI TOCTYTIA SBISIOTCS BAXKHBIM 3JICMEHTOM 3all[UThI CETH
OT XaKepOB U MOTYT OBITh JJOOABJICHKI B OpaHaMay3phl. PedhaekcuBHBIC CIIMCKH KOHTPOJIS
J0CTYIa A00aBISIOT YPOBCHB 3aIUTHI OT MOACIKY TakeToB U DOS-aTak. OHU IPOCTHI

B HCIIOJIb30BaHKE U IPeIararoT 00JibIiie THOKOCTH U KOHTPOJIS HaJl aKeTaMH, T10
CPaBHEHUIO C OOBIYHBIMH CIIUCKAMU KOHTPOJIS JIOCTYyIIA.
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NMpumep pednekCMBHOro cnUckKa KOHTPONA AocTyna

Xots noiHas KoH(urypanus pedaekCHBHOTO CMCKa KOHTPOJIS JOCTYIIa HE pacCMaTPUBACTCS
B 3TOM Kypce, B IpUMepe HIKE ONUCHIBAIOTCSI OCHOBHBIE AEHCTBUS Il HACTPOMKH TaKOTo
CIHCKa KOHTpouis poctymna. [IpuMep pedaeKkcuBHOTO cCiicKa KOHTPOJIS IOCTYTa pa3peraet
ot n ucxoasaumii Tpapux ICMP u npomyckaet Tonbko Tpadux TCP,ornpaBieHHbIN
n3HyTpu. Bech octanbHON TpaguK OTKIIOHAETCS.

Crenyroniast KOHQHUTYpaIisl 3aCTaBISIET MAPIIPYTU3ATOP OTCIEKHUBATH TPAPHUK,
VHUIINHPOBAHHBIN H3HYTPH.

Rout er X(confi g) #i p access-list extended outboundfilters permt
icnp 10.1.1.0 0.0.0.255 172.16.1.0 0.0.0.255 permt tcp
10.1.1.0 0.0.0.255 172.16.1.0 0.0.0.255 reflect tcptraffic

Canenytoriast KOHQUIYpaLKs CO3aeT MOJIMTUKY, KOTOpas TpeOyeT, YTOOBI MapIIPyTH3aTOP
MPOBEPSIJT BECh BXOAIIUI TpaduK, 4TOOBI ONPEICIIUTD, OB JIN OH HHUIIMUPOBAH HU3HYTPH
1 TIPUBS3BIBAET PePICKCHBHYIO YacTh CIIMCKA KOHTpoIIs moctymna outboundfilters oropas
HasbIBaetcs teptraffic) k cnimcky konTposnst nocrymna inboundfilters.

Rout er X(confi g) #i p access-list extended i nboundfilters permt
icnp 172.16.1.0 0.0.0.255 10.1.1.0 0.0.0. 255 eval uate
tcptraffic

Crnenyrtoriast KOHQUIYpaLUs IPUMEHSICT BXOISAIINN U UCXOMSMIIUI CIIUCOK KOHTPOJISI JOCTYIa
K uHTEpdeEiicy.

Rout er X(confi g) #i nterface Ethernet0/1

Rout er X(config-if)#i p address 172.16. 1.2 255. 255.255.0

Rout er X(config-if)#i p access-group inboundfilters in

Rout er X(config-if)#i p access-group outboundfilters out

PednexcruBHBIE CIMCKM KOHTPOJISI TOCTYIa MOTYT OBITH 33J]aHBI TOJIBKO KaK pacIInpEeHHbIC
MMEHOBAHHBIC CITUCKU KOHTPOJIS TocTyna 1o nporokony |P. x Henb3s 3anaTh Kak
HYMEPOBaHHEIC WU CTaHAAPTHBIC CIIMCKH JJOCTYIIA TI0 TPOTOKOY |P mian kak civcku ocTyma
0 IPyroMy MPOTOKOY. PediekCHBHBIE CITMCKHU KOHTPOJIS JTOCTYIIAa MOXHO UCIIONB30BaTh

C IPYTUMH CTAaHAAPTHBIMHU U CTATHYECKUMHU PACIIMPEHHBIME CITUCKAaMU KOHTPOJIS TOCTYTIA.
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BpeMeHHble CMUNCKU KOHTpPOINA AOCTyNa

Wecnoneayit HTTP gnsa

' coeaMHeHWnA C cepBepoMm

19:00

BpemeHHble cnncku koHTponsa goctyna: ObecneumBaloTKOHTPOfb
AoCTyna Nno BpeMeHW AHS U Heaenu

BpeMeHHble CMNCKUN KOHTpPOIA AOoCTyna

BpemeHHbIe CITUCKU KOHTPOJISL JOCTYIAa aHAJIOTUYHBI PACIIUPEHHBIM CIIUCKaM, HO OHH
HOJIEP’KUBAIOT KOHTPOJIb JOCTYIA B 3aBUCUMOCTH OT BpeMeHH. UT0Ob! BHEIPUTH BPEMEHHbBIE
CTIHCKH KOHTPOJIS IOCTYTa, HE0O0X0ANMO 3a7aTh BpPEMEHHON AUANIa30H ISl KaXKI0TO JHS

1 Henenu. BpeMeHHOH Tuana3oH nACHTHPULIUPYETCS UMEHEM, Ha KOTOPOE CCBHUIAETCS
¢ynkuus. [losToMy BpeMeHHBIE OTpaHUYEHUS IPUMEHSIOTCS K caMOi (DyHKINH.

MpenmywecTBa BpeMeHHbIX CMIUCKOB KOHTPONA AocTyna
Bpemennsle ciucku KOHTPOIISA AOCTYIIA TIPEUIaraloT MHOTO MPENMYIIIECTB.

B AJIMMHHUCTPATOp CETH MMeeT OOJIblIe KOHTPOJIA Hal pa3pellieHueM U 3alpelieHHeM
JIOCTYyIa [0JIb30BaTelIel K pecypcaM. B dncie Takux pecypcoB MOT'YT OBITh: IPUIIOKEHUE,
uaentuduuupyemoe |P-agpecom, napoii Macok 1 HOMEpOM MOPTA, MAPIIPYTHU3ALUS HA
OCHOBE MOJIUTUK WM KaHaJ Mo TpeOOBaHMIO, HICHTU(HUIMPYEMBIH 3HAYMMBIM TPAPHUKOM,
HarpaBJIeHHBIM K aDOHCHTY.

B AJMHHUCTPATOPHI CETH MOTYT 3aJ1aTh TIOJIUTUKU OE30MACHOCTH B 3aBUCUMOCTH OT
BpEMEHH:

—  0e30macHOCTbh Ha OCHOBE NMEPHMETpA C HCIOIb30BaHHEM Habopa QyHKIHUiT
Cisco IOS Firewalliu crimckoB KOHTPOJIS JOCTYTIA,

—  koH(puaeHmmansHOCTH Ha ocHoBe Cisco Encryption Technologym
IP Security (IPsec).

®  QOyHKIMSA MapUIpPyTH3aUKA HAa OCHOBE MOJIMTHK M O4epe/iel yCOBEPIIEHCTBOBAHBI.

m  Ecim yactoTa oOpalieHus K pecypcam MpoBaiijiepa MEHSIETCsl B 3aBUCUMOCTH OT
BpPEMEHH CyTOK, aIMIHUCTPATOPHI MOTYT 00ECIIEUYNTh SKOHOMHYHYIO aBTOMAaTHYECKYIO
MapIIpyTU3aIUIo Tpaduka.
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m  [ToCTaBIIMKH yCIyT MOTYT TUHAMHYECKHA H3MEHSTh BBIICICHHYIO YaCTOTY OOpaICHUsI
(CAR) nns momaepsKku coraieHuii 00 ypoBHe obcmyxuanust Q0S,KoTopbie
MEePEeCMAaTPUBAIOTCS B OTIPEICIICHHOE BPEMSI CYTOK.

B AJMHHHUCTPATOPHI CETH MOTYT KOHTPOJIMPOBATH COOOIICHHUS KypHAJIOB. 3aIHCH CITUCKOB
KOHTPOJISI JOCTYIa MOTYT BECTH KypHaJ TpaduKa B ONpeAeIeHHOE BpeMs CyTOK, HO HE
KpyriocyTouHo. I1o3ToMy aIMUHUCTPATOPbI MOT'YT IPOCTO 3AIPETUTH JIOCTYII, HE
aHAJIM3UPYS )KypHAJIbl, CO3[JAHHBIE B IMKOBBIE YaChI.

Mpumep BpeMeHHOro cnucka KOHTPons gocTtyna

XoTs nmoHas KOH(UTrypanus BpeMEHHOTO CIIMCKa KOHTPOJIS OCTYIIa HE PacCMaTPUBACTCS

B 9TOM Kypce, B IPUMEPE HUKE ONUCBIBAIOTCA OCHOBHBIC ACUCTBUSA AJI HACTPONMKH TaKOTO
CIIMCKa KOHTPOJIA AocTymna. B aTom npumepe 3amyck ceancoB Telnetpaspemien u3 BHyTpeHHEH
CETH BO BHEILIHIOIO CETH T10 MOHEAEIbHUKAM, CPelaM U MATHULIAM.

Kongurypanus Hike onpenemnseT BpEMEHHOHN THANa30H CITUCKa KOHTPOJIS OCTyIa
Y Ha3HAYaeT eMy FMs.

Rout er X(confi g) #ti me-r ange EVERYOTHERDAY

Rout er X(confi g-ti me-range) #peri odi c Monday Wednesday Fri day
8:00 to 17:00

Crenyromiasi KOHQHUTYpaIus IPUMEHSIET BPEMEHHOH TANa30H K CIIUCKY KOHTPOIIS JIOCTYTA.

Rout er X(confi g) #access-list 101 permit tcp 10.1.1.0 0.0.0.255
172.16.1.0 0.0.0.255 eq telnet tine-range EVERYOTHERDAY

Crnenytoniast KOHQUTYpALUs TPUMEHSET CIIMCOK KOHTPOJISI IOCTYTa K UHTEpECy.
Rout er X(confi g) #i nterface Ethernet0/0
Rout er X(config-if)#i p address 10.1.1.1 255.255.255.0
Rout er X(config-if)#i p access-group 101 in

BpemeHHoOM quana3oH 3aBUCUT OT CUCTEMHBIX YacOB MapIipyTuzaropa. MoXHO UCTI0JIb30BaTh
4achl MapIIpyTU3aTOPa, OJJHAKO ATa (PyHKIUS JTydre Bcero paboraet ¢ cuaxponmsanueit NTP.
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LLIaGnoHHbIe MaCKu CNUCKOB KOHTpPOJIA AOCTYNa

B sToM pazzmene onmuchIBaeTCs UCIOIB30BaHUE MMAOJIOHHBIX MACOK C CIIUCKAMU
KOHTPOJISA JJOCTYTIA.

LLIabnoHHblIe OUTLI: KaK BbINOJIHAETCS
npoBepKa COOTBETCTBYHOLWMNX OMTOB agpeca

Mono#xeHwe OUTa B OKTETE

28,6432, 16 8 4 2 1 W 3HaueHue aapeca ana 6uta
v ;; vv v MpUMEpS
0 0 0 0 ]

ConocTaenATe Boe GuTel agpeca
= (ConocTaenATL BCE)

MmrHopupoBaTh NOCNEHWE
0 0 1 1 1 1 1 1 = I & BuUTOB appeca |

I TATHOHP OBETE NOCNEOHHE |

0 0 0 0 1 1 1 1 = 4 Gura agpeca

1 1 1 1 1 1 0 0 = I ConocTaendaTs NOCNEAHUE |
2 GwTa agpeca

1 1 1 1 1 1 1 1 = He npoeepAT: agpec

(urHopupoearts BuTEl B OKTETE)

R—IP_20

= 0 03Ha4YaeT coBNafeH1e CoOTBETCTBYIoLLero 61Ta agpeca
= 1 03Ha4YaeT Npornyck CooTBeTCTBYIOLEro buta agpeca

OunbTpalys aapecoB BHIMOIHICTCS PU UCIIOIb30BAHNH IIA0JIOHHBIX MACOK apeCcoB s
CIMCKOB KOHTPOJISI IOCTYTIA, KOTOPHIE MPOBEPSIOT HUIIK UTHOPUPYIOT COOTBETCTBYIOIIIHE
outsl IP-anpeca. [1labmonnbie macku i 6utoB |P-aapeca ucnonb3ytor uncna 1 u O, 4To0b!
OTIPEICIINTh, Kak 00padaThIBaTh COOTBETCTBYIONIUE OUTHI.

®  bur O mad/10HHOI MacKH: 3HaYCHUE COOTBETCTBYIOIETO OUTA aJipeca JOKHO COBITAIATh.

®  bur 1 ma6a0HHOI MaCKH: 3HaYECHHE COOTBETCTBYIONIETO OKMTA aapeca He MPOBEPSIETCs
(urHOpHpYETCS).

MpumeyaHne MHorga wWabnoHHYO Macky HasbiBalOT 0OpPaTHOM MACKOW.

Tounas HacTpolika NIA0JOHHBIX MACOK TIO3BOJIHT Pa3pelINTh WIH OTKIOHUTH MTPOBEPKY
C TIOMOIIBIO OJTHOM MHCTPYKIIMH CITUCKA KOHTPOJIS A0CTyIa. Bbl MOXkeTe BRIOpaTh 000
uaeatudukarop wm IP-aapec.

Ha pucyHke moka3zaHo, Kak 3aJaTh COOTBETCTBYIOIIUE OUTHI ajipeca.

Mpumeyanue LLaGnoHHblE Macku Anst CNIUCKOB KOHTPOMS AOCTyna paboTatoT He Tak, kak Macku
IP-nopceTen. Hynesoii 61T B Macke cnvcka KOHTPOIS AOCTyNa ykasblBaeT, YTo
COOTBETCTBYHOLUME GUTLI a0pPECcoB O0SKHLI CoBrnadaTtb. BUT «1» B Macke cnvcka
KOHTPONA AOCTYNa yKasbiBaeT, YTO COOTBETCTBYIOLLME BUTLI aApecoB MOryT ObiTb
NPOUTHOPUPOBAHLI.
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|
LuaGHOHHbIe 6VITbI AlnA conoctaBJieHUA
IP-noaceTten
ConocTtaBneHue IP-nogceten ot 172.30.16.0/24 no 172.30.31.0/24.

Apnpec 1 wabnoHHaa macka:
172.30.16.0 0.0.15.255

Cetb. Y3en
172.30.16.0
e .

O 00 1 0 0 0 O
MpynnoBaamacka: 0 0 O o 1 1 1 1

I{_QQOTEIETCTB_I'lE'__ >|< — HeBaxHo -—>|

0 0o 0 1 0 o0 0 o = 16
0 0 0 1 0 0 0 1 = 17
0 0 0 1 0 0 1 0 = 18
0 0 0 1 11 11 = 318

NMpumep: npouecc co3gaHnsa WabnoHHoOM macku ans IP-noaceten

B npumMepe Ha pUCYHKE aIMUHUCTPATOP XOUET MPOTECTUPOBATh Auamna3oH |P-moacerei,
KOTOpBIE AOJDKHBI OBITh IIPUHATHI HIIM OTKJIOHEHBI. IIpeanonoxum, uTo B Kauectse |IP-aapeca
HCTIONB3yeTcs aipec kiacca B (mepBuie 1Ba OKTETa BBIICICHBI MO HOMEP CETH), IS MOACeTeH
UCTIONB3yeTcs 8 OUT (TpeTHii OKTET). AIMUHHUCTPATOP XOUET MCIOIB30BATH OUTHI TA0TOHHOM
Macku IP mus conoctasinenus noacereit 172.30.16.0/24o0ncersm 172.30.31.0/24.

UToOBI COMOCTABUTH AUAIIA30H MOACETEH ¢ MOMOIIBIO OAHONH HHCTPYKIIUU CIMCKA KOHTPOJIS,
BBeaute IP-ampec 172.30.16.01{epBast oceTh), a 3aTeM HYXXHYIO MacKy ITOJICETH.

CuauaJia Macka MOJCETH COMOCTaBUT epBhie ABa okTera (172.30) IPagpeca ¢ moMomsio
COOTBETCTBYIOIIUX HYJICBBIX OUTOB B TICPBBIX JBYX OKTETAX MACKH.

[TockosbKy HOMEpP XOCTa HEBaXKEH, IIA0IOHHAs Macka UTHOPUPYET MOCIeAHII OKTeT (OuT «1»
B Macke nojiceTn). [locnenHuii OkTeT n1abJOHHON MacKH B IECATUYIHOM BbIpakeHUH Oyet 255.

B TpeTbeM OKTETE C a[pecoM MOACETH JACCATUIHOE BHIPAKEHHUE MACKU COCTABUT 15
(mBomuynoe — 00001111)Macka comocrasiseT 4 crapiux 6ura |IP-ampeca. B Hamem ciaydae
nrabJIoHHAs Macka OyIeT COOTBETCTBOBATH MoACeTsM, HaunHast ¢ 172.30.16.0/24[1ocnenuue
(Mmammue) 4 6uta B OKTETE MTHOPUPYIOTCS MACKOM MOACETH. 3HAUECHHUE B 3THX OUTAX MOXKET
ObITh 1BoM4HBIM yuciioMm O miu 1. [TosTomMy miabaoHHAs Macka COOTBETCTBYeT HojceTsM 16,
17, 18u Tak nanee no noaceru 31.111a0noHHAas Macka HE COOTBETCTBYET JAPYTUM TIOJCETSIM.

B sTom nmpumepe aapec 172.30.16.@ mackoii noaceru 0.0.15.25%00TBeTCTBYET HOACETIM
ot 172.30.16.0/24i0 172.30.31.0/24.

B HekoTOpBIX cirydast it o0ecreueH st COOTBETCTBHS JHAIa30Ha MOICeTel MOKET OTpeOOBaThCS
HECKOJIbKO HHCTPYKIIMH CIIMCKa KOHTPOJIS I0CTYMa, Hanpumep [uist auanasona 10.1.4.0/24 —
10.1.8.0/2&nenyer ucnionb3oBath nHCTpyKimu 10.1.4.0 0.0.3.256 10.1.8.0 0.0.0.255.
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CokpalieHuns WwabroHHOU MacKu

= 172.30.16.290.0.0.0 conoctasnseT 172.30.16.29

Bce 6uThl agpeca
= llaGnoHHyo Macky nogceTu MOXHO
COKpaTuThb, yKkasaB KIto4eBoe

cnoso host nepea IP-agpecom rpyI'II'IOBaFl Macka: 0.0.0.0
(host172.30.16.29) ’ e
(CoBnagatoTt Bce 6UThI)

= 0.0.0.0 255.255.255.255 0.0.0.0
urHopupyert Bce buTbl agpeca
= 37O BbIp@KEHNE MOXHO ]_TT T T_\
Eﬁ“mza;B“Jfoccggg":gnb;o "pynnoBas macka: 255.255.255.255
(MrHopupoBaTtb Bce OUTbI)

327P_211

Butel Ou 1 B m1abioHHOM MacKe CIMCKa KOHTPOJIS JOCTYIIA 3aCTaBISIOT CITUCOK
KOHTPOJIS JOCTYIa IPOBEPATH WIIM HTHOPHUPOBATH COOTBETCTBYIOIIHK OUT B IP-ampece.
PaboTa ¢ necsITHYHBIMU TPEICTABICHUSAMH JIBOMYHOM MTa0JIOHHOW MacKH MOYKET OBITh
TPYJAOEeMKOH. B pacnpocTpaHeHHBIX CIIECHAPUSIX BMECTO MIA0JIOHHBIX MACOK MOYXKHO
WCIIONB30BaTh cOKpamieHus. COKpalleHus MO3BOJISIFOT YMEHBITUTH KOJTUYECTBO YUCET,
KOTOpPOE HEOOXOAMMO BBECTH MTPH HACTPOMKE YCIOBUH MPOBEPKH ajapeca.

NMpumep: LLUabnoHHble macku ana ogHoro |IP-agpeca

B srom mpumepe BMecto uHCTpyKImu 172.30.16.29 0.0.00:xH0 BBecTH cTpoKy host
172.30.16.29. Cokpaienrie host iepeaeT aHaIOTMYHOE YCIIOBHE TIPOBEPKHU B CIIHCOK
kontpous nocrymna [10 Cisco I0S.

NMpumep: LWHabnoHHbIe Macku ana Bcex |IP-agpecos

B stom mpumepe Bmecto unctpykiuu 0.0.0.0 255.255.255.25mxH0 yKazaTh KIIOYEBOE
cioBo any. Cokparienue any nepegaeT aHaJIOTHYHOE YCIIOBHE MPOBEPKH B CITMCOK KOHTPOIIS
noctyma ITO Cisco 10S.
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Pe3ome

B sToM pazzpene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.
|

Pe3ome

= CMMCKM KOHTPOIS AOCTYNa MOXHO MCMOMNb30BaTh AN hunbTpaumum
IP-nakeToB 1N naeHTuUrkaLmm Tpadmka ana ocobomn obpaboTku.

= Cnncku KOHTpons gocTyna obpabaTtbiBaloT NakeTbl CBEPXY BHU3
N MOTyT BbITb HACTPOEHbI AN1A BXOASALLErO UM UCXOAALLLErO
Tpaduka.

= CnMCcoK KOHTPONS AoCTyna MOXeT BbITb HyMepOBaHHbLIM NN
MMEHOBaHHbIM. AIMeHOBaHHbIE U HYMEPOBaHHbIE CMUCKUA KOHTPONS
AoCTyrna MoryT BbITb CTaHAAPTHBIMA UIN PaCLUMPEHHbIMM.
OT aTOro 3aBUCUT, Kakor Tpadhuk OHU MOTYT (PUINbTPOBAaTb.

" Pe(’bﬂeKCI/IBHbIe,ﬂ,I/IHaMVI‘-IeCKI/Ie N BpEMEHHbIE CMUCKN KOHTPONA
noctyna [06aBN AT 4OMOSTHUTENBbHbBIE BO3MOXKHOCTH
CTaHOapPTHbIM U pacLlUMPEHHbIM CNUCKaM KOHTPOIA AOoCTyna.

= B wabnoHHom macke 6ut 0 o6o3HavaeT coBnageHne
COOTBETCTBYIOLLErO OMTa agpeca, u 6uT 1 03Ha4yaeT Nponyck
COOTBETCTBYHOLL ErO OUTa.
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3aHATUe 2‘

HacTpouka n ycTpaHeHune
HenonaaoK CNUCKOB KOHTPOIA
goctyna (ACL)

0O630p

B 5TOM 3aHATHHM OMUCHIBAIOTCS ACUCTBUS IO IOUCKY M YCTPAHCHHIO HEIOAI0K

B HyMEPOBAaHHBIX U HIMCHOBaHHBIX, CTAHJIAPTHBIX M PACIIUPEHHBIX CIIHCKaX KOHTPOJS IOCTyIa
(ACL). Kpome Toro, B 3aHATHH PacCMaTPUBAETCS MIPOBEPKA IPABWILHOCTH PaOOTHI CIIHCKOB
ACL u HEeKOTOpbIC paclpOCTPAHEHHBIE OIUOKH KOH(PUTypaliK, KOTOPBIX CACIyeT 30erarh.

3apgaum

ITo oxOHYaHUH PTOr0 3aHATHS BBl CMOXKCTES BBIIOJIHATE HaCTpOP’IKy, IMOUCK U YCTPAHCHUC
HCMOJIAAOK CTaHAAPTHLIX U PACHIMPCHHBIX, HYMCPOBAHHBIX U UMCHOBAHHBIX CIIMCKOB
KOHTPOJIA A0CTYyIIa IJIsd IPv4.310 3HA4YUT, YTO BBl CMOXKCTEC BBINOJHATH CICAYIOIIME 3a1a4H.

M HacTpauBaTh U NPOBEPATH CTAHIAPTHBIC HYyMEPOBAHHBIC CITUCKH KOHTPOJIS IOCTYIIa
s IPv4;

M HacTpauBaTh U NPOBEPATH PACHIMPECHHBIC HYMEPOBAHHBIC CIIMCKH KOHTPOJIS JOCTYIIA
s IPv4;

B HACTpauBaTh U MPOBEPSATH PACIIMPEHHBIC M CTAHJAPTHBIE UMCHOBAHHBIE CIIUCKU KOHTPOJIS
noctyna s |IPv4;

B BBIIBIATH M YCTPAHATH PACIPOCTPAHEHHBIE OMIMOKY KOH(DHUTYpPAIHH CITUCKOB KOHTPOJIS
JIOCTYyTIA.



Hactpouka ctaHpapTHbIX HYMePOBaHHbLIX

CMNCKOB KOHTpona goctyna ansd |IPv4

B sToM paszzmene onmuceIBaeTCs HACTPOIKA CTAHAAPTHRIX HYMEPOBAaHHBIX CITUCKOB KOHTPOJIS

noctyna ais IPv4,

NMpoBepka nakeTtoB C MOMOL LI

KOHTpona goctyna ans |[Pv4

HyMepOBaHHbIX CTaHAAPTHbLIX CNMUCKOB

3aronoBok

Kagpa
(Hanpumep,

CermeHTt
(Hanpuwmep, [aHHbie
3aronosok TCP)

HDLC)

Appec
MCTOYHUKA

cnonb3cBaHne
yTeepxaeHuin ACL

OTKNOHUTb

001G_058

CraHmapTHBIM CITUCKaM KOHTPOJIA qoctyna misi |Pv4 HasHadaroTcst HoMepa U3 IHama3oHoB
1—-99u 1 300 — 1 9990uM HUALTPYIOT MMAKEThI B 3aBUCUMOCTH OT aJpeca HCTOUHUKHU

Y MACKH U 3aIpeIlaroT WM Pa3pelIaloT MoaHbIi nakeT npotokonoB TCP/IP.CrannapTHbie
CIIMCKH KOHTPOJISI IOCTYIIa MOTYT He 00€CIIeunBaTh HY)KHOTO YPOBHS KOHTPOJIS HaJ|
¢bunbTpanyeil. AIMHHUCTPATOPY MOTYT HOTpeOOBaThCsl 00JIEe TOUHBIC METOIbI

dbunsTpanm Tpaduka.
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|
KoHdurypaumsa ctaHgapTHOro HymepoBaHHOIo
cnucka KOHTpons goctyna gnsa IPv4

Rout er X(confi g) #

access-|i st moMep cnucka gocryna
{permt | deny | remark} source [ macka]

= B kayectBe Homepa cnucka docmyna

= Wcnonb3yetcs uncno oT 1 go 99. NepBoi 3anmcu HasHavyaeTcs NocrnenosatenbHbIn Homep 10,
HOMep KaxJoW nocnepytoLlen 3anucu ysenmunsaetcs Ha 10.

= LWabnoHHas macka no ymonyauuto — 0.0.0.0 (TonbKo Anst CTaHAapTHbIX CMUCKOB KOHTpOns
pocTtyna).

= KomaHga no access-list Homep cnucka docmyna MOMHOCTbIO yaanaeT CNUCOK KOHTponsa AocTtyna.
= Komanga remark nossonsiet go6aButb onvcaHue cnucka KOHTpona gocTtyna.

Rout er X(config-if)#
i p access- group Homep cnmcka gocrynma {in | out}

= AKTUBMpYET CNUCOK Ha MHTep delce.
= 3ajaeT NpoBepKy BXOASALLEro unu ncxoasiiero tpaduka.

= KomaHpga no ip access-group Homep cnucka docmyna{in | out} yganser cnmcok KOHTpons
[ocTyna ¢ uHTepdenca.

JIist HaCTPOMKM CTAHAAPTHOTO CIMCKa goctyma aust |IPv4 na mapmpyrtuzarope Cisco
HEO00XO0UMO CO3/1aTh CTAHAAPTHBIN CIMCOK A |PV4 1 akTHBHPOBAThH €ro Ha HHTEpdeiice.
J1Jis co3MaHus 3alUCH B CTaHAaPTHOM criMcke QUabTpoB Tpaduka aist |IPv4ucnoss3yercs
KoMmaH/a access-list. Ha pucyHke onuchIBaeTCs CHHTAKCUC 3TON KOMAH/TBI.

Komanna ip access-gr oup mpuBs3bIBacT CYIECTBYIOMINI CIMCOK KOHTPOJIS JOCTYTIa
K uHTEpdeiicy. JlomyckaeTcss HCIOIb30BaHUE TOIBKO OJHOTO CITUCKAa KOHTPOJIS JOCTYIa Ha
IPOTOKOJI, HAalIpaBJIeHUe Wik uHTepdeiic. Ha pucyHke onnuchIBaeTCsl CHAHTAKCHUC 9TOH KOMAHIBI.

MpumeyaHue YTo6blI yoanutb cnmcok ACL anst npoTtokona IP ¢ nHTepdeiica cHavana Beegnte
KOMaHAgy No ip access-group Ha aToM nHTepderice, a 3atem rnobanbHyo KoMaHay
no access-list, 4ToObl MOMHOCTLIO yAANMTbL CMMCOK AOCTyna.

B tabauie nmpuBouTCS IpUMep ACHCTBHH 110 HACTPONKE U aKTUBAIIMH HYMEPOBAHHOTO
CTaHJIAPTHOT'O CIIKMCKa KOHTPOJIS TOCTYIAa Ha MapIIpyTH3aTOPE.

Mpoueaypa HaCTPOWMKN CTaHAAPTHOro HyMepPOBaHHOIO CMIMCKa KOHTpONs AocTyna

Ne DenctBue MpumeyvaHus

1. C nomoubio kKoMaHabl rnobansbHom Beeaute rmobanbHyto koMaHay no access-list Hovep
KOHpurypauum access-list cospaiite | crucka docmyna, YTobbl MONHOCTLIO yAanuUTh CUCOK
3anucb B CTaHA4ApPTHOM CrnCKe KOHTpOns JocTyna.

KOHTpOns goctyna ans IPv4.
Mpumep MHCTPYKLMKM pa3peluaeT Bce agpeca, KoTopble

Rout er X(confi g)# access- HauuHalTcs ¢ 172.16.X.X.
list 1 pernmit 172.16.0.0
0. 0. 255. 255 Wcnonb3ynte napameTp remark, 4ytobbl fO6aBUTL

onncaHne K CNUCKY KOHTpon4a gocTtyna.
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Ne DencrtBue MpumeyvaHus

2. Mcnonb3ynte komaHay Mocne BBoaa komaHAakl interface npurnaweHve
KOHdpurypauum interface, 4toGbl MHTEepdenca KOMaHAHOW CTPOKU U3MEHUTCS
BblOpaTh UHTEPMENC, K KOTOPOMY ¢ (config) # Ha (config-if) #.
cnegyeT NPMMEHUTb CNCOK
KOHTpOns gocTtyna.
Rout er X(confi g) #
interface ethernet 1

3. Wcnonbsyiite komaHay Y106kl yaanuTb CNMCOK AOCTyna no npotokony IP

KOHUrypaumm nntepderica ip
access-group, 4Tobbl akTMBMPOBATb
CYLLECTBYIOLLUIA CMIUCOK KOHTPONS
[ocTyna Ha nHtepdgence.

Rout er X(config-if)# ip
access-group 1 out

C nHTepdelica, BBeauTE KOMaHAy NO ip access-group
HOMep criucka docmyria Ha 3TOM UHTepderce.

B aToM npumepe ctaHaapTHbIN cnvcok IPv4 ACL 1
aKTMBMPYeTCs Ha UHTepdelice B KayecTse
ucxoasiiero unsTpa.

NMpumep: lo6aBneHue 3anucen ¢ nocrieaoBaTesibHbIMU

HoOMepamu

B MMpUMCPE HUKC B y1(a3aHHBIﬁ CITHCOK Z[O6aBJ'I}I€TCH HOBasd 3aI11MCh.

Rout er X# show i p access-1Ii st

Standard | P access list 1

2 permt 10.4.4.2, wildcard bits 0.0.255.255
5 permt 10.0.0.44, wildcard bits 0.0.0.255
10 permit 10.0.0.1, wildcard bits 0.0.0.255
20 permt 10.0.0.2, wildcard bits 0.0.0.255

Router X(config)# ip access-list standard 1

Rout er X(confi g-std-nacl ) #

15 permit 10.5.5.5 0.0.0. 255

Rout er X# show i p access-1Ii st

Standard | P access list 1

2 permt 10.4.0.0, wildcard bits 0.0.255.255
5 permit 10.0.0.0, wildcard bits 0.0.0.255
10 permit 10.0.0.0, wildcard bits 0.0.0.255
15 permit 10.5.5.0, wildcard bits 0.0.0.255
20 permt 10.0.0.0, wildcard bits 0.0.0.255
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Mpumep 1

CraHpapTHbIN HYMEepPOBaHHbLIA CMUCOK
KOHTponAa goctyna ans [Pv4

He
172.16.3.0 172.16.0.0 172.16.4.0

S0
L o E1 172.16.4.13
\..,l &y K

Rout er X(confi g)# access-list 1 permit 172.16.0.0 0.0.255. 255
(inplicit deny all - not visible in the |ist)
(access-list 1 deny 0.0.0.0 255.255. 255. 255)

Rout er X(confi g)# interface ethernet O
Rout er X(confi g-i f)# ip access-group 1 out
Rout er X(confi g)# i nterface ethernet 1
Rout er X(confi g-i f)# ip access-group 1 out

Pa3spelueHne TONbKo BHYTPEHHEN CETU

NMpumep: HymepoBaHHbLIU CTaHAAPTHBLIU CIMCOK KOHTPONS
aocTtyna ans IPv4, paspelwarowmmn ToNbKO BHYTPEHHIOKO CeTb

B Ta6m/1ue OIIMCBIBACTCA CHHTAKCHUC KOMaH/IbI, HpHBCL[eHHOﬁ Ha pUCYHKC.

Mpumep cTaHaapTHOro HyMepoOBaHHOIO CNMUCKa KOHTpoOnA aoctyna ans IPv4

MapamMeTpbl KOMaHAbI access-list

OnucaHue

1 Homep cnucka ACL, KOTOpGI yKka3biBaeT, YTO CNUCOK SIBNAETCS!
CTaHOapTHbIM.

permt PaspeluaeT nepechbinky Tpaduka, COOTBETCTBYIOLLENO YKa3aHHbIM
napameTpam.

172.16.0.0 IP-agpec, KOTopbIi UICMONb3YEeTCA BMECTe C LuaGroHHOW MacKon
ANs AEHTUUKALMKM CETU-UCTOYHNMKA.

0. 0. 255. 255 LLlabnoHHas Macka, HynM COOTBETCTBYIOT NMO3MLMSIM, KOTOPbIE

AOOJDKHbI coBnagaTtb, eANHUUbI — UTHOPpUpyeMble No3nunn.

i p access-group 1 out

MpuBs3bIBAET CNNCOK KOHTPOISA AOCTYNa K MHTEpdency
B ka4ecTBe UcxoasLero unbTpa.

OTOT CIMCOK KOHTPOJIS JOCTYIIA pa3pelaeT nepecbuiky u3 uarepdeiicos EOu E1Ttonbko
Tpaduka cetn 172.16.0.0Tpaduk u3 Bcex OCTaNbHBIX CETCH OJIOKUPYETCS.
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CraHpapTHbIN HYMEepPOBaHHbIA CMUCOK
KOHTponAa goctyna ans |[Pv4
Mpumep 2

He
172.16.3.0 172.16.0.0 172.16.4.0

L

S0
172.16.4.13

EO E1

—

=

W1°_se0

4

Rout er X(confi g) # access-list 1 deny 172.16.4.13 0.0.0.0

Rout er X( confi g) # access-list 1 pernmit 0.0.0.0 255.255.255. 255
(inmplicit deny all)

(access-list 1 deny 0.0.0.0 255. 255. 255. 255)

Rout er X(confi g)# interface ethernet 0
Rout er X(config-if)# ip access-group 1 out

3anpeTt onpeneneHHoro yana

NMpumep: HymepoBaHHbLIU CTaHA4APTHBLIU CIMCOK KOHTPONS
AocTyna, 3anpeLwjarowmn 3agaHHbIA XOCT

B Ta6m/1ue OIIMCBIBACTCA CHHTAKCHUC KOMaH/IbI, HpPIBCI[eHHOﬁ Ha pUCYHKC.

Mpumep cTaHagapTHOro HyMepoOBaHHOIO CNMUCKa KOHTpoOnA aoctyna ans IPv4

MapameTpbl kOoMaHAbl | OnucaHue

access-list

1 Homep cniucka ACL, KOTOpbIiA yKka3biBaeT, UTO CMUCOK SBNSETCS CTaHAAPTHBIM.
deny 3anpeLuaeT nepechbinky Tpaguka, COOTBETCTBYHOLLETO YkasaHHbIM napameTpam.
172.16.4. 13 IP-agpec xocTa-UCTOYHMKa.

0.0.0.0 Macka, koTopas TpebyeT coBrnageHus Bcex 6UToB. (ATO Macka no yMOMYaHuo.)
permt PaspeluaeT nepechbinky Tpacguka, COOTBETCTBYIOLLErO ykadaHHbIM NapameTpam.
0.0.0.0 IP-agpec xocTa UCTOYHMKA. Bce Hynu ykasbiBaloT Ha MEeCTO3anonHUTENb.

255. 255. 255. 255

LLlabnoHHasa macka, HYJTM COOTBETCTBYIHOT NO3NLNAM, KOTOPbI€ OOJTKHbI
coBnagatb, eguHULUbl — UTHOPpUpyeMble Mo3nUnin.

Bce eavHmubl B Macke ykasbiBatoT, YTo Bce 32 GrTa agpeca NCTOYHMKa
He npoBepsitoTcs. [ipyrumu crnosamu, nogongeT noGon agpec.

DTOT CNHUCOK KOHTPOJIS JOCTYIIa OJIOKHPYET TpaduK ¢ ompeaenenHoro aapeca (172.16.4.13)
M paspeliaeT MePechIKy BCET0 OCTaNbHOro Tpaduka ¢ uarepdeiica Ethernet OKombunarms
IP-anpeca u mabnonnoi macku 0.0.0.0 255.255.255.2%a3pemaer tpaduk u3 mobdoro
HCTOYHHUKA. DTy KOMOWHAIIMIO TAK)KE MOXKHO 3aITHUCATh C TIOMOIIBIO KITFOUYEBOTO CIIOBA any.
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Mpumep 3

172.16.3.0

CraHpapTHbIN HYMEepPOBaHHbLIA CMUCOK
KOHTponAa goctyna ans [Pv4

EOQ

A

He
172.16.0.0 172.16.4.0

S0

E1 172.16.4.13

D1P_s6l

(inmplicit deny all)

RouterX(config)# access-list 1 deny 172.16.4.0 0.0.0. 255
RouterX(config)# access-list 1 permt any

(access-list 1 deny 0.0.0.0 255.255. 255. 255)

RouterX(config)# interface ethernet O
RouterX(config-if)# ip access-group 1 out

3anper onpeneneHHo noaceTu

Mpumep: HymepoBaHHbIN CTaHAAPTHLIN CMIUCOK KOHTPONSA
AocTyna, 3anpewaroLwmn 3agaHHyro noaceTb

B Ta6m/1ue OIMIMCBIBACTCA CUHTAKCUC KOMAaH/IbI, HpPIBC,Z[eHHOfI Ha pUCYHKC.

Mpumep cTaHaapTHOro HyMepoOBaHHOIO CNMUCKa KOHTpoOnA aoctyna ans IPv4

MapamMeTpbl KOMaHAbI access-list

OnucaHue

1 Homep cnncka ACL, KOTOpbIl yKka3biBaeT, YTO CNUCOK SIBNAETCS
cTaHdapTHbIM.

deny 3anpeLyaeT nepecbinky Tpaduka, COOTBETCTBYIOLLETO 3afaHHbIM
napameTpam.

172.16.4.0 IP-apgpec noaceT! UCTOYHKKA.

0.0.0. 255 LLlaGrnoHHas macka, HyrnyM COOTBETCTBYHOT MNO3ULMSIM, KOTOPbIE
[OOJDKHbI COBMNafaTth, eAVHULbI — UTHOPUPYEMbIE NMO3ULUN.
Macka ¢ HynsiMu B NepBbIX TPeX OKTeTaX ykasbiBaeT, YTo 3Tu
TPY NO3ULMM JOMKHbI COBMagath. 255 B nocnegHem okteTe
03HayaeT, YTO OKTET HE YYUTbIBAETCS.

permt Pa3speLuaeT nepecobisiky Tpaduka, COOTBETCTBYIOLETO YKa3aHHbIM
napameTpam.

any CokpaleHue IP-agpeca uctoyHmka. CokpalleHue any

cooTBeTcTBYeT agpecy 0.0.0.0 u wabnoHHOM mMacke
255.255.255.255. Bce agpeca uctovHuKa yaoBneTBOpsioT
KpuTepuio.

DTOT CHHCOK KOHTPOJIS A0CTyna OJokupyet Tpaduk onpenencHHoi noacern (172.16.4.0)
U paspeulaeT nepechliky Tpaduka u3 narepdetrica EO.
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_ ]
CtaHaapTHble CMUCKM ANA KOHTpOnS
aoctyna K VTY

RouterX(config-line)#

Iaccess-cl ass HoMep cnmcka gocryna {in | out}

= OrpaHn4mnBaEeT BXOOALME N UCXOASLLNE COEOMHEHNSA MEXY
noptoMm VTY 1 agpecamu CriMcke KOHTponsa gocTtyna

Mpumep:

access-list 12 permt 192.168.1.0 0.0.0.255
(inplicit deny any)

|

line vty 0 4
access-class 12 in

= Paspeluaet Tonbko yanam cetn 192.168.1.0 0.0.0.255
noakno4arscsa K noptam VTY MapLupyTtusaropa

JI71st KOHTPOJISI BXOJIAIIETO U UCXOosiero (He TpaH3UTHOT0) Tpaduka MapiipyTuzaTopa
HEO0XOIMMO 3aIUTHTH BUPTYAIbHBIE MOPTHI MApIIPyTH3aTOpa. BUpTyanbHBIN MOPT TaKke
HaspBaetcs nmuaued VTY. [lo yMOT9aHuio JOCTYITHO MATh TAKUX KaHAJIOB C HOMEpaMH

ot VTY 0 no VTY 4. I1pu cootBeTcTBYyIOIIEi HacTpoiike 00passl [10 Cisco I0SvoryT
MoIepKUBATh OoJee Aty mopToB VTY.

Orpannuenue noctyna k VTY mnoBblmaeT 0€30MacHOCTh CETH | MOJIPa3yMeBaeT 3a1aHNe
aJIpecoB, I KOTOPBIX paspelneH qoctyi K nporeccy EXEC mo mporokomy Telnet.

Ounsrpanus Tpaduka Telnet,kak nmpaBuio, paccMaTpuBaeTCs Kak (QyHKINS paCITHPEHHBIX
CITUCKOB KOHTPOJIS JOCTYTA 10 TTPoToKoTy |P, Tak Kak moapasyMmeBaeT GpruibTpario Tpaduka
MPOTOKOJIa BepxHero ypoBHs. OTHaKO, MOCKOJIBbKY KOMaH/1a aCCess-Class nmo3possiet
(GUIBTPOBATH BXOISIINE M HCXOAAIINE ceanchl Telnetno agpecy HCTOUYHUKA ¥ IPUMEHSTh
¢upTpanyio K auHuAM VTY, ans kouTpons goctyna K VTY MOKHO HCTIONB30BATh
CTaHAAPTHBIN CIIICOK TOCTYIIA IO TPOTOKOIy IP.

Mpumep: Joctyn K VTY

B arom npumMepe BbI paspernaete yerpoiicteam B cetrt 192.168.1.0 0.0.0.2%D31aBath BUPTyaIbHbIH
TepMHUHABHBIH ceaHc cBs3u (Telnet)c mapipytrzatopoM. be3ycnoBHO MONL30BATENb AODKEH 3HATH
MapOJIX JTs BXOJIA TTOJIb30BATCILCKUIN U TIPUBHIICTUPOBAHHBINA PEKUM.

O6patute BHUMaHus, uTo i Beex quuuit VTY (ot O 10 4) ObLTH 33 1aHbI OTMHAKOBBIC
OTrpaHHYCHHMS, TaK KaK aIMHUHHACTPATOP HE MOXKET KOHTPOJIUPOBaTh, K Kakou tuHud VTY
MOJIKITIOYACTCS MOJb30BaTelb. MHCTpyKIMs «OTKIOHUTH BCE» BCE CIIE IPUMEHSICTCS

B CITUCKY KOHTPOJISI JOCTYIIA, KOTJa OH MCIIOJIb3YEeTCs KaK 3aliCh Kilacca JOCTYIa.
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HacTtpouka pacwmpeHHbIX HYMepOBaHHbIX
CMNCKOB KOHTpona goctyna ansda |IPv4

B sToM pazzmene onmuchIBaeTCs HACTPOHKA PACIIMPEHHBIX HyMEPOBAHHBIX CIIICKOB KOHTPOJIS

noctyna mis IPv4,

|
MNpoBepka NakeToB ¢ NOMOLWbIO

HyMepOBaHHbLIX pacLUMpPEHHbIX CMNCKOB
KOHTpona goctyna and |IPv4

Mpumep 13 naketa TCP/IP
3aronoBok FE—
l((l?lgﬁ[a)MMep (Hanpumep, [aHHble
2 TCP)

HDLC) 3aronoBok

Homep

nopta

—_—

[MpoTokon

>
Anpec
MCTOYHUKa Mcnonb3oBaHue
MHCTPYKunn ACL
Appec 100-199 mnn 2000-2699
Ha3Ha4YeHWd

ANs NPOBEPKN
naketa

001G_059

Jlyis 6oj1e€ TOUHOrO KOHTPOJIS Haa QUIbTpaleit Tpaduka UCIIOIb3YIOTCS PACIIMPEHHbBIC
cnucku pocryna st IPv4 ¢ Homepamu u3 nuana3zonoB 100 — 19%1 2 000 — 2 699 Taxoke
WMCHOBAHHBIC CITMCKU, KOTOPBIE MPpoBepsitoT IPv4-anapeca nctounnka u HazHaueHus. Kpome

TOr0, B KOHIIC MHCTPYKIUH paCIIUPCHHOI'O0 CIIMCKAa KOHTPOJIA AOCTYyIIa MOXKHO YKa3aTb

nportokou u npunoxenre TCPumn UDP @Heobs3aTenbHO) i Ooniee TOUHOH QuiibTpanu.

Urto0bI 3371aTh PUIIOKEHNE, HEOOXOIUMO YKa3aTh HOMEp MOPTa WM UMS IIIHPOKO U3BECTHOTO

IIPUITIOKCHHS.

N3BecTHbIe HOMepa NOPTOB U NPOTOKONbI |IP

U3BecTHble HOMepa NOPTOB (AeCATUYHbIE) MpoTokon IP

20 (TCP) [aHHble FTP

21 (TCP) Ynpasnsiowme curHansl FTP
23 (TCP) Telnet

25 (TCP) MpoTtokon SMTP

53 (TCP/UDP) DNS

69 (UDP) TFTP

80 (TCP) HTTP
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]
KoHdurypauua paclumpeHHoOro

HyMepOBaHHOIro Crucka KOHTpons
aoctyna ansa IPv4

RouterX(config)#

access-| i st HoMep cmucka xoHTposs ZocTyna

{permt | deny} wmcroummx npoToxosa wabroH UCTOYHMKA
[ mopT oneparopal Mecro HasHaueHus wWabJOH MecTa
HasHaueHus [ nopr onmeparopal [established] [log]

= 3agaHve napameTpoB ANK 3anmcu

RouterX(config-if)#
ip access-group HomMep cnucka gocrynma {in | out} I

= AKTVBMpPYET pacLUMpPEeHHbIN CMUCOK Ha MHTepdelice

UTo0bl HACTPOUTH PACIIMPEHHBIN HYMEPOBAHHBIN CIIMCOK KOHTPOJIS poctyna s [Pv4

Ha mapmpytuszatope CiSCO,co3maiite 3TOT CIMCOK M aKTHBHPYITE €ro Ha MHTepdeiice.
Hcnonb3yiire koMaHay access-list, uToObI co31aTh 3aMUCh ¢ HHCTPYKITHEH B CJI0KHOM
¢unbTpe. B TabnuIe OMUCHIBAETCS CHHTAKCUC KOMAH/IbI, KOTOPAasi IPUBOAUTCS HA PUCYHKE.
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MapameTpbl KOMaHAa ANA pacLMPEHHOro HYMepoOBaHHOIO CnuckKa

KOHTpOnNs AgocTyna

MapameTpbl KOMaHAbI access-list

OnucaHue

HOMep chyckra Jgocryria

HasHauaeT cnvcky Homep 13 guanasoHa 100 — 199
unn 2 000 — 2 699.

pernmit | deny

PaspeluaeT unv BrnokupyeT ykasaHHbIN agpec.

IPOTOKOJ

IP, TCP, UDP, ICMP, GRE 1 IGRP.

MCTOYHMK M Ha3Ha4YeHNte

NpeHTudmumpyeT IP-afipeca NCTOYHMKA U Ha3HAYeHWS.

mabJIOH MCTOUHMKA
¥ mabJIOH Ha3HAUYEHUSA

LLlabnoHHasa macka, HYJTM COOTBETCTBYIOT NO3NLNAM, KOTOPbIE
AOJKHbI coBnaaaTb, eaUHULbl — UTHOPpUpyeMbIM NO3NUnAM.

omeparop [ nopT| mMs
IPUIIOKEHMS)

HocTtynHele onepatopsl It (MeHbLue), gt (GonbLue), eq (paBHo),
neq (He paBHO). YKa3aHHbI HOMep NopTa MOXET OTHOCUTLCS

K MOPTY UCTOYHUKA UNW K NOPTY HA3HayYeHus, B 3aBUCUMOCTU OT
TOro, B KAKOM MecTe Crnncka KOHTpons AocTyna 3agaeTcs nopT.

B kayecTBe anbTepHaTUBLI HOMEpPY NOpTa MOXHO NCMONb30BaTb
LLUMPOKO M3BECTHbIE MMEHa MPUIOXEHWI, Takne kak Telnet, FTP,
SMTP v gpyrue.

est abl i shed Tonbko ansa exogsuero Tpaduka TCP. PaspeluaeT Tpadgmk TCP,
€CINU NakeT CTeHEPVPOBaH B OTBET Ha CEaHC, CO3MaHHbIN U3BHE.
[Ons aToro Twna Tpadwuka yctaHaBnvMBarTcs GUThl
noareepxaeHus (ACK). (Cm. pasgen «[pumep paclumpeHHoro

cnmcka KOHTponst gocTtyna ¢ napameTpom Established».)

| og OTnpaensieT coobLIeHE XypHara B KOHCOSb.

Mpumeyanue [peactaBneHHbI CUHTaKCUC KOMaHAbl access-list cooTBeTcTBYeT npoTokony TCP.
MpuBeaeHbl He Bce napameTpbl. [MoNHbIA CUHTaKCUC BCeX (hOPM KOMaHAbI CM.
B COOTBETCTBYHOLLEN JOKYMEHTALMU NO nNporpaMMHoMy obecneveHuto Cisco 10S
Ha nopTane Cisco.com.

NMpumep: PaclumpeHHbIN CNUCOK KOHTPONA AocTyna
c napameTtpom Established

B crenyromem npumepe mapamerp established pacimmpeHHoOro crmcka KOHTPOJIS JOCTyIIa
paspelaeT BO3BpaT OTBeTa Ha TpadHK, CO3MaHHbIN TOYTOBBIM cepBepom 128.88.1.2Ha
uarepdeiic serial 0 ITaker ymoBIeTBOPSET YCIOBHIM, eCiii B fatarpamMe 1 CPycTaHOBIEHBI
outel ACK u RST,koTOpbIe YKa3bIBAIOT, YTO MAKET MPUHAJIEKHUT CYIICCTBYIOIIEMY

noakmodeHuto. bes napamerpa established B nHcTpyknu crmcka KOHTPOJIS TOCTYyTIa
MOYTOBBIN cepBep cMokeT npuHuMats SMTPTpaduk, HO He OTHPaBIATH €roO.

access-list 102 permit tcp any host 128.88.1.2 established
access-list 102 permt tcp any host 128.88.1.2 eq sntp

interface serial 0

i p access-group 102 in
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Komanna ip access-gr oup mpuBs3bIBaCT CYIECTBYIOMINI CIMCOK KOHTPOJIS JOCTYTa

K nHTEepdeiicy. Jlomyckaercs: HCTIOIb30BaHHIE TOIBKO OJHOTO CIFCKA KOHTPOJIS JOCTYIIa

Ha MPOTOKOJI, HAaIIPaBJICHUE WIH UHTEpderic.

B Tabnuie HUKe OMMCHIBAIOTCS MapaMeTpbl KOMaHIBI 1P aCCess-group.

MapameTpbl KOMaHAbI ip access-group

MapamMeTpbl KOMaHAbI ip
access-group

OnucaHune

HOMEp CIMCKA
JocTyrna

K UHTepdency.

Homep cnincka KOHTPOMs 4OCTyna, KOTOpbI HeoGXoANMO NPUBSI3aTb

in |

out

YkasblBaeT, B KAKOM pexnme 6y,qu paGOTaTb CMUCOK KOHTpOnNA gocTtyna
— BXOZSILLEM MInK ucxogsawem. 3HayeHne no yMon4yaHuio — out.

B tabaure npuBoaATCS IpuMep ASHCTBHI 110 HACTPOUKE M aKTHUBAIIUH HYMEPOBAHHOTO
PaCIIMPEHHOTO CTIMCKa KOHTPOJIS AOCTYIIAa Ha MapIipyTH3aTOpe.

I'Ipoue.qypa HaCTpOVIKM pacwmpeHHOro HymepoBaHHOro CnMCKa KOHTpoJisA goctyna

Ne DencTtBue MpumevaHus

1. 3apgaiiTe paclUMpPEHHbIV CMMCOK A0CTyna KomaHnpa show access-lists otobpaxaeT
ans IPv4. Vicnonb3ynte KoMaHay COAEepXXMMOe Cnucka KOHTpons Joctyna.
rnobanbHow koHdurypaumm access-list. ]

B aTtom npumepe cnucok access-list 101
Rout er X(confi g)# access-1i st sanpewaeTt TCP-Tpaduk U3 UCTOYHMKE
101 deny tcp 172.16.4.0 172.16.4.0 c wabnoHHoi mackoii 0.0.0.255
0.0.0.255 172.16.3.0 K MeCTy Ha3HaueHusi 172.16.3.0 ¢ wabnoHHow
0.0.0.255 eq 21 mackoi 0.0.0.255 yepes nopT 21 (nopT
ynpasnenus FTP).

2. BbibepuTe nHTepdenc, KoTophin Mocne BBoAa komaHabl interface npurnawenve
Heobxoanmo HacTpouTb. Mcnonbayiite WMHTepenca KOMaHOHON CTPOKN N3MEHUTCS
KOMaHAy rnobansHoi koHdurypaumm ¢ (config) # Ha (config-if) #.
interface.

Rout er X(config)# interface
et hernet 0
3. MpuBSHKMTE paCLUMPEHHbIV CIMCOK C nomouwp komaHgbl show ip interfaces

KOHTpONs Aoctyna ans IPv4 uHtepdeliicy.

VMcnonb3yinte KomaHay KoHdurypauum
MHTEepdeica ip access-group.

RouterX(config-if)# ip
access-group 101 in

y6eauTech, YTO CNMCOK KOHTPOMs AocTyna
no npoTokony IP HaszHayeH NHTepdgeiicy.
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Mpumep 1

172.16.3.0

|
PacwmpeHHbIM HYyMepOBaHHbIA CMNUCOK
KOHTponAa goctyna ans |[Pv4

He
172.16.0.0 172.16.4.0

172.16.4.13

(implicit deny all)

Router X(confi g)# access-list 101 deny tcp 172.16.4.0 0.0.0. 3.0 0.0.0.
Router X(confi g)# access-list 101 deny tcp 172.16.4.0 0.0.0.255 172.16.3.0 0.0.0.255 eq 20
Router X(confi g)# access-list 101 pernmit ip any any

(access-list 101 deny ip 0.0.0.0 255.255.255.255 0.0.0.0 255. 255. 255. 255)

Router X(config)# interface ethernet 0
Router X(config-if)# ip access-group 101 out

255 172.16. 255 eq 21

= Brokupyet ntoboin FTP-Tpadmk n3 noacet 172.16.4.0 B noacetb
172.16.3.0 Ha nHTepdetice EO

= Paspeluaet BeCb nNpouni Tpadmk.

NMpumep: paclMpeHHbIN HYMepPOBaHHbLIU CIMTUCOK KOHTPONS
AocTtyna no npotokony |P, 3anpewarowmn FTP-Tpaduk

U3 noacertemn

B Ta6m/1ue OIIMCBIBACTCA CHHTAaKCHUC KOMaH/IbI, HpeﬂCTaBHeHHOﬁ Ha pUCYHKCE.

Mpumep pacluMpeHHOro HyMepoBaHHOrO cnucka KOHTponAa gocTtyna ans 1Pv4

MapamMeTpbl KOMaHAbI access-list

OnucaHue

101 Homep cnucka KoHTponsa AocTyna, ykasbiBaeT Ha pacLUMPEeHHbIN
CMUCOK KOHTpONA goctyna ans IPv4

deny 3anpellaeT nepecbisiky Tpadmka, COOTBETCTBYHOLLENO 3a4aHHbIM
napameTpam

tcp MpoTtokon TCP

172.16.4.0 0.0.0. 255

IP-agpec UcToYHMKa U Macka, nepsble TPY OKTeTa OOSKHbI
coBnagarb, NocnegHun — HeT

172.16.3.0 0.0.0. 255

IP-agpec Ha3Ha4vyeHUsa U Macka, nepeble TPU OKTETa AOIMKHbI
coBnagarb, NocrnegHun — HeT

eq 21 [MopT Ha3HayeHus, B JaHHOM NpUMepe LLUMPOKO M3BECTHbLIN NMOPT
ynpasnenua FTP

eq 20 [MopT Ha3HayeHus, B JaHHOM NpUMepe LLUMPOKO M3BECTHbLIN NMOPT
nepegayvvn naHHbix FTP

out MpusasbiBaeT cnucok ACL 101 k nHTepdency EO B kavecTse

ucxopsiero unbTpa

Sanperaroriye HHCTpyKuK 3amperiatot FTP1paduk u3 noncern 172.16.4.@ nmoacers 172.16.3.0.

Paspernaroriias HHCTPYKIMS pa3pelaeT OTHPaBKy Bcero ocrajibHoro IP-rpaduka u3 uarepdeiica EO.

© 2007 Cisco Systems, Inc.

Cnucku KOHTpons gocTyna 6-39



|
Pacwm peHHblﬁ HyMepOBaHHblﬁ CIMNMUNCOK

KOHTpona goctyna ans [Pv4
Mpumep 2

172.16.3.0

He
172.16.0.0

172.16.4.0

172.16.4.13

N |

~|
e

Rout erX(config)# access-list 101 deny tcp 172.16.4.0 O.
Rout erX(config)# access-list 101 permt ip any any
(inplicit deny all)

Rout erX(config)# interface ethernet 0
Rout erX(config-if)# ip access-group 101 out

-

0.255 any eq 23

= BriokupyeT Tonbko Tpadguk Telnet 3 noacetun 172.16.4.0 Ha
uHTepdpence EO.

= PaspeluaeT BeCb Npo4mnii Tpadmk.

NMpumep: HymepoBaHHbLIU pacLUMPEHHbIM CMUCKX AO0CTYNa,
3anpelwarowmm Tonbko Telnet-Tpacduk s noacetun

B Ta6m/1ue OIIMCBIBACTCA CHHTAKCHUC KOMaH/IbI, HpeﬂCTaBHeHHOﬁ Ha pUCYHKC.

Mpumep pacMpeHHOro HyMepoBaHHOIO CNMUCKa KOHTposA aoctyna ans IPv4

MapameTphbl
KoMaHAbl access-list

OnucaHune

101

Homep cnucka KOHTpons AocTyna, ykasblBaeT Ha pacLUMPEHHbIV CINCOK
KOHTpons goctyna ans IPv4

deny 3anpeluaeT nepecbinky Tpadmka, COOTBETCTBYIOLLErO 3a4aHHbIM NapaMmeTpam
tcp MpoTtokon TCP

172.16.4.0 IP-apgpec 1 Macka UCTOYHMKA, NepBble TPX OKTeTa AOMKHbI COBNaaaTh,
0.0.0. 255 nocnegHuin — HeT

any TNio6on IP-agpec HasHaveHus

eq 23 or MopT Ha3HayeHus nnu npunoxeHue. B aTom npumepe ykasbiBaeTCs LLUIMPOKO
eq tel net n3BecTHbIV nopT ans Telnet (23)

perm t PaspeluaeT nepecbifiky Tpadmka, COOTBETCTBYIOLLErO YKa3aHHbIM napameTpam
ip Nio6oit npotokon IP

any KntoyeBoe crnoso, cooTBeTCTBYOLEee TpaduKy 13 Moboro UCToYHMKa

any KntoueBoe cnoBo, cooTBeTcTBYIOLLEee TpaduKy K Nlo6OMy MeCTy HazHauYeHus
out MpueasbiBaeT cnmcok ACL 101 k uHTepdency EO B kayecTBe ucxogsiuero ounbtpa

B atom nprmepe 3anpemaercs Telnetrpaduk cetn 172.16.4.0ptrpasiennsiii u3 uarepdetica EO.
Becsk octanproi#t IP-Tpadrk u3 modoro HCTOYHMKA K JIFOOOMY MECTY Ha3HAUCHUSI pa3peniacTcs Ha

unrepdeiice EO.

6-40

Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0

© 2007 Cisco Systems, Inc.



HacTpo#ka MMeHOBaHHbLIX CTUCKOB
KOHTpoOnA gocTtyna

B 3TOM pazzene onuchIBa€TCsA HACTPOHKAa UMEHOBAHHBIX CIIUCKOB KOHTPOJIS OCTYIIA.

|
KoHdurypaumsa nmeHoBaHHOro crnucka
KOHTpoOnA gocTtyna no npotokony IP

Rout er X(confi g) #
|i p access-list {standard | extended} ms |

= BykBEHHO-LMPOBOE UMS OOMKHO BbiTb YHMKaNbHbLIM

Rout er X(config {std- | ext-}nacl)#

[ nocnenorarensussi Homep| {permt | deny} {ycrnoems npormepxm
crnucka gocryna no | P} {permit | deny} {ycrmoemas nposepxm cnmcxa
mocryna no | P}

= Ecnu nocnenoBarenbHble HOMepa He 3afaHbl, OHU FeHEP MPYHOTCSt aBTOMaT MYECKH,
HaduHaa 10. Kaxabin nocnenyowmin Homep ysenuymnsaetcs Ha 10

= KomaHpga no rocredosamersibHbili HOMEP yoansier BbIOpaHHY0 MPOBEPKY M3
MIMEHOBaHHOIO CMMCKa KOHTPOMS AocTyna

Rout er X(confi g-if)#
ip access-group mms {in | out}

= AKTUBMDYET MMEHOBaHHbIN CNMCOK KOHTP QNS AOCTyna no nporokony IP Ha uHTepde fice

HMeHOBaHHBIE CIIMCKH KOHTPOJIS JIOCTYIIA TIO3BOJISTIOT HICHTU(UIIMPOBATH CTAHJAPTHEIC
Y pacIIMPEHHBIC CIIUCKU KOHTPOJIS TOCTYIIA IS MpoTokoa IP ¢ momontsio OyKBeHHO-
U(pPOBOI CTPOKH (MMEHM) BMECTO HOMEpaA.

HMeHOBaHHBIC CIIMCKU KOHTPOJIS IOCTYIA TOICPKUBAIOT YAAICHUE OT/ACTbHBIX 3aMUCEH.
Bepcus Cisco I0S 12.3103B01€T HCTIONB30BaTh MOCIE0BATSILHBIC HOMEPA IS
BCTaBKH WHCTPYKIUH B TI000E MECTO HIMEHOBAaHHOT'O CIIHCKa KOHTPOJIS ocTyma. Bepcuwu,
npemmectByomue Cisco 10S 12.3503BostoT 100aBIATh HHCTPYKIIMH TOJIBKO B KOHEIT
HMMEHOBAHHOTO CITMCKA KOHTPOJIS JOCTYIIA.

HOCKOHBKy HNMCHOBAHHBIC CITMCKU ITO3BOJIAIOT YAAIATH OTACIIBHBIC 3allMCH, KX MOXXHO U3MCHATH
0e3 H€O6XOZ[I/IMO B YAQJICHUHW U IIOBTOPHOM CO3J1dHHU. HCHOJ’IBByﬁTC HMMCHOBAHHBIC CIIMCKHU
AOCTYIIa I MPOTOKOJIAa |P, €CJIn H606X0,Z[I/IM3 HUHTYUTHUBHO-TIOHATHAA I/IZ[CHTI/I(i)I/IKaLII/I}I.
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Co3paHue cTaHAAPTHLIX MMEHOBaAHHbIX CIMCKOB KOHTpPONSA
AocTtyna no npotokony |P

JI71st CO3aHusl CTAHAAPTHOTO HMEHOBAHHOTO CITUCKA JI0CTYIA MO MPOTOKoy |P BhImomHuTE
JeUCTBUS, ONTUCaHHbIe B Tabiuie. [lepBoe AeHCTBHE ClIeIyeT BBIMOIHUTD B PEKUME
rJ100aaIbHON KOH(DHUTypaLyH.

Mpoueaypa co3aaHnA cTaHAAPTHLIX UMEHOBAaHHbLIX CMMCKOB AOCTyna no
npotokony IP

Ne | OencrtBue MpumeyvaHus
1. i p access-list standard mms 3apaeT cTaHOapTHbIN CMMCOK KOHTPOrS
JocTyna v npucBavBaeT eMy UMs.
2. BeeauTe oavH 13 cnefyowmnx napameTpos: B pexuvme KoHdUrypaumm cnucka
KOHTPOMS JOCTYyna yKaXute ogHoO
= [sequence-nunber] deny W HECKOSBKO paspeLlaroLLmx
{source [source-w |l dcard] | any} UMK 3anpeLLaroLLmx yCroBui.
. OHu onpegenstoT, 6yaeT naket
= [sequence-number] permit NponyLUeH unu oTopoLLEH.
{source [source-wildcard] | any}
3. exit Bbixoa 13 pexxuma KoHpurypaumm

CnncKa goctyna.

Co3paaHue paclUMpPeHHbIX UMEHOBaHHbIX CTIMCKOB KOHTpONS
AocTtyna no npotokony |P

JI7ist co3aHusl pacIIMPEHHOT0 KIMEHOBAHHOTO CITHCKA JIOCTYTA 10 MpoToKouy |P BhIMONHITE
JeNCTBUS, ONTUCaHHbIe B Tabiuie. [lepBoe AeHCTBHE ClIeIyeT BBIMOIHUTD B PEKUME
r100aIbHON KOH(DHUTypaL¥H.

MNMpoueaypa co3aaHnA pacluMpeHHbIX UMEHOBaHHbIX CIUCKOB A0CTyna no
npotokony IP

Ne | OencrtBue MpumeyvaHus
1. i p access-list extended wmms 3apaeT cTaHOapTHBIN CMMCOK KOHTPOMS
[0CTyna v NpucBanBaeT eMy UMS.
2. BeBeaute oauH 13 creayowwmnx napameTpos: B pexxume koHurypauum cnmcka
. KOHTPOSst AOCTyna 3againTe yCcroBust
= sequence-nunber] {deny | pernit} | paspewenus nnm sanpeta. Knouesoe
protocol source source-w | dcard CITOBO any MOXHO MCMOSb30BaTh Kak
destination destination-wldcard | cokpawenve NHCTPYKLIMM C aApecom
[ precedence precedence] 0.0.0.0 1 WwabrnoHHoI MackoW
[tos tos] 255.255.255.255 (on1s agpeca
. WCTOYHUKA, aapeca HasHavYeHne unu ans
. seqtjencle- nunber] {deny | permt} | o goux anpecos). Kntouesoe cnoso host
protocol any any MOXXHO MCMONb30BaTh Kak COoKpalLeHne
= sequence-nunber] {deny | pernit} wabnoHHon macku 0.0.0.0 nn}?naupeca
protocol host source host MCTOHHrI:IKatMﬂM %asHaquvm. to4eBoe
desti nation cnoeo host Heo6Xo0AMMO NOMECTUTb
nepen agpecom.
3. exit Bbixoa 13 pexumma koHdurypaumm cnmucka

aocrtyna.
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NMpumep: lo6aBneHue 3anuceu ¢ nocrieaoBaTesfibHbIMU
HOMepamu

B MMpUMCPE HNKC B y1(a3aHHBIﬁ CITHCOK Z[O6aBJ'I}I€TCH HOBasd 3aI111cCh.

Rout er X# show i p access-|i st

Standard | P access |ist MARKETI NG

2 permt 10.4.4.2, wildcard bits 0.0.255.255
5 permt 10.0.0.44, wildcard bits 0.0.0.255
10 permit 10.0.0.1, wildcard bits 0.0.0.255
20 permt 10.0.0.2, wildcard bits 0.0.0.255

Rout er X(config)# ip access-1ist standard MARKETI NG
Rout er X(confi g-std-nacl )# 15 permt 10.5.5.5 0.0.0. 255
Rout er X# show i p access-1Ii st

Standard | P access |ist MARKETI NG

2 permt 10.4.0.0, wildcard bits 0.0.255.255
5 permt 10.0.0.0, wildcard bits 0.0.0.255
10 permit 10.0.0.0, wildcard bits 0.0.0.255
15 permit 10.5.5.0, wildcard bits 0.0.0.255
20 permt 10.0.0.0, wildcard bits 0.0.0.255
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172.16.3.0

NMpumep ctaHAapTHOrO UMEHOBAHHOIO
cnuckKa KoHTponsa goctyna gns |IPv4

He
172.16.0.0 172.16.4.0

S0

E1 172.16.4.13

%‘l’_| “— =

Rout er X(config) #ip access-list standard troubl emeker
Rout er X(config-std-nacl )#deny host 172.16.4.13

Rout er X(config-std-nacl )#permt 172.16.4.0 0.0.0. 255
Rout er X(config-std-nacl)#i nterface e0

Rout er X(config-if)#ip access-group troublenaker out

3anpeLlaeT onpegeneHHbIi XocT

B tabauiie onuchIBaeTCA CHHTAKCHC KOMaHIBI, TPEICTABIICHHON Ha PUCYHKE.

Mpumep cTaHaapTHOro UMEHOBaAHHOIO CNMCKa KOHTposA aoctyna ans |IPv4

MapameTpbl kKOMaHAbI access-list

OnucaHune

st andar d

OnpepensieT MMEHOBaHHbIN CMUCOK KOHTPOMSA A0CTyNa Kak
CTaHOapTHbIN

t roubl emaker

MmMa cnvcka KoHTpona goctyna

deny

3anpeluaeT nepeckinky Tpaduka, COOTBETCTBYIOLLEro 3a4aHHbIM
napameTpam

host 172.16.4.13

IP-agpec UCTOYHMKA, KrntoyeBoe crioB «host» cooTBeTCTBYET
wabnoHHon macke 0.0.0.0

permt

Pa3speLuaeT nepecoisiky Tpaduka, COOTBETCTBYIOLLETO YKazaHHbIM
napameTpam

172.16.4.0 0.0.0. 255

IP-agpec UcToYHMKa U Macka, nepsble TPY OKTeTa OOSXKHbI
coBnagarb, NocnegHun — HeT

i p access-group
t roubl emaker out

MpuBasbiBaeT cnncok «troublemaker» k uHTepdericy EO
B Ka4ecTBe ucxoasiiero dpuneTpa
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|
NMpumep paclwumpeHHOro UMeHOBaHHOro
cnuckKa KoHTponsa goctyna gns |IPv4

He
172.16.3.0 172.16.0.0 172.16.4.0
S0 172.16.4.13
u EO E1 =
— S =
e 4+— H

Router X(confi g)#i p access-list extended badgroup

Router X( confi g-ext-nacl ) #deny tcp 172.16.4.0 0.0.0.255 any eq 23
Router X( confi g-ext-nacl ) #perm t
Router X(confi g-ext-nacl )#interface e0

Router X(config-if)# p access-group badgroup out

ip any any

3anpewaeT Tpacduk Telnet 3 onpeneneHHon nogceTu

B tabauiie onuchIBaeTCA CHHTAKCHC KOMaHIBI, TPEICTABIICHHON Ha PUCYHKE.

Mpumep MMeHOBaHHOrO CNUCKa KOHTPOSA AocTyna no npotokony IP

MapameTpbl kKOMaHAbI access-list

OnucaHune

ext ended OnpepensieT MMEHOBaHHbIM CMMCOK KOHTPOSIA AoCTyna
KaK pacLUMPEHHbIN.

badgr oup Mms cnivcka KoHTpons gocTyna.

deny 3anpeLuaeT nepechbIiky Tpadguka, COOTBETCTBYIOLLENO
3aaHHbIM NapaMeTpam.

tcp MpoTokon TCP.

172.16.4.0 0.0.0. 255

IP-agpec ncTo4Hnka n macka, nepeble TpU OKTeTa
OOMKHbI coBnagaTb, NOCNegHUN — HeT.

any

Tiobow IP-agpec HazHavyeHus.

eq 23 or eq tel net

MopT Ha3HaYeHNs NN UMS NPUNOXeHKs. B aTom npumepe
yKasbIBaeTCs LUMPOKO U3BECTHLIN NOpT Ansa Telnet (23).

permt Pa3speLuaeT nepecoisiky Tpaduka, COOTBETCTBYHOLETO
yKasaHHbIM napameTpam.

ip MpOTOKON CETEBOIO YPOBHS.

any KnioueBoe cnoso, cooTBeTCTBYIOLEee TpadmKy 13 noboro

NUCTOYHUKaA K ﬂ}O6OMy MeCTY Ha3Ha4YeHuA.

i p access-group badgroup out

MpuBaA3sbiBaeT cnncok «badgroup» k nHTepgeincy EO
B Ka4yecTBe uUcxoasdLiero gpunerpa.
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|
[No6aBneHne KOMMEHTapueB K UHCTPYKUUAM
CMUCKOB KOHTpPOJsi JocTyna

Rout er X(config)#
Ii p access-list {standard| ext ended} mqas I

= Co34aeT MMEHOBaHHbIM CNUCOK KOHTPOIst AOCTyna

RouterX(config {std- | ext-}nacl)#

I remar K npuMeuanne I

= [1o6aenser npuMeyaHne B UMEHOBAHHbIM CMIMCOK KOHTPOs Aocrtyna

Nnn

Router X(config)#

access-| i st momep cnuckxa xoHTposs mocryna I emark
npuMeyaHmne

= [1o6aenser npmMmedyaHue B HyMep0BaHHbIl7I CMUCOK KOHTPOJ1A AoCTyna

KoMMmeHnTapusmu uimi mpuMedaHusIMU Ha3bIBAIOTCS MHCTPYKIIMK CIIICKOB KOHTPOJISI TOCTYTIA,
KOTOpbIe He 00pabaThIBAOTCS. DTO MPOCTHIC ONMUCATEIBHBIC YTBEPHKICHHSI, KOTOPBIC TTOMOTAIOT
Jy4IIie TOHATh UMEHOBAaHHBIEC WJIM HyMEPOBAHHBIE CITUCKU KOHTPOJIS TOCTYTIA, a TAKXKe
YCTpaHATh HETIOJIAKU B HUX.

Jmna npumedanus orpanndeHa 100cumBonamu. [Ipumeuanie MOKHO T0OaBISATh IO WITH
MOCIIe pa3peliatoleil il 3anpeaonieil HHCTpyKIuu. OHaKo MpH J00aBICHUN TPUMEYaHUN
CJIeyeT MCTIOIh30BaTh COTIACOBAHHBIHN ITOAXO/T, YTOOBI MOJF30BATENS BCETIAa MOT ITOHSTH,

K KaKkoi 3anpeniarolieil Wi paspeliaroneil HHCTPYKIIMK OTHOCUTCS puMedaHue. Pasmernenue
OJIHOM YacTH MpUMEYaHUH 10 UHCTPYKIIUH, a APYrol — Mocjie HHCTPYKIIUA MOYKET IPUBECTH

K IMyTaHUIIE.

s nobaBiieHNs KOMMEHTapHs B UMEHOBAHHBINM CITUCOK KOHTPOJIS IOCTYIIA 0 poTokomy |P
HCTIONB3yeTcs KoMaHaa remark npumeuanue pexiMa KOHGUTYpAIMK CIIHCKA KOHTPOJIS
nocrtymna. YtoOsl 700aBUTh KOMMEHTApUH B HYMEPOBAHHBIN CIIUCOK, HCIIOJIb3YHTE KOMaHIy
access-list nomep cnucka oocmyna remark npumeuanue.

[Mpumep no6aBICHNS KOMMEHTAPUS B HyMEPOBAHHBIH CITUCOK KOHTPOJIS JIOCTYTIA!

access-list 101 remark Permtting _John to Telnet to Server

access-list 101 permt tcp host 10.1.1.2 host 172.16.1.1 eq
t el net

[Mpumep no6aBIeHNST KOMMEHTApUsl B MIMEHOBAHHBIH CITICOK KOHTPOJIS IOCTYTIA!

i p access-list standard PREVENTI ON
remark Do not all ow Jones subnet through
deny 171.69.0.0 0.0.255. 255
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YCTpaHeHVIe HenosfiagoK CrinCKoB
KOHTpPOJA AOCTYNa

B aTOM pasnene onuchIBaeTCS TIOUCK M YCTPaHEHHE PACTIPOCTPAHEHHBIX MTPOOIeM

KOH(UTYpaLUX CIICKOB KOHTPOJIA JOCTYTIA.

|
OTcnexuBaHue MHCTPYKLMA CNUCKa
KOHTpONA gocTtyna

Rout er X# show access-lists {HoMep crmcka xoHnTpons
nocryna| umsa}

Rout er X# show access-|ists

Standard |IP access |ist SALES
10 deny 10.1.1.0, wldcard bits 0.0.0.255
20 permt 10.3.
30 permt 10. 4.
40 permt 10.5.5.1

Extended IP access |ist ENG
10 permt tcp host 10.22.22.1 any eq tel net (25 natches)
20 permt tcp host 10.33.33.1 any eq ftp
30 permt tcp host 10.44.44.1 any eq ftp-data

.1
.1

»w

OToGpaxaeT BCe CnMCKM AocTyna

3aBepIIrB HACTPOIKY CITUCKA KOHTPOJIS JOCTYIA, BOCIOIB3yHTECh KOMaHaaMu SNOW, 4TOOBI

mpoBepuTh KoHpurypanuio. Komanga show access-lists orobpaskaeT comepKuMoe BCex

CIIMCKOB KOHTPOJIA ocTyna. JJ00aBUB UMS WIIM HOMEp CIIUCKA KOHTPOJISI AOCTYIIA B KAYeCTBE
napaMeTpa 3TOiH KOMaH/Ibl, MOYKHO BBIBECTHU ONPEICICHHBII CITUCOK. UTOOBI BHIBECTH TOJIBKO
COZIEPXKMMOE CITUCKOB JIOCTYTA 10 poTokouy |P, ucrone3yiite komanxy Show ip access-list.
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lNpoBepKa cNUCKOB KOHTPONSA JocTtyna

RouterX# show ip interfaces eO

Et hernetO is up, line protocol is up
Internet address is 10.1.1.11/24
Broadcast address is 255.255. 255. 255
Address deternm ned by setup command
MTU i s 1500 bytes
Hel per address is not set
Directed broadcast forwarding is disabl ed
QOut goi ng access list is not set
I nbound access list is 1
Proxy ARP i s enabled
Security level is default
Split horizon is enabled
| CWP redirects are always sent
| CWP unreachabl es are always sent
| OW nask replies are never sent
I P fast switching is enabl ed
| P fast switching on the same interface is disabl ed
| P Feature Fast switching turbo vector
IP multicast fast switching is enabled
I P nmulticast distributed fast switching is disabl ed
<text ommtted>

Komanma show ip interfaces oto6paxaer cBenenus 06 uarepdeiice |P 1 o crimckax KOHTPOIIS
IOCTyIIa, HACTPOSHHBIX Ha 3ToM uHTepdetice. B BeiBome komanasr show ip interfaces €0,
MPEeICTaBICHHOM Ha PUCYHKE, OTOOpasKaeTCsl HCXOISIIHIA CITMCOK KOHTPOJIS IOCTYTIA T10
npotokony |P, Hactpoennslit Ha uaTepdeiice EO. Micxonsiue cniucku He 3a/1aHbl HA

untepdeiice EO.
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Mouck n ycTpaHeHne pacnpocTpaHeHHbIX
OLIMOOK CNMUCKOB KOHTPOJIA A4OCTyna

ERROR1# show access-lists 10

172.16.0.0 Standard IP access list 10

g 10 deny 10.1.1.0,wildcard bits 0.0.0.255
e 20 permit 10.1.1.1

s u 30 permit ip any any

=~ T
7’
Bxogswmn ACL g{
10.0.0.0 —’e 1‘
g S0 S0 i | 5
>’ 10.160.22.11 10.160.22.33 ~ !
Yaen ¥Yaen 10.100.100.1

10.1.1.1 gl—
Wy |

192.168.1.0

Owmnbka 1: y xocta 10.1.1.1 HeT nogknrodeHus k xocTty 10.100.100.1.

Jlns moncka v yCTpaHEeHHS CIIEAYIOIEeH MPo0IeMBbI MPOAHATN3UPYHTE BHIBOJ KOMAHIBI
show access-lists.

m  IIpo6aema: VY xocra 10.1.1.1net moaxmouenus k xocry 10.100.100.1.

ERROR1# show access-lists 10

Standard | P access list 10
10 deny 10.1.1.0, wildcard bits 0.0.0.255
20 permt 10.1.1.1
30 permt ip any any

m  Pemenue: Y xocta 10.1.1.1xet moakmroueHus k 10.100.100. k3-3a nopsiaka npaBui
crucka goctymna 10.[TockoabKy MapIIpyTH3aTop 00padaTbiBacT CIIMCKHA KOHTPOJIS TOCTyIIa
cBepxy BHM3, HHCTpYyKIUs 103anperut tpaduk xocra 10.1.1.1a uncrpykuus 20He Oynet
obpabotana. Uactpykimu 10u 20 ciemyetr mOMEHSTh MECTaMHU.
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Mouck n yctpaHeHne pacnpocTpaHeHHbIX
OLUMOOK CMUCKOB KOHTpONA gocTtyna (npoxa.)

172.16.0.0 ERROR2# show access-lists 120
Extended IP access list 120
u 10 deny tep 172.16.0.0 0.0.255.255 any eq 23
\i 20 deny tcp 192.168.1.0 0.0.0.255 any eq 25
'

g 30 permit tcp any any
>
BxopsLwii ACLT g

10.0.0.0 e —'e ]‘
S0 S0

%l; 10.160.22.11 10.160.22.33 l %l/ :

537

Yaen Y3en 10.100.100.1
10111 [ g4

g v
192.168.1.0 g

Owmwubka 2: ceTb 192.168.1.0 He MOXeT ncnonb3oBatb NpoTokon TFTP
ans noaknoveHnsa K 10.100.100.1.

Jlns moncka v yCTpaHESHHS CIISAYIOIMIECH MPo0IeMBbI MPOAHATN3UPYHTE BHIBOJ KOMAHIBI
show access-lists.

m  IIpoduaema: Cers 192.168.1.0Gie MOKeT MCMONIB30BaTh IPOTOKON TFTP 11t moakmoueHus
k 10.100.100.1.

ERROR2# show access-lists 120

Extended | P access |ist 120
10 deny tcp 172.16.0.0 0.0.255.255 any eq tel net
20 deny tcp 192.168.1.0 0.0.0.255 host 10.100.100.1 eq smp
30 permt tcp any any

m  Pemenne: Cerp 192.168.1.Gie mosket ucnonb3oBats | F TP wia noakmroueHns
k 10.100.100.1rak kak nporokos TFTPucnons3yer TpancmoptHbii npotokon UDP.
Wnctpykuus 308 cniucke pocryna 120paszpemaer Beck TCPapaduk, a nporoxon TFTP
3ampeniaercs, Tak Kak ucnonb3yet npotokon UDP. Ctpoky 30 cienyer 3ameHuTh Ha
ip any any.
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Mounck n yctpaHeHne pacnpocTpaHeHHbIX
OLUMOOK CNMUCKOB KOHTpONA AgocTtyna (npoa.)

ERROR3# show access-lists 130
172.16.0.0 |Extended IP access list 130

g 10 deny tcp any eg telnet any
‘L 20 deny tcp 192.168.1.0 0.0.0.255 any eq 25
7

g 30 permit ip any any
< ' oy
Bxopswmit ACL \\’

10.0.0.0 e —"e 1
S0 S0

%\! 10.160.22.11 10.160.22.33 %’; ’

Yzen Y3en 10.100.100.1
10.1.1.1 g—
¥

»

192.168.1.0

Owwmbka 3: cetb 172.16.0.0 moxeT nogkntoyatbes kK 10.100.100.1 yepes
Telnet, gHaKO 3TO NOAKTIOYEHMNE OOMKHO ObITh 3anpeLLeHo.

Jlns moncka v yCTpaHEeHHS CIIEAYIOIEeH MPo0IeMBbI MPOAHATN3UPYHTE BHIBOJ KOMAHIBI
show access-lists.

Ipo6aema: Cers 172.16.0.0n0xer moaxmouarsest Kk 10.100.100. kepes Telnet,oquaxo
9TO MOAKIIIOYCHUE JTOJDKHO OBITH 3aMPEIEHO.

ERROR3# show access-1ists 130

Extended | P access list 130
10 deny tcp any eq telnet any
20 deny tcp 192.168.1.0 0.0.0.255 host 10.100.100.1 eq smp
30 permt ip any any

Pemenne: Cers 172.16.0.0n0xer moaxmodarses k 10.100.100. kepes Telnet,tax

kak HoMep mopra Telnets uncrpykimu 10 criucka qoctyna 130Hax0oauTCs B HEBEPHOM
nosiokeHuu. B nanHbIii MoMeHT uHCTpYKIHs 10 3anpemnaer Bce HICTOYHHKH C HOMEPOM
nopTa, paBHBIM HOMepY mopTa Telnet,koTopbie MBITAIOTCS TOAKIIOYUTECS K JTII000MY
IP-anpecy. UroOsl 3anperuts Bxoasumii Telnetrpaduk Ha unrepdeiice SO, He00x011MO
3alpeTUTh HOMEP MMOPTa Ha3HAYCHUS, PaBHBIM HOMepy mopTa Telnet,nanpumep

¢ TIOMOIIBI0 HHCTPYKItMH deny tcp any any eq telnet.
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Mouck n yc
OLMOOK cn

g\l{_

4

|

10.0.0.0 e
SO

TpaHeHue pacnpocTpaHeHHbIX
MCKOB KOHTpons goctyna (npoa.)

ERROR4# show access-lists 140
Extended IP access list 140

172.16.0.0

10 deny tcp host 10.160.22.11 any eq telnet
20 deny tcp 192.168.1.0 0.0.0.255 any eq 25

B u 30 permit ip any any
< P |
Bxoaswmin ACL S} ’
) | :
10.160.22.11 10.160.22.33 4} :

Yaen 10.100.100.1

o

P

Yaen
10.1.1.1 g—
g
192.168.1.0

OwwnbkKa 4: xocT

10.1.1.1 moxeT noakntodarbes kK 10.100.100.1

yepes Telnet, oHaKO 3TO NOAKMOYEHNE A0MKHO BbiTh 3anpeLLeHo.

Jst moncka u ycTpaHeHHs CleayIomel mpoOIeMbl MPOaHATH3UPYHTE BHIBOJ, KOMaHIbI

show access-lists.

m  IIpo6aema: Xocr 10.1.1.Imoxer momkarouatses K 10.100.100. kepes Telnet,onnako

OTO INOAKIIOYCHUEC

JOJIXKHO OBITH 3aIrpeuiCHO.

ERROR4# show access-1ists 140

Ext ended | P access |i st
10.160.22. 11 10.100.100.0 0.0.0.255 eq tel net
10. 100. 100.

10 deny tcp
20 deny tcp
30 permt

140
host
192.168.1.0 0.0.0. 255 host

i p any any

1 eq sntp

m  Pemenne: Xocr 10.1.1.Imoxet mogkmouarhes K 10.100.100. kepes Telnet,tak kak
HE 3aJaH0 HUKAaKuX MpaBui, 3anperaomux xocT 10.1.1.lunu ero ceTh Kak HCTOUHHK
tpaduka. Muctpykums 10 cnimcka koHTposst goctyna 1403anpemiaer nuntepdeiic
MapUIpyTU3aTOpa, U3 KOTOPOTO MOKET OTIPABIATHCA Tpaduk. Ho koraa aTu makeTs
MOKHUJAIOT MapIIpyTH3aTop, oHu umeroT aapec 10.1.1.1a He agpec unTepdeiica

MapIIpyTU3aTopa.
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Mounck n yctpaHeHne pacnpocTpaHeHHbIX
OLLMOOK CMUCKOB KOHTpONSA gocTtyna (npoxa.)

172.16.0.0 ERROR5S# show access-lists 150
Extended IP access list 150
g 10 deny tcp host 10.100.100.1 any eq telnet
\L 20 permit ip any any
s B |J’
o
Bxogsawmin ACLT u‘
10.0.0.0 e —>e ]‘
SO S0
E\l‘ 10.160.22.11 10.160.22.33 %lf
7 7~
Y3en Y3en 10.100.100.1
10111 L
7L
P
192.168.1.0

Owwnbka 5: xoct 10.100.100.1 moxeT nogkntodatbes k 10.1.1.1
yepes Telnet, ogHaKo 3TO NOAKMNOYEHUE 4 0IMKHO ObITh 3anpeLULeHo.

Jlns moncka v yCTpaHEeHHS CIIEAYIOIEeH MPo0IeMBbI MPOAHATN3UPYHTE BHIBOJ KOMAHIBI
show access-lists.

m  IIpo6aema: Xocr 10.100.100.Moxer moaxmodarbes k 10.1.1.1uepes Telnet,
OJTHAKO 3TO MOJKIIOUCHHE JOJDKHO OBITh 3aMPEIeHO.

ERRORS# show access-1ists 150

Extended | P access |ist 150
10 deny tcp host 10.100.100.1 any eq tel net
20 permt ip any any

Crcok poctyna 150npumensiercs k unrepdeticy SOkak BXOAAIINHA.

m  Pemenne: Xoct 10.100.100. Moxer noaxmoyatses k 10.1.1.1uepes Telnetus-3a
HarnpaBJIeHUs], B KOTOpoM criicok goctyna 150aktuBupoBan Ha unrepdetice SO.
Wuctpykius 103anperaer aapec ucrounuka 10.100.100.150 3TOT agpec MoOKeT
OBITh HCTOYHUKOM TOJIBKO JUTsl ucxosiero Tpaduka SO,HO He 1151 BXOJSIIETO.
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Mouck n yctpaHeHne pacnpocTpaHeHHbIX
OLUMOOK CNMUCKOB KOHTpONA goctyna (npoa.)

172.16.0.0 ERROR6# show access-lists 160
Extended IP access list 160
gL 10 deny tcp any host 10.160.22.33 eqg telnet
4

u 20 permit ip any any
Sy

d
Bxopawmi ACLT g

10.0.0.0 e —’e ]‘
S0 S0 g

[ L E
\/\! 10.160.22.11 10.160.22.33 l t! ’

Yaen ¥3en 10.100.100.1

10.1.1.1 g—
B

192.168.1.0

=

Owmnbka 6: xocT 10.1.1.1 MOXET NOAKMYaTbCH K MapLupyTusatopy B
yepes Telnet, ogHako 3TO NOAKMOYEHME JOMKHO ObITh 3anpeLLeHo.

Jlns moncka v yCTpaHESHHS CIISAYIOIMIECH MPo0IeMBbI MPOAHATN3UPYHTE BHIBOJ KOMAHIBI
show access-lists.

Ipo6aema: Xocr 10.1.1.ImokeT mogkIIOUaThCA K MapipyTtuzaropy B uepes Telnet,
OJTHAKO 3TO MOAKJIIOUEHUE JTOJKHO OBITh 3alpeIeHo.

ERROR6# show access-1ists 160

Extended | P access list 160
10 deny tcp any host 10.160.22.33 eq tel net
20 permt ip any any

Pemenne: Xoct 10.1.1.ImoxeT MOAKIIOUMTRCS K MapiipytuszaTopy B uepes Telnet,
MOCKOJIbKY HCTIOJIb30BaHKe Telnetmis moakimoYeH s K MapuIpyTH3aTOpy OTIINYAeTCs

OT TPAH3UTHOTO MOAKIIoYEeHUsI Telnetk npyromy yCcTpoicTBY uepes MapIipyTH3aTop.
Nuctpykius 10 cnincka noctyna 1603anpemaet goctyn uepes Telnetk agpecy,
HaszHaueHHOMY uHTep¢eiicy SOmapmpyruszatopa B. Xoct 10.1.1.18ce eme moxer
UCIIONb30BaTh Telnetmis monkiroueHus kK Mapmpytusaropy B gepes apyroii aapec
uaTepdeiica, Hanpumep EO. UToObI Gi10KHpOBATH BXOAAIINH 1 Hcxoasamuii Telnetrpaduk
Ha MapIIpyTU3aTOpe, UCTIONB3YHTE KOMaHIy aCCeSS-Class /iyisi akTHBAIIMK CITUCKOB
KOHTpOJIA Joctyna Ha muHusx VTY.
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Pe3ome

B sToM pazzmene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= CTaHOoapTHble CNUCKM KOHTpons Aoctyna ang IPv4
obecneyumBaltoT huneTpauuio no IP-agpecy UCTO4HUKA.

= PacluMpeHHble CMIUCKN KOHTPOIS OCTyna obecrneynsatot

dunbTpauuo no IP-agpecy nctoduHnka, IP-agpecy HazHayeHms,
NPOTOKOITY N HOMEPY nopTa.

= /IMEHOBaHHbIE CMUCKN KOHTPOs AOCTyNna NoademKmBatoT
yOaneHue oTAENbHbIX MHCTPYKLUUIA.

= [Ina noncka n ycTpaHeH1s pacnpocTpaHeHHbIX OwMBOoK
KOHdpUrypauum CnmckoB KOHTPOIS 4OCTyna UCNOoMnb3yTcA
komaHgbl show access-lists n show ip interface.
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Pe3ome m

B aTOM paznerne npuBoUTCS pe3toMe BOIIPOCOB, PACCMOTPEHHBIX B MOJIYJIC.

oayns

Pe3tome moaynsa

CnunckM KOHTPOMS AOCTYyNa UCNOMb3y TCs Ans punbTpauum | P-naketos
Unu ngeHTudrKaummn Tpad vika ana cneuunansHon o6paboTku.

Cnuncku KOHTpOJA AocTtyna O6pa6aTblBaIOT NaKkeTbl CBEPXYy BHU3 U MOTYyT
ObITb HaCcTpOeHbl And Bxoasdaw ero nim ncxogaulero Tpaq)vu(a.

B wab noHHo macke 6uT 0 0603Ha4YaeT coBnageHne COOTBETCTBY lOLLEro
6uTta agpeca, 1 6UT 1 03HayaeT, YTo COOTBETCTBYIOLL U GUT agpeca
HEBaXEH.

CraHaapTHble CMIUCKM KOHTPOMsA AocTyna ansa |Pv4 o6 ecneunsatot
ounbTpaLmio No aapecy UCToYHMKA.

PaclivpeHHble cnucku KOHTpons goctyna ans IPv4 obecneunsatoT
unbTpaumio No agpecam UCTOYHMKA U HasHaYeHKs!, a Takke Mo
MPOTOKOIY M HOMEPY MopTa.

MocnepoBaTenbHas Hy MepaL 1s CMMCKOB AOCTyNa no npoTokony IP
NO3BOMSAT yAanaTh OTAE NbHbIE 3anvcy 1 4o6aBnsATL 3anucy B J11060M
MecTe Crucka KOHTPOns 4oCTyna.

Komangbl show access-lists n show ip interface moryT 6bITb NonesHbl
NPV NOUCKe 1 yCTpaHeHN ownBOoK Crincka KOHTPOns AocTyna.

CrangapTHBIE U pacIIupeHHbIe crucku KoHTposs gocryma (ACL) ITO Cisco I0S
UCIIONB3YIOTCS Tst Kitaccuukanuu |P-maketoB. CIUCKH KOHTPOJIS OCTYIA PEIaraioT
MHOKECTBO (DYHKIIHMH, TAKMX KaK CPEICTBa 6€30MacHOCTH, HIM()POBAHUE, MAPIIPY TH3AI[HSI
Ha OCHOBE MOJIMTHK U KauecTBO 00cyxuBanust (Q0S). DT QyHKIMH aKTHBUPYIOTCS Ha
uHTepdeiicax MapIIpyTH3aTOPOB M KOMMYTaTOPOB B ONPEIETICHHOM HAlpaBICHAN

(BXOIAIIEM HIIH HCXOLISIIIEM).

HywmepoBanHbIe criicku KOHTPOJIS JOCTYTIA TTO3BOJISIIOT HASHTH(PUIIMPOBATH THIT CITUCKA —
CTaHJIAPTHBIA WK PacIupeHHBINH. IMECHOBaHHBIC CIIMCKH KOHTPOJIS IOCTYTIA JA0T

AIMUHUCTpATOpaM 0oIbllIe THOKOCTH IpUu UBMCHCHUU OTACIIBHBIX 3aIKCeH.
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Bonpochbl Ansi camonpoBepkn No Mmoaynio

Wcnone3ayiite 3TH BONPOCH, 9TOOBI MPOBEPUTH, HACKOIHKO XOPOIIIO BBl OCBOMIIN MaTepHall,
MIPEACTABICHHBIN B JaHHOM MOAYyJe. BepHble OTBETHI U pellICHUs MOKHO HAHUTH B pa3jene
«OTBETH HA BOMPOCHI ISl CAMOTIPOBEPKU».

B1)

B2)

B3)

B4)

B5)

Yro mapmipytuzatop CiSCOenaeT ¢ makeToM, COOTBETCTBYIOIIMM Pa3pelaroleit
MHCTPYKIIMH CIIHCKa KOHTPOJIs qocTyna? (MICTOYHUK: BBEJCHUE B CITUCKH
KOHTPOJIS JOCTYIIA)

A) oTOpachIBacT maxker

B) BO3BpaIaeT makeT B MUCTOUHUK

B) ornpasnser makeT B BEIXOIHOM Oydep

I') coxpanser maker I AaabHEIIEHR 00paboTKH

Yro mapmpyrtuzatop CiSCOmenaeT ¢ makeToM, COOTBETCTBYIOIINM 3alpeIlaronieit
HHCTPYKIIMH CIIHCKA KOHTPOJIst qocTyna? (MCTOYHUK: BBEJCHUE B CITUCKH
KOHTPOJIS JOCTYIIA)

A) oTOpachIBaeT Mmaker

B) Bo3BpaImacrt makeT B HCTOYHUK

B) ornpasnser makeT B BEIXOIHOM Oydep
I') coxpanser maket s AaabHEHIIIEH 00paboTKH

CHHUCcOK KOHTPOJISL AOCTYTa MOAHO MPUMEHHUTD K HECKOJILKUM HHTepdeiicaM. CKOIBKO
CIIMCKOB KOHTPOJIS 1OCTYIIa MO>KHO aKTUBHPOBAThH HA IPOTOKOJ, HAIIPABICHHUE
u unrepdeiic? (MicroyHnk: BBEJCHUE B CIIUCKH KOHTPOJIS JOCTYTIA)

A) 1
b) 2
B) 4
I M000€ KOJINIECTBO

Kaxoit TepMUH HCIIOIB3YETCsI TSI ONIMCAHUS TIOCIIEAHEH HHCTPYKIMH 110 YMOJTYaHHUIO
B KOHIIE K&)KI0TO CIIMCKa KOHTPOIIst qoctyna? (MCcTOYHMK: BBEJAECHHE B CIIUCKU
KOHTPOJIS JOCTYIIA)

A) wuHCTpyKIHs «OTKIOHHUTH BCE»
b) wuHCTpyKIMS «OTKIOHHTH XOCT>»
B) wuHCcTpyKIms «Pa3pemnTh Beey»
I') wmHCTpYKIWSs « Paspemurs XocT>»

Kaxoe yTBeprk/ieHIe HAMITYqIITUM 00pa3oM OIMUCHIBAET PA3HUITY MEXIY CTaHAAPTHBIMHU
W PaCIIUPEHHBIMH CIICKAMHU KOHTPOJIs mocTyna? (ICTOYHMK: BBEICHHUE B CITUCKH
KOHTPOJIS JOCTYTIA)

A) CranfapTHbIC CIIMCKU KOHTPOJIS OCTYIIA KCIOMB3YIOT THANa30H HOMEPOB
100 — 149pacmupennsie — quamna3on 150 — 199.

b) CraHIapTHBIC CIIUCKU KOHTPOJIS TOCTYIIA UCTIONB3YIOT (QUIBTPAIIUIO [0 aIpecy
HCTOYHUKA W Ha3HAUCHUS, PACIIMPEHHBIN — QUIBTPAIINIO MO apecy UCTOYHHKA.

B) CraHgapTHBIE CITUCKH KOHTPOJISI JOCTYIIA Pa3pellialoT WK 3aMpPEIIaloT JOCTYIT

K ONPEJICIICHHOMY ITUPOKO U3BECTHOMY HOPTY, PACIIHPEHHBIE CIIHUCKH
BBITIOJTHSIOT (PHIIBTPAIINIO 110 apecy NCTOYHHUKA U MacKe.

I CranzapTHbIE CITUCKH KOHTPOJISI JIOCTYIIA Pa3pellaioT WK 3alpeliaioT Bech
makeT mpoTokonoB TCP/IP,pacimpeHHbie MO3BOISAIOT BEIOPATh KOHKPETHBIN
MTPOTOKOJI HJTM HOMED TIOPTa.
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B6)  Kakwue nBa nuamna3zoHa HOMEPOB UCTIOIB3YIOTCS JUISl HACHTH()UKANK PaCIIUPEHHBIX
CIIUCKOB KOHTpOuIs goctyna s IPv4 na mapmpyrtusarope Cisco? Beidepure nBa
BapuanTa.) (IcTOYHUK: BBEZICHHE B CITUCKU KOHTPOJIS IOCTYIIA)

A) 1-99

b) 51-99

B) 100 - 199

I 200 - 299

J) 1300 -1 999
E) 2000 -1 699

B7) CrmicKu KOHTPOJIS JOCTyTa 00padaThIBarOTCs CBepXy BHI3. Kakoe 13 Ciieayronux
YTBEPIKICHHH OITUCHIBACT MPEUMYIIIECTBO TOOABICHUS 00Jiee KOHKPETHBIX MHCTPYKIIUIA
Y MHCTPYKIIHH, KOTOPBIM OY/IET COOTBETCTBOBATh 3HAUYMTEIBHAS YacTh Tpahuka, B HA4aII0
crucKka KOHTposts moctyna? (MCTOUHMK: BBEACHNE B CIIMCKH KOHTPOJIS JIOCTYIIA)

A) CHIKeHHe n3IepKeK Ha 00paboTKy.

b) CrucKy KOHTPOJISI JIOCTYIa MOYKHO HCIIONB30BATh Ha JIPYTHX
MapuIpyTU3aTOpax.

B) Criicku KOHTPOJIS JOCTYIIA MPOIIE PEAAKTHPOBATD.

I JloGaBiieHne MeHEe KOHKPETHBIX IPOBEPOK YIIPOIIACTCS.

B8)  CucreMHbIi a AIMUHUCTPATOP XOUET HACTPOUTH CTAaHIAPTHBINA CIIUCOK KOHTPOJIS
noctyna st |Pv4sa maprpyrtusarope CiSCO,pa3pemaronuii mpueM TOIbKO IIs
naketoB ¢ xocto nozacet 10.1.1.0/241a untepdeiice maprupyTtuzatopa. Kakas
KOH(UTYpaLus CIMCKa KOHTPOJIS JOCTYIA MO3BOJIHUT AOOUTHCS ITOH Lenn?
(Mcrounuk: HaCTpOMKa U YCTpaHEHUE HETIONa 0K CIMCKOB KoHTpours poctyna (ACL).)
A) access-list 1 permit 10.1.1.0
b) access-list 1 permit 10.1.1.0 host

B) access-list 99 permit 10.1.1.0 0.0.0.255
I access-list 100 permit 10.1.1.0 0.0.0.255

B9)  Kakas xomanga Cisco |IOSupuBs3biBacT pacCIIMPEHHbBIH CIIMCOK KOHTPOJIS JOCTYTIa
s IPv4x uatepdeiicy? (ICTOUHHK: HACTPOMKA M YCTPaHEHHE HETIONAI0K CIIMCKOB
koHTpojst qoctyma (ACL).)

A) ip access-list 101 e0

b) access-group 101 e0

B) ip access-group 101 in

I access-list 101 permit tcp access-list 100 permit 10.1.1.0 0.0.0.255 eq 21

B10) Kak BBITJISIUT MOJTHASE KOMAH/IA [Isk CO3/IaHMs 3aMCH CITUCKA KOHTPOJIS TOCTyTa
o caenyromumu mapamerpamu? (VICTOUYHKK: HACTPOHKA U YCTPaHEHUE HETOJIa 10K
crckoB kKouTpoirst poctyma (ACL).)

m |P-aapec ucrounuka 172.16.0.0

m  Macka ncrouynnka 0.0.255.255

B Pa3pemursb 3Ty 3aMuCh

m  Howmep criucka koHTpOIst qoctyna 1

A) access-list 1 deny 172.16.0.0 0.0.255.255

b) access-list 1 permit 172.16.0.0 0.0.255.255
B) access-list permit 1 172.16.0.0 255.255.0.0
I access-list 99 permit 172.16.0.0 0.0.255.255
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B11) Hwmke nprBOIUTCS CITUCOK KOHTPOJIS IOCTYIIA, BBEACHHBIH Ha MapmpyTtu3artope Cisco.
access-list 135 deny tcp 172.16.16.0 0.0. 15. 255
172.16.32.0 0.0.15. 255 eq tel net
access-list 135 pernmit ip any any

Ecam 5TOT CITMCOK JOCTYIa HCHOMIB3YeTCs AJIsl KOHTPOJIS BXOASAIINX ITAKETOB Ha

unrepdeiice Ethernet Oxakue 3 yrBepxnenus Oyayt BepHbI? (BoiOepute Tpu

BapuanTa.) (IcTOUHMK: HAaCTPOIKa U yCTPaHEHUE HEIOJa 0K CIIHCKOB KOHTPOJIS

nocrymna (ACL).)

A) Anpecy 172.16.1.yner 3anpeiieH focTyn kK agpecy 172.16.37.5
gyepes Telnet.

b) Anpecy 172.16.31.Bynet pasperieH nocty k agpecy 172.16.45.Jepes FTP.

B) Anpecy 172.16.1.1yner pa3peliex gocTym K aapecy 172.16.32.1
gyepe3 Telnet.

I Anpecy 172.16.16.0ynet paspelies noctyi k aapecy 172.16.32.1
gyepes Telnet.

J) Anpecy 172.16.16.Dyner paspenier goctyn k aapecy 172.16.50.1
gyepes Telnet.

E) Anpecy 172.16.30.1%yxer pa3pelieH A0CTyI K aapecy 172.16.32.12
yepe3 Telnet.

B12) Kakas koMaHIa aKTUBHPYET GUIBTPAIINIO HA OCHOBE CTAHIAAPTHOTO CIHCKA KOHTPOJIS
nocTyra s mporokona |P na muanas VTY mis ucxonsmmx ceancos Telnet,
3aMyIIeHHBIX Ha MapiipyTuzatope? (ICTOYHMK: HACTPOKa M yCTpaHEHHE
HETONaI0K CIMCKOB KOoHTpos qoctyma (ACL).)

A) access-vty 1 out

b) access-class 1 out

B) ip access-list 1 out

I ip access-group 1 out

B13) Kakas komMaHza ucronb3yercsi Ha Mapuipytusaropax CiSCO,4To0bI OIpeenuTh,
aKTHBUPOBAHBI JIM CIIMCKU KOHTPOJIS JJOCTYTA 1Mo poTokoiy |P Ha uHTEepdetice
Ethernet? licrounuk: HacTpoiika M yCTpaHEHHE HETIOJIAI0K CIIUCKOB KOHTPOJIS
noctymna (ACL).)

A) show interfaces
b) show ACL

B) show ip interface
I show ip access-list

B14) C momouipto KaKol KOMaHIbl MOXHO y3HaTh, HACTPOEH Jin ciiicok noctyma ACL 100
Ha Mapuipytuzarope Cisco? HcTouHuK: HacTpoliKa U yCTpaHEHHE HEIOJIaJOK CITHCKOB
koHTpous nocrymna (ACL).)

A) show interfaces

b) show ip interface
B) show ip access-list
I show access-gr oups
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Moaynb 7‘

YnpaBneHne agpecHbIM
NPOCTPAHCTBOM

O630p

3agauu

OnuH U3 TIIaBHBIX HEOCTATKOB |PV4 —orpaHMYeHHOE KOTMYECTBO YHUKAIBHBIX CETEBBIX
aJpeCcoB, B HACTOSAIIMNA MOMEHT B IOCTYIIHOE aJipeCHOE MPOCTpaHcTBO MHTepHeTa
3aKaHYMBAETCS. DTy MPoOIeMy MOKHO PEIIUTh IBYMS ITyTSIMHU — IIPeoOpa3oBaHue
cereBbix agpecoB (NAT) u IPV6.

NAT mpemiaraet KpaTKOCPOUHOE pelieHre mpo0IeMsl, Mpeodpa3ys YacTHbIE aapeca
IPv4 B mapiipytusupyemsie IP-anpeca, yHuKalbHbIC B Ii100anbHOM MaciiTabe. |Pv6 —
JOJITOCPOYHOE pellieHue. YBenuuuBas pasmep |P-aapeca no 1286wut, IPv6 noBkimaet
o01Iiee 9MCIIo TOCTYIHBIX aipecoB. B aToM Moxayne paccmarpuBaeTcs 00a pereHus.

Moayns

[To oKOHYaHUH STOTO MOIYJISl BBl CMOKETE ONMUCHIBATH CUTYAllMH, B KOTOPBIX CIEIyeT
BHeapaTh NAT u PAT B cetu cpeanero pa3mepa, a takxke HactpanBath NAT u PAT Ha
MapipyTtusaTopax. KpoMe Toro, Bel cMOXKeTe 00BSICHITH MPUHIIKIIBI afpecaiun IPv6

M HacTpauBaTh IpoTokoia IPV6 na mapmpyruszatopax CiSC0.9T0 3HAYHT, UTO BBl CMOYKETE
BBITIOJTHSATH CIIEYIONINE 3a/1a9H:

N HaCcTpauBaTh U MPOBEPSTH CTATUYECKOE, JMHAMUUECKOE U MEPErpyKEHHOE
npeoOpazoBanne NAT, onpenessTe OCHOBHBIC MapameTpsl koMan show u debug,
Heo0X0UMBIe IS OUCKa 1 ycTpanenus Henonanok NAT u PAT;

®m  omnuceiBaTh opMaTt ajapecoB |IPV6 1 KOMIIOHEHTHI, HEOOXOUMBIE 11 3amycka IPv6,
HacTpauBath |IPV6 ¢ mapiipytuszanueii RIP u pacckasbiBath 0 BausHuu IPV6 Ha
MapIIpyTU3AIHIO B CETH.
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3aHATUe 1‘

MacLwitabunpoBaHue cetu
c nomowbio NAT n PAT

O630p

JIBe TaBHBIE IPpoOIIEMbI MacITabupyeMocTn MIHTepHeTa — HeXBaTKa aipecHOro MPOCTPAaHCTBA
IPv4 u MmacmtabupoBanre Mapmpytu3anui. Oyakmmm npeoOpa3oBaHUs CETEBBIX apecoB
(NAT) u npeobpazoBanus agpecos nmoptos (PAT) I1O Cisco IOSn03Bons0T 5KOHOMHTH
3aperucTpupoBaHHbIe aapeca |PV4 B KpylHBIX CEeTAX W YHPOILIAIOT yrpasieHue aapecamu |IPv4.
NAT u PAT npeoOpa3zyrot aapeca |Pv4 B 4aCTHBIX BHYTPEHHUX CETAX B 3aPETUCTPUPOBAHHBIE
anpeca IPv4 mist mepenadn depe3 OTKPBITHIE CETH, Takue Kak HTepHET, 6€3 MoTpeOHOCTH

B 3apETUCTPUPOBAHHOM ajipece mojceTH. [Ipu moctaBke BXOAAIEro Tpaguka BO BHYTPEHHIOO
CETh BBITIONHACTCST 0OpaTHOE TTpeoOpa3oBaHue.

Jro npeodpazoBanue IPv4 ycrpanser noTpeOHOCT B U3MEHEHIH HOMEPOB XOCTOB

Y TO3BOJISIET UCTIONIB30BaTh OJUH AHaIa3oH aapecos |PV4 B HECKONBKIX HHTPACETSIX.

B stom pasnene onuceiBatoTes ¢pynkuuu npeodpasosanus NAT u PAT, a Takke MeToab!
mactpoiika NAT u PAT na mapmpyrusaropax Cisco.

3apgaumn

ITo OKOHYAaHHUHM 3TOTO 3aHATHS BB CMOXKETE HACTPAUBATh U MPOBEPSTH CTATHIECKOE,
JMHAMHUYECKOE U IeperpyxenHoe npeodpazosanue NAT, a Takxke onpenensTh napaMmeTpsl
komanz show u debug, HeoOxoaumbIe [UIs Toucka u ycrpanenus Heronanok NAT u PAT.
3TO 3HAYMUT, YTO BBl CMOKETE BBIMOJHSTH CICAYIOIINE 3aJa4H:

m  omnuceiBaTh QyHKIMK U npeumyiiectea NAT u PAT;

B ONHCHIBATH CTATHYECKOE M JHHAMHUYECKOE MPeoOpa3oBaHie BHYTPEHHUX aJ[pecoB
HMCTOYHHKA, a TAK)KE HaCTPOUKy mpeodOpazoBanus NAT;

®m  HacTtpauBath PAT myTeM neperpy3ku BHYTPEHHErO TII00aIbHOTO aapeca;
B BBUIBIIAITH U YCTPAHATH poOieMsl Tabnuiel npeodpazoBanust NAT;

B BBIABIATH U YCTPAHATH MPOOJIEMEI, CBS3aHHEIC C UCTIOIh30BAHUEM 3aITUCH
npeoOpa3oBaHus.



Oowume cBegeHusa o NAT n PAT

B srom paznene onmceiBarotrest pynkimun NAT u PAT.

I'Ipeo6pa30 BaHUe ceTeBbIX aapecoB

BHyTpun CHapyxu

171.69.58.80 MHTepHeT

o
¢ - Jdoooa Tabnuua NAT

BHyTpeHHWA nokanbHeld |BHyTpeHHUA rnobanbHbIi
IPv4-aapec IPv4-appec

10.0.01 171.69.58.80
10.0.0.2 171.69.58.81

INP_1T8

= |P-agpec MoxeT ObiTb NoKanbHbIM Ny rmobanbHbIM
= JlokanbHble agpeca |IPv4 gocTynHbl BO BHY TPEHHEN CETW.
= [NnobanbHbleagpeca IPv4 goCTynHbI BO BHELLHEN CETHU.

IIpeobpazosanre NAT nomaepxuBaeTcs maprapyrusaropom CiSCOM TpeaHa3sHAUYEHO IS
SKOHOMHH azipecHoro npocrpanctsa IPv4u ynpomenus padoTsl ¢ HUM. NAT mo3BojisieT
JacTHBIM HHTepceTsaM |PV4 icrons30BaTh He3aperucTpupoBanHbie agpeca |Pv4 mis
nogkiroueHus kK Marepuety. Kak nmpaBuno, NAT coeaunsieT nBe ceTu u mpeodpasyet
YJacTHbIC (BHYTPCHHUE JIOKAJIbHBIC) a/ipeca BHYTPEHHEH CETH B OTKPHIThIC (BHYTPCHHHE
r00abHBIE) ampeca nepe MepeCchbUTKON MAKETOB B IPYTYIO CETh. ITa GYHKIIHS MTO3BOJISIET
NAT 0OBSBIATH TOJBKO OIMH aApec s Beel BHelHel ceTr. OObsBICHHE OJHOTO aapeca
CKpBIBaCT BHYTPEHHIOK CETh OT BHEITHETO MHPA, YTO 00ECIICUUBACT JIOTIOJIHUTEIBHYTO
0e301acHOCTb.

JIto6oe ycTpoHCTBO MEX Ty BHYTPEHHEH CEThIO U CEThIO0 OOIIETO JIOCTYIA, HApUMED
OpaHaAMay3p, MapIIPYTU3aTOP WM KOMIBIOTED, HCIIONIL3YeT npeodpazoBanue NAT,
onucanHoe B ctanaapre RFC 1631.

B tepmunoniorun NAT 1o «BHYTpEHHEH CeThIO» MMOApa3yMeBaeTCs Habop Mmpeodpa3yeMbIX
cereil. TepMUH «BHEIIHSS CETh» OTHOCUTCSI KO BCEM OCTalIbHBIM aapecaM. Kak mpaBuiio,
MOJIpa3yMeBarOTCA JCHCTBYIOIINE aipeca, PacloyiokeHHbIe B IHTepHETE.

Crucok TepmuHoB NAT, ucnionezyembix komnanueir CiSCO,IpUBOANTCS HIKE:

B Buyrpennuii 1oxanbHblii agpec. Anpec |Pv4, Ha3HaueHHBIH XOCTY BO BHYTPEHHEH CETH.
Kax mpaBmiio, BHyTpeHHUH JTOKAIBHEIN afpec He sSBisgeTcs aapecoM |Pv4, HazHaueHHBIM
cereBbIM HHpopMarroHHbM eHTpoM (NIC) MiIu mocTaBIIMKOM YCIIyT.

B BuyTpenHmuii riio6anbHbIii aapec. 3aperucTpupoBaHHbIN anpec |PV4, Ha3HaueHHBIT
neaTpoM NIC wim nocrasuiikom yeyr. [IpeacTaBiseT oAuH WK HECKOJIBKO BHYTPEHHUX
JIOKAJIBHBIX ajipecoB |PV4 Bo BHENIHUX CETSX.
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B Buemnuii 1oxanabHbli aapec. Anpec |Pv4 BHenmHero XocTa, Mo KOTOPEIM OH
0oTOOpakaeTcs BO BHyTPEHHEH ceTH. BHENTHMI TOKaIpHBINA ajpec He 00s3aTeIbHO
JIOJDKEH OBITh 3apEerUCTPUPOBAHHBIM, OH Ha3HAYACTCS U3 MapIIPYyTH3UPYEMOTO
BHYTPEHHETO aJ[PECHOTO MPOCTPAHCTBA.

B Buewmnuii rinodanabHblii anpec. Anpec |Pv4, Ha3HadeHHBIN XOCTY BO BHEIIHEH
CETH €T0 BiaebIleM. BHeITHUH T7100aTbHBIA aipec BRIASISACTCS U3 TI100aI5HOTO
MapIIpyTU3UPYEMOTO aIPECHOTO WIIN CETEBOTO IIPOCTPAHCTBA.

[IpeobpazoBanne NAT MoxkeT paboTaTh B CIEIYIONINX PEKIMAX:

®  Cratuueckoe npeodpa3oBanne NAT. [IpuBsasbiBaeT He3aperucTpupoBaHHbli agpec IPv4
K 3aperucTpupoBanHoMy aapecy IPv4 (onun k ogHOMYy). CTatnueckoe npeoopa3zoBaHue
NAT ocobeHHO N0JIe3HO, €ClTU YCTPOHCTBO TOHKHO OBITH JOCTYITHO M3 BHEIIHEH CETH.

®  Jlunamudeckoe npeoopazoanue NAT. [IpuBs3siBacT He3apeTUCTPUPOBAHHEIN anpec
IPv4 anmpecy u3 rpyIisl 3aperuCTPUPOBAHHEIX anpecos IPv4,

m  [Ileperpy3ka NAT. IIpuBs3bIBacT HECKOIBKO HE3APETUCTPUPOBAHHEIX aapecos |IPv4
OJTHOMY 3aperHCTpHpOBaHHOMY anpecy |Pv4 (Heckoapko K OTHOMY) C HCIIOJIb30BaHHEM
HECKOJBKHUX MOpTOB. Ileperpyska Takxke Ha3biBaeTcs mpeoOpazoBanueM PAT u siBisercs
¢dopmoit tuHaMuueckoro npeodpazoBanus NAT.

[IpeobpazoBanne NAT mpemiaraer cieayronme IpeuMyIIecTBa:

B YcTpaHsaeT HEOOXOIUMOCTD B ITepeapecalni BCeX XOCTOB, HY)KTAIOIINXCS B JOCTYIIE
K BHEITHEH CETH, 9TO OOSCIICYNBACT SKOHOMHUIO BPEMEHHU U JCHEKHBIX CPEACTR.

m  Cokpamaer UCIoab30BaHKe aAPECOB Oaroaaps MyJIbTHILICKCUPOBAHUIO TPUIOKCHUN
Ha ypoBHe nopToB. [Ipu ucnons3opannu NAT BHyTpEeHHHE XOCTHI MOTYT UCIIOJIB30BATh
OJIMH 3apeTUCTPUPOBaHHBIHN anpec |Pv4 nns cBs3u ¢ BHenTHUMH ceTsMU. B koHpurypanun
TAKOTO THIIA JIJIS MOJIZICPKKA MHOXKECTBA BHYTPEHHHX XOCTOB TPEOYeTCs OTHOCUTEIBHO
HEOOJIBIITOE KOJUISCTBO BHEITHUX aIPECOB. DTO MO3BOJISIET SKOHOMUTH aapeca [Pv4.

®m  [loBbinenue 6e3omnacHOCTH ceTu. IIoCKonbKy 4acTHbIE CETH HEe OOBSABILIOT CBOM ajpeca
W BHYTPEHHIOIO TOTIOJIOTHIO, OHU ITOJTy4alOT OTHOCUTENBHO BHICOKHH YPOBEHB O€30MaCHOCTH
MPY KOHTPOJIUPYEMOM OOpallleHH! K BHEITHUM pecypcaM B couetanun ¢ NAT.
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MNpeoGpa3oBaHue aapecoB NOPTOB

E Mos ceTb ! : WHTepHeT ,
E S E— SA E E E— SA E
g ' .
E 10.6.1.2 —— |10.6.12:2031 i % E ——[171.69.68.10:2031 E
' Z WHTepHeT-2-UHTpaHeT
E g’— = 106152'1506 i E_— SA : : :
E 10616  —L— ' E ——[171:69.68.10:1506 3
e e : b e e e M

Tabnuua NAT

BHyTpeHHWIN NoKanbHbIA | BHYTpeHHWA rmobanbHbIA
IPv4-agpec IPv4-appec
10.6.1.2:2031 171.69.68.10:2031
10.6.1.6:1506 171.69.68.10:1506
10.6.1.6:131 171.69.68.10:2032

Opnna u3 rnaBHbeIX pyHknuid NAT — cratudeckoe npeobpazoBanue PAT, KoTopoe Takke
Ha3bIBaeTCs «Ieperpys3koin» B koudurypaimu Cisco 10S. PATipeodpasyeT HECKOIBKO
BHYTPEHHHX aJ[PeCcOB B OJIUH BHEITHHUI ajipec, ¥ MO3BOJISIET MM UCTIONIL30BATh 3TOT aJIpec
0JTHOBPEMEHHO.

m  [IpeoOpazoBanne PAT ucrnonb3yeT yHUKaIbHBIC HOMEpPA ITOPTOB UCTOYHUKA,
MIpUHAAJICKAINX BHYTPEHHEMY TII00abHOMY anpecy |PV4,aro0s! pa3andarh 3anucu
npeoOpazoBanus. [IockobKY MOPT MaplIpyTH3aTopa Koaupyercs 16 Outamu, odiiee
YKCII0 BHYTPEHHUX aJPECOB, KOTOPOE MOKET OBITH MPeoOpa3oBaHO BO BHEITHUH ajipec,
paBusieTcs 65 536.

m  [IpeoOpazoBanne PAT mbeITaeTcs COXpaHUTh OPUTHHAIBHEIN OPT UCTOYHUKA. Ecim
MOPT UCTOYHHUKA YK€ BbIJIENCH, IpeoOpa3opanre PAT HIleT nepBblii JOCTYIIHBIN HOPT.
ITouck BBIMOJIHAETCS ¢ Ha4ajga COOTBETCTBYIOMIEH rpymms! moptoB — 0 — 511, 512 — 1 023
win 1 024 — 65 53F ciu npeodbpazoBanne PAT He 00HApYKUBAET TOCTYIHBIN TOPT
B COOTBETCTBYIOIICH I'PyIIIe TOPTOB, M HACTPOCHO HECKOJIBKO BHENTHUX aapecoB |Pv4,
npeoOpaszoBanue PAT nepexoaur k cienyromemMy aapecy |Pv4 u nbitaeTcst BBIACINTE
HCXOIIHBIN TIOpT ucTodHmKa. [IpeodpazoBanne PAT mpomomkaeT MONBITKH BBIICIATD
WCXOJIHBIN TIOPT HCTOYHHKA, IIOKA HE 3aKaHYMUBAIOTCS JOCTYITHBIC IOPTHI U BHEIITHUE
anpeca IPv4.
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MpeobpasoBaHne BHYTPEHHMUX aapecoB UCTOYHUKA

B aTOM pazjerne onuchIBaeTCS CTATHUECKOE M JJMHAMUYECKOE TIPEOOpa30BaHNE BHYTPEHHUX
aJpecoB HCTOYHHKA, a TAKKE HACTPOiika nmpeobpazoBanus NAT.

NpeoOpa3oBaHne BHYTPEHHUX
agpecoB UCTOYHMKA

CHapyxu

(3] (4]
I
2222 2222
2 ~d R — N |
\ pHeT /\’

\‘;I o BHyTpeHHuUiA

BHewHun Yaen B

WHTepdenc WHTepdenc 96.7.3

Tabnuya NAT

BHYTpeHHWIA nokaneHbid | BHYTpeHHUIA rnobanbHbIA
IPv4-appec IPv4-anpec
1.1.1.2 2223
1111 2222 5
&

Brr MmoxeTe mpeoOpazoBath BHyTpeHHUE aapeca IPv4B ampeca IPV4, yaukaabHbIC
B TNI00aIbHOM MaciTabe, KOTopble Oy IyT UCTIOIB30BaThCS ISl CBSI3M C BHEIITHUMU CETSIMH.
[MoxnepkuBaeTcs CTaTHUECKOE U JMHAMUYECKOE TIpeo0pa3oBaHue BHYTPECHHHUX aJ[PECOB

HCTOYHHKA.

Mpumep: NMpeobpaszoBaHMe BHYTPEHHUX afApPecoB UCTOYHMKA

Ha pucyHke u300paXkeH MapIipyTH3aTOp, MPeoOPa3yIOIIHi aapec HCTOYHUKA BHYTPEHHEH
CEeTH BO BHEIIHUH anpec nctoynnka. [Ipu nmpeobpazoBaHny BHYTPEHHETO aipeca HCTOYHHNKA
BBITIOJIHAIOTCS CJIECAYIOIINE JEHCTBUSA.

OenctBue 1

Oencrteue 2

ITonw3oBatens xocta 1.1.1.1co3naeT mogkimoueHue K XocTy B.

Ilep

BBII MIAKET, MOyYEHHBIH MapmpyTu3aTopomM ot xocta 1.1.1.13actaBnser

ero mpoBepuTh cBoro Tadymiry NAT.

Ecnu B Tabmuile HACTpOEHA CTaTHYECKas 3aMUCh, MAPIIPYTU3ATOP
MEPEXOIUT K ICHCTBHIO 3.

Ecnu cratmyeckux 3amnuceid HET, MapIpyTH3aTop PelIaeT, 4To Uil aapeca
ucroynnka 1.1.1.1 (SA 1.1.1.19e00X0ANMO BBINOIHUTH JHHAMUYECKOE
npeoOpa3oBanue. 3aTeM MapIIPYTU3aTOP BHIOUPALT TII00aIbHbIH,
3aperuCTPUPOBAHHBIN apec U3 JMHAMUYECKOTO ITyJia ¥ CO3JaeT 3aMuch
npeobpaszoanus (B HamreM npuMepe 2.2.2.2).Takas 3aluch Ha3bIBAETCS
MPOCTOM.
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YnpaeneHve agpecHbIM NPOCTPaHCTBOM 7-7



OenctBue 3

OenctBue 4

OencrtBue 5

OencTtBue 6

MapiupyTtuzatop 3aMeHsI€T BHYTPEHHUM JIOKAJIBHBIN aipec HCTOYHHKA

rI00aTFHBIM aIPECOM B 3aIIMCH ITPE00Pa30BaHUs U IIEPECHUIAET MMaKeT.

Xocrt B monmygaer makeT u orBedaet xocty 1.1.1.1 pcmonb3yst BHYTpEHHUI

rirobanbHeIi agpec HazHauenus IPv4 2.2.2.2 (DA 2.2.2.2).

Korna mapmpytuzatop nomydaet agapec |Pv4, 0H BBIOTHSIET MOUCK MO Tabmuie

NAT, ucronp3ys BHyTpEHHUH TII00ATBHEIN aipec B KA4eCTBE KPUTEpUs. 3aTeM
MapIIpyTH3aTOP BBITOIHIET 00paTHOE Mpeodpa3oBaHue aipeca BO BHYTPCHHUH
JoKampHBIHA anapec xocta 1.1.1.1u nepecburaet maket 3TOMyY XOCTy.

Xocr 1.1.1.lnoxy9yaeT makeT ¥ MPOAODKACT TUAIOT. MapIipyTH3aTop

BBIIOJIHAET NEHCTBUA 2 — S5IUI KaXKI0ro Mmakera.

[Topsimok, B KOTOpOM MapmipyTu3aTop ooOpadbareiBaeT TpaduK, 3aBHCHT OT TOTO, B KAKYIO
CTOPOHY MPOU3BOIUTCS MPEOOPa30BaHUE — III00ATBHBIA-IIOKATBHBIN WU JIOKATBHBII-
rI00anbHBINA. B Tabnuie Hrbke ONMMCchIBaeTCs MOPSAI0K 00paboTKH Tpaduka B 3aBUCIMOCTH
OT HaNPaBJICHUSI IPEOOPa3OBaHUS.

JlokanbHbIN-TNOGANbLHbLIN

FmobGanbHbIN-NOKanbHbIN

1.

e

© © N o u

10.

11.

Ecnu ucnoneayetcs dpyHkums IP Security
(IPsec), BbINonHsAeTca NpoBepka
BXOASILLLEro Cnucka goctyna.

Oewmndposarme — ansa Cisco Encryption
Technology nnu IPsec.

lMpoBepka BxogsLLero cnucka goctyna.

MpoBepka orpaHUYeHUI Ha BXOAHYHO
CKOPOCTb Nepeaayn AaHHbIX.

YueT BXOAHbIX AaHHbIX.
MapLupyTr3auusa Ha OCHOBE MONUTUK.
MapLupyTusauus nakeTa.
MepeHanpaBneHve B Be6-KaLL.

NAT-npeobpa3oBaHue BHYTPEHHETO
agpeca BO BHELUHWI (NOKarnbHOro
agpeca B rnobanbHbIif)

MpoBepka kpuntorpaduryeckon kapTol U,
npu HeobxoaMMocTH, oTMeTKa nakeTa
Ons wungposaHus.

lMpoBepka ucxoasilero cnucka gocryna.

1.

10.

11.
12.

13.
14.
15.

Ecnu ncnonesyetca yHkuus IPsec,
BbIMNOHAETCH NMPOBEPKa BXOAALLErO
cnucka goctyna.

HewwundposaHue — ansa Cisco Encryption
Technology nnu IPsec

[poBepka BXxogsLLlero cnucka goctyna.

MpoBepka orpaHUyeHuUii Ha BXOOHY CKOPOCTb
nepeaayu AaHHbIX.

YueT BXOAHbIX AaHHbIX.

NAT-npeobpa3oBaHne BHELLHErNO agpeca
BO BHYTPEHHUI (rnobansHoro agpeca
B NOKarnbHbIN)

MapLupyTr3aumsi Ha OCHOBE MOJSIUTUK.
MapLipyTr3aums naketa.
MepeHanpaBneHue B BEG-K3LL.

[MpoBepka kpunTorpadgmyeckon KapTbl U,
npu HeobXoAMMOCTH, OTMETKa nakeTa Ans
wncpposaHus.

[poBepka ncxoasdilero cnucka goctyna.

[MpoBepka KOHTEKCTHOrO KOHTPONSA
poctyna CBAC.

MNepexsat TCP.
LLndposaHue.

[NocTaHoBKa B ovepeab.
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|
HacTpoWka n npoBepka cTaTu4eckoro

npeoobpa3oBaHus

I RouterX(config)# ip nat inside source static local-ip global-ip I

= HacTtpauBaeT cratndeckoe I'IpeO6p83083HVIe MeXay BHYTPEHHUM
NoKasribHbIM aApeCoM N BHY TPEHHUM N obanbHbIM agpecom

I RouterX(config-if)# ip nat inside

= OTmeyvaer MHTepdeNc, Kak NoOKIOYEHHbIN K BHYTPEHHEN CETU

| RouterX(config-if)# ip nat outside

= OTmevaeT nHTepdenc, Kak NOAKMOYEHHbIN K BHELLIHEN CETH.

| RouterX# show ip nat translations

= OTo6paxaeT akTMBHbIE NPOLECCHI NTpeobpa3oBaHms

UYro0Obl HACTPOUTH CTATUYECKOE NPEOOPA30BAHNE BHYTPEHHUX QJIPECOB HCTOYHUKA, BBITIOJTHUTE
NefiCTBHS, OTIMCAHHBIE B TAOIHIIE.

Mpoueaypa HacTPOMKKM cTaTUYeCKOro npeoGpasoBaHMe aApecoB UCTOYHUKA

Ne

DenctBue

MpumeyaHus

1.

HacTpoiite cTaTuyeckoe npeobpasoBaHue Mexay
BHYTPEHHMM OKasbHbIM aApecoM U BHYTPEHHUM
rno6arnbHbIM agpecoMm.

Rout er X( confi g) # ip nat inside source
static JIOKAJIBHENT | P- agpec Iy106ajibHEDT
I p- agpec

BeeauTe rmobanbHyto KOMaHay no ip
nat inside source static, 4ToGbI
yaanuTb ctatudeckoe
npeobpa3oBaHue UCTOYHMKA.

3apaiite BHYTPEHHWIN HTEPAENiC.

Rout er X( confi g) # interface HOMep Twunaa

[Nocne BBOAa komaHAabl interface
npurnaweHue nHtepdenca
KOMaHOHOW CTPOKN U3MEHUTCH

c (config)# Ha (config-if)#.

OTMeTbTe UHTEPMENC, Kak NOAKMIOYEHHbIV K
BHYTPEHHEN ceTw.

Rout er X(config-if)# ipnatinside

3apaiiTe BHELWHUI nHTepdelic.

Rout er X(config-if)# interface
HOMep Turia

OTMeTbTe UHTEPMENC, KaK MOAKMIOYEHHbIN
K BHELLHEN ceTu.

Rout er X(config-if)# ip nat outside

Hcnons3yiite komanay show ip nat translations B pexxume EXEC nist BeiBoza cBenieHunii 00
aKTHBHBIX TIPEOOPA30BAHUSIX.
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NMpumep akTMBaLUKN CTaTUYECKOMN
npuBaA3Kku agpecoB NAT

g EO SO
. ’_@_ o
P 10.1.1.1 192.168.1.1
SA SA

g
H

10.1.1.2

10.1.1.2 192.168.1.2

interface sO

ip address 192.168.1.1 255.255.255.0
ip nat outside

|

interface e0

ip address 10.1.1.1 255.255.255.0
ip nat inside

|

ip nat inside source static 10.1.1.2 192.168.1.2

RouterX# show ip nat translations
Pro Inside global Inside local Outside local Outside global
-~ 192.168.1.2 10.1.1.2 -

NMpumep: Ctatnyeckaa npuBaska agpecoB NAT

B npumepe HIKe WILTFOCTPUPYETCS UCTIONL30BAHNE TUCKPETHOMN MPHUBSI3KH aPECOB JUIS
crarnyeckoro npeodpasosanust NAT. MapiipytuzaTop npeodpasyeT ajapec MakeToB XocTa
10.1.1.28 agpec 192.168.1.2.
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HacTpoiika u npoBepka AUMHaAMU4eCKOro

npeoobpa3oBaHus

RouterX(config)# ip nat pool
{netmask net nask | prefix-length

nane start-ip end-ip
prefix-length}

HeobxoguMoCTH

= 3apaeT nyn rmobanbHbIX aapecos, KoTopble ByaY BblAensATLCA Npu

RouterX(config)# access-list
source [source-wi | dcard]

access-li st-nunber permit

= 3apaeT cTaH4apTHbI CMMCOK KOHTPONS AOCTyna no npoTtokony IP,
KOTOpbI pa3peluaeT npeobpasyemble BHYTPEHHME NokarbHble agpeca

RouterX(config)# ip nat inside source list
access-|list-nunber pool name

= 3ajaeT gnHamuyeckoe npeobpas3oBaHMe UCTOMHMKA C UCMONb30BaHNEM
CMM1CKa KOHTpOns JocTyna, 3a4aHHOro BO BpEMS NpeablayLlero AencTBus

I RouterX# show ip nat translations

= OTo6paxaeT akTMBHbIE NPOLECCHI NTpeobpa3oBaHms

Yro0Obl HACTPOUTH JHHAMHYECKOE MPEOOpa30BaHUe BHYTPEHHHUX aJ[PECOB UCTOYHHKA,
BBITIOJTHHUTE JACHCTBUS, OMTUCAHHBIE B TAOIHUIIE.

Mpoueaypa HacTPONKN AMHaMU4YecKoro npeobpasoBaHMe agpecoB UCTOYHUKA

Ne

DenctBue

MpumeyaHus

1.

B3apanite nyn rnobanbHbiX agpecos, koTopbie byay
BblAENSATLCA NPU HEOGXOAMMOCTY.

Rout er X( confi g) # ip nat pool M
HavaJbHEI | P- agpec KOHEUHEl | P- agpec
{netmask macka cerwr | prefix-length
omHa npedurcal

BeeauTe rmobanbHyto KOMaHay no ip
nat pool, 4To6bl yaanuTte nyn
rno6anbHbIX agpecos.

B3apavite cTaHAapTHBIN CUCOK KOHTPONS AocTyna
(ACL), paspeLuatoyuii npeobpasyemble agpeca.

Rout er X(confi g) # access-list
coucka pmocTyrna permit
[ mabmon mcrounmkal

HOMED
MCTOYUHMK

BeeaunTe rmobanbHyto komaHgy no
access-list Homep cnucka docmyna,
4YTOObI NOMHOCTLIO YAANUTL CINCOK
KOHTpOns gocTtyna.

3apgaiiTe OMHamunyeckoe NpeobpasoBaHne CTOYHUKA,
yKasaB CMMCOK KOHTPONA AOCTyNa, 3adaHHbIii BO BpeMst
npeablayLero AencTems.

Rout er X( confi g) # ip nat inside source
list momep cmmcka mocrTyma pool  mms

BeeguTte rmobanbHyto komaHgy no ip
nat inside source, 4tobbl yaanuTs
AvHaMmuyeckoe npeobpasosBaHune
NCTOYHMKA.

3apavite BHYTPEHHUI UHTEpdeNC.

Rout er X(confi g) # interface HOMEep TuIa

[MNocne BBOoAa komaHAabl interface
npurnaweHue nHtepdenca
KOMaHHOWM CTPOKN U3MEHMUTCS

c (config)# Ha (config-if)#.

OTMeTbTe UHTEPMENC, KaK NOAKMIOYEHHbIV K
BHYTPEHHEN ceTu.

Rout er X(config-if)# ipnatinside
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Ne DencTtBue MpumeyaHus

6. 3apaiiTe BHeLLHUA nHTepdeiic.

Rout er X(config-if)# interface
HOMep Turia

7. OTmeTbTe NHTEPMENC, Kak NOAKIIOYEHHbIN
K BHELUHel ceTu.

Rout er X(config-if)# ip nat outside

BHumaHue CnmMCOK KOHTPOMS AOCTYNa [OIKeH paspeluaTth TONbKO agpeca, npeaHasHayeHHble Ans
npeo6pasoBaHus. [IOMHUTE, YTO B KOHLIE KaXOOro CrucKa KOHTPOIS AOCTyrna HaxoamTcs
MHCTPYKUMS «OTKIMOHUTbL BCe». CNUCOK KOHTPOSS 4OCTYMNa CO CMLLKOM GonbLlimm
KOJIMYECTBOM paspeLLatoLnX MHCTPYKLMIA MOXET NPUBECTU K HEMpeacKasyeMbiM
pesynbTatam. Micnonb3oBaHne MHCTPYKLUM «Pa3pelumnTtb Bce» MOXeT CrpoBoLMpoBaTh
noTpeGieHne 3HauYMTENbHBIX PECYPCOB MapLupyTu3aTopa npeotpasosaHmemM NAT, 4To
B CBOIO oYepelb MOXeT CTaTb NpUUMHOMN Npobnem B ceTu.

Hcnone3yitre komauay show ip nat translations B pexxume EXEC mis BeiBoa cBeieHmii 00
aKTHBHBIX TPEOOPa3OBAHUSIX.
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NMpumep AMHamuyeckoro
npeobpasoBaHus aapecoB

255.255.255.240

interface serial 0

ip nat outside

'

interface ethernet 0

ip address 192.168.1.94 255.255.255.0
ip nat inside

1

ip nat pool net-208 171.69.233.209 171.69.233.222 netmask

ip nat inside source list 1 pool net-208

ip address 171.69.232.182 255.255.255.240

access-list 1 permit 192.168.1.0 0.0.0.255

192,158,110 g
4
S0

E0
Ysen B
192.168.1.101 g*l 192.168.1.94 171.60.232.182
ey
-

~]
/

ﬁ—L gf

~]
7

u Ysen D
| \’, 172.16.1.1

7

RouterX# show ip nat translations
Pro Inside global Inside local Outside local
--- 171.69.233.209 192.168.1.100
-- 171.69.233.210 192.168.1.101

Outside global

NMpumep: AuHammnyeckoe npeoodbpasoBaHme agpecoB

B sToM npuMepe npeobpasyroTcs Bce aapeca, npoxosaiue yepes crurcok ACL 1, 1. e. Axnpec
ucrounuka u3 cetr 192.168.1.0/24ipeobpasyercs B aapec us myna het-208ITyn comeput
anpeca ot 171.69.233.209/280 171.69.233.222/28.
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Meperpy3ka BHYTpeHHero rnobanbHoro agpeca

B sToM pazzene onuckiBaeTCS HacTpoiika npeodpasopanus PAT, KoTopoe peau3yercs myTeM
neperpy3ku BHyTPEHHETo TII00aIbHOTO ajipeca.

lNeperpy3ka BHYTPEHHEro
rnobdanbHOro agpeca

L e | o o

SA DA
2222 2222

— uTepHer i%

Tabnuua NAT
n Kon yTp A 1Py YT mMoSankHsM Pvd
pato appecnopT
TCP 1.1.1.21723 22221723 6547:23 g
TCP 1.1.1.1:1024 22221024 96.7.3:23 o'
=3

Br1 MOXeTe COKOHOMUTB afpeca B TII00ATbHOM BHYTPEHHEM ITyJie, pa3pelinB MapuipyTH3ATOPY
WCTIONB30BaTh OJUH BHYTPEHHUH TTI00ATBHBIN afpec Uil HECKOJIBKUX BHYTPEHHUX JIOKATBHBIX
aapecoB. Korga HactpoeHa neperpyska, MapIpyTH3aTOp COXpaHsIeT JOCTATOYHO HH(OopMaun
OT TIPOTOKOJIOB BepxHero ypoBHs, HarpuMep T CPu UDP, nns ob6patHoro npeobpazoBaHus
BHYTPEHHETO I100aJbHOTO ajpeca B Hy)KHbBIM BHYTPEHHUI JIOKaIbHBIH aapec. [Ipu npussizke
HECKOJIbKMX BHYTPEHHHUX JIOKAJIBHBIX a/[pECOB OJTHOMY BHYTPEHHEMY TTI00aIbHOMY afpecy

JUTSL pa3IMueHUs JIOKAJIbHBIX aIpeCOB UCIONIb3YyI0TCsS HoMepa nmoptoB TCPuu UDP.

Mpumep: neperpyska BHyTPeHHero rnob6ansbHoro agpeca

Ha pucynke omnmchiBaeTcst pabota npeodpazosanust NAT B cUTyalliuH, KOTAa OJTUH BHYTPECHHUH
rIo0aNBHBIN apec MPEACTABISICT HECKOJIBKO BHYTPEHHUX JIOKATBHBIX aipecoB. B kadecTBe
nudhepeHInaTOpOB UCHOBL3YI0TCs HoMepa mopToB TCP.Xoctel B u C cuuTaroT, 4T0 OHU
paboTaroT ¢ OMHUM XOCTOM 110 azapecy 2.2.2.2. Ha camoM ziesie oHU paboTaIOT ¢ pa3HbIMU
XOCTaMH, TUPPEepeHIINATOPOM CITY>KUT HOMep mopTa. DaKkTHUECKH, HECKOJIBKO XOCTOB MOT'YT
MCTIONB30BaTh OUH I1o0asHBIN agpec IPV4 ¢ moMoIbio HECKOIBLKHX HOMEPOB MOPTOB.
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MapuipyTi3arop BBIOIHSET CISAYIONIUH MPOoIiece MPH Meperpy3ke BHYTPEHHETO
I00ABHOTO ajpeca:

Denctene 1 Iloms3oBarens xocta 1.1.1.1co3maer nonkimodeHne k xocty B.

Oencteue 2 [lepBbIil makeT, MONTydeHHBIH MapIpyTU3aTopoM oT xocta 1.1.1.13acrasnsier
ero npoBeputh cBoro Tadmuiry NAT.

Ecnu 3anmce npeobpa3oBaHus He 3a/1aHa, MapIIPYTH3aTOP ONpPEAEsIeT, YTO
aapec 1.1.1.1nomkeH ObITH MPeoOpa3oBaH U yCTaHABIMBAET MPeOOpa30OBaHUE
aapeca 1.1.1.1B 3aperucTprupoBaHHbIN IMT00ANBHBIN BHYTpeHHUH aapec. Eciu
BKJIIOUYCHA MIEperpy3Ka U aKTUBHO JPYyroe MpeoOpa3oBaHue, MapIIpyTH3aTOP
UCIIOJIB3YET TI00aNBHBIH aipec 3TOro Mpeodpa3oBaHUs U COXPaHSIET
JOCTaTOYHO MH(OPMAIMH [T 00paTHOTO Npeodpa3oBaHus. Takas 3anuch
Ha3bIBACTCS PACIIMPEHHOM.

Denctene 3 ~ MapmpyTusaTop 3aMeHseT BHYTPEHHUH JIOKAIBHBIN aapec uctounnka 1.1.1.1
BBEIOPAHHBIM TJI00aJTEHBIM aJIPECOM B 3aIIMCH TIPE0Opa30BaHUS U
MIEPEChUIACT MaKeT.

Denctene 4  Xoct B momygaet maket u otBeuaeT xocty 1.1.1.1pcmons3ys BHyTpeHHAN
ro0anpHBIN aapec Ha3HayeHus IPv4 2.2.2.2.

Oenctene 5  Korma mapuipyTrsarop mosydaeT MakeT ¢ BHYTPEHHUM II00aIbHBIM apecoM
IPv4, on BeimonaseT nmonck B Tabmaume NAT. Mcmons3ys BHyTpeHHAH
rI00ANBHBINA a7pec ¢ TOPTOM M BHEIITHUN TJIOOAIBHEIN aipec C TIOPTOM
B KQ4eCTBE KII0Ya, MapIIPyTU3aTOP BBIMOJHIET 00paTHOE Mpeodpa3oBaHue
azapeca B okanbsHbIM agpec 1.1.1.1u nepecputaet maker xocty 1.1.1.1.

Denctene 6  Xoct 1.1.1.1nmomydaer makeT ¥ IPOIOJDKACT TUAIOT. MapIipyTH3aTop
BBITIOJHSIET ACHCTBUS 2 — SIS KaXKI0TO MaKeTa.
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HacTtpouka neperpysku

RouterX(config)# access-list
source source-w | dcard

access-li st-nunber permit

= 3agaeT cTaHAapTHLIN CMIMCOK KOHTPONS AOCTyna no npotokony IP,
KOTOpbIV pa3pellaet npeobpasyemble BHYTPEHHME JoKanbHble agpeca

RouterX(config)# ip nat inside source list
access-li st-nunber interface interface overload

= 3agaeT guHammyeckoe I'IpeO6p83088HVIe MUCTOYHMKa C Ucnonb3oBaHnemM
CMNUCKa KOHTpONA Aoctyna, 3agaHHOro BO BpeM4d npegbiayllero LencTeums

I RouterX# show ip nat translations

= OTo6paxaeT akTMBHbIE NPOLECCHI Npeobpa3oBaHms

UYro0Obl HACTPOUTH MIEPETPY3KY BHYTPEHHUX TII00ATBHBIX a/IPECOB HCTOYHUKA, BBHITIOIHUTE
NefiCTBHS, OTIMCAHHBIE B TAOIHIIE.

Mpouenypa HaCTPOMKU Neperpy3kn BHYTPEHHUX rMoGanbHbIX aapecoB

NCTOYHUKA
Ne OencTtBUe MpumeyvaHus
1. 3apaniTe cTaHaapTHbIA CNUCOK KOHTpornsa gocTtyna (ACL), | BeeguTe rmobanbHyo komanay

pa3speLuatoLuii npeobpasyemMble agpeca.

Rout er X(confi g) # access-list HOMEp
ClIIMCKa IJgocryria permlt HNCTOYHUK
[ mabmon mcrounmkal

no access-list Homep crniucka
docmyna, 4Tobbl NOMHOCTLHO
yAanuTb CMMCOK KOHTPOIS AocTyna.

3apaiTe AnHaMu4yeckoe npeobpaszoBaHue UCTOYHIKE,
yKasaB CMMCOK KOHTPONS A0CTyna, 3afaHHblil BO BpeMsl
npeapbloyLiero AencTens.

Rout er X(config)# ip nat inside source
list momep cmnmcka mocryna interface
unrepderic overl oad

Beegute rmobanbHyto KomaHgy
no ip nat inside source, 4toGbI
yaanuTb AUHaMmnyeckoe
npeobpas3oBaHne NCTOYHMKA.
KnioueBoe cnoso overload
BKItoYaeT npeobpasoBaHue PAT.

3apavite BHYTPEHHUI UHTEpdercC.

Rout er X( confi g) # interface HOMEep Twura
Rout er X(config-if)# ipnatinside

Mocne BBOOa koMaHAbl interface
npurnaweHve uHtepdenca
KOMaHOHOW CTPOKM U3MEHUTCS

¢ (config)# Ha (config-if)#.

3apaiite BHELWHUI nHTepdelc.

Rout er X(config-if)# interface
HOMEp THIa
Rout er X(config-if)# ip nat outside

Hcnone3yitre komaumay show ip nat translations B pexxume EXEC ms BeiBoia cBeieHmii 00
AKTUBHBIX TIPEOOPA3OBAHUSIX.
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g

7
19216837

i

192.168.4.12

|
NMpumep neperpysku BHYTPEeHHEro
rnmo6anbHOro agpeca

192.168.3.1
E0

e

hostname RouterX
]

inte rface Etherneto
ip address192.168.3 1255.255.255.0
ip natinside

!

inte rface Ether netl
ip address192.168.4.1255.255.255.0
ip natinside

]

inte rface Serialo
descriptionTo ISP

ip address172.17.38 1255.255.255.0
ip natoutside
]
ipnatinside sourcelist 1 interfaceSerial Ooverl oad
]
iproute 0.0.0.00.0.0.0 Serial0
]

access-listl permit192.168.3.00.0.0.255
acce ss-listl permit192.168.4.00.0.0.255
]

RouterX# show ip nattranslations
Pro Insideglobal Insidelocal
TCP172.17.38.1:1050 192.168.37:1050 10.1.1.1 23
TCP172.17.38.1:1776 192.168.4.12:1776 10.2.2.2 25

Outsidel ocal  Outsideglobal
0.1.1.1:23

10.2.2.2:25

Iporecc NAT-npeoOpa3oBaHust BHYTPEHHETO aJpeca BO BHEIIHUN COCTOMUT U3 CICAYIOUIUX

JIEUCTBHIA:

Oencteue 1

Oencrteue 2

Oencrteue 3

DOencrteue 4

OencrtBue 5

OencTtBue 6

OencTtBue 7

Bxopsmuii maker nonagaer B TaOIUIly MapIIPyTU3ALNHT, ONIPEICIIICTCS
CIEYIOIIUNA epexo.

Wnctpykuun NAT oOpabateiBatoTcst Tak, uTo0b! anpec IPv4untepdeiica
serial Omor ucnonb30BaThesl B pexkuMe neperpysku. [IpeodpasoBanune PAT
CO3/aeT a/Ipec HCTOYHHKA.

MapupyTH3aTop HHKAICYIMpyeT MakeT U OTHPABIISET €ro U3
unrepdeiica serial 0.

NAT-npeoOpa3oBaHHe BHEIITHUX aJpECOB BO BHYTPEHHHE BBIOTHICTCS
MOCIIEI0BATENBHO.

Jst waCcTpyKInit NAT BBITOTHSAETCS CHHTAKCHYIECKUN pa3oop.

MapmpyTu3aTop HIIET CyLIecTBYIoIee MpeoOpa3oBaHue U UACHTHOUIUPYET

COOTBCTCTByIOH_[I/Iﬁ aZIpeC Ha3HAYCHUA.

Bxonsiuii naker nomnagaer B TaOIMIy MapIIPyTU3ALKHT, OIIPEACIIeTCS
nHTepdelic Ha CIEIyIOIIEeM epexo/e.

[MakeT WHKATICYIUPYETCS M OTIPABIISICTCS U3 JIOKAJIBHOTO HHTEpdeiica.

Bo Bpems aToro mporecca BHyTpeHHHE aJpeca HeBUIUMBIL. B pe3ynbrare XOCThl HE UMEIOT
BHEITHETO OTKPBITOTO a/Ipeca, YTO MO3BOJISIET YIYUYIIUTh O€30MaCHOCTb.

© 2007 Cisco Systems, Inc.
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OuucTtka Tabnuubl npeobpaszoBaHna NAT

I RouterX# clear ip nat translation * I

= YpanseT Bce 3anncu gMHaMmn4yeckoro npeo6pasoBaH|/|;| agpecosB

RouterX# clear ip nat translation inside global -ip
|l ocal -i p [outside local -i p global-ip]

= YpansieT 3anucb NpoCTOro AnHaMmuyeckoro npeobpasoBaHuns, Kotopas
cogepxuT npeobpasoBaHne Anst BHYyTPEHHUX U BHELLHWUX apecoB

RouterX# clear ip nat translation outside
local -ip global-ip

= YpansieT 3anucb NPOCTOro 4 MHaMNYeCKoro I'IpeO6PGSOBaHVIﬂ, KOoTOpasa
coaepxnT npeoGpasoBaHMe BHeELWHero agpeca

RouterX# clear ip nat translation protocol inside gl obal-ip
gl obal -port local -ip local-port [outside | ocal -ip
local -port gl obal -ip gl obal -port]

= YpansieT pacliMpeHHyo 3anucb AMHAMUYECKOro Npeob pasoBaHus
(3anucb PAT)

[To ymomganuro mis auHammdeckoro nmpeodpazoanus NAT u PAT 3amaercs mepuon
Oe3neiicTBus (BpeMst OKHIaHus). BpeMst 0KuIaHus 110 YMOTYAHHIO MEHSICTCS B 3aBUCUMOCTH
OT MpOTOKOJIa. [IeproIbl 0OKUTaHUS 10 YMOIYAHUIO MOKHO U3MEHHUTH C MTOMOIIBI0 KOMaH IbI
ip nat translation. Cunrakcuc KOMaHIbI:

ip nat translation {tinmeout | udp-tineout | dns-tinmeout | tcp-tinmeout

| finrst-tineout | icnp-tinmeout | pptp-tinmeout | syn-tineout | port-
ti meout} {seconds | never}

MapameTpbl KOMaHAbI ip nat translation

MapameTp OnucaHue

ti neout Bpems oxvagaHusa anst Bcex AUHaMmnyeckmnx npeobpasoBaHui,
Kpome npeobpasoBaHus C Neperpyskon. 3HayeHue no
ymonyanuio — 86 400 cek (24 yaca).

udp-ti meout Bpems oxvpganusa ans nopta UDP. 3HayeHne no ymonyaHuo —
300 cek (5 MuHyT).

dns-ti neout Bpems oxupgaHusa ans nogkntodeHmn k DNS. 3HadeHue no
ymonyaHuio — 60 cekyHa.

tcp-tinmeout Bpems oxungaHua ana nopta TCP. 3Ha4yeHne no yMonyaHuio —
86 400 cek (24 yaca).

finrst-tinmeout Bpems oxuaaHus ansa naketos TCP Finish n Reset,
3aKpbIBAKOLLMX NOAKIOYEHUS. 3HAYEHME MO YMOMYaHMWIO —
60 cekyHa,.

i cnp-tinmeout Bpems oxvaaHusa gnst notokoB ICMP. 3HayeHne no

ymonyaHuio — 60 cekyHA.

ppt p-ti neout Bpems oxungaHua ana notokos PPTP. 3HayeHue no
ymonyaHuio — 86 400 cek (24 yaca).
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MapameTp

OnucaHune

syn-ti nmeout

Bpemsi oxunganusa ansa notokoB TCP cpasy nocne coobLeHus
CUHXPOHHON Nepeaayun, KOTopoe COCTOUT U3 LNPOBLIX
CUrHaroB, OTNPaBIEHHbIX C TOYHOW CUHXPOHU3aLNEN.
3HaveHune no ymonyaHuo — 60 cekyHA.

port-tineout

Bpems oxvpanusa gns nopta TCP/UDP.

seconds Bpems oxunaaHus (B cekyHaax), No UCTEYEHUM KOTOPOro
npeobpasoBaHie Ha yKkasaHHOM NopTe OTKMYaeTCs.
3HaueHue no ymonyaxuto — 0.

never [ns npeobpasoBaHusi nopTa 3ajaeTcs 6ECKOHEYHOEe BpeMst

oXxunaaHua.

B Ta6m/1ue HHWKEC MCPCUYUCIICHBI KOMAaH/Ibl, KOTOPBIC UCITIOJIb3YOTCA I YAAJICHUA 3ammucen

10 TOT'0, KaK UX BpEM O KUOaHUA UCTCUECT.

KomaHnpghbl clear ip nat translation

KomaHpa

OnucaHue

clear ip nat translation *

YpansieT Bce 3anucy QMHaMM4ecKoro
npeobpasoBaHusl U3 TabnuLbI
npeobpasoBanus NAT.

clear ip nat translation inside

rIoBanbHELT | P- agpec JIOKAJIEHEIT
i p- agpec [outside
i p- anpec rmobaneHEET | P- anpec]

JIOKAJIEHEI

YaansieT sanucb NpocToro AMHaMUYeCcKoro
npeobpasoBaHusi, KOTOPas COAEPXKUT
npeobpasoBaHne AN BHYTPEHHUX

1 BHELLHMX afpecoB.

clear ip nat translation
outside  mokaneHEDT | pP- anpec
rytobanisHER | P- agpec

YnanseT 3anucb NpocToro AUHammu4eckoro
npeobpasoBaHusi, KOTOPas COQEPXKUT
npeobpasoBaHWe BHELLHEro aapeca.

clear ip nat translation

protocol inside ry106aJIbHET

| p- anpec rI06ANBHENI HOPT
JIOKAJIBHELT | P- aOpec JIOKAJIEHEIT
nopr [outside  soxasneHEBIT

i p- anpec JOKaNBHERT TOPT
robanbHELT | P- agpec
TyI06aBHER 10pT]

YpansieT paclumpeHHyto 3anvcb QUHaMU4eCcKoro
npeobpasoBaHus (3anuce PAT).

© 2007 Cisco Systems, Inc.
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PeweHune npobnem Tabnuubl npeobpa3zoBaHusA

B sTOoM pazzene onuchiBaeTCs pelieHue mpooieM, MEIalonuX BEITIOIHEHHIO MPpeo0pa3oBaHus
B koHpurypammsix NAT u PAT.

Npeobpa3oBaHue He BbINOMHAETCA:. 3aMUChb
npeobpasoBaHMA OTCYTCTBYeT B Tabnuue

Ybeantecsh, 4TO:

= Bxogsume cnmckn KOHTpoNs JocTyrna, 3anpeLlairoLime Bxo
naketoB B mapupyTtuzatop NAT He 3agaHbl

= CN1COK KOHTPOMS A0CTyna, Ha KOTOPbIN CCbiflaeTcsl KomaHaa
NAT, pa3spellaeT Bce Heobxoanmbie ceTu

= B nyne NAT goctatoyHo agpecoB

= BHyTpeHHue n BHewHue nHtepdericbl NAT Ha MapLupyTusatope
3aaHbl KOPPEKTHO

Ecnu B cpene NAT Bo3HHMKAIOT Ipo0ieMbl OAKIOUeHHS |PV4, MOMCK IPUYHMHBI 3TOH ITPOOIeMbI
4acTo OBbIBAaET CI0XKHOH 3amadeld. OueHb 4acTo MPUUMHOM cuuTaloT npeodpasoBanue NAT, xoTs
peanbHas ipo0ieMa HaXoauTCsl Ha OoJiee Hu3KoM ypoBHe. [Ipu onpeeneHuy npuduH mpoodaem
noxroueHust |Pv4 OpiBaet none3no uckirouuTh NAT kKak BO3MOXKHBIA UCTOUYHHUK TPOOIICMBI.
BeinonuuTe creayroriye aeicTBus, yToObl yoeautses, 4o NAT paboTaeT T0JKHBIM 00pa3oM.

DOeicTeme 1 B 3aBucuMocTy OT KOH(UTYpalMy YeTKO onpenenuTe nenu u 3agadn NAT.
MoXeT BBISICHUTBCS, YTO HCTOYHUK NpoOieMsl B KoHGurypamuu NAT.

DevicTeume 2 C nomomipio koMaHasr ShOW ip nat translations onpenenure, ecThb n

B TalbJHIe MpeoOpa3oBaHust KOPPEKTHBIE 3aITUCH PEOOPa30BaHMS.
DevicTeume 3 TITpoBepbTe, BHIMTONHSIETCS JIK MPe0dpa3oBaHie ¢ IIOMOIIBI0 KoMaHz Show u debug.
DencTteue 4 TouHO OmpeeNuTe, YTO MPOUCXOTUT C MPEOOPa30OBAHHBIM MTAKETOM

n Y6C,I[I/ITCCI:, YUTO MapumIpyTHU3aTOpbl UMCIOT BEPHBIC JAHHBIC MapIIPpyTU3alluU
JJIsL Hp€06pa3OBaHHOFO azpeca 1 MOr'yT nepcaaBaThb MaKeT.

Ecnu oxxumaeMbie 3anucu npeoOpa3oBaHus OTCYTCTBYIOT B TAOIUIIE IPeoOpa30BaHus,
MIPOBEPHTE CIENYIOIIEE:

B BXOJSIIUE CIIMCKHU KOHTPOJIS JOCTYIIA, 3alpeHIarolye BXO/ TAaKETOB B MapIIPYTHU3aTOP
NAT ne 3agaHbL;

B CIIHMCOK KOHTPOJIS JIOCTYIa, Ha KOTOPBIN ccbutactes koManaa NAT, pasperiaeT Bee
HeOOXOIUMBIE CETH,

B mysie NAT moctatodHo aapecos,;

BHyTpeHHHE 1 BHemHUE naTepdeiicel NAT Ha MapmpyTrzarope 3agaHbl KOPPEKTHO.
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|
BbiBOA MHpOpMauuu ¢ NOMOLL IO
KomaHg show n debug

RouterX# debug ip nat

NAT: s=192.168.1.95->172.31.233.209, d=172.31.2.132 [6825]
NAT: s=172.31.2.132, d=172.31.233.209->192.168.1.95 [21852]
NAT: s=192.168.1.95->172.31.233.209, d=172.31.1.161 [6826]
NAT*: s=172.31.1.161, d=172.31.233.209->192.168.1.9 5 [23311]
NAT*: s=192.168.1.95->172.31.233.209, d=172.31.1.16 1 [6827]
NAT*: s=192.168.1.95->172.31.233.209, d=172.31.1.16 1 [6828]
NAT*: s=172.31.1.161, d=172.31.233.209->192.168.1.9 5 [23312]
NAT*: s=172.31.1.161, d=172.31.233.209->192.168.1.9 5 [23313]

RouterX# show ip nat statistics
Total active translations: 1 (1 static, 0 dynamic; 0 extended)
QOutside interfaces:
Ethernet0, Serial2
Inside interfaces:
Ethernetl
Hits: 5 Misses: 0

B mpocToii ceTi MOXKeT OBITh Lieeco00pa3Ho oTCaeKUBaTh CTaTUCTUKY NAT ¢ TOMOIIBIO
KoMaHIs! ShOw ip hat statistics. Omnako B 6onee cnoxHbIX cpenax NAT ¢ HECKOIBKUMH
npeobpa3oBaHUAMHE 3Ta KoMaH1a Show Oynet O6ecriosie3Ha. B aTom citydae Moxer
nmoTpeboBaThCs BhIMOMHEHHE KoMau1 debug Ha mapripyTtuszarope.

Komanna debug ip nat BEIBOIUT CBECHUS O KaXKOM MaKeTe, MpeoOpa3oBaHHOM
MapUIpyTU3aTOpPOM. JTO OMOraeT npoBeputs padorocnocodnocts pynkuu NAT. Komanna
debug ip nat detailed BerBoguT OmMMcaHKe KaKIOT0 MakeTa, KOTOPBIA pacCMaTPUBAETCS

KakK KaHauJaT Ha mpeoOpaszoBanue. Kpome Toro, 3Ta KOMaH/a BEIBOAUT CBEICHUS 00
OIPE/ICIEHHBIX OMMOKA U HCKITIOYESHUSIX, TAKMX KaK HEBO3MOKHOCTB BBIIEJIUTD TII00AIBHBIH
anpec. Komanna debug ip nat detailed Beizaet Gombiiie ciry)keOHBIX TaHHBIX, 4eM KOMaH/Ia
debug ip nat, Ho oHa MpeOCTaBISET NOAPOOHBIC CBEICHHSI, KOTOPBIE MOTYT OBITh
HEOOXOIUMBI [T TIOUCKa U ycTpaHeHus mpoosiemsl NAT.

NMpumep: Ucnonb3oBaHne KomaHAabl debug ip nat

Ha pucynke nmpuBoauTcs mpuMep BeIBoaa koMauael debug ip nat. B stom mpumepe B 1Byx
MEPBBIX CTPOKAX MPUBOIUTCS BBIBOJ, CO3MaHHBIN 3ampocoM 1 otBeToM DNS. OcraBiiuecs
CTPOKH — OTJIaIOYHBIH BBIBOA TelnetfioaxiroueHus MeKIy XOCTOM BO BHYTPEHHEH ceTh

M XOCTOM BO BHEIITHEH CETH.

Actepuck (*) psaom ¢ NAT o6o3HaUaeT, 9TO MPeoOpPa3oBaHKUe BIMTOIHICTCS HA MTyTH

¢ ObICTpOI KOMMYTaITUe. J[is epBoro makeTa Juaora BCeria BHITIOIHICTCS KOMMYTAITUS
nporeccoB. OcTaBiinecs MakeThl MPOXOAAT 10 IyTH ¢ OBICTPOH KOMMYTAIHEH eCITH
CYIIECTBYET 3aI1Ch KAIIIa.

[MocenHss 3amuch KaKI0i CTPOKHU B KBapaTHBIX ckoOKax ([ ]), conepuT naeHTHHUKAIMOHHBIH
HOMEp MakeTa. ITH CBEJCHUS MOXKHO UCTIONb30BaTh ISl KOPPEIALNY C IPYTUMHU JTaHHBIMU
TPacCCHPOBKH OT aHAJIM3aTOPOB IIPOTOKOJIOB.
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B Tabnmie HIKe ONMMUCHIBAIOTCS OIS BEIBOAA KOoMaHAbl Show ip nat statistics.

OnucaHue noneun KomaHabl show ip nat statistics

Mone

OnucaHue

Total translations

KonnyecTBo akTUBHbIX npeo6pasoBaHm7| B cucTeme. DTO YUCIO yBenu4ynesaeTcd
npun co3gaHuun ﬂpeO6pa3OBaHVIF| M yMeHbllaeTCcd npu yaaneHnn nnn nctev4eHnmn
nepunoga oxmagaHus ﬂpeO6pa3OBaHMﬂ.

Outside interfaces

Cnucok HTEPEENCOB, OTMEYEHHbBIX KaK BHELLHWE, C NMOMOLLIbIO KOMaHAbl
ip nat outside.

Inside interfaces

Cnuncok uHTepdeincoB, OTMEYEHHbIX Kak BHYTPEHHME, C MOMOLLbIO KOMaHAbI
ip nat inside.

Hits KonunuecTtBo ycneLHbIx onepauuin novMcka 3anvcu B Tabnuue npeobpas3oBaHus.
Misses Konunuectso HeyAauHbIX onepaumii nomcka sanucy B Tabnuue npeobpasosaHus,

B pesynbTaTe KOTOpbIX NporpammHoe obecneveHne co3gaeT HOBYIO 3anuchb.
Expired CoBoKynHoe 41cno npeobpas3oBaHWi, CPOK AeNCTBUS KOTOPbIX UCTEK,

translations

C MOMEHTa 3arpysku mapLupyTmMaartopa.

Dynamic mappings

CBefeHunst 0 oMHAMUYECKNX NpuBA3Kax.

Inside Source

CeepneHus o npeo6paaoBaHMM BHYTPEHHUX agpecoB UCTOYHUKA.

access-list Homep cnucka KoHTpons gocTyna, Ucnosnb3yemoro B npeobpasoBaHum.
pool Mms nyna (B Hawewm criyyae net-208).

refcount Konunuyectso npeobpasoBaHunii, NCMOMb3YHOLLMX STOT Myn.

netmask Macka ceTu IPv4, ncnonb3yemas nynom.

start Mepsbit agpec IPv4 B gnana3oHe agpecos nyna.

end MocnepHun agpec IPv4 B guanasoHe agpecos nyna.

type Tun nyna. BoaMoxHble TUMbI: 06bIYHbIA UMM POTALMOHHbINA.

total addresses

KonnyecTteo afpecoB B nyne, AOCTYNHbIX A4 npeoGpasosaHMﬂ.

allocated

KonnyecTtBo ncnon b3yeMbIX apecoB.

misses

KonnyecTBo HeygaBLUMXCA onepauun BbldeneHns agpeca us nyna.
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PeweHune npobnem, cBA3aHHbIX
C UCMNONb30BaHUEM 3anucu npeobpasoBaHuA

B sToM paszene onmucsiBaeTCs BBISBICHHE U YCTPaHEHHE MMPOOIIEM, CBA3aHHBIX
C HCTIONIb30BaHNEM 3aIMCH MTPeoOpa3oBaHusl.

MpeobpaszoBaHue BbINOMHAETCSA: YCTAHOBNEHHasA
3anucb NpeoGpa3oBaHNUA He UCNOJIb3YeTCcs

lMpoBepbTe cnegytoulee:
= Llenu n 3agauu koHpurypaumm NAT

= 3anunce NAT cyulectByeT B Tabnuue npeobpasoBaHus
1 3agaHa BEPHO

= Yb6enurtech, YTo npeobpazoBaHue NAT BLINONHAETCS,
NPOKOHTpONMpoBaB npoLecc unu ctatnctuky NAT

= B mapwwpyTtusatope NAT 3aaaH COOTBETCTBYHOLLMIA MapLLpyT
ANsi NakeToB, KOTOPble NepenarTcs U3 BHYTPEHHEN CeTu
BO BHELLHIO0

= Bce HeoGXxoaMMble MapLUPYTM3aTOpbl MMEHOT 06paTHbIN MapLIpyT
K MpeobpasyeMomy agpecy

NMpumep: PeweHne npobnem, cBA3aHHbIX ¢ NAT

B cootBercTBHM ¢ KoHurypanueit agpec ncrounnka (10.10.10.4)0mkeH OBITh CTATHYECKH
npeoOpaszoBad B 172.16.6.144Yto0b1 poBEpUTH, CYIIECTBYET JIM IPeoOpa3oBaHue B TaOIHLIE
npeoOpa3oBaHui, UCIIOIB3YHTE KOMaHay ShOW ip nat trandation.

Rout er X# show ip nat translation
Pro I nside global Inside Iocal CQutside |ocal CQutside global
--- 172.16.6.14 10.10.10.4  ---

3ateM yOeauTech, YTO MpeoOpa30BaHKE BHIMOIHACTCS. DTO MOXKHO CHIENIaTh ABYMS CIIOCOOaMU:
BoinoTHUB koManay NAT debug wmu orcnenus cratuctuky NAT ¢ momombro koMaH sl SNOW
ip nat statistics. [Tockonbky k komanaam debug cinenyer npuderaTb B Ka4eCTBE MOCIEIHETO
Cpe/CTBa, HAUHUTE ¢ KoMaH sl ShOW ip nat statistics.

UToObI OIPENEIUTh, BBITOIHACTCS JIU MPeoOpa30BaHue, OTCICAUTE, YBEIUUNBACTCS JIH
CYETYMK MOMaJaHui IPU IPOXOKIACHUH Tpaduka yepe3 MapupyTusaTop. CUeTUHK MMoma aHuii
YBEJIIMYMBACTCS KaXKIBIN pa3, KOIla 3alliuCh B TAOJIHUIE MPEOOPa30BaHUi MCIIOIb3YETCS IS
npeoOpasoBanus anpeca. COpochTe, a 3aTeM BHIBEIUTE CTATUCTHUKY. 3aTEM TOMBITAHTECH
OTMPABUTH IX0-3aMPOC YEPE3 MAPIIPYTU3ATOP U BHIBEAUTE CTATUCTUKY CHOBA.

Rout er X# clear ip nat statistics
Rout er X#
Rout er X# show ip nat statistics
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Total active translations: 1 (1 static, O dynamic; O extended)
Qutside interfaces:

Et hernet 0, Seri al 2

I nside interfaces:

Et her net 1

Hits: 0 Misses: 0

Expired translations: 0O

Dynam ¢ nappi ngs:

-- I nside Source

access-list 7 pool test refcount O

pool test: netmask 255.255.255.0

start 172.16.11.70 end 172.16.11.71

type generic, total addresses 2, allocated 0 (0%, nisses O

[Mocne ormpaBku 3x0-3ampoca uepe3 Mapuipytuszarop cratuctuka NAT qomkHa BRITISIETh
CIeayIomuM 00pa3oM:

Rout er X# show ip nat statistics

Total active translations: 1 (1 static, O dynamic; O extended)
Qutside interfaces:

Et hernet 0, Serial 2

I nside interfaces:

Et hernet 1

Hits: 5 Misses: 0

Expired translations: 0O

Dynam ¢ mappi ngs:

-- Inside Source

access-list 7 pool test refcount O

pool test: netmask 255.255.255.0

start 172.16.11.70 end 172.16.11.71

type generic, total addresses 2, allocated 0 (0%, nisses O

B BbIBO/IE KOMaH Bl ShOW, 0TOOpaskaeTest KOMHUYESCTBO TOMAIaHNH, KOTOPOS YBETHUMBACTCS HA
5moce copoca craructuku NAT. [Ipu ycrenrHoM 3ampoce KOJMYECTBO MOTIaaHHi TOJHKHO OBITh
paBHo 10.IIsth 5x0-0TBeTOB ICMP, KOTOPEIE OTIPABIIIOTCS ¢ PEOOPA3YEMOT0 aapeca HCTOUHUKA
U TITh TIAKETOB 3X0-0TBETA OT MECTa Ha3HAYCHHUS, KOTOPBIC TAKKE JTOJDKHBI OBITh IPEOOPa30BAHBI,
Bcero 10mnonananmii. [Tk HEIOCTAIOIMX TTONAJAHUI CKOPEE BCETO CBSI3aHBI C TEM, UTO 3X0-
OTBETHI HE TIPEOOPA3YIOTCS WM HE OTIIPABIISIIOTCS U3 MapIIPYTU3aTOpa HA3HAYCHUS.

Uto05! OmpeienuTh, IoYeMy 3X0-0TBET He BO3BPAIIIAETCS IPU OTIIPABKE 3X0-3aI1poca,
MPOBEPHTE LIUTIO3 [0 YMOIYAHUIO MAPIIPYTHU3ATOPa, KOTOPBIM CIY>KUT LUTIO30M IO YMOJTYaHUIO
JUTst 00paTHOTO MapHIpyTa K IpeodpazyeMomy aapecy.
Rout er Y# show ip route
Codes: C - connected, S - static, | - IGRP, R- RIP, M- nobile, B -
BGP

D- EICRP, EX - EIGRP external, O- OSPF, IA - OSPF inter area

N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2

El - OSPF external type 1, E2 - OSPF external type 2, E - EGP

i - 1SI1S L1 - 1S-1Slevel-1, L2 - IS IS level-2, ia - IS IS inter
are

* - candidate default, U - per-user static route, o - ODR

P - periodic downl oaded static route

Gat eway of last resort is not set
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172.16.0.0/24 is subnetted, 4 subnets
C 172.16.12.0 is directly connected, SerialO.8
C 172.16.9.0 is directly connected, Serial 0.5
C 172.16.11.0 is directly connected, Serial0.6
C 172.16.5.0 is directly connected, EthernetO

Tabmuia MapiIpyTU3alui Mapiipytuzaropa B He comeprkut mapiipyta ais 172.16.6.14
(mpeobpasyemsiii anpec) . [T03TOMy 3X0-0TBETHI HE TEHEPUPYIOTCS MPU OTIIPABKE 9X0-3ampoca.
IMocre no6aBneHUs 0OOPATHOTO MapIIPyTa IX0-3aMPOC cpaboTacT.
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Mpumep npobnemsbl. 3X0-3anpoc, OTNpPaBMeHHbIN
B YAANeHHbIA XOCT, He BO3BpaljaeT oTBeT

int eo
ip address 192.168.2.1 255.255.255.0
]
int s0
Vaen A ip address 10.1.1.2 255.255.255.0 Yaen B
192.168.1.2 ! 192.168.2.2
router rip
Ll network 10.0.0.0 L
f network 192.168.2.0 | \f
4 7
EO0 S0 EO L
u’— 192.168.1- o 10.1.1.2/24 192.168.2.1— ,
o ;
ip nat pool test 172.16.17.20 172.16.17.30
ip nat inside source list 1 pool test
L ’ L
int s0 "
\f ip address 10.1.1.1 255.255.255.0 ;

ip nat inside
!

int e0
ip address 192.168.1.1 255.255.255.0
ip nat outside
!
router rip
network 10.0.0.0
network 192.168.1.0
'
access-1list 1 permit 192.168.1.0 255.255.255.0

301P_188

NMpumep: Ixo-3anpoc, oTnpaBneHHbIN B yAaneHHbIN XOCT,
He BO3BpaLlaeT oTBeT

B clienapuu Ha pECYHKE aIMHHHCTPATOP CTOJIKHYJICS CO CIECAYIOIIMM CHMITOMOM: X0OCTy A
(192.168.1.2}e ymaeTcs OTHpaBUTD YCIEIIHBII 9X0-3ampoc B xocT B (192.168.2.2).
Ha crenyronux pucyHKax OMHUCBIBAETCS IMOUCK U YCTPAHEHUE ITOM POOIIEMBI.

Mpumep npo6nembl: 3x0-3anpoc, OTNpaBNeHHbIN
B yAarieHHbIU XOCT, He BOo3BpaLllaeT oTeBeT (npoa.)

Yaen A Y3en B
192.168.1.2 192.168.2.2

d B

EO0 S0 S0 %EO
g 192.168.1.1/2 10.1.1.2/24 182.168.2. 1} u

~
ey

‘2 —&5

RouterA# show ip nat translations
Pro Inside global Insidelocal Outside local Outside global

@

B tabnuue HeT 3anncen npeobpasoBaHus.

Systems,Irc. Bee npasasaumiiens ICND2v10-74

Jlns1 moucka u ycTpaHeHHUs 3TOH MpoOIeMbl UCTIONB3YiTe KoMaHay Show ip nat translation,
94TOOBI ONPEETUTh, COJCPKUT JIM TabIHIa Mpeodpa3oBaHus 3aMicu MpeoOpa3oBaHHUs.
Be1 oOHapysxuTe, 4TO B TAOIHILE HET 3aIHCEH.
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Yzen A
192.168.1.2

-

oy
'

Mpumep npobnemsbl. 3X0-3anpoc, OTNpPaBMeHHbIN
B yAaNieHHbIU XOCT, He BO3BpalyaeT oTBeT (npoa.)

S0 S0

Y3en B
192.168.2.2

E o

4
EO

192.168.1.1/24 /24 = g 10.1.1.2724

192.168.2.1—

RouterA# show ip nat stafistics

Total active translations: 0 (0 static, O dynamic;
Outside interfaces:

Ethernet0

Inside interfaces:

Serial0

Hits: 0 Misses: 0

0 extended)

2007 Csoo Systems, Irc. Boe npe

BHyTpeHHUe n BHewHne nHtepdencel NAT Ha MapLupy TMsarope 3agaHbl HeBEPHO.

3aTeM HEOOXOIUMO IPOBEPHTD, BEITIOHSIOCH JIX TIPpeo0pa3oBaHue, U ONPEACTUTh
HHTEPQEHChI, MEXTY KOTOPBIMH OHO BBITIOJIHSUIOCH. J{J1s BRIBOIA ATOM HHpOpMAITUH
HCIIONB3yiiTe KoMaumay Show ip nat statistics.

B nannom npumepe Bbl onpenensete, uro cuetunku NAT umerot 3Hauenue 0. DTo 3Ha4YHT, YTO
npeoOpa3oBaHKe HE BHIMOIHIOCHE. Kpome Toro, Bel 00Hapy>KUTE, YTO BHEIIHHE U BHYTPCHHUE
untepdeiicel NAT mMapiipyTuszatopa 3agaHbl HEBEPHO.

© 2007 Cisco Systems, Inc.
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NMpumep npobnembl: 3x0-3anpoc, oTrnpaBfeHHbIN
B yAareHHbIU XOCT, He BO3BpaliaeT oTeBeT (npoa.)

Yzen A Y3en B
192.168.1.2 192.168.2.2
y - oy |
}" ;‘

s0 50 @EO n
10112124 192.168.2.1|— J\’

>

| C
-5

|J’— 192.168.1.1/24

nz

=,

RouterA# show access-list

Standard IP access list 20
10 permit 0.0.0.0, wildcard bits 255.255.255.0

= OX0-3anpochl BCe eLle He BO3BpaLLaloT OTBET U B Tabnuue HeT 3anucen
npeobpasoBaHu4.

= B cnucke goctyna, onpegenstoliem npeobpasyemble agpeca, 3agaHa
HeBepHas WabnoHHas Mmacka.

302 NpaBa3 auyiuer IOND:!

[Tocne Toro, kak OyAyT 3aJaHbl BEpHbIC BHYTpeHHUE U BHelIHHE nHTepdeticel NAT, oTnpaBsTe
ellle OJIMH 3X0-3arpoc ¢ xocta A B XxocT B. B Hamem npumepe 3TOT Takxke 9X0-3a1poc He
Oymer obpaboran. Bermonuure komauasl Show ip nat trandationsu show ip nat statistics
eIIe pa3, YTOOBI BRISIBUTH MPoOsieMy. B 1aHHOM npumepe BbI 0OHAPYKHUTE, UTO
MpeoOpa30BaHUE BCE CIIE HE BBHITOIHSICTCS.

3areM BaM ClieyeT UCTIONB30BaTh KoMaHay Show access-list, uTtoOb1 yOeuThCs, YTO CITUCOK
KOHTPOJIS JOCTYIIa, Ha KOTOPBIH cchliaeTcs komanaa NAT, pasperiraer Bce HEOOXOIUMBIE CETH.
B sToM mpuMepe BbI 0OHAPYKHUTE, UTO B CECKE KOHTPOJIS JOCTYIIA, OMPEACIISIONIEM
mpeoOpaszyeMbie aapeca, 3aJaH HeBEPHbBIH OUT MA0JTOHHON MaCKH.
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NMpumep npobGnembl: 3xX0-3anpoc, oTrnpaBrieHHbIN
B yAaneHHbIN XOCT, He BO3BpaliaeT oTBeT (npoa.)

Yzen A Y3en B
192.168.1.2 192.168.2.2

3 3

so@m
u’— 182.168.1.1/24 ol 1.1/24 o 10.1.1.2/24 192.168.2.1|— g
5

>

3 -9

RouterA# show ip nat translations
Pro Inside global Inside local Outside | ocal Outside global
- 172.16.17.20 192.168.1.2 -

ELREY

= [lpeoGpasoBaHMe BbINOMHSETCA.
= DXxo0-3anpochl BCe ellle He BO3BpalLaloT OTBET.

IMocine ucrpapieHus Outa MIabJIOHHOW MaCKH CITHCKa KOHTPOJIS IOCTYIIA, OTIIPABLTE CIIe
OJIMH 3X0-3aIpoc ¢ xocta A Ha xocT B. DTOT 3amnpoc Takke He 0yaeT oopadoTan. OnHaKo Ipu
MTOBTOPHOM BBOJIe kKoMaH Show ip nat trandations u show ip hat statistics, Be onpenenure,
YTO MPeoOpa30BaHUE BITOTHICTCS.
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NMpumep npobnembl: 3X0-3anpoc, oTrnpaBreHHbIN
B yAaneHHbIN XOCT, He BO3BpallyaeT oTBeT (npoa.)

Yaen A
192.168.1.2

EO S0

182.168.1.1/24 10.1.1.1/24 Sttt

RouterB# sh ip route

Codes: C - conrected, S - static, R - RIP, M - mobile,

Ha maplpyTursatope B HeT mapLupyTa Kk Npeob pa3zoBaHHOMY CETEBOMY

Gateway of last resort is not set

10.0.0.0/24 is subnetted, 1 subnets
C 10.1.1.0/24 is directly connected, Serial0
192.168.2.0/24 is subnetted, 1 subnets
R 192.168.2.0/24 is directly connected, Ether
192.168.1.0/24 is variably subnetted, 3 subnets, 2
R 192.168.1.0/24 [120/1] via 10.1.1.1, 2d19h,

B - BGP

net0
masks
Seriald

Y3en B
192.168.2.2

appece 172.16.0.0.

©. Boe npasasaLmiers

3areM BaM clieiyeT BBeCTH KoMauay Show ip route na mapmpyruszarope B, uro6sr yoemuThes,

4TO JJIs1 IIpeo0pa3yeMoro aapeca CyIecTByeT 0OpaTHBIN MapIIpyT.

Br1 0OHaApy)uTE, UTO Y MapuipyTr3aropa B HeT MapmipyTa Kk mpeoOpa3oBaHHOMY CETEBOMY

agpecy 172,

16.0.0.
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Yaen A
192.168.1.2

NMpumep npobnembl: 3X0-3anpoc, oTrnpaBfeHHbIN
B yAareHHbIU XOCT, He BO3BpallaeT oTBeT (npoa.)

Yaen B
192.168.2.2

4
4
S0 EO L
10.1.1.2/24 192.168.2.1}— \;
~|
4
RouterA# sh ip protocol
Routing Protocd is "rip"
Outgoing update filter list for all interfaces is n ot set
Incoming update filter list for all interfaces is n ot set —
Sending updates every 30 seconds, nextdue in 0 sec onds \’g
Invalid after 180 seconds, hold down 180, flushed a fter 240 > 5'
Redistributing: rip
Default version control: send version 1, receive an y version

Automatic network summarization is in effect

Maximum path: 4

Routing for Networks:
192.168.0.0

Routing Information Sources:
Gateway Distance

Distance: (default is 120)

Last Update

07 Céco Systems, Inc. Bee npasasa

Mappytnsatop Aobbsaenser agpec 192.168.1.0, koTopbI OTHOCUTCS K NpeobpasyemMon ceTw,
BmecTo 172.16.0.0, B KOTOpbLIN NMpeobpa3syloTcs gopeca 3ToW CETU.

BbI 10/DKHBI BEPHYTHCS K MapIIpyTH3aTopy A U BBeCTH KoMaHxy ShOw ip protocol, utoOsr

MIPOBEPUTH, OOBABIISICT I MapLIpyTu3aTop A mpeodpaszoBanHbiii agpec 172.16.0.0.

Be1 00HapysxuTe, uTo MapiipyTuzarop A oobssiser aapec 192.168.1.0x0Topslii OTHOCHUTCS

K npeoOpasyemoii cetr, BMecTo cet 172.16.0.0B koTopyro npeobpa3yroTcs 3Tu ajgpeca.

© 2007 Cisco Systems, Inc.
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Ysen A
192.168.1.2

int eo

int s0

ip address 10.1.1.2 255.255.255.0
1

router rip

network 10.0.0.0

network 192.168.2.0

ip address 192.168.2.1 255.255.255.0
i

EQ

PelweHune: ucnpaBneHHasa KoHdurypauuma

Yzen B
192.168.2.2

~]
b4
EOQ S0
u_‘ 182.168.1+ i 10.1.1.2/24
g
7
ip nat pool test 172.16.17.20 172.16.17.30
ip nat inside source list 1 poeol test
1
L‘! int =0
\‘ ip address 10.1.1.1 255.255.255.0
s

ip nat outside
!

int e0

ip address 192.168.1.1 255.255.255.0
ip nat inside

!

int loopback 0

ip address 172.16.17.1 255.255.255.0
1

router rip

network 10.0.0.0

network 172.16.0.0

!

access-list 1 permit 192.168.1.0 0.0.0.255

192.168.2.1

301P_189

Taxum 06pa3oM, 4TOOBI UCIIPABUTE TIPOOIIEMY, H3-3a KoTopoii xocT A (192.168.1.2)e mor
OTIIPaBUTH 9X0-3a1poc B XocT B (192.168.2.2)ssI M3MEHMIIM CIIEAYIOIINE TapaMETPHI
MapripyTuzaropa A:

m  Teneps untepdeiic SOHa3HaUeH BHEIITHNM UHTEpdericoM, a He BHyTPEHHHUM.

m  Uutepdeiic EOnasHaueH BHyTpeHHUM HHTepQeiicoM, a He BHELTHHUM.

m [[TaGmonHas Macka OblJIa M3MEHEHA M IPUHUMAaeT Jir000ii xocT B cetn 192.168.1.0.
Panbie komania access-list 1 He cOOTBETCTBOBaNIA HU OJHOMY M3 BHYTPEHHHX JIOKaJIbHBIX

anpecos IPv4.

m  Mapmpyrusarop A HacTpoeH Ha 00bsaBiIcHue ceTr 172.16.0.0Panbie mapiipytusatop B
HE 3HaJI, KaK OJIyYHTh TOCTYI K cetd 172.16.17.0/24Koundurypanus peannzoBaHa
MyTEM CO3/1aHus HHTepdeiica BO3BPATHON NMETIN U U3MEHEHHS CETEBbIX HHCTPYKIIUN
npotokona RIP.
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Pe3ome

B sToM pazzmene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= CywecTtByeT Tpu Tuna npeobpasoBaHua NAT: ctaTnyeckoe,
OvHammyeckoe n neperpyska (PAT).

= Cratudeckoe npeobpasoBaHne NAT — 3TO NpuBs3Ka agpecoB OAUH
K ogHomy. [InHamudeckme agpeca NAT HasHayatoTca 13 nyna.

= [Meperpyska NAT (PAT) no3BonsieT NpMBsA3aTh HECKOIbKO
BHYTPEHHUX a4pecoB K OAHOMY BHELLHEMY afpecy.

= cnonb3yrite komaHay show ip nat translation, 4To6bl OTKpPbITb
Tabnuuy npeobpasoBaHus 1 ydeanTbes, YTo npeobpa3oBaHme
MpPOU3OLLSIO.

= YUtobbl OnpegennTb, NCNONbL3YeTCH N TeKyLLas 3anMcb
npeobpasoBaHus, BBeauTe kKoMaHay show ip nat statistics,
YTOObI MPOBEPUTE CHETUMK MONaAaHUN.
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3aHATUe 2‘

[lepexopn Ha IPV6

0O630p

J11st HapalIuBaHUs CETH B COOTBETCTBHUU C OYAYIIMMH TPeOOBaHUSIMU HEOOXOAUM
HeorpaHH4YeHHBIN 3anac |P-aapecoB u ynyumenHas MoounbHOCTh. [IpoTokon IPV6
YIIOBIIETBOPSIET Bce OoJiee CIOXKHBIE MOTPEOHOCTH UepapXUIecKol ajpecanii, KOTophie
HE CII0cO00EeH YAO0BICTBOPHUTD IpoTokoj IPV4. TIpotokoi IPV6G ncmonb3yeT HECKOIBKO
THIIOB aJIPECOB, UTO JAeyacT ero 6osiee 3¢ (HeKTUBHBIM, YeM poTokoi IPv4.B atom
3aHSATHU OIMCHIBAIOTCS Pa3UuHbIE TUIIBI afpecoB |PV6 u MeTo1p X Ha3HAYCHUSI.

s mepexona ¢ IPv4na IPV6 ncniones3yroTest pa3auyHble METOBI, B TOM YUCIIE
aBTOKOH(pHrypaus. MexaHn3M nepexo/ia BEIOUPAeTCs B 3aBUCHMOCTH OT MOTPeOHOCTEH
ceTd. B 3TOM 3aHATHN ONUCHIBAIOTCS Pa3IMYHBIC MEXaHU3MBI Iepexona Ha ceTH |PV6.

3agaumn

ITo oKOHYAHUH 3TOrO 3aHITHS BbI CMOXKETE OIUCHIBATH (hopMaT aapecoB nMpotokoja IPv6

Y KOMIIOHEHTHI, HEOOXOIUMBIE JIJISl €T0 BHEJPEHUs, 00BICHATH BiusiHue |PV6 Ha ceTeByro
MapIIpyTU3aIUI0 U HACTPauBaTh OCHOBHBIE apamMeTpsl |PV6.DTo 3HAYUT, UTO BBl CMOXKETE
BBITIOTHSTD CICIYIOIINE 331a4u:

M pacCKasbIBaTh, MOYEMY MPOTOKOJ IPV6 HeoOXoauM;
m  omnuceiBaTh opMmar amapeca IPV6;
B ONHKCBIBATh METOJBI Ha3HAUEHUs aapecos |PV6;

B oO0bscHATH BiusiHUE |PV6 Ha pacmpocTpaHeHHbIE TPOTOKOJIBI MapIIPYTH3ALUT
W ONHUCHIBATH U3MEHEHUS, KOTOphIe HEOOXOAMMO BHECTH B 3TH MPOTOKOJIBI;

B 0O0BSCHATH CTpAaTEruu nepexoaa Ha cpeny |IPV6;

m  nactpauBath IPv6c RIPNngs cetu IPV4.



NMpuunHbl BHeapeHus IPv6

B sTOM pazjene onuchIBalOTCA IPUYHHbI BHEApeHus |PV6.
|

IPv4 wn IPv6

IPv4: 4 oKTeTa

11000000.10101000.11001001.0111000
192.168.201.113
4 294 467 295 |IP-agpecoB

* Ha gaHHbIn MOMEHT gocTtynHo 1,3 mnpg ceobogHbIx agpecos |Pv4.

IPv6: 16 okTeToB

11010001.11011100.11001001.01110001.11010001.11011100.
11001100.01110001.11010001.11011100.11001001.01110001.
11010001.11011100.11001001.01110001
A524:72D3:2C80:DD02:0029:EC7A:002B:EA73

3,4 x 1038 IP-agpecos

e

AnpecHoe mpoctpancTBo |IPv4 o6ecnieunBaet nmpumepHo 4,3 Mip/ aapecoB. M3 HUX TONBKO
3,7 MIIpJ AOCTYIIHBI [T Ha3HAYCHUS, OCTAIBHBIC 3ape3EPBUPOBAHBI JIJISI 0COOBIX 3a/1a4, TAKHX
KaK IpyIIoBas pacChbUIKa, YaCTHOE aIPECHOE MPOCTPAHCTBO, IPOBEPKA BO3BPATHOMN METIN

u uccnenosanus. Ilo nanuev Ha 1 ssaBaps 2007r. 2,407Miapa U3 3TUX JOCTYIHBIX alpecoB
y’Ke Ha3HaYeHbl KOHEYHBIM T10JIb30BATEISIM WITH MocTaBIuKkam ycryr Muteprera (ISP).
Takum o06pa3zoM, B agpecHoM npoctpanctse |IPv4 ocraercs npumepHo 1,3Mip aapecos.

Anpec IPV6 ipencrasiser co00# JBOMYHOE 3HAUCHUE C pa3psaHOCThIO 1280wuT,
KOTOPOE MOKHO TIPEICTaBUTE 32-Ms MIeCTHAAIATEPHUHBIMHE ITU(PpaMH (CM. PUCYHOK).
On nmoanepxusaet 3,4 * 108 IP-anpecoB. Ota Bepcus agpecanus |P obecnieunBaer
JIOCTATOYHOE KOJIMYECTBO aJIPeCOB JIJIs MOACPKKH Oyayiiero pocra MaTepHeTa.

B nonosHeHHe K TEXHUUECKOMY U 9KOHOMHUYECKOMY MOTEHIUANy, mpotokoi IPv6 npemnaraer
MPaKTHUYECKH HeorpaHUYeHHbIN 3amac |P-aapecos. binaromaps obmupaomy 1286uTHOMY
aJpeCHOMY MPOCTPaHCTBY, IPV6moanepxruBaeT oYt OECKOHEYHOE YHCIIO aIPeCoB,
JOCTaTOYHOE, YTOOBI BBIJICIUTH BCE aJIPeCHOE MPOCTPAaHCTBO IPV4 KaXK1oMy KUTEIO TIIaHETHI.
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|
Noyemy Heo6xoanmo Gonbluee
appecHoe NPOCTPaHCTBO?

= KonunyecTBo nonb3oBartenen VHTepHeTa
— MpumepHo 973 MIH Nanb3oBaTenel No COCTOSHUID Ha HOsI6pb 2005 .

— BbIcTpopacTyluee HaceneHue v pasgerneHue aapecHoro NpocTpaHcTBa
Mo reonanuTUYEcKOMy NprBHaKy

= MoGunbHble nonb3oBatenu
— KIK, nnaHwWeTbl, 3NeKTPOHHbIE 3aMNMCHbIE KHWKKA U T. 4.
— [MpumepHo 20 miH B 2004 .
= MotunbHble TenedoHbI
— Mwunnuapg MobunbHbIX TenedoHOoB MOCTaBNEHO Ha AaHHbIA MOMEHT
= TpaHcnopT
— [MporHosmpyemein poct 4icna asTomobunen B 2008 r. — 1 munnuapg
— [Joctyn B NHTepHeT Ha 6opTy camoneToB, Hanpumep komnaHum JiodpTraHsa
= [loTpebuTtenbckasa anekTpoHMKa

— KowmnaHua Sony aHoHcupoBana obssaTenbHyto nogaepxky IPv6 Bo Bcex
cBOMX npoaykTax K 2005 r.

— Mwunnuapabl GbITOBbIX 1 NPOMBILLITEH HbIX SNEKTPOHHBLIX YCTPOWCTB

IMocne noaxHoro nepexoza ¢ IPv4na IPv6 MHTepHET CHIbHO H3MEHUTCS. MHOrHe
y4acTHHUKH MHTepHET-COo00IIeCTRa MPOaHATM3UPOBAIN Po0IeMy HeXBaTKu aapecos |IPv4
1 onyOauMKOBad 0T4eThl. OHAKO MTPOrHO3bI, KOTIa KMEHHO aJIpeCcHOE MPOoCcTpaHcTro IPv4
3aKOHUYMTCH, CHIIBLHO pacxofsrcs. HekoTopeie HazpiBatoT 2008umu 2009r., apyrue roBopst,
410 3TO0 NpousoiineT He panbie 2013r. B nrobom ciyuae, IPv4He ncuesneT 3a o1Hy HOUb.
Ckopee Bcero, niepexoa Ha |PV6 OyneT mocTeneHHbIM.

OToT nepexoj yxe Hadaics, ocooenHo B Esporne, SInonnn n AznaTcko-THX00KEaHCKOM
peruoHe. DTH PETHOHBI IIOYTH WCUYEPITAN BhIIEIeHHBIC UM anpeca IPv4, 1 310 yBenmuuBaet
notpeGHOCTh B ipoTokoie |Pv6. HekoTopble cTpaHbl, Takue Kak SIMOHMUS, arpecCUBHO
BHeapstoT IPV6. Ipyrue, Takue kak EBpocoro3, ocyliecTBIAIOT MeIEHHBIN Tepexoa

Ha IPv6,KuTaii paccmarpuBaeT BO3MOKHOCTh CO3/IaHHS HOBBIX ceTeil Ha ocHoBe |IPV6.

Hauunas ¢ 1 okta6ps 2003r. munuctepctBo oboponsl CIIIA moctaHOBMIIO, YTO BCe
3aKynaemMoe 000pyJOBaHNE JOIDKHO MoiepxuBath |PV6. Bce npaBuTeIbCTBEHHBIE areHTCTBA
CIIA nomxubl BHeapuTh IPV6 B cBon ocHoBHBIE ceTr K 2008r., 1 OHM XOTAT YI0XKHTHCS

B 3TOT CPOK.

Ot IMPUMCPBI NOKAa3bIBAIOT, YTO BHCAPCHUC IPV6 sBasteTcst CCPLE3HBIM OTPACJIICBBIM TPCHAOM.
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YcoBepLueHCTBOBaHHble PyHKLUUMN |PV6

YBenuyeHHOe afpecHoe Bonee npocToli 3aronoBok:
NPOCTPaHCTBO: = OhdeKTMBHOCTL MapLLpyTU3aL M

= [mobanbHas AOCTYNHOCTL = MaclTabupyemocTs Mo

v mBkocTb MPOU3BOAUT ENIbHOCTU 1 CKOPOCTK

= OGbeauHeHue NepecbIkn

= MHOXeCTBeHHasi appecauys = LlnpokoBelaTtensHas pacchbisika

. AsToxOHGUrYaLMS He UCronb3yeTca

- Plug-and-play = KOHTpOrbHbl€ CyMMbl HE UCTIOMNb3YIOTCS

ncronb3osaHnss NAT = MeTk/ NOTOKOB
= MameHeHne Hymepaumm OOBLWNPHBLIN Habop BapMaHTOB
Mo6bunbHoCTb M 6e3onacHoOCTb: nepexona:
= COOTBETCTBME CTaHAApTy * HByxcTekosas KOHQMrypaums
RFC Mobile IP = TyHHenu 6tod n TyHHemm,
= Ob6s3aTenbHasa (BCTpoeHHas) SaflaBaeMble BPy1HYI0
pyHkums IPsec ans IPv6 = [Npeobpa3oBaHne

= Paclumpsiemble 3aronoekun
CkBo3Hasi noaaepxka 6e3 p

[Iporokon IPV6 sBisieTcs pe3yabTaToM 3HAYUTEIbHON MoauduKaiuu mpoTokoia IPv4.,
Hexoropsie dpynkiun IPV6 nipeararot GpyHKIMOHATBHBIE yiydineHus. Ha ocHOBe ombiTa,
orydeHHoro paspadorunkamu |P npu ncronp3oBanuu |PV4, ObuH peaIoKeHbl H3MEHECHHS
JUTSL yIOBJICTBOPEHUS TEKYIIUX U MOTCHIIMATBHBIX TPEOOBAHUN CETEH.

B YBeJu4YeHHOe aJpecHoe MPOCTPAHCTBO. YBEIUUYCHHOE aAPECHOE MPOCTPAHCTBO
MIpeaJIaraeT CISAYIONIIHNE MPEUMYIIECTBA:

YIIyYIICHHE II00aJbHON JOCTYITHOCTH ¥ THOKOCTH;
o0beMHEeHUE PEPUKCOB, 00BABICHHBIX B TAOJIHUIIC MapLIIPYyTH3AIUH;

MHOKECTBEHHAs aJpecalus sl UCTIOIb30BaHUS HECKOJIbKHUX MOCTABIIUKOB
ycnyr HTepHeTa,

ABTOKOH(HUTYpaIUs, KOTOPAs MOIJICPKUBACT BKIIFOUCHHE aPECOB KAHATLHOTO
YPOBHS TaHHBIX B a/IpECHOE MPOCTPAHCTRO;

pewenne Plug-and-play;

CKBO3HAas Tiepeajpecalivisi U3 YaCTHOM CEeTH B CeTh OOIIero JOCTyma 6e3
peoOpa3oBaHus aIpecoB;

YHOPOIIECHHBIC MEXaHU3MblI CMCHBI HYME€pallu 1 USMCHCHUA aJIpECOB.

B YnpoliueHHbIH 3aroJjioBoK: boiee mpocToil 3aroJoBOK NpeiaraeT HECKOIbKO
MIPEUMYIIECTBO 0 cpaBHEHNIO IPV4:

noBbILeHHAs 3P PEKTUBHOCTh MapLIPYTU3ALMU ATl MacIITabupyeMoi
MIPOU3BOAUTEIBHOCTH U CKOPOCTH MEPECHUIKH;

IHUPOKOBCHIATCIIbHAA PACCHIJIKA HC UCIOJIB3YCTCA, UTO UCKIIIOYACT BOBHUKHOBCHHUC
MHMPOKOBCIIATCIBHBIX IITOPMOB,

00paboTKa KOHTPOJLHBIX CYMM HE TpeOyeTcs;
6onee npocTbie ¥ 3PPEKTUBHBIE MEXaHU3MbI PACIIMPEHUS 3aT0JIOBKA,

MCETKH IIOTOKOB IJIA O6pa6OTKI/I OTACIBbHBIX IIOTOKOB 0e3 H€06XO,Z[I/IMOCTI/I B aHaJIU3¢C
MaKeTa TPpaHCIIOPTHOI'O YPOBHS AJIA I/I,I[CHTI/I(l)I/IKaL[I/II/I IIOTOKaA.
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B MoOHJIbHOCTH U 0€30MaCHOCTh. MOOMILHOCTh M 0€30IaCHOCTh 00ECIIEUMBAETCS
¢yukumsmu ctangapta Mobile IPu IP Security (IPseCMo6uibHOCTE TO3BOJISET
TMOJIL30BATENISIM MOOMITBHBIX CETEBBIX YCTPOMCTB, KaK MPABIIO C OSCIIPOBOIHBIM
MOJIKITFOYCHUEM, TIEPEMEIATHCS MEKIY CETSIMH.

Mobile IP —cranpapt IETF, noctynnsiit aist mporokonos IPv4u IPV6.OH mo3BosseT
MOOMJIBHBIM YCTPOMCTBAaM MEPEMEIaThCSI MEXKIY CETIMH 0€3 PEephIBaHMUS YCTAaHOBICHHBIX
ceTeBBIX coenuHeHuil. [Tockompky |IPV4HEe obecrieunBaeT 3Ty MOOMIIBHOCTh aBTOMATHIECCKH,
ee HeoOX0IMMO TOOABIISITH C MCIIOIB30BAHHUEM JTOTIOTHUTEIHHBIX KOH(DUTYpAITHH.

OyHKIMKM MOOHIBHOCTH BCTPOEHHBI B IpoTokou |IPV6, uTo mo3BossieT mrobomy y3my IPv6
UCIIONIb30BATh UX MPH HEOOXOJMMOCTH. 3arojOBKU MapIIpyTU3aIMU MpoTokoia |IPv6
nemaror Mobile IPv6ropasno 6onee ahdexTrBabM, ueM Mobile IPv4.

IPsec —rangapt IETF, mocBsmennsiin 6e3onacHocTr |P-ceTeit, moCTymHbIH ais
potokojioB IPv4u IPV6. XoTs GyHKIIMKM 0IMHAKOBBI JJ1s 000MX Cpejl, CTaHaapT
IPsecssnsieTcs o6s3aTenbHbIM B |IPV6. @yHkunu |PSeCBKIIIOUEHB! U 1OCTYHBI AJIS
WCTIONB30BaHMA Ha Beex y3nax |IPv6,urto nenaer MuTtepHet Ha ocHoBe IPV6 Gosee
6e3onacHeiM. Kpome Toro, IPSecrpedyeT Hannuus Kintoyei y Kax10i CTOPOHBI,

a 9TO 03HAYaeT ITI00ATBHOE pa3BePTHIBAHUE U PACIIPOCTPAHCHUE KITIOUCH.

B OO0mupHbIi HAOOP BapuaHTOB nepexoaa: CyIecTByeT HECKOIBKO CIIOCO00B T0O6aBUTh
paciupennbie GyHkimu IPV6 k Tekymmum Bo3MoxHOCTIM IPV6.

—  OpuH U3 MOIX00B MOAPa3yMeBaeT BHEAPEHHE ABYXCTEKOBOM KOHPHUTYpaLuy,
B KoTOpoii IPv4u IPv6 HacTpanBaroTcst Ha 0THOM HHTepQeiice ceTeBoro
YCTpOHCTBA.

—  Jlpyroii MeToj1 — TYHHEJIMPOBAHNE — CTAHOBHUTCSI BCE 0OJIee PacpOCTPaHCHHBIMH
¢ poctoM KojruecTBa cpeln |IPV6. CyliecTByeT MHOXKECTBO METOIOB TYHHEIUPOBAHUS
IPv6 moBepx IPv4. HekoTopblie U3 HUX TPeOYIOT pyYHOU HACTPOMKH, APYTHe
paboTar0T aBTOMATHUYECKH.

—  Bepcuu Cisco |0Snaunnas 12.3(2) Tnoanepxkuatot mpotokon NAT-PT s
npeoOpa3oBaHus aApecoB Mex Ty npoTtokoiamu |IPv6u IPv4. 3to npeobpazoBanue
obecnieunBaeT NpsIMOe B3aUMOJICHCTBHE MEXKy XOCTaMH, UCIIOIb3YIOIINMHU pa3HbIe
Bepcuu mporokoina IP.
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O6wume cBepeHna o6 agpecax IPv6

B stom paznene onmcwiBaetcs popmar anpeco IPV6,a Takke METONBI HX COKPAIICHHUS.

]
NMpepnctaBneHue agpecosB IPv6

dopmar:
OOXXXIXXIX X, TAe X — 16-6MTHoe LwecTHaauaTepuyHoe rnone
— LWecTHaguatepuuHble umgpsl A, B, C, D, E n F BBogsitca 6e3 ydera pernctpa
= HavanbHble Hynm B nonsix Heobs3aTenbHbl
= [locnepoBaTenbHOCTY MOMEN, BKMIOYAOLWMX HYMNW, MOXHO 3aMEHWUTb Ha «::» QOWH
pas B KaXgom agpece
Mpumepbl:
= 2031:0000:130F:0000:0000:09C0:876A:130B
— OT0oT anpec MoXHO 3anucarb kak 2031:0:130f::9c0: 87 6a:130b

— OToT anpec Henb3s 3anucarb kak
2031:0:130f::9¢0:876a:13002031::130f::9c0:876a:130b

= FF01:0:0:0:0:0:0:1 FFO1::1
= 0:0:0:0:0.0:0:1 i
= 0:0:0:0.00:0.0 =*

-p

Jlnist pazfieneHus 3anuceil B Mocie[0BaTeIbHOCTH 16-0MTHBIX MMOJIeH, KOTOpas MpeJICTaBIsIeT
aapec IPv6,ucnonb3yercs nBoetounie. Peructp mecrHagnarepuunsix mudp A, B, C, D, Eu F,
BxoJAmuX B anpec |Pv6,He yunteiBaeTcs.

IPV6 He TpeOyeT criennanbHOW HOMEHKIIATYPBI 3aITHCH aIpecHOoi cTpoku. Crienyiite
WHCTPYKLUSM HUDKE TIPU BBOZE APECHBIX CTPOK |IPV6:
B HavaJbHbBIC HYJIU B 10jie HeoOs3areabHbl, 09COpapusercs 9C0u 0000pasusercs O;

B [I0C/IeIOBATENBHBIC TIOJIS U3 HYJIEH MOXKHO 3aMEHHUTH Ha «:.»,dTO COKpAIICHUE MOKHO
BBOJIUTH OJIMH Pa3 I KaKIIOTO aapeca,

L HCOHPCZ[CJ'ICHHBII;’I aIpeC 3aIUCHIBACTCS KAK «::»,TaK KaK COACPHKUT TOJILKO HYIIU.

Hcnonb3oBaHue 3aMHCH «::»3HAYUTENFHO YMEHBIIAET pa3Mep OONBIIMHCTBA aAPECOB.
Hanpumep, agpec FF01:0:0:0:0:0:0: Mo>xHo 3anucats kak FFO1::1.

MpumeyvaHue CuYHTaKCU4YeCK1In aHanM3aTop afpeCcoB ONpeaenseT YNCIO HEAOCTAOLWUX HyNen,
pasgenss ABe YacTu U BBOASA HyNu [0 3anofiHeHust Bcex 128 6ut. Ecnu B agpece
BBEZIEHO [Ba COKPALLEHWS «::», aHanM3aTop He CMOXET ONPeAENUTL pa3Mep KaXaoro
13 6IOKOB HynMew.
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Tunbl agpecoB IPv6

= VHAvBMAYyanbHbLIN agpec:
— Agnpec HazHavaeTca otaenbHOMY MHTepdency

— BIPV6 onpefeneHo Heckonbko TUMNOB TakMX aApecoB (Hanpumep, rnodanbHbie,
3ape3epBMPOBaHHbIE, NOKarnbHble aapeca KaHarnoB U nokarbHble agpeca nioLlanok)

= [pynnosow agpec:
— OOuH Ko MHOrMM
— Ob6ecnevunBaeT bonee ahheKTUBHOE WCMOMb30BaHUE CeTU
— Wcnonb3yeT Gonee wmpoknii Agnana3oH agpecos
= AnbTepHaTUBHbIN:
— OpuH Kk Gnvxanwemy (agpec BblaensieTcst U3 NPOCTPaHCTBa MHAMBMAY anbHbIX anpecoB)
— Heckonbko yCTPOMCTB MCMONb3YT OAWH anpec

— Bce yanbl, BXOOdALUl e B anbTepHATUBHWO rpynny, AOIMKHbI NPefoCTaBNATb
OoOuHaKoBble yCcnym

— YCTPOMCTBO-UCTOMHUK OTNPaBRseT NakeT no anbTepHaTUBHOMY agpecy
— MapupyTusaTopbl nepecbinaioT ero brvxaiemMy yCTPOWCTBY B rpyrnne HadHayeHus
— [MoaxoaunT ANs BbipaBHUBAHMWA HArpy3ky W ycnyr AOCTaBKA KOHTEHTa

[lIupokoBeriareabHas paccbuika IPV4 sBisieTcss npuuMHON MHOTHX IIPOOJIEM.
[IIupoxoBemiarenbHas pacchliika HHUIIHAPYET HECKOIBKO MPEPHIBAHUI BO BCEX KOMITBIOTEPAX
CETH, a B OT/ICIBHBIX CIYYasX MOXKET BbI3BaTh HEHCIPABHOCTH, KOTOPBIN OCTAHOBST paboTy
Bcell ceTr. DTOT cOOM Ha3bIBAETCS MMUPOKOBEIATEIIEHBIM IITOPMOM.

B cetsax IPV6 mupokoBeraTensHas pacchlika He HCIONb3yeTes. BMecTo MMpoKoBenaTeIbHOM
pacchutku |PV6 ucmosb3yeT rpymnmoBbie paCChUTKH M PACCHIIKH MO AbTEPHATHBHBIM aipecam.
I'pynmosas pacceiika obecrnieunBacT 3hGEeKTHBHYIO pabOTy CETH C MOMOIIBIO HECKOIBKUX
(YHKIIMOHAIBHBIX MHOTOJIPECHBIX TPYIII, KOTOPBIE MIO3BOJISIOT OTIIPABISTH 3allPOCHI
OrpaHUYECHHOMY YHUCITy KOMITBIOTEPOB B CETH. MHOT0a/IpeCHBIC TPYIIITBI HCKIFOYAIOT
BO3HUKHOBEHHE OOJIBIIIMHCTBA POOIIEM, CBI3aHHBIX C ITUPOKOBEIIATEILHBIMH IITOPMAMHU

B ceTsix |IPv4.

Jlnamna3oH TpynmnoBsIX anapecoB B IPV6 Oomnbiue, yem B IPv4. B Gnmkaiitem Oymymem
BBIJICTICHUE TPYIIIOBBIX aJpeCOB OTPaHUIEHO HE Oy/IeT.

Kpowme Toro, B IPV6 onipesiesien HOBBI# THIT aipeca, KOTOPBIH Ha3bIBACTCS aJIbTePHATHBHBIM
(ampec Ut OTIPaBKHY TaKeTa TI0OOMY M3 YCTPONMCTBO TPYIINbI). AJBTEPHATUBHEIN afpec
UIACHTU(QUIUPYET CIIUCOK YCTPOHCTBO WK Y3IIOB, T. €. HECKOJILKO HHTEP(EICOB.
AnbTepHaTUBHBIC aJipeca SIBISIIOTCS KOMIIPOMHUCCOM MEXAY WHANBUIYaTbHBIMU

Y TpyInoBbIMU afipecamul. UHAUBUTyallbHBIE TAKETHI OTIPABIISIIOTCS OMPEICICHHOMY
YCTPOMCTBY ¢ omnpezeneHHbpIM |P-aapecom, TpynmnoBsie — BCeM WieHaM TPYIIIIHL.
AJNbTEpHATHBHBIC TIAKETHI OTIPABIISIFOTCS JIIOOOMY U3 YWICHOB I'PYIITBI, KOTOPOH

Ha3HaYeH aJbTePHATHBHEIN aapec.

st moBbIteHUs 3¢ (HEKTUBHOCTH, TAKET, KOTOPBI OTHPABIISETCS M0 albTEPHATHBHOMY
azpecy, JOCTaBJsieTcs OmpkaieMy HHTepQency, KOTOPBIA ONpeAessieTCs] HCIOIb3YEeMbIM
MPOTOKOJIOM MapuipyTu3auuu. Takum 00pa3oM, albTepHATUBHYIO PACCHUIKY MOXKHO Ha3BaTh
«oJuH K OnmxaineMy». CHHTaKCHYECKU aJIbTEpPHATUBHBIC aJjpeca He OTJINYAIOTCS OT
IT00ATBHBIX MHIUBUAYATIbHBIX aIPECOB, TaK KAK OHU BBIICIISIOTCS U3 IyJia III00aTbHBIX
UHIUBUAYAIbHBIX aJPECOB.
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MpumeyvaHue Ha paHHbI MOMEHT OoTpachb He Hakonwna 4OCTaTOYHOro onbiTa rnobansHoro
1 MPOU3BOIILHOIO NPUMEHEHNS anbTepHaTUBHbLIX aapecoB. Kpome Toro, ¢ LUMPOKUM
UCMorb30BaHWeM 3TUX aApPeCcoB CBA3aH pan TpyaHocTen 1 yrpoad. [lo Tex nop, noka
pa3paboTyMKM HE HAKONSAT JOCTaTOYHO OMbITa U HE HaWAYT peLleHne 3aTux npobnem,
Ha Ucnonb3oBaHWe anbTepHaTUBHbLIX agpecos IPv6 HanaratoTcs criegyowmne
orpaHunyeHus. (1) anbtepHaTueHbI agpec HEJTb3A ncnone3osatk kak agpec
MCTOYHUKa nakeTa IPv6; (2) anbTepHaTuBHbIN agpec HENIb3A HasHauyaTb xocTy
IPv6, TONbKO MapLupyTusaTopy.
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UHanBnayanobHaa agpecauymns IPv6

= Tunbl HAMBUAYanNbHbIX agpecos IPV6:
— mobanbHble: HaunHaoTcsa ¢ 2000::/3 1 HasHavaoTesa IANA
— 3apesepBupoBaHHble: ucnonbaytoTes IETF
— YacrHble: nokanbHble agpeca kaHana (Ha4uHatoTcs ¢ FE8O::/10)
— Aapec Bo3BpaTHou netnm (::1)
— HeonpeneneHnHbin agpec (::)

= OgHOMY UHTEPdENCY MOXHO Ha3Ha4YUTb HECKONbKO agpecos IPv6
noboro TMna: MHanBMAyarnbHbIX, FPYMMAOBbLIX NN anbTEePHATUBHbBIX.

= [MpaBuna agpecaumm IPv6 onncbiBatoTCA B HECKOM bKUX
craHgaptax RFC.

— ApxutektypaonpegerneHa B ctaHaapTe RFC 4291

CymecTByeT HECKOJIBKO OCHOBHBIX THITOB HHAWBUAYAILHBIX aJpECcOB pacchluiku |PV6:
rimobanbHBIi, 3ape3epBUPOBAHHBIN, YACTHBIN (JIOKAIbHBIN IS KaHAJA WIN IDIOIMIAIKH),
BO3BpATHOM METIN U HEOTIPEEICHHBIH.

MobanbHble agpeca

I'moGanpHBIC HHIUBUAYAIBEHEIC aapeca |PV6 aHaiornyHbl MHIUBUAYAIBHEIM anpecaM |Pv4.
I'moGanpHBIN HHIUBUAYAIBHBIH afpec —3To aapec |PV6 13 rmo6anbHOT0 HHIMBHIYaTEHOTO
npedukca. Takas cTpykTypa odecrieunBaeT 00beIUHEHHE MPEPUKCOB MAPIIPYTH3AIUH, YTO
OTpaHUYHMBACT YUCJIO 3aMUCEH B rI100aIbHOM TaOIUIe MapIpyTU3auy. [ 100anbpHbIe
HHAWBHIyaJbHBIC aJpeca HCIOIb3YIOTCS B 00bEIMHEHHBIX BOCXOIAIIMX KaHAIaX
OpraHM3aIlui, HAMPABJICHHBIX K TIOCTaBIIMKaM yciyr MHTepHeTa.

3apesepBuUpoBaHHbIe agpeca

IETF pesepBupyeT yacTb agpecHoro npoctpanctsa |PV6 11t pa3nuaHbIX 3a1a4, TEKYIIX
u Oymymmx. 3ape3epBUpoBaHHbIE agpeca npeacTaisioT 1/256anpecHoro mpocrpancrtsa IPV6.
Anpeca |IPV6 apyrux THIIOB BBIACIISIOTCS U3 3TOTO OJI0Ka.

YacTHble agpeca

Biok anpecos |IPV6, BEIIEICHHBIX IO YaCTHBIC a/ipeca, TaKkKe, Kak B mpoTokoie IPv4. Dtu
YaCTHEIC ajjpeca JICHCTBYIOT TOJBKO BHYTPH ONPEACICHHOTO KaHaIa WX TUIOIIAKU ¥ HUKOTIa
HE MapHIPpyTH3UPYIOTCS 32 MPEISbl CETH KOMIaHUU. [IepBhIif OKTET YaCTHBIX aipECOB UMEET
3HaueHue «FE»B mecTHaaaTepuIHOM CUMCIICHUH, CIeayrollee 3HaueHue — iudpa ot 8 1o F.
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OTH agpeca B CBOIO 0Uepeb Pa3ACIITIOTCS Ha IBa THTIA, B 3aBUCHMOCTH OT 00JIACTH ACHCTBUS.
®  JlokanpHBIE aapeca IUIOMAJAKH, KOTOPBIC OIUCHIBAIOTCS HIDKE.

— OTu ajpeca aHAIOTUYHEI aJipecaM, orpeneneHHbM B ctannapre RFC 1918,
Buloenenue aopecog 01 wacmuulx unmepcemeti, KOTOPBIA UCTIOIB3YETCS
B COBpeMeHHBIX ceTsax IPv4.DTu angpeca neficTBy0T B MaciiTabe Beel TUIOMAIKU
i oprafu3anui. OHu 00eCTIeYNBAIOT aAPECanyio BHYTPH OPTaHU3aIuu 0e3
HEOOXOUMOCTH B HCITOJIb30BaHHUH YaCTHOIO Ipedrkca. MapiipyTu3aTopsl
MEPECHUIAIOT JaTarpaMMbl BHYTPH ILIOIIAIKH, UCIIOIb3Ys JIOKAJIbHBIC aapeca,
HO HE 3a IPe/ICIThI IIONIAIKK B ceTh MIHTEepHET 00I11ero J0CTyIIA.

—  JlokanbHbIe agpeca MJIOMAAKH HAUWHAIOTCS ¢ oKTeTa «FE», Tperss undpa agpeca —
«C» unu «F». Takum o6paszom 3tH aapeca HaunHatotess <FEC», «<FED», «FEE»
i «FEF».

m  JloxanbHbIE aapeca KaHajla, KOTOPBIC OIIMCBIBAIOTCA HUXKE.

—  JlokanbHbIe aapeca YpOBHS KaHaja —HOBas KoHuenuusa |IPv6. 3ty anpeca uMeroT
MEHBIIIYIO 00J1aCTh ACHCTBUS, YeM JIOKAIBbHBIC aapeca Tomaaku. OHU OTHOCSTCS
TOJILKO K OTHOMY (hu3HUecKOMY KaHany ((husndeckoi cetn). MapiipyTH3aTopsl
HUKOT]Ia HE MEPECHUIAIOT JaTarpaMMbl C JIOKATBHBIMHE aJpecaMH YPOBHS KaHaa,
Jake BHYTpH opranuzaruu. OHU MpeTHa3HaueHbBI TOJIBKO IS IOKATbHOTO 00MeHa
BHYTPH CETMEHTa (PU3MUECKON CETH.

—  OTH ajpeca UCTIONIB3YIOTCA AJIs oepaluii oOOMeHa BHYTPH KaHalla, TaKUX
Kak aBTOMaTH4yecKas KOH(Urypamus aapecoB, 0OHapyKEHHE COCEIHUX Y3JI0B
1 00Hapy)KeHHEe MapUIpyTU3aTOpOB. MHOTHE MPOTOKOIBI MapiipyTusanuu |IPv6
TaK)Ke UCIONb3YIOT JIOKAJIBHBIE aJipeca KaHaa.

—  JlokanbHble aapeca IUIOMIAIKH HAUMHAIOTCS ¢ OkTeTa «FE» Tpethst ndpa aapeca — ot
8 o B. Takum 00pa3zom 31u azapeca HaunHaroTcss «<FE8», «FE9», «FEAmwmn «FEB».

Appec Bo3BpaTHOM NeTnu

Kax u B mporokone |IPv4,s IPV60b11 Ha3HaueH crieUaIbHbINA afpec ISl TECTUPOBAHKSL.
Jatarpammel, riepeJaHHbIE TI0 3TOMY aJIpecy, BO3BPALIalOTCs B YCTPOUCTBO-OTIIpaBUTeNb. OIHAKO
B IPV6 151 37011 QyHKIIMHK BBIIETICH TOJIBKO OIMH aJpec, a He 1IeNbIi OJIoK. B kauecTBe BO3BpaTHOM
nern ucnonbdyercs aapec 0:0:0:0:0:0:0: 1xoTopslif, Kak IpaBHiIO, COKPAIIASTCS 0 <«:: 1.

HeonpeneneHHbIN agpec

B mpotokone IPv4 IPampec, cocTosmuii U3 HyJeH, yKa3pIBaeT Ha TEKYIIHH XOCT

Y UCTIONB3YeTCs, €CITU YCTPOMCTBO He 3HaeT cBoero |IP-anpeca. B IPV6 sTa koHIenms

oObu1a (hopmanmzoBana, u anpec u3 Hynei (0:0:0:0:0:0:0:00b11 Ha3BaH HEOPEICICHHBIM.

Kak mpaBuiio, OH UCTIONIB3YETCS B 1OJIE HICTOYHHKA AaTarpaMMbl, OTIIPABICHHON yCTPOMCTBOM,
KOTOPOE TBITACTCS HACTPOUTH CBOH |IP-ampec. [TockombKy 3TOT agpec COCTOUT U3 HyJIeH, ero
MOJKHO 3aIMCaTh KaK «:I».
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|
mobGanbHble MHAUBMAYaNbHbIE
agpeca IPv6 (a Takke agpeca Anycast)

23 /32 148 64
[ 2001 | opss] Vgektudukatop nHTepdeiica |
Peectp — i ‘
Mpedwmkc ISP —_

MpeduKe nnowankn
Mpedukc nogceTn

IPv6 ncnonb3syet oguH cbopmaT Ans rnodanbHbIX MHAMBUAYaNbHbIX
M anbrepHaTnBHbIX apeCcoB.
= Wcnonb3yetcsa rmobanbHbii NpedpuKke MapLupyTM3aumm, KoTopblii obecnednBaer

BoCXofsllee obbeAMHeHNE KaHanoBs, KOTOpOe 3aBepLUaeTcs y nocTasBLuMKa
ycnyr HTepHeTa.

= OgHoMy MHTEpdercy MOXHO Ha3Ha4MTb Heckonbko agpecoB moboro Tuna
(rnoGanbHbIX UHAMBKUAYaNbHbIX U anbTepHATUBHbIX).

= Jliobol nHTepdpelic nog ynpaeneHuem IPv6 Bkntoyaer xorss 6bl oaMH agpec
BosBpaTHoM netrm (::1/128) n oanH nokanbHbIN agpec KaHana.

- J'lro60my VIHTepCbeVIC)/ MO>XHO Ha3Ha4UTb HECKOJIb KO YHUKanbHbIX JTOKalbHbIX
1 rnobanbHbI X agpecos.

I'moGanpHbIe HHAUBUAYAIBHBIE aJ[peca ONPENENISIOTCS MI00ATEHBIM TPEPUKCOM
MapIIpyTU3aIiH, HICHTHHUKATOPOM IOJICETH U WeHTH(HUKATOpOM HHTepdeiica.
[IpocTpaHCcTBO MHAMBUAYAIBHBIX ampecoB |IPV6 oxBaThiBaeT Bech Auama3oH aapecos IPV6,
kpome O10ka FF00::/8 (1111 1111k0TOpblid HCHONB3YeTCs A TPYIIIOBBIX aIpECcOB.

B HacTosmmMit MOMEHT MPOCTPAHCTBO TII00ATHHBIX HHANBUIYATBHBIX aIPECOB, BBIJCIICHHOE
IANA, BKIIOUYAET agpeca, KOTOpble HaunHaroTes ¢ qeonunoro yucia 001 (2000::/3)uto
cocrasisieT 1/8 06miero agpectoro mpoctpancTsa [PV6. DTOT GII0K SBIAETCS CaMbIM
KPYITHBIM M3 BBIJICIICHHBIX OJIOKOB a]JpECOB.

Anpeca ¢ npedukcamu ot 2000::/3 (00110 E000::/3 (111)omKkHE! BKIIOYaTh 64-OMTHEII
uneHtuukatop uaTEpdeiica B hopMare paciIMpeHHOr0 YHUBEPCATHHOTO
unenrudukaropa (EUI)-64.

IANA BeInensiet anpecHoe npoctpancTBo IPV6 B quanazonax 2001::/16peectpam.

I'moGanbHBIN HHAUBUAYAILHBIN apec, Kak MPaBUIIO, COCTOUT U3 48-0MTHOTrO I7100aILHOIO
npedukca MapupyTi3ayn 1 16-0utHoro uneHTudukatopa mojacetu. OTaebHbIC OpraHU3aIiH
MOT'YT UCIIOJIb30BaTh 16-0UTHOE MmoJie oACeTH, KOTOPOE HA3hIBAETCS HACHTU(DHUKATOPOM
MOJICETH, JUTSA CO3IaHUsA COOCTBEHHOM HEePAPXHH aIPECOB U UACHTH(OUKAIINHI MTO/ICETCH.

JTO T0JIE TI03BOJIET OPraHU3aAIMSIM UCTIONB30BaTh 10 65 5350THebHbIX MoACeTEH.
JlonoTHUTENBHBIE CBEACHUS CM. B JOKyMeHTarmu 1o crannapty RFC 3587 ghopmam
2n00anbHbIX UHOUSUOYaIbLHLIX adpecos | PV6, kotoprlii 3amensier RFC 2374.
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JlokanbHble agpeca KaHanoB

128 6ut >

0 | WMpeHTndbmkaTop HTepdeiica g‘
44— 64 6uta ———p

FE80::/10

<
1111 1110 10

10 6ut

= JlokanbHble agpeca kaHarioB UCMOoMb3yTCA B Npeaernax kaHana u co3aar Tcs
OVHaMUYeckn Ha Bcex nHTepdericax |Pv6 n3 nokanbHoro npegukca kaHana
FE80::/10 n 64-6utHoro ngeHtndukaropa nHtepdgeinca.

= JlokanbHble agpeca kaHana Ucnornb3ayloTcs 419 aBToMaTU4eCcKomn
KOHMUIrypaumm agpecos, 06HapyXeHNsa CoceaHnxX y3noB 1 oGHapykeHus
MapLupyTmsaTopoB. Kpome Toro, nokasbHble agpeca kaHamnoB UCNosb3yloTcs
MHOTMMM NPOTOKONaMu MapLIpyTM3aLUmu.

= JlokanbHble agpeca KaHasnoB cnyxaT Ans COeaMHeHns YCTPOUCTB B OO HON
NoKanbHoW ceTn 6e3 ucnonb3oBaHMs MobanbHbIX aApecos.

= [1py B3anmMogencTanmn ¢ nokanbHbIM agpecomM KaHana Heob6xoamMmMo ykasbiBaTb
nexogsaLwun nHTepdgenc, Tak Kak Bce MHTepdenchl nogkntovatotes k FE80::/10.

Pa6oTta IPv6 noBepx NpoOTOKONIOB KaHasfIbHOro YpOBHSA
IPV6 omnpenienicH BO BCeX aKTyaabHBIX MPOTOKOJAX KAHAIBHOIO YPOBHS, B TOM YHCIIE:

Ethernet*

PPP*

High-Level Data Link Control (HDLC)*

FDDI

Token Ring

Attached Resource Computer network (ARCnet)
Nonbroadcast multiaccess (NBMA)

ATM**

Frame Relay***

IEEE 1394

* CiSCOTOAePKUBACT ATU TIPOTOKOJIBI.

** CiSCO moIep>KUBaeT TOIBKO MOCTOSHHBINA BUPTYyanbHbId kaHan (PVC) ATM u He
MOJIIEP/KUBAET KOMMYTHPYEMBIH BUpTyaibHbIH KaHan (SVC)u nporokoa ATM LAN
Emulation (LANE).

*** Cisco mommepsxuBaet Tonpko Frame Relay PV@ ue momnepxxusaer SVC.

B crangapre RFConuceiBaetcs pabdota IPV6 B kaxk10M U3 3TUX IPOTOKOJIOB KaHAJILHOTO
ypoBHS, HO 310 He 3Ha4uT, 4To [10 Cisco |I0SmoanepxuBaer ux Bce. [IpoTokon ypoBHs
nepeaayy JaHHBIX OMpeNeNsieT, Kak co3naroTcs uaeHTudukatopsl IPV6 u xak npouecc
OOHapy’KeHUS COCETHUX YJIOB B3aHMOJICHCTBYET C PACIIO3HABAaHUEM a/IPECOB
KaHaJIbHOTO YPOBHSI.
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Bonee wmnpokoe agpecHoe NpocTpaHCTBO
obecneuynBaeT o6 bLeaMHeHNEe aapecoB

ABoHeHT

Ne 1

ObbABnAeT
2001:0410:0001:/48 Tonbko npeduke /32
2001:0410::/32
IPv6

AboHeHT WHTepHeT

Ne 2 2001::/16

EEEY

2001:0410:0002:/48

O6vegunHeHue agpecos npeanaraet cnegyvwwme npenmyulectea:

= Ob6beavnHeHne NnpednKcoB, 06bABMNEHHbIX B rnobanbHom Tabnuuye
MapLpyTtMsaumm

= D ekTMBHasA n macwTabmpyemas mapLipyTumsauns

= YnyJlweHHas nonoca nponyckaHunsin yHKL MOHaNbHbIE BO3MOXHOCTM CETU
ans o6 paboTkn nonb3oBarenbCcKoro Tpadgumka

Bonee oOmupHEBIE apecHbIe MPOCTPAHCTBA 00ECIICYNBAIOT BBIJCICHHS OOJIBIIETO YHCIIa
aJIpecoB MOCTaBIUKaM yciyr MIHTepHeTa U opranuzanusamM. [loctaBmuk ycayr MaTepHeTa
o0BemuHsIeT Bce Mpe(UKChl CBOMX KIIMEHTOB B OIMH M 00BsBIISIET ero B IHTepHeTe Ha Oase
IPv6. Kpome Toro, yBenrmueHHOE aipeCHOE TIPOCTPAHCTBO IOCTATOYHO BEITHUKO, YTOOBI
MO3BOJINTH OPTaHU3AIUSAM 33/1aBaTh OJIUH MPEPUKC IS BCEH CBOCH CETH.

OO0benuHeHre NpeUKCOB KIMEHTOB MO3BOISET CO34aTh AP (HEKTUBHYIO U MACIITAOUPYEMYIO
TabNMITy MapipyTH3anuy. MacirabupyeMast MapIpyTH3aIyst HeoOXoIuMa Jutst 6oJiee IHUPOKOTo
pacripocTpaHeHus ceTeBbIX QyHKIMil. KpoMe Toro, Macmrabupyemas MapIpyTH3aIis yIydmiacT
TOJIOCY TPOITYCKAHMS U (DYHKIIMOHATBHBIE BOSMOKHOCTH CETH JUTSl 0OpabOTKHM MOJIB30BATENBCKOTO
Tpaduka, 00BEANHSIIONIEr0 Pa3TNYHbIe HHTEPPEHCH 1 TPHIOKCHUS.

HpI/IMCHCHI/Ie HHTCpHCTa, TCKYILICC U 6y,[[y1].[6€, MOXKET BKJIIOYATh CICAYIOIINC aCICKThI:

B 3HAYUTCIIBHOC YBCIIMYCHUEC YHCJIA KIIMCHTOB C IIHPOKOIIOJIOCHBIM JOCTYIIOM
Y IIOCTOSTHHBIM ITOJAKJIIFOUYCHHUEM K CETH,

B TI0JH30BATENH, KOTOPBIE IPOBOIAT OOJIbIIIE BPEMEHH B CETH U TOTOBBI TPATUTH OOJIbIIE
JICHeT Ha KOMMYHHKAI[MOHHBIC YCIyTH (HapuMep Ha 3arpy3Ky MY3bIKH) H JOPOTHE
TOBaphl U YCIIYTH, KOTOPHIE MOKHO HANTH Yepe3 MOUCKOBBIE CUCTEMBI;

N JIOMAaIlIHUE CETH C PaclIMPEHHBIMHU CETEBBIMU MPUIIOKEeHUsIMU, TakuMu kKak Wireless VolP,
JOMAaIllHUE CUCTEMBbI HAOMIOACHUS M PACIIMPEHHBIMH YCIYTaMu, TAKUMH KaK BUAEO T10
tpebosanuio (VoD);

B MacmTabupyeMble KOMITBIOTEPHBIE UTPBI ¢ YYACTHUKAMH 110 BCEMY MUPY U YJICKTPOHHBIC
CpeacTBa 00y4eHHUs, HACHIIICHHBIC MYJbTUMEINHHBIMU MaTepHalaMH, C yIaJIeHHBIMU
J1a00PaTOPHBIMH PA0OTAMU MIIM MOJISIISIMU, BBI3BIBAEMBIMU 110 TPEOOBAHUIO.
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Ha3HayeHue agpecoB IPv6

B sTOM pazjesne OnuchIBalOTCSA METO Bl Ha3HaUeHHUs aapecoB |IPV6.

|
Ha3sHauyeHue rmodanbHbIX
UHaAnBMAyanbHbIX agpecoB |Pv6

123 /32 /48 /64

[zt Tooes]

Peectp — |

ap_o82

Mpedpukc ISP E — !
Mpetuke nnowagu——————————————'

Mpedpuke nogcetu

= CTatnyeckoe HazHa4yeHue
— Py4HOe HasHaveHne naeHTugmnkaTtopos nHTepdeiica

— HasHaueHue ngeHtndukaropos nHtepdenica B oopmare
EUI-64

= [InHaMnyeckoe HasHa4YeHue
= ABTOKOHpUrypaums 6e3 coxpaHeHus CoCTosiHUSA (Stateless)
= DHCPV6 (c coxpaHeHneM COCTOsIHUS)

Wnenruduxaropsl uaTepdeiicoB |IPV6 ucnonb3yroTes st uacHTuGUKauy HHTepheicoB
B KaHaje. FIX MOKHO pacCMaTpHBaTh Kak «10jie XocTa» B aapece |IPV6. neHTudukatops
uHTEepdeiica TOMKHBI OBITh YHUKAIBHBI B ONpEACICHHOM KaHase. MneHTudukaropst
uHTEepdeiica Bceraa UMEIOT pa3psaIHOCTh 64 1 MOTYT OBITh TUHAMUYECKHU TTOTYUCHBI

OT CpeIbl BTOPOTO YPOBHS WJIH B PE3yJIbTATE HHKAICYJISIINH.

CyIecTByeT HECKOJIBKO CIIOCOO0B Ha3HAYUTh YCTPOUMCTBY aapec IPV6:

B craTHyecKoe Ha3HAueHHE C UCTIONb30BaHeM HaeHTuuKaTopa uarepdeiica, 3a1aHHOTO
BPYYHYIO;

B CTaTWYeCcKOe Ha3HAYCHHUE C UCIIONb30BaHNeM uicHTH(KaTopa uHTepdeiica EUI-64;

®  aBTOKOH(Hrypanms 0e3 coxpaHeHus cocTosiHus (Stateless);

m DHCP s IPv6 (DHCPV6).

Py4yHoe Ha3Ha4yeHue naeHTucpunkaTopoB nHTepcenca

OnuH 13 croco00B CTATUYECKOr0 HazHavYeHUs aapecoB |IPVG ycTpoicTBY — pyyHOE Ha3HAYCHHUE
npedukca (cetn) n unenTndukaTopa uaTepdeiica (xocra) B ampece IPv6.UTo6sI HACTPOUTH
anpec IPv6 Ha nnTepdeiice mapmpyrusaropa CiSCOM BKIFOUUTE 00paboTKy IPV6 Ha sTOM
uHTepdeiice, BBeauTe KoMaHy 1pv6 addr ess adpec ipvblouna npeguxca B pexume
KOH(UTrypauuu uaTepdeiica.

B npumMepe HiKe MOKa3aHo, Kak BKIOYHTH 00paboTKy |IPV6 Ha uHTepdeiice u HaCTPOUThH
azmpec, ykasaB Hy)KHbIC OUTHI.

Rout er X(config-if) ipv6e address 2001: DB8: 2222: 7272:: 72/ 64
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Ha3HauyeHue naeHtTudukatopoB nHtepcpenca EUI-64

Hpyro#i croco6 craTrieckoro Ha3HaueHue aapeca IPv6 mogpasymeBaeT pyyHyto HACTPOUKY
npedukca (cetr) B anpece |Pv6u monydenve nnentrdukaropa narepdetica (xocra) us MAC-
anpeca yctpoiicTsa. Takoit uaeHTH(PUKATOp Ha3bIBaeTCs uacHTH(UKaTopoM uHTepderica EUI-64.

Yro6sl HACTPOuTh aapec |PV6 Ha unTepdeiice mapmpyruzatopa CiSCOM BKIIOUNTE 06pabOTKY
IPV6 na sTom unTepdetice, ucnonssys naeatudukarop EUI-64 nist mnagmunx 64 6utoB agpeca
(xocra), BBequTe komanay ipv6 address npegurc ipvbloauna npegurca eui-64 na narepdeiice
B PEKUME KOH(PUTYPAIHH.

B crenyromem npumepe aapec IPv6 2001:0DB8:0:1::/64as3nauaercs narepdeiicy Ethernet 0,
IIpH 3TOM I Mutaaiux 64 6UTOB aapeca HCIob3yeres uaeHTudukarop uarepdeiica EUI-64.

Rout er X(config)# interface ethernet 0O
Rout er X(config-if)# i pv6 address 2001: 0DB8: 0: 1::/64 eui-64

ABTOKOHUrypaumua 6e3 coxpaHeHUs1 COCTOSIHUA

Cayx0a aBTOKOH(HUTypanuy, Kak CIeAyeT U3 ee Ha3BaHHs, aBTOMAaTHUECKN HaCTparBaeT
aapec IPv6y3mna. B IPV6 mpenmoiaraercs, 4To KOMIBIOTEPHbIC TEPMHUHAJIBI H YCTPOKMCTBA,
He oTHOcsecs K [TK, OyayT moakiroueHsl K ceTi. MexaHn3M aBTOKOH(UTYpayu ObLT
MIPEACTABIICH, YTOOBI 00ECTICUNTh J00ABICHUE TAKUX YCTPONUCTB B CETh TTO METOY
Plug-and-play cau3uTh 3aTpaThl Ha 8 AMUHUCTPHPOBAHUE.

DHCPvV6 (c coxpaHeHneM COCTOAHUA)

DHCP ans IPv6 no3Bonsier DHCPcepBepam nepenaBaTh mapaMeTpsl KOHQUTypalyy,
TakHe Kak ceTeBoit aapec IPV6,y3nam IPV6.Jta ¢yHKIMs oOecriedrnBaeT aBTOMaTHUECKOE
BBIJICTICHHE MHOTOPA30BBIil CETEBBIX aJIPECOB M IpeyIaracT JOMOJHUTEIbHYIO THOKOCTh
KOH(pUTypaluu. ITOT IPOTOKOJI SBJISETCS aHAIOIOM aBTOKOH(UIypaluu aapecos |IPV6
(RFC 2462)n0 paboTaet ¢ COXpaHCHHUEM COCTOSIHHA. Ero MOXHO HCTIONBb30BaTh
napajiensHO ¢ aBTOKOHurypauuei |PV6 as moyueHus napaMmeTpoB KOHUTypaluy,

a TaKKe He3aBHCHMO OT Hee.
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UpneHTudukartop uHtepcpenca IPv6
B bopmaTe EUI-64

1 = yHUKanbHbIl B rmobansHom MacLutabe
But U/L lpe U=

0 = yHMKanbHbIi B NokanbHoM Maclitabe

P_147

U=
WMameHeHHbIil agpec EUI-64 m 27 [ =

A

= [pogykTbl CiSCO NO3BONAT Ucnonb3oBaTb hopmar EUI-64 ans
naeHTUdNKaToOpoB MHTEPGENCOB.

= J70T hopmart paclumpseT 48-6uTHbIN MAC-agpec go 64 6ut
3a cyeT BCTaBKM 3Ha4eHust «FFFE» B cpeaHne 16 6ur.

= YT106bI COOBLLNTL, YTO BbIOPaHHLIN agpec Co3aaH U3 YHUKaNbHOro
MAC-agpeca Ethemnet, ans 6uta U/L yctaHaBnmBaeTcs 3HaveHue 1
Ha mo6anbHOM ypoBHE MM O Ha JIoKanbHOM YPOBHE.

Ucnonb3oBaHue chopmaTta EUI-64 B agpecax IPv6

64-0utHbIi naeHTUUKaTOp HHTEpdeiica B aapece IPV6 uaeHTUGUIIUPYET YHUKAIbHBIH
uHTepdeiic B kanane. Kanan —3To cereBas cpeqia, KOTOPYIO Y3JIbl HCTIONB3YIOT TS
B3aMMOJICHCTBHS Ha KaHAIBHOM ypoBHe. M neHTudukaTop nHTEpdetica MoXKeT ObITh
YHUKaJICH B OoJiee KpynHO# cpeae. Bo MHOTHX ciiydasix UISHTU(DHUKATOP UHTepderica
pasen MAC-aapecy untepdeiica mnu nonyden u3 MAC-anpeca. Kak u B IPv4, mpeduke
nozcetd B IPV6 npuBs3bpIBaeTCSA K OJJHOMY KaHaIy.

Wnenruduxaropsl mHTEpPEIHCOB B rI100aIbHBIX HHINBUAYAIbHBIX aapecax IPv6u agpecax
IPYTHUX TUIIOB MMeeT JuHy 64 0uta u MoxeT ObITh chopMupoBaH B popmate EUI-64.
Unentuduxarop unrepdeiica B popmate EUI-64 nonyuaercst uz 48-6utHoro agpeca
kaHanbHOTO YpoBHs (MAC-anpeca). Iist 3TOro Mexy Tpems crapiiuMu Oaiitamu

(mone yHukanpHOTO HACHTH(UKaTopa opranu3anmu [OUI]) u Tpems mnammumu Gaiitamu
(cepumiiHbIil HOMEp) afpeca KaHAIBHOTO YPOBHS BCTAaBJISACTCS LIECTHAIIATEPUYHOE YHCIIO
FFFE.YTo0bI cOOOIINTE, UTO BEIOpaHHBIHN apec co3aaH U3 yuukaasHoro MAC-anpeca
Ethernet MAC censmomy OuTy crapiiero Oaiita mprcBauBaeTcs 3HadeHre 1 (PKBUBAIEHT
outa IEEE G/L),4T00BI yKa3aTh Ha YHHKaJIbHOCTH 48-0MTHOTO ajipeca.
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ABTOKOH(Urypaumsa 6e3 coxpaHeHus
COCTOSAHUA

1. 3anpawmBaeT y MapLpyTt13atopa
3anpoc npedukca

> —> —>

f
7

AP_ss

e -

3. ABTOKOHQIUIypUpoBaHHbIA agpec yana:  OTnpaBnAeT MHOPMALMIO O TUMNE CETK
nony4YeHHbIi Npeduke + agpec kaHana-ypoBHA  (npedbuke, NyTb N0 YMOMYaHWo, ...)
2. MapuwpyTtuzaTop obwABnAeT

ABTOKOH(pHTYparus 0e3 COXpaHEHHUS COCTOSHUSA — OJIHA U3 KITF0UeBbIX QyHKIwMi IPV6.
Omna obOecrieurBaeT 6a30BYI0 HACTPOMKY y3JI0B 0€3 HCII0JIb30BaHUs CEPBEPOB, a TAKIKE
MPOCTOE U3MEHEHNE HyMepaIny.

ABTOKOH(UTrypanus 6e3 COXpaHEHHUS COCTOSIHUS HCIIONb3YeT aHHbIE 00BIBICHUN
MapUIpyTU3aTOpa AJsl HACTPOHKH y37a. [Ipedukc oObsABICHHS MapIIPyTU3AMU UCIIONB3YETCs
B aJpece y3ia kauecTBe npedukca /64. OcranpHbie 64 0uTa MOIy4aloTCs MyTeM TeHepauu
IJUHAMHYECKOTo uaeHTndukaTopa uarepdeiica. s Etherneticonssyercs namenenusrit
uaearudukarop B popmare EUI-64.

MapuipyTu3aTophl pacChiIaloT OOBABICHIS MAPIIPYTU3AIIUHN TEPHUOJUUECKA. Y3el HYKAaeTCs
B aJ[pece Ha paHHUX dTanax 3arpy3ku. OxujgaHue CIeIYIOMEro 00bsIBICHUS MapIIpyTU3AUN
JUTSL HACTPOMKH mHTepdeiica ObUIO ObI CIUIIKOM JOJTHM. BMecTo 3TOro y3en oTpaBiseT
MapIIpyTHU3aTOpaM 3apoc Ha HEMEUICHHYIO OTIPaBKY OOBSIBICHUS MapIIpyTH3AINH, YTO
MO3BOJISIET Y31y HEMEJICHHO HACTPOUTH ajapec IPV6. Bce MapmipyTu3aTophl OTIPaBISIOT
00bIYHOE 00BSBIICHUE MapPIIPYTU3AIMHU C TPYIIIOBBIM aJpecoM B KauecTBE aJipeca Ha3HAUCHMS.

ABTOKOH(UTYpaIHs BEIIOIHAET HACTPOUKY ycrpoiicts IPv6 o merony Plug-and-play,
4TO 00ECIEUYNBACT ABTOMATHYECKOE TOIKIFOUCHUE YCTPOUCTB K CETH 0€3 HaCTPOUKU
aJIMUHHCTPATOPOM M 0e3 HeoOXOIUMOCTH B cepBepax, Takux kak DHCP<epBepsl. Jta
(bYHKIHS 1eaeT BO3MOXKHBIM pa3BepThiBaHNE B VIHTEpHETE HOBBIX YCTPOMCTB, TAKHX KaK
COTOBBIC TeNe(OHBI, 0ECIIPOBOIHBIC YCTPOUCTBA, OBITOBBIC IPUOOPHI U TOMAIIIHUE CETH.

MpumeyaHue DHCP 6e3 coxpaHeHUsi COCTOSIHUS — 3TO KOHLeNuums (npeacTtaBneHHas B eBparne
2004 r.), koTopas ob6beauHseT pyHKUUN aBTOKOHUrypauumn 6e3 coxpaHeHus
COCTOSIHUSI U MEeTO[, «LUMPOKUX» KnneHtoB DHCP ¢ coxpaHeHnem CoCTOSAHUS.
DHCP 6e3 coxpaHeHus coctosiHus ang IPv6 Takke HasbiBaeTcs «DHCP-litex.
Cwm. ctaHgapTt RFC 3736 cny>k6a DHCP 6e3 coxpaHeHusi cocmosiHusi 0ns IPv6.
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DHCPV6 (c coxpaHeHueM COCTOSIHUA)

MpoTokon DHCPV6 — 310 MOAepHU3NpOBaHHas
Bepcua DHCP ans IPv4.

= [MopaepxuBaeT HOBYIO apecaumnto

= O6ecneyvBaeT 60MbLIMIA KOHTPOSb, YeM aBTOKOHMIypaLms
6e3 coxpaHeHusi COCTOsHUSA

= MoXeT ncnonb3oBaTbCs A5 U3MEHEHUsI HymMepauun

= MoxeT ncnonb3oBaTbCA A5t aBTOMAaTUYECKON permcTpaumm
OOMEHHbIX UMEH Y3M0B C UCMOSb30BaHNEM OMHAMUYECKON
cucrembl DNS

IIporokon DHCPV6 —s10 06HOBIIeHHAs Bepcus npotokoia DHCP s IPv4.
OH noaxep:kuBaeT Mozelb aapecanuu |PV6 1 UCobp3yeT NpenMyIecTBa HOBBIX (DYHKIIUH
IPv6. Xapakrepuctuku DHCPV6:

B mpeqyaraeT 0oJblle KOHTPOJIS, YeM aBTOKOH(UTYpalus 6e3 cepBepoB U 0e3 COXpaHeHHS
COCTOSIHHS;

B MOXET UCTIONB30BaThCs B CPEJie, BKITIOYAOIICH CepBEPhl U HE BKITFOUAIOIICH
MapIIpyTU3aTOPHI;

B MOXeET HCIOJIb30BaThCs OJTHOBPEMEHHO C aBTOKOH(HTYpaIiel 6e3 COXpaHEeHHsT COCTOSHYS,
B MOXET HCIOB30BAThCS ISl U3MEHEHUSI HyMepallny,

B MOXET HCIOJB30BAThCS [T aBTOMATUYCCKONM PETUCTPAIMH JOMEHHBIX HMEH XOCTOB
C UCIIOJIb30BaHMEM IqrHamMuueckoil cucreMsl DNS.
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MpuHunn padéotbl DHCPV6

DHCPvV6 paboTtaet Takke, kak DHCPv4 3a ncknio4yeHnem
cneaylLwmx ocobeHHoCTeNn:

= [lepBbIM E€MOM KIMEHTbI OMNPEAEnsoT Hannine
MapLUpyTU3aTOPOB B KaHare.

= Ecnu maplupyTtusaTop obHapyxeH, cMcTeMa nNpoBepseT ero
00bsABnNEHNe, YTOObI OnpeaennTb, MOXHO i ncnonb3oBaTe DHCP.

= Ecnu mapLupytusaTop He HangeH unu gornyckaet
ncnonb3oBanHne DHCP:

— Mo rpynnosomy agpecy all-DHCP-agents oTnpasnsetcs
coobLieHune 3anpoca DHCP.

— KnveHnt ncnosnb3yeT NoKan bHbIN agpec KaHana B KadecTse
agpeca MCToYHMKa.

Ipouece nonyyeHus AaHHBIX KoHurypaiwy kimeHtamu DHCPV6oxox Ha aHaJIOrMIHbIH
niporiecc s |Pv4, onHako nMeetcs psi ominduid. [IepBbIM JIeTIOM KITMEHT JOJKeH OOHAPYKUTh
MapIIpyTH3aTOPhI B KAHAJIE C TIOMOIIBIO COOOIIEHN 0OHAPYKEHHUS COCEIHUX Y3IIOB.

Ecnu oOHapy»xuBaeTcst XOTs Obl OAMH MapIIPYTU3aTOP, KIMEHT MPOBEpseT O0bSBICHUS
MapIIpyTH3aTOpa, YTOObI OPEENHTh, ciIeayeT i uctonbzoBate DHCPVG6.Ecin 00bsBnenus
MapIpyTH3aTOpa MO3BOJISIIOT HCcTioNb30BaTh DHCPV6B 1aHHOM KaHaje Hild eClIi MapLIpyTU3aTop
HE HalJIeH, KIMEHT rnepexonuT B a3y 3anpoca DHCPu naxomur DHCP-€epsep.

DHCPvV6ucons3yeT rpynnoByi0 pacChlUIKy I MHOTUX cooOIieHuii. KineHT oTnpaBiseT
coo011eH e ¢ 3armpocoM 1o rpymnmnosomy aapecy ALL-DHCP-AgentsHa ypoBHe kaHaa.
ATCHTBI BKJIFOUAIOT KaK CEPBEPHI, TAK M TOBTOPHTEITH.

[MoBToputens DHCPnepecsutaeT coobmienue no rpymmnosomy aapecy All-DHCP-Serversia
YPOBHE JIOKAITBHOH IUIOMAAKK. DTO 3HAYUT, YTO aJIMUHUCTPATOPY HE TPeOYeTCS HACTPauBaTh
Ha IoBTOpHUTEIe Bee cratndeckue aapeca DHCP<eprepos, kak B mporokoiie IPv4. Eciu

BBI XOTHTE, 4TOOBI TOJIBKO 3amanHbie DHCP-€epBephl mojyyain COOOMICHHUS WU €CIIH

C TIEPECHIIKOM IPyMIOBOro Tpaduka Bo Bce cermeHThl cetu ¢ DHCP¢epBepaMu BO3HUKAIOT
po0JIeMBI, BBl MOXKETE 331aTh cTatndeckuii crimcok DHCPcepBepoB Ha moBTOpUTENE.

Br1 MoxeTe HacTpouTh pasHble cepepbl DHCPV6uM onuH cepBep B pa3HbIX KOHTEKCTaX
JUTS. HA3HAYCHHS aJ[pECOB HA OCHOBE pa3HbIX noiuTuk. Hanpumep, onun cepsep DHCPV6
MOJKET Ha3HA4aTh IJI00alIbHbIC aJpeca Ha OCHOBE OIPaHHYUTEIIbHOM MTOJIMTHKH, HAITPHUMEP
«HE Ha3HaA4aTh ajapeca npuHTepam». [Ipyroi cepsep DHCPV6uIn ToT e cepBep B Apyrom
KOHTEKCTE MOXKET Ha3HAYaTh JIOKAJIbHBIC aipeca IUIOIIAIKd Ha OCHOBE 0oiee CBOOOIHOM
MOJINTUKH, HAITPUMEP «HA3HAYAThH apeca BCeM».
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NMpuHUUNBbI MmapwpyTusauum B IPV6

B sTOM pazjesne onuckIBacTCs BIMSHUE MPoTOKoa IPV6 Ha cTaHaapTHBIC IPOTOKOJIBI
MapIIpyTU3aAIKH, a TAKKe MOIU(UKALINN, KOTOPbIE HEOOXOIMMO BHECTH B OTH ITPOTOKOJIBI
Ut moepxku |IPv6.

lNMpoTokonbl MmapwpyTusaumm IPv6

ABTOHOMHas cuctema 50100 ABTOHOMHas cuctema 50200

b, Y. W |
@\@?e/ | \a&/ﬁ

MpoToKonbl BHELIHNX

winto3os (EGP)
n (BGP)
POTOKObI BHYTPEHHNX

wnto308 (IGP’
Ve,

= Tunsl MapwpyTusaumnm IPv6:
— Cratndeckas
— RIPng (RFC 2080)
— OSPFv3 (RFC 2740)
—1S-1Sana IPv6
— MP-BGP4 (RFC 2545/2858)
— EIGRP gns IPv6

= [lepen HacCTPOMKON NPOTOKONa MapLupyTmsauum ans IPve
HeobxoaMmo BBECTU KOMaHay ipv6 unicast-routing.

IPV6 ncnonb3yeT coBnajeHrne HaWIy4dlIero npegukca, aHaToTuIHO OecKIacCOBON
MmexxaomeHHoi Mapmpytuzauun |IPv4 (CIDR).MHorue 13 cTaHAapTHBIX IPOTOKOJIOB
MapUIpyTU3auy ObUTH MOAMGUIMPOBAHBI IS MOJACPKKHU agpecoB |PV6 1 HOBOHM CTPYKTYpBI
3arosioBka. Ha prcyHKke npHUBOJSTCS MTPOTOKOIJIBI MapIIpyTH3ANH, MOAEPHU3NPOBAaHHBIC HA
CETONHAIIHUN JEHb.

Cratuueckas MapuipyTtusamus |Pv6 HacTpanBaeTcs Tak ke, kak B IPv4.B coorBeTcTBUN
co cranaaproM RFC 2461nns npotokona IPV6 cymiectByeT nomnonHuTeapHOe TpeOOBaHHE,
MapLIpyTU3aTOP AOJDKEH ONPEAEIIATh JOKAIbHBIM apec KaHajla KaXKI0r0 COCEAHEro
MapUIpyTU3aTOpa, YTOOBI COOOIIECHNE IEPEHATIPABICHHUS MOTJIO ONPEACIUTh COCETHUN
MapIIpyTHU3aTop 110 JOKAIBHOMY aipecy KaHaja. DTO 3HAYMT, YTO UCIIOJIb30BaHHE
r7100aTbHOTO HHANBHUyAIbHBIE a/Ipeca B KaUeCTBE ajpeca CIEAYIOIIEeTo mepexona

HE peKOMEHAyeTCs It MapipyTu3amun [Pv6.

Jlnst Bkrouenust IPV6 cnonb3yercs riodanbhas komanaa Cisco |OSpv6 unicast-routing.
WunuBuayanbHy0 Mapipytusanuio |Pv6 HeoOXoaumMo akTHBUPOBATH JI0 TIPOTOKOJIA
MapUIpyTU3aluy ¢ moaaepxkkoit IPv6 mium cratuueckoro mapmpyta IPV6.
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RIPng (RFC 2080)

OyHKUMK, aHanornyHole |IPv4:

= ANroputm BeKTOpa paccTosiHus, paguyc 15 nepexonos, MeToabl
Split horizon n Poison reverse

= OcHoBbIBaeTcs Ha RIPv2
O6HoBMeHHble pyHKUMK ans IPv6:
= Mpedukc IPV6, agpec IPV6 cnenytoLlero nepexoaa

= Mcnonb3yeT MHoroagpecHyto rpynny FF02::9 All-rip-routers
B Ka4ecTBe aapeca HasHavyeHue gns obHosneHun RIP

= Vicnonb3yeT npoTokon IPv6 B kKayecTBe TpaHcrnopTa
= MiIMeHoBaHHbIN RIPNg

ITpoTokon oOMeHa nHpopMarreii 0 MapHIpyTU3aluu ciaeayomiero mokonexus (RIPng)
(RFC 2080)- nporokon BekTOpa paccTOSHHUS ¢ OrpaHuYeHreM Ha 15 nepexonos

" oaaepkkoit meroaoB Split horizonu Poison reversgis 3anmrsl oT meTeib
Mapupytuzanuu. OcobeHnoctu nporokona RIPNg:

B ocHOBBIBaeTcs Ha nmpotokoie RIPvV2u 61130k k HEMy;
B KCHoJiB3yeT MpoToKol |IPV6 B KauecTBe TpaHCIIOPTa;
m  pxiaodaer npedukc IPv6u agpec IPV6 cienyroriero nepexona;

B HCHoNb3yeT MHOroaapecHyto rpymnmy FF02::9 koTopas BkirodaeT BCe MapIIpyTH3aTOPhI
RIP, B xauecTBe agpeca HazHaueHHUs 17151 0OHOBICHHH RIP;

B pacceuiaet oOHoBieHus u3 nopra UDP 521,

®m  noxanepxkuBaercs B Bepcun Cisco 10S 12.2(2)T rie.
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CtpaTterum BHeapeHusa IPv6

B sTtom pasaciie OMmUChIBaOTCA MEXaHU3MBI IIEPEX0Aa, KOTOPBIC UCIIOJIB3YIOTCA IJId TPaH3UTa

Tpaduka IPv6yepes cetu IPV4.

NMpeobGpa3oBaHue IPv4 B IPV6

XocT MapwpyTtusatop MaplwpyTtuaatop
IPv6

. Tpachuk IPv6_~

O6wwmpHbIN HAabop BapuaHTOB Nepexoaa:

= HeT puKcMpoBaHHOIo AHSA npeobpa3oBaHus, HeT He0HX0AMMOCTH
B O HOBPEMEHHOM npeobpa3oBaHNy BCEX KOMMOHEHTOB

= [1oCTynHbI pa3nuyHblie MeXaHM3Mbl Nepexoaa:
— [ByxcTekoBas KOHUrypaumns
— Py4yHoe TyHHEenupoBaHue
— TyHHenupoBaHue 6to4
— TyHHenupoBaHue ISATAP
— TyHHenupoBaHue Teredo
= Pa3Hble MexaHU3Mbl 06ecrne4YeHnst COBMECTUMOCTU:
— Mpoken n npeob pazoBanne agpecos (NAT-PT)

6to4 6to4
L ' CeTb CeTb CeTe
’ IPv6 IPv4 IPv6
/ ! .

XocT
IPv6

LB

Iepexon ¢ IPv4 He TpeOyeT 0MHOBPEMEHHOM MOICPHU3ALNHN BCEX y3JI0B. MHOTHE MEXaHU3MBI
nepexoja o0ecreunBaroT mpo3padynyto uaterpauuto IPv4u IPV6. Ipyrue Mexann3msl
no3BoJSIOT y3naM IPv4u |PV6 B3aumonelicTBOBaTh ApYT ¢ ApyroM. Bee 3T MexaHu3MBI

MNPUMCHAIOTCA B TCX WX UHBIX CUTyallUAX.

Tpu caMbIx pacpocTpaHeHHBIX MeToa repexoa ¢ IPv4 Ha IPV6 nepeurciicHbl HIbKE.

® JIByxcTekoBasi KoH(purypamus: /[ByxcrekoBas KOHPUTYpAIMsI — METO HHTETPAIIHH,
KOTOPBIH Mojpa3yMeBaeT BHEJIPCHUE Ha Y3TIaX CPEJICTB MOIKIFOUCHHUS JIsl O0CHX ceTel —
IPv4u IPV6. Takum 00pa3oM y3ei U COOTBETCTBYIOIINE MapIIPYTU3ATOPBI UCTIONB3YIOT

ABa CTCKa MMPOTOKOJIOB.

L TyHHeJIHpOBaHHe: HOCTYHHO HCCKOJIBKO MCTOJ0B TYHHCIUPOBAHUA.

—  Pyunoe tynHesupoBanue | Pv6 noBepx | Pv4: Meton uHTErpaiyu, B KOTOPOM
naket |IPv6 unkamncymupyercs B mpotokojie IPv4. 3tor meToa Tpedyer

JBYXCTEKOBBIX MapIIPyTH3aTOPOB.

—  JluHamMu4ecKkoe TyHHeMpoBaHue 6t04: DToT MeTo 1 mogpasymMeBaeT
aBTOMaTU4eCKOe coeJMHeHUE 0cTpoBOB |PV6 ¢ momomikto cetu |IPV4, kak paBuino
yepes Unrtepret. TyHHenupoBanue 6t04 1MHAMUYECKH IPUMEHSICT YHUKATBHBIN
mpedukc IPV6k kaxkaomy octpoBy IPV6.910 obecrieuriBaeT ObICTPOE Pa3BePTHIBAHKE
mpoTokojia IPV6 B xopriopaTuBHO# ceTH 6e3 He0OXOAUMOCTH B IOIYUYCHUH aapeca

OT TIOCTaBIIHKa yciayr HTepHeTa uiu U3 peectpa.
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TyuneaupoBanue mo nporokoay | SATAP (mpoTokos aBTOMATHYECKO#
ajgpecaluu TYHHeJIei): ABTOMaTHIeCKHii MEXaHN3M TYHHEIHPOBAHMS

C HaJIOXKEHUEM, UCTIOJB3YIOIIUH CYIIECTBYIONIYIO ceTh |PV4 B kauecTBe KaHATIBHOTO
ypoBHs st |IPV6. Tynnenu ISATAP 1mo3BoNSIOT OTICIBHBIM IBYXCTEKOBBIM XOCTaM
IPv4wn IPv6 Ha mutoniake B3auMoIeCTBOBATh C IPYTUMHU ITOT00HBIMH Y3IaMH
4yepe3 BUPTYaNbHbIH KaHal, co3faBas ceTh |PV6 Ha ocHOBe nHMpacTpykTyphl IPV4.

Tyuuneauposanue Teredo: Texuomorus nepexona Ha |PV6, koTopas HCHoIb3yeT
aBTOMATHYECKOE TYHHEIMPOBAHUE MEXK/Y XOCTaMH, BMECTO TyHHEIHPOBAHNUS Yepes3
nutio3. OHa ucnonb3yeTcs Ui epeayd MHAUBUIyaibHOro Tpaduka IPv6,ecin
JBYXCTEKOBBIE XOCTHI (y3JIbI ITOJT YIIpaBIeHUEM 000X MPOTOKOIOB — IPV6u IPV4),
PAacIoIOKEeHbI 38 OTHUM WJIM HECKOJIBKUMH MTPpeoOpa3oBaTesIMA CETEBBIX

anpecos |IPv4.

m IIpoxcu u npeodpaszoanue agpecoB (NAT-PT): Mexaunsm npeobpa3oBaHust, KOTOPHIi
pacnojaraetcs Mexay cetsmu IPv6u IPv4. IIpeoOpasyer nakersl IPV6 B maketsr IPV4
u 00paTHO.
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AByxctekoBasi KOHurypauma Cisco |I0S

IPv4

P15

IPv4/IPvE WHTepHET
Ipvd
n_\_\__\“ ™

IPv6
WHTEpHET
IPv6

[ByxcTekoBas KOHbUrypaLumus — MeToq UHTerpaLmm, KoTopbli
noapasymeBaeT BHEAPEH/E Ha y3nax CPpeAcTB NOAKHYeHNs Ans
o6eunx cetent — IPv4 u IPv6.

JIByxcTekoBasi KOHQUTYpaIHsi — dTO METOJT HHTETPAIIH, KOTOPHIH NOpa3yMeBacT BHEIPCHUE
Ha y3JlaX CPEICTB MOAKIFYEHUs s 00eux cereir — IPv4u IPV6. Takum 00pa3om, y3iibl
paboTaroT Mo yrpaBjIeHUEM 000MX CTEKOB. ITY KOHDUTYpAIHIO MOYXKHO BHEJJPUTH HA OJTHOM
WJIM HECKOJIBKUX UHTepdeiicax. OyHKIMH IBYXCTEKOBOTO METOIa ONTUCHIBAIOTCS HIDKE.

B JIBYXCTEKOBBIH y3eI BRIOMpAET, KAKOW CTEK UCIOJIb30BaTh, OCHOBBIBASICH HA a/ipece
Ha3zHaueHHA. J|ByXCTEKOBBIH y3el OTJaeT NpeAroYTeHue mpotokony IPv6,ecnu on
JIOCTyIeH. JIByXCTEeKOBBIH 10AX0/ K MHTerpaiuu IPV6, koTophlii moapasymeBaet
paboTy y3II0B 10/ yIpaBicHreM 000ux cTekoB — IPv4u IPV6,0yaer oiHUM U3 CaMbIX
pacrnpocTpaHeHHBIX METOIOB HHTerparuu. CTapbie MPHIIOKEHHS, TOIICPKUBAIOIINE
Tonbko IPv4,6ynyTt paboTtath kak u panblie. HoBeie 1 MOOUPHUINPOBAHHBIC TPUIIOKEHHS
MOJTy4YaT MpeuMyIiecTBa 00oux ypoBaei IP.

m  Jlnsa nognepxku aapecoB |IPv4u IPV6 u 3anpocoB DNS 060omx cTekoB ObLT IpeacTaBieH
HOBBI# MpHKIagHON porpamMHslii uaTepdeiic (API). B sTom uuTepdeiice BBI3OBBI
gethostbyname gethostbyaddsamenensr. IIpeobpazoBanHOe TIPUITOKEHHE MOKET
HCII0JIb30BaTh Kak |IPv4,Tak u IPV6. [Ipunoxenne MoKHO repeBecTd Ha HOBBINM AP,

Y TIPOJIOJDKATH MCIIONIB30BaTh €0 TONBKO st |IPV4.

®  OnbIT nopTupoBanus npuinoxenuit IPv4 na IPV6 mokaseiBaet, 4To 1t OONBIIMHCTBA
MPUIOKEHUH OyAET JOCTATOYHO HEOOIIBIIOTO H3MEHEHHUS B OTJICIBHBIX (hparMeHTax
HCXOIHOTO KOAA. DTOT METOJ IHUPOKO M3BECTEH U MPUMEHSUICS B MPOLIOM JUIS TIepexoia
Mesxay mpotokosiaMu. OH o0ecrieunBaeT MOCTENEHHYI0 MOACPHU3ANNIO TPUITOKEHUH 1S
ucronb3oBanus IPV6.
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AByxctekoBasi KoHurypauma Cisco 10S
(npoA.)

[ByxcTekoBl |
Mapwpytusatop 1| conr ¢

ipv6 unicast-routing

P El:eTrP 6 interface ethernet0
VW ip address 192.168.99.1 255.255.255.0

ipv6é address 3ffe:b00:cl18:1::3/127

%013

IPv4: 192.168.99.1
IPv6: 3ffe:b00:800:1::3

Korga Ha uHtepdeice HacTpoeHbl NpoTokosbl IPv4 n IPV6,
OH CYMTaeTCs ABYXCTEKOBbIM.

ITO Cisco 10Ssepcuu 12.2(2)Tu BhIlie TOTOBHI K HCIIONB30Banmi0 IPV6.Kak Tonbpko
aJMMHUCTPATOp HacTpauBaeT 0a3oBbiec pyHkuuu IPv4 u IPv6 Ha untepdeiice, 3ToT HHTEpdEIC
CTAaHOBHUTCS IBYXCTEKOBBIM U HAYMHAET IepechuiaTh Tpaduk IPv4u IPV6.

Jlnst ucionb3oBanus |Pv6 mapipyruzarope Cisco 10SHe00Xx011uMo BBECTH KOMaHTy
rinobanbHON KOoH(HUTypanuu ipv6 unicast-routing. ta koMaHaa BKIIOYAET MEPECHLUTKY
natarpamm |[Pv6 Ha unTepdetice.

MNpumeyanue Heobxogmmo HasHauuTb agpec IPv6 BceM uHTepdericam, nepecbinatowmm Tpaduk
IPv6, c nomowblo komaHabl ipv6 address adpec IPV6 [/0nuHa npegpukcal.
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TyHHenupoBaHue IPv6

| 3aronosox 1Pv6 | Haknee IPv6 | [ 3aronosok IPV6 | Lantsie IPv6 |

DeyxcTeKoBLIA IeyxcTeroBLIR

MapLLpyTH3aTop MapLipyTH3IaTop

3148_tig

XocT IPvB Xoct IPvB

TyHHenb: nakeT IPv6-over-IPv4
|Eamnonnu IPva| 3aronosok IPUG| NanHbie IPv6 |

TyHHeNnMpoBaHne — MeTo4 MHTerpaumm, nogpasymesatoLL mn
WMHKancynsaumio naketos IPV6 apyrum NpoTOKOMOM, Hanpuvep
IPv4. B kayecTBe MeTOoAa MHKaNcynaumm ncnonbsyetcs IPv4.

= BkntovaeT 20-6anTHbli 3aronosok |Pv4 6e3 napameTpos, 3aronoBok |Pv6
1 NMonesHyto YacTb naketa

= TpebyeT By XCTEKOBbIX MapLLpPyTU3aTOPOB

TyHHETUpOBaHUE — METO]] HHTETPAIUH, TIOJPa3yMEBAIOIINN HHKATICYJISAIIUIO TTAKETOB
IPV6 npyrum nporokoisioMm, Hanpumep IPv4. TIpu ucnonb3oBannu nporokoina |IPv4 ms
UHKarcy sy nmakera IPv6, B 3aronoeke |Pv4 ykaspiBaetcs tun nporokoia 41.[Taker
UMEET CIEAYIONINE XapaKTEPUCTUKU:

m  prumovaer 20-0aliTHbIHM 3aronoBok IPv4 6e3 mapameTpos, 3arosoBok |IPV6 u nmonesnyio
YacTh ITaKeTa,

B TpeOyeT ABYXCTEKOBBIX MapIIPYTH3aTOPOB, 3TOT MPOIECC 00ECIICUNBACT COCANHCHUE
octpoBoB IPV6 0e3 HeoOX0AMMOCTH B IepeBo/ic Ha |PV6 mpoMeKyTOUHBIX CeTeH;
C TYHHEJIMPOBAHUEM CBSI3aHO JIBE MPOOIEMBI:

—  pasmep MTU cokpamaercst Ha 20 okTeTOB, eciu 3arojoBok IPv4 He cogepxut
JOTIOJTHUTENBHBIX TIOJICH;

—  TIOUCK W YCTPaHCHHUE HEIOJIAJ0K B TYHHEIHPOBAHHBIX CETSIX MOXKET OBITh CIIOKHOM
3agaveil. TyHHeIMpoBaHUE — MPOMEKYTOUHBIM METOJT MHTETPpaAllUU U MEePEX0/ia,
€ro He CJeIyeT pacCMaTpUBaTh Kak OKOHUATeNbHOE pemeHne. KoHeuHoi 1enpo
JOJDKHA OBITh <«POAHAs» apxXxuTeKkTypa IPV6.
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TyHHenb |IPv6, HACTPOEHHbLIN BPY4YHYIO

[ BYXCTEKOBbIW [ByXcTeKoBbI
MapLupyT13aTop MapLupyT13aTop
¢ 1Pv4 .
eTb eTb
IPv6 > IPv6 i
IPv4: 192.168.99.1 IPv4: 192.168.30.1
IPv6: 3ffe:b00:c18:1::3 IPv6: 3ffe:b00:c18:1::2

HacTpoeHHble TyHHenu TpebyloT:
= [1IByX CTEKOBbIX KOHEYHbIX TOYEK
= AnpecoB IPv4n IPv6, HaCTPOEHHbIX Ha KaXao CTOPOHE

B TyHHENE, HACTPOCHHOM BPYUYHYIO, MOYKHO CTaTUYECKH 337aTh Kak anpeca IPv4,Tak u ampeca
IPV6.3to nelicTBue He0OXOANMO BBHIIOTHUTH HAa MapIIPyTU3aTOpax Ha 00ENX CTOPOHAX
TYHHEIIS. MapIpyTH3aTOPBI IOJDKHBI OBITH IBYXCTEKOBBIMH. Takast KOHQHUrypanust He MOXKET
MEHSATHCS TUHAMUYECKH ¢ I3MEHEHNEM MOTPEOHOCTH CeTH 1 MappyTu3anun. Kpome toro,
HE0OX0AMMO HACTPOHUTH MApPIIPYTU3ALHIO AJIsl IEPECHIIKH TAKETOB MEXKIY IByMs ceTsiMu IPV6.

KoneuHsle TOUKU TyHHENIS MOTYT OBITh HEHYMEPOBAHHBIMH, OTHAKO 3TO YCIOKHHUT TTOUCK
U ycTpaHeHue Henonagok. CoxpaHeHue agpecoB AJsl TyHHENEH, KOTopoe ObLIO HE00X0AUMO
B IPv4, e tpebyercs ans IPV6.
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HacTtpouka IPv6

B sToMm paznene onuceiBaeTcs HacTpoiika IPV6, BkimoueHne RIPNgu TyHHEeTupoBanue Tpaduka
IPv6 uepes cetsb IPV4.

BknroyeHue npotokona IPv6
Ha mapuwpytnsatopax Cisco

Rout er X( config) #

Ii pv6 unicast-routing

= BkntovaeT nepecbinky Tpadmka IPv6

RouterX(config-if)#
i pv6 address i pveprefi x/prefix-length eui-64

= HacTtpausaet agpec IPv6 nHtepdenca

AxTtuBanus npoTokona |Pv6 Ha MapipyTH3aTOPe COCTOUT U3 IBYX OCHOBHBIX 3TAIlOB.
Bo-nepBbix HEOOXOAMMO aKTUBHPOBATH NMEPECHUIKY Tpaduka IPv6 Ha mapmpyTusarope,
BO-BTOPBIX — HACTPOUTH Bce HHTEP(EHCHI, Al KOTOPBIX HE0OX0auM mpoTokon IPV6.

ITo ymomuanwmto nepechbuika |IPv6 otkimtouena Ha Mapuipytuzaropax CiSCO.UToObl akTUBUPOBATh
nepechUIKy Tpaduka IPv6 Mexmy nuarepdeticamu, He0OOX0AUMO BBECTH KOMaHy I100aIbHOM
KOoH(HUTypamuu ipv6 unicast-routing. 9ta koMaHIa BKIIFOYAET EPECHIIKY HHINBHILYAIEHOTO
Tpaduka IPV6.

Komanna ipv6 addr ess ucnonb3yercs At HacTpolku ritobanbHoro anpeca |IPv6. JlokanbHbIN
ajipec KaHaja aBTOMAaTHYECKH HAaCTpauBaeTCs MPU Ha3HAYeHUH afpeca uHTepdercy.
Heo6xonumo ykasats nmonHblil 128-6utHslit agpec |PV6 uny BKIIIOYHTE HCIIOIB30BaHUE
64-6utHOrO TIpedhrKca ¢ TIOMOIIBIO MapameTpa eui-64.
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NMpumep koHdpUrypaumm agpecosB IPV6

LAN: 2001:db8:¢18:1::/64

Ethernet 0

ipvé unicast-routing
interface Ethernet0
ipvé address 2001:dbB:cl8:1::/64 eui-64

—> MAC-apgpec: 0260.3e47.1530

A

RouterX# show ipvé interface Etherpét0 l
Ethernet0 is up, line protocol ig’up
IPv6 is enabled, link-local address is FE80::260:3EFF:FE47:1530
Global unicast address(es):
2001:DB8:C18:1:260:3EFF:FE47:1530, subnet is 2001:DB8:C18:1::/64
Joined group address (es):
FF02::1:FF47:1530
FF02::1
FF02::2
MTU is 1500 bytes

3TP_106

Bei MokeTe ykasaTh agpec |PV6 MoIHOCTBIO HiTH BBIYHUCIUTD HACHTH()UKATOP X0CTa (MpaBbie
64 6ura) Ha ocHOBe HaeHTH(HKaTOpa HHTEp(eiica B popmare EUI-64.B stom mpumepe ampec
IPv6 untepdetica nHactpoeH B popmare EUI-64.

Kpowme Toro, aapec IPV6 MOkHO Ha3HAYUTh HHTEP(EHCY MapIIpyTH3aTOpPa C TIOMOIIBIO
koMaHp! iPV6 addr ess adpec ipv6lonuna npeguxca B pesxxume KoHpUTypaiiuu nHTEpdeiica.

MpumeyaHue Mpwn HacTpoike agpeca IPv6 Ha uHTepdernce BbINOMHAETCS aBTOMaTNn4eckas
HaCTpoVika NokarnbHOro agpeca kaHana Ansi 3Toro nHTepdenca.
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]
Pacno3HaBaHue agpecoB |IPv6
B Cisco 10S

[1Ba cnocoba pacnosHaBaHus umeH IPv6 B Cisco 10S:

= 3afaHure CTaTnyeckoro MMeHu ansa aapecos IPv6

RouterX(config)#
[ipv6 host sz [port] aapec ipvé [{ampec ipvé} . ..] |

RouterX(config)# i pvé host routerl 3ffe: b0O: ffff:b::1

= HacTtpoinka DNS-cepBepa unm cepBepoB ans 3anpoca

RouterX(config)#
| ip name- server agpec |

RouterX(config)#ip nane-server 3ffe:b00: ffff:1::10

Iporecc Cisco I0SmoamepxuBaet Tpu crocoda pacro3HaBaHKs UMEH.

m s agpecoB IPV6 MOXKHO 3a1aTh CTaTHYECKHE HMEHA C TIOMOLIBIO KOMaH 16! ipV6 host
ums [nopm) adpec ipv6l [adpec ipv6 2...adpec ipv6 4]. OxHo UM X0CTa MOKHO Ha3HAYHUTH
MaKCHMyM 4eTbipeM ajgpecam IPV6. [lapamerp nopm obo3znauaet nmopt Telnet,kotopsrit
CIIEyeT UCIIOJIb30BaTh AJISi COOTBETCTBYIOLIETO XOCTa.

m  YroOsl ykazate DNS-ceprep amst MapiipyTH3aTOpa UCIOIL3yeTCs KOMaHaa ip name-
server adpec. B kauecTBe nmapamerpa aopec MOKHO BBOIUTH anapec |Pv4 wnu IPV6.
C oOMOIIIBIO 3TOM KOMaH/Ibl MOKHO 3a1aTh a0 inectd DNS-cepBepos.
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e |
Hactpouka n npoBepka npoTokona
RIPng ansa IPv6

Rout er X(confi g) #
|ipv6 router rip merxa I

= Co3naet 1 akTMBUPYET pexnm KoHdurypaumm RIP

Rout er X(confi g-i f)#
| ipv6 rip merxa enabl e I

= Hactpausaet RIP Ha nHTepdeice

|showipv6rip I

= OTOoBpakaeT coCTosHME pasnn4HbIX npoueccoB RIP

|showipv6 route rip I

= OTo6paxkaeT mapwpyThl RIP B Tabnuue mapwpyTtunsauum IPv6

HacTtponka n npoBepka npotokona RIPng ans IPv6

Ha pucyHke nmpuBOAMTCS IPUMEpP CHHTAKCHCAa KOMaH/I, UCIIOIb3YEMBIX Ul HACTPOUKH
nporokoia RIPNg.CunTrakcuc 0JM30K K CHHTAaKCUCY aHAJIOTHIHBIX KoMaHa st IPv4.

B nporokone RIPngBmecto komanaer NEtwor k st onpenenenust uHTEpericoB, KOTOPbIS
JOJDKHBI ynpaBisiTees: RIPNg,cnenyeT ncnons3oBaTh KoMaHy ipv6 rip memxa enable

B pexunMe KoHpurypanuu uarepdetica. Ita komanga BkiaoyaetT RIPNgna coorBeTcTByromem
uatepdeiice. [Mapamerp memxa xomauasl ipv6 rip enable gomken coBmaaaTh ¢ aHaJIOTHYHBIM
mapaMeTpoM KOMaHIbI ipve router rip.

MpumeyaHue Mpu grHamMuyeckoM BkItodeHUM npoTokona RIP Ha uHTepdeiice AuHaMuyecku
co3paeTcs npoLecc «router rip».
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Mapuwpyrroatop Y,

—

NMpumep koHdpUurypaumm RIPng ana IPv6

MapumpyTrsaropY#
ipv6é unicast-routing
ipvé router rip RTO

interface Ethernet0
ipv6é address 2001:db8:1:1::/64 eui-64
ipv6 rip RTO enable

LAN1: 2001:db8:1:1::/64

Ethernet0

Ethernet1

LAN2: 2001:db8:1:2:./64

RouterX#
ipv6é unicast-routing
ipvé router rip RTO

interface Ethernet0
ipvé address 2001:db8:1:1::/64 eui-64
ipvé rip RT0 enable

interface Ethernetl
ipv6é address 2001:db8:1:2::/64 eui-64

ipvé rip RT0 enable

327P-665

NMpumep: KoHdurypaumsa npotokona RIPng ana IPv6

B npuMepe BbIme HCTIONB3YeTCS CETh € ABYMsI MapIiupyTusaropamu. Mapmpytusarop Y
HOAKIIIOYEH K CeTH 10 yMomyanuto. Ha mapmpyrtusaropax X u Y 171 naeHTHUKAIUH
nponecca RIPngucnons3yercs metka «RTO».IIporokon RIPngBkitodeH Ha nepBoM
Ethernetanrepdeiice mapmpytusaropa Y ¢ momomnsio komanasl ipv6 rip RTO enable.
Mapmpytuzarop X coobmiaet, yto nporokon RIPngskiodyen Ha o0oux nHTepdeticax
Ethernetc momomrsio komanmer ipve rip RTO enable.
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Pe3ome

B sToM pazzmene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

Pe3ome

= |Pv6 npegnaraetT MHOXeCTBO NPeMMYyLLECTB N0 CpaBHEHWIO C IPV4,
B TOM 4MCre yBeNMYeHHoe aJapecHoe npocTpaHcTBo, 6oree npoctoe
ob6beavHeHne aapecoB U MHTErpupoBaHHble cpeacTea 6e3onacHoOCTW.

= [InvHa agpeca IPv6 coctaenset 128-6ur, oH coctomT u3 48-6UTHOro
rnobansHoro npedukca, 16-6utHoro ngeHtTudmKkaTopa noacetu
1 64-6UTHOro uoeHTUdUKaTopa MHTEpdelica.

= CyLlecTBYeT HeCKOMBKO CnocoboB HasHayveHus agpecos IPV6:
cTaTU4ecKoe HasHayeHue, aBTOKOHMrypaums 6e3 coxpaHeHus
cocTosiHua u DHCPV6.

= Cisco noaaepXXvMBaeT BCe OCHOBHbIE MPOTOKO bl MapLLpyTU3aumm
IPv6: RIPng, OSPFv3 u EIGRP.

= [Ina nepexoga c IPv4 Ha IPv6 ncnomnb3yoTcsl AByXCTEKOBbIE
KOHurypauum, TyHHenuposaHue n NAT-PT.

= Mcnonb3yiTe komaHay ipv6 unicast-routing, 4ToObl BKMNIOUNTL IPV6,
1 KomaHay ipv6 address adpec ipv6/0nuHa npeghukca Ansa BKIAYEHWA
npoTokoria MapLpyTtusaumm IPv6.
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Pesiome moayns

B aTOM paznerne npuBoUTCS pe3toMe BOIIPOCOB, PACCMOTPEHHBIX B MOJIYJIC.

Pe3tome moayns

= [MpeobpasosaHne NAT — 3TO KpaTKOCPOYHOE peLleHne npobnemsi
OrpaHWYeHHOro Y1cna yHukanbHbIx IP-agpecos, 4OCTYNHbIX ANs
npotokona IPv4. Tunbl npeobpasosaHua NAT: ctaTtudeckoe,
AvHammndeckoe n neperpyska (PAT).

= [lporokon IPv6 — AONrocpovHoe peLleHre NpobrnemMbl HEXBaTKM
agpecos IPv4. Mpotokon IPv6 yBenuunsaet pasmep |IP-agpeca
00 128 6uT 1 npegnaraer Takme P yHKLMIA, Kak aBTOKOHpUrypauus,
cuctemMa 6e30nacHOCTM M HECKOSBKO peLleHunn s nepexoga
c IPv4 Ha IPv6.

JI1st 5KOHOMUH aJIpeCcHOTO MpocTpancTBa | Pv4 ucmoms3ytoTest Tpu TrIia mpeodpa3oBaHus
cereBbix anapecoB (NAT): cratmdyeckoe npeodpasoBanre NAT, nuHaMIYecKoe mpeoOpa3oBaHue
NAT u npeo6pazoBanue anpecoB noptoB (PAT). Cratnueckoe npeodpasoBanre NAT
obecrieurBacT NPHUBSI3KY BHYTPEHHETO JIOKAIBHOTO a/ipeca K BHYTPEHHEMY TTI00albHOMY afpecy
IO NIPUHIMITY «OAWH K oxHOMY». [Ipn rcnonp3oBanuy TruHaAMudeckoro npeodpaszosanns NAT
BHYTPEHHHE IJI00aIbHBIC ajpeca aBTOMAaTHYCCKH BBIICIIAIOTCS 13 myna. [IpeoOpasoBanue PAT,
TaKKe U3BECTHOE Kak rneperpyska NAT, mo3BosieT mpeoOpa3oBaTh OOJIBIIOE YKCIO BHYTPSHHUX
aJIpecoB B OJIMH WJIM HECKOJIBKO BHYTPEHHHX TTI00AIbHBIX a/IPECOB.

[IpoTokon IPv6 yctpansier motpednocts B NAT. VBenuuenue pasmepa |P-anpeca no 128 6ur
o0ecrieynBaeT MPakTUIecKu OECKOHEUHOE aapecHoe npocTpaHcTBo. [lepexon ¢ IPv4 Ha IPv6
HE IPOM30MIET 3a OJHY HOYb. METOBI Iepexo/1a, TAKHe KaK IBYXCTEKOBBIC KOH(PUTYPALIHH,
tyrHenau |Pv6-1Pv4 u npeobpasosanus NAT-PT npeniararor pa3id4yHbIe BApHAHTHI IIEpexo/1a
c |Pv4 na IPvG.
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Bonpochbl Ansi camonpoBepkn No Mmoaynio

Wcnons3ayiite 3TH BONPOCH], 9TOOBI MPOBEPUTH, HACKOIHKO XOPOIIIO BBl OCBOMIIN MaTepHall,
MIpeICTaBICHHBIN B JAHHOM MOAYJe. BepHble OTBETHI U pEIIeHNs MOYKHO HAWTH B pa3jierne
«OTBETHl HA BOMPOCHI JIJISl CAMOTIPOBEPKU».

B1) Comocrasesre TepMuabl NAT 1 ux onpeznenenuns. (MCTOUHUK: MacIITaOupOBaHUEe CETH
¢ nomomibio NAT u PAT)

1. cratuueckoe npeoOpazoBanue NAT
2. nuHammyeckoe npeoOpasoBanue NAT
3. BHYTpEHHHMH JIOKaJIBHBIN afpec

4. BHYTpEHHHI IT00aNBHBIN afpec

A) anpec, KoTopelit mpeobpazyercs NAT

b) aJipec BHYTPEHHETO XOCTa, KOTOPBIH HCIIOIB3YETCS ISl B3aUMOCHCTBHS
C BHEIIHEH CEeThIO

B) MPUBS3BIBACT HE3APETUCTPUPOBAHHBIN ajipec | Pv4 k 3apeructpupoBaHHOMY
anpecy |Pv4 o mpuHITUIY «OJIWH K OJHOMY>

I TIPUBSI3BIBACT HE3apETUCTPUPOBAHHEIN anpec |Pv4 k anpecy U3 rpyIibl

3apeTUCTPUPOBAHHBIX aapecoB |Pv4

B2) Kakas xomanma Cisco |OS ucnonb3yercs A 3a0aHus IMyJia TI00aaIbHBIX aJpecoB,
KOTOPBIC MOTYT BBILACISATHCS MpH HeoOxoaumocTn? (MICTOUHUK: MaciTabupoBaHue
cetu ¢ momonrsio NAT u PAT)

A) ip nat pool

b) ip nat inside pool
B) ip nat outside pool
I ip nat inside sour ce static

B3)  Uro nenaer komanza ip nat inside sour ce static? (Mcrounuk: MacmTabupoBaHue CeTu
¢ momompio NAT u PAT)

A) BBIOMpACT BHYTPEHHMI CTaTHYCCKUI HHTEp]Eiic

b) oTMedaeT HHTepdeiic, Kak MOAKITIOYCHHBIA K BHEIITHEH CETH

B) 3aJ1aeT MmyJ1 TI00aTbHBIX aAPECOB, KOTOPBIE OYIYT BBLACTATHCS MPU
HE00XO0IUMOCTH

I HACTpPanBaeT CTATUIECKOE MPeoOpa30BaHNE MKy BHYTPEHHUM JIOKAJLHBIM

aaApeCOM U BHYTPCHHUM r100aabHBIM aZipcCcoM
B4) ComocTtaBbTe KOMaH/bl, UCHONB3YeMbIE I HacTpoiiku neperpy3ku NAT, u ux
¢yukunu. (Mcrounuk: Maciurabuposanne cetu ¢ momornpio NAT u PAT)
ip nat inside
2. ip nat outside
3. accesslist 1 permit 10.1.1.0 0.0.0.255
4. ipnatinside sourcelist 1 pool nat-pool overload
5. ip nat pool nat-pool 192.1.1.17 192.1.1.20 netmask 255.255.255.240
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A) oTMedaeT uHTepdeiic, Kak MOAKITIOYCHHBIN K BHYTPEHHEH ceTH

b) oTMedaeT HHTepdeiic, Kak MOAKITIOYCHHBIA K BHEIITHEH CETH

B) 3aJlaeT MyJI BHYTPEHHHUX TI00AIBHBIX aIpeCOB, KOTOPBIE OyIyT BELACISATHCS
pu HEOOXOMMOCTH

I CO3/1aeT IMHAMHUYECKOE MMPeoOdpa3oBaHue aJipeca mopTa ¢ UCTIOIb30BAHUEM
3aJJaHHOTO CIIMICKAa KOHTPOJISI JOCTYTIa

) 3a7]a€T CTaHJAPTHBIN CIIMCOK KOHTPOJISL JOCTYTIA, pa3peliaroniui

npeobpasyemele aapeca.

B5) Kaxkas komaHa ynaiaseT BRIOpaHHYIO 3aliCh JUHAMHUYECKOTO Mpeodpa3oBaHus U3
tabnunpl mpeodpazoBanus NAT? (McTounuk: MacitabMpoOBaHKUE CETH C TOMOIIBIO

NAT u PAT)

A) clear ip nat trandation *

b) clear ip nat trandation inside

B) clear ip nat trandation outside

I clear ip nat trandation protocol inside

B6)  BbIBOJ KaKoOii KOMaH/IBI COJEPXKHUT aKTUBHBIE TPE0OPa30BaHHUS TAOIHIIBI
npeobpaszosanust NAT? (Mcrounuk: MacimtabupoBanue cetr ¢ omoinsio NAT u PAT)

A) show ip nat statistics

b) show ip nat trandations
B) clear ip nat trandation *
I clear ip nat trandation outside

B7) BrI BEITIONTHSACTE TTOUCK U ycTpaHeHUe poodiieMbl noakmodeHus NAT Ha
Mapiipytuzatope Cisco. Bel 00Hapy»)HBaeTe, YTO COOTBETCTBYIOIIAS 3aKCh HE
yCTaHOBJICHA B TaONUILy peoOpa3oBanusi. Kakue Tpu AeWCTBYS CIIEAYET BHIOIHUTh
B Takoi cutyaiun? (Beioepure Tpu BapuanTta.) (McToUHMK: MacIiiTabupoOBaHUE CETH
¢ momompio NAT u PAT)

A) Omnpenenuts, JOCTaTOYHO JiK agpecos B myse NAT.

b) Brmmonuuts komanay debug ip nat detailed, aro6sr onpeaenuTh HCTOUHUK
MIPOOJIEMBL.

B) YOeauThes, 9TO BRIOPAHHBIN MapIIpyT CYIMIECTBYET, C IIOMOIIBIO KOMaHIbI
show ip route.

I VYo6enutscs, yto BHyTpeHHUE 1 BHemHue uHTepdeticel NAT Ha
MapLIpyTU3aTOpe 3aAaHbl KOPPEKTHO.

) YOeauThes, 9TO CIMMCOK KOHTPOJIS JOCTYIIA, Ha KOTOPBIH CChIIAETCS

komanma NAT, paspernaeT Bce HEOOXOUMBIE JTOKAIBHBIC aapeca |Pv4.

B8) BrIBos1 Kakol KOMaHIIBI COJIEPIKUT CBEICHUS 00 OMPEICIICHHBIX OIIHOKaX
1 UCKJTFOUYCHUSX, TAKUX KaK HEBO3MOXKHOCTb BBIICIUTH INT00ABHBIN aapec?
(UcTtounuk: macintabupoBanue cetu ¢ momorsio NAT u PAT)
A) debugip nat
b) debugip nat detailed
B) show ip nat statistics
I show ip nat trandations

B9) KaxoBsl npenmyniecta |Pv6 o cpaBaenuto ¢ |Pv4? (Mcrounuk: nepexon Ha |Pv6)

A) YBEIMYEHHOE aPECHOE MPOCTPAHCTBO
b) 0oJiee KOPOTKHIA 3aroJI0BOK

B) 0oJiee POCTOI 3ar0JI0BOK

I nojaepkka |PSec Ha Bcex kaHanmax
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B10)

B11)

B12)

B13)

B14)

B15)

B16)

[Touemy npeobpazoBanre NAT He TpeOyercs as |Pv6? (Mcrounuk: nepexon Ha | Pv6)

A) IIpeobpazosanue NAT HemoctynHo ajs |PV6.

b) Anpeca |Pv6 He noanep >kuBarOT 4aCTHOE aJ[PeCHOE MTPOCTPAHCTBO.

B) IPv6 mo3BoisieT BCeM MOJIb30BATEIISIM TIPEIPUSATHS UCIIOIB30BATh
rII00aTBHBIN azipec.

I [lecTHammaTepuaHbIE aapeca HENlb3s IPeoOpa3oBaTh.

Kak |Pv6 ymenbInaeT Tabauipl MapipyTH3aluy Ha MapipyTusaropax Marepuera?
(UcTounuk: nepexon Ha |Pv6)

A) MyTeM 3aJ]aH¥sl TOUYEK OOBEMHEHUS B aIpECHOM MPOCTPAHCTBE
b) 3a CYeT MCIOJIB30BAHMS HOBOTO MTPOTOKOIA

B) C TIOMOIIIBI0 AaBTOKOH(HUTYparuu

I C TIOMOIIHIO JIOKATBHBIX aJPECOB IJIOMIAIKH

Kak M0OXHO COKpaTHTh [TOCJICI0BATEILHOCTh HAOOPOB HyJIeH B aapece |Pv6?
(Ucrounuk: nepexon Ha |Pv6)

A) C TOMOIIIBIO CHMBOJIOB «:::»

b) MyTEM UCKJIIOUCHUS HaYaJIbHBIX HYJIEH

B) ITyTeM 3aMEHBI 4-X MOCJICIOBATEIBHBIX HYJICH OHIM
I C TIOMOII[LI0 CUMBOJIOB «::»

K xaxomy tuny agpecos |Pv6 npunamiexut riiodanbHeINH HHANBUTYANbHBIH apec,
Ha3Ha4YeHHBIH HecKoJIbkuM nHTepdeiicam? (McTounuk: nepexox Ha |Pv6)

A) aNbTEPHATUBHBIN

b) VHJIUBUYalbHBIN

B) IpyNoBoit

I MIMPOKOBEIATETBHbIH

Kaxkotii Tun agpecos |Pv4 61 uckitoueH B IPV6? (Mcrounuk: nepexox Ha |Pv6)

A) UH/IUBUYaJIbHbIHI

b) IpYIIOBOIi

B) HIMPOKOBEIATENBHBIN
I ro0abHBIN

Kakoe yrBepskaenue o popmaTe cucTeMHBIX uaeHTHukaTopoB EUI-64,
UCIonb3yeMoM B aBTokoHpuryparmu CiSCO 6e3 COXpaHEHHUS! COCTOSIHHS, BEPHO?
(Ucrounuk: nepexon Ha |Pv6)

A) Orto MAC-aapec ¢ arrperaTopoM ypOBHSI IUIOIIAIKH.

b) 910 MAC-aapec ¢ momem SO OUI.

B) Aot popmar pacmpsieT 48-6utherii MAC-anpec no 64 6ut, 3a c4eT BCTaBKH
sHaueHust «FFFE» B cpemaue 16 6ut.

I On He cooTtBeTcTBYeT crannapram | EEE mo yaukansHOCTH anpeca.

) OH ucnonb3yercs Tonbko koMmmanneii Cisco.

Kaxkoii TepMuH 0003HaYaeT CUTYaLUIO, B KOTOpOoii MapuipyTu3zatop |Pv6 ucnomnesyercs
171t IpenoctaBieHus aapeca |Pv6 3anpammBaromemy xocty? (McToYHHK: Iepexon
Ha |Pv6)

A) aBTOAIPeCaIHst

b) JIOKaJIBHBIN aapec KaHala

B) IPv6 NAT

I CTaHAapTHAs aBTOKOH(QUTYpaus 0e3 COXpaHEHHS COCTOSHHS

) aBToKOH(puryparus DHCP

7-72 Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



B17) Kakwue 13 HIKEIIEPEUUCICHHBIX IIPOTOKOJIOB He SBIISIOTCS POTOKOJIaMU
Mmapmipytusarmu |Pv6? (Beibepure nBa Bapuanta.) (Mcrounuk: mepexox Ha |Pv6)

A)  IGRP6

B)  OSPFv3

B)  EIGRPfor IPv6
I)  RIPng

)  ODR

E)  MP-BGP4

B18) Bribepure nBa HanboIee pacpoCTpaHEHHBIX MeToIa tepexoa ¢ |Pv4 na IPv6?
(Beibepure nBa BapuanTa.) (McTounuk: nepexox Ha |Pv6)
A) IPv6 NAT
b) JBYXCTEKOBAasi KOH(PHUTYpaIHs

B) TyHHEIIMpOBaHue 6t04
I IPv6 Mobile

B19) Kakas rinobansHas koMaHaa akTuBupyeT |PV6 mimn 1ByXcTekoByro KOH(HUTypanuio
Ha mapmpytusatope Cisco? (Mcrounuk: mepexon Ha | Pv6)
A) ipv6 routing
b) ipv6 unicast-routing
B) ipv6 address
I ipv6 dual stack

B20) Bribepure 1Ba BEpHBIX YTBEPKAECHUS O IBYXCTEKOBOM KOHMUTYpAIHH?
(Beibepure nBa BapuanTa.) (Mctounuk: nepexox Ha |Pv6)

A) B noBom APl 3amenens! BeizoBbl gethostbyname u gethostbyaddr.

b) TyHHENUpOBaHUE BBHINOIHAECTCS aBTOMATHUECKH.

B) B nByxcrexoBoii koHpurypanuu nporokon |Pv4 umeer npuopuret Hax |Pv6.
I [IpoTokon |Pv4 Henb3s ncnonb30BaTh Mpu nepexose Ha | Pv6.

J) Hcnonb3yeMsblii cTek BEIOMpAETCs B 3aBUCHMOCTH OT afpeca Ha3HAYCHHUSI.
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OTBeTbl Ha BOMpPOCHLI Ans caMmonpoBepku no moaynko
B1) 1=B,2=TI,3=A,4=5

B2) A

B3) r

B4) 1=A,2=5,3=/1,4=T,5=B
B5) r

B6) B

B7) AT, 11
BS) B

B9) B

B10) B

Bll) A

B12) T

B13) A

Bl14) B

B15) B

B16) T

B17) A
B18) BB
B19) B

B20) A
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Moaynsb 8 ‘

PacLumnpeHmne nokanbHOW
CETU B rnobarbHy CeTb

O630p

['00anbHBIE CETH MPENOCTABIIAIOT MOJIB30BATENAM JOCTYII K peCypcaM OOLIMPHOrO
reorpapMYECKOro peruoHa, Kak mpaBuio, 3a miary. HekoTopele cepBUCHI PACCMATPHBAIOTCS
KaK TOKIFOUYCHHUS 2-T0 YPOBHS MEKIY yIAICHHBIMHE IUTONIKaMH, U MTPEI0CTaBIISFOTCS
TeNne(OHHBIMU KOMITAHUSAMH C UCTIOJIL30BAHHEM KOMMYTATOPOB III00aIbHO#M ceTh. B uuncie
TaKMX TEXHOJIOTMH MOCIIEI0BATENbHBIN KaHaJl «TOYKAa-TOUKa (BbIACIEHHAS TMHS)

u noakmodenus Frame Relay.

Jlpyrue moAKIYeHHs: HCIONb3YI0T HHGpacTpyKTypy MHTepHeTa, albTepHATHBY

TPETHEro YPOBHS, IJIsl COSAMHEHUS yIAICHHBIX IUIOIMIAI0K opraHu3aiuu. YToObl odecrnednTsb
0e30macHBIN TOCTYI Yepe3 O0IIeIOCTYITHYIO ceTh IHTepHeT, MOKHO BHEIPHTH BUPTYAIBHYIO
gactHyto ceth (VPN).

B sTOM 3aHsATHHM OnUCHIBalOTCSA KOMIOHEHTHI perenus V PN s mogkirodeHus aepes
rIo0aNbHBIE CETH, HacTpoiKa coequHenus PPP, a Takoke mpuHITHT paOOTHI, HACTPOUKY
W ycTpaHeHue Henoiaagok Frame Relay.

3agaum moayns

ITo oxoHYaHUH TOr0 3aHATUS B HAaY4YUTCCh ONPCACIIATh U BHCAPATH NOAXOAAIYIO TCXHOJIOTHUIO
I'BC B cooTBEeTCTBUU C Tpe6OBaHI/I}IMI/I cetu. O10 3HA4YUT, YTO BBl CMOKETEC BBIIIOJIHATH
CICOyIOIKEC 3a1a4u.

B onuCHIBaTh Kcmonb3oBanue VPN st coefuHeHNS TUIONIAI0K U yIaJeHHOTO
OJIb30BaTEIBCKOI0 JOCTYIIA,;

B [OAKIIOYAaTHCS K MOCTABIIUKY YCIYT Yepe3 CeTh, ONMMCHIBATH MPUHINI PabOTHI
u HacTpoiiky PPP;

N TOJAKIIOYATHCS K MOCTABIIUKY YCIYT Yepe3 CETh M OMUCHIBATh MPUHIUIT PAOOTHI
u HacTpoiiky Frame Relay;

B OmpeaessTh METOBI BBIABIECHHUS pacIpOCTpaHeHHBIX pobaem Frame Relay u npemnarats
peIIeHUs 3THX TIPOOIIEM.
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3aHATUe 1‘

Oobwue cBeaeHus
O peweHunax VPN

O630p

Pemmenus Ciscomist BupTyaapHbIX yacTHEIX ceteit (VPN) obecrieunBaroT HHPPACTPYKTYPY
rJI00aTBHOM ceTH Ha OCHOBE MHTepHETa IIsl COSTMHEHHST O(HCOB, TOMAIITHUX O(QHCOB,
IUTOMIAI0K OU3HEC-TAPTHEPOB U YAAJICHHBIX paOOTHUKOB B €IHHYIO0 KOPIIOPATHBHYIO CETb.
DKOHOMHYHOE NIHPOKOMOIOCHOE MHTEPHET-TIOAKIIOUCHHUE, 3AIIUIICHHOE 3aIi()POBAHHBIMU
VPN-TyHHEIAMH, TO3BOJIET CHU3UTH 3aTPAThl Ha MOJIOCY MPOIYCKAHUS TII00ATBHOM CETH

1 MIOBBICHTH CKOPOCTD TTOIKJIFOUCHHSL.

WuTerpupyst nepenoBsie CPEACTBA CETEBOTO aHAIN3A U MapIIPYTH3AINIO, BUPTYaIbHbIC
vacTHbIE ceTr CiSCO00eCeunBaOT HAICKHYIO Mepeady CI0KHOTO0, KPUTHUSCKU-BaXKHOTO
Tpaduka, HaTPUMEpP rOJIOCOBBIX JAHHBIX WU TpaduKa IPUIOKCHUN «KIIUESHT-CEPBEP», HE
MOJIBEpras PUCKY Ka4yeCTBO CBS3U U 0€30MaCHOCTb.

3agauu

[To oKOHYaHUK STOTO 3aHATHI BB CMOYKETE OIUCHIBATH Ucnonb3oBanue VPN s coemuHeHus
TUTOINAIOK ¥ YIAJIEHHOTO MOJIb30BATEBCKOTO JJOCTyIA. BbI y3HaeTe 0 MpenMyIiecTBax cpej
VPN, a taxke obopymnoBanuu, 110 u mpoTokosiax, HEOOXOAMMBIX JIJIsT HACTPOHKH PEIICHIS
VPN. DTo 3HauuT, 9YTO BBl CMOXETE BHITIOIHSITH CICIYIOIINE 3a1a4u:

®m jaBath onpenencaue VPN;

B 1aBaTh onpenencHue pa3nudHbX TUIOB VPN 1 onuchIBaThH CIICHAPUH UX MCITOJIE30BaHUS,;
B ommchiBaTh KOMIOHEHTHI VPN;

®m  onuceiBaTh QYHKIMIO IPSECH ee KOMITOHEHTHI;

M ONMCHIBATh AKTUBAIMIO MHU(POBAHMUS, CPEACTB OE30MaCHOCTH U ayTCHTU(UKALIUHI JIJIS
nakeTra IpoTOKOJIOB IpSec.



Cetn VPN n ux npenmyuiectBa

B srom pemennu onmceiBaetcs pemeane VPN u ero nmpeumyiecTsa.

Y10 Takoe VPN?

e Te-ell - naBsHbIi yaen

=gl

BusHec-napTHep

: B 3 2
¢ mapwpyTtusaTtopom Cisco o IPseci _7', ' @ MapwpyTusatop
LoaelE nepumeTpa
- - h - bt b .
@‘ B @ = YHacnegesaHHbIA YHacne08aHHbIl
- KOHL|eHTpaTop Bpangmayap
WEOP T W PIX
PervioHankHbIi odue - AN ASA
¢ BpaHamayapom PIX A
g? - MoBuneHbIi paBoTHUK
W ¢ knueHTom Cisco VPN

KopnopaTtuehas
* Ha MOBUMBHOM KOMMbOTEpPE

2P_1m8

JomaliHuit odre ¢ MapLUpyTH3aTopoM
Cisco ISDN/DSL
Virtual: gaHHbIe YacTHOW ceTu NepeaaroTcs no ceTu obLero 4ocTyna.

YacTtHada: Tpadmk wndpyeTca Ans coxpaHeHmst KoHpMaeHUMansHOCTH
OaHHbIX.

VPN —»s10 3ammdpoBaHHOE COSTUHEHNUE MEKTY YaCTHBIMHU CETSIMH Yepe3 CeTh 00IIero
noctyna, Hanpumep Uateprer. V snaunt Virtual (Bupryansras), N — Network ¢ets). Jlanubie
YaCTHOW CeTH 0e30MacHo mepenaroTces yepes ceTb odmero nocryna (Mureprer), hopmupys
BUPTYalIbHBIH KaHat. bykBa P o6o3nauaer Private J{ns coxpaneHus: KoHQUACHINATBHOCTH
Tpaduk mmppyercs. Bmecto Beigenennoit auaun Broporo yposHs VPN ucnonssyer
BUPTYyaJIbHbIE TIOAKIIOUCHNS, KOTOPBIE MapIIPyTU3UPYIOTCS U3 YACTHOM CETH KOMITAaHUU

K yIaJICHHOI IUTOIIAJIKe WIIK XOCTY CIIyXKaIero KOMITaHHH.
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NMpenmywectea VPN

Odbuc paguuUMoHHas
dunuana o WAN
- YpoBHsA 2
Py
0 -
el
‘/}/--._.
MobunbHbIN -
nonb3oBaTerb

. LleHTpanbHbIA
yaen

M = CTOMMOCTb

LAN = BesonacHoCcTb
= MacwTrabupyemocTb

[IpeumymectBa VPN npuBogsTcs Huxe:

Coxpamenue 3aTpat: VPN 1103B0ISET OpraHU3aIiisaM UCIIOIb30BaTh SKOHOMUIHBIN
CTOPOHHHUH TPAHCHOPT — ceTh MHTEepHET — ISl MOAKITIOYSHHS yIaJIeHHBIX 0(ICOB

1 TI0JIb30BaTEeNICH K IIaBHON KOPIIOPATHUBHOM IUIOMIAAKE U YCTPaHIET HOTPEOHOCTh

B JIOPOTHUX BhINIeNeHHbIX KaHaax ['BC n MojgeMHbIX mmynax. boiee Toro, ¢ mosiBieHuemM
SKOHOMHUYHBIX TEXHOJIOTUH IUPOKOMOIOCHOTO JIOCTYMa, TakuxX kak DSL, opranuzanuun
MOTYT ucnoib30BaTh VPN 1uist CHUOKEHUS 3aTpaT Ha CBS3b M MOBBIIICHUS MOJIOCHI
MIPOITyCKaHMA yIaJICHHBIX OIKIIOYSHUH.

Bezomacnocth: VPN 00ecrieunBarOT caMblii BBICOKHI YPOBEHb 0€30MIaCHOCTH Oj1aroaapst
MEePE0BBIM MPOTOKOIAM IU(PPOBAHUS M ayTeHTH(OUKAIMH, KOTOPBIE 3AIUIIAIOT JAHHbIC
OT HECAaHKIIMOHUPOBAHHOTO JIOCTYTIA.

Macmtadupyemoctsb: VPN 1mo3BoisiioT Kopnopauusm HCHoIb30BaTh HHPPACTPYKTYPY
U YCTPOWCTBA MOCTaBIIMKOB ycayr HTepHeTa, 4To ynpomaeT 100aBiIeHHe HOBBIX
noJnp3oBareiell. TakuM 00pa3oM, KOPIIOPAIUK MOTYT 3HAYUTEIBHO YBEITUINBATh
MOJIOCY TIPOITyCKaHus 0e3 HapalluBaHus UHPPACTPYKTYPHI.

CoBMeCTHMOCTDb ¢ TEXHOJIOTHEH MHPOKoNnoa0cHOro gocryna: VPN mo3Bosser
MOOWJIHHBIM pa0OTHUKAM, YAAJCHHBIM pa0OTHUKAM U JFOISM, KOTOPBIE XOTST MPOJIUTh
CBOW paOo4uii IeHb, MOIYYHTh JOCTYI K KOPIIOPATUBHOW CETH, BOCIIOIH30BABIIUCH
IITUPOKOTIOJIOCHBIM MOKITI0UYeHUEM, HarpuMep DSL nnn kaOenbHBIM MOIEMOM,

4T0 00CCIIeUNBACT 3HAUNTEIIbHYIO THOKOCTh U 3 dekTrBHOCTH. Bosee aToro,
BBICOKOCKOPOCTHBIC IITUPOKOIOIOCHBIEC KaHAIbI MPEAIaraloT SJKOHOMUYHOE

pEIIeHUE IS COCAMHEHHUS YIaICHHBIX O(HCOB.

© 2007 Cisco Systems, Inc. PacluvpeHve nokanbHon ceTu B rmobanbHyto ceTb 8-5



Tunbl VPN

B srom paznene onmceiBaercs nsa tuna VPN.

VPN anfa coeauHeHue nnoLwaaok.

YaaneHHbli y3en LleHTpanbHbIA y3en
’S ﬁ DSL
kabenb POP WHTepHeT e .
MapLpyTnsarop é.
3kcTpaHeT
A BuaHec-2-6usHec
WHTpaHeT

VPN ans coeaMHeHns NnoLaaok. pacluMpeHme Kraccuyeckonm
rmobanbHom cetn

CyH.[CCTByCT JABa THIla BUPTYaJIbHbIX YaCTHBIX ceTeii:

® VPN s coenrHEHNS MII0MIAI0K.

® VPN yganeHHoro goctymna, Kotropas peaausyeTcs AByMs TuriamMu pernernii VPN:
— Cisco Easy VPN;
—  Cisco I0S IP IPsec/SSL VPNpyroe na3panue — WebVPN.

VPN miis coequHeHus TUI0Ia oK — paclIupeHne KiacCHuecKo riiodansHo cetu. Takue VPN
HCIIOJIB3YIOTCS VISl COCAMHEHUS MOTHOIICHHBIX ceTel. Hanmpumep OHM MOTYT CIyKHUTh IS
MOJKITIOYCHHSI CeTH (priihaia K CeTH IITa0-KBapTUPhI KOMIIAHUU. B IpoIiioM ajs coeAMHEHUS
IUIOINAZI0K MCITOIB30BAJIICh apeHI0BaHHbIE KaHaubl ¥ KaHasl Frame RelayTerneps, korma

y OOJIBITMHCTBA KOMIIAHHHA €CTh TOCTYN B IHTEpHET, 5TH KaHAJIbI MOKHO 3aMeHHUTh Ha VPN
IUIA COEQUHEHHS IUIOMAI0K.

B VPN st coequnenus mionanok xoctsl He ucnons3yiot [10 Cisco VPN Clientoru
OTIIPABJIAIOT U MPHHUMAIOT 00bruHEIH Tpaduk TCP/IPuepes «mo3» VPN. B kauectBe
IITI03a MOYKET MCITOIB30BaThCS MapIIpyTusaTop, opanamaysp VPN-«konrmentparop Cisco

M aJlalTuBHOE ycTpoiicTBo 6e3omacHoctr Cisco ASA 55001103 VPN Beimonusier
WHKAICYJISAIUI0 ¥ MU(PPOBAHUE BCETO UCXOMASIIETO TpaduKa IUIOIMAIKN U OTIPABISIET €r0
yepe3 TyHHENb VPN B cetn UnTepHeT B aHanoruunsiii w03 VPN Ha miomaake Ha3HaYCHMS.
[Tpu nonyuennu tTpaduka nuto3 VPN oTnenser 3aroioBku, pacuudpoBbIBaeT KOHTEHT

W TIepellacT MaKeThl B y3el Ha3HA4YCHUsI BHYTPH YaCTHOM CETH.
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VPN yapaneHHoro gocrtyna

KnueHT ¢ yoaneHHbIM JOCTYNOM LleHTpanbHbIi y3en
DSL
kabenb
ml POP . ____.
WHTEpHeT —@—
HagomHuK H
R MapuwpyTusartop &
| & POP
MoBunbHbIN OkcTpaHeT

-~ m KnueHT-2-613Hec

VPN yganeHHoro goctyna: passutue cetein KoMMyTUpyeMOoro
poctyna n ISDN

Y naneHHsIi JOCTYT MPEACTABISIET COOOM YCOBEPIICHCTBOBAHUE CETEH ¢ KOMMYyTaIuei
KaHaJIOB, TAKUX KakK aHajorosas Tenedonnas auaus win ISDN. VPNynanenHoro mocrymna
MpeIHa3HAYeHbI IS YAAJICHHBIX paOOTHUKOB, MOOMIIBHBIX TIOJIh30BaTEIeH 1 0OMEHA TAHHBIMHU
MexXay notpeburenem u opranuzauueii. VPN ynanenHoro nocryna obecneuuBarot 6e30nacHoe
MOJKJIIOUEHHE OTAETBHBIX XOCTOB K KOPIOPaTUBHOMN ceTH yepe3 MHTepHeT.

B nponutom kopropanuu paboTaiy ¢ yAaJIeHHBIMH MOJIb30BATEISIMHI C TOMOLIBIO
KOMMYTHpPYeMoro goctyma depes tenedonnyro ceth u ISDN. C nosienennem VPN MoOuIbHBIE
MOJIH30BATENN HYKJAFOTCS TOJILKO B JOCTyIe B THTEpPHET JUIS IOKITIOUESHNUS K IIEHTPATEHOMY
oducy. Y naneHHple pabOTHUKH, KaK MPABUIIO, UCTIOJIE3YIOT HIMPOKOTIONIOCHOE COSMHEHHE,
DSL unu kabGenpHBIN MOZIEM 1Uis1 focTyma B IHTepHeT.

B VPN ynanennoro goctyna kaxpli xoct paboraet noj ynpasienuem [10 Cisco VPN Client.
Kaxnprii pa3, korga xoct mneitaercs nepenats tpaduk, [10 Cisco VPN Clienuakancynupyer

u mudpyer ero nepen ormnpapkoit yepe3 Murepuet B nunto3 VPN Ha nepudepun cetu
HasHadyeHwus. [Ipu nonyyenunn tpaduka numo3 VPN BBIIOIHSIET Te jke ASHCTBUS, 4TO
a”asoruyHsli nuto3 B VPN coeauHeHus iomanox.
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Cisco Easy VPN

b

[ 4

Easy VPN OdomawwHuia ocuc Easy VPN
KMUEHTHI

E WMHTepHeT
‘ 3

g™ |

ol Pecypcebl
YAaneHHsbl ochuUc Ha pabouem mecTe

[pu Baeapenun VPN miist ynaneHHbIX paOOTHUKOB U MaJIbIX 0()HCOB, MPOCTOTA
pasBepThIBaHHS KpaitHe BakHa. Pemenne Cisco Easy VPNmpomaer passepreiBanne VPN
B CETSAX MaJIbIX, CPEIHHUX M KPYIHBIX TPEANPHUATH, BKIoUaromux mpoaykTel Cisco. Cisco
Easy VPN -skoHoMHUuHOE pelieHue, uaeaabHoe s YIAISHHBIX O()UCOB C HU3KHM YPOBHEM
UT-nonnepxku.

Cisco Easy VPNocTouT u3 1ByX KOMIIOHEHTOB:

m Cisco Easy VPN Server: B kauecTBe cepBepa MOKET CIAYKHUTH CIIEIIHATH3NPOBAHHBIN
o3 VPN, manpumep VPN-«konmentpatop Cisco,6panmmaysp Cisco PIX,amantusroe
ycrpoiictBo 6ezomacHocTr Cisco ASAwmmn mapripyrusatop Cisco |IOSIImo3 VPN,
ucnons3ytomuii [10 Cisco Easy VPN Servevioxxer 3aBepiats TyrnHenu VPN,
WHUIMAPOBAHHBIC MOOMIBHBIME U yTAJICHHBIMH MOJIB30BATEIISIMUA C KOMITBIOTEPAMH T10]T
ynpasienueM [10 Cisco VPN ClientKpowme Toro, muto3 VPN MoxeT 3aBepiuaTb TYHHETH
VPN ¢ ymaneHHBIX ycTpoiicTB, paboraromux B kKauecTse y3moB Cisco Easy VPN Remote
B cetn VPN 1 coequHeHns TUI0IIa I0K.

m Cisco Easy VPN Remote: Cisco Easy VPN Remot@3ssoiseT MapuipyTuzaTopam
Cisco 10S ppanamayspam PIX, anantuBHbIM yeTpoiicTBam 6e3onacHoctu Cisco ASA
u anmapatHeiM KineHtam Cisco VPNnonydats nonutuku ot Cisco Easy VPN Servebro
CBOJUT K MUHUMYMY TpeOoBanus k HacTpoiike VPN Ha ynanenHom oobekre. Cisco Easy
VPN obecneunBaeT NpuHYAUTEIBHYIO TTepeaady Takux mapametpoB VPN, kak BHyTpeHHUE
IP-anpeca, BHyTpeHHHE Macku noacetH, anpeca DHCP<epsepos, agpeca WINS-cepeepon
u ¢uaru pasgencaus TyHaenei, ¢ Cisco Easy VPN Serverynanennsie ycrpoiicTsa.
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NMpeumywectBa
IMpeumymmecta Cisco Easy VPN:

m  [lenTpanu3oBaHHOE XpaHEeHHE KOHQUTYpaLHii 00ecTIeYnBaeT JUHAMUYECKYIO0 HACTPONKY
MOJIMTUK KOHEYHBIX TOJIb30BaTENIe! 1 CHIDKAET MOTPEOHOCTh B pyYHOIH HACTPOUKE.

m  Jlokamsnas kongurypauwst VPN He 3aBucur ot IP-agpeca ynanenHoro y3ia. Ota GyHKIms
TMO3BOJISIET TTOCTABIIHKY YCIIYT U3MEHSTh KOH(PUTYparmu 000pyIOBaHUS X CETH ¢ MUHUMAILHOM
TIEPEHACTPOIKOI 000PYIOBaHMS KOHESTHBIX TIOJTE30BATENICH MM BOOOIIIE Oe3 Hee.

m Cisco Easy VPNOGecrieunBaeT [eHTPaTH30BaHHOE YIIPABICHHE MTOJINTHKAMHU O€30IIaCHOCTH.

m  Cisco Easy VPN6ecnieunBaeT pa3BepThIBaHUE B OOJBIIMX MacTadax ¢ ObICTPHIM
n00aBICHUEM TOJIb30BATENCH.

m  Cisco Easy VPNie tpebyet ycranoBku u Hactpoiiku [10 Cisco Easy VPN Remote
KOHEYHBIMH MOJIb30BATEIISIMH.

OrpaHn4yeHun

s pemenns Cisco Easy VPNapakTepHs! cieqyromniye orpaHiYeHIS
®m  Pyunas Hactpoiika npeodpazoBanust NAT u PAT He nomyckaercs.

—  Cisco Easy VPN RemotsromMaTHUeCKH CO31aeT HEOOXOIUMBIE KOH(PHUTYpaInn
NAT u PAT ms ryaaens VPN.

L HOZ[I[CP)KI/IBEICTCH TOJIBKO OJWH Y3CJI HA3HAYCHUA.

—  Cisco Easy VPN Remotennep:krBaeT KOHPHUTYPAIAH TOIBKO C OTHUM Y3JI0M
Ha3HAYCHHS U TYHHEJIbHBIM TTOIKITIOYCHUEM.

—  Ecmm npunoxxenue TpeOyeT co3manus Heckoibkux TyHHeNnelH VPN, Heobxonumo
BpyuHyI0 HacTpouTh nmapameTpsl IPsec VPN, NATu PAT na cepBepe
W YJaJICHHOM KIIHCHTE.

m  Cisco Easy VPNpeOyet cepBepoB Ha3HAuUCHHSI.

—  Jlna paboter Cisco Easy VPN Remoteo6xoaumMo, 4To y3en Ha3HaYeHHUs ObLT
cepBepoM ynanenHoro gocryna Cisco Easy VPN.

®m  [ludpossie cepTU(UKATEH HE TTOATECPKUBAIOTCS.
—  TonnepxuBaercs ayTeHTH(HKALS Ha OCHOBE MPeIBapUTENBHBIX 00X Kimouei (PSK).

—  Pacmmpennyto ayrentudpukanuio (XAUTH) M0OXHO MCIIONIB30BaTh B JOIIOJIHEHUE
Kk PSK st obecieyenuns ayreHTHQHUKALNT HA YPOBHE MOJIb30BaTENEH
B JIOTIOJTHEHHUE K ayTeHTU(HUKAIIMY Ha YPOBHE YCTPONCTB.

m  Ha ceprepax IPsecnoanepskuBaercs TOJIbKO Ipymma nojJuTHK 2 npotokona ISAKMP.

— Cisco VPN Clienu Cisco VPN Servetonaepxuaet nonutuku ISAKMP,

UCTIONB3YIOIUE coriacoBanue rpynmbl 2 (10246uTHbIN aaropuTM
Hupdu-Xeanmmana [DH]).

®  Hekortopsle HaOOPHI TpeoOpa3zoBaHuil HE OIACPIKUBAIOTCS.

—  Oyuxmus Cisco Easy VPN Remote noanepxuisaer HabophI Ipeodpa3oBaHMmid,
obecneunBaromnue mudposanne 6e3 ayrenrudukanuu (ESP-DES1 ESP-3DES)
1 HaOOPBI MpeoOpa3oBaHuii, 00eCICUNBAIOIINX ayTEHTU(DHUKAIIUIO 0€3 MU POBAHHS
(ESP-NULL, ESP-SHA-HMAG1 ESP-NULL ESP-MD5-HMAC).

—  Cisco VPN Clientzr Cisco VPN Serveite mommepxuBarot mpoTokoia AH,
HO MOAIEP)KUBAIOT IIpoTokon ESP.
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Cisco I10S IPsec SSL VPN (WebVPN)

= NHTerprpoBaHHas 6e3onacHOCTb 1 MapLUpyTU3aums

= [MonHbIM gocTyn K cetTn Yepe3 SSL VPN ¢ ncnonb3oBaHvem
obo3peBarens

WebVPN

WHTepHeT

Lrab-keapTupa

Pecypchl
Ha pabouem mecTe

Pemrenne Cisco 10S IPsec/SSL VPMaxoke nzsectHoe kak WebVPN, —HoBas TexHoorus,
KOTOpasi 00eCIeunBaeT yAAICHHBIN JOCTYII IPAKTHYECKH C JTI000TO Y3/1a, HIMEIOIIETro JOCTYII

B UuTtepHeT. [Ij1s1 3T0r0 10ocTaTouHo BeO-0003peBares U mudpoBanus SSL,BCTPOSHHOTO B 3TOT
Be0-0003peBaresnb. WebVPNobecneunBaeT ruOkocTh 1St TTIOJUICPIKKU OE30MAaCHOTO JOCTYTIA
BCEX I0JIb30BaTelIeH, He3aBUCHMO OT KOHEYHOT'O XOCTa, C KOTOPOTo OHM MOAKIIoYaroTcs. Ecin
NPUJIOKEHUE TIPEIBSBISIET yMEpeHHbIEe TpeOoBaHus K goctyiy, WebVPNwmosxker paboTats 03
HpeBAPUTENBEHON YCTaHOBKH KiIMeHTCKOro I10 Ha KOHEUHbIH XOCT. DTO MO3BOJISIET KOMITAHHUSIM
BKJIIOYNTH B 3aIUIIEHHBIC KOPIIOPATHBHBIE CETH JIFOOOT0 aBTOPH30BAHHOTO MOJTB30BATEIS,
obecrieunBas yIaJIeHHbIH TOCTYTI K KOPIIOPATHBHBIM PECypcaMm C JTI000T0 y31a, HMEIOIIET0
noctyn B HTepHerT.

B nacrosmmii MomenT WebVPNnpemiaraer asa pexxuma noctyna k SSL VPN:GeckineHTHbIH
u ToHkuit kiaueHT. WebVPNmo3Bosnser monp3oBaTessiM 00pamarhes K BeO-CTpaHUuIaM

u cepBucaM. Ciozia BXOJUT IOCTYI K (aifiaM, OTIpaBKa U MOJy4YE€HHE 3JIEKTPOHHOMN ITOYTHI

u 3amyck T CPaipunoxenwnit 6e3 ncrons3osanus I10 IPsec VPN Client. WebVPMoxuo
HNPUMEHSTH JUIS TPYIII ITOJIb30BaTeNel, KOTOPBIC HYXKIAIOTCS B KOHTPOJIE AOCTYIa Ha

YPOBHE OTAETBHBIX CEPBEPOB WM NPWIOKEHHUN MK B JOCTYIE C padounX CTaHLUH, HE
NPUHAIICKALUX TPEATIPUSITHIO.

Bo muorux cnydasx IPsecu WebVPNnononHs0T Apyr Apyra, Tak Kak pemaroT pa3Hble
poOIIeMbl. DTOT MOAXO MO3BOJISIET OHOMY YCTPOMCTBY YAOBICTBOPATH BCEe TPEOOBAHMS
MOJTb30BATEIICH K YAAJIEHHOMY JOCTYILY.
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NMpeumywectBa

I'nmaBroe nmpenmymiectsa WebVPN —coBMeCTHMOCTD ¢ JUHAMHUYECKUMH MHOTOTOYEYHBIMH
VPN (DMVPN), 6pannmayaspamu Cisco 10S, IPSe@ucremamu npe1oTBpaIieHus: BTOP)KEHHI
(IPS), Cisco Easy VPN NAT.

OrpaHuyeHus

I'nmaBHoe orpannuenue pemenns WebVPN3akmogaercst B TOM, 94TO OHO TOIIEPKUBAETCS
TOIBKO B IporpaMMHoM obecnieuernn. IToakmouenus WebVPNob6pabarsiBatorcs LT
MapripyTu3aropa. Berpoernoe yckopenne VPN, qocTymmHOE B MapIpyTH3aToOpax
WHTETPUPOBAHHBIX YCIYT, MPUMEHSIETCS TOJIBKO K MOAKII0UeHusM |IPSsec.
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KomnoHeHTbI VPN

B sTtom pa3aciie OMMUChIBAOTCA MIPOrpaMMHBIC U allllapaTHbBIC KOMIIOHCHTHI, 3 KOTOPBIX

coctout cpemxa VPN.

c nogaepxkoun VPN

MapuwpytuaaTtop Cisco
yaaneHHoro odguca

N

MapuwpyTtuzaTtop Cisco
pervoHaneHoro ocuca

/

Ve

MapuwpyTtusartopsbl Cisco I0S

WHTepHeT

Mapuwpytusatop Cisco
AomallHero ouca

MapuwpyTusaTtop Cisco
rnaeHoro ocuca

32P 06

Cisconpemnaraer nmoprdess MapmpyTusaropos, ontuMusuposadusix st VPN. TIO Cisco 10S,
pabotaromiee Ha MapmpyTuzaropax CiSCO,00beIMHIEeT MHOTO(QYHKIIOHAbHBIE CITy)Obl VPN
M BeJYIIYIO B OTPACIH MapIIPyTH3aLHIO B enrHoe KomiuiekcHoe perenue. [10 Cisco VPN
o0ecrieunBaeT BHICOKHI yPOBEHb O€30MIACHOCTH 32 CUET IU(POBaHMS U ayTCHTH(OUKAIHH.
Mapmpyruzaropsr Cisco VPNmoaaepkxuBaroT BEICOKYIO IPOU3BOANTEIBHOCTE PEIIEHHIA

VPN m1st vHTpaceTe, IKCTpaceTe W COSAMHEHUS TUTOIIAIOK.
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ApnanTuBHbIe yCTPOMUCTBaA 6€30MacHOCTU
Cisco ASA

YaaneHHolih y3en LieHTpancHkIi y3en

ﬂ @ S MHTepHeT _@ g ]

WHTpaHeT- / \
g& {

OKcTpaHeT o
BusHec-2-6naHec YpaneHHbI nonb3cBaTens

v

AnantrBHbIE yeTpoiicTBa 6e3omacHocTr Cisco ASA 550GipeanararoT rubKpe TEXHOIOTHH
JUISL CO3/IaHMS CIICIIMAIN3UPOBAHHBIX PEIICHHUH, yIOBICTBOPSIOIINX Pa3INYHBIM TPEOOBAHUSIM
K YIaJICHHOMY JIOCTYITy U COSJHHEHHMIO IUIOIA0K. ATaNTHBHBIC YCTPOHCTBA O€301aCHOCTH
ASA 5500npenocTaBisiioT IpOCTOii B YIpaBIeHUH yIalIeHHBIN JocTyn yepes |IPsec

U coeinHeHue miomanok yepe3 VPN, yauTeiBatomee 0COOCHHOCTH CETH. DTO MO3BOJISET
OpraHu3alHsIM CO34aBaTh 0€30MaCHbIC MOAKIIOYESHHUS I MOOMIBHBIX MOIb30BaTENeH,
yIIaJICHHBIX TUIOMIAJIOK M OM3HEC-TIapTHEPOB.

ASA 5500npemmaraer ¢pynakiun IPsecu SSL VPNB ool mtatdopMme, yeTpaHssa
MOTPEOHOCTH B MapauieabHbIX pemenusax. [Tomumo cayx0 VPN ASA 5500npennaraer
OpanaMaysp IS aHATTU3a MPUIOKCHUH U CITY>KOBI TPEOTBPAIIICHUS BTOPKCHUH.
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KnueHtbl VPN

Certicom PDA IPsec
VPN knueHT

Fe s msmesm—scm———— ' NHTEpPHET — %

L«

1 p 1 e
! Cisco ] z
' \?' Hardware ' "
! L | KMUEHT | /

R MO Gisco VPN

! w y . |ﬂ\l KNUeHT

1S Manbiii oduc | -..f

e o e e e e e e e = - - /

(yctapesLune)

VPN ynanennoro gocryma CiscomomnepsxusaroT Tpu kinnenTa IPsecs: Certicom IPsec,
mporpammusrii kimeHt Cisco VPN Clienu anmaparusrii kiment Cisco VPN 3002.

m  Kmment Certicom: BecripoBoaHoii KiIMEHT, 3arpyxaemMsbliii Ha 6ecripoBoaubie KITK oz
ynpasienrneM OC Palmumum Microsoft Windows MobilebecripoBoanoe kinentckoe [10
Certicommno3BosisieT KOMITAHUSIM CEIaTh BAYKHBIC KOPTIOPATHBHBIC MPUIOKCHUS, TAKHE
KaK JJICKTPOHHAsS TI0YTa U yrpasicHue cs3simu ¢ knuentamu (CRM), mocTynHsiMu
MOOMIILHBIM pabOTHHKAM. ITO 00ECIIeYHBACTCS 3a CUET MOJKITIOUSHHS IEPEHOCHBIX
YCTPOMCTB K KOpHopaTuBHAEIM mutt03aM VPN mis momyueHust 6€301acHOro
0eCIpOBOIHOIO J0OCTYyIIA.

®  Amnapartusiii kianent Cisco VPN 3002 (yerapeBinee odopynoBanue): CereBoe
YCTPOWCTBO, UCTIONB3YEMOE IS MOIKITIOUCHHS JIOKATBHBIX CETEH MaJIbIX M JOMAIIHHX
otucoB k VPN. YcTpoiicTBO moCTaBIsSeTCS ¢ OJHOIOPTOBBIM HIIH BOCEMHUIIOPTOBBIM
koMMmyTaTopaM. Anmnapatheiid kiueHT VPN 30023ameHsIeT TpaauiiMOHHbIC TIPUI0KCHHS
Cisco VPN Clientia otaensHbIX KOMITBIOTEPAX MajIbIX U JOMAIIHHX O(HCOB.

m  IIporpammusriii kauent Cisco VPN Client: TIporpamMuoe obecrieuenue, 3arpyxaeMoe
Ha ITK unum menron nons3osatens. Cisco VPN Clientio3BosisieT opranu3aiiusiM co3/1aBaTh
CKBO3HHIE, 3amudpoBannbie TyHHeTH VPN 115 6e30macHOT0 MOAKITIOUEHUS MOOHITBHBIX
u ynaneHHsix pabotauko. @ynkius Cisco Easy VPMossomser I[10O Cisco VPN Client
MOJIy4aTh MOJIMTUKH Oe30macHocTH OT yerporicTBa VPN Ha HeHTpalibHOM ILIOIIAIKe
(Cisco Easy VPN Servenpu coszganne TynuenbHoro noakmodenns VPN, DTo mo3somiser
CBECTH K MHHUMYMY TpeOOBaHHUS K HACTPOMKE Ha yIaTIeHHOM O0BEKTE.
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Oowune ceBegeHusd oo IPsec

B sToM paznene onuceiBaeTcs cTpykTypa IPSecxkoropas obecnieunBaeT 6e3omacHocts VPN.

Yr1o Takoe IPsec?

e‘ Te-ell - naBsHbIi yaen

=gl

BusHec-napTHep

) B 3 2
¢ MapLupyTusaTopom Cisco o IPseci o @ MappytusaTop
- nepumMeTpa
- - ~& - bt b
@' . @ ~ YHacneaoBaHHbIA YHacne/|0BaHHbIi
.- KOHL|EHTpaTop BpaHgmayap
. POP = a PIX

PervoHankHbIi ocuc - AN ASA
¢ BpaHamayapom PIX A

Q? MoBuneHbIi paBoTHUK

W ¢ knueHTom Cisco VPN

KopnopaTtuehas
Ha MOBUINBHOM KOMMbloTepe

2P_1m8

JomaliHuit odre ¢ MapLUpyTH3aTopoM
Cisco ISDN/DSL

IPsec oercTByeT Kak NPOTOKOMN CETEBOIO YPOBHS, 3alLMLLas u ay TeHTuduumpys IP-
nakeTbl.

= |Psec — 3T0 CTPYKTypa OTKPbITbIX CTaHA4ApPTOB, HE3aBUCKMAsi OT anropuTma.
= |Psec obecrneunBaeT KOH(UAEHLMaNbHOCTb, LENOCTHOCTL Y ayTEHTUMMKALMIO AaHHbIX.

IPsecneiicTByeT Kak MpOTOKOJI CETEBOTO YPOBHS, 3amuinas 1 ayreHTudumupys |P-rakeTst
MeXIy ycTpoiictBamu |IPSecyuacTByromumMu B coequnennn (y3namu). IPSecie npusssan
K KOHKPETHBIM aJITOPUTMaM IU(POBaHUs, ayTeHTU(OUKAIMY U 0€30MaCHOCTH, a TAKKE
TEXHOJIOTHSIM T'eHepaliu Kiitoueil. IPSec -91o cTpykTypa OTKpPHITBIX CTaHIAPTOB.

OTcyTCcTBHE MPUBI3KK MPOTOKOJa IPSECk onpeneeHHBIM anropuTMaM mo3BOJIsIeT
BHEIPATH HOBBIE U 0oJice 3()(heKTUBHBIC aIrOPUTMBI O€3 HEOOXOIUMOCTH B UCIIPABICHUN

CYIICCTBYIOLIUX cTaHmapToB IPsec. IPseocbecneunBaetr KOHGUACHINATBHOCTD U IICIOCTHOCTD
JIAHHBIX, & TAKXKe ayTeHTU(HUKAIMIO UX UCTOYHHUKA Mepe] COSTMHEHUEM y3II0B Ha ypoBHE IP.

|PS€C33H_II/IH_IaeT IMyTb MCIXKAY ABYMS IUIIO3aMHU, ABYMS XOCTaAMU WX NUTFO30M U XOCTOM.
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Cnyx06bl 6e3onacHocTn |IPsec

= KoHdunaeHumanbHOCTb

= LleNnoCTHOCTb AaHHbIX

= AyTeHTunkauma

= 3awmTa OT BOCNPOMN3BEAEHNS NAKETOB

Cnyx0b1 0e30macHOCTH |PSeCBbInonHs0T 4 BaskHbIe (YHKIIHH.

®  KonpuaenuuanbHocth (udposanue): OTnpaBuTensh MIH(PYET MAKETH IIEPE TEM,
KaK IMepeiaTh UX Yepe3 CeTh. DTO MPEJOTBPAIIAET BO3MOKHOCTH IIEPEXBaTa COOOICHUH.
Ecnu coobienne nepexBayeHo, 3I0YMBIIUICHHUK HE CMOXKET MIPOYHUTATh €TO0.

m  [lenocTtHocTh AaHHBIX: [loyyaTens MOKET IPOBEPUTH, OBLTH JIN JaHHBIE U3MEHEHBI BO
BpeMs nepenaun uepe3 MutepHet. IPSecrapantupyeTt 1en0CTHOCT JAHHBIX ¢ TIOMOIIBIO
KOHTPOJIBHBIX CyMM, IIPOCTOH MPOBEPKE MO N30BITOYHOCTH.

B AyrenTHdukanus. AyTeHTH(UKALNS FApaHTHPYET, YTO COCTUHEHHUE YCTaHOBICHO
C HY’KHBIM TIapTHEPOM 10 cBs3H. [lomyuaTens MoXKeT ayTeHTU(UITUPOBATH HCTOUHUK
MakKeTa, rapaHTUpys U cepTUGUIMPYS TOUTMHHOCTh UCTOYHHKA HH(OPMAITUH.

®  3ammuTa OT BOCHPOM3BeleHNs MaKeTOB. 3aluTa OT BOCIPOU3BEIEHNS FTapaHTHPYET, YTO
KaXXZIbIi AaKeT YHUKAJIEH U He Ayonupyetcs. 3auura naketos |PsecobecnieunBaercs 3a
CUET CPaBHEHUsI 110CIIEI0BATENbHBIX HOMEPOB II0JYYEHHBIX TAKETOB CO CKOJIb3SIILUM
OKHOM XOCTa Ha3HAUCHHMs WX 1LTI03a Oe3omacHocTH. [lakeT ¢ mocnenoBaTenbHbBIM
HOMEPOM HU)KE CKOJIB3SIIEr0 OKHA CYUTAETCS 3aII03aBLINM WIN 1yOIHpPOBaHHbBIM.
3amno3aaBuivie U JyOIUpOBaHHBIC TTAKETHI OTOPACHIBAIOTCS.
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KoHdmaeHumanbHoCTb (LUunchpoBaHue)

3annatute Teppu Cmuty  $100,00 3annatvte Teppu Cmuty  $100,00

C7o 1 x¢/ 100 gonnapos AnrOpMTM CTo 1 xx/ 100 nonnapoB

Anroputm
LuchpoBaHUuA wnchposBaHnsa

——rmf———
4ehIDx67NMop9eR
U78I0PotVBn45TR

4ehlDx67NMop9eR
U78I0PotVBn45TR

XMMM...
A He mory
3TO NpoyecTb

azme_on

HezammdpoBaHHEI TEKCT, TepeaaBaeMblil uepes ceTh MHTepHeT 00111ero 10CcTyna, MOXET
OBITH MepeXBavyeH U MMPOYUTAH 3JI0YMBINMUICHHUKOM. JIJ1s1 cOXpaHeHHs KOHPHUICHIIUATLHOCTH
JlaHHbIe HeoOxoauMo mudpoBath. [{upposoe ckpemOIMpoBaHHe JaHHBIX JeIaeT
HEBO3MOXHBIM X HECAaHKIIMOHUPOBAHHOE IIPOUYTECHHE.

UroOsl muppoBanue padboTao, OTIPABUTENb U MOTyYaTelb JOJKHBI 3HATH MPaBHiIa
npeoOpa3oBaHMs UCXOTHOTO COOOIICHHUS B 3aK0JMpoBaHHYI0 ¢popmy. [IpaBuina ocHOBBIBarOTCS
Ha alNrOpUTME U KITfo4e. AJITOPUTM — 3TO MaTeMaTrdeckasi QyHKIIHs, KOTOPOe KOMOUHUPYET
COO0O0IIeHNE, TEKCT, IU(PHI UK BCE BBILICTICPEUHCIIEHHOE CO CTPOKOU 13 Udp, KoTopast
Ha3bIBaeTCs KIFOYOM. B pesynbTare momydaercs HeUurtaeMoe 3am@poBaHHOE COOOIICHHE.
PacmmdpoBka Takoro cooOmieHuns KpaifHe CJI0’KHA X HEBO3MOXHA 0€3 KITHoya.

B npumepe Hibke M0Ip30BaTEIbh XOUET OTHPABUTH (PUHAHCOBBIN JOKYMEHT Yepe3 HTepHeT.
Ha nokanbHOM CTOpOHE TOKYMEHT KOMOUHHUPYETCS C KIIFOUOM H MTPOIYCKAeTCs Yepe3
anropuTm mudpoBaHus. B pesynpraTe momydaeTcs 3amupoBaHHBIA TEKCT, HE TIOAAAIONTHICS
pacidpoBke. 3aTeM 3alIupoBaHHBIN TEKCT OTIpaBisercs yepe3 MurepHer. Ha ynanennoi
CTOpOHE COOOIICHUE TOBTOPHO KOMOMHHPYETCS C KITIOYOM U CHOBA MPOIYCKAETCs Yepes3
anropuT™ mudppoBanus. B pe3ynpTaTe morydaeTcs HCXOHBIA (PUHAHCOBBIN JOKYMEHT.
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Anroputmbl WndpoBaHUA

Kniou Kniou

Knroy windpposanua = _#=—x [ewncppoBankHeli Koy

3annatus Teppu Cuvury  $100,00 3annatiTe Teppu Cmnty  $100,00

3awndpoeate Hewudpoeate

4ehlDx67N
U78IOPotV

AnropnTMbl WNGPOBaHNS:
= DES = 3DES
= AES = RSA

Cro 1 xx/ 100 gonnapos CTo u xx/ 100 fonnapos

27P_074

CrenieHb 0€30MaCHOCTH 3aBUCHT OT JITMHBI KITFOYa M anroputMa mudposanus. Bpems,
HE00XO0IMMOE JUIS IPOTOHA BCEX BAPHAHTOB, 3aBHCUT OT BBIYMCIUTEIHHOW MOIITHOCTH
KoMmmbioTepa. IloaToMy yem Kopode KITrod, TeM MPOIIIe €ro B3JIOMAaTh.

HCKOTOpBIC AJITOPUTMBIL H.II/I(i)pOBaHI/I}I 1 JJINHBI KIIIO‘IGI;’I, KOTOPBIC OHHU HUCIIOJIB3YIOT,
MPUBOIATCS HUXKE:

m  Auaroputm Data Encryption Standard (DES): Anroputm DESpa3zpaboran
koMmmanuer IBM. OH ucnoss3yer S6-0UTHBIN Ki1H04, KOTOPBIH 00eCIIeYnBacT
BBICOKOITPOM3BOANTEIbHOE mupoBanne. DESnpencrapaseT co00i KPUITOCHCTEMY
C CHMMETPHYHBIM KITFOUOM.

m  Auaroputm Triple DES (3DES): Anroputm 3DESsBsiercs BapuanTom 56-0MTHOTO
anroputma DES. 3DESaboraer takke, kak DES,pa3ouBas nanusie Ha 64-OuTHbIE
6noku. 3atem 3DESTpmxapl 00pabaTbiBaeT KaXKAbIi OJIOK, UCTIONb3Ys HE3aBUCHMBIE
56-0utHbie Karoun. 3DESnpemiaraer 3HaYMTEIbHOE YBEIHUCHUE KPUIITOrpadruecKoi
CJIOYKHOCTH I10 CpaBHEHHIO ¢ 56-0uTHbBIM anroputMoMm DES. DESipezcrasiseT codoit
KPHUIITOCUCTEMY C CHMMETPUYHBIM KITIOUOM.

m  Advanced Encryption Standard (AES): HanmoHansHbIi HHCTUTYT CTAaHIAPTOB
u texHonoruu (NIST) HenaBHo npunsin AES B kadecTBe 3aMEHBI CYIIECTBYIOIIETO
mmdposanust DESB kpunrorpaguueckux ycrpoiictBax. AES obecnieunBaer 6omnee
BBICOKHI ypOBEHb Oe30macHOCTH, ueM DESH pacxoayeT BEIYUCIUTEIBHYIO MOITHOCTh

6osee s pexrusho, yem 3DES. AESupennaraer Tpu BapuaHTa JUIMHBI KIIFOYa.
128, 192u 256 6ur.

m  Rivest, Shamir, and Adleman (RSA): RSA —acummerpuuHas kpunrocucrema. OHa
WCTIONB3YeT Kitoun aiuHoi 512, 768, 1024ut win Boie. |PSecie ucnons3yer anropuTM
RSA nns mmdposanus nanaeix. [Iporokon IKE ucnons3yet mudposanue RSATonbko Ha
JTane ayTeHTH(UKAINH y3II0B.

8-18 Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



O6meH knrovyamu DH

Kniou Kniou
< >

Kniou wudpposanHma s "= [OewwndpoBanbHbIii KMoJ
) 0Oba paeHoNpaBHLIX y3na
[AOIKHBI CO30aTb
De30nacHbIn COBMECTHO
MCNONb3yeMbli KMoy

3awmdposath Hewwdposats
Anroputmbl Ouddu-Xennmana:
= DH1

= DH2
= DH5

0P_0M

Asroputmsl mrdposanus, Takue kak DESu 3DESTtpebyroT 00111ero ciMMETPUIHOTO
KJIro4a st mpoBanust U aemudpoBanus. st OTIpaBKu OOIIMX CEKPETHBIX KIFOUCH
aIMHHUCTPATOPAM YCTPOUCTB UCIIOIB3YETCS HICKTPOHHAS T10YTa, YCIYTH Kypbepa HilH
HOYHO# sKkcmpecc. Ho camblii mpocToit MeTo1 06MeHa — 0OMEH OTKPBITHIMU KITFOUaMH
MKy MUAGPYIOMNM U ASHIH(PYIOIIMM YCTpOHCTBaMU. MeTo 1 00MeHa OTKPBITHIMU
KJTIOYaMH, KOTOPBIH Ha3pIBAaeTCs corjlacoBaHueM kimoder DH, mo3BonseT 1ByM y3mam
chopMUpOBaTh OOIIHIA CEKPETHBIH KITI0Y, TaXKe €CIIU VTS CBSI3U MEXKYy HUMH UCIIOIb3YeTCS
HeOe30MacHbIN KaHal.
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LlenocTHOCTbL AaHHbIX

KoHcone

Kowcone

KommyTtartop A
fali12 a0/11

MapuupyTtusaTop A

i MarvcTpansHsii
MarucTpankHsiit ManicTpans s ap P i
KommyTatop B KOMMYTaTop A ¥

" gl Cepsep
Q' TFTP

TepMUHANBHbIA

cepeep Koncons

fa0/12 SLhl
KommyTatop B

yTH3aTop B

Koucons

Koucons

AJ'IFOpI/ITM bl XaWWnpoBaHUA
= HMAC-MD5
= HMAC-SHA-1

Jannasie VPN nepenatores gepes cets MaTEpHET 0011eTO MocTyma. CyIIiecTByeT BEPOSTHOCTS,
YTO OHU OY/IYT MepeXBadeHbl K U3MEHEHBIL. [IJIst peleHuns 3Toi poblieMbl MOXKHO HUCTIONh30BaTh
QIITOPUTM 3aIHUTHI IIEJIOCTHOCTH JIAHHBIX. AJITOPUTM TIETIOCTHOCTH JIAHHBIX JJOOABJISIET XOIII

B coo0rieHue. X311 rapaHTUPYeT IETIOCTHOCTh UCXOTHOTO coo0IeHus. Ecim nepenaBaemprit
X311 COBIMAAET ¢ MOIYYCHHBIM X3IIIEM, 3HAUUT B COOOIICHUE He ObLITH BHECCHBI
HECaHKIIMOHUPOBAaHHBIC M3MeHeHUs. OTHAKO, €CITM 3HAYCHUS X3IlIa HE COBIAJIAI0T,

3HAYUT COOOIIEHNE OBITO U3MEHEHO.

B npumMepe BhIllie HEKTO MbITaeTcs oTipaBuTh Teppu Cmuty yek Ha 100 momnapos. Ha
yaajeHHoH cTopoHe Ajieke J[»KoHC nbITacTcst 0OHanuuuTh yek Ha 1 000xommapos. [Ipu
nepenave yepe3 MaTepHET Yek ObUT MOMUGUITUPOBAH. BEUTO M3MEHEHO MMSI ITOTyJaTelIs

¥ cCyMMa B ojuiapax. B aToM cirydae, eciii ObLUT UCTIONB30BaH AITOPUTM JTSI 3aIIUTHI
IIEJIOCTHOCTH JTAHHBIX, X3IIM HE COBMAIYT U TPaH3aKIUs OyleT NprU3HaHa HeIeHCTBUTEIBHOM.

Keyed Hashed Message Authentication Codes (HMA&p-anropur™, rapaHTAPYIOITHIA
LIEJIOCTHOCTE coo0IIeHNs. Ha 1oKaibHOM CTOPOHE COOOIICHHE U OOIIMI CEKPETHBIM KITIOY
MPOITYyCKAIOTCS Yepe3 ajJrOpUTM XAIINPOBAHUS, KOTOPBIM TeHEPUPYET 3HAUSHHE XdIIIa.
3areM cOoOOILICHNE U XD NEPEAAI0OTCs Yepe3 CETh.

CymectByeT aBa craHAapTHeIX aaropurMa HMAC:

m HMAC- Message Digest 5 (M D5): Ucnons3yer 128-0uTHBIi 001Ul CEKPETHBII
ko4, CooOleHHe IepeMeHHbI JTHHOW U 128-0UTHBIN OOIIMH K1Y KOMOMHUPYIOTCS
U IPOIyCKatTes Yepes anroputm xamuposanust HMAC-MDS5. B pesynbrate noiy4aercs
128-0utHbIi X311, X311 100aBISIETCS K HCXOAHOMY COOOIICHHUIO M ITEPEIacTCs
B yJaJICHHBIHA y3e7.

m HMAC- Secure Hash Algorithm 1 (SHA-1): HMAC-SHA-1 ucnionb3yer 160-0uTHbIi
cekpeTHbIH Kito4. CoolmieHue nepeMeHHoi AMuHbl 1 160-0uTHBIH 00K KiTtoY
KOMOMHHPYIOTCS U IPOIYCKAIOTCA Yepe3 anroputM xaiupoBanus HMAC-SHA-1.

B pesynbrate momydaetcss 160-0uTHBIN Xa111. X111 J00aBISETCS K HCXOIHOMY
COOOIICHUIO U TIePeaacTCs B yJaJCHHBIHN y3edl.
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AyTteHTUnkaymsa

YaaneHHbIin oduc KopnopaTuBHbLIA oghuc

E M—:— WHTEPHET
7 '

---------- --- PaBHOMpaBHbIW y3en ==-=--f-==-------
—_—
AyTeHTUdUKaLKna

OTgen/line kagpos

o

MeTofbl ayTeHTUpMKaL KN y3noB:
= PSK
= [ognucm RSA

[Tpu Benennu Ou3Heca HA OONBIINX PACCTOSHUSX BXKHO 3HATH, KTO HAXOJAMTCS HA IPYTOM
CTOpOHE TeJe)OHHOM JTMHUH, TPUHUMAET JIEKTPOHHOE COO0IeHHE M (pakc. DTO MPaBHUIIO
otHOcHUTCs U K ceTsiM VPN. YcrpoiictBo Ha apyroi cropone TyHHens VPN 10/mKkHO ObITh
ayTEHTU(PUIIMPOBAHO, MIPEK/IE YeM KaHa! OyJeT Mpu3HaH Oe30macHbIM. CyIIeCcTBYeT JIBa
METO/Ia ayTeHTH(HUKAIINY Y3IIOB!

m  PSK: CekpeTHblil KITI0Y, KOTOPBIN BPYYHYIO BBOJUTCS Ha BCEX y3JaX U UCTONB3YeTCS
Ui uX ayrentudukanud. Ha kaxmoit u3 cropon PSKkoMOMHUpPYETCS ¢ ApyruMu
JTaHHBIMHU JUTS POPMHUPOBAHHUS KITFOUA ayTCHTU(PUKAIIH.

m  Iloanucu RSA: Hcnonb3yor o0MeH nu(POBBIMU cepTH(GHUKATAMHU IJIs Ay TCHTH(PHUKALHH
y3510B. JIOKanbHOE YCTPOMCTBO MOMYUACT XIII U MIU(PPYET €ro ¢ UCTIONIb30BAHUEM
3aKpBITOrO KiMfoua. 3armudpoBaHHbIi Xom1 (1udpoBas MOAMUCH) PUIIATaeTCs
K COOOIICHHUIO ¥ MepechuTacTes yaaleHHOMY y3i1y. Ha yaaneHHoM y3ie 3anm@poBaHHbIT
XM paciu(poBEIBACTCS C HCIIOIB30BAHUEM OTKPBITOTO KITFOUYA JIOKATHHOM CTOPOHHI.
Ecnu pacmidpoBaHHBIH X311 COBMAAET C MOBTOPHO BBIYUCICHHBIM X3IIIEM, MOJITHACH
CUUTAETCS MOJIMHHOM.
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CTpyKkTypa npoToKonoB IPsec

B sToM pazzene onuceiBaeTCs akTHBANUA MH(ppOBaHUS, CPEIACTB 0€30IIACHOCTH
1 ayTeHTH(UKAIMK IS [TaKeTa MpoToKoJoB IPsec.

lNpoTokonbl 6esonacHocTn IPsec

3aronoBok ayTeHTUdNKaLun

MapwpyTtusatop A MapLpyTusaTop B
a Bce gaHHble 0BbIMHBIM TEKCTOM
AH oBecneuuBaeT cnegyollee:
= AyTeHTudpmkauna
= LenoctHocTb

MHI{al'IcyHHLI,HFl 6e30nacHbIX NONEe3HbIX JaHHbIX

MapwpyTtusaTop A MapuwpyTtusatop B
[NonesHble AaHHbIe WKdpyroTca

ESP obecneumBaeT cnegyoLlee:
= ludpposaHue

= AyTeHTudpuKaLuw

= LenocTHocTb

N E

IPsec -sTo cTpyKTypa OTKpPBITBIX cTaHAapTOB. IPSeconpenenser oOMeH cooOLUIeHUIMH
JUTS 3aIIUTHI KAHAJIOB CBSI3M, HO MCIIOJIB3YET CYIIECTBYIOUINE MPOTOKOJbI. CyIIecTByeT
JIBa OCHOBHBIX IIpoTOKona IPsec.

m  AH: AH —»3T0 npoToK0JI, KOTOPBIH ClIeyeT UCIIOIb30BaTh, KOTAa KOH(DUACHIINAIBHOCTh
He TpeOyeTcs uin He pasperieHa. OH oOecreynBaeT ayTeHTH(GHUKAIMIO U 1IEJTOCTHOCTb
IP-makeToB, nepeaBacMbIX MEXIy IBYMsl CHCTeMaMu. [IpOTOKOI BKIIIOYAET METOIH,
KOTOPBIC TIO3BOJISIOT POBEPUTH, OBLITH JIN COOOIICHMS, TIepeaBacMbIC 13
Mapmpyrtusatopa A B MapmpyTtu3atop B, namMenens! Bo Bpems nepeaauu. [Iporokon
MPOBEPSCT UCTOYHUK JIAHHBIX, B TJAHHOM IPUMEPE ATO JOJDKEH OBITH MapuipyTu3atop A
unmn B. AH e ob6ecnieunBaeT KoHGHICHIHANEHOCTH (MU POBaHMs) MaKeTOB. Beck TeKkCT
nepenaeTcs B HesamudposanHoM Bujae. CaM 1o cede npoTtokon AH obecrieunBaeT ciiadyro
3anuTy. [losTomMy mpoTokoa AH HcHoab3yeTcs COBMECTHO MpoTokojaoM ESPmis
obecrieyeHrs MU(PPOBAHUS U 3AIUTHI OT HECAHKIIMOHUPOBAHHOTO H3MECHEHHUSI.

m  ESP: TIpotokon 6e30macHOCTH ¢ TOAMSPKKON KOH(PUACHIIMATBHOCTH (1poBaHHe)
u ayrenTudukanuu. ESPobecneunBaet KoHQUACHINAILHOCTD MyTeM MK POBAHUS
IP-maketoB. [lludpoBanne |P-makeToB CKpHIBACT IMOIE3HYIO YaCTh IMAKETA, a TAKKE
yIIOCTOBEPEHHUS HCTOYHHKA M MecTa Ha3HaueHHs. ESPBemmonnseT ayreHTHdKamio
BHyTpeHHero IP-nakera u 3arojgoBka ESP.AyrenTrdukariys moapasyMeBaeT IpOBEPKY
MOJUIMHHOCTH UCTOYHUKA JAHHBIX H 3allIUTy LEJOCTHOCTH AaHHBIX. XOTs UCIOIb30BaHHE
mmdpoBaHus U ayTeHTUPHUKALUU B TpoTokoie ESPHeobs3aTensHO, HE00X0IUMO BEIOpAThH
XOTs OBl OZIHY M3 3TUX (PYHKIHH.

8-22 Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0 © 2007 Cisco Systems, Inc.



CtpykTtypa IPsec

Crpykrypa
IPsec

- Ba PUaHTbIL:

Mpotokon IPsec

LLndpoeaHue

AyTeHTUMKayma

DH

DH5

2007 Choo Systems, Ic. Boe npasasaumieHs) IOND2

IPsec -5To0 cTpyKTypa OTKPHITEIX CTAHIAPTOB, KOTOPAst OIPEACIIACT IpaBuiia Oe30TTacHOU

cBs3u. |PSeqicnonb3yeT cymecTBYIOIUE alrOPUTMBI UG POBAHHS, Ay TEHTH(PHKAITUH
1 oOMeHa KiirouaMi. HekoTophie U3 cTaHIapTHBIX alrOPUTMOB, HCIIONb3yeMbIx IPsec,
MIePEUYHCICHBI HIXKE!

m  DES: Brimonnser mwudpoanue U paciinppoBKy JaHHBIX.

m  3DES: [Ipeanaraet 3HaUNTENIFHOE YBEIUYCHNUE KPUNTOTPAYUIESCKON CIOKHOCTH
o cpaBHEHMIO ¢ 56-0uTHBIM anroputMoM DES.

m  AES. OGecneunBaet 0OJIBIIYIO CIOKHOCTD IMIM(PPOBAHKS B 3aBUCUMOCTH OT
UCIIOJIb3YEMOH JTHBI KJIF0Ua, a TAKXkKe 00Jiee BBICOKYIO TIPOU3BOIUTEILHOCTb.

m  MD5: AyrentudunupyeT JaHHbIE IAKETa C UCTIONb30BaHueM 128-6utHoro obriero

CCKPCTHOI'O KJIrO4a.

m  SHA-1. AyreHTuduuupyer gJaHHBIE TaKeTa ¢ Ucmoib30BanneM 160-6uTHOrO 0011eTO

CCKPETHOI'O KJIrO4a.

®  DH: [lo3Bomser 18ymM cTopoHaM (pOpMHUPOBATH OOIINN CEKPETHBIA KITFOU,
HCIIOJIB3YEMBIH JIJIs aJITOPUTMOB MInGpoBaHus U x3mupoBanus DESu MD5,
4yepe3 HeOe30MaCHBIA KaHAT CBSI3H.

B npumepe Ha pucyHKe NPUBOASTCS 3JEMEHTHI CTPYKTYpbI IPSECKoTopbie 3amoaHsoTes

npotokonamu. [Ipu HacTpoiike cimyx0 O6e3onacHocTH nuto3a |PseccHayana cienyet BEIOpaTh

npotokoi IPsec Jloctynusie Bapuantel: ESPu ESPc AH. Bropoe mone —aaroputm

mrdpoBanus. Beioepute anroputm muppoBaHus, COOTBETCTBYIONIUN HEOOX0IUMOMY YPOBHIO
oe3omacHoctu: DES, 3DESumu AES. Tpetbe nosne —ayrentudukanus. BeiOepure alnropurm

ayTEHTU(QUKAIUY [Tl 3aIUTHI 1lenocTHOCTH AanHbIX: MDS5S wim SHA. Tlocneanee momne —

rpymnna aaroputma DH. Bribepure rpynmy DH: DH1 unn DH2. IPseaipenocrasisier
CTPYKTYPY, aAMUHHCTPATOP BBHIOUPAET aJrOPUTMBI, Ha 6a3€e KOTOPBIX peaTu3yloTCs
CITyObI 0€30MTaCHOCTH B paMKaxX 3TOH CTPYKTYPHI.

© 2007 Cisco Systems, Inc.
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Pe3ome

B sToM pazzpene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

Pe3ome

= OpraHunsauvm BHegpstoT VPN B kayectBe 6onee 3kOHOMUYHOM,
Ge3onacHoi 1 MacLuTabupyemon anbTepHaTyBbl TPAA ULMOHHBIM
rno6anbHbIM CETAM.

= VPN ans coegnHeHns NnoLafgokK 3almwaT Tpad vk Mexay
y3namm MHTpaceTtun u akcTpacet™. VPN yganeHHoro goctyna
3almLaoT nepegaydy AaHHbIX MeXOy KOMMbITEPOM yaarneHHOro
paboTHWMKA U LieHTpanbHbIM 0chucom.

= VPN MOXHO BHEOPWTb Ha OCHOBE pasnunyHbIxX ycTponcts Cisco:
mappyTtusaTopoB Cisco |0S, aganTMBHbIX YCTPONCTB
6e3onacHocTn ASA 5500 m MO Cisco VPN Client.

= |[Psec — 3710 CTpyKTypa, KoTopas o6benuHAET NPOTOKONbI
n obecneynBaeT KOHOWOEHUNANBHOCTb, LIENOCTHOCTb
n ayteHTudmKaumnio aaHHbIx ans VPN.

= AH 1 ESP — masHble npoTokonbl CTPYKTypbl IPsec.
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3aHATUe 2‘

Co3gaHue NoaKoYeHus
TUNa «TodKa-Touka» K [ BC
C nomoLlbto npotokona PPP

0O630p

Ciyx0bI TTIO0ATEHOM CETH, KaK MPaBUIIO, MPEIOCTABIISIOTCS TTOCTABIIMKOM YCIYT Ha YCIOBHSIX
apeHbl. HexoTophie ci1yKObI T100aTbHON CETH PACCMATPHUBAKOTCS KaK MOKITIOUEHUS 2-T0
YPOBHS MEXJY YAAJICHHBIMHU TUIONIAIKAMHE, U PEOCTABISIOTCS TeNe(YOHHBIMI KOMITAHUSIMH

C UCTOJIb30BaHMEM KoMMmyTaTopoB ['BC.

PPP -5T0 npoTOKOJI HHKATCYJISAIMH, UCIIOIb3yeMblit ist epenaun |P-rpaduka
4epes MociieI0BaTeNbHbIC TOAKITIOYCHUS TUTIA KTOYKA-TOYKa» (APECHIOBAHHBIC KAHAJIBI).
B sTOM 3aHsATHHM ONMUCHIBAaETCS MPUHIIMIT PAa0OTHI, HACTPOIKA ¥ ITpoBepKa npotokona PPP.

3agauu

[To oKOHYAaHUY ATOTO 3aHATHSI BBl CMOYKETE TOAKIIIOYATHCS K ITOCTABIIUKY YCIYT Yepe3 CeTh
Y OTIMCHIBATH MPUHITAT PAaOOTHI M HACTPOHKY npoTokosia PPP.DTo 3HaunT, 9T0 BB CMOXKETE
BBITIOJTHSATH CIIEYIONINE 3a/1a9H:

N OIUCHIBATh THITBI MHKATICYJISINH, JOCTYITHBIC 11 MapiipyTu3aTopos Cisco;
B ONMCHIBaTH PYHKIMH U BOZMOKHOCTH IpoToKkona PPP;

B HacTpauBaTh U mpoBepsATh VTP.



O6wune cBegeHna ob6 MHKancynauum ansa
rno6anbLHOU ceTun

B aTom pazjgene omucHIBAIOTCS pa3IMIHBIC MPOTOKOJIBI HHKATICYIISAITUH, HCTIOIh3YEMBIC
TUTSL COSIMHEHUS YIaICHHBIX TUTOIIAI0K.

CraHpapTHble NPOTOKONbI
uHkancynauvu ansa NBC

PPP, HDLC
ApeH,D,OBaHHaﬂ JIMHUA:

E

Frame Relay, X.25, ATM
MocTaBLyuk
MNakeTHas koMMyTaUWs: yenyr
Telco
PPP, HDLC
MocTaBLyuk
KommyTauus ceTeii: POTS it ISON

Ethernet

MocTaBLmk
Metro Ethernet: a yenyr

Telco

PPPoE, PPPoA, Ethernet

w . MocTaBLink MocTaBLmk
MpokononocHas: KaBenbHoro | WnTepHeT-
DSL yenyr

)

XK.

[Tepen nepenaueii uepe3 kanan ' BC manaple HHKANCYIHPYIOTCS B Kaaphl. UTOOBI cucTeMa
BbIOpaia BEpPHBII MPOTOKOI, HEOOXOUMO HACTPOUTH COOTBETCTBYIOIIHMHA THI MHKATICYIIALINN
BTOPOTO YPOBHs. BRIOOp MPOTOKOIIa BTOPOTO YPOBHS 3aBUCHUT OT TexHonoruu I BC

Y KOMMYHUKAIIMOHHOTO 000pyaoBanus. Hike onmuckiBaroTcs cTaHaapTHEIC MpoTokoisl [ BC.

High-Level Data Link Control (HDLC): Tum uHKancyssiiue, KOTOPBIH M0 YMOJITYaHHIO
ucrone3yercs npoaykramu CiSCOMIS MOKITIOUCHUH «TOYKa-TOYKa», BBIICICHHBIX
KaHaJIOB U MOJKIIYCHUI ¢ KOMMyTanuei kaHanoB. Kak npasuio, mporokoa HDLC
UCIIONB3yeTcs1, Koraa ycrpoiictBa CiSCOB3anMOICHCTBYIOT Yepe3 COCANHEHHE
«royka-rouka». HDLC —3T0 GUTOBBIN CHHXPOHHBIN MPOTOKOJI KAHAJILHOTO YPOBHHI.

PPP: O6GecrieunBaeT coeMHEHIE MEXKTy MapIIPYyTU3aTOPAMHU M COCTUHEHIE

MEXJTy XOCTOM M CEThIO Yepe3 CHHXPOHHBIC M aCHHXPOHHBIC KaHaibl. [Iporokon PPP
TpeaHa3HadeH I pabOTHI C HECKOJIBKUMH MTPOTOKOJIAMH CETEBOTO YPOBHS, BKIIrouas IP.
PPProanep:xrBaeT BCTPOCHHBIE MEXaHU3MbI 00CeCIIeUeHHsI 0€30IIaCHOCTH, TAKHE KaK
Password Authentication Protocol (PAPThallenge Handshake Authentication
Protocol (CHAP).

X.25u Link Access Procedur e, Balanced (LAPB): Crangapts! ITU-T onpeaersitor
MeToAbl obciayxuBanus coequaeHni mexxay DTE u DCE anst yaaneHHOro TepMHHAIBHOTO
JOCTYyTIA U TIepeadn JaHHBIX MEKIY KOMITBIOTEPAaMH B ceTsX obiero nocryna. Ctanaapt
X.25 onpenenser LAPB, mpoTokoJ1 KaHAJIbHOTO YPOBHS, KOTOPBIH yIpaBisieT nepeaadei
nanHbix Mexny DTE u DCE, B ToM unciie HHKAICY/ISIUEH TAKETOB B KaJIPHl,
KiaccuuKauen u BeisiBIeHHeM omnoOoK. [IpoTokon X.25 —npeaniecTBeHHNUK

Frame Relay.
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m  FrameRéay: IIporokon, 3amenuBmuit X.25. CTaHIapTHBIH KOMMYTHPYEMBIH IIPOTOKOI
KaHAJILHOTO YPOBHS, 00pabaThIBAOIIHIA HECKOIBKO BUPTYyalbHEIX KaHamos (VC). Frame
RelayontumusupoBaH Aj1st UCKITIOUSHHUS HEKOTOPBIX JTUTEIBHBIX MPOIECCOB, TAKMX KaK
WCIIPaBIICHUE OIUOOK U yIPaBJICHUE TTOTOKaMH, KOTOPBIE UCIIONB30BATUCH B X.25 st
KOMIICHCAIIMH HEIOCTATKOB CTaphIX HEHAJIC)KHBIX KaHAJIOB CBSI3H.

®  ATM: DTOT NpOTOKOJI SBIAETCS MEXIYHAPOIHBIM CTAHAAPTOM MEpEIaUH SUCEK.
Jist pa3IM4HBIX CITYKO0, TAKUX KaK IOJI0C, BUACO U JAHHBIE, UCTIONB3YIOTCS SUCHKU
¢dukcupoBanHoit 1mnHbI (53 Oaiita). TexHoMOrMst KOMMyTalUH siueek ATM, ucronb3yer
SYEHKH (PUKCUPOBAHHOW JAJMHBI. DTO TIO3BOJISET BHIMOIHATH 00pabOTKy Ha armapaTHOM
YPOBHE, UTO B CBOIO OYepeb YMEHbLIAET 3a1epxKu nepegadd. [Iporokon ATM
pa3paboTaH, 4TOOBI pealn30BaTh MPEUMYIIECTBA BBICOKOCKOPOCTHBIX CpeJl Tiepeiadn
IaHHBIX, Takux Kak 13, E3u SONET.

L meOKOHOHOCHLIe TexHoJorum. B TCIICKOMMYHUKAIIUAX TCPMUH «IHPIpOKOHOJ'IOCHI:Iﬁ)),
KakK IIpaBuJjio, OTHOCHUTCA K KaHally, B KOTOPOM HECKOJIbKO (bpaFMCHTOB JaHHBIX
nepeaaroTcsa OJHOBPECMCHHO IJId MOBBIIIICHUSA 3(1)(1)€KTI/IBHOﬁ CKOpPOCTH Iiepeaayu,
HC3aBUCHMO OT (baKTH‘leCKOfI CKOpPOCTH. B cereBoM IMPOCKTUPOBAHNUU 3TOT TCPMHUH
OTHOCHUTCA K MCTOJaM MEpcaavuu, B KOTOPLIX ABA UJIH 0oJlee CUTHAJIOB HCIIOJIB3YIOT
OIHY Cpcay nepcaavu. HeKOTOpBIC W3 TaKUX TEXHOJOTHI MEPCUNCIICHBI HUKE.

—  DSL-PPP nosepx Ethernet (PPPoOE) u PPP mosepx ATM (PPP0A): CemeiicTBo
TEXHOJIOTH, oOecrieunBaroiee nepeaaqy MuQpoBbIX JaHHBIX 110 MPOBOIAM MECTHOI
TeneoHHOM ceTH. Kak mpaBmito, CKOPOCTh 3arpy3Ku MOTPEOUTEIHCKUX CITYKO
DSL cocrasusger ot 25610 24 000K6uT/c, B 3aBUCUMOCTH OT TexHOnoruu DSL,
COCTOSIHUSI JIMHUY U YPOBHS 00cyxkuBanus. Peamuzaruu DSL 9acTo ucnons3yror
PPPoE1 PPP0oA ObGa ucnionHeHus NOAAEpKUBAIOT cTanAapTHbIe QyHkumn PPP,
Takue Kak ayreHTudukaiys, mudposanue u cxarue. PPPOE 5To ceTeBoii mpoToKos
1utst nHKancyssun Kaapos PPPe kanper Ethernet. PPPOA 310 ceTeBoii poTokomn
nust nHKancysun kaapos PPPe ATM Adaptation Layer 5 (AALS).

—  Kaéeannslii Ethernet: KabensHblit MogeM obecrieunBaeT JOCTYI K U(BPOBOMY
CUTHAITY, IEPEJAHHOMY Yepe3 TeJICBU3UOHHYIO KaOeIbHYI0 UHPPACTPYKTYPY.
KabenpHbIe MOIEMBI, KaK MTPABUIIO, IPUMEHSIFOTCS TSI IIMPOKOTIOIOCHOTO JJOCTYTIa
B MHTepHET Ha 6a3e HENCIOMB3YeMOM TI0JI0CHI MTPOITYCKAHMS TEICBU3MOHHOM
kabenpHOM cetu. [Tomoca mporryckaHus KabeIpHBIX MOJIEMOB OM3HEC-Kacca,

Kak IpaBmIIo, coctasisieT ot 3 Mout/C mo 30 M6wut/c. CoBpeMeHHBIE KabeTbHbIE
MOJIEMBI HCTIONB3YIOT (hopMaT kaapoB Ethernetuist nepenaun nanubix yepes
BOCXOJIAIINE U HUCXOASAIINE KAHAIBI TIepeayur JaHHbIX. KaKabli U3 HUCXOASIINX
KaHAJIOB MEPeIavr JAaHHBIX U CBI3AHHBIX C HUMU BOCXO/ISIIMX KAHAIOB B KaOCTbHOM
cetu hopmupyer riobansHyo cets Ethernet.

m  Metro Ethernet: Metro Ethernetyieron ripegocTaBieHHs] MHOTOTOYEUHBIX CEPBHUCOB
U CEPBUCOB «TOYKA-TOYKa>» ObUT CO3/IaH B CBSI3H C PACHPOCTPAHEHHEM HOBBIX ONITHYECKUX
cpen B uH(pacTpyKTypax opranusaiuii. KopnopaTuBHbIC 3aKa34MKH, HCTIOIb3YIOIINE
Ethernets komrmiekcax 31anuii B TCUCHHE MHOTHX JIET, IOCTHIIIH BEICOKOTO YPOBHSI
YBEPEHHOCTH B 9TOM TEXHOJOTHHU M MPOCIT CBOMX MMOCTABIIMKOB YCIIYT MPEIOCTABIIATH
Ethernets kauectBe BapuanTa nmoakmodenus. Bosmoxuo, Ethernetsnsercs camoi
MacImTabupyeMOou TPAaHCIIOPTHOW TEXHOJIOTHEH — II0JI0Cca MTPOITYCKAHS COCTABIISAET OT
10 M6wur/c mo 10T'6ut/c, 3ammanupoBana mojoca nponyckauus 40T6ut/c. CymecTByer
HECKOJIbKO METOJIOB Iepeiaun qaHHbix Ethernetro merpoceTsim:

—  mepenava Ethernetiepes «remMHOE» ONTOBOJIOKHO;
—  nepenava Ethernetiepes cetu SONETU cuaxponHoii iudpoBoit nepapxuu (SDH);

—  mepemaya qaHHbIX Ethernet ucnonszosannem texuomorun Resilient Packet Ring (RPR).
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O630p PPP

B aTom pazpene onuchIBarOTCS (GYHKITMH M BO3MOXKHOCTH mpoTokosia PPP.

O6G3o0p PPP

L MHoronpoTokonsHas
MHKaMNCYNALMA ¢ UCMONB30BaHHEM
HT npotokonos NCP s PPP
J

L TCP/IP PPP-uHkancynaums
NOVE" IPX a ﬁ e
;ﬁ AppleTalk

? e |
g HacTpoiika u ynpasnexwe coegMHeEHHeEM g

A € Mcnonsk3oeaHwem LCP B PPP 5

= PPP nepeHocUT nNakeTbl pasnuyHbIX CTEKOB MPOTOKOIOB
¢ nomotubo NCP.

= PPP ynpaBnsier co3gaHneM KaHanoB pasfnyHbIX TUMOB
¢ nomouybto LCP.

IIporokon PPPObLT pa3paboTran 1j1s MOAIEPKKH KaHAIOB THIIA «To4Ka-Touka». [Iporokon PPP
onuchiBaeTcs B ctanaapTax RFC 1661u 13321 nHKancy/aupyeT AaHHbIC IPOTOKOJIa CETEBOrO
YpOBHSA B KaHaJbl «to4ka-rouka». RFC 166 moandunuposan B crangapre RFC 2153,
pacwupenus PPP 015 npouzsodumeneil.

[IpoTtokon PPPMoxHO HACTPOHUTH HA CIEAYIOMUX TUMAX (PU3NIECKUX HHTEPPEHCOB.

B ACHHXPOHHBIH NocJie0BaTebHbIN HHTEpdeiic: KoMMyTHpyeMBbI JOCTYIT Yepe3
0OBIYHYIO aHAJIOTOBYIO TENEPOHHYIO JINHUIO.

m  CuHXpOHHBIH MocaeaoBaTeJbHbIi HHTEpdeiic: ISDN win apeH10BaHHbBIC KaHATIbI
«TOYKA-TOUKA.

ITpoTokon ynpasnenus kananom (LCP), Bxoxsimmii 8 PPP picrons3yercs s co3maHus

1 HacTpoiiku (yHKuMi KoHTpois kanana 'BC. PPPuopennaraer o6mupHslii Habop ciryxo.
Otu ciy)0bl peanusytores mpotokojaoM LCP u, kak npaBuiio, UCIOIB3YIOTCS IS
COTJIACOBaHMS U MPOBEPKH KaapoB. OHU MO3BOJISIOT BHEAPATH DIEMEHTHI yIIPaBIICHHS,
KOTOpBIC aJIMUHUCTPATOP BBIOPAI JUTS TIOJKITFOUCHUS.

Bnaronmaps ¢pynkimsam BepxHero ypoBHsi PPPMokeT nepeHOCUTh TaKeThl HECKOIBKIX
MPOTOKOJIOB CETEBOTO YPOBHSI C MOMOIIBIO TIPOTOKOJI0B yripasnenus ceTbio (NCP).TIpoTokosst
NCPucnons3ytoT GyHKIIMOHATBHEIE MTOJIs, KOTOPhIE COJCPIKAT CTAaHIAPTU3UPOBAHHBIC KOJIBI.
OTH KOJIBI YKa3bIBAIOT, KAKOW THII IMMPOTOKOJIA HHKAIICYIMPOBaH B Kaape PPP.
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<

Co3pnaHue ceaHca PPP

me_m3

Co3spnaHve ceaHca PPP:
1. 3rtan dhopmmpoBaHusa kaHana
2. OTan ayTeHTUdmKaunmn (HeobasarenbHbIN)
[Ba npotokona ayTeHTudpukaumm PPP: PAP n CHAP
3. OTan npoToKkona CeTeBoro ypoBHS

Cosnanue ceanca PPPcocrout u3 Tpex aramnoB. B tabiuiie HUXKe MPUBOINUTCS OITHUCAHUE

OTHUX DTAIlOB.

dTtanbl co3naHua ceaHca PPP

ATan

OnucaHue

1. 3Tan hopMUpoBaHs
KaHana

Bo Bpems aToro atana kaxaoe yctpoiicTBo PPP oTnpasnseT
nakeTbl LCP ans npoBepku kaHana nepegayn AaHHbiX. MakeTbl
LCP copepxat none KoHurypaumu, koTopoe nossonser
YCTpOWCTBaM corfiacoBaTb UCMOSIb3yeMble NapaMeTpbl, Takue
KaK MakcMMarbHbIi pasMep NpuHMMaemoro 6roka, cxartue
oTaenbHbIX nonet PPP 1 npoTokon ayTeHTMdMKaLmm kaHana.
Ecnu none koHdurypauum He BxoauT B nakeT LCP, npumeHsiioTcs
napameTpbl KOHUrypaLmm no yMonyaHuio.

2. OTan ayTeHTudMKaumm
(Heobsi3aTenbHbIN)

Mocne co3naHusa kaHana v Bbibopa NpoTokona ayTeHTudmkaumum
y3en NepexoauT K aTany ayTeHTudukaumu. Ecnu ayteHTudukaums
UCronb3yeTcsl, OHa BLINONHAETCA 00 3Tana NpoTokona

CETEBOIO YPOBHSI.

PPP nopgpepxuBaeT gga npotokona ayTeHTudukauumm: PAP

n CHAP. Oba npoTokona onvceiBatoTcs B ctaHaapTe RFC 1334,
rpomokosibl aymeHmudgbukayuu PPP. OgHako ¢ nosiBneHnem
craHpgapTa RFC 1994, npomokon CHAP 0ns PPP, ctaHpapT
RFC 1334 Bbien us ynotpebneHus.

3. OTan npoTtokona
CeTeBOro ypoBHS

Bo Bpems aToro atana yctponctsa PPP otnpasnsioT nakeTsl NCP,
4YTO6bI BbIGPaTL M HACTPOUTL OAUH UMM HECKONBbKO MPOTOKONOB
CeTeBOro YpPoBHs, Takux Kak IP. MMocne HacTponku Kaxgoro ns
NPOTOKOSOB CETEBOrO YPOBHSA AaTarpaMMbl 3TOrO NMpoToKona
MOXHO nepefasaTh Yepes KaHar.
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lNMpoTokonbl ayteHTUUMKauumn PPP: PAP

YpaaneHHbliA mapLupyTusaTop PAP MapuwpyTusatop B
(CaHra-Kpys) [ByxaTanHoe KBUTUpOBaHWe LeHTpansHoM oduce
(HQ)
“‘santacruz, boardwalk”
>
anIHFlTb WU OTKNOHWTb
<

HasBaHwe y3na: santacruz Mms nonb3osarens: santacruz, 3
[Maponb: boardwalk Maponk: boardwalk S
3

= [laponu ayTeHT1uKaLmm oTnpasnsaioTcs B He3awm poBaHHOM BUAE
= [NonbITkKaMu ayTeHTUKaUUm ynpaenseTca yaaneHHbiA y3en

PAP —aT0 nBycTOpOHHMIT POTOKOJ YCTAHOBIIEHUS COSTUHEHNS, KOTOPBIH IMPE0CTaBIISICT
MIPOCTOM METOJT CO3AaHMs yaocToBepeHus xocra. IIporecc PAP BeITIONIHSETCS TTOCITE
MEepBOHAYAILHOTO (POPMUPOBAHUS KaHATA.

ITo oxoHuaHuu >Tama CO3aHHsA KaHalla PPPYL[aHCHHBIfI Yy3€JI HCCKOJIBKO pa3 MOChbUIACT
UM TTOJIB30BATCIIA U IIApOJId B MApIIPYyTHU3aTOP, [TOKA HE NOJYUYUT HNOATBCPIKACHUC
ayTeHTI/I(l)I/IKaLII/II/I WK IIOKA MOJKIOYCHHUEC HE 6YL[CT pa3opBaHo.

PAPHe sBseTcss CHIIBHBIM ITPOTOKOJIOM ayTeHTHGuKaIuu. [lapomau oTmpasisiroTcst

Yepe3 KaHajl B BUJIe He3am(QpPOBaHHOTO TEKCTa. ITO MOXKET ObITh HOPMAaJIBbHO B Cpefiax,
WCTIONB3YIONINX MapKepHbIe MapoIi, KOTOPhIe MEHSIOTCS ITPH KaXKI0W ayTCHTU(QHUKAIINH,

HO B OOJIBIIIMHCTBE CPEJ CIOJIL30BAaHUE 3TOTO MPOTOKOIa OymeT HebezomacHo. Kpome Toro,
MPOTOKOJI HE MOJIICPKUBACT 3alIUTY OT BOCIIPOU3BEICHUS ITAKETOB U aTaK [0 METOy IPO0
1 OMMOOK — YaCTOTON M BPEMEHEM TOTBITOK BX0J1a B CHCTEMY YIPABIISICT yIAICHHBIA y3el.
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NpoTokonbl ayTteHTUpnkauum PPP: CHAP

YnaneHHblit MapwpyTusaTop CHAP MapLupyTusaTop B
(CaHTa-Kpy3) TpexaTanHoe KBUTMpPOBaHWe LieHTpansLHoM ocuce
(HQ)
| Bbizos |
¢ a
-
OtBer
I
»
Mmsa nonbsosaTtena: HQ | anIHSlTb UMY OTKNOHUTB | Mms nonb3oeatens: santacruz
HasBaHue y3na: santacruz HaaEaHlfle y3na: SantaCruz g
Maponb: boardwalk < Mapons: boardwalk o
8

= Batom npumepe mapLupytusatop B CaHTa-Kpyse ayteHTudmnumnpyertcsa
MapLLPYTN3aTOPOM LUTab-KBapPTUPbI KOMNAHUW.

= Uepes kaHan oTnpaBnseTcs X3ll, a He cam Naporb.

= [lonblTKammn ayTeHTuduKaLmmn ynpasnseT NoKanbHbIA MapLUpyTU3aTop
WM BHELLHWIA cepBep.

IIporokon CHAP, 0cHOBaHHBII Ha TPEXCTOPOHHEH NPOIIEIyPEe YCTAHOBICHHS COCIUHEHUS,
BBITIOJTHSIETCSI Cpa3y MOCe CO3/JaHUs KaHalla U TIEPHOINIECKU BO BPeMs €ro paboThl, TPOBEPSIs
YIOCTOBEpEHHE YAAJICHHOTO XOCTa C UCTIOIh30BaHIEM TPEXCTOPOHHEH MPOIeTyphI
YCTaHOBJICHUS COCTUHCHHS.

ITo oxoHYaHwHM 3Tarna co3anus KaHana PPPiokaibHbIi MapIIpyTH3aTOp OTIPABIISIET
co00IIIeHHE BBI30Ba B YAaJ€HHbIH y3eil. Y IaJeHHbIi y3e1 BO3BpaliaeT 3HaueHue, KOTOpoe,

KaK MMPaBHJIO, PACCUUTHIBAETCS C TIOMOIIBIO OTHOCTOPOHHEN (DYHKIIMH KAITMPOBAHHMS, YAIIe
Bcero ucnoip3yeTcs anroputM Message Digest 5 (MD5R kadecTBe BXOIHBIX JaHHBIX IS
pacuera UCIOJIb3yeTCs ApOIIb M COOOIIECHNE BBI30Ba. JIOKAIBHBIN MapIIpyTH3aTOp CPABHUBAET
OTBET C COOCTBEHHBIM PacYeTOM OKHIAEMOTO 3HaYeHUs. ECiin 3HaYeH sl COBIIAatoT,
ayTeHTH(HUKALUS TOITBEPXKAACTCS. B MPOTHBHOM cilydae MOAKIIOYECHHE HEMETICHHO
pa3phIBaeTCs.

IIporokon CHAP obecrieunBacT 3aluTy OT BOCIPOM3BEACHHUS IIAKETOB 33 CUET MEPEMEHHOI0,
VHHKaJIbHOTO M HETpeICKa3yeMoro cooOIIeH s BbI3oBa. [1oCKoIbKy COOOIIEHUE BBI30Ba
VHHKAJIbHO | CIIyYaifHO, 3HAYEHHUE X31I1a TaKKe OyIeT YHUKATBHBIM U CITyYaiHbIM.
Hcnonp3oBaHue MOBTOPHBIX COOOIIECHUH BBI30Ba TIO3BOJISCT OTPAHHYUTH CTEIICHb BO3ICHCTBHS
OTIEIbHBIX aTak. YacToTa U BpeMst OTIPaBKH COOOIIEHHH BEI30Ba OMPE/ISIISICTCS JIOKATBHBIM
MapIIpyTU3aTOPOM HIIH CEPBEPOM ayTCHTU(DUKAIIUN CTOPOHHETO MTPOU3BOIUTEIS.
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Hactpouka n npoBepka PPP

B aTom pazpene onuceIBaeTCS HACTPOHWKa M MPOBEPKA MPOTOKOIIA HHKANCYIsun PPP.

O6wune cBegeHus o Hactpouke PPP
U ayTeHTUdpunkKaumm

MMoarsepaure,
KTO Bbl.

MocTaBLymK
yenyr

AyTeHTUdMLMPYIOLLIWIA MaplpyTusaTtop  MapLipyTusaTtop, KOTopbIi ByaeT ayTeHTUDNLMPOBATLCSA

BknioueHne PPP Bkniouenne PPP
WHkancynsauna PPP M Whkancynsuna PPP
BknioyeHne ayteHTudpmkauum PPP BrnoueHnne ayteHtudpukauum PPP
Nms yana M Wms yana
Mmsa nonb3oBatens 1 napolb M VMsi nonb3oBartens n napoib
|Z[ AyTeHTudpukauymsa PPP M AyTeHTucukauma PPP}

Uro0b!l BKIHOUYMTH HHKANCY im0 PPPc ayrentudukanueit PAPumn CHAP Ha untepdetice,
BBITIOJTHUTE CIICYIOIINE JCHCTBHUS:

®  Brmounre nakancyssinuio PPPB kauecTBe mpoTokona BTOPOro ypoBHS Ha HHTepdeiice.
m  (HeoOs3arenbHo) Brimtounte ayrenTrdukarmio PPP BbITOTHUB clienytomue qeicTBUs:
1. HacTpoiiTe UMS XOCTa MapUIpyTU3aTOpa B KA4ECTBE €r0 WACHTU(PHUKATOPA,;

2. HaCTpOWTe MMS TONB30BATENs U Mapoib AN ayTeHTuukanuu y3na PPP;

3. BeIOepuTe MeTO ayTeHTU(UKanuu 1 kanana PPP: PARumn CHAP.
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HacTtpounka PPP u ayreHTUdmKaumm

I RouterX (config-ify# encapsulation ppp I

= Bknoyaet nHkancynauuto PPP

I RouterX(config)# hostname uMs I

= HasHavaer nms y3na mapupyTtusatopy

I RouterX(config)# username ums password maporns I

= Onpegensaer uMsa Nonb3oBaTens U Naposb yaaneHHoro MapLupy tmaaropa

RouterX(config-if)# ppp authentication
{chap | chap pap | pap chap | pap}

= Bknoyvaet ayteHTud vkauymo PAP nnn CHAP

Yro6sl BKIIOUNTE HHKATICYIIAIHMI0 PPP BBenTe kKomany encapsulation ppp B pesxxume
KoH(pUTrypauuu uaTepdeiica.

[epen HacTpoiikoi ayrenTrdukaipy PPPHa uHTepdetice He00X0IUMO HACTPOUTEH HHKAIICYJISILIAIO
PPP Brmonaute ciemyromye AeHcTBYs, YTOOBI HACTpouTh ayTeHTHuKkanuo PAPwm CHAP.

DOeiictBue 1  YOeauTech, UTO KAXKIOMY MapUIpyTU3aTOPy Ha3HAUEHO UM XOCTa.
Jli1st Ha3Ha4YeHHs: MMEHH X0CTa BBeAUTE KoMaHay hostname ums B pexxume
KoH(UTrypauuu naTepdeiica. ITo UMS TOIHKHO COBIIAAATh C UMEHEM, KOTOPOE
OKU/IaeT ayTeHTU(HUIUPYIOMINK MapIIpyTH3aTOp Ha APYToil CTOPOHE KaHaa.

Oeictene 2 Ha xaxmom U3 MapmpyTH3aTOPOB HACTPONTE UMS MIOJIB30BATENS U TapOJIb,
KOTOpBIE CJIEAYET OXKHUAATh OT YAAJIEHHOTO MaplIpyTH3aTOpa, ¢ IOMOIIBIO
KOMaH]Ibl TI100aJIbHOM KOH(GUTypanuu USer name ums passwor d napois.

B Ta6J'II/ILI€ HHKE OIMHCBIBAIOTCA ITapaMETpbl KOMaHabl USEr Name.

MapameTpbl KOMaHAbI Username

MapameTp OnucaHue

MM Wms xocTa yaaneHHoro MapLupytusaTopa. MNpu BBoLe UMEHM XOCTa
YYUTHIBAETCS PETUCTP.

napoJib Maponkb gomkeH ObITb 0OAMHaKOBLIM Ha 060oMx MapLipyTusaTopax Cisco.

B Bepcuax MO Cisco 10S, npegwecTtByowmx 11.2, 3T70T naposnb 6bin
3awwmdppoBaH. HaunHas ¢ Bepcun 11.2, naponb XpaHWUTCS B He3awndpoBaHHOM
Buae. YUtobbl 3awmdposaTh naponu mapipyTtusatopa Cisco 10S, BBeguTe
KOMaHAay service password-encryption B pexvme rrnobanbHon KoHpurypauum.

Jlo6aBbTe UMS TOJIB30BATENS IS BCEX ayTEHTH()UIUPYEMBIX YAATCHHBIX CUCTEM,
C KOTOPBIMH paboOTaeT JOKAIbHBINA MapipyTuzatop. O0parute BHUMaHUE, YTO

Ha y/aJCHHOM YCTPOMCTBE JOJKHO OBITh HACTPOCHO MM I10JIb30BaTENs I
JIOKAJIbHOTO MapLIpyTHU3aTOPa U TAKOH Xke napoJb.
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OenctBue 3

Hactpoiite ayrentudukamnuio PPPc moMolso koMaHIbl KOHGUTYpaLiy
unTepdeiica ppp authentication {chap | chap pap | pap chap | pap}.

Ecnu BBI BBemeTe koManay pPpp authentication chap mis uaTepdeiica, Bce
Bxopsuue ceancsl PPPra aTom untepdeiice OyayT ayTeHTHPHULIUPOBATHCS 110
merony CHAP. AnanoruuHo, eciii Bbl BBeieTe KoMaHay ppp authentication
pap mis uatepdetica, Bce Bxosaiue ceanchl PPPHa sToM untepdeiice OymyT
ayTeHTH(PUITUPOBATHCS 110 MeToy PAP.

Ipu BBOZIE KOMaHABI PPP authentication chap pap mapmpyruzarop
MOMBITaeTCsl ayTEHTU(HULIMPOBATh Bce BXomsmue ceancsl PP Pc momorsio
CHAP. Ecnn ynanenHoe ycrpoiictBo He moguepxusaetr CHAP, mapmipyTuzatop
nonbITaeTcs ayreHTuduuuposath ceanc PPPc momomnsio PAP.Ecnu ynanennoe
ycrpoiicTBo He nmoanepxuBacT Hu CHAP uu PAP,ayrenTrduKanus cauraetes
HeynaaHoi u ceanc PPPoTt6pacsiBaetcs.

ITpu BBOMIE KOMaHIEl PPP authentication pap chap mapmpyruszarop
MOMBITAETCS Ay TCHTU(PHUIUPOBATh Bee Bxosmue ceanckl PPPc momomsio PAP.
Ecnu ynanennoe yctpoiictBo He moaaepkuBaet PAP, mapmpyTusarop
nomneitaercs ayreHTuduuuponars ceanc PPPc nomompsio CHAP. Ecnin
yIaJIleHHOE YCTPOMCTBO HE MOAEPKUBACT HHU OJIMH U3 IPOTOKOJIOB,
ayTeHTH(GUKANSI cuYuTacTCs HeynadHoi u ceanc PPPorOpackiBaeTcs.

MpumeyvaHue

Ecnu aktuBmpoBaHbl 06a MeToda, Npy cornacoBaHWu kaHana 3anpalumBaeTcsl MeTof,
yKasaHHbIV nepsbiM. ECrin yaaneHHbI y3en npegnaraeT cnonb3oBaTe BTOPOW METOA
UNn oTKasblBaeTCs OT MepBOro MeToAa, NpeanpUHMMaeTcs NonbITka NPUMEHUTL
BTOPOWN METOA.
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NMpumep koHdpurypaumm PPP n CHAP

&

MapLpyTtuszatop X

R7P_110

- @

MapuwpyTtusatop Y

hostname RouterX

usemame RouterY password sameone
1

int serial 0

ip address 10.0.1.1 255.255.255.0
encapsulation ppp

ppp authentication chap

hosthame RouterY

usemame RouterX password sameone
]

int serial O

ip address 10.0.1.2 255.255.255.0
encapsulation ppp

ppp authentication chap

NMpumep: Kondurypaumsa PPP u CHAP

Ha pucynke onmcsiBaeTcs mpoueaypa IByXCTOPOHHETO BeI30Ba. MMs xocTa MapiipyTruzaropa
JTOJKHO COBIIAJaTh C UMEHEM IOJIb30BaTeNs, HACTPOSHHBIM Ha IPYTOM MapIIpyTHU3aTOpe.
[Maponu 10MmKHBI OBITh OIMHAKOBBI.
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NMpoBepka KOHUrypauum
UHKancynauumn PPP

RouterX# show interface sO
Serial0 is up, line protocol is up

Hardware is HD64570

Internet address is 10.140.1.2/24

MTU 1500 bytes, BW 1544 Kbit, DLY 20000 usec, rely

Encapsulation PPP, loopback not set, keepalive set

LCP Open

Open: IPCP, CDPCP

Last input 00:00:05, output 00:00:05, output hang n

Last clearing of "show interface" counters never

Queueing strategy: fifo

Output queue 0/40, 0 drops; input queue 0/75, O dro

5 minute input rate 0 bits/sec, 0 packets/sec

5 minute output rate O bits/sec, 0 packets/sec
38021 packets input, 5656110 bytes, 0 no buffer
Received 23488 broadcasts, 0 runts, 0 giants, O thr
0 input errors, 0 CRC, 0 frame, 0 overrun, O ignore
38097 packets output, 2135697 bytes, 0 underruns
0 output errors, 0 collisions, 6045 interface reset
0 output buffer failures, 0 output buffers swapped
482 carrier transitions
DCD=up DSR=up DTR=up RTS=up CTS=up

255/255, load 1/255
(10 sec)

ever

ps

ottles
d, 0 abort

out

NMpumep: NpoBepka KOHUrypaumm nHkancynsaumm PPP

JIist IpOBEPKH MIPaBHUIIBHOCTH KOH(HUTypaliy UCIToIb3yeTcs Komanaa Show interface.
Ha pucyHke nokasano, 4yto uHkancymsaus PPPsagana u npotokosn LCP ycranosuin

coeaunenue. Ha 3to ykassiBaeT ctpoka «LCP Openss BbIBoAE KOMaHIbI.
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NMpoBepkKa KOHUrypauum
ayteHTMpmnkauum PPP

S -

MapuwpyTtusatop X MapwwpyTtusatop Y

RP_10

RouterX# debug ppp authentication

4d20h: %LINK-3-UPDOWN: Interface SerialO, changed s tate to up
4d20h: Se0 PPP: Treating connection as a dedicated line
4d20h: Se0 PPP: Phase is AUTHENTICATING, by both

4d20h: Se0 CHAP: O CHALLENGE id 2 len 28 from "left

4d20h: Se0 CHAP: | CHALLENGE id 3len 28 from "righ t

4d20h: Se0 CHAP: O RESPONSE id 3len 28 from "left"

4d20h: Se0 CHAP: | RESPONSE id 2len 28 from "right

4d20h: Se0 CHAP: O SUCCESS id 2 len 4

4d20h: Se0 CHAP: | SUCCESS id 3 len 4

4d20h: %LINEPROTO-5-UPDOWN: Line protocol on Interf ace Serial0, changed statetoup

BbiBog komaHapl debug ppp authentication coobiiaet 06
ycnewHown aytTeHTudmkauun CHAP

NMpumep: NpoBepka KoHdUrypaummn ayteHtudukaumm PPP

Ha pucyHKe npuBOIUTCS BBIBOJ MapILIpyTH3aTOpa Bo BpeMs ayreHThU(uKaiuu CHAP.
ITocKkoJIbKY HACTPOCHA IBYCTOPOHHSISI ayTeHTU(UKAINS (KaKIbIi MapIIPyTH3aTOP
AyTCHTU(HUIUPYET COOOIICHHUS IPYTOT0 MapIIPyTU3aTOPa), COOOIICHHUS OTPAXKAIOT MPOIECCHI
ayTeHTU(HUKAIMU JIOKATLHOTO MAapIIPYyTU3aTOPa yAAICHHBIM MapIIPyTH3aTOPOM U YIAJTICHHOTO
MapIIpyTH3aTOPa JIOKATEHBIM MapHIIPyTU3aTOPOM. J1J1s1 OTOOpaXKEHHSI MOCICI0BATSILHOCTH
omepanuii 0OMeHa o Mepe MX BHIOIHEHNs BBeanuTe KomaHxy debug ppp authentication.

UTo0bl OpenenTh, Kakyto ayreHTudukanuo CHAP BBIOTHSICT MapLIpyTH3aTOP —
OJITHOCTOPOHHIOIO MITH JIByCTOPOHHIOK — HAWANTE OJTHO U3 CIIEAYIOIINX COOOIICHHH B BBIBO/IC
xoman el debug ppp authentication. Ot coobuIeHUst 0003HAYAIOT, YTO BHIOIHACTCS
JBYXCTOPOHHSISI ay TeHTH()UKAIINS:

Se0 PPP: Phase is AUTHENTI CATI NG, by both

JIroboe u3 creayromux coooieHuit OyaeT 0003HaYaTh, YTO MAPIIPYTU3aTOPhI BHIIOIHSIIOT
OJIHOCTOPOHHIOIO ayTEHTH(OUKAITUIO:

Se0 PPP: Phase i s AUTHENTI CATI NG, by the peer
Se0 PPP: Phase is AUTHENTI CATI NG by this end

BriBog HMke 0003HAYaeT IBYCTOPOHHIO ayTeHTH(uKanuio PAP:

Se0 PPP: Phase i s AUTHENTI CATI NG, by both (IBycTOpOHHSsS
ayTenTUdOMKaIIMST)

Se0 PAP: O AUTH-REQ id 4 len 18 from «Router X» (Mcxomsmumiz sanpoc Ha
ayTenTUdMKaLMIO)

Se0 PAP: | AUTHREQid 1 len 18 from «RouterY» (Bxomsmmit sanpoc Ha
ayTeHTUOMKAIMIO)

Se0 PAP: Authenticating peer RouterY (AyrenTmpuxaumss BXOASILETO
cooBmennst)
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Se0 PAP: O AUTHACK id 1 len 5 (Ucxomsimee nomTBepXAEHME)
Se0 PAP: | AUTHACK id 4 len 5 (Bxomsuee nopTBepxneHMue)

UrtoOBI OnpeeiuTh, BRITOIHACT T MapipyTusaTop ayreHTudukanmo CHAP umu PAP,
HalMTe CIIEAYIOLINe CTPOKH B BBIBOIE KoMaH b1 debug ppp authentication:

m  Haiinmute cnoBo CHAP paznene stana AUTHENTICATING, cm. mpumep Hike:
*Mar 7 21:16:29.468: BRO:1 PPP: Phase is AUTHENTI CATI NG by
this end

*Mar 7 21:16:29.468: BR0O:1 CHAP O CHALLENGE id 5 len 33 from
«maui - soho- 03»

m  Haiinute cnoso PAPB pasnene atama AUTHENTICATING, cM. ipumep HUXKe:
*Mar 7 21:24:11.980: BRO:1 PPP: Phase is AUTHENTI CATI NG, by
bot h

*Mar 7 21:24:12.084: BRO:1 PAP. | AUTHREQid 1 Ilen 23 from
«maui - soho-01»
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|

NMpoBepka cornacoBaHua PPP

RouterX# debug ppp negotiation

PPP protocol negotiation debugging is on

Router X#

*Mar 100:06:36.645: %LINK-3-UPDOWN: Interface BRI 0:1, changed state to up

*Mar 100:06:36.661: BRO:1 PPP: Treating connectio n as acallin

*Mar 1 00:06:36.665: BRO:1 PPP: Phase is ESTABLISH ING, Passive Open

*Mar 100:06:36.669: BRO:1 LCP: State is Listen

*Mar 100:06:37.034: BR0:1 LCP: | CONFREQ [Listen] id 7 len 17

*Mar 100:06:37.038: BRO:1 LCP: AuthProto PAP ( 0x0304C023)

*Mar 100:06:37.042: BRO:1 LCP: MagicNumber 0x5 07A214D (0x0506507A214D)

*Mar 100:06:37.046: BRO:1 LCP: Callback 0 (Ox 0D0300)

*Mar 1 00:06:37.054: BRO:1 LCP: O CONFREQ [Listen] id 4 len 15

*Mar 100:06:37.058: BRO:1 LCP: AuthProto CHAP (0x0305C22305)

*Mar 100:06:37.062: BRO:1 LCP: MagicNumber Ox1 081E7E1 (0X05061081E7E1)

*Mar 1 00:06:37.066: BRO:1 LCP: O CONFREJ [Listen] id7len7

*Mar 100:06:37.070: BRO:1 LCP: Callback 0 (0x 0D0300)

*Mar 1 00:06:37.098: BRO:1 LCP: | CONFACK [REQsent ] id 4len 15

*Mar 100:06:37.102: BRO:1 LCP: AuthProto CHAP (0x0305C22305)

*Mar 100:06:37.106: BRO:1 LCP: MagicNumber Ox1 081E7E1 (0x05061081E7E1)

*Mar 100:06:37.114: BRO:1 LCP: | CONFREQ [ACKrcvd ] id 8len 14

*Mar 100:06:37.117: BRO:1 LCP: AuthProto PAP ( 0x0304C023)

*Mar 100:06:37.121: BRO:1 LCP: MagicNumber 0x5 07A214D (0x0506507A214D)

Tumosoii BEIBOI KoMaHabl debug ppp negotiation omuceiBaeTcs HIDKE:

Bpemennasi metka: [lone3Hbl BpeMEHHBIE METKH B MUJUIMCEKYHIAX.

HNuTtepdeiic u HoMmep uHTepPeiica: DTo moIIE TTOJIC3HO MIPH IMOUCKE U YCTPAHCHUH
HEMNoJaJ0K HECKOJIBKUX COEIMHEHUI NN €CIM COEIMHEHHE MTPOXOJUT YePE3 HECKOJIBKO
HUHTEP(EHCOB.

Tun coodmenus PPP: D1o mone 0003Ha4aeT THIT COOOIIEHYS B CTPOKE — 00IIee
coobmenune PPP, LCP, CHAP, PARmm IP Control Protocol (IPCP).

Hanpagjenne coodmennsi: byksa «I» 0003HayaeT BXOQAIINN akeT, OykBa «O» —
UCXOJISIINN. DTO MOJIE MO3BOJISIET ONPEACTHUTh, OBIIO JIH COOOIEHHE CO3/JAaHO HITH
MOJTyYEHO MapIIPYTU3ATOPOM.

Coo0menune: D70 mojie 0003HAYAET OTEPAIIHIO, JUISI KOTOPOU BBIMOJHICTCS COTJIACOBAHNUE.

HNnentudukarop: DTO NOJIE MPUBI3BIBACT COOOIIESHUS 3aIpOCca U COOTBETCTBYIOIINE
coobmenHus oreera. [loire naeHTH(GUKAaTOpa MOKHO UCIIOIB30BATh JIJISI COTIOCTABIICHUS
OTBETa BXOSAIIEMY COOOIICHHUIO.

Juuna: Iloje muHbl 0003HAYaeT AIUHY HH(POPMAIIMOHHOIO TOJIs. DTO T0JI€ HEBAXKHO
JUTSE OOBIYHOM MIPOIEAYPHI IIOUCKA M YCTPAHSHUSI HETIOAI0K.

[ocneanee mosie MOXET HE OTOOPAXKATHCS TSl HEKOTOPBIX coobieHuii PPP B 3aBucuMocTn
OT UX Ha3HAYeHUI.
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Pe3ome

B sToM pazzpene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= PPP — 310 cTaHO4apTHbIN NpoTOKON BTOporo yposHa ans BC.
MpoTokon PPP BkntovaeT ABa komrnoHeHTa: LCP cornacyet
coeguHeHune, NCP nHkancynupyeT TpaduK.

= [MpoTokon PPP MOXHO HacTpouTb C ayTeHTudnkaumen PAP
unn CHAP. PAP oTnpaBnsieT BCe AaHHble B HE3aLl M POBaHHOM
Buge. CHAP uvcnonb3syet xaw MD5.

= CtaHgapTHble kOMaHabl Anga nposepku PPP: show interface
(ncnonb3yeTca Ansa npoBepku nHkancynauvm PPP) n debug
ppp hegotiation (ucnonb3yeTcs Ans NpoBEPKM NpoLeaypbl
yCcTaHoBneHus coeguHeHuns LCP).
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3aHAaTue 3

Co3gaHue NoaKoYeHus
K [ BC ¢ nomoLbio
Frame Relay

0O630p

Frame Relay BeicokonpousBoautenbhbiii mpotokon ' BC, crannaptusuposanusiii [TU-T
1 Wupoko ucnonszyeMelid B CILIA. B 3ToM 3aHSTHH ONUCHIBACTCS! MPUHLUI PaOOTH,
HACTpOiika M ycTpaHeHHe Hemoianok Frame Relay.

3apgaumn

ITo oxOHYaHUM ITOTO 3aHATHS BbI CMOXKETE IOAKIIIOYATHCS K [TOCTaBILIUKY YCIYT Yepe3 CeTh
Y OTMCHIBATh MPHHIMIT pabOTHl M HACTPOUKY IpoTokona Frame RelaydTo 3Hauut, 4TO BBI
CMOJKETE BBINIOIHATH CIEIYIOIINE 3a0a4u!

B onuchIBaTh PYHKIMK U ocobeHHocTH Frame Relay;
m HacTpamBarh Frame Relay;

B [IpPOBEPSATH COOTBETCTBHE paboThl mpoTokoiaa Frame Relaylapamerpam koHpUTryparimm.



O6wue ceBegeHnsa o Frame Relay

B sTOoM paszerne onuceiBaroTCs ocHOBHBEIE GyHKInH Frame Relay.

O630p Frame Relay

DCE wunu
KommyTaTop
Frame Relay

B

3neck paboTaet Frame Relay

= [oagkntodeHus co3ngaroTca BUPTyalribHbIMM KaHanamun
" O6Cﬂy)KVIBaHV|e, OpUeHTNpoBaHHOE Ha NOAKIHOYEHNA

Frame Relay 510 TexHOIOTHs KaHATBHOTO YPOBHS, OPUEHTHPOBAHHAS HA MOAKIFOUCHHUS
W ONTHMHU3UPOBAHHAS JIUISl BLICOKOW TIPOU3BOAUTENHLHOCTH U 3D HeKTUBHOCTH. J{iIs 3a1mThI
OT OIMOOK TEXHOIOTHS NCIOIB3YeT MPOTOKOJIBI BEPXHETO YPOBHS M HaJeKHbIE IU(POBHIE
Y ONTHYECKHUE CETHU.

Texunonorus Frame Relaynpenenser nporecc coeAMHEHUSI MEKIAY MapIIpyTH3aTOPOM
1 KOMMYTAaIlMOHHBIM 000pYJ0BaHHEM JIOKAJILHOTO TOCTYIIA, MPUHAAJIECKAIUM ITOCTABILIUKY
yeayr. OHa He onpesieNisieT epeaady JaHHbIX BHYTpH oOnaka Frame Relayiocrasmuka ycmyr.

VYcrpoiicTea, noakmodenusie kK I'BC Frame Relayyioxto pa3nennTs Ha IBe KaTerOpUH:

m  DTE: Kak npaBuio, sSBisieTcs OKOHEUHBIM 000pyaoBanueM. YcrpoiictBa DTE vacto
pacrmonararoTcs Ha IJIOMaAKe 3aKa3uruKa 1 MOTYT IpUHAAJIEKATh eMy. [IpuMepsl
yerpoiictB DTE: yerpoiicta noctyna Frame Relay (FRAD )vapuipyTu3aTtopbl 1 MOCTHI.

m  DCE: YcrpoiicTa s 00beIMHEHUS CeTEH, MPUHAIICKAIINE OCTABIIMKY YCIYT.
Ycerpoiictea DCE obOecrnieunBaroT KOMMYTAIMIO M CHHXPOHU3ALIMIO, a TAK)KE IIEPEAar0T
nauaeie yepe3 I BC. B 6ompImuHCTBE CitydaeB B kadecTBe KommyTatopos ' BC
UCTIONB3YIOTCS KoMMyTaTopel Frame Relay.

Texuosnorus Frame RelayioanepxiuBaetT METO/IbI CTATHCTHYESCKOTO MYJIbTUIUICKCUPOBAHUS
HECKOJBKHUX JIOTHUECKUX THAIOTOB, KOTOPBIC HA3bIBAIOTCS BUPTYanbHbIM KaHamamu (VC),

B OJTHOM (PM3MUYECKOM KaHaie, Ha3Ha4yas WICHTHOUKATOP MOJKITFOUSHHS KK I0U TTape
ycrpoiictB DTE. KommyTralinoHHoe 000pyA0BaHUE MMOCTABIIKMKA YCIYT CO3IAeT TaOJIUIy
KOMMYTAIIUH, KOTOPasi CONOCTABISET UACHTHHUKATOPHI MOIKIIOUYCHHS U HCXOSIINE TIOPTHI.
[Tpu moryueHun kajipa KOMMYTHPYIOIIIEE YCTPOHCTBO aHATM3UPYET HICHTU(PUKATOP
MOJIKITIOUYCHYSI U TIEPEJIaeT €ro B COOTBETCTBYIOIIUN UCXOASIUH opT. [[onHbIH My Th

K MECTy Ha3Ha4YeHHS (hOPMHUPYETCS JI0 Mepelaun IEPBOTO Kajpa.
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TepmuHonorusa Frame Relay

PVC

MapwpyTusatop A
DLCI: 1

00 MapLupyTusatop B

L

-
i

DLCI: 400

4—[lokarbHbIn 4OCTYMN
Metns = 64 Kbut/c

TNokaneHbIA
nocTyn
Metna=T1

4—JlokanbHbl gocTyn
MNeTtnga = 64 Kbut/c

301P_496

MapwpyTtnsatop C

B o6¢cyxnennun Frame Relayiacto ucmonb3yroTest CIeayronie TePMUHbBI, OHH MOT'YT HEMHOT'O
OTJINYAThCS OT TEPMHHOB, HCIIOJIb3yEMbIX BAIIMM IOCTAaBIIMKOM yciuyr Frame Relay.

m  CkopocTh JOKAJIbHOro Aoctyna: TakToBas yacTora (CKOPOCTh MOPTA) MOAKIFOYCHHS
(moxanmpHOTO MLTEH(A) K 00aKy Frame RelayCkopocTs J0KaIBHOTO AOCTYIIA — TO
CKOPOCTB, C KOTOPO IaHHBIE MIEPEAAIOTCS B CETh U U3 CETH, HE3aBUCUMO OT JIPYTUX
napameTpoB.

®  Bupryaabnslii kanau (VC): JlorndeckoMy KaHaIy IPHUCBANBAETCS YHUKAIBHBIN
uaeatudukarop DLCI, koTophsiii 00eCIeunBaET IBYCTOPOHHIOIO CBA3b MEXKILY
ycrpoiictBamu DTE. Heckobko BUPTYalIbHBIX KAHAIOB MYJIbTUIUICKCUPYIOTCS B OJIH
(busnyeckuit KaHam s nepeayt yepe3 ceTh. DTa PYHKIMS YaCTO YIPOIIACT apXUTEKTYPY
000pyIOBaHUS U CETH, HEOOXOUMYIO JUIS COSTUHEHHS HECKOIbKUX ycTporicte DTE.
BupTyanbHbIH KaHAT MOXET MPOXOMUTH Yepe3 TI000e KOJTHUECTBO MPOMEKYTOUHBIX
ycrpoiicte DCE (kommyTatopoB Frame Relay)BupryansHblit KaHaI MOXET ObITH
mocrosuabeM (PVC) win kommytrpyemeim (SVC).

m  PVC: ObecrieunBaeT OCTOSHHBIC MTOAKIIOUCHHSI, KOTOPBIE UCIIONB3YIOTCS AJIs 4YaCTOM
U PETYJISIPHOM Tepeaayn JaHHBIX Mexay ycrpoiictBamu DTE uepes cets Frame Relay.
Cas13p uepe3 PVCHe TpeOyeT mporenyp yCTaHOBKH U pa3pbiBa BBI30BA,
ucnonb3yembix B SVC.

m  SVC: ObecrnieunBacT BpeMEHHbIC TIOAKIFOUCHUS TSl PSIKO Tepeavn TaHHBIX MEXKTY
ycrpoiictBamu DTE uepes cets Frame RelayKanansr SVC co3narores AHHAMHYECKH
(o Tpe6GOBaHMIO) M Pa3pHIBAIOTCS MOCTIE 3aBEPIICHMS TIEPEIAYH.

MpumeyaHue C nosiBneHnem ctangaptoB ANSI T1.617 u ITU-T Q.933 (ypoBeHb 3), a Takke Q.922
(ypoBeHb 2), B TexHornorun Frame Relay BBeaeHa nogaepxka SVC. Bepcun Cisco
10S 11.2 u Bblwe nogaepxuatoT kaHanbl Frame Relay SVC. KaHanbl Frame Relay
SVC He paccmaTtpuBaloTcs B 3TOM Kypce.
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m  Haentuduxarop DL Cl: 10-6utHOe urcio B mosie aapeca 3aroyioBka kaapa Frame Relay,
KOTOPBIN HACHTU(HUIIUPYET BUPTYaIbHbIN KaHail. Mnentudukarops DLCI 3HaunMBI
B JIOKaJJbHOM MAacCIIITa0e, TaK KaK YKa3bIBaIOT HA TOUYKY MEXKTY JIOKATLHBIM MapIIPyTH3aTOPOM
U JIOKJIbHBIM KOMMyTaTopoM Frame Relayk kotopomy noaxiroueHo ycrporictBo ¢ DLCI.
[oatomy ycTpoiicTBa Ha MPOTUBOIIOIOKHOM CTOPOHE MOAKIIOYESHHS MOTYT UCIIOJIB30BaTh
npyrue 3HaueHns DLCI aj1s1 Toro ke BUPTyalbHOro KaHaa.

m  TapanTupoBannas ckopocThb nepeaaun nanubix (CIR): Onpenenser MakCUMaIbHYIO
CPEIIHIOI0 CKOPOCTH TEePeAadn JaHHBIX, KOTOPAs TapaHTUPYETCs CEThIO MIPU HOPMATBbHBIX
ycaoBusx. [Ipu noanucke Ha yeryru Frame Relaygsr ykaspiBaeTe CKOpOCTh JTOKAIBHOTO
nocrtymna, Harpumep 56 Kout/c wiu T1. Kak npasuio, ckopocts CIR yka3piBaercs
1t kaxaoro uaeHtudukaropa DLCI. Ecnu BeI mepepaere faHHBIE CO CKOPOCTHIO,
npeebiiaroimeid CIR mys Toro miu uHoro uaentudukaropa DLCI, cets otMevaer
COOTBETCTBYIOIIYIO YacTh KaapoB outom DE (momiexur oropackiBanmio). CeThb IeaeT Bee
BO3MOYKHOE JIJIS TOCTABKH BCEX MMAKeTOB, HO OTOpackBaeT naketsl DE mpu neperpyske. Bo
MHOTHUX HeZoporux yciayrax Frame Relayicnonbssyercs Hynesas ckopocts CIR. Hynepas
ckopocTh CIR o3Hauaer, 4to Bce kaapsl uMmeroT arpudyT DE u ceth MoxeT oTOpachiBaTh
ux npu HeoOxonumoct. bur DE Haxomutes B nose agpeca 3arosioBka kaapa Frame Relay.

m  IIporokoa | nverse ARP: MeTox TMHAMHUYIECKOTO COITOCTABJICHHUS JIOKATLHOTO
uaeatudukaropa DLCI 1 aagpeca ceTeBOro ypoBHs yAaJeHHOIO MapIIpyTH3aTOpa.
Inverse ARR103BOISIET MApIIPYTU3aTOPY aBTOMATHYECCKH O0OHAPYKUBATH CETEBOM
aapec yaaneHHoro ycrpoiictBa DTE, cBsizaHHOTO ¢ BUPTYaIbHBIM KaHAIAM.

m  [Ilporoxoa LMI (Local Management I nterface): Cranmapt curHamu3anud MexITy
MmapipytuzaropoM (ycrporictBom DTE) u nokansHeIM KOMMyTaTOpoM Frame Relay
(ycrpoiictBom DCE), yripaBnsironiuii HOAKIIOYEHHEM B COCTOSTHUEM IO IKITIOUCHUS
MEKIy MapIIpyTH3aTopoM U KommyTaropoMm Frame Relay.

m  bur FECN (Forward explicit congestion notification): but B mosie aapeca 3arooBka
Frame RelayMexanusm FECNnpumensercs, koraa ycrpoiictBo DTE otmpasisier kaapbt
Frame Relag cets. Ecniu cets neperpysxena, ycrpoiictea DCE (kommyraropsl Frame
Relay)ycranasnuBaror 3nagenue 1 gt outa FECN.Koraa ati kaapsr nocturator DTE-
YCTpO#CTBa Ha3HAYeHuUs, anpec ¢ ourom FECN coobimaet, yTo npoiiieHHbIH MyTh OT
HMCTOYHHKA K MECTy Ha3Ha4YCHMsI, IeperpykeH. Y crpoiictBo DTE moxeT nepenaTs 3Ty
nHpopMaruio st 00pabOTKH MPOTOKOJIAMH 00JIee BEICOKOTO YPOBHS. B 3aBrcHMOCTH
OT cpeibl, Oy/ET 3amyeH MEXaHU3M YIPaBIeHUs TOTOKOM HJIM WHAWKATOp OyAeT
MPOUTHOPHPOBaH.

m  bur BECN (Backward explicit congestion notification): bur B mose anpeca 3aroioska
Frame RelayYcrpoiictea DCE ycranasnusarot 3Hauenune 1 mis 6uta BECN B xagpax,
KOTOpBIC MIEPEIA0TCs B HAIIPABJICHHUH, TPOTUBOIIOIOKHOM Iepeiade KaapoB ¢ OUTOM
FECN.YcranoBka 3nauenus 1 st 6uta BECN coo0imaeT npuHUMAaIEMy YCTPOUCTBY
DTE, uro myTs uepes ceTb neperpyxeH. Ycrpoiictso DTE moxeT nepenats 3ty
HHPOpPMALUIO U1 00padOTKH MPOTOKOJIaMH OoJiee BRICOKOTO YpoBHS. B 3aBucumocTn
OT cpeibl, Oy/IET 3aImyeH MEXaHU3M YIPaBIeHUs TOTOKOM MM HHAWKATOp OyAeT
HMPOUTHOPHPOBAH.

NMpumep: TepmuHonorusa Frame Relay — DLCI

Kaxk moka3aHo Ha pHUCyHKe, MapIIpyTH3aTOp A HMeeT Ba BUPTYyaJIbHbBIX KaHAIa,
HACTPOEHHBIX Ha ogHOM Qu3ndeckoM unTepdeiice. DLCI 100uaenTuduunupyer
BUPTYaJbHBIA KaHaI, IOAKIIOYEeHHBIN K MapmpytuzaTopy B. DLCI 400unentudunupyet
BUPTYaJbHBIA KaHal, IOAKIIOYEHHBIN K MapupyTu3aTopy C. Ha npyroii ctopone amns
uAeHTU(OUKALIMY BUPTYaJlIbHOTO KaHajia OyIeT MCII0JIb30BaThCs apyroe 3Hadenune DLCI.
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Bbi6op Tononoruu Frame Relay

MonHoceAsHas

YacTuyHoCBA3HaA

§
3ee3fa (cTynuua u cnuya) g’

KoHndurypaumsa Frame Relay no ymonyaHmio: NBMA

Frame RelayrosBoinsier 00beIUHATE yIaTICHHBIE INIOMAAKA B Pa3IMIHBIE TOIMOJIOT M, CM. HIKE!

®  TomoJorus «3Be3aa». Y aaneHHbIe MIOMAAKH OAKIIOYAIOTCS K IEHTPATLHOM TIOMIAIKE,
Ha KOTOPOH, KaK MPaBUIIO, MPEJOCTABISIETCS TOCTYII K YCIIyTe WIH MPUIIOKEeHUT0. Toronorus
«3Be3a» TakKe M3BeCTHA Kak KoHpurypanus «CTyITHIA | CITUIA» U SBIISIETCS CaMOi
MOMYJISIPHOM ceTeBoit Tomoorueii Frame RelaydTa Tomomorus — camast 5SKOHOMHYHAS,
TaK Kak TpeOyeT MUHMMaIbHOTO uncia kanainoB PVC. Ha pucyHke neHTpanbHbIH
MapIIpyTU3aTOp MPEIOCTABISET MHOTOTOYEYHOE TIOAKIIOUSHHUE, TaK KaK HCTIONB3yeT
OJIUH UHTEpQEIC A1 COSTMHEHUS HECKOIbkIX KanainoB PVC.

m  [losHOoCBSI3HAsSI TYEUCTASI TONMOJIOTHS. Bce MapIipyTH3aTOphl UMEIOT BUPTYaIbHbBIC
KaHaJIbl KO BCEM MPOYMM MeCTaM HazHa4deHHs. [[0THOCBSI3HAS TYCHUCTAs TOMOJIOTUS CTOUT
JI0pOT0, HO 00ECIEUNBALT MPSAMOE TOAKIIOUCHHUE KX TOU MIOIAJKNA KO BCEM OCTATBLHBIM
TUTOIIaIKaM, 4TO B CBOIO Ouepe/ib 00eceunBact pesepprpoBanune. Korma kaHam CTaHOBUTCS
HEJIOCTYITHBIM, MapIIPYTHU3ATOP MOXKET MEPEHANPABUTE TpaQUK Yepes APYryro IUIOMIAIKY.
C yBeJMYCHHEM YHKCIIa y3JI0B TaKasi TOMOJIOTHS MOXKET CTaTh Ype3MepHO Joporoit. Ooiiee
YHCII0 KAHAJIOB, HEOOXOMUMBIX JIJISI Peau3alliy TOJTHOCBA3HOM SIMEUCTOM TOOJIOTHH,
paccuunTbiBaeTcs o hopmyine N (N— 1) / 2,rae N —koiudecTBo y3noB. Hanpumep, mis
NMoJHOCBA3HOH cetn u3 10y3moB Heobxoaumo 45 kananos: 10 (10 — 1) / 2.

B  YacruyHocBs3HAA A4YeucTas Tonoorusi: OTnenpHbIe DIOMAAKA UMEIOT TOAKITIOYEeHHUS
KO BCEM OCTaJIbHBIM IUIOIIAIKaM. B 3aBHCHMOCTH OT pexuMa Tpaduka B CETH, MOTYT
MOTpeOOBaThHCS TOTOTHUATENBHBIE KaHabl PVC i yaneHHbIX y3II0B, Yepe3 KOTOPhIS
MPOXOJIAT IJIOTHBIC TIOTOKHU TpaguKa.

ITo ymomuanmto cetb Frame Relayipenocrasisier coequaenne NBMA (HemmpokoBemarenbHbIi
MHOKECTBEHHBIHN JOCTYI) MEXAy yaaneHHbIMH 1utomaakamu. Cpena NBMA oGpabateiBaetcs
Kak Jro0as Ipyrast IiMpoKoBeraTensHas cpena Ethernetp xotopoit Bce MapiipyTu3atopsl
HAXOJATCS B OTHOM TTOJICETH.

Onnako mst cokpamienus 3aTpat obmaka NBMA, kak mpaBuiio, CO34ar0TCs IO TOTIOJIOTHN
«3Be3na». [Ipy UCTIOIB30BaHUU TOIOJIOTHH <«3Be3a» (hu3ndecKasi TOIOJIOrHS 00eCeYrBacT
MHOKECTBEHHBIN TOCTYTI, KOTOPBIi Tpeiaraet cpena Ethernetyiosromy mapuipyruzarops
MOTYT HE UMETh OT/ICNbHBIX KaHanoB PVC ko BceM yJaneHHbIM MapIIpyTH3aTOpaM MOJICETH.
Meroz Split horizon —oxna u3 raBHBIX IPOOIEM, KOTOpPBIE BO3HHUKAIOT B cpene Frame Relay,
Kor/1a HeckoJibko kananoB PVC paboTaroT Ha oHOM nHTEepderice.
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MeToa Split horizon moxeT cTaTb npu4nHON Npobnem B cpegax NBMA.

PelweHue npobrnem AOCTUKUMOCTH
NBMA

Jlornyecknin uHTepcpeiic  PU3NYECKUIA
e MNoacetb A
S0.1_ 10.1.1.1/24 nHTepdetic ! 104

S0.2 10.2.2.1/24 \\
S0.3 1033124/

10.1.1.2/24

MNoaceTb B

10.2.2.2/24

327P_052

10.3.3.4/24

= PelwueHwue: cybnHTepdenchs

= OauH pur3n4ecknin nHTepd enc aMynmpyeT HECKONbKO NTOrNMYeCKNX MHTEPEENCOB.

B mo6oit Tononoruu Frame Relays kotopoit ouH uHTEPGENC HCIIONB3YETCs IS COeTHHEHHS
HECKOIIBKHUX IIIOIIAI0K, MOTYT BO3HHKHYTH ITPOOJIEMEI, CBA3aHHEIE ¢ TeM, uto Frame Relay
seistercs cpenoit NBMA. Tomonorus Frame Relay NBMAmmsiercst mpuanHO#M ABYX MPoOIeM.

JocTrnRuMOoCcTb 00HOBIeHNiT MapmpyTu3anuu: OoHoBenus Split horizonuckmovaror
NETIM MapUIPyTH3aLH, IPESAOTBpALIas IIePEeChUIKY OOHOBIICHUH, IOTyYCHHBIX Ha
uHTepdeiice, ¢ aToro unrepdeiica. B cern Frame Relay tononorueii «ctynuiia 1 Crimis»»
(3Be3ma) ymaneHHBIH MapmpyTH3aTop (CIHIa) OTIPaBisieT OOHOBJIEHHE B MAPIIPYTH3ATOP
mITa0-KBapTUPHI (CTYIHIIA), KOTOPBIM UCIIONB3YET OAUH (PU3NUECKUM HHTEpdEIic

IUTSE coeTMHeHMsI HecKoybkux PV C. MapipyTtuzaTop mrad-KBapTHPHI TOJIydaeT
HIMPOKOBENIaTeIbHOE OOHOBIICHHE MapUIPYTH3aIMU Ha Gu3ndeckoM uHTepdeiice,

HO HE MOXKET IepeciiaTh 0OHOBICHUE IPYTHM YAAICHHBIM MapIIpyTH3aTOpaM (Cruiam)
4epes AToT pusndeckuii uHTepdeiic. Merox Split horizonue siensiercst npobiiemoit, eciu
Ha uHTepdeiice HacTpoeH oauH KaHan PVC,Tak kak Takoe MOAKIIOYCHHE aHATIOTUIHO
MOJTKITFOUEHHIO KTOYKA-TOUKa».

HInpokoBemareabHas penakanus: [[py UCTOIb30BaHUH MaPIIPYTU3ATOPOB

C MOIICP’KKOH MHOTOTOUYCYHBIX TOIKITFOUSHUN Ha OJTHOM HHTepdeiice, KOTOPHIi 3aBepiaeTt
HECKOJbKO KaHasoB PVC, MapmpyTu3aTop JOKEH PEIUIUIMPOBATh IMPOKOBEIATEIHHEIC
MAaKeThl, TAKHE KaK OOHOBJICHHS MapIIPYTH3aIliH, Ha BeeX kaHanax PVCk yaaaeHHbIM
MapIIpyTu3aTopam. ITH PEILTHITUPOBAHHbIC ITUPOKOBENIATENHHBIC MTAKETHI MOTPEOIISIOT
3HAYUTENBHYIO MOJIOCY MPOMYCKAHUS U BBI3BIBAIOT 3HAYUTEIILHBIC KOJICOaHUS 3aePIKKU
TPH [Iepeiade Mob30BaTEILCKOTO TpadHKa.
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Jlnist perieHust mpoOIeMbl JOCTHXUMOCTH OOHOBIICHUH MapIIPYTH3AIUN HCIIOIb3YETCs
HECKOJIBKO METOJIOB.

®  OxuH U3 cnoco6oB penieHus npodiiem ¢pynkmu Split horizon —otkiarounTs 3Ty QyHKIHUIO.
OJIHAKO C TAKUM PEIICHHEM CBSI3aHbI JBE MPOOIeMbl. BO-TIepBBIX, XOTs GOJIBIIHHCTBO
MPOTOKOJIOB CETEBOTO YPOBHS, TakuX Kak |P, mo3Bossitot otkimounts Split horizon e
BCE MPOTOKOJIBI IIPEIAraloT 3Ty BO3MOKHOCTE. Bo-BTOpHIX, oTKII09eHne Split horizon
HOBBIIIAET BEPOSITHOCTH 0Opa30BaHUS TIETEIb MapIIPyTH3ALHH.

®  JIpyroii crmoco00 — UCTIOIBE30BAHNE TTOJTHOCBSI3HOM STUCUCTON TOMOJIOTHH, HO TaKas
TOMOJIOTHS O3HAYAET MOBBIIICHUE 3aTpPaT.

m  [locnennuii cmocoboB — npuMeHeHne cyounrepgeiicoB. UToOb! BKIIOUNTH EPECHUIKY
IIMPOKOBEIATENILHBIX OOHOBIICHUI MapipyTu3anun B cetu Frame Relay Tononorueit
«3Be3/1a», MO’KHO HACTPOUTH Ha MAapLIPYTU3aTOPE JIOrn4eckre nHTepdeiics!
(cybunTepdeiicor), KOTOpBIE MIPEACTABISAIOT COOO0M TOTHYECKUE Pa3esbl (PU3HUECKOTO
uHTepdeiica. B cpemax MapripyTusaimi, uermoias3yromux meton Split horizon o6uosnenms
MapIIpyTU3alKH, IOTyYeHHBIE HA OHOM cyOnHTepdelice, MOTYT OBITh OTIIPABIICHBI U3
npyroro cyounrepdeiica. B konpurypammu cyOunTepeiicoB Kaxxaplii BAPTYaIbHBINA KaHA
HAaCTpanBaeTCs KaK MOAKIIOUEHHE «TOUKA-TOYKa», UTO TIO3BOJIAET KaKI0My cyOuHTepdeiicy
paboTaTh aHAJOTMYHO apeHI0BaHHOMY KaHaiy. Kaxpli cyounrepdeiic Frame Relay
«TOYKA-TOYKa» HAXOAUTCS B OTJCIBHOM MO/ICETH.
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NMpuBa3ska agpecoB Frame Relay

4

" DLCI- 500 PVC

10.1.1.1

QSUIDSU

@
S

(
a
=
&
©

MHeepTupoBaTh kapTy ARP mnnn
+_I:+ Frame Relay

IP
DLCI (500) (10.1.1.1)

Frame
Relay

= LMI nonyyaeT nokanbHO 3Ha4uMble naeHtudmkaropsl DLCI
oT koMmyTaTopa Frame Relay.

= [1potokon Inverse ARP npuBs3biBaeT foKanbHbIA MAEHTUGMKATOP
DLCI agpecy ceTeBoro ypoBHs yaaneHHoro MapLupyrusaTtopa.

s mopkmrouenus Frame Relayreo6xonnmo, uTo6s! mokanbHbIi naeaTudukatop DLCI

B BUPTYaJIBbHOM KaHase ObUT IPUBS3aH K afpecy Ha3HAUCHHS CETEBOTO YPOBHS, HAIIPHUMEP
IP-anpecy. MapipyTu3aTopbl MOTYT aBTOMAaTHIECKH U3BJIEKATh JIOKAJIBHBIH HICHTH(UKATOP
DLCI u3 nokansHOro koMmyTaropa Frame Relay momorsto mpotokoia LMI.

Ha mapmpyruzaropax Cisconokanshblii unentudukarop DLCI moxeT nuHamMudeckn
NPUBSI3BIBATHCS K a/IPECy CETEBOTO YPOBHS YJIaJICHHOTO MapIIPyTH3aTOPa C TIOMOIIBIO
npotokoja Inverse ARPIIporokon Inverse ARRiasnauaer unentudukatop DLCI agpecy
CETEBOTO YPOBHS MapIIpyTH3aTopa Ha cleayromiemM nepexonae. [Ipotokon Inverse ARP
onuchiBaeTcs B ctanaapre RFC 1293.

Mpumep: NpuBaska agpecoB Frame Relay

Kak moka3aHo Ha pUCYHKe, C TOMOIIBIO IpoToKoia Inverse ARPvapiipyTHsaTop ciieBa MOKET
aBTOMATUYECKU O0HAPYX MBaTh IP-a7pec yaneHHoro MapipyTu3aropa, a 3aTeM MpHUBS3bIBaTh
ero K JiokanpHoMy Mapuipytuzatopy DLCI. B atom ciyuae nmokanphbiii DLCI 500 npuBsizad k
IP-agpecy 10.1.1.1IToaToMy, KOT1a MapuIpyTHU3aTOP OTIpaBIsLeT qaHHbIe 1Mo agpecy 10.1.1.1,
ucnojis3yercs DLCI 500.

B kadecTBe agpTepHATHBEI aBTOMAaTHYECKON NPHUBSI3KE TOKaNbHBIX uaeHTuukatopos DLCI
ajipecaM CEeTeBOT0 YPOBH yIAICHHBIX MapIIPYTH3aTOPOB ¢ oMouibio Inverse ARPMoxHO
HACTPOUTh CTATHUYECKYIO NpUBs3Ky Frame Relay tabnuie coorBeTcTBHS.
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CurHanunsauma Frame Relay

 DLCI: 500 PVC

|

C

LMI a Suing,
500 = AkTuBeH \
400 = HeaktuBeH

DLCI: 400 PVC

3
S,
o
~
o
@

CoobueHne nogaepxaHuns akTMBHOCTH

Cisco nogaepxuBaet Tpu ctaHgapTa LMI:
= Cisco

= ANSIT1.617 Annex D

= |ITU-T Q.933 Annex A

LMI — 510 cTranmapT CHrHAJIM3ALHU MEX Iy MapIIpyTH3aTopoM 1 KoMmMmyTaTtopoM Frame Relay.
LMI ympaBnsieT HOJKITIOUCHUEM U TIOJIEPKUBACT CTATYC MOKIFOUCHHS MEX/Y YCTPOWCTBAMH.

Xots porokon LMI mMoxHO HacTpanBaTh Bpy4HYyIo, HaunHas ¢ Bepcun Cisco [0S 11.2
mapipytuzarop CiSCOmbITaeTcst aBToMaTHYecKu onpeaenuts tTun LMI, ucnonbzyemsrit
komMyTtaropoM Frame RelayMapuipytusatop oTnpaBisieT HECKOIBKO MOJTHBIX 3alIPOCOB
cocrostaus LMI kommyraropy Frame RelayKommyrtatop Frame Relagosspamaer oaux
WIN HecKoJIbKo TUTIOB LMI, 1 MapmpyTru3aTtop HacTpauBaeTcs B COOTBETCTBHU C TIOCIICTHHM
MOJy9YeHHBIM THITOM. MapmipytusaTopsl Cisconomaepxubaet Tpu tima LMI:

m  Cisco: Tum LMI, coBmectro 3ananubiii kommanusamu Cisco, StrataCom, Northern Telecom
(Nortel) u Digital Equipment Corporation.
m ANSI: ANSIT1.617 Annex D.

m Q.933A: ITU-T Q.933 Annex A.

Kpowme Toro, HykHbIi THI LM| MOXHO BEIOpATh BPYYHYIO /IS TAPAHTUU IPABUIIBHOMN paObOThI
Frame Relay.

Korma mapmpytusarop moixydaeT nanabie LMI, oH mepeBOAUT CBOM BUPTYaIbHBIN KaHAT
B OJIHO M3 CIIEAYIONINX COCTOSIHUM:

m  Active: Yka3bIBaeT, 4TO BUPTYaJIbHBIN KaHANl aKTUBCH M MapIIPyTU3aTOPBI MOTYT
oOMeHUBAaThCS JaHHBIMU Yepe3 ceTb Frame Relay.

m |nactive: YkassiBaeT, uTo JIOKaNIbHOE TOAKIIIOYCHHE K KomMMyTaTtopy Frame Relay
AKTHUBHO, HO MOJKJIFOUCHHUC YAAJICHHOI'O MapuIpyTHU3aTopa K YAaJICHHOMY KOMMYTAaTOpy
Frame Relayie paGoraer.

m  Deleted: VkassiBaer, uro Tun LMI He monyden ot kommyTaropa Frame Relayuu uro
MEX]ly MapIIpyTH3aTOPOM U JIOKaJIbHBIM KoMMyTaTopoMm Frame Relayer coenunenust.
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n LMI

2 - DLCI = 100

172.168.5.5

e 3anpoc cTaryca .
»

JNokaneHelit DLCI 100 = AkTBEH e
o MpuseT, 7 172.168.5.5.

Jtanbl paboTbl NPOoTOKONOB Inverse ARP

QObnako

Frame Relay RLCI= 400
k]
172.1685.7

3anpoc cTaryca e

INokanbHbiid DLCI 400 iAKTHEeH

7P_055

v

Huxe npuBoauTcs odliee onrcanre padoThl nporokoia Inverse ARRB1 curnanuzaiuu LMI

B moAKmoueHnn Frame Relay.

1. Kaxmplif MapIipyTH3aTop HOAKIIIOYaeTcS kK kommyTatopy Frame Relayepes CSU/DSU.

2. Tlpm mactpoiike Frame Relaya unrepdeiice MapuipyTu3aTop OTIPABISET COOOIIEHHE
zampoca cocrosuus LMI xommyraTopy Frame Relaydto coobiienune onoBeraet
KOMMYTATOp O COCTOSTHHH MapIIpyTH3aTopa U 3aNpaliiBacT y KOMMYTaTopa JaHHbIC
0 COCTOSIHUY TOAKJIFOUCHUS BUPTYaTbHBIX KaHAJIOB MapIIIPyTU3aTOpPa.

3. B otBer Ha 3ampoc kommyTatop Frame Relayrnpasiser coobuienne o coctostann LM,
KOTOpOE BKJIt0UaeT jJokaibHble uaeHtudukatopsl DLCI kananos PVCk yaaneHHbIM
MapIIpyTH3aTOPaM, KOTOPBIM JIOKATBHBIA MapIIPyTH3aTOP MOXKET MepeaaBaTh JaHHbIC.

4. nsa xkaxnoro aktueHoro DLCI kaxapiii MapiipyTH3aTop oTmnpasiser naket Inverse ARP,

4TOOBI 00BABUTE O cede.
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Jtanbl paboTbl NPOoTOKONOB Inverse ARP
n LMI (npoA.)

Obnako

DLCI = 100 mFrame Relaym DLCI = 400 .
172.168.5.5 172.1685.7 ;

P MpuBeT, A 172.168.5.7. o
<

Kapta Frame Relay o
172168 55|DLCI 400 EArruBeu

e Kapta Frame Relay
172.1 68,5,7[ DLCI 100 |A1mnaeu
o Mpuset, A 172.168.5.5. -
»
o CoobuwgHne no,cu]eE:raHMH AKTMBHOCTH o

CooBleHre noaaepKaHuA aKkTMBHOCTU

5. Koraa mapiupytusarop noiydaer coodimenue Inverse ARPoH co3aeT 3anuch NIpUBI3KU
B Tabnuite cooTBercTBUs Frame Relaykoropas Bxmouaer unentudukarop DLCI u agpec
CETEeBOT0 YPOBHS yIJICHHOr0 MapuipyTu3atopa. OOpaTute BHUIMaHHUE, YTO B KAYECTBE
DLCI mapmpyTtuzatopa ucnonssyercs nokanbabiii DLCI, a e DLCI ynanennoro
Mmapiupytu3aropa. B rabmuie Frame Relayoxer otoOpaxkaTbes irodoe 13 Tpex
COCTOSTHUM MOJKITIOUEHMS.

MpumeyvaHune Ecnu npotokon Inverse ARP He paboTtaeT nnv He nogaepXvwBaeTcs Ha yaaneHHOM
MapLupyTm3aTope, Heo6xoAMMO BPYYHYIO HACTPOUTL CTaTnyeckne Tabnuubl Frame
Relay, conoctaBnstoLwimne nokaneHble naeHTudukatopsl DLCI n yaaneHHsle agpeca
CEeTeBOro YPOBHS.

6. Kaxapie 60 cexyHa MapmipyTH3aTopbl OTHpaBisiioT coodmenus Inverse ARR1o Bcem
aktuBHBIM uaentudukaropam DLCI. Kaxzapie 10 cexyna mapmpyTH3aTop 0OMEHUBAETCS
nanabiME LMI ¢ kommyTaTtopom (coobmenus Keepalive).

7. MapmpyTu3aTtop U3MEHsIET COCTOsIHUE Kaxaoro uaeHtugukaropa DLCI Ha «Active»,
«Inactive»unu «Deleted»p 3aBucumoctn ot coobienus orseta LMI, momydennoro
ot kommytatopa Frame Relay.
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HacTpounka Frame Relay

B sTOM paszere onuceiBacTCs HacTpoiika 6azoBoro kanama Frame Relay PVC.

Hactpowka 6azoBoun cetn Frame Relay

interface Seriall

ip address 10.16.0.1 255.255.255.0
encapsulation frame-relay
bandwidth 64

interface Seriall

ip address 10.16.0.2 255.255.255.0
encapsulation frame-relay
bandwidth 64

27057

basosas xkoudurypanus Frame Relayipenmonaraer nactpoiiky Frame Relaya oxnom umn
HECKOJIbKHMX (pU3NUYEeCKUX HHTepdeiicax, a Takxke moaaepku nportokonos LMI u Inverse ARP
Ha MapuIpyTU3aTopax.

B Tabnuiie HIXKE OMUCHIBAIOTCS JCHCTBYS MO HACTPOIKH 6a3oBoit cetn Frame Relay.

HencTBMA no HacTpomke 6aszoBon cetn Frame Relay

Ne

OencTtBue

MpumeyaHus

BbibepuTe MHTEpbelic, Ha KOTOPOM
Heobxoanmo HacTpoutb Frame Relay.
Vicnonb3ynTe pexum KoHpurypauum
MHTEpdenca.

Rout er X(config)# interface
seriall

Mocne nepexona B pexum KoOHUrypaumm
WHTepdenca npurnaweHme KoMaHgHOM CTPOKU
namenutcs ¢ (config) # Ha (config-if) #.

HacTtponTe agpec ceTeBOro ypoBHs,
Hanpumep IP-agpec.

Rout er X(config-if)# ip address
10.16. 0.1 255.255.255.0
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Ne OencTtBue

MpumevaHuna

3. BeibepuTe TN nHkancynsauum Frame Relay,
KOTOpbI ByAeT NpUMeHATbLCS Ans
MHKancynsaumnm cKBO3HOro Tpadmka AaHHbIX.
VMcnonb3yinte KomaHay KoHdurypauum
MHTepdenca encapsulation frame-relay .

Rout er X(config-if)#
encapsul ati on franme-rel ay
[cisco|ietf]

[MapameTp cisco akTuBMpyeT UHKancynsuuto
Cisco. cnonb3ynTe aTOT NapameTp, ecnu
MOAKIIOYEHNE BbINOMHAETCS K APYromMy
mapuupyTtuaatopy Cisco. 3To 3HadeHune

Mo YMOMYaHuIo.

MapameTp ietf akTUBMPYET MHKANCYMALMIO NO
crtaHpapty IETF (RFC 1490). Beibepute atoT
napameTp, eCnu BbIMOHAeTCs NoAKMoYeHe
K MapLupyTM3aTopy ApYroro nponssoauTens.

4. Cospante nogknioderne LMI ¢ nomoLbo
KoMaHabl KOHpUrypauumn nHtepderica
frame-relay Imi-type .

Rout er X(config-if)# frane-

OTa koMaHAa HeobxoaMMa TOmNbKO B BEPCUSIX
Cisco I0S 11.1 n Hmxe. B Bepcun Cisco 10S
11.2 v Bbiwe TN LMI onpegensetcs
aBTOMaTM4YECKM M ero HacTpoKrka He TpebyeTcs.

relay I m-type {ansi | cisco | | MNoymonyaHuo ucnonb3yetca napameTp Cisco .
g933a}
Tun LMI BbIOMpaeTcs Ans Kaxagoro
nHTepderica, AaHHbIe O BbIOPAHHOM TuMe
MO>XHO BbIBECTU C NMOMOLL b KoMaHabl EXEC
show interfaces .
5. HacTtponTe nonocy nponyckaHus OTa KkomaHAa BnusieT Ha onepaumu

MHTepdenca ¢ NOMOLLbIO KOMaHabI
KOHGUrypaumm nHtepderica bandwidth
[kilobits ].

Rout er X(config-if)#
bandw dth 64

MapLUpyTM3aLnn, BbINOMHAEMbIE TAKUMMN
npoTokonamu, kak IGRP, EIGRP n OSPF,
a Takxe Ha Apyrue pacyethbl.

6. BkntounTe npotokon Inverse ARP, ecnu
OH OTKIMIOYEH Ha MapLipyTusaTope.
VMcnonb3yinte KomaHay KoHdurypauum
nHTepdeica frame-relay inverse-arp
[mpomockon] [dici].

Rout er X(config-if)# frane-
relay inverse-arp ip 16

npomokort. MopaepxuBaemble NPoTokonbl: IP,
IPX, AppleTalk, DECnet, Banyan VINES n XNS.

dici: ngeHtudmkatop DLCI Ha nokansHOM
nHTepdeiice, ¢ KOTopbiM ByaeT NPou3BoOAUTLCS
obmeH coobuieHuamm Inverse ARP.

Inverse ARP BKIHOYEH MO YMOSTYaHUIO N He
oToOpaxaeTcsl B BbIBOAE KOHUIypaLum.
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HacTtpouka ctatnyeckon Tabnuubl
cooTtBeTCTBMA Frame Relay

DLCI =110
IP-appec = 10.16.0.1/24

DLCI =100
IP-agpec = 10.16.0.2/24

interface Seriall

ip address 10.16.0.1 255.255.255.0

encapsulation frame-relay

bandwidth 64

frame-relay map ip 10.16.0.2 110 broadcast E‘
|

Crarundyeckyto Tabnuuy cootBetcTBma Frame Relay cnegyet
HacTpanBaTthb B CriegyroLwmX criyvyasax:

= YnaneHHbllh y3en Frame Relay He nogaepxuBaert Inverse ARP

= HeobxoauMm KOHTPONb Hag WMpOKoBeLl aTenbHbIM Tpadumkom B kaHane PVC

= Heobxognmo ucnonb3oBaTb pa3Hble TUMNbI MHKancynsiumm Frame Relay gna
kaHanos PVC

Ecmu ynanenusiii Mmapuipytuszatop He nogaepkusaet Inverse ARPysner Frame Relagynyr
MCIIOJIb30BaTh pa3HbIe THITBI HHKANCy sy Frame RelayEciu Bbl X0THTE KOHTPOJIHPOBATH
IIMPOKOBEIIATEIIbHBIN U TPyIoBoi Tpaduk kanaiza PVC, Heo0X0MMO CTaTHYECKH IIPHUBSI3ATh
unentudurarop DLCI k agpecy ceTeBoro ypoBHs yIaleHHOro Mapipyruzaropa. Takue
3alMCH Ha3bIBAIOTCS CTATUUECKUMHU 3aIHCAME TaONUIBI cooTBeTCcTBHsA Frame Relay

Hcnonb3yiite crieAyromyr0 KOMaH1y, 4TOObI CTaTHYCCKU TIPUBSI3aTh yIATCHHBIN aapec
CETEBOr0 ypOBHS JIOKabHOMY HaeHTHhukaTopy DLCI.

Rout er X(config-if)# frane-relay map mnporoxon ampec mporTokosa
dlci [broadcast] [ietf | cisco | payl oad-conpress packet-by-
packet ]
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MapameTpbl KOMaHAbI frame-relay map

MapameTtp

OnucaHune

MPOTOKOJI

3apgaeT nogaepxvBaeMbln npoTokon (Mocta unu LLC).
HoctynHble BapuaHTbl AppleTalk, DECnet, DLSW, IP,
IPX, LLC, LLC2, RSRB, Banyan VINES n XNS.

azgpec HnpoToKoJIa

3ajaeT agpec CETEBOIO YPOBHS UHTEpdeiica LieneBoro
MapLupyTusartopa.

dl ci

3agaet nokanbHbin naeHtTudmkaTop DLCI, KoTopbIn
UCMNonb3yeTcs AN NOAKIMIYEHMS K yaaneHHOMY agpecy
npoTokona.

br oadcast

(HeobGsizaTenbHo) PaspeluaeT WnpoKoBeLlaTenbHble
1 rpynnoBble Pacchifikn B BUPTyanbHOM KaHane. OTo
No3BOMNseT NCNOMb30BaTh MPOTOKOMbI AMHAMUYECKON
MapLUpyTM3aummn B BUPTyanbHOM KaHare.

ietf | cisco

BkntoyaeT nHkancynsaumto IETF nnm Cisco.

payl oad- conpr ess packet - by-
packet

(HeobGsizaTenbHO) BkntoyaeT cxxaTue nonesHom
4YacTu NakeToB C NOMOoLLbI0 MeToAa Stacker. 3To
nponpueTapHbIN MeTOoA cxaTusa komnaHum Cisco.
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HacTtpouka cyonHtepcencoB Frame Relay

= "Tovka-Touka"
— CybuHTepdenchl paboTatoT Kak apeH4oBaHHbIe KaHarbl.

— [ns kaxxgoro cybuHtepderica "Touka-touka" Tpebyetcs
oTaenbHad NoaCceTb.

— Pexum "Touka-Touka" npumeHseTcs B Tonosormsx "3eesna’
= MHOroto4YeyHble

— CybuHTepderchl 4encTBytoT kak ceTn NBMA u He pewlatoT
npobnem, cBsidaHHbIX ¢ MeTogom Split horizon.

— MHoroTo4eYHble cybnHTEpdENCHI NO3BOMSIOT SKOHOMUTb
3 pecHoe NPOCTPaHCTBO, TaK Kak MCMOMb3y0T OAHY NoAaceTb.

— MHoroTo4euHble nHTepdencbl NPUMEHSAIOTCA B MONTHOCBSA3HON
N YaCTUHHOCBSA3HOW S4ENCTON TOMONOTUK.

CyO6unrepdericsl MOXXHO HACTPOUTH B OJTHOM H3 JIBYX PEKUMOB!

B «Touka-Touka». OnuH cyOuHTEpPENc «TOUKA-TOUKA» HCIOIB3YETCSI JUIS CO3JJaHMUS
onHoro kanana PVCk pusudeckomy untepdericy niu cyonnTepdeicy yaaaeHHOro
Mapipytu3aropa. B aTom ciryyae kaxxaas mapa MapuipyTH3aTOpOB, Y4aCTBYFOIIHX
B COCTMHECHHU «TOYKA-TOYKa>», HAXOAUTCS B OTJCIBHOMU MOJICETH, U KAXKIOMY
cyountep¢eiicy npucBauBaercs oguH uneHrupukatop DLCI. B cpene «ouka-Touka»
Tpadrk 06HOBIEHHH He omgunHsAeTcs npasmiry Split horizon,rak kak kax bt
cybounrepdeiic paboTaeT kak HHTEp(PEHC «rouKa-TOUKa».

m  MHuororoueuHblii: OUH MHOTOTOYCUHBINH CyOHHTEPEC UCIIOIB3YETCS IS CO3aHMs
HecKoJbKNX KaHanoB PVCk HeckonbkuM cyOunTepdeiicaM mim Gu3nIecKium
uHTEpdeiicaM yIaleHHbIX MapIpyTH3aTopoB. B aToM cityuae Bce uaTEpdEiCHI,
Y4YacTBYIOIINE B COETUHEHUH, HAXOAATCA B OAHOM moacetu. B aToii cpene cyounrepdeiic
JecTByeT Kak ctanmapTHeIi uatepdeiic NBMA Frame Relaynostomy tpaduk
o6HoBIeHu# moqunHseTcs npasuny Split horizon.
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HacTtpouka cyomnHtepencoB Frame
Relay " Touka-To4ka"

10.17.0.1

DLCI=110 10.17.0.2

interface Seriall
no ip address
encapsulation frame-relay
1

interface Serial0.110 point-to-point
ip address 10.17.0.1 255.255.255.0

bandwidth 64

frame-relay interface-dleci 110

1

interface Serial0.120 point-to-point
ip address 10.18.0.1 255.255.255.0

bandwidth 64

frame-relay interface-dleci 120
1

NMpumep: HacTtpounka cyomnHtepdencoB Frame Relay
«TOYKA-TOYKa»

Ha sToMm pucynke mapmpyruzarop A uMmeeT Ba cyounTepdeiica «rouka-Touka». Cyounrepdeiic
s0.110moaxarouaeTes K MapipyTtuzaropy B, cyountepdeiic S0.120moaxmouaercs
k MapiipytuzaTopy C. Kaxkaplii cyounTepdeiic HaXoauTcs B OTACIbHON TOACETH.

BeinosHute cienyrooiue AeHCTBUS, YTOOBI HACTPOUTH CYOHHTEpdhEiCh Ha HU3MUSCKOM

uHTEepdeiice.

Denctene 1 Bri6epute nnTepdetic, Ha KOTOPOM HEOOXOAMMO HACTPOUTH CYOMHTEP(EHCHI,
U TIepeianTe B peKuUM KOHPUTYparuu naTepdeiica.

DeiicTeue 2 VY nanure agpeca ceTEBOTO yPOBHs, Ha3HAUEHHbBIE (pr3ndyeckomMy uHTEp(eiicy,
Ha3HAUbTE aJpec CETEBOTO YPOBHS cyOMHTEpdeiicy.

DOeicTteue 3 Hacrpoiite nnkancymsuto Frame Relay.

DOencTaue 4 C nomouipio KOMaHIbl HIKE BbIOepuTe cCyOnHTep(deiic, KOTOphIi HEOOXOANMO

HACTPOUTD, CENalTe ero cyOuHTepdericoM «royKa-TouKa».

Router X(config-if)# interface serial momep. HOMep
cybunTepderica Poi nt-to-point}
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MapameTpbl KOMaHAbI interface serial

MapameTpbl KOMaHAbI
interface serial

OnucaHue

. HomMep cyOmHTepderica

Howmepa cybuHTepdelica BbibnpatTca n3 gnanasoHa
1 -4 294 967 293. Homep nepepn To4kom (.) — 3TO HOMep UHTepdeiica,
K KOTOPOMY NpuUHaanexuT cybuHtepderic.

poi nt -t 0- poi nt

BbiGepute aTOT NapameTp, ecnv HeoGxoaMMo, YToBbI kKaxaas napa
MapLUpyTM3aTOPOB, YHaCTBYIOLLUMX B MOAKMIOYEHNN «TOUKA-TOYKa»
uMena coGCTBEHHYHO NOACETh.

MpumeyvaHue Heobxoommo ykasaTtb napameTp multipoint mnwm point-to-point , 3Ha4eHue no
YMOJYaHUo He onpeaeneHo.

DeiicTeue 5 Ecnu nunTepdeiic HacTpoeH B pexkUMe «TOUKa-TOUKa», Ui HETO
HE00X0IMMO HACTPOUTH JIoKalbHbIH naeHtudukarop DLCI, uroOsr oTanyats
cyounrepdetic ot pusnueckoro untepdeiica. Komanna s HacTpoiku
nokanbHoro uacHtudukaropa DLCI Ha cyouHTepdeiice MPUBOIUTCS HUXKE.

Rout er X(confi g-subif)# franme-relay interface-dlci =omepdl Ci

MapameTpbl KOMaHAabI frame-relay interface-dici

MapameTp KoMaHAbI frame-
relay interface-dIci

OnucaHue

gomep dl Ci

3apgaet nokanbHbIn Homep DLCI anst cybuHTepdeiica. Opyrix metonos
Ha3HaveHus naeHtudumkatopos DLCI, nony4eHHbIx OoT LMI, He
cyllecTByeT, Tak kak LMI He pacno3HaeT cybuHTepdencs.

He ucnons3yiite komanay frame-relay interface-dici na ¢pusnueckux unrepdeiicax.

MpumeyaHue Ecnu cybrnHTepdenc HacTPOEH B pEXNME «TOYKA-TOUKa», Bbl HE CMOXETe
nepeHasHaunTb ero Homep cybuHTepgency B MHOroTOMEYHOM pexnme 6e3
nepesarpysku mapLupytusatopa. BmecTo atoro cnegyet ucnonb3oBaTb ApYron
HOoMmep cybuHTepdelica.
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HacTtponka MHOroTo4Ye4HbIX
cyouHTtepcencoB Frame Relay

$2.2=10.17.0.1/24 DLC\:

_ - -
ot

s2.1=10.17.0.2/24

= DLCI= 130
Sd o @
Dlg = ~

-

o $2.1=10.17.0.3/24
interface Serial2 T g
no ip address §
encapsulation frame-relay s2.1=10.17.0.4/24

interface Serial2.2 multipoint
ip address 10.17.0.1 255.255.255.0
bandwidth 64
frame-relay map ip 10.17.0.2 120 breoadcast
frame-relay map ip 10.17.0.3 130 broadcast
frame-relay map ip 10.17.0.4 140 broadcast

Mpumep: HacTporka MHOroTo4e4YHbIX CyonHTepcencon

Frame Relay

Ha pucynke Bce Mapuipytuzatopsl Haxoasates B moacetn 10.17.0.0/24Ha maprupyTuzatope A
HACTPOCH MHOTOTOYEUHBIN cyOuHTEpdeiic ¢ Tpems kananamu PVC.Kanan PVC

¢ unentudukaropom DLCI 120ucnonp3yercs ajs MOAKIIOUCHUS K MapIipyTuzaropy B, kanan
PVC ¢ unenruduxaropom DLCI 130ucnons3yercs 1 NOAKIOYCHHS K MapiipyTusaTopy C
u xanan PVCc DLCI 140ucnonb3yetcs A MOAKIIOUEHHs K MappyTuzaropy D.

ITo ymomganuro meron Split horizonoTkiroueH Ha OCHOBHBIX MHOTOTOYCYHBIX HHTEpdeiicax
Frame Relay Bximtoyen Ha MHOTOTOUCUHBIX cyOuHTepdeiicax Frame RelayHa pucynke

¢ KoH(HUrypanueii, BKIFOYaoIIeld MHOTOTOUeUHbIN cyounTepdeiic, meton Split horizon
HEOOX0MMO BPYYHYIO OTKJIIOYHTH Ha MapIipyTu3arope A, 4To0bl pemuTh npoodiemy

Split horizonua sTom MapipyTusaTope.

Brimonnute crneayromue qeicTBUs, YTO0OBI HACTPOUTH CyOHHTEp(Eeichl Ha PU3MYECKOM

uHTepdeiice.

OenctBue 1

OenctBue 2

OenctBue 3

DOencrteue 4

Bri6epute nnTepdetic, Ha KOTOPOM HEOOXOAMMO HACTPOUTH CYOMHTEP(EHCHI,
Y TIepeiIinTe B peXKUM KOH(PUTYparuu HHTEepdeiica.

VY nanure agpeca ceTeBOTO ypOBHs, Ha3HAUCHHbBIE (pr3ndeckomMy uHTEp(eiicy,
Ha3HAUYbTE aJpec CETEBOTO YPOBHS cyOMHTEpdeiicy.

Hacrpoiite nnkancymsuo Frame Relay.

C nomouipio KOMaHIbl HIKE BbIOepuTe cCyOnHTEp(deiic, KOTOphIi HEOOXOANMO
HACTPOUTH, U IEPEBEANTE ETO B MHOTOTOYEUHBINA PEKUM.

Rout er X(config-if)# interface serial nmomep. HoMep
cybunrepperica mul ti poi nt

© 2007 Cisco Systems, Inc.

PacluvpeHve nokanbHon ceTu B rmobanbHyto ceTb 8-59



MapameTpbl KOMaHAbI interface serial

MapameTpbl KOMaHAbI OnucaHue
interface serial

. Homep cy6uHTepderica | Homepa cybuHTepdelica BeibupatoTcst u3 gmanasoHa
1 -4 294 967 293. Homep nepepn To4kom (.) — 3TO HOMep UHTepdeiica,
K KOTOPOMY NpuUHaanexuT cybuHtepderic.

mul ti poi nt BbiGepuTte aTOT NapameTp, ecrnv HeoGXxoaAMMO, YToBbI Bce
MapLupyTM3aTopbl paboTanv B O4HOW NOACETH.

MpumeyaHue Heobxoommo ykasaTtb napameTp multipoint mnwm point-to-point , 3Ha4eHue no
YMOJYaHUIO OTCYTCTBYET.

OencTeue 5 Ecnu nHTEpdeiic HacCTpoeH B MHOTOTOYEYHOM PEKUME, TSl HETO HE00X0IMMO
HACTPOUTH JIOKaNbHbIN HacHTHGHKaTOp DLCI, uT00BI OT/INYATE CyOuHTEpdEtic
oT ¢usryeckoro uHTepdeiica. Ita KoHGUTypalHst He TpeOyeTcs A1
MHOTOTOYECYHBIX HHTEP(EHCOB, HACTPOSHHBIX CO CTATUYECKUMH TAOIHIIAMU
MapupytoB. Komanzaa aist HacTpoliku JokansHoro uaeHtuguxaropa DLCI
Ha cyOnHTepdeiice MPUBOIUTCS HIKE.

Rout er X(confi g-subif)# franme-relay interface-dlci =zomepdl ci

MapameTpbl KOMaHAabl frame-relay interface-dici

MapameTp komaHAabl frame- [ OnucaHne
relay interface-dIci

momep dl Ci 3apaet nokaneHbin Homep DLCI ansa cybuHTtepderica. Jpyrnx metoaos
HasHayeHusa ngeHtTudukatopos DLCI, nony4veHHbIX oT LMI, He
cylwecTByeT, Tak kak LMI He pacno3HaeT cybuHTepdeicsl.

He ucnons3yiite komanay frame-relay interface-dlci na ¢pusnueckux unrepdeiicax.

MpumeyaHue Ecnu cybnHTepdenc HacTPOEH B PEXNME «TOYKA-TOUKa», Bbl HE CMOXETe
nepeHasHaunTb ero Homep cybrnHTepdency B MHOroTOMEYHOM pexnme bes
nepesarpysku mapLupytusatopa. BmecTo atoro cnegyet ucnonb3oBaTb ApYron
HoMep cybuHTepdelica.
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NMpoBepka cetn Frame Relay

B sToMm paszene onmceiBaroTes Komauasl Frame Relaghow u debug, kotopsie uenonp3yrores

IUIs TIpOBEpKH paboTel Frame Relay.

lNpoBepka paboTbl Frame Relay

| Rout erX# show i nterfaces momMep Tmma

= BeiBoouT cBefeHus 06 naeHtudukaropax DLCI cetn Frame Relay v nporokone LMI

Rout er X# show i nterfaces sO

SerialO is up, line protocol is up
Har dwar e i s HD64570
Internet address is 10.140.1.2/24

LM enq recvd 0, LM stat sent 0, LM upd sent O
LM DLA 1023 LM type is CISCO frame relay DTE
FR SVC di sabled, LAPF state down

Last input 00:00:02, output 00:00:02, output hang never
Last clearing of "show interface" counters never

MIU 1500 bytes, BW 1544 Kbit, DLY 20000 usec, rely 255/255,
Encapsul ation FRAME-RELAY, | oopback not set, keepalive set (10 sec)
LM enq sent 19, LM stat recvd 20, LM upd recvd 0, DIE LM up

Broadcast queue 0/64, broadcasts sent/dropped 8/0, interface broadcasts 5

Queueing strategy:
Qut put queue 0/40, 0 drops;

<Qut put

queue 0/ 75, O drops

Komanma show interfaces orobpaikaer cBefieHHst 00 HHKATICYIISAIMHA U COCTOSTHUI
uHTepdeiicoB Ha 1-M U 2-M ypoBHsX. YOeauTech, yTo BeIOpaHa HHKancysiuus Frame Relay.

Kpowme Toro, 3Ta komanna BeiBOAUT cBeaeHus o turie LMI u upentugukarope LMI DLCI.

Unentuduxarop LMI DLCI otnuuaetcs ot unentudukaropa DLCI, koTopslit oTHOCHTCS
K kaHary PVC, ncnions3yemomy [uisl mepeaadn JaHHBIX.

Kpome toro, B BEIBOIE IpUBOANTCS THII yeTpoiicts Frame Relay — DThmun DCE.
Kak mpaBuio, maprupyrtusarop oyaer umeTh Tirr DTE. Oxgrako mapmipytuzatop Cisco
MOKHO HaCTPOUTH Kak kommyTtaTop Frame Relays stom ciydae ero tun 6yzer DCE.

© 2007 Cisco Systems, Inc.
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lNpoBepka padboTbl Frame Relay ( npoa,.)

IRouterX# show frame-relay Im [ xHoMep mnnal I

= BbiBogut ctatmcmky LMI

RouterX# show frame-relay Im

LM Statistics for interface Serial0 (Frane Relay DIE) LM TYPE = d SCO
Invalid Unnumbered info O Invalid Prot Dsc O

Invalid dummy Call Ref 0 Invalid Msg Type O

Invalid Status Message O Invalid Lock Shift O

Invalid Information ID O Invalid Report IE Len O

Invalid Report Request O Invalid Keep IE Len O

Num Status Eng. Sent 113100 Num Status nsgs Rcvd 113100

Num Updat e Status Rcvd O Num Status Ti meouts O

Hcnone3yiire komauay show frame-relay Imi, aro6sr BeiBecTH crarncTuky Tpaduka LMI.
B wactHOCTH 3Ta KOMaH 12 0TOOpaXKaeT KOJIMIECTBO COOOIICHHUI COCTOSHUS, TIEPETaHHBIX
MEXTy JIOKaJIbHBIM MapIIpyTH3aTopoM 1 Kommyraropom Frame Relay.

B Ta6m/1ue HHUKC OIMUCBIBAKOTCA HECKOTOPBIC MOJI BXOAHBIX JAaHHBIX KOMaHAbI show frame-
relay Imi.

Monsa BbIBOoga komaHAabl show frame-relay Imi

Mone OnucaHune

LMI Type Cneundukaumsa curHanusaumm unu LMI, BapmanTel: Cisco, ANSI n ITU-T
Num Status Eng. Sent Konun4yecTBO oTnpaBnieHHbIX CO0bLLEHMI 3anpoca cocTosiHusA LMI

Num Status Msgs Rcvd KonunyecTBo nonyyeHHbIX coobLieHun coctosiHus LMI
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lNpoBepka padbotbl Frame Relay ( npoa,.)

Rout er X# debug franme-relay Im

Frame Relay LM debugging is on

Di splaying all Frane Relay LM data

Rout er X#

1w2d: Serial O(out): StEng, nyseq 140, yourseen 139, DTE up
1w2d: datagranstart = OXEOO8EC, datagransize = 13

1w2d: FR encap = OxFCF10309

lw2d: 00 75 01 01 01 03 02 8C 8B

1w2d:

1w2d: Serial 0(in): Status, nyseq 140

iw2d: RT IE 1, length 1, type 1

iw2d: KA IE 3, length 2, yourseq 140, nyseq 140

1w2d: Serial O(out): StEng, nyseq 141, yourseen 140, DTE up
1w2d: datagranstart = OXEOO8EC, datagransize = 13

1w2d: FR encap = OxFCF10309

lw2d: 00 75 01 01 01 03 02 8D 8C

1w2d:

1w2d: Serial O(in): Status, nyseq 142

iw2d: RT IE 1, length 1, type O

iw2d: KA IE 3, length 2, yourseq 142, nyseq 142

iw2d: PVC I E 0x7 , length 0x6 , dlci 100, status 0x2 , bw 0

= Otobpaxaer gaHHble LMI

Hcnons3yitre komauay debug frame-relay Imi, uro6sr mpoBepuTh OTIPABKY U MOIyYCHHE
makeToB LMI| kommyTatopom Frame Relay mapmpyruzaTopom.

B mepBBIX 4eThIpeX cTpoKax onuchiBaeTcss oOMeH manasiMu LMI. B mepBoii cTpoke onmcheiBaeTcs
3anpoc LMI, ornpasnennsiii Mmapuipytuzaropom B kommyTatop Frame RelayBo Bropoii crpoke
onmchiBaeTcst otBeT LMI, momydenHbIit MapmipyTrzaTropom ot kommyTatopa Frame Relay.

B Tpetneii 11 4eTBepTOii CTPOKE OMUCHIBACTCS OTBET HA 3TOT 3alpoc OT komMyTaropa. [locie
3TOro ooMeHa JaHHbIMU LM| BhIOMHSIOTCS ABE aHAOTHYHBIX oreparu. [locieaare mectb
CTPOK COJEpIKaT ITOJTHOE coo0IIeHue 0 cocTossHuu LMI, koTopoe BKITtoUaeT onmcanue IByX
kaHanoB PVC MapiipytuzaTopa.

B Ta6m/1ue HUIKEC OIMUCBHIBAOTCA 3HAYUMBIC ITOJIA, IPUBCACHHBIC HA PUCYHKC.

NMona BeiBoaa komaHAabl debug frame-relay Imi

Mone OnucaHune

SerialO(out) YkasblBaeT, 4To 3anpoc LMI 6bin oTnpaBneH us nHrepdeiica
serial 0

StEnq KomaHaHbIN pexunm coobLLeHWs!, BO3MOXHbIE BapUaHTbI:

= StEngQ: 3anpoc coctosiHusA

n Status: oTBET Ha 3anpoc COCTOSAHUSA

myseq 140 CueTumk Myseq, npus3aHHbI k cieTunky CURRENT SEQ
MapLupyTusatopa

yourseen 139 CueTumk Yourseen, npuBa3aHHbIv k cdeTunky LAST RCVD SEQ

DTE up CocCTosiHME KaHanbHOro NpoTokona («up» unm «down») ons

nopta yctponctea DTE (nonb3oBaTenbCKoro)

RTIE1 3HayeHue nHdopmaumoHHoro anemeHTa (IE) Tuna otyeta (RT)
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Mone

OnucaHune

length 1 [nvHa nHpopmaumoHHOro anemeHTa Tuna otyeta B banTtax
type 1 Tun otyeta — RT IE

KAIE 3 3HaveHuve nHgopmaunoHHoro anemeHTta Keepalive

length 2 OnuHa nHdpopmaumoHHoro anemeHTa Keepalive B 6avitax

yourseq 142

CueTumk Yourseq, npuBsidaHHbIn kK cyeTynky CURRENT SEQ
KOoMMyTaTopa

myseq 142 Cuetumk Myseq, npus3aHHbI k cieTunky CURRENT SEQ
MapLupyTusarTopa
PVC IE 0x7 3HadeHune Tuna nHopmMaLunoHHoro anemexHta PVC
length Ox6 [nvHa nHdopmaumoHHoro anemeHTa PVC B 6aritax
dlci 100 3HayeHune DLCI B gecsaTM4HOM cuyucneHmm ans aaHHoro PVC
status 0x2 3HauyeHue CoCTOSIHNS, BO3MOXHbIE 3HAYEHUS:
= 0x00: Added/inactive
= 0x02: Added/active
= 0x04: Deleted
= 0x08: New/inactive
= OxOa: New/active
bw 0 CkopocTtb CIR ansi DLCI

Pasgen BeiBoza «(0OUt)» —5910 coobmienne cocrosaus LMI, oTmpasieHHOe MapIIpyTH3aTOPOM.
Pasznmen BeiBoga «(in)» —3T0 cooOIIeHHe, MOTyUYeHHOE OT KoMMyTaTopa Frame Relay.

Pasnen BeiBoza «type 0» -510 nosiHoe coodiienne coctossaus LMI. Pasaen BeiBoga «type 0»
yKa3bpIBacT Ha 0OMeH maHHbIMU LMI.

Crpoka «dlci 100, status Ox2esnauaeT, uro coctossane DLCI 100 — «Active»CranmapTHbie
sHaueHus o cocrosiaus DLCI mpuBoasTes Hioke.

m  O0x0: Cocrosuue «Added»u «Inactivessuauut, uro stot DLCI 3anporpamMmmupoBa, HO IO
KaKHM-TO IPUYMHAM HE HCHOJIb3YeTCsl, HalpUMep, M3-3a TOT0, YTO Apyras CTOpOHA KaHaja

PVC nenocrymsa.

B 0x2: Cocrosuue «Added»u «active»osnagaer, uto kommyrtarop Frame Relayimeer
uaeatuduxarop DLCI u cucrema paboraer 10KHBIM 00pa3oM. MOXKHO HauaTh mepeaady
Tpaduka ¢ stum DLCI B 3aronoske.

m  0x4: «Deleted»o3nauaer, uro Ha komMmmyTaTtope Frame Relayie sanporpammuposan DLCI
IS 5TOTO MapIIPyTH3aTOPa, OHAKO OH OBUT 3aIIpOrPaMMHPOBAH B IPOIILIOM. DTO COCTOSIHUE
MokeT ObITh BeI3BaHO mHBepcuelt DLCI Ha mapiipyTuzarope nnu yaanenueM kanana PVC
u3 obnaka Frame Relayiocrapmmkom yciyr.

Interconnecting Cisco Networking Devices Part 2 (ICND2) v1.0
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lNpoBepka padbotbl Frame Relay ( npoa,.)

IRouterX# show frame-relay pvc [ HoMep mmma [dlci]] I

= QOrtobpakaer craructuky PVC

Rout er X# show franme-relay pvc 100
PVC Statistics for interface Serial0 (Frame Relay DTE)

DLCI = 100, DLA USAGE = LCCAL, PVC STATUS = ACTI VE, | NTERFACE = Serial0

input pkts 28 output pkts 10 in bytes 8398
out bytes 1198 dr opped pkts O in FECN pkts 0
in BECN pkts 0O out FECON pkts 0 out BECN pkts 0
in DE pkts O out DE pkts O

out bcast pkts 10 out bcast bytes 1198

pvc create tine 00:03:46, |ast time pvc status changed 00:03: 47

Hcnons3yitre komauay show frame-relay pvc [interface unmepdbeiic] [dici], auro6s! BeIBeCTH
JaHHBIC O COCTOSIHMU BCEX HACTPOCHHBIX KaHaioB PVC,a taxke cTaTUCTHKY TpaduKa.

B Tabnuie HrKe ONMMCHIBAIOTCS MO KoMaHae! sShow frame-relay pvc.

Mons BbIBOAa KoMaHAbl show frame-relay pvc

Mone OnucaHue
DLCI OpavH u3 Homepos DLCI anst gaHHoro kaHana PVC.
DLCI USAGE MpuHumaeT 3HaveHne «SWITCHED», ecnu mapLupyTnsaTop Unm cepeep

[0CTyna UCMOoMNb3yeTCsi B KAYECTBE KOMMYTaTOpa, Unu 3HaveHne «LOCAL»,
€CMU MapLLpyTM3aTop U1 cepeep A0CTyna ucrnornb3yeTtcs B kadyecTse DTE.

PVC STATUS CoctosiHue kaHana PVC. Yctpoicteo DCE nepefaeT faHHbIE O COCTOSHUA
n yctponctso DTE nony4aeT 3T1 AaHHble. Ecnv mexaHnsm LMI oTkntoyeH
Ha nHTepdence ¢ NoMoLLbI komaHabl no keepalive , kaHan PVC bygeT
HaxoguTbesl B cocTosiHum STATIC. B npoTvBHOM GyAeT BbINOMHATLCS
o6meH gaHHbIMK 0 cocTosiHuM PVC ¢ nomolubio npoTokona LMI.

= STATIC: npotokon LMI oTknoueH Ha nHTepdence.

= ACTIVE: kaHan PVC HaxoguTcsa B paboyeM pexunme n MoxeT
nepeaasaTtb NakeThbl.

" INACTIVE: kaHan PVC HacTpoeH, HO OTKIHOYEH.

= DELETED: kaHan PVC otcyTcTBYeT (Tonbko gns yctponcts DTE), T. e.
OaHHble O COCTOSIHUM He NofyYeHbl 0T npoTokona LMI.

Ecnu ncnoneayetcsa komaHaa frame-relay end-to-end keepalive , B fononHeHue
k coctosiHuio LMI nepenaetca coctosiHne EEK. [1Ba npumepa NpMBOAATCS HUKE:

= ACTIVE (EEK UP): kaHan PVC ¢yHKUMOHUPYET B COOTBETCTBUU
¢ AaHHbIMK Keepalive npoTtokonos LMI n EEK.

= ACTIVE (EEK DOWN): kaHan PVC yHKLMOHNPYET B COOTBETCTBUM
¢ AaHHbIMK Keepalive npoTtokona LMI, Ho npoTokon EEK BepHyn owmnbky.
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Mone

OnucaHune

INTERFACE

CybuHTepdelic, CBA3aHHbIM C AaHHBbIM naeHTudmkatopom DLCI.

LOCAL PVC STATUS

CocTosiHne kaHana PVC, HaCTPOEHHOro N1oKarbHO Ha MeXCeTeBOM

uHtepderice NNI.

NNI PVC STATUS

CocTosiHue kaHana PVC, nony4yeHHoro Yyepes kaHan NNI

input pkts

KonnyectBo nakeToB, NONyYeHHbIX Yepe3 aToT KaHan PVC.

output pkts

KonnyectBo nakeToB, NOyYeHHbIX Yepes aToT KaHan PVC.

in bytes

KonunyectBo 6aiiT, nony4eHHbIX Yepes aToT kaHan PVC.

out bytes

KonuyectBo GaiiT, oTnpaBneHHbIX Yepes aToT kaHan PVC.

dropped pkts

KonnyecTBo BXoOALMX U MCXOOALLNX NAKETOB, 0T6p0LIJeHHbIX

MapLLpyTM3aTopoM Ha ypoBHe Frame Relay.

in pkts dropped

KonunyecTBo oTGpOLLEHHbIX BXOAALLMX NakeTos. Bxoasy
oTOpackIBATLCS MO HECKONBKUM MpUYMHAM:

" HeaKTUBHbIN kKaHan PVC;

L] NONMNTUKN,

ne nakeTbl MOTyT

= MakeThl, NpeBblllatLLme ypoBeHb oTopackiBaHus DE;

= OTOpOLUEHHBIE NPOGNEMSI;
= OWWBKM NPV BbIZENEHUN NaMSTK;

= npoGnembl KOHGUIypaLmuu.

out pkts dropped

Konnuecteo OT6p0LIJeHHbIX nexoaAawmx nakeToB, B TOM YUCe U3-3a

3anasfgblBaHnNg N orpaHuyeHns Tpadguka.

out bytes dropped

O6beM 0TOPOLLEHHBIX UCXOASALMX NakeToB (B GanTax).

late-dropped out pkts

KonunyecTBo MCXOASALIMX NaKeTOB, OTGPOLLEHHBIX B COOTBETCTBUW C MONUTUKOM
kayecTBa ob6cnyxueaHus (QoS), Takux kak ovepenb BUPTyasibHOro kaHana
1 orpaHnyeHne Tpaduka Frame Relay. Mone He oToGpaxaeTcs, ecnu ero

3Ha4deHue 0.

late-dropped out bytes

O6bem ucxopsawwmx naketos (B 6anTax), oTOpOLLEHHbIX B COOTBETCTBUM C
NonNUTUKOW KavecTBa obcnyxmnBaHus (Q0S), Takmx kak oMepeab BUPTYarbHOMO
KaHana u orpaHuyeHue Tpacguka Frame Relay MNone He oToGpaxaeTcs, ecnu

ero 3Ha4deHue 0.

in FECN pkts

KonunyectBo nonyyeHHbIx naketoB ¢ 6utom FECN.

in BECN pkts

Konun4yecTBo nonyyeHHbIX nakeToB ¢ 6utom BECN.

out FECN pkts

KonunyecTBo oTnpaBneHHbIX nakeToB ¢ 6utom BECN.

out BECN pkts

KonunyecTBo oTnpaBneHHbIX nakeToB ¢ 6utom BECN.

in DE pkts

KonnyectBo nonyyeHHbIx naketoB DE.

out DE pkts

KonnyectBo oTnpasneHHbIX nakeToB DE.

out bcast pkts

KonnuyectBo ncxogsawmx LnpokoBellaTenbHbIX NakeToB.

out bcast bytes

Konnuyecteo BXxogsaLmnx LnpokoBellaTesibHbIX NakeToB.
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lNpoBepka padbotbl Frame Relay ( npoa,.)

IRouterX# show frame-rel ay map I

= OTObpaxaeT Tekylwme 3anncu Tabnmubl cooTBeTcTBUA Frame Relay

IRouterX# clear frame-rel ay-inarp I

= Ypanser gMHamuyeckue 3anucn Ta@nuubl cootBeTcTBUS Frame Relay, cosgaHHble
c nomouwbto Inverse ARP

RouterX# show franme-relay map
SerialO (up): ip 10.140.1.1 dlci 100(0x64, 0x1840), dynamc,

broadcast,, status defined, active
RouterX# clear frame-rel ay-i narp
RouterX# show frame map

Rout er X#

Hcnone3yiire komaumay show frame-relay map, utoOsI BEIBECTH TEKYIIHE 3aIIUCH TaO I
COOTBETCTBHS U CBEJICHHUS O TIOIKITIOUCHHUAX.

Hwxe mpuBoautest 00bsACHeHNE BEIBOAa KoMaHasr Show frame-relay map Ha pucyHke.

«100» —st0 nokanbueiii HoMep DLCI B 1ecATHYHOM CUMCIICHHH.

«0x64» —-10 HOMep DLCI, npeoOpazoBanHblii B mecTHaguaTepuanyro dpopmy (0x64 = 100
B JICCATUYHOM CUHCIICHUH).

«0x1840» -hakTrueckoe 3HaUeHNE, KOTOpoe Oyaer nepenano B kanaa DLCI (3nauenue
mpeobpasyercs u3-3a pacupenenenns outoB DLCI B mome agpeca kagpa Frame Relay).

«10.140.1.1» 510 |IP-ampec yaaneHHOT0 MapIpyTH3aTopa (IHHAMUIECKAs 3aIKCh,
nosydeHHas ot nporecca Inverse ARP).

Ha xanane PVC BkimoyeHa IMpOKOBEIaTeNIbHAS U TPYIIIOBAasl pacChljiKa.

Cocrosiane PVC — «Active».

UTo0b! yaaIuTh THHAMUYECKHE 3allMCH TaOJIUIIBI COOTBETCTBHs Frame Re|ayCO3I[aHHI>Ie
¢ momopio Inverse ARPucmons3yiite komany clear frame-relay-inarp
MpUBHICTHPOBaHHOTO peskuMa EXEC.
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Pe3ome

B sToM pazzpene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.
|

Pe3ome

= KaHanbl PVC B cpege Frame Relay ngeHtmdumumpyoTcs
Homepamu DLCI, ot4yeThbl 0 cocTosgHuM KaHanos PVC
paccbiialoTca ¢ MoOMOLL b npoTokona LMI.

= CybuHTepdelicbl Frame Relay "Touka-Touka" TpebytoT
OTAENbHON NOACETM ANS Kaxaoro kaHana PVC, MHOrotoueyHble
cybuHTepdelickl paboTaloT B OQHOM NMOACETU C APYrMMY y3namm
Framerelay.

= [1ns BbIBOAA MH OpPMaLMM O NOAKMHYEHUN K NOCTaBLWMKy yenyr Frame
Relay ncnonb3aynte komaHay show frame-relay Imi . [ins BbiBoga
MHopMaLUm o0 noaknoYeHnn K yany Frame Relay ncnonb3ayiure
koMaHapbl show frame-relay pvc  un show frame-relay map
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3aHATHe 4‘

YcTpaHeHue Henomnagok
B rnodarbHbIX ceTax Ha base
Frame Relay

0O630p

Cetp Frame Relayipemiaraet HeCKOIBKO JOMOTHATEILHBIX TPEUMYIIIECTB MO CPABHEHHIO

C apeHI0BaHHBIMU KaHaiaMu. Ho 3TH nmpenmyIecTBa yBEIMIUBAIOT CIIOKHOCTD CPE/IbL.

C mo6asiieaneM Takux kouremniuit, kak NBMA, LMI, Inverse ARPu Tabiuiibl COOTBETCTBUS
Frame Relayaavmunucrparop moimkeH 001anaTh 6a30BLIMH 3HAHUSAMHE 110 STHM KOHIIEIIIIHAM

st 6oiiee PPEKTUBHOTO MOUCKA W yCTPaHEHHS IPOOJIEM TOAKIIOYCHUS, KOTOPhIE MOTYT
BO3HUKHYTbH B CETHU.

3agauu

[To oxOHYaHUU 3TOTO 3aHITUS BBl CMOXKETE OIPEJIEISITh METO/IbI IOUCKA U YCTPAHEHUS
pacrpocTpaHeHHBIX pobjaeM Frame Relayg taxike mpeagarath penieHus dTHX MPOOIIEM.
3TO 3HAYHUT, YTO BBl CMOKETE BBIMIOJHSITh CIICAYIOIINE 33]]a49H:

B OnHMCHIBaTH 0a30BHIN HAOOP MEWCTBHIA ITO TIOUCKY U YCTPAHEHUIO HETIONAI0K B TIIOOATBHOM
cetu Ha 6a3e Frame Relay;

N BBIBIITH U YCTPaHSATh paclpocTpaHeHHbIE poOiieMbl oaKIoueHus: Frame Relay.



CocTaBnswuwme npoueaypbl NONCKa
N ycTpaHeHUA Henonapok Frame Relay

B atom pazperne onmceiBaeTcs 6a30BBIN HAOOP MEHCTBUM IO MIOUCKY M YCTPAHEHUIO HETTOIAI0K
B TII00anpHOI ceTr Ha 6asze Frame Relay.

]
CocTaBnswlwue npoueanypbl NOUCKa
M ycTpaHeHUAa Henonapok Frame Relay

OTcyTeTBYET K Wmeetca nn
Kakoii npu3Hak CoepvHeHne coefMHeHue CKBO3HOE
HaUMy4WMM 06pa3IoM NMCLIBAET Frame Relay C yAaneHHbim coeauHeHue no
TEEEE OTKNKYEHO? MapLUpyTU3aTOpOM cetm
Frame Relay? Frame Relay?

YcTpaHenmne YcTpaHeHue
YcTpaHeHue Henonaaok Hefnonagok Henonaaok
OTKIIOMEHHOTO (EEI 5 ST CKBO3HOTO
coeanHeHus Frame Relay yAaneHHoro Mapuipyrusartopa coenvHenua no Frame Relay
Frame Relay

2007 Céoo Systems, Ic. Boe npasasaumier)

OCHOBHBIE COCTaBIISIONINE TIPOLIEAYPHI TOUCKA U ycTpaHeHus Frame Relay
OTHCHIBAIOTCS HUXKE:

B TIOMCK M YCTpaHEHHE HEToJIaJJ0K HeAOCTYTHOro KaHaina Frame Relayyro moxet ObITh
BBI3BaHO MpoOsieMoit 1-To wim 2o ypoBHS,

M TIOMCK U YCTPaHCHUE HEIOJIAJ0K MTOKIIOUCHH yIaJIeHHOT0 MapIipyTu3zaTtopa Frame
Relay,T. e. mogkroueHuii MeKIy OQHOpaHTOBRIMH MapIiupyTusaropamu Frame Relay;

N I0KCK U YCTpaHCHHE CKBO3HBIX MOAKIIoueHu Frame Relayr. e. moakioueHuit Mexay
pabounmu cTaHIUAMHE Yepes ceTh Frame Relay.
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NMonck u yctpaHeHue npobrieM noaknoYeHUs
Frame Relay

B 9TOM paserne omuckIBaeTCs MOUCK U YCTPAHEHHE HanboJiee pacpoCTPaHeHHBIX
mpobieM moakmoueHus Frame Relay.

|
YcTpaHeHne Henonagok HeucnpaBHOro
kKaHana Frame Relay

Crartyc
KOoMaHabl
show interface
serial?

MocnenosatensHbLIA
MHTEPENC OTKMIOYeH
W MUHEMHBII NPOTOKON

OTKIIOYeH?

Mpoeepka kabens
sh controller
serial

MocneposaTenbHbIi
uHTepdelic nogknioHeH
W N1HEiiHBIA NpoTokon,

OTKMOYeH?

MpoBepka coBnaaeHuA
Tuna LMI
sh frame-relay Imi

MocnepoBaTenbHbI
WHTepderc NOAKTIOYEH
W NIMHEAHLIA NPOTOKON
NOJIKO4EH?

yETpaHEH We Henonajok
coeauHeHnA
YAaneHHoro MapLupyTU3aTopa

Frame Relay

TMposepka coBnapeHus
TMNA MHKAMNCYNALMA 1
WHTEPBamNo. COOGEHMI
NOANEPKaHUsA aKTUBHOCTI

Mposepka netnu ans
ycTpaHeHua npobnem ¢
kabenem 1 o6opyaosaHuem

Mpoeepka
npasunbHocT DLCI
sh frame-relay pvc

2007 Céoo Systems, Inc. Boe npasasaumier)

I[TepBoe neiicTBUE, KOTOPOE CIIEYeT BBIMOIHUTH IIPU MOUCKE M YCTPAHEHHHU HETIOJIaI0K
moakoueHus Frame Relay, #poseputs coctosiaue uaTepdeiica Frame Relaylis
NpOBEpKH cocTosiHUsI MHTepdeiica Frame Relayicons3yercs komanma show interface
serial nomepl/nomep).

Ecnu B BeIBozie KoMaH b1 Show interface serial orobpaxaetcs coctosHue «interface
down/line protocol down»aro, kak mpaBmIIo, yKa3sIBaeT Ha MpodiaemMy 1o (Gpusmueckoro)
ypoBHs. Takoii BEIBOJ YKa3sIBaeT Ha mpodiemMy Kabes, ycrpoiictea CSU/DSUniu
MOCJICI0BATEIILHOM JINHUH.

Cuavasa ybeauTech, 4To Kabesb MOAKIIOUEH U Paclo3HAETCs MaPIIPyTH3ATOPOM € TIOMOIIBIO
koman 1 show controllersserial [crominopm].

[Tocrne 3TOTO 715 TOUCKA ¥ yCTPAaHSHHS MTPOOJIEMBI MOKET TIOTPEOOBAThCS MPOBEPKA
BO3BpaTHOM NETIH.

Brinonuute crenyromue 1eUcTBUS JjIsl TPOBEPKU BO3BPATHOM METIIH.

Oencteue 1 Ycranosute nakancysauto HDLC mis mocnemoBarenbHOTo KaHaa
u BeOepute nepuon Keepalive 1Q@exyra. J{ist 5TOro BBeAMTE KOMAH/IbI
encapsulation hdlc u keepalive 10 B pexxume koudurypamuu uarepdetica,

JUTSL KOTOPOTO BBITIONHSETCS MPOIeypa MOUCKa U YCTPaHEHHUS HETIOIa 0K,
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DOencteue 2 Ilepesenure ycrpoiictBo CSU/DSUniu B pexxuM JOKaIbHOTO HUTehda.
CBezieHHs 0 TOM, KaK 3TO C/IeNIaTh, MOKHO HalTH B JIOKYMEHTAIIUH 10
ycTpoicTBy. Ecim KaHaIBHBIA MPOTOKOJ IMEPEXOIUT B pabodee COCTOSHHE,
korga yerpoiictBo CSU/DSUnin MoeM HaXOIUTCS B PEKUME JIOKAIBHOTO
nuieida, uto obo3Hauaercs coobiennem «line protocol is up (looped)»,
CKOpee Bcero mpo0OiieMa BO3HHKIIA He B JIoKalbHOM ycTpoiictBe CSU/DSU.
Ecnu cTpoka cocTosHHSL He M3MEHSETCS, HICTOYHHKOM MPOOJIEMBI MOXKET OBITH
MapIIpyTU3aTop, COSAMHUTENbHBIN Kabens, ycrporictBo CSU/DSUnnu mozem.
B GonpIIHHCTBE ciIydaeB mpodiieMa Bo3HUKAeT B yerpoiictee CSU/DSU
W MOJIEME.

Dencteme 3 Brimonuute komauay ping o IP-aapeca untepdeiica, A1t KOTOPOro
BBIMTOJTHACTCS ITOMCK M YCTPaHEHKE HETOAI0K, Korma yerpoiicreo CSU/DSU
WJIH MOJIEM HaXOJUTCS B peXKuMe JoKaisHoro nureiida. HeobpaboTaHHBIX
9X0-3aIPOCOB OBITH HE JODKHO. PacipeHHbIN 3X0-3a1pOoC, UCTIONb3YIONTHI
koMmOuHanmio ganHbprx 0X0000,momoraet B penieHnu mpooJieM KaHaa, Tak Kak
kaHaib! 111 E1cuHXpOHU3HPYIOTCS IO JaHHBIM U TpeOYIOT OUTOB mepexoa
yepe3 Kaxple 8 out. KoMOMHAIMS JaHHBIX ¢ OOJBIIMM YUCIIOM HYJEH IIOMOTaeT
MOHSTh, IPUMEHSFOTCS JI OUTHI IIEPEX0/ia B TPAHKOBOM TOAKITIOUCHHH.
KomOuHaIus TaHHBIX ¢ OOJBIIMM YHCIIOM €IUHUI] UCTIONB3YETCS JUTS
SMYJISIIMYA HHTEHCUBHOTO ITOTOKA HYJICH, €CJIM Ha ITyTH MTPOXOXKICHHUS JTAHHBIX
HPHUCYTCTBYIOT HHBEpTOPHL. [lepemennas komOuHanust (0xX5555)npeacrasnser
«0OBIUHBIN» Tpaduk. Eciu 3X0-3ampocsl 00pabaThIBaIOTCS HEYAAYHO HITH
cuctema Bo3Bpaniaet ommoku CRC,He00X0 MO OTYyYUTh TECTEP YaCTOTHI
ommbounsix 6uToB (BERT)C COOTBETCTBYIONIMM aHATH3aTOPOM OT TeNe(OHHOM
KOMITaHHUH.

DOeiictBue 4  3aBepIIMB IIPOBEPKY, 0053aTENFHO BEpHUTE HHTEP(EHC K HHKATICYIISALIH
Frame Relay.

Hesepusbiit unentudukarop DLCI, cratuuecku 3agaHHbIi Ha cyOuHTepdEiice, TaKKE MOXKET
MIEPEBECTH €T0 B cocTosiHre «down/down»B stom cityuae 6yaeT 0ToOpakaThesi COCTOSIHHE
PVC «deleted>To0k1 yoeautscs, uto HacTpoeH npasuibHbIii HoMep DLCI, ncrons3yiite
komaHny show frame-relay pvc.

Rout er X#sh frane-rel ay pvc

PVC Statistics for interface Serial 0/0/0 (Frame Relay DTE)

Active | nactive Del et ed Static
Local 0 0 1 0
Swi t ched 0 0 0 0
Unused 0 0 0 0

DLCI = 100, DLCI USAGE = LOCAL, PVC STATUS = DELETED, | NTERFACE = Serial 0/0/0

i nput pkts 9 out put pkts 8 in bytes 879

out bytes 1024 dropped pkts O in pkts dropped O
out pkts dropped O out bytes dropped 0

in FECN pkts O in BECN pkts 0O out FECN pkts O
out BECN pkts O in DE pkts O out DE pkts O

out bcast pkts 2 out bcast bytes 138

5 mnute input rate 0 bits/sec, 0 packets/sec
5 mnute output rate 0 bits/sec, 0 packets/sec
pvc create tine 00:00:27, last tinme pvc status changed 00:00: 27

B stom BeiBozie HoMep DLCI mmeert 3nauenne «100»u cocrosane «deleted»Ito moxer
03HayaTh, YTO HacTpoeH HeBepHbIit DLCI.
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Ecmu B BeiBozZie Komane1 Show interface serial orobpaskaercs cocrosiaue «interface up/line
protocol down»pto, kak mpaBuIIO, YKa3sIBaeT HA MPOOIeMy 2T0 (KaHaIBHOI0) YPOBHSI.

B sToM ciydae mocnenoBatenbHbI HHTEp(EHC MOKET He moiydath coobmeHust LMI
Keepaliveor nocrasuuka ycnyr Frame RelaytdTo0sr yoenursces, uto coodmenus LMI
OTIPABISIOTCS U MPUHUMAIOTCA, U uTo TU LMI MapiipyTu3saropa coBmasaer ¢ THIIOM

LMI mocraBmuka yciayr, BBeaure koManmy show frame-relay Imi.

Rout er X#sh frane-relay Im

LM Statistics for interface Serial0/0/0 (Frame Relay DTE) LM TYPE = Cl SCO

Invalid Unnunbered info O Invalid Prot Disc O

Invalid dumy Call Ref 0 Invalid Msg Type O

Invalid Status Message 0O Invalid Lock Shift O

Invalid Information ID 0 Invalid Report IE Len O
Invalid Report Request O Invalid Keep IE Len O

Num St at us Enq. Sent 236 Num St atus nsgs Rcvd 31

Num Update Status Rcvd 0O Num St at us Ti neouts 206

Last Full Status Req 00: 00: 38 Last Full Status Rcvd 00: 00: 38

BriBos mokaseiBaer, 4to 0b110 oTiipaBiieHo 236 coo0mieHuit 3anpoca coctosiHus LM
(Num Status Enqg. Sent)obuio nonydeno 31 coobmenune coctostaust LMI (Num Status
msgs Rcvd)run LMI — «Cisco».
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YcTpaHeHne HenonagoK NoAKMYeHus

Frame Relay K yganeHHOMy MapLipyTu3aTopy

Nmeet nn

MapLpyTU3aTop
kapty frame relay
sh frame-relay
?

Wcnonbayet nn
MapLipyTUaaTop
o6parHbii ARP?

Jo6aeuTb unn oTpeaKTUposarb
cTaTtudeckyto kapty Frame Relay

npasasaumwen

MpaBuneHo nu
BLINOIHEHO COMOCTABNEHNE
|P-anpeca
cDLCI?

Mposeputk IP-agpeca
M MHCTRYKLMK
DLCI

Ounctutb Tabnuuy kapt
clear frame-
relay-inarp

Wmetorcs nu
KaKue-nu6o ACL, pUMeHeHHEIe

K wHTepeelican

Frame Relay?

MposepuTs npaeuna ACL n
BpeMeHHo yaanute ACL
13 uHTepdeiica

YT0OBI MOIYYUTH JOCTYH K OJHOPAHTOBOMY MapIIpyTH3aTopy yepes cetb Frame Relay,
MapmipytusaTop Frame Relayiomken nmpusssats |P-ampec atoro maprupyruszaropa

K JokanbHOMY uaeHTu(uKaTopy DLCI, KoTOpBIi OyaeT UCIOIb30BaThCS /IS Oy YCHHUS
nocryma k atomy IP-aapecy. Komanna show frame-relay map orobpaxkaer IP-anpeca

U mpuBsi3aHHbIe K HUM uaeHTHdukaropsl DLCI, a Takke cBeaeHus 0 ToM, ObUIA JIN IPUBSA3KA
BBEJICHA CTaTHUECKH WIJIH NOJTy4YeHa JUHAMHUYECKH ¢ IOMOUIBIO ITpoTokona Inverse ARP.

Rout er X#sh frane-rel ay map

Serial 0/0/0 (up): ip 10.140.1.1 dlci

br oadcast,

Cl SCO, status defined,

active

100( 0x64, 0x1840) ,

dynanmi c,

Ecnu BBl HeZlaBHO M3MEHHJIM apec nHTepdeiica ynaneHHoro Mapiipyruzatopa Frame Relay,
MOJKET MOTPeOOBaThHCS UCTIONB30BaHKe KoMaH bl Clear frame-relay-inarp mis ounctku
Tabunel cooTBeTcTBHS Frame Relayiokaigsroro maprupyrusaropa. [Ipu 5TOM IIPOTOKOIT

Inverse ARRBBIIONHUT MOBTOPHYIO NpUBS3KY HOBOro anpeca k DLCI.

Ecnu IP-agpec ogHOpaHroBOro MapipyTu3aTopa He MOSIBISIETCS B Ta0JIUIE COOTBETCTBHS
Frame Relayso3mosxHO, ynaneHHbIi MapuipyTu3atop He noaaepxkubaet Inverse ARP.
[onpoOyiite npusszark IP-anpec k uaeHrnduxaropy DLCI cTatnyecku ¢ MOMOIIbIO
koMmaus! frame-relay map npomoxon adpec npomoxkona dici [broadcast].

Kpome toro, Ha unrepdeiicax Frame Relayoryr 65T aKTHBUPOBAHbI CITHCKH KOHTPOJIS
noctyna (ACL), Biausiomue Ha noAkiItoueHrne. YToObl IPOBEPUTH, aKTUBHPOBAH JIU CITUCOK
ACL Ha unrepdeiice, BBenute komanay show ip interface.

UroOsl BpeMeHHO yaanuth ciucok ACL ¢ unrepdeiica n npoBeputs, BIUSIET JIK OH HA
MOIKIIOUEHHE, BBEIUTE KOMaHIy NO iP access-group romep acl {injout} B pexume

KoH(pUrypauuu uaTepdeiica.
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YcTpaHeHMe Henornaaok CKBO3HOro
noakntdyeHusa Frame Relay

CKOH(UIrYpUPOBaH MK CKOHUrYpUPOBaH M MPpOBEPKa LUHPOKOBSLLATENLHOMD
MO3HO 1M POBEPHATL: 3X0-CHTHaNoM M A EE el nHTepdeic napametpa B
yaanenusiii yaen Frame Relay Frame Relay kapre Frame Relay
¢ MaplpyTHaaTopa? [INA AMHAMUYECKOi KaK MHOFOTOUEUHBIA?
MapLupyTu3aumm?

Her

S

Boin nm
MpoeepnTb
wnio3 npo Memuaumo MECEEREREoE bt S ?
b CTATUUYECKON MapILIPYTU3aLMW PazAEneHHbIA FOpU3OHT!
yana UCTOUHUKa

KoxdpmrypupoeaHue
uHTepdeiica Frame Relay 3
KaK Touka-Touka EI

Cy1mecTBoBaHHE CKBO3HOTO MOJKITIOYECHUS MEXK /Ty PaOOUYNMHU CTAaHLIMSIMU Yepe3 CeTh
Frame RelagaBucur ot TOr0, y10BIE€TBOPEHBI JIH 00IINE TPEOOBAHUS K MapIIPYTH3AINH.
Ecnu B cetn Frame Relago3nukiiu mpo6ieMbl CKBO3HOTO TIOAKIIOUCHHUS, IPOBEPHTE
TaOJUIIBI MAPLIPYTU3ALIH, YTOOBI ONPEAETUTh, UMEIOT JIM MapLIPyTU3aTOPbl MAPLIPYT

K MECTY Ha3HaueHHsl, HOAKIIOYCHUE K KOTOPOMY HeHcHpaBHO. [y mpoBepKy TaOIHIIbI
MapIIpyTU3aliK KCIONB3YiTe KoMaHIy ShOw ip route.

Rout er X#sh ip route

Codes: C - connected, S - static, R- RP, M- nobile, B - BG?
D- EIGRP, EX - EIGRP external, O- OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
El - OSPF external type 1, E2 - OSPF external type 2
i - IS1S su- ISISsumary, L1 - IS IS level-1, L2 - IS IS level-2
ia- IS-ISinter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downl oaded static route

Gateway of l|ast resort is not set
172.16.0.0/ 24 is subnetted, 1 subnets

C 172.16.2.0 is directly connected, Loopbackl
10.0.0.0/24 is subnetted, 3 subnets

C 10.23.23.0 is directly connected, Serial0/0/1

C 10.2.2.0 is directly connected, FastEthernet0/0
192.168.1.0/24 is variably subnetted, 3 subnets, 3 masks

C 192.168.1.64/28 is directly connected, LoopbackO
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Ecnu B Tabnuiie MapImipyTH3aLiy MPUCYTCTBYIOT TOJIBKO MapIIPYTHI C IIPSIMBIM HOAKIIOYEHHEM,
BO3MOJKHO, B ceT Frame Relayosnukiia mpobiieMa, KOTopas MeIaeT 0ObABICHIIO OOHOBIIEHHUI
mapmpytuzanun. [lockoneky cetb Frame Relayteisercs cpenoit NBMA, Heobxonumo
HACTPOUTH MPOTOKOJ MapLIPYTH3aLUH Ha Tiepeaady rPyIHOBbIX U MIHPOKOBEIATEIbHBIX
nakeToB uepe3 cetb Frame Relayllpu ncnionp3oBanuu Inverse ARPTa BO3MOXHOCTB
aKTUBHpYETCs aBTOMAaTHYeCKH. [IpH MCIONB30BaHNH CTaTHYECKON TaOJINIIBI COOTBETCTBUS
Frame Relayieo6xomuMo SBHO HACTPOMTSH MOIIEPKKY ITHPOKOBEIATETHEHOTO TpaduKa.
Komanma showframe-relay map nmokassiBaer, BKIIOUSHA JIH MOAIEPIKKA ITHPOKOBEIIATETBHOTO
Tpaduka, KoTopas oOecreunBacT rnepenady oOHOBICHHIA MapIIpyTH3almy 1o cetu Frame Relay.

Rout er X#sh frane-rel ay map

Serial0/0/0 (up): ip 10.140.1.1 dlci 100(0x64, 0x1840), dynam c,
br oadcast,
Cl SCO, status defined, active
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Pe3ome

B sToM pazzmene mpuBoauTCS pe3toMe OCHOBHBIX BOIIPOCOB, PACCMOTPEHHBIX B 3aHATHH.

]
Pe3ome

= Mpouenypa noucka n ycTpaHeHus Hernonaaok Frame relay
COCTOWT M3 TPEX acreKToB: MOMCK U yCTpaHeHne Henonamaok
kaHana, NMouck 1 ycTpaHeHue Hemnornanok NpuBs3ku
MapLLpyT13aTOPOB, MOMUCK U YCTPaHeHNe Hemnonamgok
mapLupyTusaumm B cetv Frame relay.

= Micnonb3yvite komaHabl show interface serial ushow
frame-relay Imi gns BbissBNeHus owmboK 1-ro u 2-ro ypoBHeN.
Wcnone3ynte komaHabl show frame-relay map n show
frame-relay pvc Ansi NpoBEPKM NOAKIYEHNS MEX Y
MapLupyTM3aTopamm.
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Pesiome moayns

B sTOM paznerne npuBoUTCS pe3toMe BOIIPOCOB, PACCMOTPEHHBIX B MOJIYJIE.

|
Pe3tome moayns

= VPN ans coegnHeHns nnoLafgokK 3awmwaT Tpad vk Mexay
y3namu MHTpacetun u akcTpacet™. VPN yganeHHoro goctyna
3almLaoT nepegaydy AaHHbIX MEXOy KOMMbITEPOM yaarneHHOro
paboTHWMKA M LieHTpanbHbIM 0chucom.

= [1poTokon PPP MOXXHO HaCTPOUTb Kak Ha CUHXPOHHbIX, Tak U Ha
aCUHXPOHHbIX KaHanax «rovka-tovka». PPP nogaepxvBaet
ayteHTudukauno PAP n CHAP.

= WHTepdpencekl Frame Relay moryT paboTaTthb B pexxume
«TOMKa-TOYKa» U B MHOTOTOMEYHOM peXnme.

= [1ns noucka n ycTpaHeHnsi Hermonagok nogkntoveHnii Frame Relay
ncnonb3ytotcs komanasl show framerelay Imi, show framerelay pvc,

n show frame relay map.

CymiecTByeT MHOKECTBO CIIOCOOOB MOIKITIOUCHUS MTOJIH30BaTeNIeH K yIAIeHHBIM CITy)K0aMm,
KaX/IbI U3 HUX UMEET CBOM MPEHMYyIecTBa 1 HepocTaTku. [IIupoko ucrnons3yrores
Tpamunronnsie TexHonoruu [ BC 2-ro yposHs, Takue kak Frame Relay u apenioBantbie
kaHanbl. OTHAKO B OTPACIM CYIIECTBYET HOBBIM TPEHI, KOTOPHIH Moipa3yMeBaeT
ucrnoip30Banue MHTEpHETA IS COSIMHEHUS TUIOMAI0K U YIAIEHHOTO JOCTYTIa

C MCIIOJIB30BaHUEM DEIIeHui Ha 6a3e BUPTyanbHBIX YacTHEIX ceteit (V PN), 6omee
MPOCTHIX, 0€30MACHBIX U MACIITAOUPYEMBIX, UM TPAJIUIOHHBIC PEIICHHUS.
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Bonpochbl Ansi camonpoBepkn No Mmoaynio

Wcnons3ayiite 3TH BONPOCH, 9TOOBI MPOBEPUTH, HACKOIHKO XOPOIIIO BBl OCBOMIIN MaTepHall,
MIpPEICTAaBICHHBIN B JAHHOM MOAYJe. BepHble OTBETHI U pEIIeHNsT MOYKHO HAWTH B pa3jierne
«OTBETH HA BOIPOCHI 17151 CAMOTIPOBEPKU».

Bl)  Kakoii KOMIIOHEHT HUCIIOIB3YETCS MPOTOKOIOM PP Pt MHKAIICYISAINH HECKOIBKUX
mpoTokoioB? (MCTOYHMK: cO3MaHKe OAKITIOYCHUS THTIA «ToUKa-Touka» k 'BC
¢ momoIneio porokoiaa PPP)

A)  NCP
) LCP
B) IPCP
I)  IPXCP

B2)  KakoBo nasnauenrie LCP? {IcTouHMK: co31aHue MOAKITIOYEHNS THIIA «TOYKa-TOYKa»
k 'BC ¢ nomorsto npotokona PPP)

A) ayTeHTU(DUKAIIHS

b) COTJIACOBAHME DJIEMEHTOB YIIPABJICHUS

B) HHKAICYJIAHS HECKOJIBKHX MPOTOKOJIOB

I yKa3aHHe aCHHXPOHHOTO WJIM CHHXPOHHOTO PeXHuMa

B3)  Kakoii T makeTa HCIONB3yeTCs Ha dTare popMupoBanus KaHaaa PPP?
(UcTounuk: co3maHue MOAKIIOUYCHUS TUIA «Touka-Touka» K 'BC ¢ moMorpo
mpotokona PPP)

A)  LCP
)  PAP
B) NCP
I) CHAP

B4)  Kakwue aBa yTBep)KIEHUS HAMITYUIIAM 00pa3oM OMUCHIBarOT potokoia CHAP?
(Beibepute nBa Bapuanta.) (MCTOUYHUK: cO3aHNE TOAKIIOUCHUS THITA «TOYKA-TOYKA»
k I'BC ¢ momomieio mpotokoiaa PPP)

A) CHAP BrInonHsieTCS NEPUOANYECKH.

b) CHAP ucnoss3yer ABYCTOPOHHIOI MPOLICAYPY YCTAHOBIICHUS COSIHMHEHU.
B) CHAP ucnoss3yet TpeXCTOPOHHIOIO MPOIEAYPY YCTAHOBICHUS COCTUHCHHMS.
I CHAP ucnoss3yer AByCTOPOHHEE XIIIUPOBAHUE.

J) [Maponu CHAP otnpasmisitorcst B HezamnpoBaHHOM BUJE.

B5) Kax ymaneHHBIN y3e7 0OTBedaeT Ha COOOIIECHNE BEI30Ba IIPH HCIIOIH30BAHUT
npotokosa CHAP? {IcTounuk: co3nanne MOAKIIOUYCHUS THITA «TOYKA-TOUKA»
k I'BC ¢ momormieio mpotokoiaa PPP)

A) 3HAYCHHUEM XDIla

b) OTBETHBIM COOOIIICHHEM BBI30Ba
B) He3aImn(pPOBAHHBIM TAPOIEM
I 3anm(POBaHHBIM MTAPOJIEM
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B6)  Kakoe nms mosip3oBatelss HEOOXOAMMO HACTPOUTH Ha MAapLIPYTH3aTOPAX IS
ayrentudukammu PPP?{crounyk: co3maHne MOIKITIOUEHHS THITA «TOYKA-TOYKA»
k 'BC ¢ nomorsto npotokona PPP)

A) WMst 1o/KHO COBNAAATh C UMEHEM XOCTa JIOKAJIbHOIO MapIIpyTU3aTopa.
b) WM nomxHO coBIasaTh ¢ UMEHEM XOCTa YJAIEHHOT0 MaplIpyTH3aTopa.
B) WMs He ToMKHO coBNafaTh HU C OAHUM U3 UMEH XOCTa.

I Ha nms nmonp3oBatens He HalaraeTcs OrpaHUnYeHUN.

B7)  Kakoii BeIBox KOMaH bl SNOW interface ykaspiBaeT Ha BepHyI0 HacTpoiiky PPP?
(McTouHuK: co3manme MOAKIIOUEHUS THIIA «TouKa-Touka» K ' BC ¢ oMoIpio
nporokona PPP)

A) Encaps = PPP
A) PPP encapsulation

b) Encapsulation PPP
B) Encapsulation HDLC using PPP

B8) CormocraBbTe KaX bl N3 KOMIIOHEHTOB TIporiecca Frame Relayr ero onpeznenenmue.
(Ucrounuk: coznanue noakmodenus k BC ¢ momompio Frame Relay)

CKOPOCTh JIOKAJTBHOTO JIOCTYIIA.

2. SVC
3. CIR
4. LMI
5. Inverse ARP

A) MaKCUMaJIbHasl CPEIHsS CKOPOCTh Nepeiadn JaHHBIX

b) TaKTOBas 4acTOTa MOJKII0YEHHS K 00naky Frame Relay

B) METOJ JMHAMHUYECKON TPUBSI3KH apeca CETEBOTO YPOBHS K JIOKAILHOMY
unearudukaropy DLCI

I) BUPTYaJIbHBIA KaHAT AMHAMHUYECKH CO3AeTCs 110 TPeOOBAHUIO U Pa3phIBACTCS
MIOCJIC 3aBEPIICHHS Iepeaadn

J0) CTaHAAPT CUTHAIM3ALMH MEXIY MapIIPyTU3aTOPOM H KOMMYTaTOPOM

Frame Relaykoropslii ucrosnb3yercs 1uist yIpaBieHHUs MOIKIIOYCHHEM
U COCTOSIHHEM MOJKITIOYEHUS MEXy YCTPOUCTBaMHU.

B9)  UYem upeHTHGUIIHPYETCS JOTMUCCKUN KaHAT MEKY MapIIPyTH3ATOPOM U JIOKATbHBIM
kommyTatopoM Frame Relay?Acrounuk: cozpanne noakmodenus kK I'BC ¢ moMomsio
Frame Relay)
A) unentuduxaropom DLCI
b) curaaiom LMI

B) naketoM FECN
I naketom BECN
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B10) ConocraBbTe Kakablii 13 THIIOB Tonosoruu Frame Relay ero onucanue.
(Ucrounuk: cozmanue nmoakmouenus k I'BC ¢ momomnrsio Frame Relay)

1. 3Be3na
2. TOJIHOCBS3HAsA

3. 4YaCTUYHOCBA3HAS

A) Bce MapmipyTu3aTophl HMEIOT BUPTYAIbHBIC KaHAIBI KO BCEM OCTAILHBIM
MecCTaM Ha3Ha4YeHMUs.

b) MHorwue, HO Bce, MapUIpyTH3aTOPHl IMEIOT JOCTYI KO BCEM OCTAILHBIM
TUIOMIAIKAM.

B) Y naneHHsle IIOMIAAKU TOIKIIOYAI0TCS K [ICHTPaIbHOU IJIOIIAIKE, Ha

KOTOpOﬁ, KakK MpaBujio, MpCA0CTABIACTCA JOCTYII K YCIIYI'C UJIN IMPUITOKCHUIO.

B11l) Kakas u3 xapakrepuctik Frame Relayroxer BBI3BaTh IPOOIEMBI JOCTIKAMOCTH
B CUTYaIUsX, KOT/J[a OMH HHTeP(hEHC UCTIONB3YeTCs ISl COSAMHEHUS HECKOIBKUX
wronagok? (MCTOYHMK: yCTpaHCHHE HETIOIAI0K B III00ATBHBIX CETIX Ha 0ase
Frame Relay)

A) HEYCTONYNBOCTH

b) «TOYKA-TOUKa»

B) KOPPEKIHs OLTHOOK
I) NBMA

B12) Kakas anbrepHatuBa Metony Inverse ARProctynHa i IpUBS3KH UICHTUPHKATOpA
DLCI agpecy cereBoro yposus B cetn Frame Relay?{crounuk: co3manue
noakmodeHus kK 'BC ¢ momompio Frame Relay)

A) ARP

b) RARP

B) DHCP

I KOMaH/Ibl cTaTHYecKol npuBsizku Frame Relay

B13) Kakwue tpu THna LMI nognepkuBarorcs B npoaykrax Cisco? Beibepure tpu
BapuanTa.) (Mcrounuk: co3manue moakaoucHus kK IBC ¢ momorsio Frame Relay)

A) DEC

B) ANSI
B) Cisco
) Q.931
J0) Q.933A
E) Q.921

B14) Kakoii ampec npHBS3BIBacTCA K IoKanbHOMY uaeHTHdukatopy DLCI B BupTyamsHOM
kaHane Frame Relay?{croynuk: ycTpaHeHHE HETOMAI0K B TIIO0ATBHBIX CETSIX Ha
6aze Frame Relay)

A) ajzipec mopTa

b) aJipec OpPTa UCTOYHHMKA
B) aJipec CETEBOrO YPOBHS
I aJipec KaHAIBHOTO YPOBHS
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B15) Kakoe cocTosiHEEe BUPTYAILHOT0 KaHaia Ha Mapmpytusarope CiSCOyKasbIBaeT, 4To
JIOKaJIBHOE MOAKIIOUeHe KoMMyTaTopy Frame Relaypa6oraer, a moakiroueHue
yIAICHHOTO MaplIpyTH3aTopa K kommyraTopy Frame Relay Het?

(McTounuk: ycTpaHeHHE HEOIaI0K B IITo0albHEIX CeTAX Ha 6aze Frame Relay)

A) coctosiaue LMI

b) cocTosiHUE «active»
B) cocrosiane «deleted»
I cocTosHre «inactive»

B16) Kaxossr gBa tuma VPN? Bribepure 1Ba BapuanrTa.)
(Ucrounuk: obuue cBeaenus o pemerusx VPN)

A) VY majeHHBIi TOCTYII

b) V najeHHBIA-IIIOMAAKA
B) VY naneHHbIA-yAaTEHHBIN
I CoenuHeHue MIOMIaI0K.

B17) Kakoii BapuaHT OTBeTa He ABJIsIeTCS nmpenmymiectsoM VPN?
(Ucrounuk: obuue cBeaenus o pemerusx VPN)

A) OHH JICTIIEBJIC TNI00ATBHBIX CETEH 2-T0 YPOBHS

b) OHM 00€CTIeUYNBAIOT MACIITAOUPYEMOCTh

B) HE TPeOYIOT TEICKOMMYHHUKAIIMOHHOTO 000PYI0BaHUS
I obecreunBaroT 0€30MaCHOCTh

B18) Kakoii BapuaHT OTBETa HE SABISETCS KOMIIOHEHTOM cetH IPsec?
(UcTounuk: obmue cBemenus o pemenusax VPN)

A)  ESP
)  MD5
B)  AES
I) RSMAC

B19) Kakoii KOMIOHEHT 0€30I1aCHOCTH MIPEIOTBPAIIAET HECAHKIIMOHUPOBAHHOE
n3MeHenne nanubix? (Mcrounuk: odmme cBenenus o pemenusx VPN)

A) ayTeHTU(DUKAIIHS

b) LIEJIOCTHOCTD

B) KOH(HICHIINATLHOCTh

I 3aIlUTa OT BOCIIPOM3BEICHHS [TAKETOB

B20) Kakwue aBa aqropuT™Ma MCHOIb3YIOTCS IS POBEPKH [IETOCTHOCTH JaHHbIX ?
(Beibepure mBa Bapuanta.) (McTounuk: obmue cBeaenus o pemerusx VPN)

A)  AES
B)  SHA
B)  3DES
I)  MD5
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OTBeTbl Ha BOMpPOCHLI Ans caMmonpoBepku no moaynko
Bl) A
B2)
B3)
B4)
B5)
B6)
B7)
BS8)
B9)
B10)
B11)
B12)
B13)
B14)
B15)
B16)
B17)
B18)
B19)
B20)

o]

os]

B,2=I,3=A, 4=]],5=B

B,2=A,3=b

o = =1 >» B W 9 > > >

I T - T S B I
= =
1=

=
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