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I'maBa 1. Beeneuue.

NhaBa 1. BBegeHue.

1.1 3apauum, pellaemMble B Xo4e 3aluTbl KOMNbLIOTEPHbIX
cucTtem.

OcHOBHbIe 3agauun

Cit

CLOUD

» CeTM pacKpbIBaOT PECYPChI LLIMPOKOMY
KPYry /UL, B TOM YMUC/E NOTEHLUMANbHbBIM
aTaKyloLWuUM

* KOMNbIOTEPHbIE CETU CZIOXKHbBIE U,
cnepoBaTesibHO, YA3BUMDbI

* OcHOBHas 3aJ,a4a ceTeBon 6e30MacHOCTH
obecneynTb TPU BaXKHENLLNX CEPBUCA
ANA yripaB/ieHUs pUCKamu

* KoHPUAEHUMANBHOCTb

* LlenocTtHOCTb
» [locTynHOCTb KoHduaeHumansHocTb

M

& %
& \ 2%
N /
& L Y3
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C onHO# CTOPOHBI, COBPEMEHHBIE YCIOBHSI MIPEATOINIATAIOT, YTO CETh SIBISIETCS HEOTHEMIIEMOM

yacThio Ou3Heca. C apyroil CTOPOHBI MPEATIONAraeTcsl, 4To MOAKIIOYCHHE K CETH JIOJKHO OBIThH

IPOCTHIM U NMOCTOSSHHBIM. [To3TOMy 0Oecneuenne 6e30MmacHOCTH Kak caMOM CETH, Tak U BCeX

CHUCTEM, IIOAKIIFOYCHHBIX K HEeH ABIIETCS KU3HEHHO BaKHBIM. HpI/I 3TOM HCO6XO)II/IMO HUCXOOUTH U3

CIEAYIOUIUX TPEANOI0KECHUM:

CeTH SIBIISIOTCS CI0KHBIMHA U TECHO CBA3aHHBIMHU, YTO JAa€T BO3MOXHOCTbD

3JIOYMBIIVICHHUKY JICTKO MTOAKJIFOUUTHECA U HETIOCPCACTBCHHO B Ballly CCTh, U YIAJICHO

COBpeMeHHBIG KOMITIBIOTCPHBIC CUCTCMBI U MPUITOKCHHUA CTAHOBATCA BCC CJIOKHEC, U,
3HaA4YMUT, UX aHAJIH3, obecrieucHre 0E30MaCHOCTH U TCCTUPOBAHNUC CTAHOBUTCA BCC CJIOKHEC U
CJIO)KHEC

OCHOBHBIMH dJIEMEHTAMHU 00eCIIeUeHHs 0€30IIaCHOCTH SIBIISIOTCS:

KonduaenmuaabHOCTh — NpeaocTaBieHre HHPOPMAIIUU TOJIBKO aBTOPU30BaHHBIM
JIMIAM.

HCJIOCTHOCTB — TOJIBKO aBTOPHU30BAHHBIC JIMLIA MOTYT U3MCHSATH JAHHBIC U AYTCHTHUYHOCTDb
JaHHBbIX.

JlOCTYIIHOCTh — rapaHTUPYET HENPEPBIBHBIA JOCTYIl aBTOPU30BAaHHBIM JIMLIAM K CUCTEMaM
U JAHHBIM B HHX.
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I'maBa 1. Beeneuue.

UmywecTBO, YiI3BMMOCTb, Yrpo3a, KoHTpmepbl CLOL’D

* UMywecTBO (LLEHHOCTb) — YTO-TO, YTO MMEET 3HaYEeHUe A1
opraHmsaumuu

* YAa3BUMOCTb — C/1ab60CTb B CUCTEME UJIN AM3aMHE, KOTOPasi MOXKET ObITb
MCMoJ1Ib30BaHa

* Yrpo3a — noTeHuManbHas onacHOCTb A1 CUCTEMbI UM MHPOPMaLMK

* KOHTpMeEpbI — AeNCTBUA HanpaBAeHHblE HA CMATYEHUE NOCAeACTBUM
NOTEHLMANILHOIO PUCKA

XOTs BUPYCHI, YEPBU U XaKephI ABISIOTCSA 3aMETHOM U 4acTO 00CYKIaeMOM 4acThIO
UH(POPMALIMOHHOW 6€30IaCHOCTH, HanboJee BaXKHOM YacTbhIO ABJSETCA yIpaBlIeHHE PUCKAMU.
VYnpaBieHrne puckaMu OCHOBAHO Ha OMPEIEICHHBIX MPUHIIMUIIAX 3alIUThl UMYIIECTBA U YIIPABICHUN
0€30MacHOCTBHIO.

*  HmymiecTBo (LIeHHOCTB, asset) — TO, UYTO UMEET 3HaUeHue AJs opranuzanuu. K stoi
KaTeropuu OTHOCSTCS: MaTepHalibHbIe peCypchl, HHGOpMAIHs, pEImyTallus.

*  Va3BumocTsb (vulnerability) — cnabocTh B cucteme win qu3aifHe, KOTOpas MOXKET OBITh
HCIIOJIb30BaHa yrpo30il. YS3BUMOCTH MOTYT ObITh Ha JIFOOOM ypOBHE: MPOTOKO,
OTepallMOHHAs CUCTEMA, IPUIIOKEHHUE, HACTPONKA, MOPSA0K UCIIOIB30BAHUS ...

* ¥Vrpo3sa (threat) — noreHuuagbHas ONACHOCTb JUIsl CHCTEMBI MM UHOpMaLUU. Yrposa
pCain3yeTCs Koraa KTo-To Uik 4YTO-TO I/IIIGHTI/I(bI/IHI/IpyeT YA3BUMOCTDL U UCIIOJIB3YCT €C.

*  KonTpmeps! (countermeasure) — 1€iiCTBUS HAIPABJICHHbIEC HA CMSATYECHHE MTOCIEACTBUN
NOTEHIMAIBHOIO prcka. KOHTpMEpbl MUHUMU3HUPYIOT WIHM YCTPAHSIOT ySI3BUMOCTb, MU

MHUHUMU3UPYIOT BEPOATHOCTD HUCIIOJIb30BAHU YA3BUMOCTH.
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I'maBa 1. Beeneuue.

Knaccudmkaumsa nmywectsa

CLOUD

* He BCce MMYLLLECTBO OJMHAKOBO LIEHHO

* Llenb knaccudmkaumm MMyLLecTBa — 06ecneynTb COOTBETCTBYIOLLME
LLe/IOCTHOCTb, KOHPUAEHLMAIbHOCTb U JOCTYNHOCTb

® KJ'IaCCl/I(I)MKaLI,MFI MOXET I'IOTpe6OBaTbCFI B COOTBETCTBNU C
3aKOHO4aTE/IbCTBOM

* OCHOBHble NMpenMyLLecTBa Knaccudukaumm:
* Onpepenser 0653aTeNIbCTBa OpPraHM3aLMm Mo 3alluTe UMYLLLECTBA
* Onpepensaer Hanbosiee LeHHOEe MMYLLLECTBO

» OnpefensieT KOHTPMEpPbI, KOTOPbIE MPUMEHSIOTCS K KaXKA0My BUAY
NMYLLLECTBA

ﬂJISI obecrieueHus KOH(I)I/I,Z[GHLII/IEUH:HOCTI/I, HECJIOCTHOCTU U JOCTYITHOCTH BAKHO ITPAaBUJIBHO

K.]IaCCI/I(bI/II_II/IPOBaTL HMYIICCTBO, YTO AACT BO3MOXKHOCTDb IIPaBUJIbHO PACIPCACINTD PCCYPCHL

HAITPaBJICHHBIC HA 3allIUTYy JaHHBIX. HMHorna manHbIE JOKHBI OBITH KJIaCCI/I(I)I/IL[I/IPOBaHBI B

COOTBCTCTBHH C 3aKOHOAATCIILCTBOM.

Cy1ecTBYyIOT pa3Hble MOAXOAbI K Kiaccudukanyu, Hanpumep B Poccuiickoit @enepanyu

HUCIIOJIB3YCTCA CJI C,ZLYI-OH_II/Iﬁ .

He cexpernble: nHbopMaIus He TpeOyeT WK IMOYTH HE TPEOYET COOMIOIEHNUS
KOH(UACHIIUAIBHOCTH, IIEJIOCTHOCTH M JOCTYITHOCTH.

CekpeTHble: K CEKPETHBIM CBE/ICHUSM CJIEyeT OTHOCUTh BCE UHbBIE CBEJICHUS U3 YHCIa
CBEJICHHIA, COCTABIISIONINX rOCYIapCTBEHHYIO TaifHy. YiepooM Oe3omacHocTH Poccuiickoi
®denepaliii B 3TOM CIIy4ae CUUTaeTcs yuepO, HaHECEHHBINM MHTEpecaM IPEeaIpUITHS,
YUPEKIACHUS WM OPraHU3allK B BOCHHOW, BHEIIHEIIOJIMTUYECKOM, JKOHOMUYECKOM,
HAy4YHO-TEXHUYECKOM, pa3BeIbIBATEIIbHON, KOHTPPA3BEABIBATEIIbHON WIIN OIIEPATUBHO-
PO3BICKHON 00J1aCTH AEATEIbHOCTH.

CoBepieHHO CeKPeTHbIE: K COBEPIICHHO CEKPETHBIM CBEJICHUSIM CIEAYET OTHOCUTD
CBEICHHS B 00J1aCTH BOSHHOM, BHEITHETIOIUTUYECKON, IKOHOMUYECKON, HAyYHO-
TEXHUYECKOM, pa3Be/IbIBaTEIbHON, KOHTPPA3BEAbIBATEILHON U ONIEPATUBHO-PO3BICKHOM
JESITEIbHOCTH, PACIIPOCTPAHEHNE KOTOPBIX MOXKET HAaHECTH yIIepO HHTepecam
MUHUCTEPCTBA (BEIOMCTBA) HJIM OTPaciii SKOHOMUKH Poccutickoit @enepanyu B OTHON UITH
HECKOJIBKUX M3 NIEPEUNCICHHBIX 001acTei.

Oco00ii Ba;KHOCTH: K CBEICHUSIM 0CO00M BaXKHOCTH CIIEAYeT OTHOCHTH CBEJICHUSI B
00J71aCTH BOCHHOM, BHEIITHETIOTUTHYECKOM, SKOHOMUYECKOH, HAyYHO-TEXHUUECKOMH,
pa3BenbIBATEIHLHOM, KOHTPPA3BEABIBATEIILHON U ONEPATUBHO-PO3BICKHON JCSITEIHHOCTH,
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I'maBa 1. Beeneuue.

pacnpocTpaHeHne KOTOPBIX MOXKET HaHECTH yuiepo uHrepecam Poccuiickoit denepanuu B

OJTHOM WJIM HECKOJIBKHX U3 MEePEUYUCICHHBIX 00J1acTel.

Jpyroii moxxos K KinaccupuKanuu (MOXKXET OBITh HCIIONB30BaH KOMMEPYECKOM
opraHu3aiuei):

* Ilyb6amuHasi — pekiamMHble OyKJeTbl, BeO-cailT U T. 1. TpebyeT coOuoneHus 1eJI0CTHOCTH U
JOCTYIHOCTH.

* Baxnasa — yTeuka HHPOPMAIIUK HE MOXKET HAHECTH CEPbE3HOr0 yiepOa opraHu3alyy.
[ToMuMO 1IETOCTHOCTH U IOCTYHHOCTH TpeOyeT ONpeIeeHHBIX YCHINH 110 OrpaHUUYCHHIO
pacripocTpanenus. Hanpumep: BHyTpeHHUE 0OBSBICHHUS.

*  YacTrHasm — JIaHHBIC BAXHBI JJI TPABHIBHOTO (DYHKITMOHHPOBAHKS OpPraHU3aIlNH.
OCHOBHBIC YCHJIUS — IIEJIOCTHOCTD U JIOCTYITHOCTh JIJISl aBTOPHU30BAaHHBIX JIHIIL. [Ipumep:
CKJIazcKasa 0a3a JaHHBIX

*  KondpuaennuaiabHass — npuMep: TOProBbIE CEKPETHI WU JaHHBIC HA COTPYIHUKOB.
TpeOyer HauOOIBIINX YCUITUH TI0 3aIlHTE.

OcHoBHBIE (PaKTOPHI BIUSIONINE Ha KIaCCU(UKALUIO:

*  3HAYHMOCTb — BbIpaXXCHHaAs, K IPUMEPY, B AICHbI'aX. 3HAYUMOCTH MOXKHO OLICHUBATh Ha
TOJIBKO CTOMMOCTBIO.

® BpeMﬂ JKM3HHM — KaK JOJIIro I/IH(bOpMaI_II/Iﬂ JOJI’KHA 3alllMIIaThCA.

HOJ MCTOJIb30BAHUS — TIEPUOJ] BPEMEHH, BO BpeMsi KOTOPOTO, TAHHBIC HYXKHBI JIJIS
* Ilepuoa ucnosib30Ba €puoJ Bpeme 0 BpeMst KOTOPOTO, TaHHBIE
paboTHI.

* IlepconajbHasi NPUBS3Ka — JIUIIO, C KOTOPBIM, aCCOLIMUPOBAHBI JTAHHEIE.
Ente omuH acmekT cBS3aHHbBIN C KiTaccu(DUKAMEH POITH:

* Buaagesien — U0 OTBETCTBEHHOE 32 UMYILIECTBO (JaHHBIE).

*  XpaHurtejab — JTUI0 00€CTIEUNBAIOIIEE 3AITUTY.

¢ Iloan3oBareap — JIMIIO UCITOJIb3YIOMIUE JaHHBIC.
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I'maBa 1. Beeneuue.

. CLOUD
Knaccudmkauus yassmumocren e

* HegocTaTku NOJUTUK

* OWNBKM an3amHa

* Cnaboctn B NpoTOKONax

* Y93BMMOCTU B NPOrpaMMHOM obecrneyeHnm
* HenpaBuabHas KoHPUrypaums

* BpaxkaebHbIn Koz,

* Yenoseyeckum pakTop

OrneHka ys3BUMOCTH [TIOMOIae€T IPUMEHSTD [TPaBUIIbHBIE METO/IbI 3AILUTHL. 31€Ch IPUBEIEH
HE IIOJIHBIN CIIMCOK BO3MOKHBIX YSI3BUMOCTEH. Ba)KHO BHUMATENIBHO U aKKYpPaTHO
IIPOAHAIU3UPOBATH CIIUCOK BO3MOXKHBIX YA3BUMOCTEH JUUI1 UMEHHO BAllle¥ CUCTEMBI UJIU CETH.

8 VYuebnsiit uentp IT Cloud



I'naBa 1. BeeacHue.
1.2 O630p MexXaHU3MOB N NPUHLMMNOB 3aLNTbI.

CLOUD
Knaccudmkaumsa koHTpmep e

* [1o TMny:
- AAMWHUCTPATUBHbIE
— TexHuyeckne
- ®usnyeckune

*[lo cnoco6y pearmpoBaHmA:
— [NpeBeHTUBHbIE
— PeakTtuBHblE
— JleTeKTuBHbIE

AJIMMHUCTPATUBHBIN, TEXHUUECKUN U (PU3NYECKUIl KOHTPOIb

® AHMHHHCTpaTHBHLIﬁI B OCHOBHOM COCTOMT U3 NOJUTHUK WU IPOLCAYDP. Ionutuku
6630HaCHOCTI/I, TPECHUPOBKU IIEPCOHAJIA, KOHTPOJIb HSMGHGHHﬁ, ayauT...

*  TexHuveckuii: >JIEKTPOHHBIN, allapaTHBINA, IPOrPaMMHBIN U T. 1. bpanamayspsi, BITH,
onomerpus. ..

e ®du3snueckmii: 3anmmTa ¢puzndeckor nHpacTpykrypsl. Oxpana, 3amku, UBII. ..
[IpeBeHTHBHBIC, pEAKTUBHBIC, JETEKTUBHBIEC MEPHI

* IIpeBeHTHBHBIE: MEPBI IPHUMEHSIOTCS 3apaHee 10 HapyIICHUs 0E30I1aCHOCTH.
Ipogunaxmuxka.

* PeakTuBHBIE: MEpbI IPU3BAHHBIC YMCHBIIHUTD yIIEPO, BEI3BAaHHBIH HAPYIIICHUEM
Oe3onacHoCTH. JleueHue.

* JlerekTHUBHBIE: MEPHI 0 TOUCKY IPUYUH HAPYIIIEHUS U METOJIOB UX HapyuieHus. [louck
BAKYUHDL.
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I'maBa 1. Beeneuue.

CLOUD
YnpaBneHue puckammu e

n pouecc pUMcK MEHEKMEHTA

® anaBneHme PUCKaMN — OOANH U3 KTHOYEBDbIX ‘

OnpepgeneHune Lenein <«

acneKToB B obecneyeHmnn 6e30nacHoOCTM
* PelweHus: .- |
- lNpepoTBpalleHne | OueHka puckos .«—
- YMeHbLUeHue !
- Mepepada ‘ OTYeT 0 pucKax -
- lMpuHatne l
‘ MpuHATHE peLueHns .«
‘. MeponpuaTusa <«
‘. MoHWTOPUHI —

Puck — notenumanphas npodiema. PUCKM MOXKHO OIICHUTH 110 BEPOATHOCTU HACTYIIJICHUS
HETaTUBHBIX COOBITHI, BO3MOKHOMY yIIIEepOy, TOTEHIIMATIEHOMY BPEMEHU U MHOTOMY JPYTOMY.

VYipasieHue puckaMu — IIPOLECC B KOTOPOM MILYT, OLICHUBAIOT U, II0 BO3MOXHOCTH,
IpeAO0TBPAIIAIOT NOTeHLMaNIbHbIe TpooOieMbl. [Tocne npuMeHeHust MeponpUsTHi 10 YMEHBIIEHUIO
PHCKOB BayKHO HaOJIIO/1aTh 3a PE3YJIbTATOB U MPUMEHATh KOPPEKTUPOBKHU HA IEPUOAMUECKON
OCHOBE.

Criucok BO3MOXKHBIX PEHICHUH KJIaCCUPULIUPYETCS CIEAYOIMM 00pa3oM:

* IIpexorBpaimeHue: Mepbl HE MO3BOJIAIOIINE UCIIOIB30BaTh YTPO3Y, CBA3AHHYIO C PHUCKOM.
broknpoBaHue nuceM ¢ NPUIOKEHUEM.

*  YMeHbUIECHHE: YMEHBIICHUE BO3MOXKHBIX ITOCIEACTBUN. YCTAHOBKA aHTUBHpYCA HA
MIOYTOBBIN IIITIO3.

* Ilepenaua: nepenavya puckoB TpeTbeM JunaM. CTpaxoBaHME Ha Cllydail 3apakKeHus
BHUPYCOM, IIEPEIAHHBIM 110 [10YTE.

* IlpuHsiTHE: NIPUHSATHE PUCKA BCIEICTBUE HEBO3MOKHOCTH WIIN HELIEIECOO0Pa3HOCTH €ro
IIPENOTBPAICHNs, YMEHbIIEHHUS WK niepenadd. Huyero He nenaem.
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I'maBa 1. Beeneuue.

CLOUD
OCHOBHbI€E 3Tanbl aTakn et e

1.AHanu3 cnenos (pasBeaka)

2.MNepevncneHmne npuNoKEHNM N onepaumoHHbIX CUCTEM
3.MaHunynaumna nosb3oBaTesieM aas noaydyeHus JocTyna
4.lNoBblLLEHWE NMPUBUIETUN

5.C6op gononHUTENbHbIX NApPOJIEN U CEKPETOB
6.YCTaHOBKa «4epHOro xoaa»

7.Mlcnonb3oBaHMe CKOMMNPOMETUPOBAHHOM CUCTEMBI

ATaKyIoIMi, KaK MPaBUI0, HAYMHAET aTaKy ¢ MUHUMAJIBHOM WM HYJIEBOM nHpopmanueit o
nenu araku. [locTenenHo oH mojyvaeT OoJbIIe CBEICHUH O LM U HCIIONb3yeT MO0 U3BECTHBIC
YS3BUMOCTH WIH I10JI30BATEINICH ISl BTOPKECHUS B CUCTEMY.

3nech onrcaHa mpuMepHas cxema araku. OO01mas CUTyanus TakoBa, 4To aTaKyloLleMy HaJ0
BBISIBUTB XOTS Obl 00HY YA36UMOCHb, A 3AIUILAIOLIEMYCS HAJI0 3aKPbITh 8Ce VA36UMOCTIU.
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I'maBa 1. Beeneuue.

CLOUD
Knaccudmkaums yrpos e T

* ECTEeCTBEHHbIE

* dn3nyeckoe BTOPXKEHME

* [lepeuncaeHune 1 noay4yeHue cnegoB

* [logMeHa

* YenoBekK B cepegnHe

* OTKpbITbIE N 3aBya/IMPOBAHHbIE KaHa/bl

* BpenoHocHble nporpamMmel

* DKcnayaTaums NPUBUAETNINA U JOBEPUTENIbHBIX OTHOLLEHMM
* OTKa3 B 006CNy)XMBaAHNU

Opnna 13 3a/1a4 B 00ecreueHnr Oe30MacCHOCTH BBISIBUTH BCE BOZMOXKHBIC YTPO3bl CUCTEME U
MHWHUMH3UPOBATH UX BO3MOKHOC UCIIOJIb30BAHUC. Yro Tpe6yeT TIIATCJIBHOI'O 1 06CTO$IT€JILHOFO
aHaimsa. Hekoropsle 3 yrpos:

e EcTecTBeHHBIC

*  ®duznyeckoe BTOPKEHUE

* Ilepeunciienre u NOJIyYEHUE CIETOB

e Jlommena

* UYenosek B cepeanHe

*  OTKpBITHIEC U 3aBYaJUPOBAHHBIEC KAHAJIBI

* BpenoHocHble TPOrpamMMbl

*  DKcIulyaTalysi IPUBUJIIETUN U IOBEPUTEIbHBIX OTHOIIICHUH

*  Ortka3 B 00CTyKHUBaHUH
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I'maBa 1. Beeneuue.

. = CLOUD
OCHOBHbIe npuHUMUNbI Au3anHa 3alueHHOU ceTu

* JlLIeNIOHMPOBaHHas 060poHa

* O6ocobneHune

* [TpUHLUMN HaUMEHbLUUX MPUBUNETUN

* [ToncK cnabbix 3BEHbEB

* PazgeneHne n potaumsi 06s3aHHOCTEN

* lepapxnyeckme foBePEHHbIE KOMMOHEHTbI
* OnocpeaoBaHHbIN AOCTYN

* YyeT 1 oTCNeXXnBaHme

HpI/I IUIaHUPOBAHUU CTPATCTUH 3alUTHI CIICAYCT NPUACPIKUBATHCA HECKOJIBKHUX
OCHOBOITIOJIAraromux IpuHIUIIOB:

*  DIIeJJOHUPOBAHHASA 000POHA — KaXKbIi JIEMEHT JOJIKHO 3allMIIATh HECKOJIBKO YPOBHEM
3amuUTHBIX Mep. CHcTeMa HaCcTOJIBKO 3allUIIEeHa, HACKOIBKO 3aIIHMIIEHO €ro caMoe ciraboe
3BEHO.

*  (O00co0eHHe — pa3INYHOE UMYIIIECTBO C PA3HON 3HAYMMOCTBIO JOJIKHO HAXOIUTCS B
pa3HBIX JOMEHaX 0€30IMacCHOCTH.

e IIpuHIMI HAMMEHBLIIUX NPUBHJIETHN — YE€M MEHbIIIE IPUBUIIETUM BBIIACTCS, TEM
MEHbIIIE PUCK HapyIIeHus: 6e3onacHocT. Ho mpuBmiiernu JOMKHBI ObITH BBIIAHBI B
JIOJIDKHOM 00BEME.

* Ilouck c1a0bIX 3B€HbEB — CHUCTEMa HACTOJBKO cjlada, HACKOJIBKO ¢l1ab0 ero camoe ciradboe
3BeHO. [loaTOMy crabble 3BeHbs ClIeayeT 3alUIaTh CHIbHBIMH.

* Pa3nenenne u poramnusi 0013aHHOCTEH — HE JIOJDKHO OBITH OTHOTO Y€JIOBEKA, KOTOPBIN
BBITIOJTHSECT KaKyIO-TO PadoTy.

* Hepapxuueckue 10BepeHHbIe KOMIIOHEHTbl — HEePapXUUYECKUN MOX0 K 000COOIEHUIO 1
MPUHLIAITY HAUMEHBIIUX [TPUBEJIETHI.

* OmnocpeaoBaHHbIH JOCTYN — JOCTYI K Pa3HbIM JOMEHaM 0€30IaCHOCTH OCYLIECTBIISIETCS
yepes3 HEeHTPATU30BaHHbBIN KOMIIOHEHT.

*  Y4er M 0TCJI;KMBAHUE — IIO3BOJIUT OLEHUTH NIPUHATHIE KOHTPMEPHI U MOIBITKHA UX
HapyILICHHUS.
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I'maBa 1. Beeneuue.

1.3 KoHuenuusa rinyoeokKo 3wesIoHNpoBaHHOMN
(MHOroypoBHeBOW) 3alUTbI.

CLOUD
dwenoHupoBaHHass 060poHa e

* MHOroypoBHEBbIN NOAXO/, K 3aluTe

* MexaHn3Mbl 6e30MacHOCTU NOAAEPXKUBAKOT APYT ApPyra pa3HOobpasHo n
MU3ObITOYHO

* MexaHu3Mbl 6€30MacHOCTM He 3aBUCAT APYT OT Apyra
* Cnabble 3B€HbS CUCTEMBI 3aLUMLLAKOTCSA CUbHBIMMU
* PekoMeHgaumun
* 3alMTa B HECKOJIbKMX MeCcTax
* [locTpoeHne MHOroypoBHEBOW 3aLLMUThI
* /lcnonb3oBaHUE CUJIbHbIX KOMMOHEHT
* Vlcnonb3oBaHUE CUJIbHbIX MEXAHM3MOB YIpaBaeHUA KJIKYaMu
* BHegpeHune IPS n IDS

DIIeIoHUpOBaHHAs 000POHA YHUBEPCATBHBINM MTPUHIIHAIT TOCTPOSHUS 0€30MTaCHOCTH B JTFOOOH
cthepe yenoBeveckoit aesrenpbHOoCTH. OCHOBHAS MIEsl — MHOTOYPOBHEBBIH IMOIXOJ K 3aIlUTE,
IJIaBHAs I1e7Tb KOTOPOH HE OCTAHOBKA HACTYIIJICHUS, HO €T0 3aMe/IJICHHE M PACTIbUICHHS CHIL.

[maBHBIE KOMITOHEHTHI AIIETIOHUPOBAHHON 0OOPOHEI:
*  MexaHu3Mbl O€30MACHOCTH MOAEPKUBAIOT APYT APYyra pasHOOOpa3HO U N30BITOUHO
*  MexaHu3Mbl 6€30MACHOCTH HE 3aBHUCAT JAPYT OT JApyTra
e Cna0Oble 3BeHbS CUCTEMBI 3alUIAIOTCS CUITbHBIMU
Pexomenaamuu aj1st MOCTPOCHUS IIESTOHUPOBAHHONW OOOPOHBI:

*  3ammTa B HeCKOJIbKHX MeCTaxX: HE0OX0IMMO 00eCrieunBaTh 3alllUTy Ha BCEX BO3MOXKHBIX

HanpaBJIeHUSIX (M HEBO3MOXKHBIX TOXke). B ToM uncie:

© 3ammra ceTd U UHPPACTPYKTYpHI. 3alUTa OT aTaKk BOBMOKHOCTH CETEBOI
KOMMYHUKAITMH 1 00eCIeYeHre €€ IeTIOCTHOCTH U KOH(UICHIIMATEHOCTH.

o OOecneueHue 3aIlUThI T'PaHUIL (BHYTpeHHI/IX n BHCIJ_IHI/IX) CCTH.
o 38.HII/ITa BBIYUCIIUTCIIBHBIX YCTPOUCTB

* IlocTpoeHne MHOTOYPOBHEBO#i 3alIIUTHI: HCIIOIH30BAHNE HECKOIBKUX MEXaHU3MOB
3aIMUTEI Ka)KI0ro KOMIIOHEHTA. bonee Toro ka)xaplii MEXaHU3M JOJDKEH HE TOJIBKO
3aIUIIATh, HO U OTMPEIEIATh HApyIIeHHEe 0€30IMacHOCTH.

* Hcnoabn3oBaHne CHJIbHbIX KOMIIOHEHT: 3allIUTHBIC MCXaHNU3MbI JOJIKHBI OBITH

MaKCUMaJIbHO CTOUKUMHU.
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I'maBa 1. Beeneuue.

* MHcnoan3oBaHune CHIbHBIX MEXaHU3MOB YiupaBJjgeHud KII0OYaMu: I/ICHOJ’IBSYﬁTG TaKHue
KJIFOUX U AJITOPHUTMBI YIIPABJIICHHUA KIIFOYaMU, KOTOPBIC 0o0ecneunBaroT MaKCHUMAJIbHYIO

KPUTOCTOMKOCTb.

* Bueapenune IPS u IDS: Cuctemsl npenorBpaiienus Bropxkenus (Intusion Prevention
System, IPS, akmuenas) u CUCTeMbI O0OHapy>KeHUs BTOp>keHus ([ntusion Detection System,
IDS, naccusnas) NO3BOJSIOT MOTYYUTh OTBETHI HA PsiJi BXKHEHIINX BOIIPOCOB:

© Mens arakyoor?

©  Kro arakyert?

© Yro aBnsercs neiapro?

©  Kro-HuOynp eme aTakoBaH?

o Kaxkue y MeHsl BapUaHThl JEHCTBUIL?
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I'nasa 1. Beeneunue.

CLOUD
SwenoHnpoBaHHasi 060poHa rasmR DT

‘ —UHTepHeT
@ -*
b

® o

I/IJ'IJ'IIOCTpaI_II/IH IMpuHIUIIa C-)HICJIOHI/IpOBaHHOﬁ O60p0HBII

ArtakylomieMy JUis NOJTy4YeHHUs BaKHBIX JTaHHBIX Ha (paiijIoBOM cepBepe HE0OX0IUMO
IPE0J0JIEeTh HECKOJIBKO ypoBHEH 3amuThl. CHavyana eMy HyKHO 000MTH MpaBuiia 10CTyNa K CETH
ONMCAHHBIE HA TOTPAaHUYHBIX YCTPOUCTBAX. 3aT€M IIPEOAOJIETh IPABUJIA JOCTYIIA 3aJaHHBIEC Ha
camoM (aiinoBoM cepaepe. CepBHUC MTPEJOCTABISIIOIUI TOCTYI JOIDKEH TaKKe Pa3pelIuTh JOCTYIL.
W, nakoHen, (aiiioBas cuctemMa Ha JUCKe JOJKHA aBTOPU30BaTh JOCTYII K (haily.

Ho ecnu 3m0yMbIIIEHHUK TOTYYUT GU3NYECKUN JOCTYII K CEpBEPY, ONMUCAHHbIE MEXaHU3MBbI
HE MOACHUCTBYIOT, TOT/Ia AOJKHBI OBITh pyTHe Ui JaHHOTO HAIpaBJICHUS aTaKu.
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I'maBa 1. Beeneuue.

1.4 NMonutukun 6e3o0nacHOCTU.

CLOUD
MonuTtukn 6esonacHocTU e T

* 3auem?
* lnbopMaums ans nonb3oBatenen, nepcoHana n pyKkoBoacTea
* Onpegensier MexaHn3Mbl 6e30nacHOCTH
* ABnsaerca pyHaAaMeHTOM obecneyeHns 6e30nacHOCTU
* Yto penaet?
* 3awmaeT agen, UMyLecTso U HGopMaLuuto
* Onpepgenser Habop NpaBU OXXUAAEMOro NOBeAEHUS

* flaeT I'EI_)OJTHOMO‘-IMFI J19 CNEeLnasmMcToB Ha HabaaeHue, nccneioBaHne
N npo

* Onpepaenser oTBETCTBEHHOCTb 32 HapyLUeHue

[Tonutrka 6e3omacHOCTH — HAOOP 3a/1a4 JJIsl OpraHu3allyy, PABHIII IIOBEACHUS IS
M0JIb30BaTENCH U aIMUHUCTPATOPOB, TPEOOBAHUM K CUCTEMaM M ynpaBiieHHIo UMU. [TonnTika
0€301acCHOCTH OCHOBA IOCTPOCHUS OE30MACHOCTH B OPTaHU3aLUHU. DTO OKUBOI» TOKYMEHT, padoTa
HaJl KOTOPbIM HUKOI/IA HE JOJKHA 3aKaHYMBAThCA.

ITonuTHka 0€30MacHOCTH TPaHCIUPYCT, IIPOACHACT U coo6maeT MO3HUIIUIO PYKOBOACTBA B
OTHOILICHUHN 6630HaCHOCTI/I, " OIIpCACIACT OCHOBHBIC ITPHUHITUIIBI obecneuyeHns 0€30MacHOCTH.

[TonuTnka 6e30macHOCTH ONpeAeseT NpUueMIeMOoe U HellpueMiIeMoe TIOBEICHUE JIF000T0
COTpYJIHHUKA OpPTaHU3aI|H, a TaK K€ JIUI] He OTHOCSIINUXCS K OpTraHUu3aIliH.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

naBa 2. O6ecneuveHne hnsnyeckot 6e30MnacHOCTU
Linux-cepBepa.

2.1 OrpaHu4yeHue AocTyna K cepBepy.

CLOUD
OrpaHuyeHue AOoCTyna k cepBepy e

 OrpaHuyeHne p13n4ecKoro JoCTyna ofHa U3 OCHOBHbIX Mep
obecneyeHns 6e30MacHOCTHU.

* EcQin KTO-TO MMeeT PU3NYECKMIN AOCTYN K BaLLEMY CEPBEPY, TO MOXKETE /i
Bbl CYUTATb €ro CBOUM?

* B cTaHAApTHbIX HACTPOMKaxX NPenaTcTBUN ANa noayyvyeHus B opdaamH
JaHHbIX C cepBepa HerT.

OrpannyeHre GU3NIECKOTO JOCTYIA K BBIYACIUTEIBHBIM YCTPOHCTBAM OJTHA U3
OCHOBOIIOJIATAIOIINX Mep 10 oOecreueHuto 0e30macHoCTH. [1o4TH BO BCeX OneparnoHHBIX
cucreMax, B T.4. B GNU/Linux, HeT oddmaiin 3amuThl B CTAaHAAPTHON MHCTAJUIALIAH.

[ToyumnB ¢u3uueckuii TOCTYN K BalleMy KOMITBIOTEPY 3JI0yMBIIUICHHUK CMOXKET:
* IlomeHATH Napoib JFOOOMY MOIBH30BATEIIO, B TOM YHCIIE T0Ot.
*  CxonupoBarh J100bIe (aiiibl

*  YCTaHOBUTH porpamMmal
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2.2 HacTtpolika B3ammoaeucTtBua ¢ UCTOUHUKaMU
6ecneped6oHOro NUTaHus.

HacTpoiika B3aumoaencTBuA ¢ UCTOYHMKaMm 6ecnepeGonHoro CLOUD
nutaHus (UBIM) "

* Boi6op MBI

* BpeMs paboTbl cuctem, Kotopoe aomkeH obecneumatb VMBI ocHOBHOM
napamMeTp npu Bblbope

* 119 OLLEHKN BpEMEHU HEOBXOAMMO 3HATh NOTPEBASEMYHO MOLLIHOCTb
Npwn HopMaibHOM paboTe YCTPOMNCTB

Obecneuenune OecriepeOOMHOro MUTAHUS OJIMH U3 KIIIOUEBBIX IEMEHTOB B padboTe
KOMITBIOTEPHBIX CHCTEM.

Hctounuk 6ecniepeboitnoro nuranus (MBIT) nomken obecnieunBaTh aleKBaTHOE BpeMst
paboThI B OTCYTCTBHE OCHOBHOTO nuTanus. [Ipexae uem 3akynars MBI, onienure Bpems, B TeueHHe
kotoporo, UBII gomken noanepkuBarh paboTy ycTpoiicTB. UTOOBI OLIEHUTH BpeMsl paboThI
YCTPOUCTB, HEOOXOAUMO 3HATH MOTPEOISIEMYIO MOIIIHOCTh YCTPOUCTB, MOAKII0YeHHbIX K UBIT.

Bo3moxHO notpedyercs noaaepkka JIMTeNbHON paboThl YCTPOICTB OT aJIbTEpHATUBHOTO
HUTAHUsA, TOTZIa MOXKHO PACCMOTPETh YCTAaHOBKY IeHeparopa.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

. . CLOUD
HacTtpouka Bzaumopencteusa c UBI e

* AnnapaTtHas 4acTb B3auMOAEeNCTBUSA
* NocnepoBatenbHoe coeanHeHune (COM noprt)
* USB

* [[porpaMMHag 4yacTb

* Network UPS Tools — yHuBepcanbHoe cpeactBo obueHms UBIM mn OC, B
T.4. MO CETH

* apcupsd — [AeMOH pa3paboTtaHHbin American Power Corporation /i
paboTbl CO CBOMMM YCTPOMUCTBAMMU, TAKXKe MNOAAEPKNBAET CETEBOE
obueHue.

* upowerd — AEMOH 3anycKaeMsbin ¢ nomoubio dbus-daemon,
MCNONb3YETCS, Kak NPaBMao, Ha paboynx CTaHLUMAX, HOYTOYKax

st o6patroit ca3u UBII u cuctem, KOTOpble OH 00CTyKMBaeT, HEOOXOAUMO HACTPOUTH
B3auMmoeiicteue Mexay Humu. O6sryno MBII s B3anmozeiictust ¢ OC ucnonb3yoT
nocnenosarensHoe coequHenue uiau USB untepeiic. [Tpu stom onun UBII, xak npasuio,
00CITy’)KUBAEeT HECKOJIBKO YCTPOUCTB.

Hemonnl, Takue kak Network UPS Tools (NUT) unu apcupsd mo3BOJSIOT MOTYYUTh
noapoOHbIe cBeneHus o padore MBI, B TOM uuciie TeM ycTpoHCTBaM, KOTOPbIE HE HMEIOT
HETIOCPEICTBEHHOTO yIpaBsitoniero coeaunenus ¢ MBI

HemMon upowerd npexe BCero npeaHa3HadeH i padoThl B HOyTOyKax, KOTOPBIE
MOHOTIOJIFHO MCTIONB3YIOT Oarapero.
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I'maa 2. OGecneuenue gusndeckoit 6e3omnacHoctu Linux-cepsepa.

Cxema pabotbl NUT SEOLJID

http://networkupstools.org/docs/developer-guide.chunked/ar01s02.html#_the_layering

OcnoBHas cxema pabotsl NUT: Verpoiicta B3aumoseiictBytor ¢ OC mocpencTsoM
JpaiiBepa, KOTOPBIH 3aBUCUT OT BEIOPAHHOTO yCTpOMCTBa. JpaiiBepsl MPeI0CTaBISAIOT TOCTYI K
¢ynkuusm MBI nemony upsd, KOTOpBIH arperupyeT U NpeaocTaBiseT MHYOpMAIMIO KITHEHTaM
4yepe3 CTaHIAPTHOE CETEBOE B3aUMOJCHCTBUE.

http://networkupstools.org/documentation.html
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

it

HacTpoiika Bzaumopencteusa ¢ UBIM CLOL’D
* OcHOBHbIe pannbl KoHPurypaumm NUT, HaxoaaTcs B Katanore /etc/nut

*nut.conf :pexum paboTsl

*ups.conf :onpeaeneHune gpameBepa u nopra

*upsd.conf :npaBa goctyna K geEMOHY

*upsd.users :onpeaeneHue Nosb3oBaTeNen

* upsmon.conf :KoHoUrypaymsa upsmon

* upssched.conf :KoHbUrypauusa upssched, KOTopas 3anyckaet
KOMaH/ibl MO BPEMEHU OTHOCUTE/IbHO COObITUI MOHUTOPUHTA.

Jiis HacTpoiKK makeTa nut HeoOXOAUMO OTPEEIUTh TapaMeTphl B HECKOJBKUX (haiinax B
Karajore /etc/nut (B HEKOTOPBIX cucTeMax /etc/ups):

* nut.conf — onpenensercs pexuM padotsl NUT, ¢ momompto napamerpa MODE:
© none — HE HACTPOEH, T. €. HUYETO HE 3aITyCKaeTCs.
© standalone — JIOKaJibHas KOH(MUTYpalus, CTapTyIOT driver, upsd, upsmon

© netserver — ToXe 4TO U pexuM standalone, HO TpeOyeTcs yka3aTh apameTpsl
ceTeBoro aocrymna k upsd
© netclient — 3amyckaercs TOJIBKO UPSMOnN B PEKUME CETEBOrO KIIMEHTA.
* ups.conf — ompenenseT kakoi apaiiBep obcmyxuBaeT padoty ¢ MBII u uepe3 kakoii

nopt. [lonnepkuBatorcs nocnenoparenbubie moptsl, USB u ceteBbie (SNMP, IPMI, XML,

HTTP) ycrpoiictBa. UToOBI OnipeaeuTh ApaiiBep mpocMoTpuTe (haiin
/usr/share/nut/driver.list.

¢ upsd.conf — omnpeaendeT napaMeTpsl J0CTyIa K JEMOHY upsd.
* upsmon.conf — HacTpoiika pabOThI MPOrpaMMbl UP SMOTN.

* upssched.conf — koHpurypamus upssched, KOTopas 3amycKaeT KOMaHIbI 11O

BPEMEHH OTHOCUTEIHHO COOBITHI MOHUTOPUHTA
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2.3 lpymMmeHeHUe 3alUTHBIX MEXaHU3MOB Ha pa3/INYHbIX
aTtanax 3arpysku.
anIMeHeHMe 3aWUNTHbLIX MEXaHU3MOB Ha Pa3fIMyHbIX 3Tanax CLObD
3arpy3Kku e

* [pouecc 3arpy3Kkn KOMMNbOTEPA COCTOUT U3 HECKO/IbKMX 3TaMNoB
* BIOS (UEFI)
* BKkatoyeHue nuTaHus
* POST
* Bootloader
* 3arpysuuk
* Mepsas (MBR) 1 BTopas ctagus (BIOS) / ESP (GPT) + bootx6é4.efi (UEFI)
* Mouck sapa n obpasa HavyaNbHOM 3arpy3Ku
* 3anyck agpa
* 3anyck CUCTEMHbIX NPOLECCOB
* NHnupmanusaumsa cuctemMbl geMoHoM systemd (initd)

3anyck KOMIIbIOTEpa U MHUIUAIN3ALMS] ONIEPALlMOHHON CUCTEMBbI, KaK IPaBUJIO IPOUCXOJIUT B
TpH dTana

1. Tlpu BKIIOYEHUM MUTAaHUA HAYMHAIOT paboTaTh mporpaMMsel BiuTeie B [13Y kommbiorepa. B
UX 3a7]a4y BXOJHUT:

1. TIpomepka obmieit paborocriocooHocTr KoMmmbrorepa (POST)
2. Br16op yctpotictBa mis 3arpy3ku OC u 3amyck 3arpysuunka (bootloader)
2. 3amyck 3arpy3urka OC MHOTO3TanHbIi MPoLEecC:

1. Cnauana bootloader Haxoaut nepByto cTaauio 3arpy3uuka B MBR uinmn HyneBom cexkrope
aKkTHBHOTO pa3ziena. U 3amyckaer ee. [lepBast cragust — o4eHb MpOCTast Mporpamma, B
3a/1a4y KOTOPOW BXOJUT IMOUCK M 3aIlyCK BTOPOM CTaJuM 3arpy34yuka. B cucremax ¢
UEFI bootloader 3ammyckaer Ha pa3znene ESP (EFI System Partition) ¢aiin 3arpy3unka
bootxb64.efi.

2. Bropas cragus UIIeT U 3alycKaeT SApOo ONEePalMOHHON CUCTEMBI U UCTIONIB3YET 00pa3
HaYyaJIbHOU 3arpy3KH B KaueCTBE MEPBOHAYAIBHON KOPHEBOH (pailIoBOI CUCTEMBI.
3. Snpo OC nocne MHULIMATU3ALUU BBIIIOJIHAET ABE ONEPALUN:

1. 38.HYCK8.CT CUCTCMHBIC ITPOLECCChI

2. Haxoawut u 3amyckaeT nporpammy naunnanuzanuu OC (init)
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

Ha j1r000M H3 3TamnoB 3arpy3KH 3J0yMBIIIICHHHK MOXKET BMEIIAThCS B ATOT MPOIIECC, SCITU
MOJYYUT (PU3NYECKUI JOCTYI K KOMIIbIOTEPY. B pe3ynbrare uero Moxxer ObITh HapyIlieHa
0€e30IMacHOCTh CUCTEMBI.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

3awmTa BIOS CLOL’D

* Kak npasuio B BIOS BcTpoeHa BO3MOXXHOCTb 3afiaBaTb Napo/in 4151 BXOAa
B BIOS, nnn nsmeHeHus ero HacTpoek

* HekoTopble Buabl BIOS noaaep»>KMBatoT Napo/ib A/ 3arpy3ku
KOoMrbloTepa.

BIOS (Basic Input Output System) — nmMeeT HECKOIbKO MEXaHM3MOB 3aluThl. Kak npaBuio
BbI MOXKETE HACTPOUTH naposib Ha foctyn B CMOS (complementary metal-oxide-semiconductor)
BIOS nnu Ha usmeneHue ero HacTpoek. B HekoTopeix BIOS M0XHO yCTaHOBUTH Mapoiib Ha 3aIyCK
KOMITBIOTEpA.

Ecan 3JIOYMBIIIVICHHUKY U3BE€CTHA MOJCIIb CHCTEMHOM IJ1aTbhl, TO OH MOXCT JICTKO HaWTH
HHXXCHCPHBIC ITapOJIn IJIA 06xoz[a TaKoOH 3allIHTHBI.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

UEFI u Secure Boot CLOL’D

» UEFI He TpebyeT ycTtaHaBAuBaTh 3arpy3dunk OC — npamas 3arpyska OC
* UEFI shell — Bo3aMoXkHOCTb paboTaTb ¢ ycTporcTBamm 6e3 3anycka OC
* Secure Boot — 3aluuTa OT BbINOJIHEHMSA HE MOAMNMUCAHHOIO KOA4a

UEFTI (Unified Extensible Firmware Interface) — HoBoe nokosnenue unrepdeiica Mexay
OIEPALIMOHHOM CUCTEMOM U MUKPOIPOTrpaMMaMH, YIIPABISIOIIMMUA HU3KOYPOBHEBBIMU (DYHKIIUSMH
obopynoBanusi. B UEFI nmeeTcst HeCKOIbKO TOTIOIHUTEIBHBIX MEXaHU3MOB, B TOM 4Hcie Secure
Boot.

Secure Boot npoBepsieT Hannuue HU(GPOBBIX MOAMUCEH KOMIOHEHTOB si/ipa IIPH UX 3arpy3Ke B

naMATb.

UEFI ymeet camocTosaTenbHO 3arpyxatb OC, B 3TOM Cilydae Ha KOMIBIOTEP MOXKHO HE
yCTaHaBIIMBATh 3arpy3uuK.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2.4 HacTtpolika meHeaxepoB 3arpy3ku LILO, GRUB.

. CLOUD
HacTpoiika MeHeoKepoB 3arpysku B

* LILO (LInux Loader) — yctapeBLUMit 3arpy34mnK JIMHYKC cucTteM. Bo MHOrmx
JNCTPUBYTUBAX YXKe He JOCTYMEH.

* GRUB (Grand Unified Bootloader) — coBpemMeHHasi cuctema 3arpysku
Unix nogo6HbIx cncteM. MoMuMo Linux MoxKeT 3arpy»kaTtb Solaris nam
FreeBSD.

B JIunyxkc npumensitorcs 1sa Buaa 3arpys3unkos LILO (ycrapeno) u GRUB.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

LILO cLowb

* MOHO YCTaHOBUTb NapoJib, KOTOPbIA HE AACT USMEHMUTbL NAapPaMEeTPbl
3arpysKku.

B LILO M0HO JHIlIb YCTAaHOBUTH MAPOJIb HA U3MEHEHHE IMapaMEeTPOB 3arpy3Ku sapa.

ITaponb MOXXHO 3a1aTh onuuel password= " restrict. Eciu He yka3plBaTh ONLKIO

restrict, To napoiab HeOOXOAMMO OyET BBOIUTH JUI 3aIlyCKa U3 BBIOPAHHOTO ITyHKTa MEHIO.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

GRUB acwo

» TakXKe noaaep>XMBaeT NaposibHYO 3aWUTy.
* B ot/inume ot LILO napoau ncnonb3yroTcs B 3alUMLLEHHOM BUeE.

GRUB raxxe noaaepKuBaeT 3alllUTy B BUJIE IapoJiel Ha JOCTYI K IapaMeTpam 3arpy3Ku
OC.

Jna ycranoBku napons Ha noctyn B GRUB nMeercs cnenuanbHas koMaHaa grub2 —
setpassword, koTopas co3naet ¢aitn /boot/grub2/user.cfg c maponem aus

IOJIB30BAaTEIIS 100t

IIpumep:

# grub-mkpasswd-pbkdf2

Beenure napoJib:

[IoOBTOPHO BBEeOMTE I[IapPOJIb:

Xzm PBKDF2 Bamero napoJsa:
grub.pbkdf2.shab512.10000.BC259FB35201B07343A9FC3E917E8EASAS77BEODB929CCO9B1IBCO52A
9104E7F84A49AC614040C331B4DE710F3D33115F171C2129DA3EF75544E57924198AF0C61.CAQ042C
5A4D9596D43768E5D0B6C01670B160099608B9604B3EA13B83861DE959C20169CDC23DDCD3BD5B1FE
1E9270590F7ACFB12EDEE2B6E357677FF35BD5437E

Jlanee BHECTU CTPOKH I HACTPOMKHU MOJIb30BATENs U Mapois B (aiin
/etc/grub.d/40 custom:

#!/bin/sh

exec tail -n +3 $0

# This file provides an easy way to add custom menu entries. Simply type the
# menu entries you want to add after this comment. Be careful not to change

# the 'exec tail' line above.

set superusers="grub"

password pbkdf2 grub grub.pbkdf2.sha512.10000.BC259FB35201B07343A9FC3ES17ESEA9A
577BEODB929CCI9B1BC052A9104E7F84A49AC614040C331B4DE710F3D33115F171C2129DA3EF7554
4E57924198AF0C61.CA042C5A4D9596D43768E5D0B6C01670B160099608B9604B3EA13B83861DE9
59C20169CDC23DDCD3BD5R1IF1IES270590F7ACFBL2EDEE2BG6E357677FF35BD5437E

B gaiine /etc/grub.d/10 linux H3MEHHUTb CTPOKY:

CLASS="--class gnu-linux --class gnu --class os"
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

Ha

CLASS="--class gnu-linux --class gnu --class os —unrestricted"
Ecnm aToro He cnenaTh, TO IPH KaXKIOM 3aITyCKe TOTpeOyeTCss BROJUTH UMS U TTApOJIb, YTOOBI

IPOAOJKUTH 3arpy3Ky.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.
2.5 Pa3nnyHble peXxnMbl 3arpysKu.

. . CLOUD
Knaccuueckuin cnoco6 nHmumanusauymm Linux R

Stage 1
POST 4| ~— Bootstrap loader 4| >— (MBR 4| >— Stage?2
BootSector)
VHnumanmsaums 3anyck init 3anyck
3arpyska agpa —| > —| ~>— Bbibop ypoBHS { > UHULMaNM3aLUyoHHbIX
AApa BbIMO/THEHWA CKPWMNTOB
I
3anyck getty 3anyck login BbinonHexne
OTobpaxeHune 4[>— Mocne BBofa 4[>— cueHapues
letclissue UMeHu npodmns

B xiaccuyeckoit cucreme nHumanu3anuu Unix-mol0OHBIX CUCTEM MPEIyCMaTPUBACTCS
3aIycK crenuanbHoro npouecc ¢ PID=1 mox HazBanueM init.

3anaua init THUIIUATU3AIUS OTIEPAIIIOHHON CUCTEMBI U TIOJIEpKaHHE e
paboTOCIIOCOOHOCTH.

Onna u3 penraemsix 3a1ad — nepeBoa OC Ha HY)KHBIN YpOBEHb BbITIONIHEeHU (run level).
YpOoBeHb BHIIOJTHEHHS O3HA4YaET PEeKUM (QYHKIIMOHUPOBAHUS ONEPAIIIOHHOMN CHCTEMBI
KOMIIBIOTEPA, B KOTOPOH peanu3oBaHa nHunraimu3amnus B criiie OC UNIX System V.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

Pa3nuyHbie pexumbl 3arpy3km (initd) CLOL’D

* B K/laccuyeckom cucteme MHMUManmn3auum Unix nogo6HbIX CUCTEM
UMEETCS MOHATUE YPOBHS BbINOJIHEHUSA

0. OctaHoBKa cuctemsl (halt).

1. OgHOMNOAb30BaTENBLCKUI PEXUM (singleuser)

2. MHorononb3oBaTeNbCKuUi 6e3 cetu

3. MHorononb3oBaTensckuit (multiuser)

4. He ncnonb3yetcs (MM MOXKET 6bITb HACTPOEH AN creuudUUecKmxX HyXKA,

5. MHOrononb30BaTeNbCKUI PEXKMM C 3aMyCcKOM X cepBepa (rpadpuyeckumii
BXOJ, B CUCTEMY)

6. Mepesarpyska (reboot).

KomManga runlevel no3BoisIeT y3HaTh YPOBEHb UCIIOTHEHHUS

Komanga telinit wim init MOXXET CMEHUTH YPOBEHb UCIIONHEHUA. B KauecTBe

apryMeHTa yKa3blBaeTCs HYKHbIM YPOBEHb BBIIIOJTHEHUS.
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WUHuumnanusaumsa Linux gpemoHom systemd

POST

—>—

IR e

Bootstrap loader

—{>—

I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

CLOUD

Stage 1
(MER
BootSector)

—>—

Stage2

3arpyska aapa

Y

WHWLpanMsanma
Aapa

_|>

3anyck

— init(systemd) 3anyck cryxo

Beibop uenu(target)

e T

3anyck getty
OTobpaxeHne
letclissue

3anyck login
Mocne BBOAA
MMEHK

—{>—

BoinofHeHue
CLeHapues
npoduns

B cucremax ncnonbs3yronmx AeMoH systemd Bce pyHKIMU 1nit BeIMOMHAET sSystemd. B
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

PasnuyHble pexumbl 3arpysku (systemd) cLoup

* B systemd oTKasanmncb OT MOHATUSA YPOBEHb UCMOJHEHUS BMECTO HEro
MCMNob3yeTcs NoHATUE Lenb (target)

* Llenb 3T0 HEKOTOPOE COCTOSIHME B KOTOpOe AoJXKHa nonactb OC.
* OZIHWN L,e/IM MOTYT 3aBUCETb OT APYruX.

. Ll,eﬂI/I)TaK YKe 3aBUCAT OT APYruX IOHUTOB (C/TyX6, COKETOB, MOHTUPOBAHUI
NT.0.).

B cuctemax ¢ systemd ucnonas3yeTcst NOHATHE 1eb (target).

HCJ'H: — HPOMEIKYTOUHOC HUJIM KOHCYUHOC COCTOSAHUC, B KOTOPOC JOJIKHA HCpCfITPI OcC. I[J'I}I
JOCTHKCHUA Hy>KHOI>'I JR(SA1051 sysytemd 3aITyCKaCT pa3JIMYHLIC FOHUTBI (CepBI/ICBI, COKECThI, LICTIH,
cnaﬁcm, MOHTHPOBAHUA U I[p) OT KOTOPBIX 3aBUCHUT JaHHAA LCJIb.

Iens mo ymomuanuto (default target) aTo cocrosiaue, B koropom OC 10DKHA HAXOAUTHCS
nocJe 3arpy3ku. Hanmpumep multi-user.target nnm graphical.target

Komanna systemctl get-default noka3plBaeT TEKYIIYIO LIEJb [0 YMOIYAHHUIO

Komanna systemctl set-default <masBanme Ijesr> yCTaHABIMBAET LIEJb 110

YMOJIYAHHUIO.

IIpumep:

root@sl0:~# systemctl get-default

multi-user.target

root@sl0:~# systemctl set-default emergency.target

Removed symlink /etc/systemd/system/default.target.
Created symlink from /etc/systemd/system/default.target to
/usr/lib/systemd/system/emergency.target.

root@sl0:~#
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

CLOUD
PasnuyHbie peXXuMbl 3arpysku T

 Bo BpeMs# 3arpy3ku a4pa 3arpysdmk nepenaer psag napaMeTpos aapy.

* Ec/I1 napaMeTp He MOXKET 6bITb 06paboTaH APOM, TO OH NepeaaeTcs
nepsoMy npoueccy (initd nam systemd)

* EC/1 Mbl XOTMM NOBAUATb Ha NPOLLECC 3arpy3Ku, TO B 3arpysymnKe, B
napameTpax 3arpysku aapa, Mbl J0/I>KHbI YKa3aTb:

 1n1 initd cucteM ypoBeHb UCMOJHEHUSA

» lns systemd — systemd.unit=uenb, Ho systemd MOKeT ncnosib3oBaTthb U
YPOBEHb UCMOJIHEHUSI.

Ecny MBI XOTUM BPEMEHHO UCIIOJIb30BaTh APYrOM YPOBEHb UCIIOJIHEHUS WIH LIEIIb, TO B

IIpoLecce 3arpy3KH HYKHBIM BapUaHT yKa3bIBA€TCs KakK IIapaMeTp 3arpy3Ku sapa.

IIpumep:

linux /boot/vmlinuz-6.1.0-25-amd64 root=UUID=7190a38a-7fac-4376-a220-1
9£8814fa8f3 ro quiet systemd.unit=emergency.target
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2.6 0OO6xop 3alMNTHLIX MEXaHU3MOB Npu hn3nyeckom
pocTyne.

06xopA 3aWMTHbIX MEXaHU3MOB Npu husnyeckom gocTtyne CLOL’D
e rlpM d)l/l3l/l'-IeCKOM A0CTyne 3/10yMbILLUJIEHHUK CMOXKET:

* O60M1TM Napoau Ha BIOS, BOCNO/1b30BaBLUMUCH MHXXEHEPHbBIMU MAPOISIMU

* O6OITK NapOIM B 3arpy34vmKe, MPOCTO 3arpy3nBLUNCH C
aNbTepHaTUBHOro HocuTens, Hanpumep flash-anck

* Kputnyeckun Ba)kHo He AaBaTb BO3SMOXXHOCTU NOJIyYaTb ¢M3VI‘-IECKMI71
AO0CTYN K KOMINbIOTEPAM HE aBTOPU30BAHHbIM JIULLAM

Baxno IMOMHUTDB, YTO IMOJTYYHB (1)I/I3I/I‘I€CKI/IX J0CTYII K KOMIIBIOTCPY 3JIOYMBINIJICHHHUK MOXET

JIETKO OOOMTH 3aIlMTHBIE MEXaHU3MbI 3arpy3KH, Takue Kak napoiau Ha BIOS wiu 3arpy3uuk.
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I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2.7 BO3MOXHOCTU NO BOCCTAHOBJIEHUIO Napond
nonb3oBartesis root npu husnyecKkom AoCTyne K cepBepy.

B03MOXHOCTU NO BOCCTaHOBMEHUIO Naponsi nonb3oBaTens root CLOUD
npu cpusnyeckom gocTyne K cepeepy T

* Ecan Bbl 3a6b1/1M NApO/ib CyNepnosib30BaTe s, TO Bbl MOXETE NMPoBeCTH
npoueaypy cbpoca napons

Ecnu BBI 3a0bUTH TAPOITH CYTIEPIIONB30BaTENS (MU JIF0OO0TO IPYTOro JIOKAIBHOTO
MI0JIH30BATENS ), TO MOKHO JIETKO IPOM3BECTH MPOLELypy cOpoca mapoJis:

1. Bo Bpems crapra KOMIbIOTEpa, B 3arpy3uuke, B CTpoke BbiOopa OC HAKMHUTE KIABHILY «e)

GMU GEUE, BEpcwd 2.86-13+deblZul

wDebian GNUAL inux

Advanced options for Debian GHUSL inux

WHETEM.
M4
NoA¥HEHH




I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

2. HaiiguTe CTpOKY, KOTOpasi ONMCHIBAET KAKOE SAPO M C KAKUMHM ITapaMeTpaMu 3arpyxaercs. B
KOHIIE CTPOKH Hamumwure mapamerp init=/bin/bash. 3atem HaxxmuTe Ctrl-x.

GHU GRUB, EEpCWUA 2 13+deh12u1

arch_hint %y 135 then
guid --set=root --||1r|+ bios=
emetal=ahcis, 51 he

-zet=root h

Loading Linux 6.1.6-28-amdad
mlinu . mded root=UJID=
il ir'|i+-..- as guiet

amd&d

3. BrmonHuTe KOMaHaAy mount -o remount,rw /, KOTOpas MEPEMOHTHPYET KOPHEBOU

pas3zaen B peKUME YTEHUS-3AIMCH, €CJIM Bbl HE yKa3alu napaMeTp apa rw.

4. Komanpaoii passwd U3MEHSETEe MMapoJib CyNepIoab30BaTEINO.

bash-4.2# passwd

Changing password for user root.

New password:

BAD PASSWORD: The password fails the dictionary check - it is too
simplistic/systematic

Retype new password:

passwd: all authentication tokens updated successfully.

5. Brimonzsere koMaHabl sync umount -o remount,ro /

6. Ilepesamycture cucremy.

ITpumeuanue: Ecnu y Bac Brimodena cuctema SELinux, To Takas mporeaypa IpuBeIeT K TOMY, YTO HU OIHH
HOJIb30BATEN b HE CMOXKET BOMTH B chcTeMy. UTOGBI 9TO HE MPOM30LLI0, HEOOXOAUMO CO3/aTh B KOPHEBOM KaTajore
¢aiin /. autorelabel nepen BHIMONTHEHHEM MYHKTa 5.
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2.8 KoHTponb Haxatua CTRL+ALT+DELETE.

KoHTponb HaxaTtuss CTRL+ALT+DELETE CLOL'D

* initd — B HacTpoiKax AeMoHa, Hanpumep B ¢aine /etc/inittab

* systemd — uMeeTca cneumanbHas Leb, KoTopas Nno YMOIYaHUIo
BbI3bIBaET MNepesarpyskKy.

B cucremax ¢ initd B ¢aiie /etc/inittab HacTpauBaercs aeicTBue ctrlaltdel

ITpumep:
ca:12345:ctrlaltdel:
B cucremax systemd ucnonb3yercs uenb ctrl-alt-del.target.

IIpumep:

root@sl0:~# systemctl status ctrl-alt-del.target
® reboot.target - Reboot
Loaded: loaded (/usr/lib/systemd/system/reboot.target; disabled; vendor
preset: disabled)
Active: inactive (dead)
Docs: man:systemd.special (7)

st 6moxupoBku nepesarpy3ku mo CTRL+ALT+DELETE 3amackupyiite 3Ty 1eib.

root@sl0:~# systemctl mask ctrl-alt-del.target
Created symlink /etc/systemd/system/ctrl-alt-del.target - /dev/null.
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2.9 TlMpumeHeHue wncgpoBaHUA OUCKOB.

CLOUD
MpumeHeHune WwWndpoBaHUAa AUCKOB PR U

* lLiInppoBaHue aAnckos — obecneveHme pusnyeckom 6e3onacHoOCcTn
KOMMbloTEpa.

* HeobxoamMMo peLnTb, 4YTO Bbl byaeTe WwndpoBaTb
* Bce gaHHbIe
* OTAEeNbHbIN pa3gen
* OTaenbHbIN KaTanor
* OTaenbHble panbl

IudpoBanue JaHHBIX OIUH U3 AIEMEHTOB 110 00ECTIeUeHUI0 (PU3NUECKON 6€30MacCHOCTH
KOMITboTepa. Jaxke eciu 370yMBIIUICHHHUK MOTYYUT (PU3NYEeCKUi TOCTYI K CUCTEME, TO My eIl
notpedyercs pacudpoBats (Gaiiiasl Ha AUCKe.

B JIunykc BbI MOXKeTe BBIOpaTh, Kakoi 00beM TaHHBIX CIEAyeT 3amnudpoBars.
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MpumeHeHune WwWndpoBaHUAa AUCKOB CLOL’D
* OnpepennTte 41O Bbl OyaeTe WndpoBaThb

* Onpepennte MetoA, LWNdpPoBaHUS

* Onpeaennte MeTof, A0CTyna K LWWMGPOBAHHbLIM AAHHbIM:
aBTOMAaTMYECKUI, MOJlyaBTOMATUYECKUI, PYHHOM

* Onpegennte cnocob pe3epBHOro KOMMPOBAHMUSA AAHHbIX U KAKOYEN
lwnodpoBaHUa

[Tpexne yeMm mudppoBaTh JaHHBIE, HEOOXOAMMO MPOBECTH MPEIBAPUTEILHOE TUIAHUPOBAHHE.
Crnenyet y4ecTb CIeIyIOIINE MOMEHTBI:

*  OaMH U3 KIIOYEBBIX BOIPOCOB — YTO HYXHO mHU(poBarh? M Hy>KHO 11 BOOOIIE YTO-ITNO0
mudpoBaTh? YTOOB! OTBETH HA 3TU BOIIPOCHI HYXKHO OIPEEIUTh BO3ZMOXHbIE YTPO3bI
cUCTEeME U CIOCOOHO JIM IIM(PPOBAHUE OT HUX 3ALUTUTB.

*  Omnpenenure MeTox MU(PPOBAHUSL.
» Kakoii cnoco6 Oyzer UCHoib30BaThes Ui JOCTyNa K MHU(POBAHHBIM TaHHBIM

©  Apromarunueckuid. Kiroun mmdpoBanus maxonsares B aiine. Hanmenee 6e30macHbIit
Croco0.

o [lomyaBromarumueckuid. Kirou mudpoBanus HaXonATCs Ha BHEIIHUX yCTPONUCTBAX.
©  Pyunoii. [Tomumo kiroda mu@poBaHus UM BMECTO HETO UCIONIb3YeTCs Napollb.

* Kak 6yneT MMPOU3BOAUTHCA PE3CPBHOC KOITMPOBAHHUEC NAHHBIX U KJTIOUeH. ApXI/IBaI_II/IH JaHHBIX
MOJKET OBITh KaK B I.HH(prBaHHOM BHUJC TaK U B OTKPBITOM.

Hazno yuuTsiBaTh HakianHble pacxoasl Ha mudposanue. [Iponecc mudposanus u
pacindpoBKU TpeOyeT 3HAYUTENIbHBIX BEIUUCIUTEIBHBIX PECYPCOB.
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MeToab! wndposaHusa CLOL’D

* baokoBoe WwudpoBaHue
* LoopAES
e dm-crypt
* TrueCrypt
* LLiInpposaHue damnnos
* eCryptfs
* EncFs

https://wiki.archlinux.org/index.php/disk_encryption

CymecTByeT ABa NPUHIUIHAILHO Pa3HbIX MOAX0/A K MU(PPOBAHUIO:

1. bnokoBoe mudppoBaHue, B KOTOPOM MUGPYIOTCs OJIOKU TaHHBIX Ha TUCKE U TIOBEPX 3TUX
0110K0B co3naetcs (haitnoBas cucTema.

2. llIudpoBanue Ha ypoBHE (PaitnoB. B Takoi cucreme mudpyercs couepxumoe Ghansios.
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dm-crypt CLOL’D

* [IpegHa3HayeH ans WwndpoBaHUS BCEro AnCKa
* Mopynb aapa

e MoxeT ucnonb3oatb LUKS (Linux Unified Key Setup) nnm paéotatb B
«plain» pexume

* ImeeT coBMecTUMOCTb ¢ LOOpAES u TrueCrypt

Cucrema dm-crypt ucnons3yercs Juist OJIOKOBOTO MIU(POBAHUS.

Cucrema paboTaeT HOCpPEACTBOM MOAYJIS sApa, KOTOPBIA MPOU3BOAUT OTOOpakeHHE
mpPOBAHHOTO AMCKA B BUPTYaIbHOE YCTPOCTBO. Takoe yCTpoCTBO MOYKHO UCIIONB30BaTh KaK
00BIYHOE YCTPONUCTBO XPAHEHUS.

Jlns ynipaBieHus KIFo4aMu Ipearnonaraercs ucrnoiab3oBath cuctemy LUKS. Ho dm-crypt

MokeT paborats u 6e3 LUKS.

dm-crypt umeer oOparnyto coBmectTumocTh ¢ cucreMamu LoopAES u TrueCrypt. Ho Bce ke

HE ABJIAETCA UX MNOJHOM 3aMEHOM.
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CLOUD
Mpouenypa wucdpoBaHua Ancka -

1.0npepenute 4TO Bbl ByaeTe WNdpoBaThb.
2.lMoarotoBbTe AUCK AN WIMPPOBAHMUS
3.YcTaHoBUTE NnapaMeTpbl WMPpPOBaHUS
4.MogknoumnTte wWndpoBaHHbIN pasaen
5.Co3pante pannosyro cucteMy
6.CMOHTMpyHUTE pasaen

[Tepen mmdpoBanuem aucka yoenuTeCh YTO Y BaC YCTaHOBIIEHBI COOTBETCTBYIOIINE
UHCTpYMEHTHI. Eciin naker cryptsetup He yCTaHOBJIEH, TO YCTAHOBUTE €rO.

IIpumep:

root@sl0:~# apt list cryptsetup
BreiBOon cnmcka.. I'oToBO
cryptsetup/stable 2:2.6.1-4~debl2u2 amd64

root@sl0:~# apt install cryptsetup

UTeHre CIMCKOB I[IaKeTOB.. ['OTOBO

[IocTpoeHMe IepeBa 3aBUCUMOCTEMN.. ['OTOBO

UreHre MHOOPMALMM O COCTOSHUM.. ['OTOBO

BynoyT yCTaHOBJIEHH CJlenylllMe OOIOJIHUTEJIbHBIE [IaKEeTH :
cryptsetup-bin

[lpenyaraeMmele MNaKeTH:
cryptsetup-initramfs keyutils

Crnenyroure HOBHE naxkeTe OyOoyT yCTaHOBJIEHH:
cryptsetup cryptsetup-bin

1. Omnpenenute uTo BHI Oyznere mudpoBaTh ITO MOKET OBITH LENbIN TUCK, pa3aen, LVM Towm.
Hanpumep, moxxHo 3ammdposats Becb USB muck /dev/sdb.

2. HOI{F OTOBKa AMCKa — 3aIIOJIHCHUC JHUCKa CHy‘-IElfIHbIMH JaHHBbIMHU. DTOT dTaIl MOXKHO

MMpoOMmyCTUTh, HO TOT 1A TaHHBIC 6yIIYT YA3BUMBIMH.

IIpumep:

shred -v --iterations=1 /dev/sdb

3. Yrumutoil cryptsetup onpeaenuTe napaMmeTpsl mQpoBaHus.

IIpumep:
root@sl0:~# cryptsetup --cipher=aes-cbc-essiv:sha256 —--key-size 256 \
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luksFormat /dev/sdb

NPEOYIPEXIEHVE !

Jauuwie Ha /dev/sdb GynyT nepesanrcaHil 6e3 BOBMOXHOCTM BOCCTAHOBJIEHMUS .

Bel yBEpPEHH? (BBeOUTE «yes» BarJyaBHEMM OBykBamm) : YES
BeemuTe napojibHyn bpasy nma /dev/sdb:
[laposibHasa ¢pasza HNOBTOPHO:

4. Co3zmaiite BUPTyaJIbHOE YCTPOUCTBO ISl IU(DPPOBAHHOTO JAUCKA

IIpumep:

root@sl10:~# cryptsetup open /dev/sdb encsdb
BeemnTe mnapojibHyn bpasy nma /dev/sdb:

root@sl0:~# 1s -1 /dev/mapper/

uroro 0
Crw——————- 1 root root 10, 236 deB 3 12:07 control
lrwxrwxrwx 1 root root 7 deB 3 12:16 encsdb -> ../dm-0
5. Cosnaiite paiiIoByI0 CUCTEMY
IIpumep:

root@sl0:~# mkfs.extd4d /dev/mapper/encsdb

mke2fs 1.47.0 (5-Feb-2023)

Creating filesystem with 5238784 4k blocks and 1310720 inodes

Filesystem UUID: 06£2298a-b253-41d7-b294-dbe0373a87£f6

Superblock backups stored on blocks:
32768, 98304, 163840, 229376, 294912, 819200, 884736, 1605632, 2654208,
4096000

Allocating group tables: done

Writing inode tables: done

Creating journal (32768 blocks): done

Writing superblocks and filesystem accounting information: done

6. CmoHTHpYy#TE (DAIJIOBYIO CUCTEMY.

IIpumep:

root@sl10:~# mount /dev/mapper/encsdb /mnt/
root@sl0:~# echo 123 > /mnt/test.file
root@sl0:~# umount /mnt

root@sl0:~# cryptsetup close encsdb

root@sl0:~# 1ls -1 /dev/mapper/

nroro 0

Crw———-—-—-—-— 1 root root 10, 236 der 3 12:07 control

root@sl0:~# blkid /dev/sdb
/dev/sdb: UUID="50658916-4e42-467b-b2bd-21c919644feb" TYPE="crypto_ LUKS"
root@sl0:~# mount /dev/sdb /mnt/
mount: /mnt: unknown filesystem type 'crypto LUKS'.
dmesg (l) may have more information after failed mount system call.

[Toka3aHHBII BEINIE TPUMEP TOKA3bIBACT KaK MPUMEHHUTD IITU(PPOBAHUE B PyYHOM BHJIE.
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CLOUD
MoaxkntoyeHne I.IJI/ICprBaHHI:IX pas3fnenoB BO BpeMs 3arpy3ku P

* OnpeaennTe Kak 6yayTt pa3bioKMpoBaHbl U CMOHTUPOBAHbI pa3aebl BO
BpeMs CTapTa CUCTEMBI

* ABTOMaTUYECKUN U3 Ppaiia Katoya
* Bpy4Hyto, BBOAOM Napons Ans pasbiokMpoBaHuMs
* ABTOMaTUYECKM C OJHOPAa30BbIM MapoJIEM

[MToaxmrouenne muppoBaHHBIX PA3EIOB BO BPEMS CTapTa CUCTEMbI KOHTPOJIUPYETCS LENbIO
cryptsetup.target

IIpumep:

root@sl0:~# systemctl status cryptsetup.target
® cryptsetup.target - Local Encrypted Volumes
Loaded: loaded (/lib/systemd/system/cryptsetup.target; static)
Active: active since Mon 2025-02-03 12:07:38 +05; 12min ago
Docs: man:systemd.special (7)

JIy1st HacTpOWKH ATOM TeNi Ucnoib3yerces daiin /etc/crypttab.

IIpumep:

Co3nmaeM daiin co cmyyailHBIMH JaHHBIMU, KOTOPBIA OyZieM MCTIONIb30BaTh KaK KITHOU

root@slO0:~# dd if=/dev/random of=/root/mykey encsdb bs=1 count=1024

1024+0 records in

1024+0 records out

1024 bytes (1,0 kB, 1,0 KiB) copied, 0,0349917 s, 29,3 kB/s
JloGaBisieM KJIFOY B XpaHUIIUIIE

root@sl0:~# cryptsetup luksAddKey /dev/sdb /root/mykey encsdb
Bremure 00y CyLECTRBYOIYIO HAPOJIBHYKD Gpa3y:

HacrpauBaem /etc/crypttalb nis aBToMaTH4eCKOTO MOAKIIOUYCHHS MU(PPOBAaHHOTO
JIMCKA.

root@sl0:~# blkid /dev/sdb

/dev/sdb: UUID="50658916-4e42-467b-b2bd-21c919644feb" TYPE="crypto LUKS"
root@sl0:~# cat /etc/crypttab

# <target name> <source device> <key file> <options>

encsdb UUID=50658916-4e42-467b-b2bd-21c919644feb /root/mykey encsdb auto

1. TlepBoe mone (aiina uMsi BHPTYaTbHOE YCTPOMCTBO
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2. Bropoe nosne ums mudpoBaHHOTO YCTPONUCTBO

3. Tpetbe none daiin ¢ maposnem s pa3dnokupoBanus. Bmecto umenn (aiia MOXXHO yKa3arh
none win «-». Ete onuH BapuaHT ykaszars UMs (haiiina ycTpoicTBa, KOTOpOEe reHepHpyeT
ciydaitHble naHHble. [locnennuit cinyyail mpuMeHsieTcs U1 TOAKIIOYEeHUS IU(PPOBAHHBIX
paszenoB swap win tmp. Qaiii1 ¢ KIIF0UOM MOXKET UMETh JIF000€ Cofep KaHue, HO €ro HaJ0
JI00aBUTh KOMaHJI0N cryptsetup luksAddKey

4, quBCpTOC ITIOJIC OIIIHH ITOAKIIFOUYCHMA.

Jly1st aBTOMaTHu€CKOr0 MOHTHPOBAHMS IIPU CTapTEe CUCTEMbI BHOCUM CTPOKY B /etc/fstab:

root@sl10:~# tail -1 /etc/fstab
/dev/mapper/encsdb /secret data ext4 defaults 0 0

[Tocne mepe3arpy3ku MOXeM ITPOBEPUTD, YTO BCE MOAKIFOYMIOCH!

root@sl0:~# cryptsetup status encsdb
/dev/mapper/encsdb is active and is in use.
type: LUKS2
cipher: aes-cbc-essiv:shaz256
keysize: 256 bits
key location: keyring
device: /dev/sdb

sector size: 512

offset: 32768 sectors
size: 41910272 sectors
mode : read/write

root@sl0:~# findmnt -t ext4d

TARGET SOURCE FSTYPE OPTIONS

/ /dev/sdal extd rw,relatime, errors=remount-ro
L—/secret_data /dev/mapper/encsdb ext4 rw,relatime

Briiie HpHBG[[GHHLIﬁ MMPpUMCEP MO3BOJIUT ABTOMAaTHYCCKU MOAKIIFOYHUTDH IJ.IH(I)pOB&HHLIfI JWUCK U
(I)aﬁHOByIO CUCTCMY Ha HECM. OTO HE OYCHB 6C3OHaCHO, T. K. ITpU IIOJTYYCHUU (I)I/I3I/I‘-IGCKOI‘O A0CTylIa
K KOMIIBIOTCPY MBI MOXXCM CMCHUTH 11aPOJIb J'IIO6OMy MOJIB30BATCIIIO U ITOJTYUYUTHb JOCTYII K
3allIuIaCMbIM JaHHBIM.

bonee npaBmiibHBIM penieHreM OyeT WK yKazaTh ONIUI0 none B ¢aie /etc/crypttab

WM UCTIONB30BaTh MOAYAb TPM 111 3aIIUTHI TaHHBIX.

VYpapisaTh KIOUaMu MHU(QPOBAHHBIX TUCKOB YAOOHO YTHINTONW systemd-cryptenroll.

root@sl10:~# systemd-cryptenroll --password /dev/sdb

./ Please enter current passphrase for disk /dev/sdb: ***x*x%*

./ Please enter new passphrase for disk /dev/sdb: ***

;) Please enter new passphrase for disk /dev/sdb (repeat): (press TAB for no
ech***

[Tocmotpets coctostuue 3aronoka LUKS B mudpoBaHHOM AHCKe MOXXEM KOMaHOM:

root@sl0:~# cryptsetup luksDump /dev/sdb
LUKS header information

Version: 2

Epoch: 5

Metadata area: 16384 [bytes]

Keyslots area: 16744448 [bytes]

UUID: 50658916-4e42-467b-b2bd-21c919644feb
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Label:
Subsystem:
Flags:

Data segments:
0: crypt
offset: 1677

(no label)
(no subsystem)
(no flags)

7216 [bytes]

length: (whole device)

cipher: aes-

sector: 512

Keyslots:

0: luks2
Key:
Priority:
Cipher:
Cipher key:
PBKDF':
Time cost:
Memory:
Threads:
Salt:

AF stripes:
AF hash:
Area offset:
Area length:
Digest ID:
1: luks2
Key:
Priority:
Cipher:
Cipher key:
PBKDF':
Time cost:
Memory:
Threads:
Salt:

AF stripes:
AF hash:
Area offset:
Area length:
Digest ID:
2: luks2
Key:
Priority:
Cipher:
Cipher key:
PBKDF':
Time cost:
Memory:
Threads:
Salt:

AF stripes:
AF hash:

Area offset:
Area length:

cbc-essiv:sha256
[bytes]

256 bits

normal

aes-cbc-essiv:sha256

256 bits

argon2id

4

665548

2

6b 62 5f 35 7c ef 6¢c d7 47 24 e9 62 73 99 71 e4
c5 23 04 8d 96 01 cb 78 7d f0 1le 8e 6f c4 50 ab
4000

sha256

32768 [bytes]

131072 [bytes]

0

256 bits

normal

aes-cbc-essiv:sha256

256 bits

argonzid

4

749192

2

e?2 d8 c5 47 76 63 1d 4d 77 ca 84 ee ed 99 61 Tb
6b 00 8f la le c3 81 46 f1 d8 df 81 do 72 57 20
4000

sha256

163840 [bytes]

131072 [bytes]

0

256 bits

normal

aes-cbc-essiv:sha256

256 bits

argonz2id

4

867099

2

88 3f 7e 7b 3c €9 c2 78 bo 64 22 15 30 61 29 b3
cf fe 8f 81 ec 91 b9 19 08 31 7e 58 99 1la 37 51
4000

sha256

294912 [bytes]

131072 [bytes]

48 VYuebnsiit uentp IT Cloud



I'maBa 2. O6ecneuenue pusuueckoit 6e3omnacHoctu Linux-cepepa.

Digest ID:

Tokens:
Digests:

0:

pbkdf2
Hash:
Iterations:
Salt:

Digest:

0

sha256
112604
8d 9d b4
eb d0 f7
8b 36 16
dd a7 93

7d
3c
55
ef

44 4b b6 6cC
0d 7d ee 47
45 b2 63 34
20 6e 4f 00

49

ea
daf
Oe
3e

00
12
b4
cO

ab
£9
a9
5f

cd
a9
b0
£5

Ta
la
82
9e

Oe
cb
8f
de

ea b3
71 Ob
38 11
87 5d
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2.10 KOHTpPO/b BHELWHUX HOCUTENEMN.

= CLOUD
KOHTpOﬂb BHELWHUX HOCcUtTeneu e —

* [TOIHOCTBIO OTKAUYNTL — 3a6/10KMPOBaTL MOAYAN AApa

* HactpouTtb npasuna UDEV — onpeaenntb Kak U Kakue yCTPOMCTBA
MCNONb30BaTb

ﬂﬂﬂ KOHTPOJISI BHCIIHUX HOCHUTEJICH Bbl MOXKETE HUCII0Ib30BaTh HECKOJILKO IIOAXO0O0B.

1. MOXHO NOJIHOCTBIO OTKJIFOYMTH BO3MOKHOCTB IMOAKIIIOYaTh BHEIIHUE HaKONUTENu. [{ist
OTKJIIOUEHHSI OTPE/IETICHHOTO THIIa HocUTelel 3abnokupyiite Mmoayins siapa. Tak s USB
HOCHTEJIEH Bbl MOXKETE 3alPETUTh 3arpy3Ky MOAYJIS siipa usb-storage, a uis 3anpera
HOAKJIIOYEHUS ONITHYECKUX HOCUTENeH — sr_mod.

IIpumep: 3anpeT BHENIHUX HOCUTENEH dyepe3 OJIOKMPOBKY MOAYJICH siIpa.

Cmompum HauanbHoe coCMosiHue U Hacmpausaem 610KUPOBKY «HEHYHCHbIX» MoOy/ell.

root@client:~# lsblk
NAME MAJ:MIN RM SIZE RO TYPE MOUNTPOINTS

sda 8:0 0 40G 0 disk

sdal 8:1 0 39G 0 part /

sda2 8:2 0 1K 0 part

sdab 8:5 0 975M 0 part [SWAP]
sdb 8:16 0 20G 0 disk
sr0 11:0 150,6M 0 rom

root@client:~# cat /etc/modprobe.d/blacklist.conf
blacklist uas

blacklist usb-storage

blacklist sr_ mod

root@client:~# update-initramfs -k all -u

update-initramfs: Generating /boot/initrd.img-6.1.0-25-amd64
update-initramfs: Generating /boot/initrd.img-6.1.0-9-amdé64
root@client:~# reboot

Pesynbmam Hacmpotiku, nocae nepe3azpysku. /ucka «Hemy», Ho @ cnucke ycmpoticme USB npucymcmeyem.
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root@client:~# lsblk
NAME MAJ:MIN RM SIZE RO TYPE MOUNTPOINTS

sda 8:0 0 406G 0 disk
sdal 8:1 0 39G 0 part /
sda?2 8:2 0 1K 0 part
sdab 8:5 0 975M 0 part [SWAP]

root@client:~# lsusb
Bus 001 Device 002: ID 80ee:0030 VirtualBox USB Harddisk
Bus 001 Device 001: ID 1d6b:0002 Linux Foundation 2.0 root hub
Bus 002 Device 002: ID 80ee:0021 VirtualBox USB Tablet
Bus 002 Device 001: ID 1d6b:0001 Linux Foundation 1.1 root hub
root@client:~# lsusb -t
/: Bus 02.Port 1l: Dev 1, Class=root hub, Driver=ohci-pci/12p, 12M
|  Port 1: Dev 2, If 0, Class=Human Interface Device, Driver=usbhid, 12M
/: Bus 0l.Port 1: Dev 1, Class=root hub, Driver=ehci-pci/12p, 480M
|  Port 1: Dev 2, If O, Class=Mass Storage, Driver=, 480M

Kax AJIbTCPpHATUBA MIPCIIIOKCHHOMY BBIIIC, MOXKXHO 3a1aThb MMapaMCETpP 3arpy3KHu g1pa
module blacklist:
root@client:~# grep module blacklist /etc/default/grub
GRUB_CMDLINE LINUX DEFAULT="quiet module blacklist=sr mod,uas,usb-storage"

root@client:~# update-grub

2. Hactpouts npasuina UDEV, kotopelie 1anyT BO3MOXHOCTb, TOJIBKO ONPENEICHHOM TPyIIe
1oJb30BaTeNei paboTaTh ¢ MOAKIIOUEHHBIMU HAKOTIUTEIISIMHU.

IIpumep:
1. Coznaiite rpynmy moiab30BaTeNnei usb-users u 700aBBTE MOJB30BATENS B ATy TPYIIITY.

root@client:~# groupadd usb-users
root@client:~# gpasswd -a sa usb-users

2. Coznaiite npasuino UDEV, kotopoe Ha3HauuT rpynmy usb-users Ha 11000 MOJKITFOYSHHBIH

USB nuck.
root@client:~# cat /etc/udev/rules.d/99zz-usbdisks.rules
ACTION=="add", SUBSYSTEM=="block", ENV{IDiUSBiDRIVER}=="usb—storage",

RUN+="/usr/bin/chgrp usb-users /dev/%k", ENV{UDISKS AUTO}="0",
ENV { UDISKS_SYSTEM} ="i"

3anyckaemas KomaHod no3eonum yaeHam 2pynnbi usb-users ynpagasms Ouckom, Hanpumep co3oasams ¢patinogyro
cucmemy. HasnaueHue nepemeHHbix UDISKS_AUTO u UDISKS_SYSTEM pa3pewium moabko aOMUHUCmMpamopam
nookaouams ouck 8 2paguxe.

3. Tlepeunraiite npasuia UDEV u nposepsre kak OyneT paborars noakiaroueane USB
HOCUTEJIS.

root@client:~# udevadm control --reload

root@client:~# udevadm test -a add /dev/sdb 2>/dev/stdout | grep usbdisk
Reading rules file: /etc/udev/rules.d/99zz-usbdisks.rules

sdb: /etc/udev/rules.d/99zz-usbdisks.rules:1 RUN '/usr/bin/chgrp usb-users
/dev/%k'

4. Otxirounte U BHOBL noakirounte USB muck.
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root@client:~# 1ls -1 /dev/sdb
brw-rw---- 1 root usb-users 8, 16 tden 12 09:16 /dev/sdb
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2.11 A\cnonb3oBaHue HeCcTaHA4APTHbIX TEPMUHANOB.

CLOUD
Ucnonb3oBaHue HeCTaHOapPTHbIX TepMUHaNoB e —

* B Linux 06bI4HO Anst paboTbl UCMOJIb3YETCA KOHLUEMLUS SMYAALUM
BMAEOTEPMMHANA

* Ho MOYKHO BEPHYTb BbIBO/, K K/1TAaCCMYECKOMY BUAY, Yepes
nocsiefoBaTe/ibHOe coeMHeHMeE (B T.4. Yepes TeNeTannHoe coeMHeEHe)

 1nsa nepeBoga OC Ha Apyroi TMn TepMmnHana HeobxoamMmo:

* HactpouTb 3arpy3umk (GRUB) ans paboTbl ¢ nocaenoBaTtesibHbIM
coegUHEHNEM

* 3anycTuTb A4pO C NEPEBOAOM BbIBOJA B MOC/I€A0BaTE/IbHOE
coeluHeHne

N3navanbsHo Unix mog00HbBIE CUCTEMBI UCTIOJIB30BANIN TIOCIEI0BATENbHBIC COSAUHEHHS IS
paboThl B KauecTBEe TepMUHAIBbHOM JTMHUU. C MOSBICHUEM BHI€0 TEPMUHAJIOB 3TH CUCTEMBI CTAJIH
UCTIOJIb30BaTh AMYJSATOPHI KIIACCHUECKUX TEPMUHAIIOB (tty) ¢ HAOOPOM paCIIMPEHHBIX (PyHKITHA.

[Tapametp siapa console=TepmMmHasT ONpeaenseT THIl TePMUHATIA.

Urto6n1 nepeBectrt OC Ha UCIOJIB30BAaHUE HECTAHIAPTHOTO TEPMHUHAIA HEOOXOAMMO
HACTPOUTH 3arpy3uuK.
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HacTpoiika TepmuHana B GRUB2 CLOL’D

*Bdanne /etc/default/grub HacTpamBaeM paboTy C
nocneaoBaTe/ibHbIM MOPTOM:

GRUB TERMINAL="serial"

GRUB SERIAL COMMAND="serial --speed=9600 --unit=0
--word=8 --parity=no --stop=1"

* [Mlocne nsmeHeHnsa pamna /etc/default/grub Heobxoanumo
06HOBUTbL KOHPUIypaumoHHbIn pann GRUB komaHaon:

grub-mkconfig -o /boot/grub/grub.cfg

@aiin /etc/defaul t/grub ucnoms3yercs Uil ONPEIeIICHUs TapaMeTpoB Qaiina
KOH(UTYpaLUH 3arpy34nKa.

IIpumep: [lepeBoa BriBOAa Ha nepBOE nocienoBarenbHoe coequHenue (COM1)

root@sl10:~# grep -E 'serial|console' /etc/default/grub

GRUB_CMDLINE LINUX DEFAULT="qu iet console=ttyS0"

GRUB_TERMINAL:serial

GRUB_SERIAL COMMAND="serial --speed=9600 --unit=0 --word=8 --parity=no --stop=1"

[Tocne uzmenenus daina /etc/default/grub ciaenyer BHIIOIHUTh KOMaHIY grub—
mkconfig -o /boot/grub/grub.cfg
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CLOUD
3anycx AApa c BbIBOAOM nocrnepoBartesibHoe coeauHeHue p———

* [lapameTp sapa console= onpeaenser BbiBOA, COOOLLEHUIM 94pa B
yKa3aHHbIM TepMUuHan. NapamMeTtp onpeaensercs B panne
/etc/default/grub

GRUB CMDLINE LINUX DEFAULT="quiet console=ttyS0"

e [IoNosIHUTENbHbIE NOC/EA0BaTE/IbHbIE TEPMUHA/IbI MOXKHO aKTUBUPOBATb
C MOMOLLLbIO CEPBMCA, HaMpUMep:

systemctl enable serial-gettyl@ttySl.service
systemctl start serial-getty@ttySl.service

MozxHo YKa3bIBaTb HCCKOJILKO KOHCOHCfI, B KOTOPBIC HY’KHO BBIBOAHUTH JAHHLIC O 3arpy3Ke.

Ecnu BaM HE0OX0MMO 3aIyCTHTh JONOJIHUTENbHBIE OCIEI0BATEIbHbIE TEPMHUHAIBI, TO UX
MOXHO aKTHBHMPOBATh U 3aIyCTUTh Uyepe3 clyk0y serial-gettyl@.service.
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I'maBa 3. [logkirouaembie Moaynu ayTeHTHGUKanuu (PAM).

NnaBa 3. NMogknoyaemble MoAyu ayTeHTUMKaLmn
(PAM).

3.1 Cuctema 6e3onacHocTty PAM

Cucrtema 6e3onacHoctu PAM CLOL’D
* Pluggable Authentication Modules Applications
* [M6Kas cucTeMa ayTEHTUPUKALM U | fogin | s | t Wsonis

aBTOpU3aL MK =

» CxeMa paboTbl HE 3aBUCUT OT L I | |

NPUMEHSAEMbIX MEXaHN3MOB PAM API
* BriepBble Oblna peann3oBaHa B Sun e Ml
Solaris 8.2.3 PAM SPI

» CocTouT U3 Moaynemn n bubanorek

Authentication | |
Service
Modules

Account Session | Password |

1t
Module Modules

PAM Service Modules

https://docs.oracle.com/cd/E53394_01/html/E54787/pam-2.html

Opna u3 npoGsieM mpH CMEHBI CUCTEMBI aBTOPU3ALIMHU 3aKIII0YAETCS B TOM, UYTO BCE
MPWIOKECHUS TaK WM MHaYe paboTaroye ¢ mapossiMy, JOHKHBI OBITh (3aHOBO) CKOMITHIJIMPOBAHBI C
MOJIIEPIKKOM HOBOM CHCTEMBI, MHAUe OHU OyayT HepaboTocrnocoOHbl. OHAKO KOMITaHUS Sun
MIPEIOKUIIA PEIIEHNE ATOU MPOOJIEMBI, BIIEPBBIC MOSIBUBIIIEECS B ONEPAIIMOHHON crcTeme Solaris
8.2.3, xoTopoe 3areM OBbLIO aanTUPOBAHO U I Linux.

Cucrema HazwsiBaetcss PAM (Pluggable Authentication Modules) u cocrout u3 Momyneit u
oubmmotek. [IpunoxkeHnto, COOpaHHOMY € UCTIOIH30BAHUEM dTUX OMOIMOTEK, HE HY)KHO
MNOACTPAUBATHCA MO CUCTEMY aBTOPHU3allH, UCIIOJIB3YEMYIO B CUCTEMC B ,HaHHBIf/'I MOMCHT, TaK KaK
PAM OGepert Bce 3Tu BOpockl Ha ceOst. Takoii moaxoa AesaeT CUCTeMY HaMHOTo 0ojiee THOKOH.
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Cucrtema 6e3onacHoct PAM CLOL’D

* KaxkapI MOAYy/Ib MOXKET BO3BPaTUTb TPU 3HAYEHUS:
* YCMEX (SUCCESS)
* HEYOAYA (FAILURE)
* MTHOPUPOBATb (IGNORE)
* PAM BO3BpalLAEeT rnporpamme:
* YCMEX (SUCCESS)
* HEYOAYA (FAILURE)

OcHoBHas unes PAM cocTouT B TOM, UTO BCErJa MOXKHO Hamucarb HOBBIA MOMYJIb
0e301acHOCTH, KOTOPbIi Obl 0Oparancs K (Gaiiay win ycTpoicTBYy 3a HHPOpPMaIuei u Bo3Bparai
pe3ynbrat BeinonHeHus nporenypsl apropusanuu: Y CITEX (SUCCESS), HEVJIAUA (FAILURE)
nmn UTHOPHUPOBATD (IGNORE).

PAM, B cBoto ouepenb, Bo3Bpatut Y CIIEX (SUCCESS) unu HEV/IAUA (FAILURE)
BBI3BABIIICH €€ CITyKOe.

Taxum 006pa3om, HEBaXKHO, KaKKe MMapojiu, TEHEBbIE UM OOBIYHbBIE, HCTIONB3YIOTCS B Balllei
cucreMe, Kojib CKopo B Helt ectb PAM: Bce mognepxuBatomue PAM mporpammel OyayT IpeKpacHO
paboTarh U C TeMHU U ApYyruMu. bosee Toro, Bbl MOXKeTe CPaBHUTEIBHO JIETKO JOOABIATh U IpyTrHe
MeXaHU3MbI aBTOpU3aluu. JlomycTuM, y Bac €CTh YCTPOWCTBO paclio3HaBaHUsI peuu, ClIOCOOHOE
CpaBHMBATh roJioCa C 3TaJOHOM U3 Qaitna. Torga yToOkI MOMTYYNUTH aBTOPHU3ALMIO HA OCHOBE
pacrno3HaBaHUs PEYH, TOCTATOUHO HAIMCaTh MO/YJIb, KOTOPBIN Obl CpaBHUBAJ T0JI0Ca C TOMOIIbIO
ycTpoiicTBa 1 Bo3Bpatai onHo u3 Tpex 3Hauenuit: YCIIEX (SUCCESS), U'HOPMPOBATD
(FAILURE) nnu HEVIAYA (IGNORE) B 3aBucHMOCTH OT pe3yibrara. AHaJIOTHYHO MOYKHO
N00aBUTH aBTOPU3ALIMIO HA OCHOBE CKAHWPOBAHMS CETUYATKH IJ1a3a, CMapT-KapThl U T. JI. IEJIO JIUIIb
B COOTBETCTBYIOILLEM MOAYJIE.

Monynau MOKHO KOMOUHUpPOBaTh. HampumMep Tak, 4ToOBI JJIs1 YCHEITHON aBTOPU3AIIIH
TpeOOBaJIOCh MPOXOKICHUE HECKOJIBKUX MPOLEAYP aBTOPU3ALIUH WIH Ke YTOOBI OBLIO T0CTATOYHO
NPOXOXKJICHUS 110001 13 HUX. TeM caMbIM MOXKHO CO3/1aBaTh JOCTATOUHO CIIOKHBIE CHCTEMBI
aBTOPU3ALUU: 11aPOJIb, NOIOJIHAECMbIA CKAHUPOBAHUEM CETUATKU I71a3a, WIM K€ CMapT-Kapra u
pacro3HaBaHKe rojaoca u T. [I.
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CLOUD
Cucrtema 6e3onacHoct PAM e T

* B kKaTanore /etc/pam.d Haxogatca danabl KOHOUrypauum oas cayxo
orpaHuyeHHoro goctyna (restricted service)

* Ecamn otaenbHoro dgaina Het, To cy»kba nonagaeT B Kateroputo other

» Cny»60M1 C orpaHMYeHNEM J0CTyna HasbiBaeTcs iobas cyXkba nam
nporpamMma, A/ UCNosib30BaHMUS KOTOPOM TpebyeTcsi NPOnTK
aBTOPU3aLMIO

B karanore /etc/pam.d cogepxarcs haiinbsl KOHPHUTYpaIUU AJIs CITY>KO OTPaHUISHHOTO
nocryna (restricted service).

Ecnu TakoBOro HeT, To JaHHas CITy»0a ¢ OrpaHMYEHHUEM JIOCTYyIIa MONaJaeT B KaTerOpuio
other, ¢ ¢aiinom koHdpurypauuu other.

Cny>x00# ¢ orpaHHYeHHEeM JJOCTyIa Ha3bIBaeTCs J1I00as ciyx0a uin nmporpaMmma, Jsis
HCITOJIB30BaHUS KOTOPOH TpeOyeTcsl MpOHTH aBTopr3aIiiio. VIHBIMU ClIoBaMH, €CITd TIPH
HOpMAJIbHBIX YCIIOBUSIX CITy»K0a 3arpalirBaeT y Bac UMs MOJIb30BaTENsl U MapOib, OHA SIBIISETCS
cityk00i1 ¢ orpaHHYEHUEM JI0CTYTIA.
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CLOUD
Cucrtema 6e3onacHoct PAM e T

* ®ann KoHPUrypaLmm COCTOUT U3 YETbIPEX CTONIOLLOB, HO NOCAEAHUN
cTonbel, ABNaeTcs Heobs3aTeNIbHbIM.

* CTPOKM, HauMHaIOLWMECS C CUMBOJIa peLleTKu (#), rHopupytoTcs.

* /Icnonb30BaHMe HECKOJIbKUX CTPOK C OAMHAKOBbIM NEPBbIM MoJIeM
Ha3blBaeTCsa HaKomneHueM (stacking) moaynei.

®aiin KOHPUTypauy COCTOUT U3 YETHIPEX CTOIOI0B, HO MOCIEIHUHI CTONOEI] ABISETCS

HeoOs3aTelIbHBIM.
CTpoKH, HAYMHAIOIINECS C CHMBOJIA PEIIETKH (#), HTHOPUPYIOTCSI.

Hcronb30BaHie HECKOIBKUX CTPOK C OJMHAKOBBIM ITEPBBIM ITOJIEM HA3bIBACTCS HAKOIUICHUEM
(stacking) Momysei 1 IO3BOJISIET MOTy4YaTh MHOTO IIArOBYIO aBTOPU3AIUIO (CTEK MOIYJICH),
BKJTIOUAIONIYIO HECKOJIBKO PA3JIMYHBIX TPOIIEAYP aBTOPH3AIINH.
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3.2 Tunbl mogyneii PAM

Tunbl mogynen PAM CLOL’D

* Tun moaynsa onpeaensercs NepBbiM CTONOLOM B panne KoHPuUrypauum m
MOXXET NPUHUMATb ceayrome 3Ha4YeHus:

*auth

* account
®* session
*password

[TepBeiii ctonben B ¢aitie konpurypanuu PAM siBisiercs ctonbuom tuna. Tum onpenensercst
OJIHOM U3 UETHIpEX CUMBOJIBHBIX METOK: auth, account, session u password.

Conepxumoe Bcex CTOJI0L0B paccMaTpuBaeTcs 0e3 yuera perucrpa.

Tun auth (authentication — ayTeHTH(UKAILINS ) UCIIOIB3YETCS ISl BEIICHEHUS, SBIISCTCS JIN
MOJTH30BaTEIh TEM, 32 KOTO OH ce0s BhigaeT. Kak mpaBmito, 3TO JOCTHTaeTcsi CPaBHEHUEM
BBEJICHHOTO ¥ XpaHUMOTO ITaposield, HO BO3MOYKHBI M IpyTUe BapuaHThl. Harpumep, mpu moMouu
CMapT-KapThl WK KAKUM-JINOO MHBIM CITOCOOOM, JUIsi KOTOPOTO UMEETCSI COOTBETCTBYFOIITHIA
MOYJTb.

Tumn account (yueTHast 3aKCh) IPOBEPSIET JO3BOJIEHO JIM UCII0JIb30BaTh CIYKOY TaHHOMY
MI0JIb30BATENI0, HA KAKUX YCIIOBUSX, HE YCTApell JIU NMapojb U T. A.

Tun password (TIapoiib) UCTIONB3YeTCs sl OOHOBIICHHUST MapKepoB aBropu3anuu. Hampumep
yIpaBIIsSeT MPOLIECCOM CMEHBI MapoJisi, IPOBEPSIs €0 Ha COOTBETCTBUE TPEOOBAHUSAM CIIOKHOCTH.

Tum session (ceaHc) BBINOJIHACT ONpeAEICHHbIE ACHCTBUS P BXO/IE MOIb30BATENS B
CHCTEMY U IPH BBIXOJIE MTOJIb30BATENIS U3 CUCTEMBI. TaKOBBIMU MOT'YT OBITh, HAIIPUMED,
MOHTHPOBAHHE U JEMOHTHPOBAHUE KATAJIOI0B, IOJrOTOBKA MOJIb30BATENLCKOIO OKPY>KEHHS U T. [I.
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3.3 Ynpaenswuwue dnarn

Cit

CLOUD
Ynpaenstowue dnarm e

* Btopou ctonbeu, pamna KoHOUrypaumm aBASETCA NOSEM YNPaBAAOLLErO
dnara, onpeaenaomnm, 4To genatb Nocse Bo3BpaTa U3 Moay s.

* Pa3pelleHHble 3Ha4YeHUs:
*requisite
* required
*sufficient
*optional

Bropoii cTonben ¢aitna koHpUTypauu SBseTcs MojeM yIpaBistouero ¢uara,
OTIPEJIEIIAIONINM, YTO JeJIaTh MTOCIIE BO3BpaTa U3 MOAYJIS, TO ecTh peakiuto PAM Ha 3HaueHUs
YCIIEX (SUCCESS), M'HOPUPOBATD (IGNORE) u HEYJIAYA (FAILURE).

Pa3pemennbie 3Ha4eHM: requisite, required, sufficient u optional.

OT 3Ha4YCHUS B ATOM I10JI€ 3aBUCHUT, OyIyT JI1 00pabOTaHbl OCTaIbHBIE CTPOKH (haiina.
Hampumep, eciiu Momyiib, TOMEUEHHBIN Kak optional (moctarounsiit), BepHeT 3HaueHue Y CIIEX
(SUCCESS), To pabora PAM Ha HEM yCHENIHO 3aKOHYUTCS 1 TOJIb30BaTelb OyIEeT AOIYIICH B
cuctemy. AnanornyasiM oOpa3om BozBpar HEVJIAYA (FAILURE) monynem, moMe4eHHbBIM Kak
requisite (00s13aTeNbHBIN), O3HAYAET MPEKpaIeHUe aBTOpu3aIiuy 1 Bo3Bpat 3HaueHuss HEVIAYA
(FAILURE). 1 B ToM 1 B 1pyroMm ciyyae ocTajbHble CTPOKU 00pabaThiBaThCs HE OyIyT.

* requisite (00s13aTeJIbHBIN) 3a/1aeT HanOoJee )kecTkoe nopeAaeHue. Oo6padboTka 1000
CTpoKH ¢ ¢urarom requisite, Moayns kotopoii BepHy: 3Hauenne HEVJIAUA (FAILURE),

OyzleT mpekpallieHa 1 BBI3BaBIIeH ee cimyx0e Oyner Bo3BpaiieH cratyc HEY/IAUA
(FAILURE). Hukakue apyrue CTpOKH pacCMaTpUBaThCsS HE OYIyT.

Ipumeuanue: Boobuje 2080ps, s3mom ¢aaz ucnoab3yemcs 00cmamouHo peoko. /leno 8 mom, 4mo ecau NOMeueHHbill
UM MOOY/b 8bINOAHSIEMCS CAMbIM NepebiM, MO cAedylowjue 3a HUM MOOYAU MO2Yym U He 8bINOAHUMBCS, 8 MOM Yuc/e U
omeeuarouue 3a NPOMOKOAUPOBAHLEe, NOIMOMY 8MeCmo He20 00bIUHO npuMeHsiemcs (haae required (Heob6xoOUMBDiLi).

* required (HeoOXOQUMBIii) HE MIpEpHIBACT BbITIOTHEHNE Moy eil. KakoB Ob1 HU ObLIT
pe3ynbTaT BeionHeHus: nomedeHHoro uM moayis: Y CITEX (SUCCESS),
NT'HOPHUPOBATD (IGNORE) nnu HEYJIAYA (FAILURE), PAM Bcerna nepexoauT K
00paboTke cieayroniero Moayias. To HauboJiee 4acTo UCIONb3yeMbli duiar, Tak Kak
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pe3yibTaT BHIOJIHEHUS MOAYJIS HE BO3BpAILlaeTcs 10 TeX Mop, IOKa He 0TpaboTaroT Bce
OCTaJIbHbIE MOJYJIH, a 3HAYUT, MOJYJIH, OTBEYAIOIIHE 3a IPOTOKOJIIMPOBAHUE, 00S13aTEIBLHO
BBITIOJTHSATCS.

* sufficient (1ocTaTOYHBIIi) MIPUBOIUT K HEMEIJICHHOMY 3aBEPIICHUIO0 00pPaOOTKU CTPOKH U
Bo3Bpary 3HaueHus YCIIEX (SUCCESS) npu yciioBuu, 4TO IOMEYEHHBIN UM MOZYJIb
BepHy 3HaueHue Y CIIEX (SUCCESS) u panee He BcTpedanoch MOAYIs ¢ ¢iarom required,
Bepuysiuero craryc HEV/IAYA (FAILURE). Ecnu takoit Momyib BeTpedascs, To ¢uiar
sufficient urnopupyertcs. Ecnu momedeHHbIi 3TUM (y1aroM MOAyJb BO3BPATHUII 3HAYCHUE
NT'HOPUPOBATHD (IGNORE) nwnu HEVJIAUA (FAILURE), To ¢nar sufficient
paccMaTpuBaeTCsl aHaJIOTHUHO (hiary optional.

* optional (HeoGsi3aTe/IbHBII) IPUHUMAETCS] BO BHUMaHUE JIUIIb TOT/IA, KOTJa OH SBISIETCS
€IMHCTBEHHBIM MOJyJieM B cTeke, BepHyBIIuM 3HaueHue Y CIIEX (SUCCESS). B
MIPOTUBHOM CITy4ae pe3ysibTaT ero BBINOIHEHHsI uUTHopupyeTcs. Takum oOpa3oM, He
YCHEIIHOE BBITOJIHEHUE ITOMEUEHHOTO UM MOJYJISI HE BJIEYET 3a cOO0M HeycreX BCEro
mpolecca aBTOpU3aIuu.

Yr1o0OBI NONL30BATENL CMOT MOJIYYUTHh AOCTYII K CUCTEME, MOAYJIN, IOMCYCHHBIC Cb.]'Ial"aMI/I
requisite u required, He nomkHbI Bo3Bpawars 3HadyeHust HEYJIAYA (FAILURE).

Pesynbrar BeIomHeHUS MOy ¢ (prrarom optional mpuHUMAaeTCsl B paCCMOTpPEHHE, JIUIIH
€CJIM OH SIBJISIETCS €MHCTBEHHBIM MoayiieM B cTeke, BepHyBiiuM Y CITEX (SUCCESS).
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3.4 Mopynu PAM

Moaynu PAM CLO L’D

* Tpetumn ctonbel, parna KoHpurypaumm PAM coaep>kut noaHoe nms
danna moayns, cBA3aHHOIO C AaHHOM CTPOKOM

* YeTBepThIN cTONOEL, NpeaHa3HAYeH A5 Nepeaaym B MOay/b
JOMNOJIHNTENbHbIX MapaMeTPOoB

* authconfig (authconfig-tui) — nomoraer nponsBecTu
NpPaBU/IbHYIO HAaCTPOMKY PAM 1 KOHUrypaumoHHbIX pannos Moaynemn

Tpetuii cronben ¢aiina kondurypaunn PAM conepxut nomHoe ums (aiiina Moy,
CBSI3aHHOT'O C JJAHHOM CTPOKOH.

MO)Iy.TII/I MOTYT paclojararbCsda race yroaHo, O4HaKo €CJjii OHU pa3MCIICHBI B
npCaoIpCaACIICHHOM KaTaJIore 1Jis MOI[y.]'ICﬁ, TO MOXHO YyKa3bIBaTb OAHO JIMIIb UM, B IPOTHUBHOM
CJlIy4dac HY>KCH CIIC U IIYThb.

Karamnor conepxammmii Mmogynmu PAM 310 00b1yHO /1ib/security nim
/1lib64/security.

YeTBepThIii CTONOCI] MPEAHA3ZHAYCH JUIS IIEPEIaYH B MOJTY/Ib JIOTIOJTHUTEIBHBIX TTApaMETPOB.

He y Bcex Momyneit ecTh mapamMeTphbl, a €CJIM €CTh, TO OHH MOTYT M HE UCTIOIh30BAThCA.

[Tepenada mapameTpa MOIYITIO MTO3BOJISIET U3MEHHUTD €T0 MOBEJCHUE TEM WIIA MHBIM 00pa3oM.
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3.5 HacTtpouka PAM.

HacTtpoiika PAM CLOL’D

* YHMBEPCA/IbHOro MeToAa HacTpomKn PAM He cyulecTByeT

* /IHorga MoryT NPUMeEHSTLCS YTUAUTBI TUNa pam-auth-update
(Debian) unn authselect (RedHat)

* YacTo HanpsaMyto pegaktupytotcst pannbl B /etc/pam.d

* HeocTtopoXHoe peaaktmpoBaHme PAM MoXeT NpuBecT K 610KMpOBKe
BXO/Zia B CUCTEMY NtOObIX NONIb30BaTENIEN.

YcrosBuierocst Mmeroza HacTpoiiku moayneir PAM He cylecTByIoT.

YacTo u3mMeHeHue KoH(pUrypalnroHHbIX ¢ailnoB B kataynore /etc/pam.d HEIOCTaTOUHO.
Heo6xonumo MeHSTh Takke KOH(UTypalmoHHbIe ¢aiinbsl Moayneil. Uto aenaer npolecc HaCTpOUKU
ayTeHTU(UKAIMK CIIOKHBIM U 3arlyTaHHbIM. Harpumep, npu HacTpoiike ayreHTHukanuu B LDAP
HYXHO MEHATH Qaiinbl /etc/ldap/ldap.confu /etc/nsswitch.conf.

B RedHat nogo6ubix Linux umeeTcs yTunuTa i pelieHus 3Tux npobiem: authselect.

Ora mporpaMma rmo3BoJIsieT HaCTPOUTH TOIy4YeHHe HH(OPMAIIUU O TIOIH30BaTEISAX U
ayTeHTU(HKAIMIO B CTAaHIAPTHBIX CITYX)O0ax:

1. B cucteme TeHEBBIX Mapoeit
2. B cyx6e Kerberos

3. B ciyxx6e LDAP

4. B cy:)x6e SAMBA

B Debian nomo6npIx yTunuta — pam-auth-update. Ho oHa TOIbKO BKIIOYACT WIIH

BBIKJIIFOYACT MOAYIIU, UX HaCTpOﬁKy Haao MPOU3BOAUTH OTACIIBHO.

Baxxno, npu pabore ¢ PAM, noMHUTB, 4TO HenpaBUiibHas KoHGuUrypanus PAM npuBoaut k
OJOKMPOBKE BXO/a BCEX IMosb3oBareneid. Ecnu Bl pepakTupyete koHduryparuio PAM, To He
3aKpbIBas ceaHca CymepIioyib30BaTelis NonpoOyiTe BOUTH B CUCTEMY.

IIpumep: HACTPOUM ITPOBEPKY Ka4eCTBA MAPOIIsS

1. VYcranoum maker libpam-pwquality
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root@sl0:~# apt install libpam-pwquality
2. IlpoBepum HacTpoiiku B KoH(purypamuu PAM:

root@sl0:~# grep -r pam pwquality /etc/pam.d/
/etc/pam.d/common-password:password requisite pam pwquality.so retry=3

Mpbi 8udum, umo e ¢aiin /etc/pam.d/common-password 6bL1a dobasneHa cmpoka 8bi308a mModyas pam_pwquality.so

3. OTwII0YMM MOAYIH C MOMoIIbI0 pam-auth-update u mpoBepuM KOHPUTypaLnio:

root@sl0:~# pam-auth-update
root@sl0:~# grep -r pam pwquality /etc/pam.d/

Bmopaﬂ KOMAHOA HUUYe20 He 8blgooum.

4. BHOBB BKIIIOUMM MOJYJIb KOMaHIO0M pam-auth-update.

OOparuTe BHUMaHHE Ha TapaMeTp MOyl retry=3, Bman pam_ pwquality Mbl MOXkeM
MPOYUTATH PO JIPYTHE OMITUH, a TaK K€ y3HATh, YTO UMEETCsI ellle ¥ KOHPUTYPAIMOHHBIN (haiin
/etc/security/pwquality.conf, B KOTOpOM MOXXHO OIUCATh MOJUTUKY B OITMCAHUU

CJIOKHOCTEH Maposeld, BMECTO TOTO, YTOOBI YCIOXKHATHh KOH(pUrypauuio moayneit PAM.
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naBa 4. AyTeHTudukauus.

4.1 XpaHeHue y4YeTHbIX 3annceil Nnosib3oBaresnei.

= = CLOUD
XpaHeHMe y4yeTHbIX 3anvcen nonb3osarenen A———

* Linux nogaep>KMBaeT pasinyHble CXeMbl ayTEHTUHUKALIUM

* TpaANLMOHHBIN cnocob, onupaeTcs Ha 6a3y JaHHbIX YYETHbIX 3anuceit B
dannax /etc/passwdu /etc/shadow

» Kaxxpas 3anucb B 3TMX daliiax COOTBETCTBYET KOHKPETHOMY
NosIb30BaTE/NIH0 CUCTEMBI

* Monsa 3anucen pasgeneHbl JBOETOYNSAMM

B GNU/Linux nporenypa ayTeHTH()HUKAIMH MTOJIE30BaTElIs IPH BXO/IE B CEAHC MOXET OBITh
MIPOBE/ICHA Pa3HbIMU criIocobamu. BoT HEKOTOpBIE U3 HUX:

*  TpanuumoHHBIN cIOCO0, OMHpArONTHiics Ha 0a3a JaHHBIX YUETHBIX 3amucell B (aiinax
/etc/passwdu /etc/shadow.

* AyreHtudukaus ¢ nomoursio cuctemsl Kerberos.

* Ayrenrudukarus B NIS/NIS+.

* Ayrentuduxarus B LDAP.

* Hcnonp3oBaHue crenuaaIn3upoBaHHBIX cucTeM ayTeHTudukanuu (Hanpumep, TCB - trusted
computing base) u T.1II.

He cMmoTps Ha Hanuuue pa3InyHbIX CUCTEM ayTeHTHU(UKaMU Haubosee MpoCThIM, a
ClIeI0BaTEIbHO, U HanboJIee PacpOCTPAHEHHBIM CIIOCOOOM SIBIISIETCS TPAAUIMOHHBIH,
UCTIOJIB3YIOIINN TEKCTOBBIE (DaiiiIbl YUETHBIX 3aMMCel MOJIb30BaTENICH.

@aiin /etc/passwd i ayTeHTU(DHUKAINN TIOJIb30BaTeNIe NCTIONb3YeTCs ellle C MEePBBIX
Bepcuit Unix, a ¢aitn /etc/shadow cTai HCIOIB30BaThCS C MOSBICHUEM CUCTEMBI TCHEBBIX
napoJiei.

Kaxknas 3ammce B 3TuX (haitiax COOTBETCTBYET KOHKPETHOMY MOJIH30BATEIIO CHCTEMBI.

[Tons 3anucen pas3nesieHbl JBOCTOUUSAMH.
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®Pann /etc/passwd CLOL'D

1.Ma nonb3oBartens

2.Coaep>X1UT CUMBOJ X €C/IN UCMNOJIb3YETCSA CUCTEMA TEHEBbLIX Naponaen. Ecam
3Ta CMCTEMa He UCMOJIb3YEeTCs, TO BO BTOPOM M0J1€ HAaX0AMTCA
3aWwKMPpOoOBaHHbIN NAPOJib NOJIb30BaTENS.

3.UID nonb3oBartens.
4.GID nonb3oBaTens.

5.Heo6g3aTenbHasA cnpaBoyHasg MHGOPMALMIO O NoJib3oBaTene, Hanpumep,
ero obblyHoe (Yenoseyeckoe) M.

6.IMyTb K JoMallHEeMY KaTaslory nosb30oBaTensi.

7.IMa ncnonHsemoro ¢armna 060/104KM, 3anyCKaemMoro npu BXoAe B ceaHc
151 3TOro NoJsib3oBaTens.

CrpykTypa 3anuceii B ¢aitne /etc/passwd crnemyromias:
* IlepBoe mone — UM MOJTL30BATEIS.

*  Bropoe mosne comepKUT CUMBOI X €CITH UCIOIb3YETCSI CUCTEMa TEHEBBIX MTaposiei
/etc/shadow (B man 5 passwd ykazaHo, 4TO IIPH MCIIOIB30BaHUN TEHEBBIX MApOJICH BO
BTOPOM I10JI€ JTOJDKEH HaXOMUThCs CUMBOI *). Eciu aTa cuctema He UCIOoNb3yeTcs, TO BO
BTOPOM I10JIE€ HAXOUTCS 3alI(POBAHHBINA TTAPOITH MTOJTB30BATEIS.

* Tperbe none — UID nones3oBarens.
*  Yerseproe nose — GID nons3oBarens.

* [Iaroe mose comepKUT HEOOA3ATENBHYIO CIIPABOYHYIO0 HH(POPMALIUIO O MOJIH30BaTEE,
HalpuMep, ero 0ObIYHOE (UETIOBEYECKOE) UMSL.

* IIlecroe mone YKa3bIBaCT JIOMAIIHUN KaTajor II0JIb30BaTes.

® CC,Z[BMOC IoJie COOTBETCTBYECT UMCHHU UCITIOJIHACMOI'O (I)afma O6OJ'IO‘{KI/I, 3aHYCKaeMOﬁ pu
BXOAC B CCaHC AJIA 3TOTI'O ITOJIb30BATCIIA.
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®dann /etc/shadow CLOL'D

1. Ums nonb3oBaTens.
2. 3awmndppoBaHHbIN NapoJib.
3. Konnyecteo gHen ¢ 01 sHBapa 1970 r., npowleawmx ¢ MOMEHTa NnocaegHeN CMeHbI Napons.

4. Konn4ectBo AHEN, KOTOPbIE AOJIKHbI MPONTU C MOMEHTA NOC/IeAHEN CMEHbI Napos
nosib3oBaTens, Npexae YeM OH CMOXKET CHOBa NMOMEHSATb NapoJib.

5. CpoK ycTapeBaHUs Naposis B AHSX C MOMEHTA ero CMeHbI.

6. Bpems B AHsAX A0 MOMEHTa yCTapeBaHMsA NapoJis, HauMHag C KOTOPOro nosib3oBaTesb byaert
noJsiydaTb NpeaynpexaeHns o HE0bXoAMMOCTN oYepeIHOM CMEHbI Napons.

7. MNepuoa BpeMeHU B AHSAX C MOMEHTA yCTapeBaHWUs MapoJisl, Mo MPOLLECTBMM KOTOPOTO YYeTHas
3anu1cb NoJib30BaTess byaeT 3ab/JOKMPOBaHA Mo NPUYMHE YCTapeBaHMS Napons.

8. CpOoK XM3HM y4eTHOM 3anucn. OHO coaepXKmT Yncno aHen ¢ 01 aHueaps 1970 r., no
NPOLLECTBUM KOTOPbIX y4eTHas 3anncb byaeT 3ab/I0KMpoBaHa BHE 3aBUCMMOCTU OT COCTOSIHUS
napoJisi Nonb3oBaTens.

9. 3ape3epBUpPOBaAHO U B HACTosLLEE BPEMS HE UCMOJIb3YeTCS.

[IpaBa nocTyna, ycraHaBiuBaeMble Ha (aiin /etc/passwd MO3BOJSAIOT YUTATH 3TOT (aiii Bcem
nosb3oBatensM. [loaToMy rpu xpaHeHUH MKU(POBAHHOTO MAPOJIL BO BTOPOM I10JI€ 3TOTO (aiina
NpPEACTaBISIET PeajJbHYI0 YIrpo3y 0€30MacHOCTH, TaK Kak JIF0OOH 3710yMBIIIICHHUK, HMEIOIINI
JIOCTYTI K JJAHHOW CUCTEME MOKET BOCIOJIb30BaThCs IIPOrpaMMaMu 1o100pa naposeit s B3ioMa
CHCTEMBI.

Mcnonb30BaHie CUCTEMBI TEHEBBIX MAPOJICH CYNMIECTBEHHO CHUYKAET 3Ty OMACHOCTh, TAK KaK
daiin, rae xpa"saTcs mudppoBaHHbIC Tapoiu — /etc/shadow He 03BONISIET €r0 YNTaTh HUKOMY,
Kpome cyrepronb3oBareis. CTpykTypa 3Toro (aiiina Takosa:

* [lepBoe mose — UM MOJTE30BATEIS.
* Bropoe none — 3ammdpoBaHHBIN TapOIIb.

* Tperbe nose — koauuecTBo auei ¢ 01 suBaps 1970 ., mpomieAnux ¢ MOMEHTA MocaeaHel

CMCHBI TapoJis.
® quBCpTOC I1OJIC — KOJIUYCCTBO HHeﬁ, KOTOPBIC JOJIZKHBI HpOfITPI C MOMEHTA IOoCIeaHeH
CMCHBI TapOJId ITOJIB30BATCIIA, IIPCIKAC YEM OH CMOKCT CHOBA IIOMCHATD MApPOJIb.

* [Iaroe noie — cpok ycTapeBaHuUs Mapoisl B JHIAX C MOMEHTA €ro cMeHbl. J[o ucreueHus
3TOTO CPOKA MapOib 0053aTENBHO JOJIKEH ObITh U3MEHEH.

* [Illecroe nosue — Bpems B JHAX A0 MOMEHTA yCTapeBaHUs Naposisd, HAYMHAs C KOTOPOTO
MOJIb30BaTENb Oy/AET MOMydyaTh NPEAYNPEKACHUS O HEOOXOAUMOCTH OYE€PEIHON CMEHBI
aposis.

* CeabMoe 1oJie — NepUOl BpEMEHH B JIHAX C MOMEHTA yCTapeBaHUs NapoJis, 10 MPOLIECTBUU
KOTOPOTO Y4eTHasl 3al1Ch MOJIb30BaTest OyaeT 3a0J0KHpOBaHa 10 MPUYNHE YCTapeBaHUs
aposis.

68 VYueOusrii uentp IT Cloud



I'maBa 4. AyTeHTU(UKAIHS.

* BocbMoe nosie ycTaHaBIUBAET CPOK JKU3HM YUETHOM 3aKcy U IpeJHa3HaueH AJIs CO3/IaHus
BPEMEHHBIX YUeTHbIX 3anuceil. OHo comepxut uucio auei ¢ 01 susaps 1970 r., o
MIPOLIECTBUH KOTOPBIX YUETHas 3aluch OyaeT 3a0JI0KUpOBaHa BHE 3aBUCHUMOCTH OT
COCTOSIHUS ApOJIsl OJIb30BATEIIS.

® I[eBSITOC I1OJIC 3apC3CPBHUPOBAHO U B HACTOALICC BPEMA HC UCIIOJIB3YCTCH.
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4.2 Peructpauyus, yganeHme u 6710KMpoBaHue yYeTHbIX
3anucen nonb3oBartesiei.

PerucTtpauus, yaaneHve 1 6rokupoBaHue y4eTHbIX 3anmcen CLOUD
nonb3oBaTtenen et e

* KoMaHaa useradd ucnonbsyetcs Ans Ao6aBAeHnss HOBOTo
noJib30BaTens

* KoMaHAay useradd MOXeT 3anycKaTb Cyrnepnosib3oBaTe/lb

* HacTpoikun gns komaHapl useradd Haxoaatcs B dpanne
/etc/default/useradd

[TpaBamu perucTpanuu 1ojab30Baresiell B cUcTeMe 00J1afjaeT Cynepoab30BaTellb.

s no6aBneHust yUYeTHOM 3alncH MOJIb30BaTeNs UCTIONb3yeTcs komana useradd. B kauecTse

ApyrMeHTa AJid 3TOM KOMaHAbI JOJI2KHO OBITh YKa3aHO UM IMOJIb30BAaTCIIA.

IIpumep:
root@sl0:~# useradd userl
root@sl10:~# id userl
uid=1001 (userl) gid=1001 (userl) groups=1001 (userl)

ITpumeuanue: B smom npumepe 8 cucmeme Obi1 3ape2ucmpupoB8aH Hoeblli nob3osamend — userl. /lna Hezo 6biia
3apeaucmpupogaHa e2o npueamHas epynna noab3osameseli — user1. Ilpueamuas epynna nonb3oeamesnetl cocmoum u3
eduHcmeeHHo20 nonb3osamens. OHa si8Asiemcst nepeuyHoOll 2pynnoli 04151 3Moz0 Nob308ames.

3. Perucrpariust mojp30BaTelis MPUBOIKUT K MOSBICHUIO COOTBETCTBYIOIIMX 3amuceii B daiiaax
/etc/passwd u /etc/shadow.
Ipumep:

root@sl10:~# grep userl /etc/passwd
userl:x:1001:1001::/home/userl:/bin/bash

root@sl10:~# grep userl /etc/shadow
userl:!1:17374:0:99999:7:::

TaK)Ke JJIA OTOTI0O ITOJIB30BaTCIIAA HE 61)1.]1 CO31aH €ro I[OMaIHHI/Iﬁ KaraJor:
root@sl0:~# 1ls -a /home/
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sa

Co3manue NpuBaTHOW TPYIIIBI M JOMAIITHETO KaTasiora JUIsl MOJIb30BATEIIsl XapaKTEPHO IS
Red Hat Linux 1 momo6HbIx aucTpulyTuBOB. B npyrux auctpulyTuBax co3qaHuE JOMAITHETO
KaTajiora npou3BOAUTCA TOJIBKO IIPHW UCIIOJb30BAHHUU OIMIMH —M KOMaHIbI useradd, 00 npu

MCIIOJIB30BaHUM ONIUH —d, YKa3bIBAIOLIEH MyTh K JOMAIIIHEMY KaTaJory.

Co3manue MPUBATHON TPYIIIBI MOKHO 3aMPETUTh, UCIIOJB3Ys OMIHi0 —n. [Tpu aToM st
BHOBb 3apETUCTPUPOBAHHBIX MOJIH30BATENCH B CHCTEME OyIET YCTaHOBIIEHA IPYIINa 10 YMOIYaHUIO
(cM. HIDKE) B Ka4€CTBE IEPBUYHOM T'PYIIITHI.

Hactpotiku mis komauael useradd HaxomsTes B daitne /etc/default/useraddun

MOTYT OBITH MOJIYYEHBI C TIOMOIIBIO OMIIUKA —D KOMaHbl useradd .

IIpumep:

root@sl0:~# useradd -D
GROUP=100

HOME=/home

INACTIVE=-1

EXPIRE=

SHELL=/bin/sh
SKEL=/etc/skel
CREATE_MAIL_SPOOL=DO
LOG_INIT=yes

BriBenennas nngopmarust komaHaoi useradd —D FOBOPUT O CIEAYIOUIEM:
* GROUP=100 - GID nnst BHOBb perucTpupyemMbIx noiib3oBareneit - 100 (3Ta HacTpoiika
UTHOPHUPYETCS MPU CO3AaHUU MTPUBATHOM IPyIIIBI MOJIB30BATEN);

* HOME=/home - TOMaIIHHE KaTaJIOTH JIJIsl IOJIb30BaTesei OyayT CO3aBaThCsl B KaTajlore
/home;

* INACTIVE =-1— ONOKMpOBaHHE YUETHOU 3aMMCH MOJIb30BATENs IPH YCTAPEBAHUU €TO
naposist He OyJeT;

* SHELL=/bin/sh — o0onouka il BHOBb PETHCTPUPYEMBIX TOJIB30BATENCH 1O
YMOJIYaHUIO;

* SKEL=/etc/skel — karayor “ckeiera”’, U3 KOTOPOTO B JIOMAITHUE KaTaJOTd BHOBb
PETUCTPUPYEMBIX TIOJIB30BATENICH KOMUPYIOTCS (haiiiibl, HEOOXOAMMBIE JIJISl KaXKI0TO
MIOJIb30BATEIISI.

* CREATE MAIL SPOOL=no He TpebyeTcs CO31aBaTh HOYTOBBIH SAIIUK B KaTajlore
/var/spool/mail
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Katanor /etc/skel CLOL'D

* KaTasior, B KOTOPOM HaxoAMTCA 3aroToBKa 419 AOMaLLUHEro KaTtasora
BHOBb CO34,aBa€MOI0 MNOJ1Ib30BaTENA

* He genCcTBYET Ha CYLLLECTBYHOLLMX MOb30BaTENEN

Karanor /etc/skel 00b4HO cOAepKUT (ailiibl mpouIIs A1 BHOBb PETHCTPUPYEMBIX
MOJIH30BATENEH U APYTHE CIIy:KeOHbIe (DailiIbl, KOTOPBIE KOMUPYIOTCS TIPU PETUCTPALIUT

IIOJI30BaTEIIs B €0 JOMAIITHUM KaTaJIor.

Ipumep:
root@sl0:~# 1ls -a /etc/skel/
.bash logout .bashrc .face .face.icon .profile
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Onuum KomaHabl useradd ?EQHR

 OnuMM MoryT 6bITb UCMOJIb30BaHbI A1 NEPeonpeaeNeHns HaCTPoeK MNo
YMOIYaHUIO UJIN YCTAHOBKM OCOBbIX CBOMCTB YYETHbIX 3anmcei

Haubonee yacto ncronb3yemble oniuu koma sl useradd :

- S — yKa3bIBa€T UCTIOTHAEMBIN (haiia 000IOUKH MO YMOIYaHHIO;

-d — myTh K JOMaITHEMY KaTalory MOJIb30BaTelIs;

- — oMK, yKa3bIBAIOIIAsl HA HEOOXOUMOCTh CO3/1aTh TOMAIITHUIA KaTaJiorT;,

-M — He co3maBarh JOMAITHUI KaTauoT;

-K — myTh K aJbTepHATMBHOMY KaTajory CKeleTa;

- U — Ha3zHauuTh UID nonap3oBarento;

- g — Ha3HauuTh GID (mepBUYHYIO TPYIITY) MOJI30BATENIO;

-G — CIIMCOK TPy, B KOTOPBIX MPUHUMAET y4acTHE MOJIb30BaTelNb (pa3/ieieHbl 3ansIThIMU);

- € — KaJICHIapHas Jara, Mocje KOTOpOr ydeTHas 3amuch OyaeT 3a0I0KkupoBaHa (CpOK KU3HU

YYETHOI 3amucu);

- f — KonMyecTBO [HEH, KOTOPOE MOIKHO IPONTH MOCIIE CPOKA YCTAPEBAHUS TTAPOIIS 110

OJOKMPOBKU yUETHOM 3aMUCH.

IIpumep:

root@sl10:~# useradd -M -G users -s /sbin/nologin -e 2025-05-01 tempuser
root@slO0:~# id tempuser

uid=1002 (tempuser) gid=1002 (tempuser) rpynmne=1002 (tempuser), 100 (users)
root@sl0:~# 1ls -a /home/

. sa

root@slO:~# 1ls -a /var/spool/mail

root@sl0:~# getent passwd tempuser

tempuser:x:1002:1002: :/home/tempuser:/sbin/nologin
root@sl0:~# getent shadow tempuser
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tempuser:!:20122:0:99999:7::20209:

root@sl0:~# echo $(( date -d "02 May 2025" +%s°/24/3600))
20209

Ipumeuanue: TlpugedeHHas 8blilie KOMAHOA pe2ucmpupyem noab3oeamens 6e3 co30aHusi 0151 He20 OOMAawHe20
kamanoea (onyusi -M) ¢ dobasneHuem e epynny users (onyus -G). ZI1s 3mozo nosnb3oeamess 3anpeujeH 6xoo 8 CeaHc,
mak Kax e kauecmee 0b0104KU 0/151 5M020 noab3oeamenst ykasaw ¢aiin /sbin/nologin . Yuemuas 3anuch nonb3oeamens
6yoem 3abnokupogava nocne 1 mas 2025 2. (onyus -e). [IpednocnedHsss KomaHod npumepa 0emMoHCmpupyem 3anuch 8
¢atine meresbix naposneli 015 noab3oeamens tempuser. Bocbmoe none 3anucu codepaicum uucao oHeli ¢ 1 sHeaps 1970

2. 00 OHf, Ko20a y4emHasi 3anuchb nonb3oeamens 6ydem 3aba0kuposaHa. ITocaeoHss KOMaHOd — npoeepka HomMepa
OHS1.
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KomaHaa adduser CLOL'D

* B Debian auctpnbytmeax komaHaa adduser UCMNosb3yeTcs Ans
CO34aHMSA YYETHbIX 3anncen Ans peanbHblX NOAb30BaTENEN

* YTUAUTa CO3[a€eT YYETHYIO 3aMnCh, AOMALLIHUIA KaTanor, A,06aBaseT B
HY)XHbl€ rpynmnbl, HA3Ha4YaeT NapoJib

* HacTponKu yTnnutbl Haxoaatca B danne /etc/adduser.conf

B Debian nogoGHbIX JUCTpHOYTHUBaX MpPEAINoNaraeTcs, YTo yTHIuTa useradd UCTIONb3yeTcs
Ui 10OaBICHNUS CUCTEMHBIX MOJIb30BaTeneil. Eciy BbI XOTUTE cO3/1aTh YUETHYIO 3aIUCh IS
YeNoBeKa, TO yIo0OHeH BOCTIONb30BaThCs KoMaHa0i adduser.

HEI/IMCQI CO3JaHHE MOJIb30BaTeIsd KOMaHaol adduser

root@sl0:~# adduser user2
IoBaByigeTCcs MIOJIb30BATEJIb «USer2»
IHoBaBysgeTcs HOBas Tpynmna «user2» (1003)
Adding new user ‘user2' (1003) with group “user2 (1003)'
Cos3maércsa OOMallHMM KaTajior «/home/user2»
KommpoBaHue daiios m3 «/etc/skel»
HoBel napoJib:
HEYIAUHHM TAPOJIb: [laposib IOJIXeH COIEepXaTh He MeHee 8 CUMBOJIOB
[IoBTOPMUTE BBOIL HOBOI'O IaPOJIA:
passwd: napoJib yCIemHO OOHOBJIEH
VismMeHeHMe MHOOpMaLUUM O [IOJIb30BaTeJle user?
BeemmuTe HOBOe 3HadeHuMe miam HaxMuTe ENTER nmia BeiOopa 3HAYEHMUSI [0 YMOJIYAHMIO
IlonmHoe mmMsa []:
HomMep xoMHaTH []:
Pabouun TeyiepoH []:
HomamHu TejedoH []:
Ipyroe []:
JaHuasa mHbOopMalumsa KoppekTHa? [Y/n]
Adding new user ‘user2' to supplemental / extra groups ‘users'
IJoBaByigeTCcs MOJIb30BATEJIb «KUSer2» B TPYIINYy «USers»

I[anee IIPOBEPHUM, YTO IMPOU3OILIO B CUCTEME!

root@sl0:~# id user2

uid=1003 (user2) gid=1003 (user2) rpynne=1003 (user2),100 (users)
root@sl0:~# 1ls -a /home/

. sa user?2

root@sl0:~# getent passwd user2
user2:x:1003:1003:,,, : /home/user2:/bin/bash
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root@sl0:~# getent shadow user2
user2:5y$j9T$8YWDau32zLa%94903C1lA0Z218gL2v33zXY97HO0180ZS1HF1XmQt2rEMoYME 6VNELWmB/ :
20122:0:99999:7:::

Hacrpotiku komanael adduser HaxoAsaTcs B aitie /etc/adduser.conf

IIpumep: m3mernm (aiin /etc/adduser.conf u npoBepuM, Kak OYIyT CO3/1aBaATHCS
[10JIb30BATEIIN.

root@sl0:~# tail -8 /etc/adduser.conf
EXTRA GROUPS="cdrom floppy video"

Setting this to something other than 0 will cause adduser to add
newly created non-system users to the list of groups defined by
EXTRA GROUPS.

Default: ADD EXTRA GROUPS=0

ADD EXTRA GROUPS=1

H o H

root@sl0:~# adduser user3
IoBaByigeTCcs MOJIb30BATEJIb «USer3»
HoBaBiyiseTcs HOBas Tpynmna «user3» (1004)
Adding new user ‘user3' (1004) with group “user3 (1004)'
Co3maércs moMallHMM KaTajor «/home/user3»
Konuporaume odainor us «/etc/skelx»
HOBEIV MapOJIb :
HEYIAUHHM MAPOJIb: [laposib IOJIXeH COIEpXaTh He MeHee 8 CUMBOJIOB
[IoBTOPUTE BBOI HOBOT'O [IAapPOJId:
passwd: napoJib ycClHemHO OOHOBJIEH
VismMeHeHMe MHOOpMaUMM O MOJIb30BaTejle user3
BBenure HOBOe 3HaueHue unm HaxummuTe ENTER nnsa BeOopa 3HAUeHMS 10 yMOJIYaHMIO
IllotHoe mmMsa []:
Homep xoMHaTH []:
Pabouunm Tejedon []:
HDomamHum TejedoH []:
Ipyroe []:
DanHaa mHOOpMaLMa KoppeKTHa? [Y/n]
Adding new user ‘user3' to supplemental / extra groups ‘users, users, cdrom,
floppy, video'
IoBaBygeTCcs [IOJIb30BATEJIb «USer3»
IoBaBjigeTCcs I[IOJIb30BATEJIb «UsSer3»
IoBaBygeTCcs MOJIb30BATEJIb «USer3»
IoBaBygeTCcs MOJIb30BATEJIb «USer3»

TPYIIIYy «users»
rpynny «cdromy

rpynny «floppy»
rpynny «video» ..

W W w w

root@sl0:~# grep USERS GROUP /etc/adduser.conf
# Default: USERS GID=undefined, USERS_GROUP=users
#USERS_GROUP=users
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- CLOUD
N3meHeHune Y4eTHbIX 3anuceun e —

» [1na U3MeHeHUs CyLEeCTBYOLMX YYETHbIX 3anmMcen UCnosib3yeTcs
KOMaHAa usermod

* bonbLWMHCTBO oNuMM KOMaHa usermod M useradd coBnagaroT

Ecnu HeoOXoanMo nMpon3BecTH HEKOTOPhIE M3MEHEHUS B YUETHOW 3aIIMCH yKe
3apEruCTPUPOBAHHOIO IOJIB30BATENA, TO U 3TOTO IIpeIHa3HaYeHa KOMaH1a usermod .

HQI/IMCE: cMeHa 000JI0YKH 110 YMOITYAHUTO IS MTOJIB30BATCIIA:

root@sl0:~# usermod -s /bin/false tempuser
root@sl0:~# getent passwd tempuser
tempuser:x:1002:1002::/home/tempuser:/bin/false

Bonpmast gacte onnuil koMaHa useradd 1 usermod COBIANAIOT.

IIpumep: U1 100aBIEHUS HOBOM IPYIIIBL, B KOTOPBIX YYaCTBYET M10JIb30BATENb, MOKHO
HCIIOJIB30BATh CICAYIOIIYIO KOMaHy:

root@sl0:~# usermod -aG "sudo,adm" tempuser
root@sl0:~# id tempuser

uid=1002 (tempuser) gid=1002 (tempuser)
rpynne=1002 (tempuser) ,4 (adm) ,27 (sudo), 100 (users)

I/ICHOHBSYH KOMaHy user mod MOXHO TaKXKe YKa3aTtb JJI [1OJIb30BaTCIA €ro HOBOC UM C

MOMOIIBIO ONIUU —1.

OHI_II/II/I —L 1 —U OO03BOJIAIOT, COOTBETCTBEHHO, 6J'IOI(I/Ip0BaTB u p8.36J'IOKI/IpOBaTB BO3MOXHOCTD

BXOJa B C€CAHC JIsA JaHHOT'O II0JIB30BaTcCJIA.
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= CLOUD
YpnaneHue Y4eTHbIX 3anuceun e —

* [[pon3BOAUTCSA KOMAHAON userdel

* Ynansertcs TO/IbKO Y4eTHas 3anmcb, HO He paiiibl NpUHaaNeXaLlme
Nnosib30BaTeNo

* ONumMa —r yaanser AoOMallHUIA KaTasor CO BCEM COAEPKUMbIM U
NMOYTOBbIN ALLMK MOJIb30BaTENSA

* He pekoMeHAayeTcs B 06LLEM C/lydae yaansaTh y4ETHbIE 3aNUCU, BMECTO
yAaneHus ny4yule nx 6JJoKMpoBaTh

[l ynaneHus y4eTHOU 3allMCH I10JIb30BaTelsl CIEAYET BOCIIOIb30BaTbCSI KOMAaH 01
userdel.
ITpumep:

root@sl0:~# userdel user?2
root@sl0:~# 1ls -1 /home/
uroro 12

drwx———-—--- 13 sa sa 4096 ¢oeB 3 12:28 sa
drwx------ 2 1003 1003 4096 der 3 15:27 user2
drwx-———-—--- 2 user3 user3 4096 der 3 15:40 user3

[lepen ynaneHueM ydeTHOM 3allMCH MOJIH30BATEI HEOOXOAUMO PEIINTh, UTO JIETaTh C
(aiimaMu oJIb30BaTeNsl, €CIIM TAKOBbIE B CUCTEME UMEIOTCSI.

Cama koMaHga userdel, MO yMOYaHUIO, yAaneHue (HailIoB MOIb30BaTelNsl HE MPOU3BOIUT.
[ToaTomy Bce ¢aiiinbl MOIb30BaTENsl, yIeTHAS 3aITUCh KOTOPOTO TIOJICKUT YIAICHUIO, TOJKHEI ObITH
HalIeHbI ¥ TUOO0 yIaJIeHbl, JIN00 COXPAHEHBI B ApXHB, THOO MIEPEAaHbl IPYTOMY MOJIb30BaTEIO.

IIpumep:

#find / -user 1003 -exec rm -rf {} \;

Ipumeuanue: 30ech eMecmo umeHu nonb3ogamenst ucnonb3oeancs UID, nockonbKy noab3oeamens ¢ makum UID 6bin
yoice yoasneH.

OHHI/IH —XY yaaJisIeT ,Z[OMaH_IHI/Iﬁ KaTajior co BCEM COACPKUMBIM U ITOYTOBBIN SIITUK

IIOJIB30BAaTCIIA

VYnaneHue y4eTHBIX 3aluceil MOXKET MIPUBOJIUTH K «OCHpoTeBIIUMY (haitiaM. bonee Toro
UACHTU(PUKATOP YUETHOU 3aMMCU MOXKET OBITh OBTOPHO HMCIIOJIB30BAaH, a 3TO 03HAYAET, UTO
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HNOTEHIMAIbHO BCE «OCUPOTEBILINE) (ailsIbl yAAJICHHOTO MOJIb30BATENS MOT'YT CTaTh JOCTYIIHBI
HOBOMY I0JIb30BaTelNt0. [103ToMy He pekoMeHIyeTcs IPOU3BOAUTD yAaJleHUE YUETHBIX 3allHCeH,

BMCCTO 3TOI'O HCHYKHBIC YUCTHBIC 3aIlIMCH JIYUIIC 6J'IOKI/Ip0BaTI>.
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4.3 PekomMmeHAauUuUu B OTHOLUEHUU CUCTEMHbIX U
WHTEPAKTUBHbIX YYETHbIX 3anucei

PeKOMeH,qaLWIVI B OTHOWEHUN CUCTEMHbIX U UHTePaKTUBHbIX CLOUD
YYETHbIX 3anucen e

* 115 CUCTEMHbIX NONb30BaTeIen 060104Ka 415 BXOJa HE AO/KHA AaBaTb
BO3MOXHOCTb MHTEPAKTUBHOM PaboThl

* aeHTUdMKATOPbl CUCTEMHOIO MOJIb30BATE/S KaK NPaBUJIO XKECTKO
3aaHbl

e [1n5 NpaBWIbHOMN paboTbl MHTEPAKTMBHOIO MOJIb30BaTE I HEOBX0AMMO
Ha/IM4mMe JOMalLLHEero Kataiora

Ecnu monp3oBaTens HE UMEET MPaBO BXOAUTH B CE€aHC (KakK MPABUIIO 3TO CHEIUATIbHBIC
CUCTEMHBbIE WJIN CIIy>K€OHBIE MI0JIb30BATENH), TO B KAYECTBE 000IOUKH JIOJIKEH OBITh YCTAHOBIIEH

OJIMH U3 CIEAYIOIINX BApUAHTOB:
* /bin/false — cucreMHas KOMaH/a, BCera Bo3Bpamiaromas koja 1 (kox ommdoyHoro
3aBEpLICHMUS);
* /dev/null — cnenuanbHbIN (paiiia CHMBOJIBHOIO YCTPOWCTBA, IPU MOIBITKE 3aITyCKa
KOTOpPOT'0 BO3HUKAET OIINOKA;
* /sbin/nologin — cucTeMHas KOMaH/a, BO3BpAIaloas Mpy 3aIycKe KO/ OIIUOKU 1
COO0OIIeHNE O HEBO3MOXKHOCTH BXO/Ia B CEaHC.
UID u GID cucteMHbIX 110JIb30BaTeNEN JOIKHBI UIMETh ONPENEICHHBIE 3HAUEHUS AJIS
IPaBUIBHOTO (DYHKIIMOHUPOBAHUS MPOTPAMM, [Tl KOTOPBIX OHU CO3JIAIOTCS.
Jl1 BX0Z1a MHTEPaKTUBHBIM I10JIb30BaTeIeM HEOOXO0JMMO HAJTMUME IOMAIIHEro KaTauaora.
WNHave noabp30BaTelib JINOO HE MOXKET BOMTH B CEAHC WJIM MONAIaeT B KOPHEBOM KaTasor.
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4.4 MonnTuka B OTHOLWEHUN naponei. UHCTPYMEHTbI "
MeToAbl Co34aHns, NPOBEPKU U noadopa naponeun

= CLOUD
Monutuka B OTHOWIEHUX Napornen LB TP

* [MonnTUKa Napoaen OAUH U3 KJIHOYEBBIX 3/IEMEHTOB 6€30MacHOCTH

* [Taponn foMKHbI ObITb HE TO/IbKO CJIOXHbIMU, HO U JIETKO
3allOMUHaLWHnecs

* Moaynu PAM noMoratoT YCTaHOBUTb NpaBm/ia Ha Naposiv B cMctemMe

* [TOMUMO TEXHUYECKOTO acneKTa HyXXHO Y4nUTbIBaTb U aAMUHUCTPATUBHYIO
COCTaB/IAIOLLYHO

[IpaBuiia yCcTaHOBKH, UCIIOJIB30BaHUS U YIPABICHUS MAPOJISIMU SIBJISIFOTCS] BasKHEUIIIEH

YacThlO0 CUCTEMHOM MONMUTUKU. OOBIYHO OHU BKJIIOYAIOT B c€0s1, KAK MUHUMYM, CJIEAYIOLIEE:

* Omnpeznenenue KaTeropyuil oyib30BaTeliell, KOTOPbIE UMEIOT MPABO CAMOCTOATEIBHOIO
BbIOOpa Maposieit ¢ MOMOIIbI0 KOMaH bl passwd.

* IlpaBuna BeiOOpa maponei U TpedOBaHUs K UX YPOBHIO CIIOKHOCTH.
*  Cpoku ycTapeBaHus MMaposiei.
* JIIUTENbHOCTH NEPUOJIOB 3aNIPETa Ha U3MEHEHHUE TTAPOJICH.

Yetko chopMynnpoBaHHas NOJUTHKA YIIPABJIECHUS NApOJIIMUA 3HAYUTEIBHO 00Ieryaer

AIMUHUCTPUPOBAHUC CUCTEMBI.

Jlsis ycTaHOBKH MTPpaBUII BEIOOPA MApoJieid, MX MUHUMAJIBHOM JUIMHBI U TPEOyeMOro YpOBHS
CJIO)KHOCTH, IOCTaTOYHO HAaCTPOUTh MOJYJIb KOHTPOJIs aposiel cucteMbl PAM nst
ABTOMAaTHUYECKOW MPOBEPKU COOTBETCTBHSI BEHIOMPAEMOTO MOIH30BaTEIEM MAPOJisi CHCTEMHON

IIOJIMTHKCE.

B pa60Te C mapojrsiMu HeO6XOJ_'[I/IMO IIOMHHTD, 4YTO, C OgHOM CTOPOHBI, MAPOJIX JOJIZKHBI OBITh
CJIO’)KHBIMH, C Z[perﬁ CTOPOHBI, OHU OOJIKHBI JICTKO 3alIOMUHATBHCA MMOJIE30BATCIICM. Eciu
MOJIL30BaTEIb HE MOXKET 3alIOMHUTEL CBOM cynep CJIOXKHBIH napoJib, TO OH €T0 6y,ILeT 3aIlIMChIBaTh U
9TO IIPUBCACT K CHUXKCHUIO 0€30IaCHOCTH CHCTEMEI.

Hacrpoiiku PAM nst koman bl passwd oObIMHO HaxomsITcs B (aiinax
/etc/pam.d/passwd H, BOBMOXHO, B /etc/pam.d/system—-auth.
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IToMUMO TEXHUYECKNX MEXaHU3MOB, PETYIUPYIOIINX IIPaBUila UCIIOIb30BaHUS ITAPOJIEH,
CICAYCT YUUTHIBATh U A AMUHUCTPATUBHYIO COCTABJIAIOIIYIO. Tp€6y€TC$I IMPOBOJAUTH PA3BACHCHUC,
00ydeHue, KOHTPOJIb, MOOIIPEHNE U HaKa3aHUE MOJIb30BaTeNeH.
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- CLOUD
YcTtaHOBKa U usmeHeHue naponeu e —

* KoMaHAa passwd NOMMMO U3MEHEHUS Napo/iei NPeaoCTaBAsET U
pyrue BO3MOXXHOCTH

* KoMaHaa chpasswd MOXET ObITb MCM0JIb30BaHa A/l HE MUHTEPAKTUBHOM
CMeHbI NapoJis

KOMaHIIa ras swd IIOMUMO U3MEHEHUSA HapOHeﬁ npeaoCTaBIsACT U APYTUC BOSMOXKHOCTH.

Hioke npuBeeH ciucok Haubosiee 4acTo MPUMEHSIEMBIX OIIUA KOMaHIbl passwd :
- 1 — G10KMpOBaHUE yYETHOU 3aITUCH;
- U — pa30JIOKUPOBaHKE YUCTHOM 3aITHCH;
- S — MoJy4eHHe TEKYILEero COCTOSHHUS MapoJIs;
-d — ynanuTh mapob;
- N — ycTaHOBKA MEPUOJIa 3alpeTa Ha CMEHY Naposis (MUHUMAIbHOE BPEMs JKU3HH TapoIis);
- X — yCTaHOBKa MaKCHUMAJILHOTO CPOKA UCIIOIb30BAaHHS TAPOJIS;

-W — YCTaHOBKa KOJIMYCCTBA HHeﬁ A0 MOMCHTA YyCTAapCBaHUA 1TapOJid, Ha4YrMHas ¢ KOTOPOIO

MIOJTL30BATEII0 OYAYT BHIIABATHCS MPEAYIIPESIKICHUS O HEOOXOAMMOCTH CMEHBI TTAPOJIS;

-1 — CpoK mocie ycrapeBaHHMs Tapois, 1O MPOIIECTBUU KOTOPOTO YUETHAs 3aIUCh
OnoKHMpyeTcs.

HEI/IMCQZ CO3JaHHUC MMapoJid U 6J'IOKI/IpOBaHI/I}I yquHOfI 3almcu.

root@sl0:~# id tempuser

uid=1002 (tempuser) gid=1002 (tempuser) groups=1002 (tempuser), 4 (adm), 100 (users)
root@sl0:~# getent shadow tempuser
tempuser:11:17374:0:99999:7::17652:

root@sl0:~# passwd tempuser

Changing password for user tempuser.

New password:

Retype new password:

passwd: all authentication tokens updated successfully.
root@sl0:~# getent shadow tempuser

tempuser:$6$VIvms TKESLWaXxUGHVufzCJ2U1lYRfUfUcxU3POwabbILSr0319M620
LdEuf.nl4 .MLNnn060XOBY3aibv¥x8Rq/pOlIAmB. : 17374:0:99999:7::17652:
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root@sl0:~# passwd -1 tempuser

Locking password for user tempuser.

passwd: Success

root@sl0:~# getent shadow tempuser

tempuser: 1'1$65VIvms 7TKESLWaXxUGHVufzCJ2UL1YREfUfUcxU3P0wabbILSr0319M620
LdEuf.nl4 .MILNnn060XOBY3aibv¥x8Rq/pOlIAMB. :17374:0:99999:7::17652:

IIpumeuanue: ITocne b6n0Kupo8aHus yuemHoll 3anucu 8 Nepebix NO3UYUsx 8mopo2o nos ¢aiiia /etc/shadow neped

LLlle)pOGaHHblM naposem nosib308amesia NoAB/AAMCA 3HAKU 80CK/AUYAHUA. Hpu pa36flOKUpOGGHUU yuemHoii 3anucu
OHU ucyesarom.

B cJIy4dae, korga HCO6XOI[I/IMO HC MHTCPAKTHUBHO U3MCHUTH IIAPOJIb IMOJIE30BATCII0 U
BBITIOJIHUTh MACCOBYIO CMCHY ITapOJIsd, MOXKET OBITH MCITOJIL30BaHA KOMaHaa chpas swd.

IIpumep:
root@sl10:~# grep userl /etc/shadow
userl:!1:20122:0:99999:7:::
root@sl0:~# echo 'userl:P@sswOrd' | chpasswd
root@sl10:~# grep userl /etc/shadow
userl:$y$j9TS$4CkVg3nSEYhPKIkUafKJe/
$c5zgnTFrKdObA83. . fxah.Y9pNkCRc3.epQizHOJInRD:20122:0:99999:7:::

B npumepe 8bluwie HazHauaemcs napoab P@sswOrd 015 nonb3oeamens userl.
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o CLOUD
MpoBepka u reHepauusA naponeun i

* Moayns PAM pam pwquality.so ocywecTBasdeT npouenypy
NPOBEPKU NMapOJIEN, KOTOPblE YCTaHABAMBAKOTCS MPU CMEHE Naponei

* ®ann koHduUrypaummn /etc/security/pwquality.conf
onpegenset napaMeTpbl paboTbl MOAYNSA

 Ina reHepaLmn C/lyHarHbIX NAPOJIEM MOXXHO UCMOJ1b30BaTb YTUANUTY
pwmake

* [1ns NnpoBePKM Napons UMEETCS YTUAUTA pWwScore

[Taker libpwquality-tools conep>KuT HHCTPYMEHTHI JIsl TeHEpaIuy U IPOBEPKH MapoJIeH.

Monynas PAM pam_pwquality.so npenHa3zHaueH i IPOBEPKU yCTAHABIMBAEMbIX ApOJICH.
OTOT MOAYJb MOAKIIOYAETCS Yepe3 TUIT MOAys password:

root@sl0:~# grep “password /etc/pam.d/common-password

password requisite pam pwquality.so retry=3

password [success=1 default=ignore] pam unix.so obscure use_authtok
try first pass yescrypt

password requisite pam deny.so

password required pam permit.so

password optional pam_gnome keyring.so

Hacrpotiku Mmomyns Haxoasites B aiine /etc/security/pwquality.conf.
B HeKoTOpBIX cucTeMax UCHONb3yeTcs MOX0KUI MOylnb pam cracklib. so.

YTunura pwma ke nepeHazHaueHa JJis TeHepaluu naposieil. B kauectse aprymenra

HCIIOJIB3YETCA KOJINICCTBO CJ'Iy‘IB.ﬁHBIX ouT IJIsL TCHEPALUU IapoJIsd. MuHHMaIbHOE KOJIMYECTBO OUT
56.

Ytunura pwscore npoBepsieT Mapoyu, BEICTaBIAS peUTHHT. [Tapomns ¢ peiiTuHrom Beime 50

CUUTACTCSI XOPOIIHM.
O0e yTUITUTHI UCTIONB3YIOT HACTPOUKH U3 (aiiyia /etc/security/pwquality.conf.

Ilpumep: ['eHepanuu ¥ NpOBEPKH MMAPOJIEH C PA3HON CTENEHBIO CIO0KHOCTH.

root@sl10:~# echo 1inl23 | pwscore

[I[poBepKa CJIOXHOCTM [APOJISg 3aBepumyiach Heynaden:

[lapoJib IOJIXEH COIepXaThb He MeHee 8 CHMMBOJIOB
root@sl0:~# echo 1inl2345 | pwscore
[I[poBepKa CJIOXHOCTM I[ApOJisg 3aBepumiiacb Heynadew:

[lapoJib He IpolleJl NpPoBepky opdorpadmy - CIMULIKOM IPOCTOM
root@sl0:~# echo Linl2345 | pwscore
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[lpoBEepKa CJIOKHOCTM MapoJis 3aBepumiiach Heymauen:

[lapoJib He MNpoleJ NpoBepky opdorpadpmm — CIAMIIKOM HNPOCTOM
root@sl0:~# echo 'Linl234$' | pwscore
31
root@sl0:~# echo 'Lln!2d3g4.' | pwscore
68
root@sl0:~# pwmake 56
QaxocOxabzew

root@sl0:~# echo QaxocOxabzew | pwscore

64

root@sl0:~# pwmake 128
2iPEg4xcOliJzabiHage]j$4Rx4]j

root@sl0:~# echo '2iPEg4xcOliJzabiHagej$4Rx47"'
100
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Mop6op naponen ?EQHR

* [Toa6op Naponen MoXeT 6bITb B OHAANH U oddnanH pexxmme

* OT noab6opa B OHNAWH pEXMME MOXKHO 3aLlMTUTBCA, HacTpouB PAM Ha
6/IOKMPOBKY Y4€THbIX 3anucen moayneM pam faillock

* OT odPnarH aTak MOXKHO 3aLLULLATLCS BbIOOPOM CNI0XKHbIX Mapoaen n
XPaHEHUEM UX B XELUIMPOBAHHOM BUAE

* lns opdnarH nogdopa naposen MoXHO UCMOJIb30BaTb YTUAMTY John
The Ripper

* 1ns oHNalH Noabopa MOXHO BOCMONb30BaThCs NakeToM hydra

Cy1iecTByOT J1Ba IOJX0/a K MOAOOpyY mapoieit onnaitH u oddraitn araku. Bue 3aBucumoctu
OT TO/IX0/1a TOI00P MOXKET UCIOJIBb30BaTh WK IIepedop MO CIOBapIO, UM IIOCUMBOJIBHBIN 11epedop
(6pyrdpope).

OmutaifH 3amuTa OT moadopa maposield MOXKET OCYIIECTBISTHCS KaK CEPBUCAMU,
MPEIOCTABIAIOIIMMU AOCTYT K cucTeMe, HarpuMep B sshd nMeroTcst HacTpolKH Ha KOJIHMYECTBO
HEY/IauHBIX TOTBITOK BXO/A JUIS pa3pblBa COCTUHEHMs, Tak U Onbnuotekamu PAM. Monynb
pam faillock.so NO3BONSET HACTPOUTH MOJIUTHUKY OJIOKMPOBKU YUETHBIX 3aIIUCEH.

Hacrpolika mogyns pam faillock.so MOXKET IPOU3BOIUTBCS YEPE3 PEAAKTUPOBAHUE

¢aiina /etc/security/faillock.conf:

deny=3
unlock time=60

OTH e mapaMeTpbl MOKHO MepeIaTh U HEITOCPEICTBEHHO B pam-aiine:

auth requisite pam_faillock.so preauth deny=3 unlock time=60

OcHoOBHBIE TapaMeTPBI:
* dir — Karayuor, B KOTOPOM XPaHATCS MOJIb30BaTeIbCKUE (Dailiibl ¢ 3amucsiMu 00 ommoOKax
ayTeHTHQUKaMK (1o ymondanuto /var/run/faillock);
* audit — 3anucarh B CUCTEMHBIH KypHaJl UM [10JIb30BATEIIsA, €CJIU JaHHOTO M0JIb30BaTEs
HE CYILLIECTBYET B CUCTEME;

* silent — He BEIBOAUTH HH(POPMALIMOHHBIE COOOIIECHUS (HE OYIET YBEAOMIISTh

MOJIH30BAaTENs O OJIOKUPOBKE YUETHOM 3aITMCH U BpEMEHH OJIOKUPOBKH);
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no log info — He perucTpupoBaTh HHGOPMATHBHBIE COOOILEHHS B CHCTEMHOM
XKypHaie;

local users only — BKIIOYECHHE JaHHOW ONIMHK B (DaiiJl 03HAYaET, 4TO MOIYIIb OyleT
IPUMEHSATHCA TOJIBKO JUIsl JIOKAIbHBIX I0JIb30BaTENIeH, CyIIECTBYOLINX B (aiiie
/etc/passwd (Bo u3dexaHne BO3MOXKHBIX MTPOOJIEM C IIEHTPAIM30BaHHBIMH CPEICTBAMU
ayrentudukamuu: AD,IdM, LDAP, u T.11, y KOTOpPBIX MOTYT OBITH CBOM METOIBI
OTpaHUYEHUS JOCTYyIA K ayTeHTU(PUKAIINN );

deny — KOJIMYECTBO HEYJauyHbIX IMOMBITOK BXO/1a, IOCIIE KOTOPbIX BO3MOKHOCTh
ayreHTU(HKaIuu OyaeT 3a0I0KupoBaHa (110 YMOJIYaHHUIO 3);

fail interval — MHTEepBaJl BpPEMEHH (B CEKYH/1aX), B TEYEHUE KOTOPOTO JOJKHBI
IIPOM3OMTH MOcieIoBaTeIbHble COOU ayTeHTU(PUKAIMY JIsl OJIOKUPOBKHU YUETHOM 3aITUCH
nojsip3oBarens (mo ymondanuio 900 — 15 munyT);

unlock time — MHTEepBall BpEMEHH (B CEKyH]aX), B TCYEHHMH KOTOPOTO BO3MOKHOCTh
ayTeHTU(QUKAIMY JUIsI T10JIb30BATEs, IPEBBICUBIIETO KOJIMYECTBO MOMBITOK BX0OAa, OyaeT
3abnokupoBana (1mo ymomuanuto 600 — 10 MunyT);

even deny root — OIOKHPOBaTh YYETHYIO 3aIIUCh IOOt TaK K€, KaK U OObIYHBIE
YYETHBIE 3allHUCH;

root unlock time — paboraer aHanoruyno unlock time. Ilpumensercs no

OTHOIIIEHHIO K IIOJIb30BATEIII0 O0t, HCIIONIB3YETC COBMECTHO € even deny root;

admin group — 4ieHsI IPYIIbl, yKa3aHHOW B JAHHOM IIapaMeTpe, OymyT
00pabaThIBaTHCS STUM MOJYJIEM TaK Ke, Kak M y4eTHas 3amuch root (K HUM OyayT

NPUMEHATBCA ONIMK even deny root mroot unlock time).

[TogpoOHee 06 ATUX U APYTUX CYNMISCTBYIOIIUX MapaMeTpax JAeTaabHO MOXKHO IMOYUTATh B

man faillock.conf.

Bxurouenne monyns B moacucreMe PAM npousBonuTes A TUHOB auth 1 account.
auth pam faillock.so {preauth|authfaill|authsucc} [dir=/path/to/tally-
directory] [even deny root] [deny=n] [fail interval=n] [unlock time=n]
[root unlock time=n] [audit] [silent] [no log info]
account ... pam faillock.so [dir=/path/to/tally-directory] [no log info]

Apryment {preauth|authfail|authsucc} nomken ObITh yCTaHOBIIEH B COOTBETCTBHH C

IMMOJIOKCHHUEM 3TOI'0 SK3EMIIIAIPAa MOAYJISA B CTCKC PAM:

preauth — IOJDKEH UCIOIB30BaThCS, €CIIM MOAYJIb BBI3BIBACTCS TIEPE]T MOTYJISIMH,
KOTOPBIC 3aMpaliuBaloT YYETHBIC JaHHBIC MTOH30BATEIIs, TAKHE KaK Mapoiib. Moayib
MIPOBEPSIET, 3a0JOKMPOBAH JIM MTOJI30BATENb B CIydae, €CIU B IOCIIeIHee BpeMs ObLIO
AHOMAJIPHOE KOJIMYECTBO HEYJAAYHBIX MOCIICI0OBATEIBHBIX TOMBITOK ayTeHTU(UKAITMH. DTOT
BBI30B SIBIIICTCS] HEOOSM3aTeIBHBIM, €CJIM UCTIONB3YeTCsl authsucc;

authfail — JAOMKEH UCIOIB30BATHCS, €CIIM MOYJIh BBI3BIBACTCS MTOCIE COOsT MOTyJIeH,

OTIpeCTSAIONIUX pe3ybTaT ayTeHTudrkauuu. Ecinu nonb3oBarens ené He 3a0J10KUPOBaH 13-
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3a MpeABIIYIHUX CO0eB ayTeHTU(UKAITIN, MOIYITh 3aMUIIET COOM B COOTBETCTBYIOIIHM (aiii

C 3aICsIMM 00 OIMOKaX;

* authsucc — JIOKEeH UCTIONb30BaThCS, €CIIN MOYJIb BBI3BIBAETCS MOCIIE YCHEITHOTO
3aBEpIICHHS MOAYJICH, OIPEeNISNIAIOMNX Pe3yIbTaT ayTeHTu(uKauy. Ecinn mons3oBarensb
emeé He 3a0JIOKMPOBAH U3-3a MPENBIIYINX CO0eB ayTeHTH()HUKAIINN, MOYIb YIAIHT 3aIHCh
00 ommOKax B COOTBETCTBYIOIEM (aiisie ¢ 3amucsamu 06 ommodkax. B mpoTuBHOM citydae oH
BepHET ommMOKy ayTeHTUUKau. Ecian 3TOT BBI30B He BhINOIHEH, pam_faillock He Oyner
pa3nuyarh Nocjae0oBaTeNbHbIE H HEMOCIIeI0BaTeIbHbIE HEYTaYHbIEe OTIBITKH
ayTeHTH(UKanuu. B TakoM cirydae HeoOX0IMMO HCIONIB30BaTh BbI30B preauth. M3-3a
CJIO)KHOCTH HacTpoiiku creka PAM Takxe MmoxHO BbI3BaTh pam_faillock B Mmomyne account.
B sTOM citydae Takke JOJDKEH BBI3BIBAaThCA preauth.

Tpumeuarue: Hcnonb3oearue mModyas 8 pexcume preauth 6e3 napamempa silent uu ¢ ob6sz3amenbHbiM nosem control
npugooum K ymeuxe uHgopmayuu o CyujecmeosaHuu Wi omcymemeuu yuémHot 3anucu noib3oeamessi 8 cucmeme,
m.K. cbou He peaucmpupyromcsi 051 Heu3e8ecmHbIX nonb3oeamesneli. CoobujeHue 0 610KUpoeKe YUémHol 3anucu
nonb3oeamensi HUKoO20a He omobpascaemcs 015 HeCyujecmayowux yuemHbix 3anuceli nonb3ogamesnell, no3gosis
3/10yMblULIEHHUKY cOenamb 8bl800, UMO KOHKPemHAas yuemHas 3anuch He cyujecmeyem 8 cucmeme.

Ilpumep:
1. Hactpoum momynu PAM:

root@sl10:~# grep —-A5 Primary /etc/pam.d/common-auth
# here are the per-package modules (the "Primary" block)

auth required pam_faillock.so preauth
auth [success=1 default=ignore] pam unix.so nullok

auth [default=die] pam faillock.so authfail
auth sufficient pam faillock.so authsucc

# here's the fallback if no module succeeds

root@sl0:~# grep -A3 Primary /etc/pam.d/common-account

# here are the per-package modules (the "Primary" block)

account required pam_ faillock.so

account [success=1 new authtok reqgd=done default=ignore] pam unix.so
# here's the fallback if no module succeeds

2. HactpanBaem mapameTpbl OJIOKHPOBKH:

root@sl0:~# grep -v '“#' /etc/security/faillock.conf
dir = /var/run/faillock

audit

silent

local users only

deny = 3

fail interval = 1800

unlock time = 1800

3. IIpoBepsiem pe3ynbrar:

root@sl0:~# faillock

faillock: Error reading tally directory: No such file or directory
root@sl0:~# login userl

[Iaposb :

HeBepHOe mMA OOJIbB30BATEIIA

s1l0 mMsa noJab30oBaTejyg: userl
[TapoJsk:
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HepepHOe mMA NOJIB30BATENA
s10 mMsa nosbp3oBaTenga: userl
[TapoJik :

HeBepHOEe mMMA MNOJIb30BaATENA
s10 mMsa noJbzoBaTeNyiga: userl
[IapoJik :

HeBepHOe mMA OOJIB30BATEIIA
s10 mMsa nojbszoBaTesig: userl

[TIapoJib :

HeBepHOe mMA OOJBb30BATEIIA

HpeBmeeHo MaKCMMaJIbHOE UYMCJIO IIOIIEITOK

root@slO:~# login sa
[lapoJik :

HepepHOEe mMA NOJIB30BATENA
s10 mMsa noJb30BaTeNg: sa
[lapoJik :

Linux s10 6.1.0-30-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.124-1

x86_64

The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/*/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY,

permitted by applicable law.

IlocyenHuit BxXOO B cucTeMy: I[IH deB

sa@sl1l0:~$

BEIXOJ],

root@sl0:~# faillock
sa:

When Type Source

userl:

When Type Source

2025-02-03 17:56:50 RHOST
2025-02-03 17:56:56 RHOST
2025-02-03 17:57:03 RHOST

4. COpoc GJIOKMPOBKH:

root@sl0:~# faillock --user userl

userl:

When Type Source

2025-02-03 17:56:50 RHOST
2025-02-03 17:56:56 RHOST
2025-02-03 17:57:03 RHOST

root@sl0:~# faillock —--user userl
root@sl0:~# faillock --user userl

userl:

When Type Source

root@sl0:~# login userl
[TapoJik :

Linux s10 6.1.0-30-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.124-1

%86 _64

to the extent

(2025-01-12)

3 14:08:44 +05 2025 ¢ 192.168.98.151 Ha pts/0

Valid

Valid

Valid

Valid

(2025-01-12)
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The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/*/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent
permitted by applicable law.

locnenumuir BXom B cucTemy: [H der 3 18:00:39 +05 2025 uma pts/1

$

Ot oddnaiin atak OIOKMPOBKA YUETHBIX 3anuceil momoub He MoxkeT. [loatomy cienyer
UCTIOJIb30BaTh CIIOKHBIE MAPOJIH, KOTOPbIE XPAHATCS B XEIMPOBAHHOM BHJIE.

I[J'IH B3JI0Ma UJIN TECTUPOBAHUA naponeﬁ MBI MOXXEM BOCITIOJIB30BATHCA YTUIIMTAMU TUIIA

hydra (onnaitn Tectunr) unu John The Ripper (odduaiin TectupoBanue).

Jns RedHat nono6ueIx cuctem John The Ripper noctynen Toiabko B UCXOAHBIX Konax. s
TIOBBIIIEHUS POU3BOIUTENFHOCTH HEOOXOAMMO KOMITMIIMPOBATH €T0 O] KXY OTACITHHYIO
cucremMy. MlcXonHbIid KO MOXKHO TOIyYUTh Ha ouiimanbHoM caiire http://www.openwall.com/john

B Debian nogoGHBIX cucTeMax uMeroTcs maketsl john u john-data. Bropoii maker conepxut
CJIOBapH JUIsl Moa00pa maposei.

IIpumep:
1. TlomroroBum haiii ¢ maposeM Mmoab30BaTeIsl sa:

root@sl0:~# unshadow /etc/passwd /etc/shadow | grep '“sa:' > passwd
2. CkonmpyewM ¢aiis co coBapeM B TeKYLUI KaTasor, yToObl #06aBUTH B HETO CBOM
TIpe/ITio/iaraeMblIii apoJib:
root@sl10:~# cp /usr/share/john/password.lst
root@sl0:~# head -2 password.lst
1inl123
#!comment: This list has been compiled by Solar Designer of Openwall Project
3. 3anyctum nogbop maposieit:
root@sl0:~# john --format=crypt --wordlist=password.lst passwd
Created directory: /root/.john
Loaded 1 password hash (crypt, generic crypt(3) [?/64])
Will run 2 OpenMP threads
Press 'gq' or Ctrl-C to abort, almost any other key for status
1inl23 (sa)
1g 0:00:00:00 100% 1.030g/s 98.96p/s 98.96c/s 98.96C/s 1inl23..pamela
Use the "--show" option to display all of the cracked passwords reliably
Session completed
4. Tlomyuyum pe3ysnbrar:
root@sl0:~# john --show passwd
sa:1inl23:1000:1000:sa,,, :/home/sa:/bin/bash

1 password hash cracked, 0 left
root@sl10:~# cat .john/Jjohn.pot

SyS$J9TS/08I6WtRAyBIypiK30k53.$0Sa. yy8wMgH7UASihksXZrLpNEWKxM. jBuufr5ng/9.:1inl23

Jnst onnaiin mobopa maposiel WM Il TPOBEPKH 3alUThI OT OHJIAHH Tiepedopa MOXKHO
ucnoiab30Barh naket hydra. [lomumo koHCconbHOM yTUaUTH hydra MmoxHO ycranoBuTh hydra-gtk
JUTS 3aITyCKa oi0opa B TpauiecKoi cpeje.

IIpumep:
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root@sl0:~# hydra -1 sa -P password.lst ssh://127.0.0.1

Hydra v9.4 (c) 2022 by van Hauser/THC & David Maciejak - Please do not use in
military or secret service organizations, or for illegal purposes (this is non-
binding, these *** ignore laws and ethics anyway) .

Hydra (https://github.com/vanhauser-thc/thc-hydra) starting at 2025-02-03
18:32:15

[WARNING] Many SSH configurations limit the number of parallel tasks, it is
recommended to reduce the tasks: use -t 4

[DATA] max 16 tasks per 1 server, overall 16 tasks, 3560 login tries
(1:1/p:3560), ~223 tries per task

[DATA] attacking ssh://127.0.0.1:22/

[22] [ssh] host: 127.0.0.1 login: sa password: 1inl23

1 of 1 target successfully completed, 1 valid password found

Hydra (https://github.com/vanhauser-thc/thc-hydra) finished at 2025-02-03
18:32:19
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4.5 YnpaBieHue rpynnavuv nonb3oBaresiei.

& CLOUD
YHpaBneHMe rpynnamMu nonb3oBaTternien e —

* B dannax /etc/group n /etc/gshadow xpaHuUTca MHopMaymsa o
rpynnax

* KoMaHpa groupadd co3gaet rpynny
* KoMaHga groupdel yaansaer rpynny
* KoMaHAa groupmod U3MEHSET rpynny

* KoMaHaa gpasswd ynpasaseT YAEHCTBOM B rpynne 1 AenermpoBaHMeEM
npas Ha rpynny

C nomouibro co31aHus TPy 0JIb30BaTENEH CUCTEMHBIN aIMUHUCTPATOP MOXKET
3 PEKTUBHO YIPABIATH ACATEIBHOCTHIO B CUCTEME IIEJIBIMU KOJIJIEKTUBAMHU I10JIb30BaTENeH,
IIPENOCTABIIASL UM pa3pelleHus Ha JOCTYII K CUCTEMHBIM pecypcam.

ITpumeuanue: Kascowlii ¢palin pacnonazaem 8 MemadaHHbix mpuadoli bum, kodupyroujeli npasa docniyna 045 epynnbi
nonb3osameneli. Cre0oeamenbHO, U3MEHsISl U1eHCMBO No/b30e8amens @ 2pynnax, dOMUHUCMPAmMop usmeHsiem, maxkum
obpasom, npuguiecutl nob308amenst Ha 00CMyn K paiuuHbiM ¢ailiam 8 cucmeme, He MeHsisi Npu SMoM npasa
nosb3o8amesi Ha npuHadnedxcaujue emy ¢atibi.

Wudopmarus o rpynmnax noib3oBareneil XxpaHures B ¢ailine /etc/group B BUAE CTPOK.
®dopmMar 3anucu: name:password:GID:user(s), rue:
* IlepBoe nose — UMs TPyMNIIBL.
* Bropoe nosne — napons rpynnsl. Eciiu oH He UCTIOnb3yeTcsl, B 3TOM I10JI€ CTaBUTCS
3BE3704Ka.
* Tperbe none - GID rpymnmsl.
* YerBeproe Noje COAEPKUT CIUCOK MOJIb30BaTENeH, TPUHAAJICKAITUX K JaHHOW TpyIIe,
pa3feneHHbIX 3ansIThIMU.
s noGaBieHust HOBOM rpymiibl HEOOXOAMMO BOCIOIB30BaThCA KOMaH0i groupadd ,
KoTOpasi 100aBJIIeT HOBYIO 3aMuch B daitn /etc/group .

IIpumep:

root@sl0:~# groupadd class
root@sl0:~# getent group class
class:x:1003:
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[Tonb30BaTeny ik KOTOPBIX TPYIIIA SBISETCS TEPBUYHON UMEIOT HH()OPMAIHIO 00 3TOM B
GID, xoTOpbIil XpaHUTCS B 4YeTBEpTOM Toe ¢aita /etc/passwd.

MMeHa nonb3oBareiiel, BXOAAIMX B IPYIILY, KOTOpask He SBISAETCA Ul HUX IEPBUYHOM,

3aMMCBIBAIOTCS Yepes 3alATyI0 B UeTBEPTOM Moiie daiina /etc/group .

IIpumep:

root@sl0:~# getent group users
users:x:100:tempuser,user

Jnist SBHOTO yKa3aHus HIEHTU(HUKATOPa TPYIIITBI HEOOXOIUMO BOCIIONB30BATHCS OMIHEH —J.

IIpumep:
root@sl0:~# groupadd —-g 1512 project

Jnist ynaneHus rpynmnsl HE0OX0MMO BOCIIONB30BaThCS KOMaHa0i groupdel.

IIpumep:
root@sl0:~# groupdel project

['pynmna nonb3oBateneir MOXKET OBITh CO3/1aHa i pabOThI Ha/l KAKUM-THO0 MpoekToM. B
TaKoOM ciIy4ae ObIBaeT yA0OHO OJHOTO U3 MOJIb30BaTelNel cienaTh aAMIUHUCTPATOPOM TPYIIIBI U
JIEJIETUPOBATh €My MPaBO 100aBIATh YXKe 3apEeTrUCTPUPOBAHHBIX B CUCTEME I0JIb30BaTeNiel B ATy
TPYNIy U YAAJISTh UX U3 TPYIIIBI PU HEOOXOAUMOCTH.

st Ha3HAYeHUS aIMUHUCTPATOPA TPYIIIIBI CYTIEPIIOIb30BaTEI0 HEOOXOAMMO UCTIONH30BaTh
KOMaHIy gpasswd —A

CucTeMHBI aIMUHUCTPATOP MOXKET A00aBISAThH MOJIb30BaTENEH B TPYIITY C TOMOIIBIO
KOMaHJIbl gpasswd —M.

AJMUHHUCTPATOP TPYIIIBI MOXKET:
*  100aBUTH MOJIH30BATENS B TPYIILY C MOMOILBIO KOMaH bl gpasswd —a;
*  YZaJIuTb NOJIB30BATEIIA U3 IPYNIbI KOMaHAOU gpasswd —d.

ITpumep:

root@sl0:~# groupadd developers
root@sl0:~# gpasswd —-A user developers
root@sl0:~# su - user

user@sl0:~$ gpasswd -a tempuser developers
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4.6 BbInosiHeHue onepayuii OT UMEHU YUYETHOI 3anucum root

Cit

e 0 o CLOUD
BbinonHeHue onepauuu OT UMeHU YYE€THOM 3anncu root e —

» Cnepyet nsberatb BXoJa B CUCTEMY MOJ/Ib30BaTeNIEM root Mo cieayrowmm
COOOpaXkeHmnsaM

* HEBO3MOXHOCTb OTC/IEANTb PEaJIbHOIO NONb30BaTE/s, KOTOPbIN
BbIMOJIHAN AENCTBUS.

* HeocTOpOXXHble AeNCTBUS
* BpejOHOCHbIN KOf,
* [lepexBaT ceTeBoro Tpaduka

HOCKOHLKy CYNCPIIOJIb30BATCIIb ABJIACTCSA TAKHUM KC YICHOM CUCTCMbI, KaK U OCTAJIbHBIC
IOJB30BAaTCIIN, MOXKHO BOITH B CUCTEMY HCIIOCPCACTBCHHO IO UMCHCM root. O,Z[HaKO OKa3bIBacCTCA,
YTO 3TO JOBOJIbHO HEYJAYHOC PCUICHUC.

BO—HepBLIX, HC 6yz[eT CACIaHO HUKAKHX 3armceit o TOM, KaKHUC OIICpaly BbIITOJIHA
CYIICPIIOJIBb30BATCIIb.

Bo-BTOpbIX, cliIeHapuii perucTpallii CyNeprnoib30BaTes He mpeanoaaraet coopa
JIOTIOJIHUTENBHON uAeHTHGULMpYtolel napopmanuu. Korna noa uMeneM root B cHCTEMY MOTYT
BXOJIUTh HECKOJIBKO TOJTb30BATENICH, HE CYIIECTBYET CII0Cc00a OMpeACIIUTh, KTO MIMCHHO U3 HUX U
KOTJ[a 9TO JIeyall.

B-TpeTbnx, HEOCTOPOXKHBIE NEUCTBHS MOTYT IIPUBECTH K KpPaxy BCEU CHCTEMBI.
B-ueTBepThIX, BPEIOHOCHBIM KO MOXKET ITOJIYYUTh ITOJIHBINA KOHTPOJIb HAJl CUCTEMOM.

B-nsThIX, 3710yMBIIICHHUKH MOTYT TIEpEXBaThIBaTh CETEBOI TpauK U BHISIBUTH APOJIh
cymneprosepa.

BcnencrBue YIIOMSAHYTBIX IIPUYHUH PCKOMCHAYCTCA BXO 11O UMCHEM root 3arpCiiaTrb Ha
TCpMHUHAJIaX U 110 CETHU, T.C. BC3]IC, KPOMC CHCTEMHOM KOHCOJIH.

95 VYueOusrii uentp IT Cloud



I'maBa 4. AyTeHTU(UKAIHS.

OenervposaHue npas root Yepes nporpamMmMy su cLoup

* MporpamMma su (substitute user) no3sosseT BbINOJHATL KOMaHAbI OT
MMEHN APYroro nosib3oBatens

* [1o ymMon4aHuto 3T1o root

* Onumsa —1 UAN NPOCTO «—» OCYLLECTBAAET BXOZ, NOJb30BaTENS, A HE
TOJIbKO NOAMEHY UAEHTUPUKATOPOB

C ToukH 3peHHs O€30MaCHOCTH JyYIle MTOJIy4aTh JOCTYII K YYETHOH 3alucH root ¢ MOMOIIBIO

KOMaHAbI su.

Bynyun BeI3BaHHOM 6€3 apryMeHTOB, SU BbIIaeT IPUITIAIICHNE Ha BBOJ] MTAPOIIs
CYIIepIOIb30BaTENs, a 3aTEM 3aIyCKaeT HHTEPIIPETaTOp KOMaH/ C IpaBaMHu MOJIb30BaTeNs root.
WuTepriperarop OyaeT BHIIOTHATHCS B MPUBUIECTUPOBAHHOM PEXHUME, TTOKA HE 3aBEPIIUT paboTy
(mo xomane exit unu npu Haxkatuu kiasuim <CTRL+D>).

Komanga su He pukcupyer nelicTBUs, IPOU3BOAUMEIE B CPE/Ie MHTEPIIPETaTopa, HO
J00aBJISIET 3aMKCh B KYpPHAIBbHBIN (ailsl ¢ ykazaHHEeM, KTO U KOT/ia BOIIIET B CUCTEMY IOJI TapoJieM
CYIIEPIIOIb30BATEIS.

KomManga su - mpou3BOAUT BXOJI MOJB30BaTENs C 00paboTKOM MpoduiabHbIX (ailiios.

Komanza su criocoOHa Takke MMoICTaBIsATh BMECTO UMEHH oot UMEHa JIPYTuX

I10JIb30BaTEJICH.

PCKOMeH)IyeTCH B34Th 3a IPABUJIO IIPH BBOJAC KOMAaH/Ibl YKA3bIBATH ITOJIHOC UMS, HAITPUMED
/bin/su, a He MPOCTO Su. DTO MOCITYKUT ONMPEIACICHHON 3aIUTON OT TEX MPOTPaMM C UMEHEM

Su, KOTOpBIE MPeAHAMEPEHHO OBLIN MPOMKCaHbI B epeMeHHoi cpenbl PATH 3710yMBITIICHHIKOM.
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CLOUD
HenervpoBaHue npaB root Yepes nporpammy sudo T
* KomaHga sudo BbINOMHAET KOMaHAbl OT UMEHU APYrMX Nob30BaTeNemn
* B paine /etc/sudoers onpegensiercs NoAMTUKa MCNONb30BaHUSA sudo
* sudo 3anucbiBaeT Bce AeNCTBUSA B XKYpHan

* [1na pefaktmpoBaHusa /etc/sudoers UCNOAb3yeTcs cneumnanbHas
KOMaHfa visudo

Hcnonp30BaHne yTUIUTHL SUdO UMEET CIAEAYIOIINE PEUMYILECTBA:

® 6J'IaFOIlap5I perucTpan KOMaHA 3HAYUTCIIbHO MMOBLIIACTCA CTCIICHb AAIMUHUCTPATUBHOT'O
KOHTPOJIA HAl CHCTGMOﬁ,

*  OIeparopbl MOTYT BBINOJIHATH CHEIMAIbHBIE 33/1a41, HE HMes] HeOTPaHUYEHHBIX
MIPUBUJICTHIA;

*  HACTOSIIUHN mapoJib CYIEPIIOIb30BaTEIA MOT'YT 3HATh BCETO OWMH-/IBa YCJIOBCKA,

® BbBI3bIBATH YTUIIUTY sudo 6I>ICTpCe, YECM BBIIIOJHATH KOMAaHAY SU UJIKM BXOAWUTH B CUCTEMY I10/

HMEHEM 100t
*  TIOJB30BATENSI MOXKHO JIUIITUTH PUBUIICTUH, HE MEHSISI TAPOJIb CYTEePIIOIb30BaTEIs
* BEIETCs CIUCOK BCEX MOJb30BaTENeH ¢ MpaBaMH MOJIb30BATENS root;
*  MEHbIIIE BEPOSTHOCTh TOTO, YTO HHTEPIPETATOP KOMAH/I, 3ayIIIEHHBIN
CyIeproib3oBaresem, OyeT ocTaBieH 0e3 MPUCMOTPa;
*  YIPaBIATH JOCTYIOM KO BCEH CETH MOXKHO C IIOMOIIBIO0 OHOTO (haiiia.

Yruiura uMeet sudo U HepocTtaTtkd. CaMblii OOJIBIION U3 HUX 3aKJIFOYAETCS B TOM, YTO
mto0ast Opelllb B CUCTEME 3alllUThl TOTO WM UHOTO NMPUBUIIETHPOBAHHOTO MOJIb30BaTENs
HKBMBAJIEHTHA HapYLIEHUIO 0€30MIaCHOCTH CaMOll YYETHOM 3aIiCH root.

YTunura sudo B Ka4eCTBE apryMeHTa IPUHUMAET KOMAH/IHYIO CTPOKY, KOTOPast TTOJICIKUT
BBITIOJTHCHHIO OT HMEHH T0JTb30BaTENIs 100t (MJTH IPYToTo YIOJTHOMOUYESHHOTO MOJTE30BaTEIs ).

Yrtunura obpaiaercs k daiiny /etc/sudoers, rie COOEPKUTCS CIUCOK MOJIb30BaTelNEH,

HMCIOIIUX pa3pCUICHUC HAa €€ BBITIOJIHCHUC, U IICPECICHb KOMaHI, KOTOPBIC OHU MOI'YT BBOAWUTH Ha

KOHKpeTHOM KoMmIibloTepe. Ecnu 3anpammBaemas koMaHza pa3peliesa, yruinra sudo npuriamaer
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TIOJTH30BAaTENIsI BBECTH €r0 COOCTBEHHBIH MApOJIh M BBITIONHSAET KOMaHAy OT HMEHHU
CYIIEepIOIb30BaTEIS.

Hanee yrunuta sudo MO3BOISIET, HE BBOJIS MAPOJIh, BBIIOIHATH IPyTHe KOMAaHbI, HO TOJIBKO
JI0 TeX TI0p, TIOKa He HACTYIHT NATHMUHYTHBINA TIepro] 0e31eHCTBHS (€T0 MPOIOIHKUTEIBHOCTD
MOXKHO MEHSTB).

Yrunuta sudo BeAeT )KypHa, TAe PETUCTPUPYIOTCS BHIMOTHEHHbIE KOMAH/IbI U BBI3BABILINE
UX TIOJIH30BATEIH, a TAK)KE KaTaJOTH, U3 KOTOPBIX 3aIlyCKaJINCh KOMAaH/Ibl, M BPEMsI X BBI30Ba. JTa
UH(OPMAIUS MOXKET HAPABIATHCS B cUCTEMY Syslog Wil COXpaHsThCS B JIFOOOM >KypHATBHOM
(aiine Mo yCMOTPEHUIO TOJIb30BaTEs.

[Tpumep: CTpoka >xypHaIbHOTO (hailiia, coneprKalias JaHHbIe O ToIb30BaTese userl, KoTopbIid
BBIMIOJIHUAJ KOMaHay sudo /bin/cat /etc/sudoers, MOXKET BBIISIAETh CACAYIOMINM
obpazom:

Dec 7 10:47:23 compl sudo: userl: TTY=ttypO ; PWD=/compl/users/userl; USER=root;
COMMAND=/bin/cat /etc/sudoers

B daiine /etc/sudoers MOXKHO yKa3aTh TICEBOHUMBI:

Host Alias — Ijs KOMIOBIOTEPOB C KOTOPBIX MOXKHO 3aIlyCKaTh KOMaH/IbI,

* Cmnd Alias — s OIPEICICHUS KOMaH/I,

* User Alias — aid ONpPEAENCHHs IPYII MOJIL30BATEIEH;

* Runas_ Alias — g ONpeleNeHus MoJIb30BaTeNel OT MMEHU KOTOPBIX 3aITyCKaloTCs
KOMaH/bI.

B kaxnyro crenudukanuio npas 0CTyIa BKI0YaeTcss HHpopMarus o:

* IOJIb30BATEIISIX, K KOTOPBIM OTHOCHTCS 3aIIUCh;

* KOMIIBIOTEpAX, Ha KOTOPBIX IIOJIb30BATEISIM PAa3PELICHO BEIITOIHATh COOTBETCTBYIOIINE
JIEHCTBHS,

* KOMaHJaX, KOTOPBIE MOT'YT BBIIIOJIHATHECSA YKa3aHHBIMU IT0JIb30BaTEIIMU;

*  IOJIB30BATENAX, OT UMEHU KOTOPBIX MOI'YT BBIIIOIHATHECS KOMaH/bL.

IIpumep: cTpoka B sudoerrs, MO3BOJSIONIAS IOJIH30BATEIISAM TPYIIIBI USErs BBIKIIOYATh
KOMIIBIOTEP

%users localhost=/sbin/shutdown -h now

Jns mogudukamum daiina /etc/sudoers npenqHazHadeHa criendanbHas KOMaHIa
visudo, KOTopas IpoBepseT, He peAaKTUPYETCs K (ailyl KEM-TO TOCTOPOHHUM, 3aTEM OTKpPHIBAET
€ro B PENaKTOpe, a Mepe] MHCTAUIAIKNEH (aiiia BEIMOTHIET CHHTAKCUYECKUI KOHTPOJTb.
[Tocneanwmii aTarm 0COOEHHO BaXKeH, MOCKOJIBKY omnOKa B (paitiie /etc/sudoers MOXKET HE

MO3BOJIUTH TOBTOPHO BBI3BATH YTUIUTY sudo Ui UCIIpaBiieHus ¢aiina.
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4.7 TMpocnnn nonb3oBaTesiei.

Mpodunu nonb3oBaTenemn CLOL’D
* [Ipodpunab 3TO CLLEHaApPUI, KOTOPbIN 3aMyCKaeTCs NpU BXOAeE MoJib30BaTeNs

* B npodunnsax onpenenstorcs NnepeMeHHblIe OKPYXKEHUS U uma sk

» ®ann pecypcoB 060/I04KM 3aMyCKAETCA NPU KaXKA0M 3arnycke 060/104KuM

* B dpamnax pecypcoB 060/104KM onpeaenseTcs noBegeHmne o60a04KM

HpI/I BXOI€ MOJIb30BaTe/lIeH B CEaHC aBTOMATHUYSCKHU BBIIIOJIHIIOTCS CIICHUAJIBbHBIC (baleLI
CCHApUCB, HA3bIBACMBIC HpO(bI/IJ'IHMI/I IOJIb30BaTENICH.

OOBIYHBIN TOAXO0J K XPAaHEHHUIO HACTPOEK 00OJIOYKU COCTOMT B pa3felieHuU HACTPOCK
(mpoduieit) Ha mobanbHbIN npoduis (Master Profile) u nons3zoBarensckue npodunu (Login
Profiles).

Kpome npoduneit umerorcs eie u crienuaibHble ¢aiasl HacTpoek obonouek (resource files),
KOTOPBIE TAKXKE SBIISTIOTCS CLIEHAPUSAMH 000JI0UECK.

Otnnuune nipoduiieit ot ¢paiaoB pecypcoB COCTOUT B TOM, YTO CLIEHapUU TIpoduieit
UCTIOJTHSIIOTCST €TMHOXKIBI TIPH BXOJZIE MTOJI30BATENISl B CEAHC, a (DallyIbl pecypcoB 3aIyCKaOTCs IPH
KaXXJIOM 3aITyCKe 000JIOUKH.

Ecnu o6omnouka Bash 3amyiiiena nHTepakTHBHO MPH BXO/I€ TOIB30BATENs B CEaHC (TO €CTh
ABJIsIeTCS 000JIOUKOM MO0 YMOJIYaHHUIO), TO CHavyalla UCTIONHAETCS OOIIMIA ISt BCEeX MOJIb30BaTeIen
¢aiin /etc/profile, a3areM UHAUBUIYAIbHBIA IPOQUIb OIH30BATENS, HAXOSAIIUICS B €r0

JIOMAIIHEM KaTaJjore.

st o6on0uku Bash nnauBuayansHbiil npoduias HaxoauTces B ¢aitsie, KOTOPhIA MOXKET
Ha3bIBATHCS OJHUM U3 CIIEIYIOLIUX UMEH:

* ~/.bash profile
* ~/.bash login
* ~/.profile

B ¢aiinax mpoduneii yarie Bcero ycTaHaBIUBAIOTCS TaKUE TICPEMEHHBIC OKPY)KCHUS, KaK:
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* PATH - UIMEHA KaTaJoroB, B KOTOPBIX OCYIIECTBIISAETCS IOUCK UCTIONHAEMBIX (hailioB Juis
3aI1yCKa,
¢ TERM - TUII TSpMHUHAJIA,
* USER - UM 1I0JIb30BaTeNs (yCTaHABIMBACTCS ¢ IOMOIIBIO id -un);
* HOME - myTh K JOMAIIHEMY KaTaJiory I10JIb30BaTeIs,
* MATL - nyTh K IOYTOBOMY SIIUKY IOJIb30BaTECIIA;
* HOSTNAME - UMS CUCTEMEI.
[TepemeHHbIE OKpYKEHHS, YyCTaHaBIMBaeMble B (paitiax npoduiied, J0KHBI OBITH
OKCIIOPTUPOBAHEI C IIOMOIIBI0 KOMaH/bl €XpPOort.

IIpumep: K ciMcKy KaTajoroB B iepeMeHHoM okpyxenust PATH noGasnsercs karanor bin,
HaXOJAIIMICS B JOMAITHEM KaTajore MoJib30BaTels:

PATH=$PATH: $SHOME/bin
export PATH

[TomuMo nepeMeHHBIX OKpY>KeHUs B ¢ailiax mpouiis 4acTo yCTaHABIMBAETCS 3HAYCHHE

umask.

[Tpu HE0OXOIUMOCTH UCTIONHUTH (ailsl mpoduiIs U3 KOMaHIHON CTPOKH CIIEAyeT

HCIIOJIB30BATh KOMAHy source .

IIpumep:

# source /etc/profile

B npotuBononoxxHoCTh Ipoduism ¢aiia pecypcoB 000104KH ~/ . bashrc BeIOIHIETCS
TOJIBKO NPH UHTEPAKTUBHOM 3aIrycke 000mo4uky Bash u3 komanaHO#M CTpOKH, a HE TIPU BXOZE B
ceaHc.

Jist TOro, 4T00BI JOMOTHUTENbHBIE HACTPOUKH 000JI0UYKH cpadaThIBai HE TOIBKO MPH
3arycke 000JI0UKH U3 KOMaH/IHOW CTPOKH (TO €CTh U3 yKe 3aIlyIeHHOH 000JI0YKH), HO U TIPU
3amycke Bash mo ymonmuanuio npu Bxoze B ceaHc, BBI30B HHCTPYKIHIA B ¢aitie ~/ .bashrc
MPOM3BOJUTCS U3 TIOJIH30BATEIBCKOTO MPOPUIIS.

IIpumep: TunuuHoe copepxumoe (haitna moab30BaATEIBCKOTO MPOQUIISL TAKOBO:
root@sl0:~$ cat .bash profile
# .bash profile

# Get the aliases and functions
if [ -f ~/.bashrc ]; then
~/ .bashrc
fi
# User specific environment and startup programs

PATH=$SPATH:SHOME/.local/bin:$HOME/bin

export PATH
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ITpumeuanue: 30ecb npugedeH npumep codepiHcumoeo ¢halina norb308amenbCKo20 NPo@uis, 8 KOMopom nposepsiemcst
Hanuuue ¢ domawiHeM kamanoeze noib3oeamens ¢aiina pecypcos 060A0UKU U, eCAU OH eCMb, CO0ePHCUMOE €20
8bINO/HsIeMCs 8 KOHMeKcme mekyujeil 06010uKu. Omo docmueaemcst ¢ NOMOWbio Mak Hasbieaemoll inline
nooCMaHoeKu - KomMaHobl mouka (.). Bb13og . ~/ . bashrc npusodum k momy (o6pamume eHumaHue Ha MOUKY, C
Komopoll HauuHaemcsi KOMaHoa), Umo nepemeHHble, NCe80OHUMbI U PyHKYUU, onpedeneHHble 8 (pailne pecypcos Oydym
docmynHbl € mekyujetl obonouke. Inline nodcmaHogka ece20a ucnonb3yemcst 05 nepedaqu u3 00H020 ¢aiina cyeHapust
06010uKU 8 Opy20li CKpunm nepemMeHHbIX, NCeB0OHUMO8 U QyHKYULI.

JloBonpHO "acTo B daiine ~/ . bashrc Haxoaurtes inline BHI30B 001IeCUCTEMHOTO (aiina
pecypcoB /etc/bashrc.

9TO0 HE 065[38.T€J'IBHO, HO O4YCHb y,Z[O6H0, TaK KaK B 39TOM (I)aﬁﬂe MOXHO OIIPCACIINTD,
HAIIpuMEep, IMICCBAOHUMBI JIs1 KOMaH, KOTOPbIMU 9aCTO MOJB3YIOTCS PA3JIMYHBIC ITOJIB30BATCIIN

CHUCTEMBI, BMECTO ONPE/ICICHHUS ITUX IICEBIOHMUMOB B YACTHBIX (ailJIoB peCypcoB 000IOUKH
~/.bashrc.

Huke nmpuBeieH CIIUCOK JICHCTBUH, KOTOPBIE OOBIYHO BBITIOJHSIOTCS aBTOMATHICCKU TIPH
BXoze B ceanc Bash:

1. Hcnonusiercs obuecucTeMHbIi CKpUNT npoduist /etc/profile.

2. BeImoaHSIETCS MOTB30BATEILCKUM CKPUIIT IPOQUIIS B €10 JOMAIIIHEM KaTajore (HarpuMep,
~/.bash profile).

3. B nonp3oBaTensckoM npoguie mpoBepseTcs HaJuyue B JOMAIIHEM KaTtayore ¢aiina

pecypcoB 000104kH ~/ .bashrc , u, Ipu ero HaJIMYKUU, OH UCTIOTHSIETCS.

4. Ecnu ucnonnsercs (aiin pecypcoB 000I0YKH, TO OOBIYHO B HEM BBI3bIBACTCS
oOmiecucTeMHbI# ¢aiin pecypcoB /etc/bashrc.

[Tpu 3ammycke 000I0YKH U3 KOMaHAHOW CTPOKH BBITIONHSIOTCS TyHKTHI 3 U 4 CIIHCKA.
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4.8 Tlony4yeHne OTYETOB 00 aKTUBHOCTMU NOJib30BaTenen.

. CLOUD
ﬂonyquMe OT4YeTOB 00 aKTUBHOCTM Norib3oBaTternemn EEHRIR UEHTP
* CNUCOK BoLLEALINX MNONb30BaTeNEN MOXKHO BbISICHUTb KOMaHA0M who
* KoMaHAa 1ast nokasbiBaeT MHPOPMALIMIO O 3aBEPLLEHHbIX CEaHCaXx

* KoMaHAa 1ast1log noKasblBaeT BpeMs nocsegHero Bxoga rnosb3oBaTensd

KOMaHI[a who O3BOJISIET MOJIYYUTb CIIMCOK HOJIB30BaTeJIef/'I, HaxooAIXCAa B HACTOAIICC

BpEMs B CeaHce.

WNudopmarus 06 3ToM OepeTcst U3 CreUaIbHOro IBOMYHOro Qaiina /var/run/utmp .

IIpumep:
user@sl0:~$ who
user ttySO 2017-07-27 19:31
root pts/0 2017-07-27 17:36 (gateway)

C MoMOIIbIO ATON e KOMaH/IbI, UCIIONIB3Ys COOTBETCTBYIOIIHNE OIMIIUNA, MOKHO TIOJTy4aTh U
npyryio napopMmaruio. Hike npuBeieHbl HEKOTOPBIC YaCTO MCIIOJIb3YEMbIE OIIIMHA KOMaHBI Who :

-b — Bpems mocnenHei 3arpy3Kku CHCTEMBI;

- H — neuars 3aronoBka;

- - login — uHdopmarus 0 CHCTEMHBIX MPOIIECCax, KOHTPOIUPYIOIINX BXOJ B CEAHC;

- (| — IIeyaTaeT Bcex MMEHa MOJIb30BaTeliell B ceaHce U UX KOJIMYECTBO;

-W — TEKYILIMHA CTaTyC BCEX CEAHCOB;

- U — noapoOHast nHGOpMaIHsI O CEaHCaAX;

- @ — nostHas MHGOPMAIHS O CTaTyCce CEAaHCOB U MPOIECCOB, KOHTPOIUPYIOIIUX BXOJ B CEAHC.

HEI/IMGQ! IMPUBCACHHAs HUXKC KOMAaH/la BBIBCICT I/IH(pOpMaL[I/IIO 0 ceaHcax MOJIb30BaTeICH:

user@sl0:~$ who -uH
NAME LINE TIME IDLE PID COMMENT
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user ttyso 2017-07-27 19:31 . 26596
root pts/0 2017-07-27 17:36 02:24 19013 (gateway)

Jliis mosmy4eHust oTueTa 0 ceaHcax Mojb30BaTelieil, KOTOpbIe YK€ 3aBepILIMIUCh, HEOOX0IUMO
BOCIIOJIb30BaThCsl MH(OpMalen, coxpanseMoil B daitne /var/log/wtmp .

DTOT OMHApHBIN (alia UMEET Ty )Ke CTPYKTYpy, YTO U /var/run/utmp , IOITOMY €ro
COZIEPIKUMOE MOJKHO OTOOPa3UTh, yKa3aB €ro B KaueCTBE apryMeHTa KoMaHabl who . OqHako, 1

9TOT'0 IpciHa3Ha4YCHa CIiIClinalibHass KOMaHda last.

IIpumep:

user@sl0:~$ last | head

user ttyso Thu Jul 27 19:31 still logged in
root ttyS0 Thu Jul 27 17:45 - 19:31 (01:45)
user ttySO Thu Jul 27 17:43 - 17:44 (00:01)
root ttySo Thu Jul 27 17:41 - 17:43 (00:02)
root ttyl Thu Jul 27 17:40 - 17:40 (00:00)
root pts/0 gateway Thu Jul 27 17:36 still logged in
user ttyl Thu Jul 27 17:35 - 17:35 (00:00)
user ttyl Thu Jul 27 17:34 - 17:34 (00:00)
user ttyl Thu Jul 27 17:33 - 17:33 (00:00)
user ttyl Thu Jul 27 17:33 - 17:33 (00:00)

Nmeetcst Takxe cTaHAapTHBIN ¢aiin )xypHaia /var/log/lastlog, B KOTOPOM TakkKe B

6I/IHapHOM BHAC XPaHUTCA I/IH(bOpMaI_[I/IH O ITOCJICAHUX BXOJaX B CCaHC.

st momydenust uHGopMaIiy, HaXoAsIIencs B 3ToM daiiie, TpeOyeTcsl UCITOJIb30BaTh
KOMaHy lastlog.

IIpumep:
user@sl10:~$ lastlog | egrep ' (user|root)'
root ttySO Thu Jul 27 19:33:49 +0500 2017
user ttySo Thu Jul 27 20:03:54 +0500 2017
tempuser **Never logged in**
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- CLOUD
YnpaBneHue ceaHcamu nonb3oBaTernen p———

* KoMaHpa 1oginctl MoXerT:
- Mony4ynTb CNNCOK CEAHCOB N paboymnx MecT
- 3a6J'IOKVIpOBaTb nnun pa36.I'IOKVIpOBaTb CeaHc
- Monyuntb Noapo6Hyto MHGOPMaALMIO O ceaHce uaun paboyem MecTe
— 3aBepLunTb AN YHUYTOXKNUTb CEAHC

ro0t@s1@:~# loginctl

activate kill-user seat-status terminate-session
attach list-seats session-status terminate-user
disable-linger list-sessions show-seat unlock-session
enable-linger list-users show-session unlock-sessions
flush-devices lock-session show-usex user-status
kill-session losk-sessions terminate-seat

B cocras systemd Bxogut ytunurta loginctl, npenHazHauyeHHas s yIPaBICHUS

ceaHcaMU II0JIL30BaTeIIeH.

IIpumep: [Tonyuenne nadopmanuu o ceHce

root@sl0:~# loginctl
SESSION UID USER SEAT TTY
17 1000 sa seat0
4 1000 sa pts/0

2 sessions listed.
root@slO0:~# loginctl session-status 17
17 - sa (1000)
Since: Mon 2025-02-03 18:05:53 +05; 51lmin ago
Leader: 3300 (lightdm)
Seat: seat0; wvc7
Display: :0
Service: lightdm; type x11; class user
Desktop: lightdm-xsession
State: active
Unit: session-17.scope
—3300 lightdm --session-child 13 24
—3310 x-session-manager
—3358 /usr/bin/VBoxClient --clipboard
—3359 /usr/bin/VBoxClient --clipboard
—3374 /usr/bin/VBoxClient --seamless
—3375 /usr/bin/VBoxClient --seamless
—3381 /usr/bin/VBoxClient --draganddrop
—3382 /usr/bin/VBoxClient --draganddrop
—3390 /usr/bin/VBoxClient --vmsvga-session
—3391 /usr/bin/VBoxClient --vmsvga-session
—3394 /usr/bin/ssh-agent x-session-manager
—3424 /usr/bin/mate-settings-daemon
—3433 marco
—3454 mate-panel
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deB 03 18:
sa.

der 03 18:
of re>
der 03 18:
der 03 18:
ber 03 18
deB 03 18:

05:

05:

05:
05:
:05:
05:

53

55

55
56
56
57

s10

s10

s10
s10
s10
s10

3487 /usr/bin/caja
3500 nm-applet
3503 mate-screensaver

3505 mate-volume-control-status-icon

3511 mate-power-manager

3531 /usr/libexec/polkit-mate-authentication-agent-1

systemd[1]: Started session-17.scope - Session 17 of User

x-session-manager [3310]: WARNING: Unable to find provider ''

3425
3501
3506
3547

gnome-keyring-daemon
gnome-keyring-daemon
gnome-keyring-daemon
gnome-keyring-daemon

— — — —

root@sl0:~# loginctl show-session 17

Id=17
User=1000
Name=sa

Timestamp=Mon 2025-02-03 18:05:53 +05
TimestampMonotonic=17832938529

VTNr="7
Seat=seat0
Display=:0

Remote=no

Service=lightdm

Desktop=lightdm-xsession
Scope=session-17.scope

Leader=330
Audit=17
Type=x11
Class=user
Active=yes

0

State=active
IdleHint=no
IdleSinceHint=1738590621626705
IdleSinceHintMonotonic=20501509757

LockedHint=no

root@sl0:~# loginctl seat-status seat0

seatO0

Sessions:

Devices:

*17

]
]:
]:
]

discover other daemon:
discover other daemon:
discover other daemon:
discover other daemon:

I = =

/sys/devices/LNXSYSTM:00/LNXPWRBN:00/input/input?2

input:input2 "Power Button"

/sys/devices/LNXSYSTM: 00/LNXSLPBN:00/input/input4

input:input4 "Sleep Button"

F—/Sys/devices/LNXSYSTM:OO/LNXSYBUS:OO/PNPOAO3:OO/LNXVIDEO:OO/input/>

input:input3 "Video Bus"

F—/sys/devices/pciOOOO:OO/OOOO:OO:Ol.l/ata2/host2/target2:O:O/2:O:O:>
| block:sro

F—/sys/devices/pciOOOO:OO/OOOO:OO:Ol.l/ata2/host2/target2:O:O/2:O:O:>

Virtual-1

scsi _generic:sg0

/sys/devices/pci0000:00/0000:00:02.0/drm/card0

[MASTER] drm:card0

F—/sys/devices/pciOOOO:00/0000:00:02.0/drm/cardO/cardO—
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[MASTER] drm:card0-Virtual-1
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-2
[MASTER] drm:cardO0-Virtual-2
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-3
[MASTER] drm:card0-Virtual-3
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-4
[MASTER] drm:card0-Virtual-4
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-5
[MASTER] drm:card0-Virtual-5
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-6
[MASTER] drm:card0-Virtual-6
—/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-7
L[MASTER] drm:card0-Virtual-7
/sys/devices/pci0000:00/0000:00:02.0/drm/card0/card0-
Virtual-8

[MASTER] drm:card0-Virtual-8
—/sys/devices/pci0000:00/0000:00:02.0/drm/renderD128
drm:renderD128
—/sys/devices/pci0000:00/0000:00:02.0/graphics/fb0
graphics:fb0 "vmwgfxdrmfb"
—/sys/devices/pci0000:00/0000:00:04.0/input/input8
input:input8 "VirtualBox mouse integration"
—/sys/devices/pci0000:00/0000:00:05.0/sound/card0
sound:card0 "I82801AAICH"
—/sys/devices/pci0000:00/0000:00:06.0/usb2
usb:usb2
L /sys/devices/pci0000:00/0000:00:06.0/usb2/2-1
usb:2-1
L_/sys/devices/pci0000:00/0000:00:06.0/usb2/2-1/2-
1:1.0/0003:80E>
input:input6 "VirtualBox USB Tablet"
—/sys/devices/pci0000:00/0000:00:0b.0/usbl
usb:usbl
—/sys/devices/platform/i8042/serio0/input/input0
input:input0 "AT Translated Set 2 keyboard"

F—/sys/devices/platform/i8042/serioO/input/inputO/inputO::capslock
| leds:inputO::capslock

F—/sys/devices/platform/i8042/serioO/input/inputO/inputO::numlock
| leds:input0::numlock

L_/sys/devices/platform/i8042/serio0/input/input0/input0: :scrolllo>
leds:input0O::scrolllock

—/sys/devices/platform/i8042/seriol/input/inputh
input:input5 "ImExPS/2 Generic Explorer Mouse"

—/sys/devices/platform/pcspkr/input/input?
input:input?7 "PC Speaker"

L /sys/devices/virtual/misc/rfkill
misc:rfkill

root@sl0:~# loginctl show-seat seatO

Id=seatO

ActiveSession=17
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CanTTY=yes

CanGraphical=yes

Sessions=17

IdleHint=no
IdleSinceHint=1738590621626705
IdleSinceHintMonotonic=20501509757

IIpumep: 6GI0KUPOBKA U Pa30IOKUPOBAHUE CEaHCa

root@sl0:~# loginctl lock-session 17

root@sl0:~# loginctl show-session 17 | grep IdleHint

IdleHint=yes
root@sl0:~# loginctl unlock-session 17

root@sl0:~# loginctl show-session 17 | grep IdleHint

IdleHint=no

HEI/IMGEZ 3aBCPUICHUC CCaHCA

root@sl0:~# loginctl session-status 17 | grep State

State: active

root@sl0:~# loginctl terminate-session 17 ; loginctl session-status 17 | grep

State

State: closing
root@sl0:~# loginctl session-status 17
17 - sa (1000)

Since: Mon 2025-02-03 18:05:53 +05;

Leader: 3300 (lightdm)
Seat: seat0; wvc7
Display: :0

Service: lightdm; type x11; class user

Desktop: lightdm-xsession
State: closing
Unit: session-17.scope

59min ago

3300 lightdm --session-child 13 24

L3310 x-session-manager

be 03 18:05:53 s10 systemd[l]: Started session-17.scope - Session 17 of User

sa.

ber 03 18:05:55 s10 x-session-manager[3310]: WARNING: Unable to find provider ''
of re>

deB 03 18:05:55 s10 gnome-keyring-daemon[3425]: discover other daemon: 1

der 03 18:05:56 s10 gnome-keyring-daemon[3501]: discover other daemon: 1

deB 03 18:05:56 s10 gnome-keyring-daemon[3506]: discover other daemon: 1

deB 03 18:05:57 s10 gnome-keyring-daemon[3547]: discover other daemon: 1

ber 03 19:05:30 s10 systemd[1l]: Stopping session-17.scope - Session 17 of User

Sa...

ber 03 19:05:31 s10 x-session-manager[3310]: WARNING: Detected that screensaver

has 1le

Ecau ceac no kakoii-mo npuduHe He 3aKaHyueaemcs, mo 6bl MOJceme e20 YHUUMOJM Cumb KOMaHOooll loginctl

kill-session.
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'naBa 5. AocTyn K thannam.

5.1 PekomeHAaLuun NO HACTPOiIKe AONYCKOB K pas/IyHbIM
00beKTaM CUCTEMBbI.
PekomMeHAaLMM No HACTPOWKe [OMYCKOB K pa3fiMyHbIM CLOUD
06beKTaM cUCTEMbI e

* Micnonb3yinTe NpUHLMN HAaMMEHbLUUX NPUBUIETUI
* OrpaHu4mMBanTe 40CTYN AOMALLUHUM KaTa/IoroM
* 119 BaXXKHbIX JAaHHbIX NPOBOAUTE ayAUT JOCTyNa

[Tpu npemocTaBaeHn JOCTYIIA K pecypcam ClieyeT MPUACPKUBAThCS MPUHITATIA
HAaWMEHBINUX PUBUIETUHA. 7151 3TOT0 HEOOXOIUMO:
*  OueHUThb KpyT 3a7a4, KOTOPBIE PEIIaeT MOJIb30BaTEb.
° BBISICHI/ITI) KAaKHe 06’beKTI>I CUCTCMBbI eMy H€O6XOI[I/IMI)I JUJIA peHIeHI/IH €ro 3aj1a4.
* IIpemoctaBUTh MMHUMAJIBHO HEOOXOAMMBIE pa3peIeH s Ha TOCTYH K HY>KHBIM OObEKTaM.

I/ICHOJ'H:3y51 MMPUHIUIT HAUMCHBIIUX HpI/IBI/IHeFI/Iﬁ Mbl MUHUMHU3UPYCM MOTEHIMAIbHBII ymep6
OT BO3MOXXHBIX y5[3BI/IM0CTCI71 CHUCTCMBI. MI/IHI/IMI/I3I/IpyeM yCcuiiyA 1o peICHUO npo6neM )51
BBISICHEHUIO OOCTOSITEIHCTB Mpon30MICAINNX HHIUICHTOB.

B onepanumonnsix cuctemax Linux moxpa3zymMeBaeTcs BBIIOIHEHHUE BCEX IEHCTBUI
MOJIb30BATENsl B CBOEM JIoMalTHeM karajore. He cienyer npeneGperarb STUM MPUHITUTIOM.
Hanpumep, ecnu nonb3oBareib 3ayCTUT BPEAOHOCHBIN KO, TO YIIEpO OT HEro paclpoCTPaHUTCS
TOJILKO Ha JIaHHBIE B €T0 JOMAIIIHEM KaTajore.

IIpu npenocTaBieHnn JOCTYIIA K BAXKHBIM PECYpCaM BaKHO IIPOBOAUTH ayAUT JTOCTYIIA.
AynuT BKITIOYAET B ce0s MPOTOKOJIMPOBAaHUE AEUCTBUN MOJIb30BATENS U MOCTOSHHBIN aHAIN3

KYPHAJIOB ayJHTa.
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5.2 MpaBa gocTtyna K ¢pansioBbIM pecypcam.

v CLOUD
lMpaBa BnageHus carvinamm e

* Kaxkapir dann NpuHaaNeXuT KakOMy-TO NOb30BaTENHO

* Y Kaxkgoro ¢panna nmeertcs MHpopMaumsa o NpuHaanexXHoctTn damnna
KaKoOW-TO rpynne

* lnbopMaums o NnpuHaaNeXHOCTU GannoB XpaHUTCS B panioBOMN cUCTeEMe
B Buge UID n GID

», UID;

—_—
| s—

___\\J
=
-
O
c

| GIDy

Kaxxaprit paitn umeeT n1Ba uaeHTU(GHUKATOpa ONMPEACTSIONIETO €r0 IPUHAICKHOCTD —
BJazener (aiina u rpymnmna mnoyib30BaTeNeH.

Ota uHdopmanus coxpaHsercs He B caMoM (aiine, a B ero MeTaJlaHHbIX (inode).

JIro0oii (paiin Bceraa MpUHAMICHKUAT OHOMY €MHCTBEHHOMY TOJIB30BaTEII0. DTOT
MOJIb30BATEIb HA3bIBACTCS BIIAJICIIbIIEM (WIIH TTOJTB30BATENIeM - user) aiina.

Korna mr000i1 monb3oBarenb cucTeMbl co3AaeT (aili, To MpaBa BIaJAeHHs 3TUM ¢ailiiom
IPUHAAJIEKAT UMEHHO 3TOMY I10JIb30BATEIIIO.

[TepBuynas rpymnmna mons3oBarens (GID) B 0OBIYHBIX YCIOBUSIX ONPEEIseT TPYIITy
NOJIb30BaTENeH, KOTOpas OyAeT yCTaHOBJIEHA /Il BHOBB CO3/1aBaeMoro (¢aiina.

[TpaBa noctyna k (paiiimam MOTYT OBITH ONpeJIeNIeHbI C IIOMOIIBIO KOMaHAbl 1s —1.

IIpumep:
user@sl10:~$ id
uid=1000 (user) gid=1000 (user) groups=1000(user),10 (wheel), 100 (users)
context=unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023
user@sl0:~$ > file
user@sl10:~$ 1s-1 file
-bash: 1ls-1: command not found
user@sl0:~$ 1s -1 file
-rw-rw-r-—-. 1 user user 0 Jul 28 09:36 file

B peansHOCTH, B (hailioBoii cucteMe coxpaHseTcs nHpopmalus He 00 UMEHaX MOJIb30BaTeNs
u rpynnsl, a UID u GID nonbs3oBaresnst, co3aaBiiero ¢ai.

B Linux cymecTBytoT Tpu 6a30BbIX KJlacca A0CTymna K (aitny:
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* User access (u) — mpaBa qoCTyTa BiIajenbiia dainia;
*  Group access (g) — mpaBa JOCTyIa TPYIIIBI BIAACIbIEB (aiina;
* Other access (0) — mpaBa qocTyna JijIsl BCEX OCTAIbHBIX.

Hukakux apyrux Kareropuii He peaycMaTpuBaeTCs, IOATOMY KayKbli II0JIb30BaTEIb MOXKET
ObITh 1100 BiajenbLeM (aiiia, 1100 BXOJUTH B IPYIINY MOJIb30BaTeNeH, 1100 OTHOCUTHCS K
KaTeropuu Bcex ocTaibHbIX. Camu 1o cebe npaBa BlaJeHus QaiiiaMu He MpeloCTaBISIOT
MH(POPMALIUHU O TOM, YTO MOXET MOJIb30BaTENb JIeNIaTh C JAHHBIM (ailioM.

Cucrema npaB gocTyna K (aiiny, onucbiBaeMas HIKE, ONpeiessieT Kakue BO3MOXKHOCTH

paboThl ¢ (ailioM UMeeT KOHKPETHBIN MOJIb30BaTeIh CUCTEMBI.
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MpaBa goctyna, yctTaHaBnMBaembie Ha channbl CLOL’D
* [IpaBa gocrtyna ans Ka)K,EI,Of/'I KaTeropumn KogunpyrTcsa TpeMA 6utamm

* YreHue (r--) - 22=4

* 3anuchb (-w-) - 21=2

* BbinosHeHue (--x) — 2°=1

* [IpaBa gOCTyNna MOXXHO 3aMUCbIBaTb B CUMBOJIbHOM M BOCbMEPUYHOM
dopme

r4 w2 x 1 r4 w2 x 1 I w2 x 1

[TpaBa noctyna k (aiiiny XpaHarcs B METaJaHHBIX (aiiyia 1 KOAUPYIOTCS TpeMsl TpHaJaMH
our.

HpaBa A0CTYyIIa MOXXHO 3a1aBaTh B CHUMBOJIHMYECKOM U BOCBMequHOﬁ HOTalMuAX.

CumMBomyeckas HOTaluA OCHOBAHA Ha 6YKB6HHBIX 0003HaUYEHUAX IIpaB BJIAACHUSA U IIpaB
J0CTyIla, a BOCBMEPpHUYHAasA CBsA3aHa C (baKTI/ILIeCKI/IM MMpEACTABIICHUEM 3THUX IIpaB B BUJEC TpHUal our.

[Topsimox Tpuan:
1. crapmiasi Tpuaa COOTBETCTBYET IpaBaM JOCTYIIA Bajenbiia daiina (u);
2. cpenHss TpUaja - MpaBaM JIOCTyTa IPYIIbI BlIaJebleB (g);
3. Miajmas Tpuaja — mpaBaM JOCTyIa BCEX OCTAIIBHBIX MONb30BaTeneit (0).
[Topsimox OUTOB B TpUaAax:

1. ycraHoBieHHbIN B | crapmuii OUT B Kax 01 Tpuazae (4 B BOCBMEPUYHOM HOTAITUN)
0003HauaeT pa3pelieHne Ha YTeHUe TaHHOoTo (paiiya U B CHMBOJIMYECKOW HOTALIUU
o0o3HavaeTcs 1--;

2. ycCTaHOBIIEHHBIN B 1 cpeHuil OUT B KaXKI0i TpHuaje (2 B BOCbMEPUYHON HOTALMN)
0003Ha4YaeT pa3pelIeHne Ha U3MEHEHHUE TaHHOTO (aiina: -w-;

3. ycraHoBIeHHBIN B | Miaammii OUT B kaxa0i Tpuaze (1 B BOCbMEpUYHON HOTAIMH)
0003HayaeT pa3pelleHe Ha UCIIOTHEHUE JaHHOTO (haiiia: --X.

u g 0
r w X r w X r w X
22 2! 2° 22 2! 2° 22 2! 2°
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IIpumep: 3anuch rxwxr-x--x (751) o6o03Havaet, 4To nonb3oBarenb (aiiyia UMeeT Bce Mpasa Ha
JOCTYH K Hemy (rXw wiu 7), TpyIina nojb30Baresieil UMeeT IIpaBa Ha YT€HUE U UCTIOJIHEHUE ¢aiina
(r-x mnu 5), Bce oCTaJIbHbIE UMEIOT IIpaBa Ha UCNoIHeHue (aiina (--X wi 1).

CuMBOIBHASI 1 BOCBMEPHYHASI HOTAIUS 3aIMCH TPaB JIOCTyIa a0COIIOTHO SKBUBAJICHTHBHI.

BoceMmepuuHoe 3HaYeHNE TpUAIbl OUT MOTYYaeTCsl CII0KEHUEM CTEIeHEe! ABOMKH,
COOTBETCTBYIOIIMX HOMEpY OUTa B TpUAJE.

IIpumep: npaBa JOCTyNa B CUMBOJIBHOW HOTAIIMM T'WXI-XI-- B BOCBMEPUYHON HOTAllUU
3alMCBIBAIOTCA Kak 754, e 7 = 2242420, 5 =2%42° 4 =22,

Jlnst TOrO 4TOOBI YBUIETH TIpaBa A0CTyNa K (aitry, 1ocTaTogyHO HaOpaTh KOMaHAy 1s —1,

IIPU STOM TIpaBa J0CTyMa K (aiiiaM BBIBOASTCS B IEPBOM KOIOHKE.

IIpumep:
user@sl0:~$ 1s -1 file
-rw-rw-r--. 1 user user 0 Jul 28 09:36 file
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CLOUD
lMpaBa gocTtyna K KaTtanoram e

* X - (search) - npaBo obpallaTbcs K MeTaZaHHbIM Gaii/IoB B KaTasiore, 4to
npeaocTaBasieT BO3MOXHOCTb MCMOJ/Ib30BaTb MMS 3TOTO KaTasiora B UMeHMU
nyTM OO HY>KHOro ¢ganna.

®*r - NpaBO Ha YTeHNE NMeH d)aﬁnos, HaXo4AWNXCA B KaTajsiore, To €CTb Ha
BbIMNOJIHEHNE KOMaHAbl Is.

* W - NPaBO Ha 3aMnu1cb B KaTasor, To eCTb NPaBo NepeMMeHoBbIBaTb,
yaanaTb, co3fabatb paisibl U Npoyee.

HpaBa A0CTyIa, YCTAHABIIMBACMBIC HAa KATAJIOTH UMCIOT HCCKOJILKO HHOMH CMBICJI, YEM IIpaBa

Ha (paiibl.
JUJ1s KaTajJoroB MCTOJB3YIOTCS CIIEAYIOIINE TpaBa:

x — (search) — mpaBo 0OpammaTscs K MeTaJIaHHBIM (DAIJIOB B KaTajiore, 4YTo MPeI0CTaBIIseT
BO3MO)XHOCTbB MCIIOJIB30BaTh UM 3TOTO Karajora B UMEHHU IIYTH JI0 HY)KHOTO aiiia.

I — TIPaBO HAa YTCHHE UMEH (hailsIOB, HAXOISIIUXCS B KaTaJIOTe, TO €CTh Ha BHIITOJIHECHHE
KOMaHIbI 1s.

W — IIPaBO Ha 3aIKCh B KaTaJIol, TO €CTh MIPAaBO MIEPEHMEHOBHBIBATH, YIAJIATh, CO3/1aBaTh (haiiibl
¥ TIpoyee.

be3 nanuums npasa Ha search (X), yCTaHOBIEHHOTO Ha KaTaJjor, padoTa ¢ HaXOASIMMHCS
BHYTpH (paiinamu HeBo3MoxHa. [loaToMy, 0151 kamanozoe npasa docmyna 0ondicHbl ObIMb TUOO
HeuemHule, 1UO0 OHU OONHCHBI ONCYMCIMEOB8AMD.

Hwxe npuBeneHs! paBa 10CTyNa K KaTajloram, KOTOpble UIMEIOT MPAaKTUUECKUN CMBICIT:
*  0(---) —npaB HeT.
* 1 (--x) — uMeeTcs MpaBo Nepexo/ia B KaTajor, MOXKHO o0OpalaTthes K ¢aiiiaM B HEM, OHAKO,

HEJIL34 BBINIOJIHATL KOMaHOY Isu OCYHICCTBJIATH KakKue-1mnoo MaHUITYJIAOWHA C (baﬁHaMH,

HaIpuMeEp, IEPEUMCHOBAHUC UIIN YIAJICHUC.

* 3 (-WX) - B KaraJlor MOXKHO MEPEXOUTh, Pa3pelICHBI JIFOObIC MAHUITYJISIUY ¢ (alimamMu u
MOXXHO K HUM 00paIiarhCs, OMHAKO MMOyYUTh CITUCOK (HailIIoB KOMaHOH 1s HEBO3ZMOXKHO.

*  5(r-x) - B KaTtaJor MO>KHO [IEPEXOUTh U MOJIydaTh MoApoOHY0 HH(popManuio o (aitnax
KOoMaHJ10# 1s -1, pa3perieno oOpamarbes K daiinam, 0JHaKO, HEJIb3s OCYIIECTBIATh KaKue-
1100 MaHUIYJISAIMHU ¢ (ailiaMu, HapuMep, IEpenMEHOBaHUE WIN y/IaJeHHUe.
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* 7 (rwx) — TIOJIHBIE TIpaBa.

JI1s monmy4deHus mpas JOCTYIA K KaTaJlIory ClIeAyeT UCIIONIb30BaTh Komanay 1s -1d.

Ipumep:

user@sl0:~$ 1s -1d dir
drwxr-x--x. 2 user adm 6 Jul 28 10:14 dir

ITpumeuanue: B npumepe, npusedeHHOM 8blllie, Ha Kamanoz dir ycmaHoeneHbl npasa 751, mo ecmb enadeney 3mo2o
Kamanoeza (user) uMeem 6ce npasa Ha smom kamanoz, 2pynna (adm) He umeem Npas nepeumMeHo8bl8amb U yoaisimb
¢halinbl, NOCKObKY He uMeem npaes HA 3anuch, a 05 8Cex OCMA/AbHbIX KAMAnoez seasgemcs “memHbiM”. Bce ocmasnbHble
Mozym nepexodumb 8 3mom Kamasnoe u Mo2ym obpawjambcs K ¢patinam, Haxo0sauwjuxcst 8 Hem, 0OHAKO, NPU 3MOM OHU
OO0/JHCHBI 3HAMb, KAKUEe UMeHA umMetom ¢aiiabl, K KomopbiM UM Heobxooum 0ocmyn. Omo cesi3aHo ¢ meM, Umo
KomaHOoll Is ocmanbHble no1b308ambCsi He MO2ym, mak KAk Npag Ha wmeHue kamanozd Hem. IIpousgodumsb Kakue-
Aubo mMaHunyasayuu c ¢alinamu oHU makdice He UMeOm Npaea, mak Kak npaed HA 3anuch 8 KAmMasnoz Hem.
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. CLOUD
N3meHeHune npaB BnageHus cgannamm e

» KoMaH bl U3MEHEHUSA NpaB BlaAEHUS:
* chown M3MeHSsET Blagesbla Uan rpynny

* chgrp U3MeHseT rpynny
* [MpaBaMn Ha U3MEHEHMA BNaAeHUs 061a4aeT cynepnosb30oBaTeb

[IpaBa BageHus ¢aitnamu MOTyT OBITh U3MEHEHBI C TOMOIIBIO CIIEAYIOIINX KOMAH/I:

® chown - 3Ta KOMaHJa MO3BOJISIET MEHATH KaK Biageiiblia (baﬁna WK KaTtajora, TaKk u

rpymily rnojp3oBareiieit Qaiina;
* chgrp - N03BOJISIET MEHATh IPYIINy MoJb30BaTeNe (aiina.

B Linux 3TUM KOMaH/bl OOBIYHO MOXKET BBITIOIHATH TOJIBKO CYIIEPIIOIB30BATEIb, TAK KaK
nepeiada npas BIAJICHUS, pa3pelIeHHAs U1l OOBIYHBIX TOJIB30BATEIICH, TPEICTABISIET COO0H
CYIIECTBEHHYIO yTPO3y 0€30MacHOCTH.

[Tpu HEOOXOMMMOCTH pa3pelINTh KAKOMY-JTHOO YIIOTHOMOYEHHOMY TOJIB30BaTEI0 UCTIOIHATH
9TH KOMaH/Ibl, Ha HUX HEOOXOIMMO YCTAaHOBUTH CHieluaIbHbIi OUT (Hanpumep, SUID - 6ut
MOJMEHBI BJaJielblla Mpoliecca), 0 KOTOPBIX OyAeT paccka3zaHO B KOHIIE 3TOM miaBbl. OJIHAKO, Aake
HE CMOTPSI Ha BO3MOXXHOCTb JJI1 OOBIYHOTO MOJIB30BATEINSI C IOMOIIBIO TAKOW MAHHUITYJISIITAN
W3MEHSTH TIPaBa BaicHUs (haiiamMmu, OOBIYHBIN ITOJIB30BATEIb MOKET MCHSITH BIIAICIIbIIA WIIN

TPYIITY TONBKO y TeX (haillIoB, KOTOPBIMU OH BIIAJICET.

IIpumep: IlpuBeneHHast HUXe KOMaHa MEHSET Blajienbla ¢aiina:

user@sl0:~$ sudo chown tempuser file

[sudo] password for user:

user@sl0:~$ 1s -1 file

-rw-rw-r--. 1 tempuser user 0 Jul 28 09:36 file

IIpumep: Hike npuBeneH npuMep cMeHbI IpyIIbI Hojib3oBaTeneil daitnos f1 u text.c :

user@sl0:~$ 1s -1 fl text.c

-rw-rw-r--. 1 user user 0 Jul 28 10:32 f1
-rw-rw-r—-—-. 1 user user 5 Jul 28 10:32 text.c
user@sl0:~$ sudo chgrp adm fl text.c
user@sl0:~$ 1s -1 fl text.c
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-rw-rw-r--. 1 user adm 0 Jul 28 10:32 f1
-rw-rw-r--. 1 user adm 5 Jul 28 10:32 text.c

C nomo1b10 KOMaHbl chown MOXKHO OJJHOBPEMEHHO U3MEHMTH Blajielblia U Tpynmy (uepes
JIBOETOYME WJIM TOUKY) OJJHOBPEMEHHO, IIPUYEM HOBBIH Biajienel] BOBce He 00513aH ObITh YWICHOM
TOM TPYIIBI, KOTOpas Oy/leT ycTaHOBJIeHa Ha (ailn

IIpumep:

user@sl0:~$ sudo chown root.disk fl
user@sl0:~$ 1s -1 f1
-rw-rw-r--. 1 root disk 0 Jul 28 10:32 f1

IIpumep:

user@sl0:~$ sudo chown :adm f1l
user@sl0:~$ 1s -1 f1
-rw-rw-r--. 1 root adm O Jul 28 10:32 f1

Ommus —c GNU Bepcuii koMang chown  chgrp MO3BOMISIET MOMy4YaTh MOAPOOHYIO

I/IH(I)OpMaI_II/IIO 00 M3MEHSIECMBIX IpaBax BJIaJCHHA. Toxxe AeaaeT U oMU — V.

O6e xomaHabpl chown U chgrp UMEIOT ONIMIO —R, TO3BOJIAIOLIYIO0 PEKYPCUBHO U3MEHSTh

IIpaBa BJIAICHUS HA KaTaJIOTU U UX COACPKUMOC.

[Tpumep:
user@sl10:~$ 1s -R1 dir/
dir/:
total O
-rw-rw-r--. 1 user user 0 Jul 28 10:36 f1
-rw-rw-r--. 1 user user 0 Jul 28 10:37 f2

user@sl0:~$ sudo chown -cR root dir

changed ownership of ‘dir/fl’ from user to root
changed ownership of ‘dir/f2’ from user to root
changed ownership of ‘dir’ from user to root
user@sl0:~$ 1s -R1 dir/

1s: cannot open directory dir/: Permission denied
user@sl0:~$ sudo 1ls -R1 dir/

dir/:

total O

-rw-rw-r--. 1 root user 0 Jul 28 10:36 f1l
-rw-rw-r—-—-. 1 root user 0 Jul 28 10:37 f2

Buumanmue! Heocmopooicroe ucnonvzosanue komano chown u chgrp, ocobento ¢ onyuetl

—R, Mooicem npugecmu K 861600y celi cucmemvl U3 cmpost!
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CLOUD
YctaHoBKa npaB gocTtyna e T

* KoMaHaa chmod M3MeHseT npaBa AocTyna K ¢paitiaM 1 Katajoram

* [IpaBa MOXXHO YKa3aTb /IMH60O B BOCbMEPUYHOU, TIMOO B CUMBOJILHOMN
HOoTauuun

* [lepBbIi apryMeHT npaBa A0CTyna, BTOpoWn 1 aanee nMeHa ¢anios

* I3aMeHATb NpaBa AocTyna K gpany MoryT TONbKO Cyrneprnonb3oBaTesb U
Bnageneu pamna

Komanna chmod npeaHa3HadeHa Juist ©3MEHEHUs IIpaB AOCTyMa K (aiijaMm 1 Karajaoram,

YKa3aHHbIM B Ka4€CTBC apryMCHTOB.

[TpaBa nocTyna qOKHBI OBITH YKa3aHb JINOO B BOCBMEPUYHOM, TMO0 B CUMBOJIBHOM
HOTAINH.

[TpaBa yka3pIBarOT B KaueCTBE IEPBOT0 apryMeHTa KOMaH/Ibl. BTopoii u nocienyronme nMeHa
(aiinos.

W3MeHaTh mpaBa JocTyna K ¢ailily MOryT TOJIBKO CYIEpIoib30BaTeb U Biajaesel (aiina.

IIpumep: Huxe nmpuBeneH mpuMep UCOIB30BaHNs KoMaHAbl chmod a1 u3MeHeHus mpaB
JOoCTyMa K (aiiily B BOCbMEPHUYHON HOTAIIHMH:

user@sl0:~$ 1s -1 text.c

-rw-rw-r--. 1 user adm 5 Jul 28 10:32 text.c
user@sl10:~$ chmod 640 text.c

user@sl0:~$ 1s -1 text.c

-rw-r—-—-—-—- . 1 user adm 5 Jul 28 10:32 text.c

Komanga chmod mo3BosseT Takke yCTaHaB/IMBaTh IPaBa Ha JOCTYI K (aiiry, yKas3blBas X B
CHMBOJINYECKON HOTaMu. J{714 3Toro npuMeHseTcs cieayromas GopMa KOMaH bl
chmod kylacc msMeHeHue npasa Qanibl
*  KJACcC MOXKET IPUHUMATh CIICAYIOIINC 3HAYCHHMS
© u— I0CTyH BJIAJACIIbIIA,
© g — I0CTyI I'PYyIIIbl BIAJACIBIICB;
© 0 — JIOCTYyIl BCEX OCTAJIbHBIX;

© a— JIOCTYIl BCeX IPyMI MOJIb30BaTeNeH.
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* H3MEHEHHE MOXET IIPUHHUMATH CIECAYIOIINE 3HAYCHHUS:
O + - pa3pelInTh;
© - -3a0peTUTh,
© = - YyCTaHOBUTb.
* IlpaBa MOXXeT IPUHUMAThH CIECAYIOLINE 3HAYCHHUS:
© I — YTCHUE;
© W — 3aIllHCh,
© X — BBIINOJIHEHHE.

Ecnu ucnonp3yrores onepanuu paspenienus (+) wium 3anperta (-) mpas Ha (aiii, TO OHU He
U3MEHSIOT T€ OUTHI MPaB IOCTYTa, KOTOPbIE HE OTHOCATCS K TpeOyeMOMY M3MEHEHHIO.

IIpumep: ecnu 11 daiina f1 Tpebyercs ynanuTe npaBo Ha U3MEHEHHE JJIS TPYIIIbI, U
N00aBUTH IPABO HA YTEHHE ISl BCEX TpeX KaTeropuil monb3oBaresei (Bnajaenel, rpymmna, Bce
OCTaJIbHBIE), TO BHIIIOJHUM CIIEAYIOLIYI0 KOMaHJTy:

user@sl0:~$ 1s -1 f1

-rw-rw—-—---. 1 user adm O Jul 28 10:32 f1
user@sl10:~$ chmod g-w,o+r fl

user@sl0:~$ 1s -1 f1

-rw-r--r--. 1 user adm O Jul 28 10:32 f1

Hcnonp3oBaHue ornepanr Ha3HAYCHU A (:) CTHUPACT TC IIpaBa, KOTOPbLIC ObLIH YCTaHOBJICHBL
paHeC U Ha3HA4YaCT HOBBLIC.

IIpumep: ycranoBuM Ha ¢aiin fl mpaBa Ha YTeHHE U 3aNTUCH JIJIS BIIAJIENblIa U TPYIIIbI, U
3alpeTHM BCEM OCTAIbHBIM KaKOW-T100 TOCTYI K (hailiy:

user@sl0:~$ chmod ug=rw,o= fl
user@sl10:~$ 1s -1 f1
-rw-rw—-—---. 1 user adm O Jul 28 10:32 f1

AHaJIOrM4HO KoMaH1aM chown U chgrp , komMmaHaa chmod cnocoOHa peKypCHUBHO

M3MEHATh IIPaBa JI0CTyNa K KaTajoraM U BCEMY X COAEPKUMOMY, €CJIA OHa BbI3BaHA ¢ onuuen —R.

371011 BO3MOXKHOCTBIO CIIEAYET MOJIb30BAThCS C 0COO0H OCTOPOXKHOCTBIO, IPUHUMAS BO
BHUMAaHWE KOHIICTITyaJ IbHbIC OTIIMYMS MpaB Ha (ailsibl OT IpaB Ha KAaTaJIOTH - Ha (aiijsl B
OOJIBIIIMHCTBE CIy4YaeB yCTaHABIMBAIOTCS YETHBIE MTpaBa (OTCYTCTBHE MPaB Ha UCIIOJIHEHHUE), a HA
KaTaJord Ha00OpoT - HeueTHbIE (0e3 MpaBa Ha search KaTagord He MO3BOJIAT 0OPAIIATHCS K

MeTaJJaHHbIM (PaiijIoB BHYTPH HUX).

HpHMep: HpI/IBeI[eHHaH HHUIKE KOMaH/la CHUMACT IIpaBa Ha 3allUCh JJIA KaTaliora dlI' .
user@sl0:~$ 1s -1R dir

dir:

total O

-rw-rw-r--. 1 user adm 0 Jul 28 10:36 f1l
-rw-rw-r--. 1 user adm O Jul 28 10:37 f2

user@sl0:~$ chmod -R g-w dir
user@sl0:~$ 1s -1R dir
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dir:

total 0

-rw-r--r--. 1 user adm 0 Jul 28 10:36 f1l
-rw-r—--r--. 1 user adm O Jul 28 10:37 f2

B 00b14HOM npakTHKe MpaBa Ha KaTaJIOTH U Ha (ailfibl ycTaHaBIMBalOTCA OTAENbHO. [Ipu
HEOOXOMMOCTH PEKYPCUBHOTO U3MEHEHUS IPaB Ha KaTaJIOT U €ro COIeP>KUMOE OILHUI0 —R
KOMaHJIbl chmod 00BIYHO HE MCTOJB3YIOT. BMecTo 3TOT0 monb3ytoTes komanaon find ¢
YCTaHOBKOH -exec chmod (wmm xargs chmod).

IIpumep: B karasnore dir TpedyeTcst ycTaHOBUTH Juis (paiinoB npaBa 644, He 3aTparuBasi pu

9TOM IIpaBa Ha KaTaJloru:

user@sl0:~$ find dir -type f -exec chmod -c 664 {} \;
mode of ‘dir/fl’ changed from 0644 (rw-r--r--) to 0664 (rw-rw-r--)
mode of ‘dir/f2’ changed from 0644 (rw-r--r--) to 0664 (rw-rw-r—--)

GNU Bepcus komanipl chmod 1mo3BosisieT UCHOAb30BaTh OMIMIO -V JJIS TTOTy4YEHUs
uHpopMalun o Qaiinax, npaBa J0CTyNa K KOTOPbIM U3MEHSIOTCS, U OIIHIO -C ISl TOTyYeHHS
noApoOHOCTEN U3MEHEHUSI IIPaB.

Ornmus -v BeIIaeT MoapoOHY0 HHPOPMAITHIO BCET/A, a -C TOJIBKO TOT/a, KOT/a MpaBa
JIEHCTBUTEIIHLHO U3MEHSIOTCSL.

user@sl0:~$ chmod -v 664 f1l

mode of ‘fl’ changed from 0660 (rw-rw----) to 0664 (rw-rw-r—--)
user@sl0:~$ chmod -v 664 f1l

mode of ‘fl’ retained as 0664 (rw-rw-r—--)

user@sl0:~$ chmod -c 664 f1

user@sl10:~$
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ABTOMaTUyYeckas ycTaHOBKa npaB AocTtyna K BHOBb

Cit

CLOUD

co3gaBaeMbiM hannam

* KomaHaa umask onpeaenseT Kakme npasa Aoctyna 6yayT HasHa4veHbI
npu co3aaHnm HoBoro pamnaa Uam Katasaora

* umask 3aa€eT BblYUTAEMbIE BUTbI U3 NMPaB MO YMOJHAHUIO

[Crauﬂaprume Tpasa Ha ] [C‘r_muap'mme npaga Hﬂ}

aiin KaTasor
Macka
022

666 777
Hrorossie npasa ta daiin EHUREERE HpRane
Katajor
s 755

KomManzga uma sk npeaHasHadeHa Juisi aBTOMaTHYECKOM YCTaHOBKY MPaB JOCTyNa K BHOBb

co3ZlaBaeMbIM (haiiiaM U KaTaioram.

Komanna uma sk mo3BoiseT 3a1aBath 3HaueHUue OUTOBOM MacKu, KOTopasi Oyzier

“BBIYMTATHCS W3 TIpaB 777 Ui KaTajaoroB u 666 s (haitios.

user
0002

HpI/I BBI30BE 3TON KOMaHIbI oe3 ApryMCHTa OHA BO3BPATUT TCKYIICC 3HAYCHUEC MACKU

IIpumep:
@s10:~$ umask

YcraHoBKa Jpyroro 3Ha4eHUs: uma sk HUKOUM 00pa3oM He OTPa3UTCS Ha ykKe

CYLIECTBYIOIIUX (hailyiaX U Karajorax, OHa y4acTBYeT TOJIBKO B IIPOIIECCE ONPEIEICHNs paB Ha

BHOBB CO3/1aBaeMbIe (DaiijIbl U KaTaJloTH.

user
0002
user
user

Ipumep:
@s10:~$ umask

@s10:~$ mkdir dirl
@s10:~$ touch filel

user@sl0:~$ 1s -1d dirl filel

drwxrwxr-x. 2 user user 6 Jul 28 20:21 dirl
-rw-rw-r--. 1 user user 0 Jul 28 20:21 filel
user@sl10:~$ umask 077

user@sl0:~$ mkdir dir2

user@sl0:~$ touch file2

user@sl0:~$ 1s -1d dir2 file2

drwx——-—---- . 2 user user 6 Jul 28 20:22 dir2
—rW——————= . 1 user user 0 Jul 28 20:22 file2
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Huxe npuBenena Tabnuia Hanbosee 4acTo NPUMEHAEMbIX 3HaYeHUH umask.

umask 002 007 022 027 077
Karanoru 775 770 755 750 700
Dainsl 664 660 644 640 600

3HaueHMe umas k MOXKHO 337aBaTh TAK)KE U B CUMBOJILHOM HOTAIIUU

IIpumep:

user@sl0:~$ umask u=rwx,g=rx,o=
user@sl10:~$ umask
0027

[Ipu 3amannu 3HaYeHUsT umask B CHMBOJIBHOM HOTAIUU TPeOyeTCs yKa3aTh B KAYECTBE

apryMmeHTa npasa, KOTOpbI€ JOJDKHBI Oy1yT UMETh HOBBIE KaTaJIOTH.
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5.3 WUcnonb3oBaHue cneuynasnbHbIX OUTOB gocTtyna suid, sgid,
sticky-bit.
Wcnonb3oBaHue cneuunanbHbIX 6MTOB gocTyna suid, sgid, CLOUD
sticky-bit "

 SUID (Set User ID 100) - 61Tt nogmeHsb! UID
* SGID (Set Group ID 010) - 6uT nogmMeHsbI GID
* Sticky bit (Save text mode 001) - 6uT “Annyyxa”

* 1na nporpamm
- SUID n SGID o3Ha4aeT nogMeHy naeHTnudukatopa nosib3oBaTess Uan rpynmbl

* 115 KaTanoros
— SGID — ycTaHOBKa rpynnbl KaTtasora Ha HoBble paisbl
- Sticky bit — 3anpeT Ha yaaneHue ¢ainnos He BragenbLemM

[Tomrmo OUTOB, yCTaHABJIMBAIOIIMX pa3pelIeHUs Ha TOCTYI K (aiiily, CyIeCTBYIOT
crerualbHble aTpuOyThl, KOTOPBIX 0OPa3yloT elle 0JiHa TpUaay OUTOB:

» Sticky bit (Save text mode) - Out “nunyuka’;
* SUID (Set User ID) — 6ut moamens! UID;
* SGID (Set Group ID) — 6ut nogmenst GID.

Sticky bit komupyercs Bocbmepuunoit 1 (mBonunas 001), SGID konupyercst BOCbMEPUIHOMN 2
(010), a SUID -4 (100).

B cumBonbHOM HOTanuu mpuMeHsitoTcss cuMBoJIbl T it Sticky bit, S st SUID u SGID. Ot
CUMBOJTBI BCETJIA BBIBOSITCS B MIO3UIINH, TIE JOJDKEH HAXOAUTHCS (bar pa3penieHus Ha UCIIOTHEHHUE
(x).

Ecnu onHOBpEMEHHO YCTaHOBIIEHBI M OUT X U OUT S, TO OTOOpakaeTcsi CUMBOI S

butel T 1 X Bcerga ycTaHaBIMBAKOTCS BMECTE, ITOCKOJIBKY our T HCIOIB3YETCS TOJIBKO IS
Karayoros. [1oaToMy B cMUMBOIBHOM OT06pa)KeHI/II/I IpaB JOCTyMa JOJKEH BCTPEUAETCS TOIBKO
CHUMBOIJ t

*  SUID otobpaxaeTtcs B Buae OyKBbI S WK S B cTaplieil Tpuajae OuT, oToOpakaromieil npasa

BJIaJIEIIbIIA
*  SGID oto6pakaercs B Buae OyKBBI S WU S B CPeIHEH Tpuaje OUT, 0TOOpaKaroIiei mpasa
TPYTIIIBI
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» Sticky bit oTroOpaxkaeTcst B Buze OyKBbI t B MIIaJIIIIeH Tpuaae OUT, oToOpa)xaromei mpasa s
BCEX OCTAJIbHBIX.
ITpumep:

user@sl0:~$ 1s -1d /bin/passwd /tmp
-rwsr-xr-x. 1 root root 27832 Jun 10 2014 /bin/passwd
drwxrwxrwt. 7 root root 4096 Jul 28 20:35 /tmp

[TpuBeaeHHBIN BbILIE IPUMEP JEMOHCTPUPYET, UTO Ha (paiiin cucTeMHOM KoMaH bl passwd
ycranosined 6ut SUID (cumBo S B cTapiieil Tpuaje BMECTO IIpaB Ha HCIOJIHEHUE), a Ha KaTajor

/tmp ycranosnen Sticky bit (cumBoxn t B Tpuase OUT 115 IpaB BCEX OCTAIBHBIX).

AtpuoyT Sticky bit 11 daiinoB He ucnonb3yercs, B panHuX Bepcusix UNIX oH ObL1
IpeAHa3HadeH JUIsl TOTo, YTOOBI OCTaBUTh B MaMATH 00pa3 nporpammsl (Save text mode).

ITponiecc HacieayeT npaBa I0CTyIa K CHCTEMHBIM pecypcam oT nosb3oBarens (UID),
3aIyCTUBIIIETO TIPOIIeCC, U ero nepBuyHOi rpymmsl (GID), ecnu myist ucnomHseMbIX (aitios, He
yctanoBieHsl 6utel SUID w/mmm SGID

[Tpu ycTanoBneHHOM Ha ucnoyHsaeMsbli ¢aitn 6ure SUID npornecc ucnonHsercs He OT UMEHU
MIOJTH30BAaTEIIs, 3aITyCTUBIIETO €T0, @ OT UMEHH BJIaJIENIbIa HCIIOMHAEMOTO (paiiina KOMaHIbI.

[Tpu ycranosinennom 6ure SGID nporecc UCTIONHAETCS HE OT UIMEHU TEPBUYHON TPYIIIBI
II0JIB30BATEIs, 3aIlyCTUBLIETO MIPOLIECC, a OT UMEHHU TPYIIIBI OIb30BaTenei ¢aiina.

VY KakJ0ro nporecca UMeeTcs YeThIpe UIeHTH(pUKaTOpa:
1. RUID - Real UID, xotopslii Bcerna paseH UID nonb3oBaressi, BEINMOJHUBIIETO KOMaHY.
2. RGID - Real GID, xotopsiii Bceraa paBer GID monb3oBaTesisi, BHIITOJHUBIIETO KOMaHY.

3. EUID - Eftective UID, koropsiii 1160 paBen RUID, nu6o ecnu Ha ucnomHseMsin (aitn
ycranosieH out SUID, To UID Brnanensia daiina.

4. EGID - Effective GID, koropsiii 1u60 pasern RGID, 1100 eciu Ha ucnonHseMblil Gaitn
ycranosneH 6ut SGID, To GID Bnanensiia daiina.

B nmonasmsiroriiemM OONBIIMHCTBE CITyYaeB IMOJAMEHA BIaIebIla WU TPYIIIBI OCYIIECTBISIETCS
HA root MM KaKOT0-JIM0O0 BBHICOKO MPUBUIIETUPOBAHHOTO IMOJIb30BaTelNs WK rpynmny. Hanmpumep, npu
BBITIOJTHEHUH KOMaH/Ibl passwd (CM. TpUMEp BBIIIE), HECMOTPS Ha TO, UTO €€ 3aIyCTHI OOBIYHBIN
MOJIb30BATENh, OHA Oy/IEeT UCTIOMHATHCS OT IMEHH root, TaK KaK OH BIAJICET €€ HCIIOIHICMbBIM
daitnom. [Iporpamma passwd TpedyeT BpeMEHHOTO MPEIO0CTABICHUS JOCTYIa OOBITHOMY
MOJIL30BATEIIO K TEM pecypcam, K KOTOPBIM OH He UMEeT JA0CTymna. ECTeCTBEHHO, TaKue MporpamMmbl
TpeOyroT 0c000T0 MoIX0/1a K pa3paboTke, Tak Kak MPEI0CTABISIOT CEPhE3HYIO YTPO3y AJIs
0€301aCHOCTH CUCTEMBI.

Ha ¢aiinbr ckpunroB Shell 6utst SUID u SGID ycranaBnuBaTh MOXKHO, HO OHU J€MCTBOBAaTh
He OyIyT.
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VYcranoBka Sticky bit Ha karanor, B OTHOLIEHHH KOTOPOTO MOJIb30BATENb UMEET MpaBa Ha

YTCHUC U HA 3alliCh, ITO3BOJIACT 3alIPCTUTD YAAIATH U U3MCHATD I1OJIB30BATCII0 TYKHUC q)al\;IHI)I B
OTOM KartaJore.

DTO UCTIONIB3YETCS MPU YCTAHOBKE MPaB JI0CTYyTa K KaTajaory /tmp, OTKPBITOMY Ha 3aluch

BCCM, IMOCKOJIBKY MHAYEC MMOJB30BATCIIb MOXET YIAJIUTh 1Y>KHUC BPECMCHHBIC (1)211\/’1.]11)1, Haxogsamuecs B
9TOM KaTaJore, 4To MOXCT ITIOBJICYD IIJIAYCBHBIC ITOCICACTBHA.

[Tpu ycranoBke arpudyta SGID Ha kartanor, BHOBb CO3ZIaHHBIE (DailsIbl B TOM KaTtayore OymyT
HACJIeIOBaTh TPYIILY BJIAEIBIEB 110 TPYIIE BIAJeNbIEB KaTanora (Tak Ha3bIBaeMbIH “CTHIIb
BSD”), sMecto RGID mporecca, co3natomiero ¢aiin mo Bepcun System V.

IIpumep:

user@sl0:~$ 1s -1d dir

drwxr-s--x. 2 user adm 24 Jul 28 10:37 dir

user@sl0:~$ id

uid=1000 (user) gid=1000 (user) groups=1000 (user),10 (wheel), 100 (users)
context=unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023
user@sl0:~$ cd dir

[user@sl0 dir]$ touch filel

[user@sl0 dir]$ 1s -1 filel

-rw-rw-r--. 1 user adm O Jul 31 15:50 filel

[user@sl0 dir]$ mkdir subdir

[user@sl0 dir]$ 1ls -1d subdir/

drwxrwsr-x. 2 user adm 6 Jul 31 15:52 subdir/

ITpumeuanue: B kamanoee, Ha komopbill ycmaHoeneH bum SGID, 6bu1 co30aH ¢atin. IIpu 3mom epynna enadenbyes
¢atina 6bl1a Ha3HaueHa He NO nepguyUHoOLl 2pynne noab3o08amesnsi, co3daswiezo aiin, a no epynne nonb3osamesneli

Kamanoaa, 8 komopom @aiin 6bi1 cozdan. Obpamume HUMAHUe, UMo 0151 6HOBb CO30asaemMblx kamano2o8 bum SGID
Hacaedyemcsi.

KOMaHI[a chmod mo3Boser YCTaHOBHUTD 0COOBIC OUTHI A0CTyIIa Ha (bafmm " KaTaJIOT'H.

I[J'IH YCTaHOBKHU CIICHHUAJIBHBIX OHUTOB B CMMBOJIbHOM PEIKUME KOMaHa chmod JOJIZKHa OBITE
BBITIOJIHCHA CO CJIICAYIOIINMU apryMCHTAMMU:

* u+s - g yctaHoBkH Ha ¢aitn 6ura SUID;
* @+S - mig ycTaHOBKH Ha (paitn unu katanor outa SGID;
* o+t - msa ycraHoBKH Ha Katayor outa Sticky bit.

Jlis yCTaHOBKH CHEIIMAIbHBIX OMTOB B YHCIOBOM pexume komaHne chmod B kauecTse

NepBOro apryMeHTa MepeaaeTcs Yuciio, cocroduiee u3 4 uudp, rae uesas nudpa npeacrapisieT
co00#i CyMMYy CIeMaIbHBIX OUTOB.

IIpumep: IlpuBenennas ke komanaa chmod 2775 d1 ycranapnuBaet 6ut SGID Ha
KaTaJjor:

user@sl10:~$ mkdir dl

user@sl10:~$ 1s -1d dl

drwxrwxr-x. 2 user user 6 Jul 31 15:55 dil
user@sl0:~$ chmod 2775 dl

user@sl10:~$ 1s -1d dil

drwxrwsr—-x. 2 user user 6 Jul 31 15:55 dil

124 VYueOusrii uentp IT Cloud



I'maBa 5. [loctyn k ¢aitiam.

125 VYueOusrii uentp IT Cloud



I'maBa 5. loctym k aiinam.

A hekThbl cneymanbHbIX GUTOB

3ddeKT ana Katanoros 3ddekT ana dpainos

-FWS--X--X - KoMaHAa ncnosHseTcs oT UMeHM
Blagenbua danna

-rWX--S--X - KoMaHpa ncnosiHseTcs oT UMeHM
rpynnel Nosb3oBartenien dpanna

drwxrws--- Ha daiinbl, cosgaBaemsble B -
KaTanore, 6yAeT yCTaHOBJIEHA
TaKas ke rpyrnmna, KaK y Kkatasora

drwxrwxrwt B KaTasiore MOXHO yAansatb Uan -
nepeMMeHoBbIBaTb TOJIbKO
cob6CTBEHHbBIE dDalbl

Hwxe npuBenena Tabnuia, B KOTOPOH yKa3aHbl Pe3yJabTaThl YCTAHOBKH PA3IMYHbIX

CHenMaIbHbIX IPaB AOCTyNa Ha (ailyibl U KaTaJlory.

IIpaBa ¢ deKT sl KATAJIOroB ekt aas daiijioB

-IWS--X--X - Komanna ncnonusiercs ot
MMEHHU Blajenblia daina

-TWX--8--X - Komanza ucrnonusiercs ot
VIMEHH T'PYIIIIBI I0Jb30BaTENeH
daiina

drwxrws--- Ha ¢aiinsl, coznaBaecmbie -
B KaTtajore, OyJeT yCTaHOBJIEHa
TaKas JKe TpyIna, Kak y
Karajiora

drwxrwxrwt B karasiore MOXXHO -
VIQIATH WIH IEPESUMCHOBBIBATH

TOJBKO COOCTBEHHBIE (paiiibl
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5.4 Cnucku ynpasneHusa goctynom (ACL)

CLOUD
Ta6nuubl ynpaBrneHusi AOCTYNOM s e

* Linux ACL — Bepcusa POSIX ACL
* Icnonb3yloTCs paclumMpeHHble aTpnbyTbl ans xpaHeHus ACL
* CoctouT U3 3 obsa3aTeNbHbIX
* ACL_USER_OBJ
* ACL _GROUP_OBJ
* ACL_OTHER
* 1 3 ONUMOHANbHbIX 3/IEMEHTOB
* ACL USER
* ACL_GROUP
* ACL_MASK

CranpaptHas cuctema JocTyna K ¢aitnam Linux-cucrem npexycmarpuaeT 12 OUT, KOTOpbIe
OTIPeIeIIAIOT BUJI AOCTYIIA JUISl TPEX KaTEropHil Mojb30BaTelNei: BlaAesblia, TPYIIIbI BIAACIbIEB U
BCEX OCTaJIbHbIX.

Kpome 3toro B Takoii cucreme HeT HacjaeJ0BaHus MpaB 10CTyIA.

Takas cucrema XopoIo padboTaeT B IPOCTHIX CUTYaIUIX, HO B CJIOXKHBIX CIIydasX OHA CO3JaeT
po0IeMBbl JUIs aIMUHUCTPATOPOB.

Jns penienust JaHHBIX poOsieM MoxHO Bocronb3oBaTthbest Linux ACL. (Access Control Lists
- CIIUCKU KOHTpoJs goctyna) - Bepcueit POSIX ACL nnst Linux.

Linux ACL — »t0 Habop matueii 11 sapa onepaioHHONW CHCTEMBI ¥ IPOTpaMM JUTst pabOoThI
¢ (aiisIoBOI CUCTEMOI U HECKOJIBKO YTUJIMT, JAIOLINX BO3MOXKHOCTh YCTAaHABIMBATh IPaBa I0CTyIa
K (hailiaM He TOJNBKO JUIs OJIh30BaTeNA-BIaIeiblla U TPYNIbI-BIaienbla daiina, Ho U JJs T1I000ro
MI0JIH30BATENS MITH TPYTIIIbI.

B Bepcun sizpa 2.6 ACL BKIIIOYEH B CTaHAAPTHYIO [IOCTABKY.

Linux ACL ucnonb3yeT pacimpeHHble aTpuOyThl ISl XpaHEHHsI JaHHBIX O IpaBax A0CTyIa K
¢aiimam mosib30BaTesIe U TPYIIIL.

Pacmmpennsie arpuOyThl — 3TO Mapa “hMsi/3Ha4eHHE’, IPUBA3aHHAS K ONIPEICTICHHOMY
baiimy.

CHnuCcoK paciMpeHHOT0 KOHTPOJIS JOCTYIIA CYIIECTBYET I KaKI0TO inode ¥ COCTOUT U3

MICCTH KOMIIOHCHTOB.
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1. TlepBble Tpu SABISIFOTCS KONUEH cTaHIapTHBIX MpaB JocTyna K ¢aitny. OHu comepxarcs B
enuHcTBeHHOM 3Kk3eMIuisipe B ACL u ecTh y Kaxa0ro Qaiisia B cucreme:

1. ACL _USER_OBJ — pexum noctyna k ¢aiiiny nojab30BaTess-BlaelIblia;
2. ACL_GROUP_OBJ — pexum aoctyna K (aiiay rpynnbl-Blageblia;
3. ACL OTHER — pexum noctyna K ¢ailily OCTalbHBIX M10JIb30BaTENIEH.

2. CJ'IC)IYIOH_II/Ie KOMITIOHCHTBI YCTAHABIIMBAIOTCA IJIA KAXKI0I'O (baﬁna B OTACJIIBHOCTHU U MOI'yT
MMpUCYTCTBOBATH B ACL B HECKOIBKHX OK3CMILIApax:

1. ACL _USER — conepxut UID u pexum gocryna k (aitry mosb30Baressi, KOTOpOMY
YCTAHOBJICHEI ITpaBa, OTIIMYHBIC OT OCHOBHBIX.

2. ACL_GROUP — 1o xe camoe, uto u ACL_USER, HO 17151 TpynIibl MOIK30BaTEINEH;
3. ACL _MASK — macka AelCTBYIOIINX MpaB JOCTyIa JUIsl paCIIMPEHHOIO PEKUMa.

Ha kaxmoro mojp30BaTeis CO CBOUMU mpaBaMH1 Ha JIaHHBIMN (bal?m XpaHUTCA OTACIIbHAA
3anuchk. He MoxeT CylIeCTBOBATb Ooiee OJHOM 3alMCH Ha OJHOIO M TOIO K€ MOJIb30BaTeI.

HpI/I YCTaHOBKE OOINOJHUTECIIBHBIX IIPAB JOCTYIIA IIPHUCBANBACTCS 3HAYCHUC U DJICMCHTY
ACL_MASK.

Karanoru tak:xe MOTyT HUMETh CIICOK KOHTPOJISL AOCTYMa [0 yMoT4aHuio. B oTnuune ot
ocHoBHOTO ACL, OH JIelicTBYeT Ha CO3/laBaeMble BHYTPH JTAHHOTO KaTajora (haiyibl ¥ KaTaJIoTH.

[Tpu coznanuu (aiina BHYTpH Takoro karajora ¢aiin nomyyaetr ACL, paBubiii ACL. o
YMOJIYaHHUIO 3TOTO KaTaJlora - HacJlel0BaHHUE.
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CLOUD
YcTtaHoBKa 1 U3MeHeHue npas AocTtyna S—

* getfacl — npocmoTtp ACL
* setfacl — mamMeHeHue ACL

root@s1@:~# getent group project

project:x:1005:

root@s1@:~# mkdir /home/project

root@s10:~# cd /home/

root@s10@: /home# setfacl -m d:g:project:rwx,g:project:xwx project

YnpasneHue CriucKkaMyu KOHTPOJIS JOCTYNa TPOU3BOAUTCS MPU MOMOILHU JIBYX YTHIINT:
getfacl usetfacl.

C nomonrpio get facl MOXKHO IPOCMOTPETH TEKYIKE MMapaMeTphl 0CTyna Jrboro daiina.

IIpumep: npu BeI3oBe get facl as katamora dirl Mbl MOJTYYHUM CIEIYIOIICE:

user@sl0:~$ getfacl dirl
# file: dirl

# owner: user

# group: user

user: :rwx

group: : rwx

mask::rwx

other::r-x

ITpumeuanue: Kak modcHo sudemsb, kamanoe dirl npunadaexcum nonb3oeamenio user, 2pynne user u 3HaueHue npas
docmyna K kamanogy — 0775. Kamanoz umeem moabko 0CHO8Hble napamempbl 00Cmynd, NOCKOAbKY U3HAUAAbHO
OonosHUme/bHble Npasa He yCmMaHasAU8aromcs.

JlononHUTENbHBIE ITPaBa AOCTyNA K (paiiily yCTaHABIMBAOTCA U U3MEHSIOTCS IPU IOMOIIHU
yrunutel setfacl.

J1J1st TOTO UCTIOB3YyeTCs CIIEeAYOIIHA (hopMaT BHI30BA!

setfacl -<onumm> <ACL crpykrypa>, <ACL CTpyKTypa>,..,
<ACL_ crpykTypa> <uma_oanna> <mMa_danyia>

ACL_crtpykTypa mpeacTapisieT co00i OHY U3 CIeTyIOIUX KOHCTPYKIIHMA:
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1. [d[efault]:] [ulser]:] <nojab3oBaTejyb> | :<pexmMbl mocTymna>] —
OTIpeIeIIIET PEKUM OCTYTA K aiily Wiu KaTajaory mojis3oBatens. Eciu momb3oBarens He
YKa3aH, OIPEeNAeT PEXXUM TOCTYIIA ITOJIb30BaTEISI-BIIAACIbLA;

2. [d[efault]:] glroup]: <rpymnma> | :<pexrMbl HOCTYyIa>] — TO XKe, YTO H
MPEABIAYIAas KOHCTPYKIIHS, HO JUTsl TPYTIITHI;
3. [dlefault]:] ml[ask][:] [:<pexmuMel mocTymna>] — ONpeneaseT
JICUCTBYIOIIME MTPaBa I0CTYIIA;
4. [d[efault]:] o[ther][:] [ :<pexXuMbl OOCTyIa>] — ONPEICIsACT PEIKUM
JIOCTYTIA JUIsl OCTAJIbHBIX IOJIb30BATENEH.
[Tapamerp default ycraHaBaMBaeTCs JUIsl peKUMa HACJIEIOBAaHUs IIPAB JOCTYIIA.
Hns yeranoBku u uaMenenust ACL. ucnonb3yroTcst Clieayromfe Onuu:
1. ——set — 3amensier nonHocTbio ACL-aiin, Ha yka3aHHBIM B KOMaHHON CTPOKE;
2. —m — U3MEHAET PEeKUMBI JocTyna K ¢aiiny (karajory);
3. —x — yOupaet npaBmia qoctymna u3 ACL.

IIpumep: BOT YTO MBI IOJYy4HM, IpuMeHNB setfacl k karamory dirl:

user@sl0:~$ 1s -1d dirl

drwxrwxr-x. 2 user user 6 Jul 28 20:21 dirl

user@sl0:~$ setfacl \

>-m d:u:tempuser:rwx,u:tempuser:rwx,d:g:adm:rwx,g:adm:rwx,d:0::———,0::——— \
>dirl

user@sl0:~$ 1s -1d dirl

drwxrwx—---+ 2 user user 6 Jul 28 20:21 dirl

user@sl0:~$ getfacl dirl
# file: dirl

# owner: user

# group: user

user: :rwx
user:tempuser:rwx
group: : rwx

group:adm: rwx

mask: :rwx

other::---
default:user::rwx
default:user:tempuser:rwx
default:group: :rwx
default:group:adm:rwx
default:mask::rwx
default:other::---

user@sl0:~$ touch dirl/test.file
user@sl10:~$ mkdir dirl/test.dir
user@sl10:~$ getfacl dirl/*

# file: dirl/test.dir

# owner: user

# group: user

user: :rwx

user:tempuser:rwx
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group: :rwx

group:adm: rwx

mask: :rwx

other::---
default:user::rwx
default:user:tempuser:rwx
default:group: :rwx
default:group:adm: rwx
default:mask::rwx
default:other::---

# file: dirl/test.file
# owner: user

# group: user

user: :rw-

user:tempuser:rwx #teffective:rw-
group: : rwx #teffective:rw-
group:adm: rwx feffective:rw-
mask::rw-
other::-——-

HpI/I HCIIOJIB30BAHUM OIIMHU —X IIpaBa AOCTYyIIa HC YKa3bIBAKOTCA.

Ipumep:

user@sl0:~$ setfacl -x u:tempuser dirl/test.file
user@sl10:~$ getfacl dirl/test.file

# file: dirl/test.file

# owner: user

# group: user

user: :rw-

group: :rwx

group:adm: rwx

mask: :rwx

other::---
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5.5 [JdonosnHuTtesnibHble aTpuoyThbI hainos.

[dononHutenbHble aTPUOYThI CLOL’D
» XpaHsaTcs B inode B BUAe ¢pnaroB

* lsattr — NpoCMOTP AOMNOJIHUTENbHbIX aTPUOYTOB

* chattr — M3MeHeHMe A0NONHUTENbHbIX aTPUOYTOB

B Heckonbkux (hainoBeix cuctemax (ext2/ext3/extd, btrfs, xfs u ap.) umerorcs
JIOTIOJTHUTEIbHBIE aTpUOyTHI (hailioB.

[To ymom4yanuto 3T aTpuOyThl IPU CO3JaHUU HOBOTO (hailyia He yCTaHABIMBAIOTCS, U UX
AKTUBH3ALMs IPOU3BOJUTCS BPYUHYIO.

Komannma 1sattr mokaspiBaeT paclIMpEeHHbBIE aTpUOYTHI.
Komanga chattr u3MeHser pacuimpeHHble aTpuOyThI.

ATpuOyTHI XpaHATCS B 0JI0Ke MHPOPMAITMOHHOTO ecKpunrTopa (inode) mox 3aronoBkom flag
(¢rmar) B BUE MIeCTHAAMATEPUYHOTO YHCIIA!

1. (@) Tonbko moOaBICHUE

(A) HE OOHOBIATH BpeMsl JOCTYTIa

(¢) cxxuMaTh

(C) HE mpUMEHSATH COpy on write

(d) He apxuBHpPOBaATH C MOMOIIIBIO dump
(D) cuaxpoHHOE OOHOBIICHHE KaTaJIOTOB
(€) XpaHUTH TaHHbBIE B BUJIE YKCTEHTOB

(1) HE U3MEHSIEMBIN

A N o

(j) )KypHaIHpOBaHUE JTAHHBIX
10. (s) 3amuIIEHHOE yAaJeHUe

11. (S) cuaxpoHHBIE OOHOBIICHUS
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12. (t) 3ampeT ynakoBbIBaHHsI XBOCTOB
13. (T) na Bepxy uepapxuu OJI0KOB
14. (u) 3amuTa OoT ynaneHus (He 3anpeT yaleHus, HO COXpaHEHHE JIAHHBIX )
HexoTopsie aTpubyThl He MOTYT OBITh U3MEHEHBI chattr, HO oToOpaxkarTres lsattr
(E) ommOka cxxatust
(h) orpomnslii (huge) daiin
(I) nanekcupoBaHHBIH KaTajgor
(N) BcTpoeHHbIe (B inode) qaHHBIE

(X) ceIpoii (raw) JOCTYT K C:KaThIM JaHHBIM, and

A O

(Z) rpszubii (dirty ) cxxarbrit gaiin.
Kak u m1s komanael chmod, TpeOyemas onepaiiys B KoMaHe chattr yka3slBaeTcs Mpu
MOMOIIIH OTIepaTopa, 3a KOTOPHIM CIEAYIOT CUMBOJIbHBIE 0003HAUEHUS aTPUOYTOB.
*  «» MpeInuChIBaeT KOMAHJIC YCTAHOBUTD YKa3aHHbIC aTpUOYTHI,
*  «»— cOpocuTh aTpudyTHI;
*  «=» — YCTAaHOBHTb yKa3aHHBIC aTPUOYTHI U COPOCUTH BCE OCTaJIbHBIC.

[Tapametp -R, 0603HaYaeT, 4T0 KOMaH1a Oy/1eT MPUMEHEHA PEKyPCHUBHO B OTHOIICHUH BCEX
MIOJIKaTaJIOTOB.

[TapameTrp -V, 0003HaUAET BHIBOJ BEPCHH MPOTPAMMBI chattr, a Takke JOMOJHUTETHHBIX
co00I11IeHNH BO BpeMsi ee paboThl.

[Tapametp -v. [Ipu Hcnonb30BaHNU ATOTO MApaMETPa MOCIIE HETO CIEAYET yKa3aTh YUCIIO,
KOTOpO€ OyZIeT YCTaHOBJIEHO B KaU€CTBE HOMEPA BEPCUM UHJEKCHOTO Aeckpunropa. Hukakoro
CMBbICIIa, KPOME TOT0, KOTOPBIM BBl CaMH €My 3 UTe, B HOMEPE BEPCUU HET — 3TO MIPOCTO YHUCIIO,
KOTOPOE MOXKHO 3aIIMCaTh B HHIEKCHBIN AECKPUIITOP. ITO YUCIIO HUKAK HE CBSA3aHO C CAaMUM
daitnom. [Ipu coznanmuu Qaiisia emy BBIICTSETCS HHISKCHBIA JECKPUTITOP U3 YUCIIa CBOOOIHBIX,
HOMCP BCPCHUHU 3TOTO UHACKCHOI'O0 ACCKPUIITOPA YCTAHABIMBACTCA PAaBHBIM CAWUHUIIC.

Komannma 1sattr BEIBOOUT CIIUCOK (paﬁHOB U UX paCH_II/IpeHHBIX-anI/I6yTOB.
ITomo6HO KOMaHAe chattr, koMaHaga lsattr OAJEPIKUBAET ITapaMeTp —R, IpU HaAIUIUU
KOTOPOT0 OHA PEKYPCHUBHO 06pa6aTbIBaeT BC€ IMOJIKATAJIOTH.

[TapameTp —a o3HayaeT oToOpaxeHue nHpopMauu 000 Beex Qaiinax, BKitodas aiiisl,

HMCHA KOTOPbIX HAYMHAKOTCA C TOYKHU.

HpI/I HUCIIOJIB30BAHUM OIIIMH —d BBIBOAITCS CBEACHMS TOJBKO O Karajaorax, HO HE O (bafmax B

HUX.

[TapameTtp -1 mO3BOJISET MONYYUTH CBEACHHUS O (ailiax B paciuipeHHOM (opMmare, e

Ka)X/IbIi aTpulOyT 0TOOpaxkaeTcs He C MOMOIIBI0 OYKBBI, a C TOMOIIIBIO CIIOB.
[TapameTp —v BKJIIOYaeT BBIBOJ BepcuH (HaIIoB.

IIpuMmep: ycTaHOBKa U MPOBEPKA JOMOJIHUTEIbHBIX aTprOyTOB
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echo 123 > file
echo abc >> file
cat file

lsattr file

———————————————— file

root@sl10:~#
root@sl0:~4#
root@sl10:~4#
123

abc

root@sl10:~4#
root@sl10:~#
root@sl10:~4#
root@sl10:~4#
-bash: file:
root@sl0:~#
root@sl10:~4#
-bash: file:
root@sl0:~#
-bash: file:
root@sl10:~4#

chattr +a file

echo xyz >> file

echo 098 > file
Operation not permitted
chattr +1 file

echo cde >> file
Permission denied

echo 098 > file
Permission denied

rm file

rm: remove regular file ‘file’? y

rm: cannot remove ‘file’: Operation not permitted

root@sl0:~# lsattr file
e = file

ITpumeuanue: obpamume sHuMaHue, umo nocae ycmavosku ampubyma append only (a) root He cMoe nepesanucamb

¢aiin, a nocne immutable (i) root He cmo2 Huuezo cdenams ¢ ¢alinom.
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naBa 6. Moaynu 6esonacHocTu Linux.

6.1 Linux Security Module (LSM).

Linux Security Module (LSM) cLowb

* LSM - ¢ppenMBOpPK, NO3BOAIAIOLLINI 06ABUTL B AA4P0 AOMNONHUTE/bHbIE
NPOBEPKM A0CTyna

* LSM He npuBa3aH K KAaKOMY-IM60 cnocoby NpoBepKn

o V|CI'IO}1b3yeTCH Ana peann3aumm OTaInNYHbIX OT DAC Mop,eneﬁ Aoctyna:
- MAC - Mandatory Access Control
- RBAC - Role Based Access Control

B GonbpmMHCTBE ONEpaMoOHHBIX CUCTEM UMEIOTCS CPEJICTBA YIIPABIIEHUS JOCTYIIOM, KOTOPbIE
OIIPEAEIISIOT, MOXKET JIM OIIPECIICHHBIN 00BEKT (10Ib30BATENb WU MPOrpamMmMa) NOIYYUTh TOCTYII
K OIIPEJICIIECHHOMY PECYpCY.

B cucremax UNIX® nmpumensieTcst pa3rpaHUYUTEIbHBIN KOHTPOIb qocTtyna (discretionary
access control, DAC). OToT MeTo/] T03BOJISET OTPAHUYUTH JOCTYI K OOBEKTaM Ha OCHOBE IPYIIIL, K
KOTOPBIM OHH ITPHHAIJICKAT.

Takoe pasrpaHnueHue npaB AOCTYIa MOXKET MPUBECTH K BOBHUKHOBEHUIO psiia pooieM u3-
3a TOTO, 4TO MPOrpaMma, B KOTOPO MOKET ObITh OOHApYKEHA YSI3BUMOCTh, HACTIEAYET BCE MpaBa
nocTyna nonb3osaress. CreaoBaTeNbHO, OHA MOXKET BBITIONHATD JEHCTBUS C TEM K€ YPOBHEM
MPUBHIIETH, KaKOM €CTh y MOIb30BaTENs (UTO HEXKENATENBHO).

BwmecTo Toro uTo05B! OnpenensaTh orpaHuYeHHS 0J00HBIM 00pa3zom, Ooee 6e301acHO
MCIIOJIb30BaTh MPUHIIMIT HAMMEHBIIETO YpoBHS npuBuierui (principle of least privilege), coracHo
KOTOPOMY TIPOTPaMMBbI MOTYT J€NaTh TOJBKO TO, YTO UM HEOOXOAMMO TSI BEITIOTHEHHSI CBOMX

3aja4, 1 He 0oJjiee Toro.

Paspaborumkm sipa Linux He cTamu peaan30BBIBaThH B CBOEM MMPOEKTE KOHKPETHYIO MOJICITh
JOCTyIIa OCHOBaHHYIO Ha IPHUHIIAIIE HAMMEHBIINX MPUBUIIETUH, BMECTO 3TOTO CO37a)I (hPEHMBOPK
LSM (Linux Security Module), KOTOpBbIi TO3BOJISIET TPUMEHSTH JTFOOBIE CYIICCTBYIOLIUE U
OyayIIrie MOIEIH YIPABICHUS JTOCTYTIOM.
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LSM no3Bonsier 100aBUTh B CUCTEMY HOAEPKKY TaKUX MOAYJIEH yIpaBiIeHUs JOCTYIIOM Kak
MAC (Mandatory Access Control) mim RBAC (Role Based Access Control).
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MpuHuun padoTtbl LSM CLOL’D

3 [lpouecc / MpunoxeHne  -—— User Space

|
Syscall

[MpoBepKa Ha oWWBKK Kernel Space

I
ApPryMEHTHI NPaBUNEHLIE Hocryn sanpeuien

Pesynerar
CUCTEMHOM BeI3OBA

DAC npoeepka
I

HocTtyn paspelueH

I LSM mogyns
LSM hook «—yiN—>  (SELinux, AppArmor, PARSEC)
4 MNpoeepka Ha COOTBETCTEME NOMWTUEA

flocTyn paspeluer

[aHHbie

B 2001 rogy Obw10 npeioxkeHo 100aBUTh B AApo JIMHYKC HOBBIH MeXaHU3M 00eCTIeUeHHUs
6e3onacnoct — SELinux, HO ujes Obula OTBEPrHYTA, T. K. CYIIECTBOBAJIM U aJIbTEPHATUBHBIC
IPOEKTHI B 007acTh obecreueHus: 0e30MacHOCTH U He ObUIO KOHCEHCYCa, KaKkas MOJIeIb JIyylIlle.

[Toaromy B koH1e 2003 6bl1a peanu3oBana KoHuemnus LSM, kotopas mo3Bossiia 106aBisTh
JIOTIOJTHUTEIbHBIE MOAYIIH ]1pa, KOTOPbIE pEeaI3yt0T MaHIaTHBIM KOHTPOJIb AOCTYIIA.

Bce LSM BBINONHSIOT JOMOJIHUTEIBHBIE TPOBEPKHU BHYTPU COOTBETCTBYIOIIETO MOIYJIS, a
3ampoc Ha JOCTYM OT MPUJIOKEHHS B BUE CUCTEMHOIO BbI30Ba MepenaeTcss Moayito yepe3 LSM
hook. ITpu uem Be13bIBaeTcst LSM hook mocie Toro, kak ObIT0 MOTYYEHO pa3peiieHue OT
JTUCKPEIIMOHHOTO MEXaHU3Ma KOHTPOJIs JocTyma. Taku o6pazom LSM He mogMeHseT, HO TOTIOTHSIET
TPaIUITMOHHBIC MEXaHU3MBI YIIPABICHUS TOCTYTIOM.

Kak nipu 5TOM OlleHHBaeTCs 3apoc OT NPWIOKEHUS BHYTPU MOMYJISL HE BaKHO. Moy
MOJKET BEpHYTh TOJIBKO J1Ba OTBeTA: Jla — paspemunTs aercterue i Het — 3anpeTuts aeicTeue.

Kak npaBuiio BHyTpu MOJysieil IMEETCsl HEKOTOpasi MOJUTHKA, B COOTBETCTBUU C KOTOPOH,
MOJ1yJIb IPUHUMAET PEILICHUE O PA3PEIICHUN JOCTYIIA.

Cy1ecTByOT HECKOJIBKO peanu3anuii LSM Monyneit:

* SELinux (Security Enhanced Linux)

*  AppArmor (Application Armor)

* PARSEC

*  Smack

« TOMOYO
* Landlock
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6.2 SELinux.

6.2.1 MexaHu3m paboTbl nonnTtuk SELinux.

. CLOUD
Yto Takoe SELinux PR DT

 SELinux peannsyet cucteMy mandatory access control — MAC

 SELinux yctaHaBAuBaeT npasuaa gnas ¢panioB U NpoLeccoB Ha OCHOBE
NOJINTUK

e SELinux — moaynb LSM

Linux ¢ ymyumenHoii 6e3onmacHocThio (SELinuXx) - 3T0 peanu3aius NpuHyIUTSIIBHOTO
yrmpasienus goctynom (mandatory access control — MAC) B siape Linux, mpoBepsroriero
paspelieHre Ha BHIMOIHEHHUE OTePaIui TTOCiIe MPOBEPKH CTAHIAPTHOTO pa3rpPaHUIUTEIIHEHOTO
ynpasienus goctynom DAC.

SELinux co3nan ArenctBoMm HanmonaneHoit bezonacHocTu v BBOAUT B J€iCTBUE MpaBuiIa
1u1st haisIoB M MpoIeccoB B cucteMe Linux, /uist coBepIaeMbIX HaJl HUIMU JCHCTBUIN, OCHOBBIBASICh

Ha YCTAHOBJICHHOM MOJIUTHKE.
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Yrto Takoe SELinux CLOL’D

* Kaxxabin damn, Kataaor uam yCTpoOMCTBO 3TO OO BbEKT
e KaXkAbIN NpoLecc — CyObeKT
* Y 06bEKTOB U CyOBEKTOB MMEIOTCA METKMU

* MonnTUKa ycTaHaBAMBAET NpaBuaa B3aMMOJENCTBUS OOBHEKTOB U
Cy6bEKTOB Ha OCHOBE METOK

[Tpu ucnonszoBanuu SELinux, haitnibl, BKIIOUask AUPEKTOPUHU U yCTPOUCTBA SBISIIOTCS
oO0bekTamu. [Iporeccsl, Takue Kak, BHIIOJTHEHUE KOMaHIbI IT0JIb30BaTeIeM WU IPUIIOKEHHE
Mozilla® Firefox®, sBrsitoTcs CyObEKTaMH.

OcHoBHOe Ha3zHaueHue apXUTeKTypbsl MAC - 3T0 BOBMOKHOCTH PUHYAUTEIHHOTO
Ha3HA4YeHUs aMUHHUCTPATUBHO-YCTAHOBJICHHOM MOJIUTUKHA OE30MaCHOCTH HaJl BCEMHU IPOIECCaMu U
daitnamMu CUCTEMBI, IPU ITOM pEIICHHE OCHOBBIBAETCS HA METKAaX, COJIEPKALINX MHOKECTBO
3HaunMOM uH(popmanuu o 6ezonacHoctu. Korna mexanusm SELinux peann3oBaH, OH MepEeBOIUT
CUCTEMY B COCTOSTHMH JIOCTaTOYHOM 3alllMIIEHHOCTH U NMPEI0CTABISIET KPUTHUHYIO MOJACPKKY
MIPUIIOKEHUSIM, 3alllUIIas IPUIOKEHUS OT B3JIOMa WM 00X0/1a 6€30MacHOCTH.

MAC npenocTaBisieT CTPOroe pas/ieieHue MPUIIOKEHNUN 1 TTO3BOJISIET 6e30macHoe
UCIIOJTHEHHE HE JOBEPEHHBIX NMpuiiokeHui. O0nagas ciocoOHOCThIO OTPaHUYKUBATh IPUBUIIETUH,
CBSI3aHHBIE C UCIIOJHEHNEM MpoleccoB, MAC orpannuuBaeT paMKy MOTEHUUATbHON yIPpO3bl,
TaKMM 00pa3oM OrpaHUYMBAsl B3JIOM YSA3BUMOCTEN B IPUIIOKEHUSIX U CUCTEMHBIX cityx0ax. MAC
BKJTIOUAET 3alIUTy HH()OPMAIMU OT TOJIb30BaTeIel KOPPEKTHO aBTOPU30BAHHBIX B CHCTEME C
OTrpaHMYEHHBIMHU ITPaBaMM TAK)KE€ KaK U OT aBTOPU30BAHHBIX I10JIb30BaTeNEH, KOTOPbIE HEOCO3HAHHO

HCIIOJIHAIOT BpCI[OHOCHBIﬁ KO/.
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Yrto Takoe SELinux CLOL’D

* NMonb3oBatenu Linux conocrtasastotcsa (MannmpyroTcs) ¢ nosib3oBaTeNsaMun
SELinux

* Monb3oBaTtenu SELinux - 3To yacTb NnoanTMKK SELinux

B onepaunonnsix cucremax Linux ¢ 3amynienHsiM SELinux, cymecTByIOT OJIb30BaTENN
Linux u nons3oBarenu SELinux. [Tons3oBarenu SELinux - 310 yacts nonutuku SELinux.
[Tonp3oBatenu Linux comocTaBistoTcs (ManmupyroTcesi) ¢ nons3oBarensimMu SELinux. s Toro,
4yT0OBI N30€KaTh MyTaHULIbI, B JAHHOM PYKOBOJICTBE UCIOJIb3YIOTCS JIBAa TEPMUHA "TIOJIH30BATENh
Linux" u "nonp3oBarens SELinux" mist paznuuust AByX pa3HbIX MOHATHIL.
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Mopenu ynpaeneHus goctynom SELinux CLOL’D

* Type Enforcement (TE): OCHOBHOM MeXaHMU3M OrpaHMyeHuns,
NCMO/Ib3YEMbIN B LIENIEBbLIX NOJUTUKAX

* Role-Based Access Control (RBAC): B 3TolM Moaenun npasa AocCTyna
peanunsyoTcs B Ka4ecTBe posen

* Multi-Level Security (MLS): MHoroypoBHeBas Moae/ib 6e30MacHoCTH, B
KOTOPOM BCEM 06BEKTAM CUCTEMBI NPUCBANBAETCSA ONPESENEHHbIN
YPOBEHb AOCTYNa

* Multi-Category Security(MCS): Paclumpenue MLS, ncnonb3syercs B
LLeNIeBOM NOJIMTUKE A1 OrPaHUYEHNS BUPTYasIbHbIX MaLUUH U
KOHTenHepoB vyepes sVirt

B nomonuaenue k DAC SELinux (Security Enhanced Linux) npeanaraet HeCKOJIbKO

BCIIOMOTI'aTCIbHBIX MOIICHGfI YHOpaBJICHUA JOCTYIIOM:

* Type Enforcement (TE): OcHOBHOI ME€XaHU3M OTpaHUYEHUS, UCIIOJIB3YEMBIN B LIENEBBIX
nonutukax. [lo3Bonser neranbHO, HA CAMOM HU3KOM YPOBHE YIPABJIATh Pa3peIIeHUsIMHU.
Camplii THOKUI1, HO U caMblil TPYJOEMKHH /7151 CHCTEMHOTO aJIMUHUCTPATOPA MEXAHU3M.

* Role-Based Access Control (RBAC): B 3Toi1 MoJienn TIpaBa I0CTyIa peaiu3yroTcs B
KauecTBe poJieid. Posibio Ha3bIBaeTCs pa3pelieHus Ha BBIOJIHEHUE ONPEEIEHHbBIX ACHCTBHI
OJTHVM WJIY HECKOJIBKUMU DJIEMEHTAMHU CUCTEMBI HaJl APYTHUMH YacTsIMU cucTteMsl. [1o-cyTn,
RBAC sBnsercs ganpHeimmm passutueM TE.

*  Multi-Level Security (MLS): MHOTOypOBHEBast MOZI€NIb O€30MTACHOCTH, B KOTOPOW BCEM
00BEKTaM CHCTEMBI IPUCBANBACTCS OMPEICIICHHBIN YPOBEHb A0cTyma. Pasperienne wim
3aIpeT AOCTyIa ONpPeAeIsIeTCs TOIBKO COOTHOIIEHUEM ITHX YPOBHEH.

*  Multi-Category Security(MCS): Paciiupenue MLS, ucnonb3yercs B 11€J1€BOM MOJIUTUKE

JUIS OTPaHUYEHUS BUPTYaJIbHBIX MAIIMH U KOHTEHHEPOB yepes s Virt.
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Yro HE MOXET SELinux cLowb

* He aHTUBUpPYC

* He 3aMeHa naponsMm, bpaHamMayspam, Uam paspeLlleHnsaM Ha 4OCTyn U
T.4.
* He cuctema t1Mna Bce-B-O4HOM

SELinux He sABISETCS:
*  QHTHUBHPYCHBIM MPOTPAMMHBIM 00€CIIEUCHUEM.
*  3aMCHOM MapoJIIM, MEKCETEBBIM dKpaHaM WJIU APYTUM CHCTeMaM O€30MMacHOCTH.
* pemeHreM 0€30MacHOCTH "BCE B OTHOM .

SELinux pa3paboraH, 151 yCOBEPIIEHCTBOBAHUS CYIIECTBYIOIIUX PELICHUH 10
6e3onacHoctH. laxe c 3amynieHHbIM SELinux, He00X0AMMO UCONIb30BAHUE MTPAKTHUK IO
0€30IacHOCTH, TAKMX KaK OOHOBJIEHHE MIPOTPaMMHOT0 00€CTIeUeHUS MTOCISIHUMU OOHOBICHUSIMH,

HCIIOJIBb30BAHUEC CIIOXKHBIX Haponeﬁ, MECIKCCTCBLIX OKPAHOB M ITPOYECTO.
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TepmuHonorust SELinux CLOL’D

* CywHocTb (identity) - 3TOT TEpMUH CXOX C MOHATMEM "nonb3oBaTesb" B
Knaccmyeckom cxemMe goctyna. CyuHOCTb MOXET UMETb TaKOe XKe Ha3BaHue,
KaK 1 JIOTWH No/Ib30BaTesisl, HO B OT/INYME OT JIOTMHA, CYLLHOCTb HE MEHSAETCS
nocne BbINOJIHEHUS KOMaH/bI SuU.

* lomeH (domain) - 3To CNMCOK TOrO, YTO MOXET AeNaTb OTAENbHbIN NpoLiecc.
DaKTUYECKN IOMEH - 3TO AENCTBUS, MUHUMaIbHO HEOBXOAMMblE OHOMY
NpoLEeccy A5 BbIMONHEHWUS M0 3aa4N.

* Ponb (role) - 370 cnNMCcoOK ,OMEHOB, KOTOPble MOTYT ObITb UCMONBb30BaHbI. EC/in
HEKOEro JOMEHa HET B CMUCKE, TO POJib HE MOXXET BbIMOJIHUTL AENCTBUS U3
3TOro AOMeHa.

* Tun (type) - 3To Habop aeicTBuin (onepaumsa) NPUMEHUTENILHO K OGBEKTY.
Ba)HO MOHATb OT/IMYME OT JloMeHa. [loMeH OTHOCUTCA K NMpoLLeccam, a TUM - K
obbeKTaMm.

OcHoBHble ousaTusa SELinux

*  CymHocTsb (identity) — 3TOT TEpMUH CXOXK C IOHITHEM "TIONIB30BATENb" B KIIACCUUECKON
cxeMe foctyna. CyniHOCTh MOKET UMETh TAKOE JK€ Ha3BaHUE, KaK U JIOTHH IOJIb30BaTEs,
HO B OTJIMYHE OT JIOTHHA, CYIIHOCTh HE MEHSETCS TOCIe BRIMOIHEHUs KoMaH bl su. Eciu
MIPOBECTU aHAJIOTHIO, TO CYIIIHOCTh - 3TO KOHKPETHBII yenoBek, Bacs [Tynkun, [Tets
CMUPHOB U T.II.

* JlomeHn (domain) — 3TO CIIHCOK TOTO, YTO MOXKET JIeJIaTh OTACNIbHBIN npoiecc. PaKTUIeCKU
JIOMEH - 3TO JIEHCTBUSI, MUHIMAJIBHO HEOOXOAMMBIC OTHOMY MPOIIECCY JIJIsl BHITIOJHEHUS €T0
3amaun. [lo anajmoruu U3 peanbHOM )XKU3HU, JOMEHOM MOXKHO Ha3BaTh HA0Op ACHCTBUN JIst
COBEPIIICHHSI KAKOW-THOO OTIEpaIii.

*  Poab (role) — 3710 ciCcOK JOMEHOB, KOTOPBIE MOTYT OBITh HCIIOJIB30BaHbI. Eciii Hekoero
JIOMEHA HET B CIIUCKE, TO POJIb HE MOYKET BBINOJHUTD JICUCTBUS U3 3TOTO JOMEHA. B mTaHHOM
CJIydae MOXKHO MTPOBECTH aHAJIOTHUIO C TOJHDKHOCTBIO. To €CTh poJib - 3T0 (pakTHUeCcKH
JIOJKHOCTBD (WJIM TOJKHOCTHASI MHCTPYKIIHS ), KOTOPast MOXKET BBITIOJIHSATH ONPEACSIEHHbBIC

HaOOPBI oneparuii, nin, B moHsTiuu SELinux, ToMeHBbI.

*  Tun (type) — 310 HaOOp neicTBUIA (Oneparysl) IPUMEHHUTEIBHO K 00beKTY. BaskHO MOHATH
OTINYME OT I0MEHA. JJoMeH OTHOCHUTCS K IIpoLieccaMm, a TUI - K 00beKTaM, TAKUM Kak
¢aiinbl, KaTajgoryu, naunel(pipes), COKETHI U T. 1.
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TepmuHonorus SELinux CCUD

* YpoBeHb (level) - cocTout U3 4yBCTBUTENILHOCTU U KaTeropumn. Micnonb3yeTtcs B
cncremax MLS/MCS.

* KoHTeKcT 6e3onacHocTu (context) - 3To Habop Bcex aTpUBYTOB, CBSA3aHHbIX C
ObekTaMn n cybbekTaMm. KOHTEKCT 6e30nNacHOCTU A1 CyObEKTOB
MPOLLECCOB) COCTOUT U3 CYLLLHOCTU, POJIU, IOMEHA, YyBCTBUTE/ILHOCTM U

KaTeropuu

user:role:type:sensitivity:category

* MNepexop, (transition) - 3To0 cMeHa KoHTeKcTa 6e30nacHOCTU. ECTb 1Ba OCHOBHbIX
TUNa NEPEXO0B:

* [lepexop AOMeHa nNpouecca - NPOLLEeCcC MEHSET KOHTEKCT;
* Mepexon TMNa danna - cosgaHune dannos B onpeaenéHHbIX NoaKaTasiorax.

* Monuguka (policy) - aTo Habop NpaBu, KOHTPOMPYIOLLIMX B3aUMOAENCTBUE
poJsier, LOMEHOB, TUMOB U T.J,

*  Yposens (level) — 3710 arpulyT MHOrOypoBHEBOrO yrpasieHus goctynom MLS u MCS.
[IpocTtpanctBo MLS - 310 napa ypoBHeH, 3anucanHbIX B BuJe lowlevel-highlevel,
€CIIM YPOBHHU B JJAaHHOM Mape OTIIMYAOTCS UIIU, €CIIU HE OTIHYaroTcs, To lowlevel. To
ecTb (s0-s0 10 *ke camoe, uto U s0). Eciu 1onomHUTEIBHO OMpeieNieHbl KaTeropuH, TO
YPOBEHbB 3aIIMCBIBACTCA KaK sensitivity:category-set. Ecnu kareropuu He

OIIpPENIEIIEHBI, TO 3aMUCh BBHIIVISANAT Kak sensitivity.

* KoHrekcT 6e30nacHocTH (context) — 310 Habop Bcex aTpuOyTOB, CBA3aHHBIX C OOBEKTAMH
u cyobekramu. KonTekcT 6e30macHOCTH i CyObEeKTOB (TIPOIIECCOB) COCTOUT U3 CYIIHOCTH,
pOJIH, IOMEHA, YyBCTBUTEIBHOCTHU M KaTeropuu. OOBIYHO UCTIONIB3YETCsl TOJIBKO CYITHOCTh-
POJb-IOMEH(MIIM THIT), a, HAPUMED, LiesieBas noiuTHka or Fedora ncnonb3yer TOIbKO
JIOMEHBI U TUIIBI.

* Ilepexon (transition) — 3T0 cMeHa KOHTEKCTa O€30macHOCTH. ECTh 1Ba OCHOBHBIX THIIA
MePEXO/I0B:

o Tlepexon nomeHa mpolecca — Ipouecc MeHseT KoHTekeT; Hampumep, 3amyckaercs uz-
TIOJT TIOJIB30BATENsI HEKHMi 1eMOH. Selinux, Ha OCHOBE METKH UCTIONHAEMOTO (aiina,
MEHSET €r0 KOHTEKCT.

o Tlepexon tuma (haiina — co3mxanue (HaiioB B ONpeAeIEHHBIX MoaKaranorax. Hanpumep,
noJib30Barels co3naét html-crpanuuky B katanore WEB-cepsepa. Uro6s1 WEB-cepBep
MOJTYYHIT IOCTYT K 3TON CTpaHUYKe, HEOOXOJMMO CMEHUTH KOHTEKCT 0€30IaCHOCTH
¢aiina (WEB-cepBep He nMeeT 10CTyna K KOHTEKCTY MOJIb30BATEIA).

* Iloautuka (policy) — 310 HabOp MpaBwiI, KOHTPOIUPYIOUINX B3aUMOACHCTBHE POJIEH,
JIOMEHOB, THUIOB U T. 1. [TonmuTHku paboTaloT Ha ypOBHE CUCTEMHBIX BHI30BOB U
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00pabaThIBalOTCs AIpOM, HO MOXKHO peasin30BaTh U Ha YpOBHE NMpuiiokeHus. [loauruku
OMMCHIBAIOTCS IPU MOMOIIIM CIIEUAIBHOIO SI3bIKa OMMCAHUS MPaBUJI 1OCTYIIA.
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Monutukmn SELinux CLOL’D

* LleneBas (targered)

* MUHMUMasbHaa (minimum)
e MHoroypoBHeBas (MLS)

e CTporas (strict)

B Hacrosmmii MOMEHT yske pa3paboTaHO HECKOJIBKO FOTOBBIX MOJUTHK 0€301MacHOCTH,
KOTOPBIE MOJKHO UCIIOJIB30BATh 110 YMOIYAHUIO HA CEPBEPAX U HA JOMAIIHUX KOMIIbIOTEpax. Bceé,
41O TpeOyeTCst OT CUCTEMHOTO aIMUHUCTPATOpa - BBIOPATh NCIOIb3YEMYIO IOJTUTUKY U
nepe3arpy3uTb KOMIbIOTep ¢ BKIOUEHHBIM SELinux.

B cpennem, nomutuka 6e3onacHocty SELinux aJist BCeit CUCTEMBI COIEPKUT O0iee cTa ThICAY
MpaBuJI, TaK 9TO €€ CO3/IaHKE U OTJIaKa 3aHMMACT 3HAYUTEILHOE BPEMSI.

Haubonee pacnipocTpaneHsl cielyonme MOJIuTHKHU:

1. HeneBas (targered). OTa monutuka pazpadorana komnanuei Red Hat u siBnsiercs
HauboJee NCIOIb3yEMOIi;

2. MunumaabHas (minimum). SIBnseTcs MoauduKayei eaeBol MOJTUTHKH, B KOTOPOU
TOJIBKO BHIOPAHHBIE MPOLIECCHI 3AIIUIIAIOTCS.

3. MmnoroypoBHeBasi (MLS). [To3BonsieT oGecrnieunBaTh ypoBHH 0€30M1aCHOCTH U MOXKET
UCTIOJIb30BaThCsl TOCCTPYKTYPaMH ISl XpaHEHUs! HH(pOpMAIMK pa3InYHbIX YPOBHEH
CEKpETHOCTH;

4. Crporas (strict). DTOT BapUaHT NOJUTHUKHU MOAPa3yMeBaeT npasuio "YUTo He pa3pelnieHo, To
3anpenieHo".
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YcraHoBka SElinux CLOL'D

» RedHat - yctaHaBAMBaeTCsl MO YMOAYAHUIO
* Debian (c™. https://wiki.debian.org/SELinux/Setup):

- YctaHoBUTb NakeTbl: selinux-basics, selinux-policy-default, selinux-utils, auditd
— BbINONAHUTL KOMaHAY selinux-activate

— lMepesarpy3utb OC

— MNpoBepuTb YCTaHOBKY KOMaHJ0oM check-selinux-installation

B RedHat mono6nsix auctpulytuBax SELinux ycraHaBIMBaeTCs U BKIIOYAETCs MO
yMosrdaHuio. HUKakux crienuanbHbIX IeHCTBHIA IO yCTaHOBKE HE TpeOyeTcs.

B Debian nogoOHbIx AucTpubyTHBax A ucnoib3oBanus SELinux ero cHauana Tpedyercs
YCTaHOBHTb.

IIpumep: YcranoBka SELinux Ha Debian, cM. mogpoOGHOCTH TYT:
https://wiki.debian.org/SEL inux/Setup

1. TIpoepbTe mpenBapuTeabHbIe TpeOOBaHUS: (DAMITOBBIE CHCTEMBI JOJIKHBI ITOICPKUBATH
pacumpeHHsbIe aTpruoOyTH, IAPO CKOMITMIIMPOBAHO C MOAIEPKKON ayIuTa U COOCTBEHHO
SELinux.

2. VYcTaHOBUTE HY)KHBIE ITAKETHI:

root@sl0:~# apt install selinux-basics selinux-policy-default \
selinux-utils auditd

3. Bremonnuts koMaHay selinux-activate, koropas Hactpoutr GRUB, PAM u co3nact

daiin / .autorelabel.
4. Ilepesarpysute OC.

IIpoBepbre ycTaHOBKY KOMaHI0M check-selinux-installation.
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Pexxumbl pabotbl SELinux

* Tpu pexkxmuma paboTbl:
1)Enforcing
2)Permissive
3)Disabled

CLOUD

* KoMaHAa sestatus — nokasbiBaeT coctosiHMe SELinux

* KomaHpa getenforce — pexum paboTbl
* KomaHga setenforce — nepekoyeHme pexmma paboTbl

SELinux umMeeT Tpu OCHOBHBIX PEKUM pabOThI, IPU ATOM WHOT/A [0 YMOJIYAHUIO YCTaHOBIICH

pexxum Enforcing. 9To 10BOIBHO KECTKHUH PEKUM, U B Cllyyae HEOOXOAUMOCTH OH MOXKET OBbITh

M3MEHEH Ha OoJee y,Z[O6HBII71 JJI1 KOHCYHOTIO IT0JIb30BaTCIIAd.

1. Enforcing: Pexum no-ymomnganuto. [Ipu BeI6Ope 3TOr0 peskuma Bce AeHCTBHS, KOTOPbIE

KaKHMM-TO 06pa30M HapymaroT TCKYIIYIO ITOJIUTUKY 6630H8.CHOCTI/I, 6y,HYT 6J'IOKI/IpOBaTBC$I, a

MOTIBITKA HapyIIeHus OyAeT 3aQUKCHpOBaHa B KypHaJe.

2. Permissive: B ciiy4yae ncmons30BaHUs 3TOTO pexuMa, HHGOPMAIIHS O BCeX JACHCTBUSAX,

KOTOpbI€ HapyLIalOT TEKYIIYIO MOJUTHKY 0€30MacHOCTH, OynyT 3aMKCUPOBAHBI B KypHAJIE,

HO caMU JeMCcTBHSI He OyayT 3a0JI0KUPOBAHBI.

3. Disabled: IlonHoe oTKIIFOYEHHE CUCTEMBI IPUHYIUTEIBHOTO KOHTPOJIS AOCTYTIA.

Komanna sestatus nokaseiBaet cocrosuue SELinux.

IIpumep:

root@sl0:~# sestatus
SELinux status:

SELinuxfs mount:

SELinux root directory:
Loaded policy name:

Current mode:

Mode from config file:
Policy MLS status:

Policy deny unknown status:
Memory protection checking:
Max kernel policy version:

enabled
/sys/fs/selinux
/etc/selinux
default
permissive
permissive
enabled
allowed
actual
33

(secure)

Taxoke BbI MOXKeTe y3HaTh cTaryc SELinux mpu nmoMomu koManasl getenforce.

IIpumep:

root@sl0:~# getenforce
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Permissive

Komanna setenforce nmo3Bosser ObICTPO MEPEKITFOYATHCS MEXKAY pekuMamMu Enforcing u
Permissive, ”3MeHeHUs BCTYMAOT B CHITy 0e3 mepe3arpy3ku. Ho eciii BbI BKITIOUaeTe Win
orkmouaete SELinux, TpeOyeTcs nepes3arpy3ka, Bellb Hy>)KHO 3aHOBO YCTaHABIUBATh METKH
6e3omacHOCTH B (haiiIOBOM CHCTEME.

J{ns1 yCTaHOBKH PEKHUMA MO-yMOTYaHHUIO, KOTOPBIN OylIeT MPUMEHSTHCS TPH KaXKI0H 3arpy3Ke
CHCTEMBI, 3ajaiiTe 3HaueHne CTpoku SELINUX= B ¢aine /etc/selinux/config, 3a1aB oguH

U3 pexKUMOB — enforcing, permissive win disabled.

IIpumep:

root@sl10:~# grep SELINUX=[a-z] /etc/selinux/config
SELINUX=permissive

root@sl0:~# apt-cache show selinux-policy-default | grep -A5 Description-ru
Description-ru: OI'pPaHMUYEHHB M CHEeUMaJIM3UPOBAHHHY BapMaHTH opabBumi SELinux

B naxkere comepxmuTcsa obpasuosbli Habop npaBus mis SE Linux. B craHmapTHOM
KOHQUI'ypaluuM OH MNpelocTaBjigseT Habop NpaBuUil paHee M3BECTHHM Kak
"cneumanuauporaHHEM" (targeted) . Ecim ymanuThk monmyJsib unconfined, To Oymer

IPEenoCTaBJIATECSA HAOOP NpPaBMJI paHee M3BECTHHM Kak "orpaHmdeHHEM" (strict).

[Tapamerp SELINUXTYPE= B aitnie /etc/selinux/config yKa3bIBaeT THII

HpHMCHSIGMOfI IIOJINTUKH.
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CLOUD
OrpaHM‘leHHble MU HeorpaHu4eHHble npouecchbl e —

* B LeneBom NoOMTUKE BCe NPOLLECChI AeNATCS Ha ABE KaTeropum
* OrpaHMYeHHbIe T. €. 3almiatoTcs (orpaHnymBatotcs) SELinux
* HeorpaHuyeHHble Te 4To ucnosb3ytoT DAC mexaHu3M B cBoen paboTte

Korna neneBast monutuka targeted nucnonb3yercs, IpoLecchl, KOTOPbIE SABISIOTCS LEIEBbIMH,
3aIlyCKalOTCsl B OTPAHUYEHHOM JOMEHE, OCTaJIbHbBIE IPOLIECCHI 3aITyCKAKOTCS B HEOIPAaHUYEHHOM
nomene. Harpumep, Mo yMoJI4aHuio MOJIb30BaTeNH, MPOIIEAINE aBTOPHU3AIINI0, pabOTaloT B
noMmeHe unconfined t M cuCTEMHBIE TPOLECCHI 3aIlyLIEHHBIE Nit-OM 3aIlyCKaOTCs B JOMEHE

initrc t - o0a 1o0MeHa HEOrpaHUYEHHBIE.

Heorpannuennbie JOMEHBI (TakK ke, KaK U OTPAaHUYEHHBIE) - 3TO CYOBEKTHI JIJIs ONepaiuii
BBITIOJTHEHUS U 3alTUCH B MaMsATh. [1o yMom4anuto, cyObeKTHI 3amyllieHHbIe B HEOTPAHUYEHHOM
JIOMEHE HEe MOTYT BBIJICIHUTDH MaMATh AJIs 3alMCH U 3aIyCTUTh €€. ITO YMEHbIIAET CTETIEHb YTPO3bl
araku nepenonHeHus Oydepa buffer overflow attacks. DT npoBepku nmaMsATH OTKITIOYAIOTCS
YCTaHOBKOH ByneBbIX mepekiovaresnei, 9to mo3BoseT n3MeHaTh noautuky SELinux "Ha xomy".
Hactpoiika bByneBbiX 3HaueHUI paccCMaTpUBAETCS MO3KE.

[Toutn kaxxas cereBas ciyx0a orpaHudeHa. Takyke OOJBITMHCTBO MPOIECCOB, KOTOPHIS
3aImycKaroTcs B Linux ¢ MpUBUIIETUSMH TMOJIB30BaTENSI r0Ot ¥ BBIMTOTHSIOT 3a1a49H JIJIS
MOJIb30BaTeNeH, Takue Kak mpriiokenne passwd, orpannuensl. Korja nporiece orpanuyeH, oH
3aIyCKaeTcsi B CBOEM COOCTBEHHOM JOMEHE, HalpuMep npoiecc ht tpd 3amyckaercs B JOMEHe
httpd t.Ecau orpaHM4eHHBIN IPOLECC CKOMIIPOMETUPOBAH aTaKYIOLUIUM, B 3aBUCMMOCTH OT
koHurypanuu SELinux, 1ocTym aTakyromero K pecypcam U Bpell, KOTOPbIii OH MOXKET HAHECTH
OTpaHWYCH.

Heorpanunuennsie (unconfined) mporiecchbl BHIOMHAIOTCS B HeorpaHudeHHbIX (unconfined)
JIOMEHaX, POrpaMMBI 3aIlyCKaeMble 1nit BBIOIHAIOTCSA B HeorpaHudeHHOM unconfined initrc t
JIOMEHE, HEOIPaHUYEHHBIE IPOLIECCHI SIpa 3aIlyCKaloTCs B foMeHe kernel t. Jlus
HEOTPaHWYEHHBIX MPOIIECCOB MpaBmiIa MOMUTHKY SELInuX Takke MpUMEHSIOTCS, HO TTpaBuja
MOJINTUKH CYIIECTBYIOT ISl pa3pelieHus MPaKTUISCKH BCEX TOCTYTOB JIJIsl TPOIIECCOB,
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3aIlyIlIeHHBIX B HEOTPaHUYEHHBIX JoMeHax. [Ipoliecchl 3anmyiieHHbIe B HEOTPAaHUYEHHBIX TOMEHAX
OTKATBIBAIOTCS K HCIOJIb30BaHUIO TOJNbKO rpaBuil DAC. Ecnu HeorpaHuueHHBIH mporece
ckoMIipoMeTHpoBaH, SELinux He orpaHMYMBAET aTaKyIoLIEro OT MOJTYYeHHs JOCTya K CUCTEMHBIM
pecypcaM u uHpOpMaKH, HO, KoHeUHO, npaBuia DAC Bc€ paBHO ucronb3ytores. SELinux 3To
yaydnieHne Mexann3MoB Oe3omacHocT Haj DAC, Ho SELinux He 3aMeHseT ero.
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CLOUD
OnpepneneHne KOHTEKCTa ae———
* Onums - Z no3BoJIAET ONpeae/inTb KOHTEKCT 06bEeKTa UM CyObeKTa
*ls -Z
*ps -4

* B LieneBbIx NOAUTUKAX A5l NPeAoCTaBleHUs A0CTyNna K pecypcaM AOMEH
cybbeKTa [0/IKEH MMETb NpaBa A0CTyna K TUMYy ob6beKTa

* [IpaBuna AOCTyna onNMUCbIBatOTCA B NOJINTUKE

» 115 CTaHAaPTHbIX CEPBMUCOB YXX€ UMEKTCA NOJNTUKMU, pa3paboTaHHble
ManTenHepamMu ANcTpnbyTMBOB

B neneBsix (targeted) monuTHKax MperoCTaBIeHHE JOCTYIIa OCHOBAHO HA aHAJIN3€ METOK.
[TonuTrka mpoBepsieT MOXKET JIM JOMEH Ipoliecca (CyObeKTa) MOIy4UuTh TOCTYI K pecypey
(06bexTy). SELinux nepexBarblBaeT CUCTEMHbIE BHI30BBI M Pa3pelIaeT J0CTYI, €CIU MOJIUTUKA 3TO
IIO3BOJISET.

WNudopmarus 0 MeTKax HaXOJUTCS B KOHTEKCTE.

OcHOBHas onuus MoJy4YeHUss HHPOPMALUN O KOHTEKCTaxX —7Z.

IIpumep: Mbl npoBeprM KOHTEKCT (haijioB, KOTOpPbIE UCIIONB3YeT AeMoH apache2. U
KOHTEKCT Iporiecca Beb cepsepa. B monutukax uMeercs paspenieHue 1 JoMeHa httpd t
HoJIy4aTh JOCTYyI K THHaM httpd sys content t.YroOsl mpouecc Nomy4dus J0MeH
httpd t mporpamma mMmeeT THIl httpd exec t.
root@sl0:~# apt install apache2

root@sl0:~# ls -Z /var/www/html/index.html
unconfined u:object r:httpd sys_content t:s0 /var/www/html/index.html

root@sl0:~# ps -eZ | grep apache2

system u:system r:httpd t:s0 1609 2 00:00:00 apache2
system u:system r:httpd t:s0 1610 ? 00:00:00 apache2
system u:system r:httpd t:s0 1639 2 00:00:00 apachez

root@sl0:~# 1ls -Z /usr/sbin/apache?2
system u:object r:httpd exec_t:s0 /usr/sbin/apache2

B npumepe BbIlie MbI HE BUIUM caMoil monuTHkH. [lonuTrka npencraBiseT u3 ceos
OuHapHBIN (ailsl, KOTOPBI BO BpeMsI cTapTa CHCTEMBI 3arpyxaercs B siipo. [IpaBuia Hamucanus
MOJIUTHK MBI 00CYAMM HUXKE.
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CLOUD
ByneBbl 3Ha4yeHuA (nepekntoyarenu) vyt

* [MoNUTUKa MOXKET NpeaycMaTpmBaTh HAaCTPOMKY paspeLLeHns UM 3anpeTa
Ha BbINOJIHEHME KaKMX-IMOO 0COObIX AENCTBUN

* TaKkMe paspelleHnss MOryT HaXOAUTbCA B ABYX COCTOSAHMAX [a UJIU HET,
MO3TOMY Ha3blBalOTCA 6YNEBLIMU

* KoMaHpa semanage boolean -1 wimgetsebool -a BbIBOAT
CMUCOK BCeEX BYNIEBbIX 3HAYEHUMN

* KoMaHae set sebool yCTaHABAMBAET HY)KHOE 3HaYeHne

[Tepexrouareny MO3BOJISIOT U3MEHATH YacTH nmonuTHKH SELinux Bo Bpemst pabotsr (6e3
nepe3amnycka U OCTAaHOBKH ), He 00J1a/1as IITyOOKMM MOHUMaHueM co3faanus nmonutuku SELinux. 91o
MO3BOJIIET BHOCUTh U3MEHEHUSI, TAKUE KaK: pa3pelieHne J0CTyna ciayx0am K (pailioBeIM cucreMam
NFS, 6e3 nepesarpy3ku win pekoMnusiuu noautuku SELinux.

I[J'IH NOJIYy4YCHHU: CIIMCKa HepeKﬂ}oaneneﬁ, O6’LHCHCHI/I${, 34 4TO OTBCYACT Ka)KI[BIfI
MNEPCKIOYATCJIb, BKIIFOUCH UJIM BBIKJIFOYCH, HCO6XOI[I/IMO BBIIIOJIHUTH KOMAaHAy semanage

boolean -1 OT UMEHHU MOJb30BaTENISA rOOt.

IIpumep:
root@sl0:~# semanage boolean -1 | egrep ' (Ilepexsmouarens |httpd.*connect db)'
[lepexiouaTresb SELinux Cocrosaume Ilo ymMosdaHu OnmcaHue
httpd can network connect db (BBIKJI. , BEIKJI. ) Determine whether scripts and

modules can connect to databases over the network.

Komanna getsebool —a BBIBOOUT CHUCOK NEPEKIIOYATENICH, TOKA3bIBAET BHIKIIOYCHBI OHU
WJIM HET, HO He JaéT OMMCAHMA, 3a YTO OHU OTBEYAIOT.

IIpumep:

root@slO0:~# getsebool -a | grep 'httpd.*connect db'
httpd can network connect db --> off

Jlns momydeHus cTaryca OHOTO KOHKpeTHOTo byneBa 3HaueHus (TepeKitodaress)
boolean—-name Ucnonb3yeTcs KOMaHIa getsebool boolean—-name

IIpumep:

root@sl0:~# getsebool httpd can network connect db
httpd can network connect db --> off
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Komanga setsebool boolean-name X NEpeBOAUT MEPEKIIOYATENIA B COCTOSIHUE
BKJIFOUEHO UJIU BBIKIIIOUEHO, Il boolean—-name - Ha3BaHUE NIEPEKIIIOYATENA, a X - On I

BKJItOUCHUS UM o f £ U1l BBIKIIFOYEHUS.

IIpumep:

root@sl0:~# setsebool httpd can network connect db on
root@sl0:~# getsebool httpd can network connect db
httpd can network connect db --> on
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. CLOUD
N3meHeHUs KkoHTeKcTa thannoB ysRA DT

» [Ins npeaoctaBieHns goctyna K ¢amiamMm Heobxoammo MMeTb
NPaBU/IbHbINA KOHTEKCT

* BpeMeHHO€e Ha3Ha4YeHMe KOHTEKCTA BbINOJIHAETCS KOMaHAoM chcon
* BOCCTaHOB/NIEHUE KOHTEKCTa — restorecon
* [TOCTOSAHHbIM KOHTEKCT YNpaBaseTcs KOMaHAoM semanage fcontext

YtoObl HEKOTOPBIM OTPAaHUUYEHHBIN MPOLIECC MOTYUHI TOCTY K (hailiny, mocaeaHui, B CBOIO
ouepenib, JOJDKEH UMETh HYKHBIN THIL.

KOMaHI[a chcon YCTaHaBJIMBACT BpeMeHHLIfI KOHTCKCT.

IIpumep: Ilepexnrouaem B pexxuMm Enforcing. CozmaeM cOOCTBEHHBIN pecypce U MOTydaeM
3ampet goctyna. [locie ycTaHOBKM MpaBUIILHOTO KOHTEKCTA JOCTYII MOSIBIISETCA.

root@sl0:~# setenforce 1
root@sl0:~# getenforce
Enforcing

root@sl0:~# mkdir /home/myweb

root@sl0:~# echo 'My test Web Page' > /home/myweb/index.html
root@sl10:~# 1ls -7 /home/myweb/
unconfined u:object r:home root t:s0 index.html

root@sl10:~# cat /etc/apache2/sites-enabled/myweb.conf
Alias /myweb /home/myweb

<Directory /home/myweb>

AllowOverride none

Require all granted

</Directory>

root@sl0:~# curl http://127.0.0.1/myweb/index.html

<!DOCTYPE HTML PUBLIC "-//IETF//DTD HTML 2.0//EN">

<html><head>

<title>403 Forbidden</title>

</head><body>

<hl>Forbidden</hl>

<p>You don't have permission to access this resource.</p>

<hr>

<address>Apache/2.4.62 (Debian) Server at 127.0.0.1 Port 80</address>
</body></html>
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root@sl0:~# setenforce 0
root@sl0:~# curl http://127.0.0.1/myweb/index.html
My test Web Page

root@sl0:~# setenforce 1

root@sl0:~# curl http://127.0.0.1/myweb/index.html
<!DOCTYPE HTML PUBLIC "-//IETF//DTD HTML 2.0//EN">
<html><head>

<title>403 Forbidden</title>

</head><body>

<hl>Forbidden</hl>

<p>You don't have permission to access this resource.</p>
<hr>

<address>Apache/2.4.62 (Debian) Server at 127.0.0.1 Port 80</address>
</body></html>

root@sl0:~# chcon -t httpd sys content_t /home/myweb/index.html
root@sl10:~# curl http://127.0.0.1/myweb/index.html
My test Web Page

KomaHna restorecon BOCCTaHABIMBACT KOHTEKCT IO YMOITYaHUIO.

IIpumep: BoccTaHoBIEeHNE KOHTEKCTA MPUBOAUT K 3aMPETY JOCTYTIA.

root@sl0:~# restorecon -R /home/

root@sl0:~# curl http://127.0.0.1/myweb/index.html
<!DOCTYPE HTML PUBLIC "-//IETF//DTD HTML 2.0//EN">
<html><head>

<title>403 Forbidden</title>

</head><body>

<hl>Forbidden</hl>

<p>You don't have permission to access this resource.</p>
<hr>

<address>Apache/2.4.62 (Debian) Server at 127.0.0.1 Port 80</address>
</body></html>

root@sl0:~# 1ls -Z /home/myweb/index.html
unconfined u:object r:user_home_ t:s0 /home/myweb/index.html

Komanna semanage fcontext usmenser koHTekcT SELinux ans gaiinos. [pu
UCIIOJIb30BaHHUH 1IEJIEBOM MOJIUTUKH targeted, n3MeHeHHe BHOCUMBIE JAHHOW KOMaHI0M,
no0apistores B Qaiin /etc/selinux/targeted/contexts/files/file contexts,
€CJIM U3MEHEHUSI BHOCATCS JIJIs CYIIECTBYIOMIMX (PAaiiIoB, TO OHU J0O0ABISAIOTCS B (aiii
file contexts, uiu nobasmsatorcs gaitn file contexts.local g HOBHIX (aiiaoB 1
KaTaJoroB, HAIPUMEp MPH CO3/IaHUU Katanora /web/ . setfiles, ucnonb3yromascs npu
MapKHUpoBaHUe (HAaIIOBON CHCTEMBI U restorecon, HCIOIb3YIOMAsCs Ui BOCCTAaHOBICHHS
koHTekcTa SELinux 1o yMoa4aHuIo, YUTAIOT 3TH (Qailyibl. DTO 3HAYUT, YTO U3MEHEHUSI BHOCUMbIE
KOMaHJol semanage fcontext MOCTOSHHO, Jaxke eciu (aiinoBas cuctema Oyzer
nepemapkupoBana. [Tomutuka SELinux KoHTpoIHpyeT BO3MOXKHOCTD TTOJIb30BaTeNeH U3MEHSITh
KOHTEKCT (haiiioB.

Jnis BHECEHHS M3MeHEeHNH B KOHTEKCT SELinux n3MeHeHni, KOTOphIe COXPaHITCS MIPH

nepeMapKupoBaHUH (HAHIIOBON CHCTEMBI HAJIO:
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1. BemmonHnTh KOMaHAy semanage fcontext -a options file-name|
directory-name IloMHuTe, 4TO HEOOXOIMMO UCIOJIB30BaTh MOJHbIE TyTH K (ailnam u

KaTtaJjioram.

2. BemonHuTh KOMaHy restorecon -v file-namel|directory-name mid

IMPUMCHCHU A W3MEHEHHI KOHTEKCTA.

Ilpumep: IIpuMeHeHNE KOHTEKCTA K KaTaJIOry.

root@sl0:~# semanage fcontext -a -t httpd sys content_t /home/myweb
libsemanage.add user: user sddm not in password file

root@sl0:~# restorecon -R /home/

root@sl0:~# 1ls -Z /home/myweb/index.html
unconfined u:object r:user home_ t:s0 /home/myweb/index.html

root@sl0:~# 1ls -dZ /home/myweb
unconfined u:object r:httpd sys content_ t:s0 /home/myweb

root@sl0:~# semanage fcontext -a -t httpd sys content t '/home/myweb(/.*)?'
libsemanage.add user: user sddm not in password file

root@sl0:~# restorecon -vR /home/myweb/

Relabeled /home/myweb/index.html from unconfined u:object r:user home t:s0 to
unconfined u:object r:httpd sys content t:s0

root@sl0:~# !curl
curl http://127.0.0.1/myweb/index.html
My test Web Page

root@sl0:~# tail -2 /etc/selinux/default/contexts/files/file contexts.local
/home /myweb system u:object r:httpd sys content t:s0
/home /myweb (/.*) ? system u:object r:httpd sys content t:sO

Tlepeoe u3 nokazaHHbIX Npasui MapKUpoeKU AullHee, M. K. emopoe npasuao (/home/myweb(/.*)?) npumeHsiemcsi Kak K
kamanozy /home/myweb mak u Ko ecemy e2o cooepiHcumMomy.

VYnanenue nepMaHEHTHOM MapKUPOBKH (aijIoB MPOU3BOIUTCS KOMAH/ION semanage
fcontext -d options file-namel|directory-name

IIpuMmep: YnaneHue JUIIHETO TpaBrUiia MAPKUPOBKH.

root@sl0:~# semanage fcontext -d -t httpd sys content t /home/myweb
libsemanage.add user: user sddm not in password file

root@sl0:~# tail -2 /etc/selinux/default/contexts/files/file contexts.local
/usr/bin/VBoxClient system u:object r:unconfined execmem exec t:s0
/home/myweb (/.*)? system u:object r:httpd sys content t:s0
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6.2.2 A3bIK onucaHua nNpasBua goctyna.

CLOUD
3auyem co3gaBaTb CBOM MOMUTUKMU LB LENTP

* Bbl MICNONb3yeTe OrpaHUYEHHbIN CEPBUC HECTAHAAPTHLIM 00pPa3oM
* Bbl XOTUTE CO3aTb COOCTBEHHbIN OrPaHUYEHHbIN CEPBUC

* PaclumpeHune nam nsmMeHeHue CyLecTBYHOLLMX MNOJIMTUK 411 COBCTBEHHbIX
HYX/,

SELinux 310 THOKHI ¥ MOIIIHBIN HHCTPYMEHT obecnieueHus 6e3onacHocTd. OCHOBOM Jy1st
npuHATHA pemernit B SELinux ciryxuT noautuka. [TomuTrKy 1Mo yMOIYaHHIO CO3/Iat0T JIFOMH,
KOTOpBIE MOJAePKUBAIOT NUCTprOyTUB JInHykca. OCHOBY ISl 3TOM MOJUTUKU CO3/1AI0T
pa3pabOTYNKH MPOTPAMMHOTO 00eCTICUCHHS.

Pa3paborunku codra u 1ucTprOyTUBOB, KaK MPABUIIO, IPUAECPKUBAIOTCS CIEAYIOLUIUX LETeH:

* Ilporpammsl nomkHbI padoTtaTh. [1051b361 OT IpOrpaMMBbl, KOTOpasi aOCOJIIOTHA 3alUILEHA U
IIPU 3TOM HE MOXKET paboTaTh, HET HUKAKOM.

* OOGecneuyenue 0€30MaCHOCTH OCHOBAHO HA OOIIMX MPHHIUIAX U COOOpaXKEHUsIX. ITO
O3HA4YacT, 4YTO B KOHKPETHO BalIe YCTaHOBHeHHOﬁ CUCTCMC, HC YYHUTLIBAOTCA BCC HIOAHCHI
(YHKIIMOHUPOBAHUS JTaKEe CTAaHJAPTHBIX MMAKETOB.

* B kaxzaom quctpuOyTuBe UMeeTcst HAbOp MPeayCMOTPEHHOTO 3TUM JAUCTPUOYTHUBOM
nakeToB. Eciin Bbl HCTIONIB3yeTe KaKOH-TO MAKEeT He MPeyCMOTPEHHbII pa3paboTuuKaMu, TO
JUIs Hero He OyJeT MOJUTHUKU. B 3ToM cilyuae makeT Wi He paboTaeT WK MonaaaeT B
KaTerOpHI0 HEOIPaHUUEHHBIX, T. €. He 3aiuiaercs ¢ nomoibso SELinux.

Wcxonst u3 BhIIIE U3JI0KEHHOTO MOXKEM CJIEIaTh BBIBO, YTO PAHO HJIM MTO3THO Y BAC MOXKET
BO3HHMKHYTH TIOTPEOHOCTH B CO3aHUH COOCTBEHHON MOMUTUKH. OCHOBHBIMU MPUIMHAMHU JJISI STOTO
MOTYT CITYXHUTh CJIEIYIOIINE COOOPAKESHHUS:

* Bl ucrnosp3yere CTaHJapTHBINA OTPAaHUYECHHBIA CEPBHUC HE TAaK KaK 3TO IPELyCMaTpUBAIl
pa3pabotuuk. B 3TOM citydae BaM npuaeTcs pacIMpATh CTAaHAAPTHYIO NOJUTHKY CBOMMH
IIpaBUJIaMHU.
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*  BrlI ucnonp3yere naket, KOTOPOro HET B CTAHJAPTHOU MTOCTABKE, HJIA CO37aeTe COOCTBEHHBIN
nakeT. B Takom ciyuae Bam nmotpeOyercs co3aaTh CBOM MoAyib moauTuku SELinux mist
JAHHOTO MPOTPAMMHOTO 00€CTICUCHHUS.

*  Bpgl, oCIIe OIIEHKH, CYIIECTBYIOMINX JIe(ONTHBIX MOJUTHK MPUIILTA K BBIBOITY, YTO

OrpaHU4YCHHA B HEH CIIMIIKOM JII/I6epaJIBHBIC u H€06XOIII/IMO YKCCTOYCHHUC ITOJIUTHUK.
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CLOUD
MeTogonorus co3gaHus NOAUTUK ramaR DT

* PeakTMBHas — Kak peaKuus Ha NpobsieMy, CBS3aHHYIO C CYLLLECTBYHOLLEN
NOJINTUKOM

* [lpoaKTMBHasi — MOJINTMKA CO3aETCA HAa OCHOBE NPeACcTaBAEHUN O TOM,
Kak Jo/KHa paboTtaTb NporpaMma

Hepez[ CO3JaHHEM COOCTBEHHBIX MOJINTUK, HY?)KHO ITOHUMATh, YTO UMECTCA JIBa MMOAX0Aa IJId

CO3JaHusA ITIOJIUTHK.

* PeaktuBHbIi. B 3TOM Cciiyyae BbI pemiaeTe Kakyr-T0 KOHKPETHYIO po0ieMy, CBSI3aHHYIO C
HeNpaBWIbHOW paboTol orpaHnueHHON nporpaMMel. Kak pe3yasrar pemeHus npooiaeMbl Bbl
coznaere nonutuky SELinux u 3arpysxaere ee.

e IIpoakTuBHbIi. Bl co3maeTe COOCTBEHHBIN OrPaHMYCHHBIN CEPBUC Uy BaC UMEIOTCS
MPEJCTaBICHUS O TOM, YTO M KaK 3TOT CEPBUC JIOJIKEH JienaTh. Pe3ynbraToM 3Tux
IpeCTaBIeHUN OyJeT co3aHHAasi BAMU MOJUTHKA.

KoneuHno >xe numeeTcst 1 TMOpUIHBIN OIX0/, B KOTOPOM, HAITPpUMED, CHavaJla CO3aeTCs
IIOJIMTHKA, HpHMCHfIGTCﬂ, TGCTI/IpyeTCH, Ha OCHOBE TCCTOB MOZ[I/I(bI/IIII/IpyeTCSI 1 CHOBa HpI/IMeHﬂeTCﬂ,

aHaIu3upyeTcs U T.1.
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CLOUD
KoMnoHeHTbI MoAayns NOMIUTUKU e —

* Moaynb 6uHapHbIN pani, KOTOPbIN CO30AETCS U3 TEKCTOBLIX
* Moaynb TE — aeknapupoBaHue TUMOB, ONUCaHUe NMpaBuJl.
* Moaynb FC — npaBuia MapKupoBku ¢ainnos
* Moaynb IF — onncaHue nHtepdenca B3aMuMoaencTBUS C 3TM MOAYNEM

https://selinuxproject.org/page/RefpolicyWriteModule

Monyne SELinux 3to 6uHapHsiii daiin. Co3nanue 3Toro ¢aiisia 0CHOBaHO Ha UCTIOIb30BAHHUH
Tpex TeKCTOBBIX (aiinoB. He Bce Tpu daiina TpedyeTcs co3paBaTh Ui MOAYIS.

1. @aiin . te npeaHa3Ha4YeH AJI1 ONUCAHUS UCTIONB3YEMbIX TUIIOB M OMUCAHMS MPABHIL.
2. @aiin . fc onuchIBaeT MApKUPOBKY (HAMIIOM 3TUM MOIYJIEM.

3. @aiin . if co3maer uaTepdeic B3auMOIEHCTBHSI C MOAYJIEM, Ha KOTOPBI MOTYT CChUIAThCS

npyrue Moayiu. B ¢aiine onuceiBaroTCsl MaKpOCHI.

Ha caiire https://selinuxproject.org/page/RefpolicyWriteModule MoxHO TOCMOTpPETH

MPUHIIMIIBI CO3AaHUS MOIYJIEH.

st co3nanus COOCTBEHHBIX MOMyJIel BaM moTpedyeTcs makeTsl selinux-policy-dev (B
Debian) mu selinux-policy-devel (st RedHat). Tak ke mone3Ho OyeT yCTaHOBHUTH MAaKeT |
selinux-policy-doc.
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CunTtakcuc TE mopyns CLOL’D
* TE MOAYNb MOXET COCTOATb U3 CIeAYHOLLMX YacTen:

1)3aron10BoK ¢ Ha3BaHMEM U Bepcuen Moayns (06s3aTenbHbIN)

2)OnucaHue TMNoB

3)MoAnTUKU

4)Makpochl

Kax b1t MOgynnb . te MOXKET COCTOSATh U3 YEThIPEX COCTABHBIX YaCTEH:

1. 3aronoBok. OOs3aTenbHAS 49acCTb, KOTOpad 3a4aCT YHUKAJIIbHOC UMA MOAYJISL U BEPCHUTO.
Bepcml IMMO3BOJIACT OTCIICKUBATD USMCHCHUA B MOAYJIC, 4 TaK KC AAPY IIOHUMATh, YTO
MOAYJIb UBMEHUJICA U HAaZlO 3arpy3uTh €T0 HOBYIO BEPCHUILO.

2. OnwucaHue TUNOB. DTU CTPOKH OMHUCHIBAIOT BCE BO3MOXHBIE THIIBI WIIM aTPUOYThI HAIIIETO
orpaHuueHHOro cepBuca. Heobs3arenbHbI KOMIIOHEHT, €CJIM Y CEepBHUCA HET COOCTBEHHBIX
THUIIOB.

3. Tomutuku. Onrcanue npaBui padoTel cepBuca. Heobs3aTenbHbIN €ciu HET 0COOBIX
paBuJL.

4. Makpocsl. cnonb3yIoT MOMUTHKY ONPEIeTICHHBIE B APYTHX MOAYJIIX (depe3 daiin . 1 ).
HeoOsi3aTenbHBIH.

IIpumep:Moaynib HEKOTO IPUIIOKECHHS ¢ HA3BaHUEM myapp. B daiine onpenensercs
Ha3BaHUE MOyl — myapp u ero Bepcust — 1.0.0. 3arem uaer AexaapupoBaHUE TUIIOB, KaK
HampsIMyI0 CTpOKaMu Tuna type, Tak 1 Makpocami. [locnennsst yacts — nonutuka. [lonuruka
ONUCHIBACTCS HAPSIMYIO U U€PE3 MAKPOCHI.
root@sl0:~# cat /usr/share/doc/selinux-policy/example.te
policy module (myapp,1.0.0)

FHEFHHH AR A A FE A A A AR H AR SRS
#

# Declarations

#

type myapp t;
type myapp exec t;
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domain type (myapp t)
domain entry file(myapp t, myapp exec t)

type myapp log t;
logging log file(myapp log t)

type myapp_tmp_ t;
files tmp file (myapp tmp t)

E I i
#

# Myapp local policy

#

allow myapp_ t myapp log t:file { read file perms append file perms };
allow myapp t myapp tmp t:file manage file perms;

files tmp filetrans (myapp_ t,myapp tmp t,file)

Omnmcanue MaKpOCOB MOXHO ITOCMOTPETH B KaTaJIore

/usr/share/selinux/devel/include/, ecinu yCTaHOBJEH NMakeT selinux-policy-
devel
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CuHtakcuc FC cdanna CLOL’D

* ®ann onpeaenser KOHTEKCTbI 4151 MAPKUPOBKU GpannoB
* KOHTEKCTbI ONpeaenstoTcs MakpocoM gen context

@aiin . fc ompenenseT KOHTEKCTHI, KOTOpbIe OyAyT UCIOIB30BAHBI I MApKUPOBKHU (ailyios,
HEO0OXOIMMBIX JJIsi pabOoThI CepBHCa.

IIpumep: Ha3znayenue koHTEeKcTa Ha (ailyl mporpaMMel.

root@sl0:~# cat /usr/share/doc/selinux-policy/example.fc
# myapp executable will have:

# label: system u:object r:myapp exec t

# MLS sensitivity: sO

# MCS categories: <none>

/usr/sbin/myapp -- gen context (system u:object r:myapp exec t,s0)
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CuHtakcuc IF danna CLOL’D

* |[F dann coctont n3 Apyx Yactemn
1)OnucaHus B Buge xml cTpyKTypbl
2)OnncaHne MaKpoCcoB, KOTOpble ByAyT AOCTYMHbI APYTUM MOAY/ISIM

B ¢aiine . 1f omnmchIBalOTCS MaKpOCHl, KOTOPBIE APYTHE MOIYIIM MOTYT UCIIOIB30BATh JIS

HOJTyYeHHS JIOCTYTIa K CEPBHCY.

IIpumep: OnmceiBaeTcs ABa Makpoca: myapp domtrans, KOTOPBIA JaeT IPaBo
IIEPEXOUTH B IOMEH myapp t mmyapp read log, KOTOPBIM JaeT BO3MOXHOCTb
TIPOCMAaTPUBAaTh XyPHa/Ibl TPUIOKeHus. OOpaTuTe BHUMaHHe, UTO B KaXKIOM MaKpoCe SIBHO
OITUCBIBAIOTCS UCII0/Ib3yeMbIe TUIIbI.

root@sl0:~# cat /usr/share/doc/selinux-policy/example.if
## <summary>Myapp example policy</summary>

## <desc>

#3# <p>

## More descriptive text about myapp. The desc
## tag can also use p, ul, and ol

## html tags for formatting.

#4 </p>

4 <p>

## This policy supports the following myapp features:
## <ul>

#4 <li>Feature A</1i>

## <li>Feature B</1li>

## <li>Feature C</1li>

## </ul>

## </p>

## </desc>

#

FHAHFH SRR

## <summary>

## Execute a domain transition to run myapp.
## </summary>

## <param name="domain">

## <summary>
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#4# Domain allowed to transition.
#4# </summary>

## </param>

#

interface ( myapp domtrans',’
gen require (°
type myapp t, myapp exec t;
")

domtrans pattern($1l,myapp exec t,myapp t)
")

S i i i
## <summary>

## Read myapp log files.

## </summary>

## <param name="domain">

## <summary>

## Domain allowed to read the log files.
## </summary>

## </param>

#

interface ( 'myapp read log',’
gen require ("’
type myapp log t;
")

logging search logs($1)
allow $1 myapp log t:file read file perms;
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CLOUD
Komnunsauusa n ycTaHOBKa Moaynsa P

* [lpoueaypa yCTaHOBKM HOBOIro MoAyNs
1)Co3paete KaTanor
2)B 370 KaTtanor Konupyete dainbl .te, .fc n .if
3)BbInonHseTe KoMaHay
make -f /usr/share/selinux/devel/Makefile
4)YcTaHaB/MBaeTe NoayyYeHHbIn Moay/b (dain .pp) B 84p0 KOMaHA0M
semodule -i dann.pp
5)BK/ito4aeM MojlyJib KOMaH 10
semodule -e MOIOYJIb
6)BbINoNHAEM NepeMapKUPOBKY ¢painioB KOMaHAOM restoreconn

[Tocne co3nanus momaynsi. Ero HE00X0MMMO CKOMIIIIMPOBATh B YCTaHOBUTG. [Iporienypa
YCTaHOBKH MOJYJISL CIEAYIOILAs:

1. Co3smaere xkaTanor.

B aT1o karanor konupyere daitnel . te, . fcu .if

2

3. BrimonHseTe koMaHIy

4. make -f /usr/share/selinux/devel/Makefile
5

YcranaBnuBaeTe MOMYYSHHBIH MOAYb ((aiii .pp) B AP0 KOMaHIOM
semodule -1 ¢@arur.pp

6. Bxirouaem Monynb KOMaHioM semodule -e MOIyJIb
7. BeImonHsaeM nepeMapkupoBKy (aiioB KOMaHI0l restoreconn

IIpumep: YcTaHOBKa HOBOTO MOYJISL.

root@sl0:~# mkdir myapp

root@sl10:~# cp /usr/share/doc/selinux-policy/example.* myapp/
root@sl10:~# cd myapp/

root@sl0:myapp# rename example myapp example.*

root@sl10:myapp# 1s

mnyapp.fc myapp.if myapp.te

root@sl0:myapp# make -f /usr/share/selinux/devel/Makefile

Compiling targeted myapp module

/usr/bin/checkmodule: loading policy configuration from tmp/myapp.tmp
/usr/bin/checkmodule: policy configuration loaded
/usr/bin/checkmodule: writing binary representation (version 17) to
tmp/myapp .mod

Creating targeted myapp.pp policy package

rm tmp/myapp.mod.fc tmp/myapp.mod

root@sl0:myapp# semodule —-i myapp.pp

root@sl0:myapp# semodule -e myapp
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VYaanenue HEHY)KHOTO MOZYJISl IPOU3BOUTCS KOMaHA0M semodule -d mMogyJib
Ipumep:

root@sl0:myapp# semodule -1 | grep myapp
mnyapp 1.0.0

root@sl0:myapp# semodule -d myapp
root@sl0:myapp# semodule -1 | grep myapp
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CLOUD
PeakTuBHas nonutuka e —

* SELinux NnpoBOAUT ayANT COBLITUI, pe3yNbTaT KOTOPOro 3anucbiBaeTcs B
dann
/var/log/audit/audit.log

* KomaHga audit2allow aHanu3mpyeT cobbITUA M NpeaiaraeT co3aatb
NOJIMTUKY ANA YCTPAHEHUSA 3aMNpeToB

* BbiBOA KOMaHApbl audit2allow 3TO TOAbKO MHbOPMaUMA K
pa3MbileHuto. Ero HeobxoanmMo npoaHaan3npoBaTb, M NPUHATb
peweHue, YTo aenatb C 3STUMU 3anNpeTamMu

* 1na aHa/M3a MOXHO UCNONb30BaTb KOMaHAy audit2why

[Tpu ucnonszoBanuu SELinux npou3BOIUTCs ayauT coObITUi. B pe3ynbrare Bbl MOXETE
YBHUJIETh, KaK OJIOKHpYETCs 10CTyN K TeM Uik uHbIM (yHKUIusM OC. CoObITHS 3alIMCHIBAIOTCS B
KypHaln /var/log/audit/audit.log.

Bri0paB 13 xKypHaia HHTEpeCyIOLe Bac COOBITHS Mbl MOXEM C(HOPMHUPOBATH MOJIUTHKY,
KOTOpast yCTPaHUT OJIOKHUPOBKHU. J[J1s1 3TOro MOKHO BOCIIOJIb30BaThCsl KOMaHoi audit2allow,
KOTOpast aHAJIM3UpyeT coObITus TUma denied 1 Ha X OCHOBE (POPMUPYET MpeIaraeMyro MOJTUTHKY.

IIpumep: ®opmupoBaHHe MOJTUTUKN HA OCHOBE aHaln3a coObITHIi 1o MeTke httpd t.
root@sl0:~# grep httpd t /var/log/audit/audit.log | audit2allow

# httpd t
allow httpd t home root t:file { getattr map open read };

#1111 This avc can be allowed using the boolean 'httpd read user content'
allow httpd t user home t:file { getattr map open read };

B obmiem ciiydae npumenats Takue nonutuku [IJIOXAS UAESA!!!
Jlyume npoaHaau3upoBaTh 3TOT BRIBOJ M IIPUHSTH PEIIEHUE YTO HE0OX0MUMO caenarh. Jlis
MoipoOHOT0 aHaIM3a COOBITHI MOXKHO BOCITOJIB30BAThCsI KOMaH0M audit 2why, koTopas

IIOKA3bIBACT OYEMY BO3HHUKIIA OMIMOKA U MpEJIaraeT BO3MOXHBIE PEIICHHS.
IIpumep: Pa3z6op coOwiTuit kKOMaHaoM audit2why

root@sl0:~# grep httpd t /var/log/audit/audit.log | audit2why | tail -9
type=AVC msg=audit (1738673843.372:305): avc: denied { getattr } for pid=2137
comm="apache2" path="/home/myweb/index.html" dev="sdal" ino=131308
scontext=system u:system r:httpd t:s0
tcontext=unconfined u:object r:user home t:s0 tclass=file permissive=0
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AHanu3 noJpa3yMeBaeT YTO Bbl OTBEYAETE HA CIIEIYIOIINE BOIPOCHL:
1. Memaet a1 GJIOKHMPOBKA MPABUIBLHON pabOTe OrpaHUYEHHOTO cepBrca?
2. Ecnu cepBuc paboTaeT HEKOPPEKTHO, TO B UeM MPUUMHA?
1. HenpaBuibHas moJMTHKA?
2. HenpaBunbHas MapkupoBKa (aitioB?
3. HexoppekTHble AeiicTBUS MONb30BaTENEH?
I[To pe3ynbraTram aHain3a Mbl MO>KEM IPUHATH CJIETYIOIINE PELLICHUS:

1. TIpuHATH COOBITHS U HUYETO HE JIeNaTh. ITO 03HAYAET, YTO BBl HE MIPOCTO OIOKUpYeTe
JIOCTYTI, HO M OTCJIeKMBaeTe 0J0KUpOBKyY. Hampumep, 4TOOBI OTCIIeKUBATh aTaKU Ha CITyKOYy.

2. MonuduurpoBaTh CyIECTBYIOLIYO MMOJIUTHKY, €CIIU PELININ, YTO MOJIUTHKA HE BEPHA.

3. Co3narh HOBBIM MOAYJIb M YCTAaHOBUTH €ro. He co3maBaiiTe MOyl aBTOMAaTUYECKH, ITO
MOJKET NMIPUBECTH K Opertn B cucTeMe 0e30macHOCTH. B mpumepe BhIlie Co3/1aBaTh MOTUTHKY
cupaBwioM allow httpd t user home t:file { getattr map open
read }; He myuuiee pemieHue. [IpaBunbHbIM penieHueM OyeT yCTaHOBUThH HYKHYIO
MapKUPOBKY (ailiios.

4. 3anpeTtuTth ayauT OJTOKUPOBKHU Takux coObITHi. Torma BMecTo allow He0OXOMUMO CO3/1aTh

MOAYJb C TapaMeTpoM dontaudit WM UCTIOIB30BaTh ONUKIO —D B KOMaHE
audit2allow
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6.2.3 Peanusauua gpyrux popm KOHTPOJIA AOCTyNa C NOMOLLbIO
SELinux.

RBAC cLowb

* Role Based Access Control ncnonbsyert noHsTHe posb A1 KOTOPOM
Ha3HayvalTCs NPUBUNETUN

° anBM}'IeFMM Anda poan Ha3Ha4aroTCA NONUTUKOM
* [lonb3oBaTenb CBA3bIBAETCA C O,EI,HOI‘/)I NI HECKOJIbKUMU POSIAMU

[Tpu paboTe ¢ moIB30BATENIMH UCIIOIH30BAHUE TOIBKO METOK JUISI TPOIIECCOB U (PaiiioB
ABJIACTCSA HEAOCTATOYHBIM. HpI/I‘H/IH HECKOJIBKO:

1. Kak mpaBuiio Mbl He MOXKEM 3apaHee IPeAyCMOTPETh Kakue MporpamMmsl U (haitiibl Oyaer
MCIIOJIb30BaTh KOHKPETHBIN MOJIb30BATENb.

2. Ecnu MBI 3HaeM Kakylo-TO IporpamMmy, KOTOPYHO MOXKET UCTIOIb30BaTh MOIb30BaTENb,
HapUMep nano, TO He MOXKEM C JIOCTATOUHOM JT0Jiel YBEpEHHOCTH CKa3aTh, KaK
MOJIb30BaTENhb OyAET UCIOIB30BaTh ATy MporpaMmy. UTo oH OyleT peaakTUpOBaTh?

3. 3amyckas OlHYy U Ty e MPOrpaMMy pa3HbIM MOJIb30BATEISAM HA/I0 pa3peniath pa3Hblid THIT
JocTyna. 3a1a4uu y KaXkJIoro MOJIb30BaTelsi CBOM.

4. B neneBoii MOJMTHKE MPOIECC MOJIyYaeT METKY OT (haiiiia mporpaMmbl, HO 3TO COBEPIICHHO
HE MOAXOAUT MOJ MPUHIUN pa3JeIeHHs JOCTyIla Ha OCHOBE I0JIb30BaTENIbCKOM
uHGbOpMaIIH.

Jlns penieHus 3aa4 10 yIpaBiIeHUIO T0CTYIIOM I10JIb30BaTeNIeld Mbl MOJKEM BOCIOJIb30BATHCS
cuctemoirt RBAC (Role Based Access Control). B 3Toii cucteme kaxasiii moias3oBarens Unix
cBs3biBaeTcs ¢ SELinux monp3oBarenem. SELinux moib30BaTelb MoydaeT CIIHCOK CBOMX POJICH.

Ponb onpenensier noaHoMouus ee obnagarens. YipaBieHHE POISIMA HACTPaUBaETCs

nNoCpeACTBOM IMOJIUTUKH.
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MpuHumMnel pabotkl RBAC ?EQH?

* CBsA3b Mexkay Unix nosib3oBatesieM u

A Unix user
SELinux nonb3oBaTesieM MOXKHO
NOCMOTPETb KOMaHA0MU
. one-to-one
semanage login -1 L

* Kaxxabin SELinux nonb3oBaTtesib
noay4yaeT poin, KOTOPbIE MOXKHO
oTcNegnTb KOMaHO oM

semanage user -1

* [TOINTMKa B OTHOLLEHME PON Role
onpepensetca moayneM. Cncok _
Mopay/iel onpeaensieTcs KoMaHaoM

semanage module -1

SELinux user

one-to-many

one-to-one

Domain

ITo ymonuanuto cuctema RBAC He ucnons3yercs. Bee nmonp3oBareny sBIsIFOTCS

HEOrpaHUYEHHBIMHU, WIH, IPYTUMU CJI0OBaMH UCIIoib3yloT cuctemy DAC.

Ipumep: ITons3oBarento root Ha3HAUEH NoIb30BaTeNb unconfined u (HeoOrpaHUYEHHBIN)
y KOTOpOro Ha3zHa4yeHa poib unconfined r. MeTka nomena nons3osarens unconfined t.

root@sl0:myapp# id -2

unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023

root@sl0:myapp# ps -2

LABEL PID TTY TIME CMD

unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023 1055 ttys0 00:00:07 bash
unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023 3074 ttys0 00:00:00 ps

Ces3p Unix u SELinux nmonp3oBaresneit MOKHO TOCMOTPETh KOMaH/ION semanage login
-1. Ora KOMaH/1a TaK ke mokaspiBaeT SELinux moip3oBaresis 1o yMOIYaHUIO, 3TO HA3HAYCHHE
ucnosb3yercs 1 Unix mosnp3oBarelieid, KoTopsIM He TipuBsizad SELinux mojas3oBarTenb.
Ipumep: SELinux none3oBarens Mo ymoa4aHuo unconfined u

root@sl0:myapp# semanage login -1

Login Name SELinux User MLS/MCS Range Service
__default unconfined u s0-s0:c0.c1023
root unconfined u s0-s0:c0.c1023
system u system u s0-s0:c0.c1023

Hasznauyennsie ponu SELinux moip30BaTesisiM MOXKHO BBISICHUTh KOMaHJOW semanage
user -1.
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IIpumep: B npumepe nons3oBarento staff u HasHadeHsl pomu staff r sysadm r

system r unconfined r.

root@sl0:myapp# semanage user -1

Labeling MLS/

SELinux User Prefix MCS Level
Roles

guest u user s0
root user s0
sysadm r system r unconfined r
staff u user s0
sysadm r system r unconfined r
sysadm_u user s0
system u user s0
unconfined r

unconfined u user s0
unconfined r

user u user s0
xguest u user s0

MLS/

MCS Range

s0
s0-s0

s0-s0

s0-s0
s0-s0

s0-s0

s0
s0

:c0

:c0

:c0
:c0

:c0

.cl1023

.c1023

.cl1023
.cl1023

.cl1023

SELinux
guest r
staff r
staff r

sysadm r
system r

system r

user r
xguest r

[TonuTHKa 1715 KaX10# poiu oIpesiessieTcsl B COOTBETCTBYOIEM Moayie. Komanaa

semanage module -1 mMOKa3bIBae€T CIIMCOK MOAYIIE.

IIpumep:
root@sl0:myapp# semanage module -1 |
staff 100

grep staff
pp
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CLOUD
Ponu no ymonyaHuto

o 1 Moagme | Oncamwe

user_r unprivuser BasoBas ponb gns nosib3oBatesier. MoXXeT BbIMONHSATh
60/IbLUIMHCTBO OnepaLyii HENPUBUAETMPOBAHHOIO
noJib3oBaTensl.

staff_r staff AJIMUHUCTPATOPCKas HEMPUBUJIETMPOBAHHAS POJib.

sysadm_r sysadm CTaHAapTHbIM agMUHUCTPATOP.

secadm_r secadm AIMUHUCTPATOP NONTUK 6€30MacHOCTU.

auditadm_r auditadm MoxkeT HacTpanBaTb NOANTUKY ayaAuTa U NPOBOAUTL ayanT
cobbITUN.

logadm_r logadm HacTpoiika 1 ynpaBiieH1e XypHanamu.

webadm_r webadm HacTtpoiika Beb-cepBepa apache u, onumoHansHo,
yrnpaBJ/iEHME KOHTEHTOM Beb-cepBepa.

guest_r guest CnnbHO OrpaHUYEHHbIN Nonb3oBaTesb. be3 noaaep>kku GUI.

xguest_r xguest CnnbHO OrpaHUYEHHbIN NoNb30BaTe b ¢ nogaepxxkon GUI.

unconfined_r unconfined HeorpaHM4YeHHbI Nob30BaTe/b, 38 UCK/IKOYEHMEM 3aLLMUTI
namsTu.

B SELinux omnpeneineHo HECKOIBKO CTaHAAPTHBIX POJICH.
Kaxxnast ponp uMeeT MHAMBUYAJIbHBIA MOZYJIb.

Bb1 MOXXeTe UCTIONIB30BaTh 3TH poJIr 1J1s1 BBIITOJTHCHUA CTAHJAAPTHBIX CHCTCMHBIX HCﬁCTBHﬁ.
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Cit

. CLOUD
Co3pgaHue coGCTBEHHbIX poren e T

* Makpocbl userdom unpriv_user template (myrole) u

userdom admin user template (myrole) MOryT MCNO/b30BaHbI
KaK Wab/IoHbI MpU CO34aHNMN COOCTBEHHbIX POIEN

* [Mpn co3aaHnm COBCTBEHHLIX POie BaM, MOMMMO CO34aHUSA MOAYNS,
BO3MOXXHO, NOTpebyeTcsi BHECTM M3MeHeHMs B Galiibl B KaTanore
/etc/selinux/targeted/contexts

*default type — KOHTEKCT N0 YMOMYaHUIO A5 POSin

*default contexts — nosegeHue SELinux nporpamm gns sbibopa
KOHTEKCTa N0/b30BaTeNto

Ecnu cymecTByromye posiv He yAOBIETBOPSIOT BALIMX MOTPEOHOCTEH, TO BBl MOXKETE CO3/aTh
CBOIO COOCTBEHHYIO poJib. st 3TOro Bam norpedyercs:

1. Coznare Moayabs SELinux ¢ onvcanuem MonuTHKY Ui Bamiel ponu. [Ipu co3nanuu Moaysns
BbI MOYKETE BOCIIOJIb30BAThCSl MAKPOCAMHU-I1a0IOHAMHU

1. userdom unpriv user template (myrole):MakpocC Ijsi ONPEACIEHHUS POIH
NoXOKeh Ha user r W staff r.

2. userdom admin user template (myrole): Makpoc JUIsl ONpENeNCHHS PO
oXOoyKel Ha sysadm_r.

2. Baectu uamenenus B daiisl B Karasore /etc/selinux/targeted/contexts:
l. default type — KOHTEKCT IO yMOJIYaHHUIO JJIsl POJIU

2. default contexts — noseaenue SELinux nporpamm ais BoIOOpa KOHTEKCTa
I0JIb30BATEITIO.
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Ucnonb3oBaHne RBAC CLOL’D

» Co3ganTte Unix nonb3oBatens ¢ npueaskon K SELinux nonb3oBaTtesnto
KOMaHAoOM useradd -7 WU CBXKUTE CYLLECTBYHOLLErO NOb30BaTENS
KOMaHOoMn semanage login -a

* Bbl MOXKeTe M3MEHUTb POJib MOJIb30BaTENEN MO YMOAYAHNKO KOMAHLON
semanage login -m -s "noaes3oBaTesb u" -r "sO"
__default

Cosnars Unix nonb3oBaTens ¢ xeaaeMoil npuss3koil k SELinux moiap30BaTento MOXXHO
KOMaHJIOU useeradd ¢ onuuen —7.

Ecnu BBI XOTHUTE COMOCTaBUTH CYILECTBYIOLIUX IOJI30BATEIIEH, TO HY’)KHO HUCIIOIb30BaTh
KOMaHay semanage login -a.

[Tpumep: Cozpanne Unix monb3oBateis ¢ npussaskoit k SELinux moias3oBarento.

root@sl0:myapp# useradd -Z staff u staffuser
root@sl0:myapp# passwd staffuser

Changing password for user staffuser.

New password:

Retype new password:

passwd: all authentication tokens updated successfully.
root@sl0:myapp# gpasswd -a staffuser wheel

Adding user staffuser to group wheel

root@sl0:myapp# semanage login -1

Login Name SELinux User MLS/MCS Range Service
__default unconfined u s0-s0:c0.c1023 *
root unconfined u s0-s0:c0.c1023 *
staffuser staff u s0-s0:c0.c1023 *
system u system u s0-s0:c0.c1023 *

IIpumep: IIpoBepka BO3MOXKHOCTEH OrpaHUYEHHOTO TOJIb30BaTEl.

root@sl0:myapp# ssh staffuser@127.0.0.1

staffuser@127.0.0.1's password:

[staffuser@sl0 ~]1$ id -2

staff u:staff r:staff t:s0-s0:c0.cl1023

[staffuser@sl0 ~]$ ps -7Z

LABEL PID TTY TIME CMD
staff u:staff r:staff t:s0-s50:c0.c1023 4059 pts/0 00:00:00 bash
staff u:staff r:staff t:s0-s0:c0.c1023 4080 pts/0 00:00:00 ps
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[staffuser@sl0 ~]$ su -

Password: IIpaBMIBHEM NapoJib

su: Authentication failure

[staffuser@sl0 ~]$ sudo su -

[sudo] password for staffuser:

su: avc.c:74: avc_context_to_sid raw: Assertion ‘avc_running' failed.
[staffuser@sl0 ~]$ sudo -i

-bash: /root/.bash profile: Permission denied

-bash-4.2# id -Z

staff u:staff r:staff t:s0-s0:c0.cl1023

bash-4.2# passwd root

passwd: SELinux denying access due to security policy.
bash-4.2# ping 8.8.8.8

PING 8.8.8.8 (8.8.8.8) 56(84) bytes of data.

64 bytes from 8.8.8.8: icmp seg=1 ttl=52 time=30.5 ms

#

--- 8.8.8.8 ping statistics ---

2 packets transmitted, 1 received, 50% packet loss, time 1001lms
rtt min/avg/max/mdev = 30.590/30.590/30.590/0.000 ms

bash-4.2# wget http://www.google.com -O /dev/null

--2017-08-02 20:53:56-- http://www.google.com/

Resolving www.google.com (www.google.com)... 173.194.221.103, 173.194.221.105,
173.194.221.106,

Connecting to www.google.com (www.google.com) |173.194.221.103]:80... connected.
HTTP request sent, awaiting response... 302 Found

Location: http://www.google.ru/?gfe rd=cr&ei=1fWBWbe4DsyG7gT¥n5u4Aw [following]
--2017-08-02 20:53:56-- http://www.google.ru/?
gfe rd=cr&ei=1fWBWbe4DsyG7gTYn5u4Aw

Resolving www.google.ru (www.google.ru)... 173.194.222.94,
2a00:1450:4010:c0b: :5e

Connecting to www.google.ru (www.google.ru)|173.194.222.94]1:80... connected.
HTTP request sent, awaiting response... 200 OK

Length: unspecified [text/html]
Saving to: ‘/dev/null’

[ <=> ] 10,960 --.-K/s in 0.001s

2017-08-02 20:53:56 (7.81 MB/s) - ‘/dev/null’ saved [10960]
-bash-4.2# logout

Hepemrouel-lue HA HOBYKO pO/ib

[staffuser@sl0 ~]$ sudo -r sysadm r -i

root@slO0:~# id -2

staff u:sysadm r:sysadm t:s0-s0:c0.cl1023

root@sl0:~# passwd root

Changing password for user root.

New password:

BAD PASSWORD: The password is shorter than 7 characters
Retype new password:

passwd: all authentication tokens updated successfully.
root@sl0:~# ping 8.8.8.8 -cl

PING 8.8.8.8 (8.8.8.8) 56(84) bytes of data.

64 bytes from 8.8.8.8: icmp seg=1 ttl=52 time=30.8 ms

--- 8.8.8.8 ping statistics ---

1 packets transmitted, 1 received, 0% packet loss, time Oms
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rtt min/avg/max/mdev = 30.802/30.802/30.802/0.000 ms
root@sl10:~# wget http://www.google.com -O /dev/null
--2017-08-02 20:53:31-- http://www.google.com/

Resolving www.google.com (www.google.com)... 173.194.222.105, 173.194.222.103,
173.194.222.147,

Connecting to www.google.com (www.google.com) |173.194.222.105]:80... connected.
HTTP request sent, awaiting response... 302 Found

Location: http://www.google.ru/?gfe rd=cr&ei=fPWBWZPSE6rG7gTFOre4Dg [following]
--2017-08-02 20:53:31-- http://www.google.ru/?

gfe rd=cré&ei=fPWBWZPSE6rG7gTFOre4Dg

Resolving www.google.ru (www.google.ru)... 173.194.221.94,
2a00:1450:4010:c0b: :5e

Connecting to www.google.ru (www.google.ru)|173.194.221.94]1:80... connected.
HTTP request sent, awaiting response... 200 OK

Length: unspecified [text/html]
Saving to: ‘/dev/null’

[ <=> ] 10,944 --.-K/s in Os
2017-08-02 20:53:31 (98.7 MB/s) - ‘/dev/null’ saved [10944]

root@sl0:~# logout

Jns comocrapnenus cymectByromiero Unix monb3oBarens ¢ SELinux mosib3oBareneM MOKHO
HCIIOJIB30BaTh KOMaHAy semanage login -m:

root@sl0:myapp# semanage login -m -s "user u" -r "s0"  default
root@sl0:myapp# semanage login -1

Login Name SELinux User MLS/MCS Range Service
__default user u s0 *
root unconfined u s0-s0:c0.c1023 *
staffuser staff u s0-s0:c0.c1023 *
system u system u s0-s0:c0.c1023 *
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MLS/MCS acwo

* B cucreme MLS nnm MCS ncnonb3yrotcs A0MNoJIHUTENbHbIE
Le/IOYMNCTIEHHbIE aTPUOYTbl KOHTEKCTA:

* sensitivity (4yBCTBUTENBHOCTL) — YPOBEHb JOCTYyNa
* category (kaTeropus) — Kateropus

* YyBCTBMTENBHOCTb — YMCJ/I0 ONpeaensatoliee yposeHb goctyna. Mpu
aHann3e YyBCTBUTENIBHOCTU OLLEHUBAETCS BENNYMHA YYBCTBUTENBHOCTU
ob6beKTa 1 cybbekTa.

e KaTeropms — 4ncno, KOTopoe AaeT NpaBo Ha B3aMMOAENCTBME C APYTMMHU
KaTeropmMsiMu, BHe 3aBUCUMOCTU OT BEJIMYUHBI.

Cucrembl MLS i MCS ncnosne3yioT, B I0NOJIHEHHE K METKAM, €I11€ U YACIOBOM aHAIN3
IIPY [IPEIOCTABIEHUH JOCTYTIA.

MeTka 4yBCTBUTEIBHOCTH (Sensitivity) 3ajaeT ypoBeHb gocTyna. O6mas uaes npu
UCIIOJIb30BAaHUY YyBCTBUTEIBHOCTU: HEKUH YPOBEHb MOXKET MPOYUTATh HH(OPMAIHIO YPOBHEM
HIDKE CBOETO, HO HE MOXKET €€ U3MEHUTh; HAa CBOEM YPOBHE IOJIb30BATENIb MOXKET YUTATh U
U3MEHSATH JJaHHBIC; HA YPOBEHB BBIIIE CBOETO MOXKET TOJILKO H3MEHSTH (TIPEIO0CTABIIATH)
uH(pOpManunIo, HO HE YUTATh.

Hcnonb3oBaHue KaTeropui MOKa3bIBA€T KAaKOW AHana30H KaTeropuil MOXKET MOTYYUTh JOCTYT
K IPYTUM KaTerOpUsIM.
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6.3 AppArmor.

AppArmor CLOL'D

* AppArmor ogHa u3 peanmsauum LSM

* Moaenb 6e3onacHoCcTU Apparmor 3ak/l4aeTcsi B NPUBA3Ke aTpUbyToB
KOHTPOJ1S AOCTYNa He K NO/Ib30BaTeNsIM, a K MporpaMmam

* AppArmor obecneymBaeT U30NSALUI0 C MOMOLLbIO NpodUNen,
3arpy>KaeMmblix B PO, KaK NpaBu/Io, Npu 3arpysKe

[pyroii nonynsipHoil peanusanueit LSM sBiser AppArmor.

Moaens 0€30ITacHOCTH Apparrnor 3aKJIIOYACTCA B IIPUBA3KC anI/I6YTOB KOHTPOJIAA JOCTYyTIa HC
K ITIOJIB30BAaTCJIAM, a K IIporpaMmMam.

AppArmor oGecrieunBaeT U30JSIHUIO C TOMOIIBIO Tpoduiieii, 3arpy)aemMbix B 1o, KakK
MIPaBUIIO, MIPH 3arpy3Ke.
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Mpodmnu AppArmor CLOL'D

* MNpodunab onpeaensier, Kakne JenCTBMS MOXKET BbINOIHSATL NPorpaMma
* MporpamMma B npodune cBA3bIBAETCA C NYTEM K MporpamMmme

* MoryT ogHOBpeMeHHO paboTaTb 1 B MPUHYAUTENBLHOM PEXUME U B
peXxmme npeaynpexaeHui

* Mpodunu 3arpyxarTcs B 1Ap0, Kak NPaBMIO Ha 3Tane ctapTa CUCTEMBbI

OcHoBoii noauTUKU AppArmor siBisieTcs pouiib, KOTOPbIH onpeaesseT Kakue 1eHCTBUS
MOXET BBIIIOJHATH ITporpamma. B npoduie ykazpiBaeTcs 10 KakuM My TSIM MOXKET ObITh
pacroyokeHa JaHHast Iporpamma.

Taxoxe npoduiie onpeneseT pekuM padoThl: npuHyauTeasHbIH (Enforce) wmm pexum
npenynpexaeanit (Complain). [Ipu 3ToM oTHOBpeMEHHO HEKOTOPBIE MPO(UIIN MOTYT paboTaTh B
NPUHYIATEIIEHOM PEXHMe, a IPYTUE B PEKUME MPETYTIPESIKIACHU.

[Tpoduns onuceiBaeTcs B (paiise, KOTOPBII pacnojaraercs B KaTajuiore
/usr/share/apparmor/extra-profiles/, uro Obl mpodUIIb CAETATh AKTUBHBIM €TO0

CJIeMyeT TIEPeHeCTH B KaTajior /etc/apparmor.d/.

IIpumep:

# 1ls /usr/share/apparmor/extra-profiles/ | wc -1
118

# 1ls /etc/apparmor.d/ | wc -1
28

# cat /etc/apparmor.d/bin.ping

Copyright (C) 2002-2009 Novell/SUSE
Copyright (C) 2010 Canonical Ltd.

This program is free software; you can redistribute it and/or
modify it under the terms of version 2 of the GNU General Public
License published by the Free Software Foundation.

H= o S SR S HE S o

181 VYueOusrii uentp IT Cloud



I'maBa 6. Moaynu Ge3onacHoctu Linux.

#include <tunables/global>

profile ping /{usr/, }bin/{,iputils-}ping flags=(complain) ({
#include <abstractions/base>
#include <abstractions/consoles>
#include <abstractions/nameservice>

capability net raw,
capability setuid,
network inet raw,

network inet6 raw,

/{,usr/}bin/{,iputils-}ping mixr,
/etc/modules.conf r,

# Site-specific additions and overrides. See local/README for details.
#include <local/bin.ping>

B npodmuiie onuceBatoTCs pa3peiieHus s nporpaMmmsl, capabilities u ¢maru.
3HaueHus (raros:

* I — YTCHHC,

* W — 3aIucCh

* a— MHKpPEMEHTaJbHAas 3alHCh B KOHEI (paiina, oT aHrmuickoro append;

* k — GmokupoBka (haitsios;

* | — co3maHue CUMBOJIMYECKHX CCHIJIOK HA UCIIONHSAEMBIC (DAIIBL;

* m — 3arpy3Ka HCIIOJIHIEMbIX (haiijIOB B MAMSTh;

* CX — Imepexoi B Mpo(riib HUYKHETO YPOBHS MPH BHITIOTHCHUH;

*  Cx — mepexo/ B IpodHIIb HIKHETO YPOBHS MTPH BBITTOJHEHUH ¢ OUUCTKON
MIEPEMEHHBIX OKPYKCHHUS,

* iX — HaCJIeJOBaHHE MCIIOJIHEHUS,

* px — TpeOyeTcs onpenerIcHne TUCKPETHOTO MPOQuIIs OE30IMaCHOCTH IS pecypca;

* Px — tpebyercs onpenenenne MCKpeTHOTo mpoduiist 6e30MmacHOCTH TSl pecypca,
MIPOU3BOAMUTCS OUYMCTKA TIEPEMEHHBIX OKPYKEHUS;

* UX — HE MPOBEPATH 3aITyCK HOBBIX MPOIIECCOB;

* Ux — He mpoBepsATh 3aIyCK HOBBIX MPOIECCOB U MPOU3BOAUTH OUHCTKY MEPEMEHHBIX
OKPYKEHHUS;
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YTunutbl ynpasneHus AppArmor CLOL’D

* YcTaHOBMTE MakKeTbl apparmor-utils u apparmor-profiles
* [lpoBepkKa cTartyca apparmor status

* 3arpyska npodpuia B A4p0 apparmor parser

* YTUAUTbI YNpaB/EHUA UMEIOT UMEHa aa—*

Komanna apparmor status (aa-status) moka3bpIBaeT TEKyIee COCTOsTHuE AppArmor.
Jnst 3arpy3Ku IpoQUiIs UCIONB3YeTCs KOMAHAA apparmor parser.

KoMaHnzpl ¢ IMEeHaMH HaUMHAIOUIMMHUCS C aa- MpeAHa3HaYeHbl AJIs yIIpaBieHus paboToi
AppArmor.

IIpumep:

# aa-enabled
Yes

# aa-status

apparmor module is loaded.

43 profiles are loaded.

25 profiles are in enforce mode.
/usr/bin/evince
/usr/bin/evince-previewer
/usr/bin/evince-previewer//sanitized helper
/usr/bin/evince-thumbnailer
/usr/bin/evince//sanitized helper
/usr/bin/man
/usr/bin/pidgin
/usr/bin/pidgin//sanitized helper
/usr/bin/totem
/usr/bin/totem-audio-preview
/usr/bin/totem-video-thumbnailer
/usr/bin/totem//sanitized helper
/usr/lib/cups/backend/cups-pdf
/usr/sbin/cups-browsed
/usr/sbin/cupsd
/usr/sbin/cupsd//third party
apt-cacher-ng
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libreoffice-senddoc
libreoffice-soffice//gpg
libreoffice-xpdfimport
1sb release

man_ filter

man_groff

nvidia modprobe

nvidia modprobe//kmod

18 profiles are in complain mode.
/usr/bin/irssi
/usr/sbin/dnsmasqg
/usr/sbin/dnsmasq//libvirt leaseshelper
avahi-daemon
identd
klogd
libreoffice-oopslash
libreoffice-soffice
mdnsd
nmbd
nscd
ping
smbd
smbldap-useradd
smbldap-useradd///etc/init.d/nscd
syslog-ng
syslogd
traceroute

3 processes have profiles defined.

3 processes are in enforce mode.
/usr/sbin/cups-browsed (16403)
/usr/sbin/cupsd (16397)
/usr/lib/cups/notifier/dbus (16424) /usr/sbin/cupsd

0 processes are in complain mode.

0 processes are unconfined but have a profile defined.

# aa-enforce ping
Setting /usr/bin/ping to enforce mode.
Warning: profile ping represents multiple programs

$ ping -c2 8.8.8.8

PING 8.8.8.8 (8.8.8.8
64 bytes from 8.8.8.8
64 bytes from 8.8.8.8

) 56(84) bytes of data.
: icmp seg=1 ttl=109 time=41.8 ms

: icmp seg=2 ttl=109 time=41.5 ms

--- 8.8.8.8 ping statistics ---

2 packets transmitted, 2 received, 0% packet loss, time 1001lms
rtt min/avg/max/mdev = 41.508/41.673/41.838/0.165 ms

$ sudo aa-status

[sudo] password for admuser:

apparmor module is loaded.

43 profiles are loaded.

26 profiles are in enforce mode.
/usr/bin/evince
/usr/bin/evince-previewer
/usr/bin/evince-previewer//sanitized helper
/usr/bin/evince-thumbnailer
/usr/bin/evince//sanitized helper
/usr/bin/man
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/usr/bin/pidgin
/usr/bin/pidgin//sanitized helper
/usr/bin/totem
/usr/bin/totem-audio-preview
/usr/bin/totem-video-thumbnailer
/usr/bin/totem//sanitized helper
/usr/lib/cups/backend/cups-pdf
/usr/sbin/cups-browsed
/usr/sbin/cupsd
/usr/sbin/cupsd//third party
apt-cacher—-ng
libreoffice-senddoc
libreoffice-soffice//gpg
libreoffice-xpdfimport

1sb release

man filter

man_groff

nvidia modprobe

nvidia modprobe//kmod

ping
17 profiles are in complain mode.
<...>

st coznanus npoduiieil MOKHO UCTIONIB30BaTh KOMaHIbl aa-autodep u aa-genprof.

Cwu. https://gitlab.com/apparmor/apparmor/-/wikis/Profiles.

IIpumep:

$ cat ~/catsyslog.sh
#!/bin/bash

/bin/cat /var/log/syslog

$ ~/catsyslog.sh
/bin/cat: /var/log/syslog: Permission denied

$ sudo aa-autodep ./catsyslog.sh
[sudo] password for admuser:

Writing updated profile for /home/admuser/catsyslog.sh.

$ sudo cat /etc/apparmor.d/home.admuser.catsyslog.sh
# Last Modified: Sun May 1 19:30:05 2022
#include <tunables/global>

/home/admuser/catsyslog.sh flags=(complain) {
#include <abstractions/base>
#include <abstractions/bash>

/home/admuser/catsyslog.sh r,
/usr/bin/bash ix,

}

$ sudo aa-genprof /home/admuser/catsyslog.sh
Before you begin, you may wish to check if a
profile already exists for the application you

wish to confine. See the following wiki page for
more information:
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https://gitlab.com/apparmor/apparmor/wikis/Profiles
Profiling: /home/admuser/catsyslog.sh

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be
allowed or denied.

[(S)can system log for AppArmor events] / (F)inish
Reading log entries from /var/log/audit/audit.log.
Updating AppArmor profiles in /etc/apparmor.d.

Profile: /home/admuser/catsyslog.sh
Execute: /usr/bin/cat
Severity: unknown

(I)nherit / (C)hild / (N)amed / (X) ix On / (D)eny / Abo(r)t / (F)inish
Complain-mode changes:

Profile: /home/admuser/catsyslog.sh
Path: /dev/tty

New Mode: rw

Severity: 9

[1 - #include <abstractions/consoles>]

2 - /dev/tty rw,
(A)llow / [(D)eny] / (I)gnore / (G)lob / Glob with (E)xtension / (N)ew / Audi (t)
/ Abo(r)t / (F)inish
Adding #include <abstractions/consoles> to profile.

= Changed Local Profiles =
The following local profiles were changed. Would you like to save them?
[1 - /home/admuser/catsyslog.sh]
(S)ave Changes / Save Selec(t)ed Profile / [(V)iew Changes] / View Changes b/w
(C)lean profiles / Abo(r)t
Writing updated profile for /home/admuser/catsyslog.sh.

Profiling: /home/admuser/catsyslog.sh

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be

allowed or denied.

[(S)can system log for AppArmor events] / (F)inish
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Reloaded AppArmor profiles in enforce mode.

Please consider contributing your new profile!
See the following wiki page for more information:
https://gitlab.com/apparmor/apparmor/wikis/Profiles

Finished generating profile for /home/admuser/catsyslog.sh.

$ sudo cat /etc/apparmor.d/home.admuser.catsyslog.sh
# Last Modified: Sun May 1 19:31:55 2022
#include <tunables/global>

/home/admuser/catsyslog.sh flags=(complain) {
#include <abstractions/base>
#include <abstractions/bash>
#include <abstractions/consoles>

/home/admuser/catsyslog.sh r,
/usr/bin/bash 1ix,
/usr/bin/cat mrix,

}

$ 1s -1 /var/log/syslog
-rw-r----—- 1 root adm 57543 May 1 19:55 /var/log/syslog

Crowut 3aMeTUTh cienyiee AppArmor He OTMEHSAT HEOOXOANMOCTH UMETh TUCKPEIIHOHHBIC
npasa Joctyna. AppArmor MOXET HaJOKHUTh JOTIOJHUTEIbHBIE OTPAHUYEHUS, HO HE
nepeonpenenuts paspemenus DAC.

Ilpumep: Paccmorpum apyroit npumep UCnonb3oBaHuss AppArmor. 3aMeTsTe, YTo IS
porpamm, Ajst KOTopsIx HeT npoduns aeiicteyer DAC. AppArmor HauuHaeT paboTy, TOIBKO
MoCJIe TOrO Kak OyaeT co3aH NpoQuiib MPOrpaMMBI.

$ sudo cp -a /bin/ping ping
$ sudo getcap ping
ping cap_net_raw=ep

$ ./ping -cl 127.0.0.1
PING 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
64 bytes from 127.0.0.1: icmp seg=1 ttl=64 time=0.065 ms

--- 127.0.0.1 ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms

rtt min/avg/max/mdev = 0.065/0.065/0.065/0.000 ms

$ sudo aa-autodep /home/admuser/ping
Writing updated profile for /home/admuser/ping.

$ sudo cat /etc/apparmor.d/home.admuser.ping
# Last Modified: Tue May 3 11:36:43 2022
#include <tunables/global>

/home/admuser/ping flags=(complain) {
#include <abstractions/base>

/home/admuser/ping mr,

187 VYueOusrii uentp IT Cloud



I'maBa 6. Moaynu Ge3onacHoctu Linux.

}

$ ./ping -cl 127.0.0.1
PING 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
64 bytes from 127.0.0.1: icmp seg=1 ttl=64 time=0.051 ms

-—- 127.0.0.1 ping statistics —---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 0.051/0.051/0.051/0.000 ms

IToxa AppArmor He 3anpelaeT UCII0JIb30BaHUE KOIIMHU IporpamMmsl UHT. [lepexitounm B
HOPUHYAUTENBHBIA PEXUM U IPOBEPUM, UTO MOTYUUTCS.

$ sudo aa-enforce /etc/apparmor.d/home.admuser.ping
Setting /etc/apparmor.d/home.admuser.ping to enforce mode.

$ ./ping -cl 127.0.0.1
./ping: socket: Operation not permitted

$ sudo aa-complain /etc/apparmor.d/home.admuser.ping
Setting /etc/apparmor.d/home.admuser.ping to complain mode.

sudo aa-genprof /home/admuser/ping

Before you begin, you may wish to check if a
profile already exists for the application you
wish to confine. See the following wiki page for
more information:
https://gitlab.com/apparmor/apparmor/wikis/Profiles

Profiling: /home/admuser/ping

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be
allowed or denied.

[(S)can system log for AppArmor events] / (F)inish
Reading log entries from /var/log/audit/audit.log.
Updating AppArmor profiles in /etc/apparmor.d.
Complain-mode changes:

Profile: /home/admuser/ping
Capability: net raw
Severity: 8

[1 - capability net raw,]

(A)llow / [(D)eny] / (I)gnore / Audi(t) / Abo(r)t / (F)inish
Adding capability net raw, to profile.
= Changed Local Profiles =

The following local profiles were changed. Would you like to save them?
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[1 - /home/admuser/ping]
(S)ave Changes / Save Selec(t)ed Profile / [(V)iew Changes] / View Changes b/w
(C)lean profiles / Abo(r)t
Writing updated profile for /home/admuser/ping.
Profiling: /home/admuser/ping

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be
allowed or denied.

[ (S)can system log for AppArmor events] / (F)inish
Reloaded AppArmor profiles in enforce mode.

Please consider contributing your new profile!

See the following wiki page for more information:
https://gitlab.com/apparmor/apparmor/wikis/Profiles

Finished generating profile for /home/admuser/ping.

$ sudo aa-enforce /etc/apparmor.d/home.admuser.ping
Setting /etc/apparmor.d/home.admuser.ping to enforce mode.

$ sudo cat /etc/apparmor.d/home.admuser.ping
# Last Modified: Tue May 3 11:41:33 2022
#include <tunables/global>

/home/admuser/ping {
#include <abstractions/base>

capability net raw,
/home/admuser/ping mr,
}
$ ./ping -cl 127.0.0.1
PING 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
64 bytes from 127.0.0.1: icmp_seqg=1 ttl=64 time=0.051 ms
-—— 127.0.0.1 ping statistics —---

1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 0.051/0.051/0.051/0.000 ms
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naBa 7. MOHUTOPUHTI COObLITUIA GE30MaCHOCTMU
cpeactBamu OC Linux.

7.1 )XXypHanupoBaHue B Linux

XypHanupoBaHue B Linux CLOL’D

* XXypHabl AENATCA Ha TPU KaTEropun:
- CucrtemHsle (syslog)
— lMpuKknagHble
- Journald (systemd)

* XpaHaTcs 06blMHO B /var/log

* [ToMMMO COBCTBEHHO XYPHa/IMPOBaHUS cneayeT HacTpamBaTh
06CNY>KMBaHME YKYPHANOB UM POTaLMIO

B GNU/Linux npuHATO cCOXpaHATh HH(POPMAIUIO pa3HOW CTENEHH JCTaTN3alliU O TIPOIecce
paboThl IpOrpaMM B CHEMATBHBIX TEKCTOBBIX (haiinax, Ha3pIBaeMbIX KypHanaMmu. Bee
KypHaJIbHbIE (haiiiIbl MPUHAJICKAT K OTHON U3 TPEX KaTeropuii:

* CucrtemHbIe XKypHaJIbI
*  JKypHansl npUKIIaJHBIX IPOTpamMm

*  Kypuans systemd.

CranziapTHOE MECTO PacHOIOKEHHs )KYPHAJIOB - 3T0 KaTaior /var/log. Ho MoryT ObITh 1
UCKJTIOYEHHUS.

He ece sicypHanbl, Haxoosuwjuecs & /var/log , obcayscusaiomes caydicooli syslog. Tak, Hanpumep, 6uHapHbili ¢patin 6asbi
O0aHHbIX ¢ UHGopmayueli 0 Noc1eOHUX 8x00aX 8 CeaHC Wtmp makdice HAXo0umcs 8 smMom kamasnoze (umeemcsi

aHanozuyHblll ¢aiin /var/run/utmp ¢ uHgopmayueli 0 noab308amensix, HAXOOSIUUXCS 8 ceaHce — CM. KomaHobl who u
last).

Cnyx0a syslog (v rsyslog, nnu syslog-ng) npennasHadeHa s 00eCrieueHus COXpaHCHUS
UH(POPMAITUH, TOCTYTAIOIIEH OT Pa3IMIHBIX CHCTEMHBIX CITy:K0. HekoTopbie ciry:kObl BeyT
COOCTBEHHBIE KypHAJIbI, KOTOPBIE HE 3aBUCAT OT syslog, Harpumep BeO cepep Apache. s Takux
CIIy>k0 IPUHATO cO37aBaTh OTJEJIbHbIE MO/IKaTaloru B /var/log.
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B GNU/Linux 06p14HO COOOIIEHNS, TOCTYNAIOIINE OT Pa3IMUHBIX CIIyX0, HE 3alHUChIBAIOTCS
B OJIUH €IMHCTBEHHBIN XypHasl. Hao60poT, mpuHATO Ha3bIBaTh (ailiibl )KypHAJIOB TaK, YTOOBI IO UX
HA3BaHUIO MOJKHO OBUIO CYIUTh 00 UCTOYHUKE COOOILIECHUI.

3amayeil CUCTEMBI PETUCTPAIIMH COOBITHI SABISETCS COXpaHeHHE HHPOPMAIH B HYKHOM
JKypHaie, 00CIyKHUBaHHE KypHAJIOB 3TO OT/JEJIbHAS 33/1a4a, KOTOpasi Ha3bIBaeTCsl pOTalel
JKYpHAaJIOB.
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7.2 HacTtpoliika rsyslog.

Hactpoiika rsyslog EI_OI\L}
* KoHdurypaumoHHsin pamn rsyslogd - /etc/rsyslog.conf
* YacTb KOHUrypaumm MoXeT HaxoAnTbCA B KaTanore /etc/rsyslog.d
» ®ann KoHOUrypaumm CoOCTOUT U3 YETbIPEX YaCcTeN
1)lno6anbHasa KoHbUrypaums
2)LLa6noHbI
3)cxopaLume KaHanbl
4)MNpaBuna

Konguryparmonnsim ¢aiinom gemMona rsyslogd ssasercs /etc/rsyslog.conf .
YacTb KOHpUrypanuyu MOXXeT HaXOIUThCs B KaTanore /etc/rsyslog.d.

Ctpok# 3TOTO (haiina, HAUNHAIOUINECS C PELIETKH # SIBISIFOTCS KOMMEHTAPUIMH.
KondurypannoHHslil Gaitin COCTOUT U3 CISAYIONNX YaCTCH:

1. T'moGanbHble mapamMeTpbl: OOIIME HACTPOHKHU CITyKObl, HAIPUMEp JIMMUTBL, 3arpy3Ka
mozyineit u T. 1. Bee mio6anbHble TUPEKTUBBI HAUMHAIOTCS CO 3HaKa $

2. 1lIaGnoHbI: UCHONB3YIOTCS TSI ONpeieeHus: (POPMATOB COOOLICHUI 1 UMEH KYpPHAJIOB.
3. Hcxopsmye KaHajbl: OIMCHIBAIOT BO3MOYKHBIC KaHAJIBI JIJIsl HAIIPABJICHUS COOBITHIA.

4. HpaBHna: OIMUCBIBAIOT KaK COXPAHATDH COO6H.I€HI/I$I.

OcobenHocmblo Hacmpoliku rsyslog siensemcst mo, umo 6 ¢paiine koH@u2ypayuu modxcem cocywjecmeoeams 08d
CUHMAKCUCAa ONUCaHusi KOHpuzypayuu, yca08HO cmapbiii u HO8bll. Mo Mo}cem npugecmu K nymaduye, no3momy
6yObme @HUMAMe/bHbl, K020a Yumaeme u npumeHsieme paziu4Hble UHCMPYKYuu no Hacmpoiike rsyslog.
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. CLOUD
HacTpoiika rsyslog: mogynu e

* Rsyslog — ncnonb3yeTt MoaynbHbIN AN3alH

* 115 NOAYy4YEHUS HYX>KHOTO GYHKLMOHANA B KOHOUIYpaL MM HYXKHO
aKTUBMPOBATb COOTBETCTBYHOLIMIA MOAY/Ib

* Output Moaynn MoryT HanpaBAATb COObITUSA B pa3Hble XpPaHUINLLA,
HanpuMep MySQL cepsep

* Input MoAy/IM NO3BOAAOT NOAYYaTh COOBLITUA C PA3/IMYHbIX KAaHAJI0B,
Hapumep, UDP nan TCP cokeTbl

* [locnie NOAKNOYEHUS MOAY/IS HY>KHA €ro HacTpoKKa, Hanpumep
HeobxoAMMO yKasaTb Ha Kakon UDP nopT npMHMMaTh COOBLEHNS N
onucatb SQL 3anpoc, KOTOPbIN COXPaHUT coobLLieHMe B 6a3e AaHHbIX

B pazpabotke rsyslogd ucnomp3oBasics MOTyIbHBINA TOAXO. DTO MO3BOIHIO CYIIECTBEHHO
pacmpuTh PyHKIIMOHATIBHOCTh CUCTEMBI )KYPHAIMPOBAHUS 110 CPABHEHHUIO C KIIACCHUECKON
ciyx00ii syslog.

Monymu 1160 OnpeAessiFoT KaHai U popMar COXpaHeHHUS COOBITHSI, TOTIA TAKOH MOIYITh
Ha3bIBaeTCs output ( B HA3BaHUM UCIIOJIB3YeTCs peduke om). JIMOo MOIyIb onpenenser KaHai

HOCTYIIJICHUs COOBITUS — input (Ha3BaHHE HAYMHAETCS ¢ im).

YToObI MOTYYUTHh HEOOXOUMBINA (DYHKIIMOHAT B CUCTEME PETUCTPALIMU COOBITUN BaM HYHO
aKTUBHUPOBATH MOYJIb U HACTPOUTH IMapaMeTphl ero padoThI.

Ipumep: [ogkmroueHue Moayss A NpuHATHS coobmenuii yepe3 UDP mopt u HacTpoiika
ATOTO MOAYJISA Ha HUcTonb3oBanue 514 nmopra. [l pazdopa coObITHI UCTTONB3YeTCS HA0OP MPaBUII C
Ha3BaHneM «RemoteUDP514y.

module (load="imudp")
input (type="imudp" port="514" ruleset="RemoteUDP514")

193 VYueOusrii uentp IT Cloud



I'maBa 7. MonutopuHr coObiTuit 6e3omacHoctu cpeacrtsamu OC Linux.

. CLOUD
HacTpoiika rsyslog: wa6noHbl e

e L11abn0HbI UCNONBL3YOTCS AN onpeaeneHns umeH ¢annos n GopmaTos
coo0LLEeHUN

* L1labnoH nMeHun dpanna noMoraeTt HanpaBasATb COObITUA B pa3Hblie ¢paibl
B 3aBUCMMOCTM OT YCJIOBUIA

* LllabnoH popmaTta coobueHns GopMMPYET HaCTM COOOLLLEEHMS HYXKHbIM
obpasom

Rsyslog moxeT pabotars ¢ pa3HbBIMU opMaTaMu COOOIIEHUH OTIIMYHBIX OT CTaHIApTa
syslog. UToOsI onpeaenuTh ¢popMar COOOIIEHHUS BbI TOJKHBI JJIsi HETO CO3/aTh I1a0IoH.

[[TabmoHBI Tak k€ UCTIOMB3YIOTCS IS ofnpeneneHus Gpopmara nmenu (aiina, B KOTOpbIi Oyzer
MPOM3BOJMTHCS 3aIIKCh COOOICHHUS, T.0. BaM HE MIPUICTCS CO3/IaBaTh MHOKECTBO OTHOTHITHBIX
CTPOK I (PHIIBTpAIIMH COOOIICHHIA.

JupekTrBa mabioHa HAYMHAETCS ¢ KIIIOYEBOTO ClioBa Stemplate.

IIpumep:

# grep RemHost /etc/rsyslog.conf
Stemplate RemHost,"/var/log/network/$HOSTNAMES.log"
*.* ?RemHost

HEI/IMCEI To xe CaMO€, HO B HOBOM CHMHTAaKCHCC

template (name="RemHost", type="string", string="/var/log/network/$HOSTNAMES.log"
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o CLOUD
Hactpoiika rsyslog: ucxogsiwume kaHanbl i

* Rsyslog MMeeT BCTPOEHHYIO POTaLMIO XXYPHAJIOB, HAaCTpanBaeMYIo Yepes
ncxosaLMe KaHabl

* InpekTnBa Soutchannel onpeaenser XypHa, ero pasmep u
JLeNCTBUSA NO JOCTUXKEHMIO 3TOro pa3Mepa

* [laHHas BO3MOXHOCTb CYMTAETCS YCTapEBLLUEN U HE PEKOMEHYETCA K
NPUMeHeHNI0. B HEKOTOPbIX ANCTPUOYTMBAX paboTaeT He KOPPEKTHO.

Eciu BB co371aeTe BBICOKO HArPYXKEHHYI0 CUCTEMY JKypPHAJIMPOBAHMs, TO CTaHAApTHAs
CHCTEMa POTalMH KyPHAJIOB MOXKET HE yNOBIETBOPUTH BalM noTpebHocty. Hanpumep,
CTaHJapTHas HACTPOMKA POTALMHU IOAPA3yMEBAET 3aIlyCK POTALMU OAMH Pa3 B JE€Hb, YTO MOXKET
OBITh HE IOCTATOYHO JJIs1 OOJIBIIONO MOTOKA COOBITHHA.

BMmecTo Toro, 4To0Bl HaCTpauBaTh POTALMIO HA O0JIEE YACTYI0 PaboTy, MOKHO 3aCTaBUTh
rsyslog 3amycKaTh CKpHUIITBI POTAIMH 110 JJOCTHKEHUHU HYKHOTO pa3Mepa KypHanos. CaM rsyslog
POTAIMIO HE IIPOU3BOINT, HO MOKET €€ BBI3BATh.

Onmua Soutchannel name, file-name,max-size,action-on-max-size

3a/1aeT:

1. Wwms (name) xkaHana

2. WNwms gaiina (file-name) kyga OyaeT BeCTUCH 3aMUCh
3. MakcumanbHbIN pa3mep (max-size) daiina
4

[TyTh K mporpamMme UM CLIEHAPHIO (action-on-max-size), KOTOpbIil OyzeT 3amyIieH 1o
JOCTHIKEHUIO 3TOTO pa3Mepa.

ITocne onucanus KaHana Bl €TI0 JOJKHBI IIPUMCHUTD.

IIpumep: 3amyck cueHapus poTaiuu no poctmwxkenuu SOMB

# outchannel definition

$outchannel biglog,/var/log/biglog.log, 52428800, /usr/local/sbin/log_rotation script
# activate the channel and log everything to it

*.* :omfile:S$biglog

# end log rotation via outchannel
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Hactpoiika rsyslog: npaBuna ?EQ?R
* Mpasuna (rules) onpeaenstoT Kakme coobLLEHMS Kyaa HanpaBasoTCs
115 BbIGOpa cOObLLEHMIN UCNONb3yeTcs nosie selector
» Action onpeaenseT Kyaa HanpaBasTCSA COObITUS
* Y Bcex syslog coobuieHmin aBa napameTpa
* Facility
* Severity (priority)

CTpyKTypa CTPOK, KaXk1asi U3 KOTOPHIX HANpaBIsieT HEKOTOPBIH MMOTOK COOOIIEHNUH B
3aJaHHbIN (aiin (MK Ha yAaJeHHbIH KOMIBIOTEp - CEPBEP BEIACHHUS )KYPHAJIOB), IPECTABICHA
JIByMsl TIOJISIMU:

1. Omnpenenenue coobuieHus (selector) - mosue, B KOTOPOM yKa3bIBa€TCs OT KAKUX KJIaCCOB
IpOrpaMM JOJKHBI COOMPAThCsl COOOIIEHUS B JTaHHBIN MOTOK. M Kakue MMEHHO COOOLIeHHUS.

2. Tlone nericTBus (action), yka3bIBaroIiee Kyaa TOJDKEH OBITH 3aicaH MOTOK COOOIIEHHUH.
Yame Bcero - 3To ums Qaitna )xypHana B /var/log.

IIpumep:

root@sl10:~# grep log/syslog /etc/rsyslog.conf
*.*;auth,authpriv.none -/var/log/syslog

VY Ka)KI0r0 COOOIIEHHSI IBE YaCTH. DTH JIBE YaCTH YHUKAIBHO ONPEACIISIOT BCE BO3MOKHBIC
cooOrmieHus1, oopadarpiBaeMble 1syslog.

1. Hcrounuk coobmenus (facility).

2. YpoBeHb BaXHOCTH (priority wiu severity) cCOOOIIeHHs.
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HacTpoiika rsyslog: facility n severity CLOL’D

* Facility — ykasbIiBaeT UCTOYHUK MPOUCXOXKAEHUS COBLITUS
* Severity — ypoBeHb BaXXHOCTU COBbITUA

2 aIert

)
)
)
)Warnlng
)
)i
)

B kaxxnoii ornepaimoHHO# crucTeMe UMeeTcsi COOCTBEHHBIN HA0Op UCTOYHUKOB COOBITHH.

WcTOUHNK COOBITHS OJUH U3 KPUTEPHUEB Ul HANpaBlICHHUs COOBITHS B JKypHAJL.
CrannapTHble UCTOUHHKH coobmenui (facility, cM. man 3 syslog):

* auth — cooOmmeHus Ciry>k0 aBTOpHU3AIMK U OE30IMACHOCTH (3TOT UCTOUHUK HE PEKOMEHIyeTCS
HCIT0JIB30BaTh, BMECTO HETO HEOOXOAMMO HCIIONB30BaTh authpriv);

e authpriv — cooOmieHus Ci1y)0 aBTOpHU3aUU U OE30TTaCHOCTH;

* cron — cooOmieHus ciyx0 at u cron ;

* daemon — cooOmieHus pa3IMYHBIX JEMOHOB;

* kern — coobuienus sipa;

* lpr — coobmienus ciyxObI Me4aTy;

*  mail — cooOmmenus, MoCTynarume oT CIyKO JEKTPOHHOM ITOYTHI;

* mark — UICTOYHUK, 3ape3epBUPOBAHHBIN 1JI1 BHYTPEHHET0 HCIOIb30BaHus (B syslog), ero He

CJIEAyeT UCTIOIB30BaTh B MPHUIIOKEHUSX;
*  news — cooOLIEHUs CITy>KObl HOBOCTEH;
* syslog — cobcTBeHHBIE cCOOOMICHUS Syslog;
*  user — HCTOYHHUK COOOILICHUH, 3ape3epBUPOBAHHBIN JUIS TOJIb30BATELCKIX IIPOTPaMM;
* uucp — cooOmIeHHs CIyX)ObI uucp;

* local0 ... local7 — uctounuku cooOmeHNi, JOCTYITHBIC JIJIs1 UCITOJIb30BAHUS HA JIOKAJIbLHON
CUCTEME, HO He SBJISIONINECS CTaHIaPTHBIMH.

Bce coobiienus pa3aeneHsl TakxKe 10 CIEAYIOIUM YPOBHIM BaXKHOCTH (priority),

MMPUBCACHHBIM B IMOPAIKE Y6I>IBaHI/I$[ BaXHOCTH.:

197 VYueOusrii uentp IT Cloud



I'maBa 7. MonutopuHr coObiTuit 6e3omacHoctu cpeacrtsamu OC Linux.

® N kWD

emerg (panic ycTapeBIIMi CHHOHUM emerg He peKOMEHIYeTCsl HCII0JIb30BaTh) — CUCTEMa He

paborocnocobHa;

alert — TpeOyeTcst HEeMeIEeHHOE BMEIIATEIbCTBO;

Crit — KpUTHUECKOE COOBITHE;

err (UM yCTapeBILUH error)— OmnoKa;

warning (WM yCTapeBIIUN warn)— IpeaynpexeHue;
notice — HOpMaJIbHOE, HO 3HAYUMOE COOBITHE;

info — uH(pOpMaMOHHOE COODIIEHHE;

debug — otnanounast uHboOpManus.
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HacTpoiika rsyslog: ¢ounsrpbl CLOL’D
* * — WM BCE MCTOYHMKU NN BCE YPOBHM

* f.s — Bce cobbITUA OT UCTOYHUKA f C YpPOBHEM S U BblLLIE

* f.!s — loTpnuaHune, Bce YPOBHU HUXKE S

* £ .=s — TO/IbKO YPOBEHb S

* f.none — HWYEro He 3anucbiBaTb OT f

* ; — pasgenurtensb

[Tpu HacTpolike rsyslog MOXKeT UCIOB30BAThCSI 3HAK 3BE3/10YKa, 0003HAYAIOIIHI THO0 BCE
HCTOYHUKH, €CJIM OH YKa3aH MEpC TOYKOU — pa3acimTeiICM, JII/I60 BCC YPOBHH Ba’KHOCTH, €CJIU 3TOT
METAaCUMBOJI YCTAHOBIICH TOCIIE TOUKH.

[Tpu yka3aHUM UCTOYHHKA COOOLICHHS U YPOBHS BAXKHOCTH, pa3IeJICHHBIX TOUKOH,
OIIPEIEIIACTCS, YTO COOOIICHUS, MOCTYIMAOIIUE OT TOT0 UCTOUYHUKA M UMEIOIINE YKAa3aHHBIN
BBIIIICINICKAIIIE YPOBHH BAYKHOCTH, Oy/IyT 3aITUCAHbI B TAHHBIN KaHAI.

IIpumep:Bce cooOIIEHHUS CITY)KOBI ITeYaTH ¢ YPOBHIMH BaXHOCTH info u BhIIIe, OyayT
3anucansbl B paitn /var/log/lpr

lpr.info /var/log/lpr

[Tpu HEOOXOIMMOCTH 3aMPETUTH 3aMMKUCh B KAKOW-TMOO0 KaHaT COOOIIEHUI ¢ 3a/IaHHBIM

YPOBHEM BAXXHOCTHU U BBIIIC, MOKHO MCITIOJIb30BATh 3HAK BOCKIIMIAHUA IEPEC YPOBHEM BAKHOCTH.

IIpumep: 3anKcHIBaTh OT HCTOYHKUKA daemon coOBITUS YpOBHEH OT info 10 warning

daemon.info;daemon. !err /var/log/daemons

Ecnu sxe HeoOX0AMMO 3aMrChIBaTh B KYPHAJI COOOIIEHUS TOJIBKO C ONPEICICHHBIM YPOBHEM
BO)XHOCTH U HH C KaKUMH JIPyTUMH OoJjiee, To rnepes] TpedyeMbIM YPOBHEM BaKHOCTHU CIIEAYET
IIOCTaBUTh 3HaK PABHO.

IIpumep:

daemon.=err /var/log/daemons.err

ﬂJ’I}I HCKIIIOYCHUSA U3 ITOTOKA COO6LH€HHﬁ TC U3 HUX, KOTOPBIC UMCIOT 3aJIaHHBIN YPOBCHBb
BAKHOCTHU UCIIOJIB3YIOT BOCKJIMIIATENIbHBIM 3HAK U 3HAK paBCHCTBA.
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IIpumep:B *KypHasl OyqyT 3alUCHIBATHCS BCE COOOIIEHUS OT SApa, KpoMe HHPOPMAIIMOHHBIX.

kern.*;kern.!=info /var/log/kernel

Ecnu B xaHan He DOJDKHBI OBITh 3aIIMCAaHbI TI00bIE COOOIIEHUS OT KaKUX-I1100 HCTOYHUKOB, TO

yI00HO HCIOIB30BaTh JUPEKTUBY none :

IIpumep:

*.crit;lpr,cron,mail.none /var/log/critical

[ToMuMO TpaaUIIMOHHBIX (PUIBTPOB BBl MOXKETE IPUMEHATH (PUIBTPHI HA OCHOBE CBOICTB U Ha

OCHOBE BBIPAKECHUM.
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HacTpoiika rsyslog: Habopbi npaBun ?EQER

* Habopsbl npaBua noMoratoTt auddepeHumpoBaTth Npasmaa punsTpauum B
3aBMCMMOCTM OT KaHaa NocTynJIEHMS COObITUS

Local Net
\ _ -.
Default Custom

Ruleset Ruleset

HaGops! mpaBuII MO3BOJISIOT CO3/1aTh HECKOIBKO HAOOPOB C MpaBUiIaMH (PUIBTpALIUU U
OPUMEHSTh UX JUIS PA3TUYHBIX KaHAJIOB MOCTYIUICHHUS COOBITUH. DTO MO3BOJISIET, HAIPUMED,
CO3J1aTh OTAEbHBIC MPaBHiIa ISl COOBITUI MOCTYMAIOMINUX U3 CETH.

IIpumep:
input (type="imudp" port="514" ruleset="RemoteUDP514")

template (name="NetworkLog" type="1list") {
constant (value="/var/log/network/")
constant (value="/")
property (name="hostname")
constant (value=".log")

}

ruleset (name="RemoteUDP514") {

action (type="omfile" dynaFileCacheSize="1024" dynaFile="NetworkLog"
FileOwner="root" FileGroup="root" dirOwner="root" dirGroup="root"
FileCreateMode="0640" DirCreateMode="0755" flushOnTXEnd="off" asyncWriting="on"
flushInterval="10" ioBufferSize="64k")
}
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& - CLOUD
Hactpoiika rsyslog: pencreus e

* Action (peiictBMe) — onpenenseT Kya uan KoMy byaeTt HanpasaeHo cobbiTue
* Bo3MO)KHble AeNCcTBUSA:

* O6bIYHbIN Pann

* IMeHOBaHHbIN KaHan

* TepMMHaN NN KOHCOJ1b

* [lonb3oBaTeNb AU BCE NOJIb30OBaTE/NIN B CEaHCE

* YnaneHHbIn y3en

* basa AaHHbIX

* OTbpOC

* [Iporpamma

[Tocne ¢unbTpanuy HaJ COOBITUEM BBITTOIHIETCS JEHCTBHE. DTO MOTYT OBITh:
*  OObIuHbIH (haiin: yka3pIBaeTCs MyTh K (ailiry uiau uMs 1mabdiaoHa uepes (?) 3HakK.

* lIMeHOBaHHBIN KaHA: UMEHOBAaHHBIM KaHATl MOXET aCHHXPOHHO TepeaaBaTh COOBITHS
JIPYTUM IMPOLIECCaM.

*  TepmuHAaI WM KOHCOJIB: €CITU BBl YKaXXHTE MyTh K CIIEUAIbHOMY (hailiry ycTpoiicTBa THIla
tty.

* Tlonp3oBarens WK BCE MOJIB30BATENN B CEaHCE: JINOO CITUCOK MOJIb30BaTes el IN0O Bee
noJip30Barenu (*) B ceaHce.

*  VYhaseHHBIN y3€1: HallpaBJIEHUE CEPBEPY LIEHTPAIN30BAHHOTO KYPHAIUPOBAHHUS.
* basa nansbIx: 3anuch B 6a3y 1aHHBIX, YePE3 COOTBETCTBYIOIUN MOIYJIb.
*  OrOpoc: UTHOPUPOBATD.

* Ilporpamma: 3amycTuTh IporpamMmy U Iepeaarh Kak apryMeHT COOOIICHHUE.
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7.3 YnpaBneHue XypHanamu (XpaHeHue, poTauus,
apxuBupoBaHue).

CLOUD
PoTtauus xypHanos i

* KoMaHaa 1ogrotate no3BoaseT HaCTPOUTb aBTOMATU3MPOBAHHOE
yrnpaB/iEHME XXypHanaMu

* ®ann /etc/logrotate.conf cogep>UT HaCTPOMKK NS
logrotate

» ®ann KoHUrypaumm onpeaensiet Kakne AemcTBusa 0yaeT BbIMOAHATb
logrotate

C TeueHneM BpeMEHH HaKaIUTMBAIOIINECs COOOMICHHS B (aiiax KypHaIOB MOTYT
NEPENOTHNATE (PaAISIOBYIO CHCTEMY.

Jlnis mpeioTBpalieHus 3Toro MpeiHa3HadeHa nmporpamMma logrotate , obecneuuBaromas
poranuto xKypHaynoB. CTaHAApTHBIN MYTh €€ BbI30BA — UCIIOJIB30BAaHUE €€, KaK €KEITHEBHOTO
3a/1aHMs Cron .

@aiin /etc/logrotate.conf comep UT HACTPOUKH JJIsi STOU YTUIIHUTHIL.
Yrunuta logrotate cnocoOHa NPoU3BOIUTH CEAYIONINE NeHCcTBUSA ¢ (palinaMu )KypHaJIOB:
e  Vmamgare.
* IlepenMeHOBBIBATH.
*  CxuMarp C MOMOIIBIO ITPOTPaAMM — KOMITPECCOPOB.
* CoznaBarh HOBBIE IIYCThIE (DaiiiIbl )KypHAJIOB.
* [loceutars porupyemsble (hailiibl )KypHaJIOB IO AIEKTPOHHON TMOUTE.
IIpumep: Poranuu daiina /var/log/messages :

# 1s -w 1 /var/log/messages*

/var/log/messages

/var/log/messages.l.bz2
/var/log/messages.2.bz2
/var/log/messages.3.bz2
/var/log/messages.4.bz?2
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ITpumeuanue: IIpu HacmynieHuu MoMeHmMa 8pemMeHu, K020a HeobxooUMO ocyujecmsumsb nepaylo pomayuto ¢atiin
messages nepeumeHosbleaemcs 8 messages.1.bz2 (8 0aHHoM npumepe UCnonb3yemcs KOMNPeccus JHCypHAnos
ymuaumoli bzip2 ).

IIpu emopoli pomayuu ¢paiin messages.1.bz2 nepeumeHosbigaemcs 8 messages.2.bz2 , a ¢paiin messages
nepeumeHoebigaemcs 8 messages.1.bz2 .

Ipu mpempveli pomayuu ¢atin messages.2.bz2 nepeumernosbigaemcsi 8 messages.3.bz2 u mak danee ...
Ymuauma logrotate yoansiem apxugHble KOnuu Cmapblx JHCypHA108 No 0oCcmudiceHuu 3a0aHHO20 Konuvecmea Konuli. B

3mom npumepe pomayusi nepeoti apXusHol Konuu JcypHana (¢atin messages.1.bz2 ) ocywjecmensemcs uemnipe paza
(0o messages.4.bz2 ).

Hactpoiiku, Haxoasiuecs B Hayane ¢aitna /etc/logrotate.conf U He CBI3aHHbIC C

UMeHaMU (ailsIoB )KyPHAJIOB, SIBIISIOTCS ITI00ATBHBIMHU.
JIy1st KaXKI0r0 KOHKpeTHOTO (haiiia KypHaia MOKHO YKa3bIBaTh OTACTbHBIC HACTPOUKH.
OOBIYHO IPUMEHSIOTCS CTIEIYIOIINE HACTPOUKH:

* daily,weeklymmonthly onpeaenstor NepuoOAUNIHOCTb POTAIMU PABHOM,
COOTBETCTBEHHO, OIHOMY JIHIO, HEJIEJIE WJIA MECSIILY.

* rotate ompenenseT KOJUYECTBO POTALMI MEPBOM apXUBHOM KOIMHU KypHaja J0 €€
yaaJIeHUsI.

* create 3acTaBiseT co37aBaTh MyCTOH (aii )KypHaia mocie ero poranuu. [Ipudem,
HACTpoOIiKa create MO3BOJIAET yKa3bIBATh MIpaBa JOCTYIIA U BIaJCHUS CO3/1aBAEMbIX
KYpHaIbHBIX (aiiyioB.

* compress cKaThe pOTUPOBaHHBIX (aitnoB. Eciau He Hamo cxxumarh (aiiina apXuBHBIX
KOIUI, TO CJIEAYET UCIOIB30BaTh HACTPOHUKY NOCOMpress .

* CoOpy KOMHpoBaTh (hailjibl OCTABIISAS [IPU STOM OPUTHHAJIbHBIE (DaliiIbl AKYpHAJIOB
HETPOHYTHIMHU.

* notifempty NO3BOJISET HE OCYIIECTBISITH POTAIMIO MTYCTHIX (HAMITOB.

* include No3BOJNAET BKIIOYATH B (ailyl KOHPHUTypaIy JONOTHUTEIbHBIE HACTPOUKH,
yKa3zaHHbIE B (paiisie — apryMeHTe 3TOoi IUpeKTUBBL. Eciin apryMeHTOM SIBISI€TCS KaTajor, TO
B OCHOBHOH (hailyl KOHQUrypaluu BKIIOYAETCS COAEPKUMOE BCEX KOH(UTYPAIIMOHHBIX
(aiinoB, HaXOAAIIKUXCS B 3TOM KaTaJlore.

* mail Mo3BOJSAET MOJTYYaTh KOMHU POTHPYEMBIX KYPHAIBHBIX (DAHIIOB 1O 3JIEKTPOHHOM
IIo4Te.

* prerotate mpostrotate MO3BOJSIOT YKa3bIBATh CKPUIITHI, KOTOPBIE OyIyT
HCIIOJIHEHBI, COOTBETCTBEHHO, J0 U IIOCJIE POTALUH.

* size MOXHO yKa3bIBaTh pa3Mep (paiina xypHasa, 1O IPEBbIILIEHUH KOTOPOTO JTOJDKHA
OCYILECTBIIATHCS €TI0 POTALU.

IIpumep:
weekly
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rotate 4
create
compress
notifempty
include /etc/logrotate.d
/var/log/wtmp {
monthly
create 0664 root utmp
rotate 4

Kak npaBuio logrotate ynanser )KypHajbl IOC/IE€ HECKOJIbKUX POTALUNA. DTy OMIIMIO
MOYKHO OTKJIFOYUTh, HO TOT/1a BaM HY>KHO BHMMATEJIbHO OLIEHUTh 0ObEM JUCKOBOTO NMPOCTPAHCTBA,
KOTOPBIN OyJIeT 3aHAT KypHaJaMH.

B HekoTopbIx ciyuyasx TpeOyeTcs ATUTeTbHOe XpaHeHue )KypHaioB. PaccmoTpute
BO3MOXKHOCTB 110 apXMBALUH KYPHAJIOB U COXPAHEHHUH UX B HAJECKHOM, 3aLULIEHHOM OT
nocropoHHux mecte. Hocurenn nadopmanum kyaa OyaeT Nporu3BOAUTHCS apXUBAIUS TOJDKHBI

06GCHCHHBaTL}BDKHyK)HHHTQHBHOCTBXpaHCHHH.

Bo3moxHO norpedyercst opdcailiT xpaHeHHE apXMBUPOBAHHBIX KYPHAJIOB.
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7.4 Py4yHON N aBTOMaATUYECKUW aHANIN3 COOLITUM.

v . CLOUD
Py4Hon aHanu3 cobbITui ramaR DT

* YTUAUTa grep OCHOBHOWM UHCTPYMEHT A5 MOJlyYeHUs CBEAEHUI U3
YXYPHa/NIOB B PYYHOM peXxmme

 CTaHAaPTHbIE COOBLLEHMS SYslOg COCTOAT U3 HECKOJIbKUX YacTel:
Aama BpeMms y3es1 npoLecc coobLeHue

* ®opMaT COOOLLEHNIM N3 XKYPHAIOB NPUSTIOXKEHUIN MOXKET ObITb
COBEPLLUEHHO APYrnM

B pyuHoM pexxume Ui aHATU3a )KypHAJIOB OOBIYHO UCIIOIB3YIOT YTHIIUTY grep, KoTopas
IIPOU3BOJUT ITIOMCK TEKCTA HA OCHOBE PETYJISIPHBIX BBIPAKECHUM.

CrangaptHoe cooOrieHue syslog CoOCTOUT U3 MATH YacTei:
naTa BpeMs y3eJl HNpoIlecC CcoobmeHue

IIpumep:

root@sl10:~# grep "Aug 1 18:03" /var/log/messages | tail -1
Aug 1 18:03:40 sl1l0 systemd: Started The Apache HTTP Server.

KypHaisl npuiIoKeHUH MOTYT UMETh COBEpPIIEHHO Jpyroi ¢opmar. M naxke y ogHOro
NPUIOKEHUs pa3Hble )KypHaJIbl MOTYT UMETh pa3HbIi (popMmar.

IIpumep:

root@sl0:~# grep "Aug 01 18:03" /var/log/httpd/error log | head -1

[Tue Aug 01 18:03:40.527891 2017] [core:notice] [pid 1100] SELinux policy
enabled; httpd running as context system u:system r:httpd t:s0

root@sl0:~# grep "01/Aug" /var/log/httpd/access log | head -1

127.0.0.1 - - [01/Aug/2017:20:21:21 +0500] "GET /sedocs/index.html HTTP/1.1"™ 200
115877 "-" "Wget/1.14 (linux-gnu)"
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& = CLOUD
ABTOMaTM3VIpOBaHHbIVI aHanus cobbITUMn S—

* ABTOMaTU3MPOBaHHbIN aHa/IM3 MOXXHO NOAENUTb HA HECKOJ/IbKO TUMOB:
* OXknpgaHue onpeaeneHHoro cobbITUs Ans ONepaTMBHOIO pearnpoBaHmUs
* [lonyyeHune obLMxX OTYETOB O paboTe
* C60p CTAaTUCTMKMU
* AHanM3 AaHHbIX AN NAaHUPOBaHUS AANbHENLLENO Pa3BUTUS

He cymecTByeT eanHOTO CpecTBa s aBTOMAaTU3MPOBAHHOTO aHaJIn3a COOBITHIA. Bee
CpeCTBa MOKHO MOJIENTUTh HAa HECKOJIBKO KaTeropuil.

*  OxugaHue OMpeeIeHHOTO COOBITUS. BBl TOUHO 3HaeTe 4TO JOMKHO MPOU30IMTH, Kak Oy/eT
BBINNIAZIETH COOOIIEHNE U YTO BaM HEOOXOIMMO CJIeNaTh MPU €ro HACTYTJIEHUH, HO BBl HE
3HaeTe KOorja OHO MPOoU30UeT. B TakoM ciyuyae BaM HY>KHO MCIOJIb30BATh IPOrpaMMy UITU
CKPHIT, KOTOpbIE OyIyT MOIy4aTh HYKHbIE COOBITUS OT CUCTEMBI KYPHAIUPOBAHUS U
OTepaTHBHO Ha HUX pearupoBaTh. Hampumep: BbI Mosrydaere coOOIEeHHE O TIOMBITKE BXOAA
MOJIL30BATEIS 100t 110 MPOTOKOIY Ssh Ha cepBep, HO 3TOTO HE AOKHO ObITh, TOJIBKO
OOBIUHBIE MOJI30BATENIM MOTYT BXOAUTH yAasneHHo. [lomydnB Takoe cooOIiieHre BaxHO
OTIepaTHBHO 3a0JIOKUPOBATh TOCTYII K MOPTY Ssh 11 y371a 310yMBILIUIEHHUKA.

IIpumep:
root@sl10:~# grep programname /etc/rsyslog.conf
if $programname == 'sshd' and $msg contains 'Failed password for root from' then

~/usr/local/sbin/mylogparser

root@sl0:~# cat /usr/local/sbin/mylogparser

#!/bin/bash

date >> /tmp/myaction

echo -n "My action for message: $1" >> /tmp/myaction

remIP=S$(echo $1 | sed -r 's/.*from ([0-9]7+\.[0-97+\.[0-9]1+\.[0=-91+).*/\1/")

echo "IS iptables -I INPUT -s S$SremIP -p tcp —--dport 22 -j DROP" >> /tmp/myaction

root@sl0:~# tail -3 /tmp/myaction

Thu Aug 3 19:24:33 +05 2017

My action for message: Aug 3 19:24:33 s10 sshd[8444]: Failed password for root
from 10.255.255.254 port 34902 ssh2

IS iptables -I INPUT -s 10.255.255.254 -p tcp --dport 22 -3j DROP
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* [lomydyenue orueToB 0 pabote. Korma B cucteMe mporCXOAUT MHOXKECTBO COOBITHH, TO
MOHSITH YTO IPOUCXOAMIIO B CUCTEME JI0BOJIBHO 3aTpyAHUTENbHO. IMetoTcs cpeactsa coopa
M aHaJIi3a OTYETOB O COOBLITHUSX B CUCTEME B ITOHSITHOM YCJIOBCKY BUAC. Taknx nporpamm

OO0JIbIII0€ KOJIMYECTBO OT HanboJee MPOCThIX JO MOIIHENHIIINX CPEJCTB aHAIN3A.

HEI/IMCEI HUCIIOJIb30BaHUEC HpOCTOﬁ mporpaMmsal JJisk COCTABJICHUA OTUCTOB 110 JXypHAJIaM.
root@sl0:~# logwatch | head -15
FHEFHFFHFFRFFRFFSHFF Logwatch 7.4.0 (03/01/11) H##fH#FHFFHFFHFFHFFHH
Processing Initiated: Thu Aug 3 19:35:29 2017
Date Range Processed: yesterday
( 2017-Aug-02 )
Period is day.
Detail Level of Output: O
Type of Output/Format: stdout / text

Logfiles for Host: sl10
B A R R R

**Unmatched Entries**
INFO (RANDOM DELAY will be scaled with factor 24% if used.)

* (COop craructuku. B aToM cnyuae, Kak IpaBUiIo, Hy>KHA CTaTUCTHKA MO paboTe KaKoro-To
cepsuca. Hac moxxeT nHTEpecoBath pazHas HH(OpMaIKs, HapuMep 001ee KOJIMIeCTBO
oOpallleHui KJIMEHTOB 3a IEPUOJl BpEMEHHU, PACIIpeIeTICHHE 110 BPEMEHHBIM UHTEpBaJlaM U
u.J1. 31ech NOoTpeOyrOTCs CrieluaIu3upOBaHHbIE TPOrPaMMBbI UJTU 11€JIbIe KOMILJIEKCHI JUIs
IIOJIy4EeHUS TAKUX CBEIACHUM. [[puMepomM MOKET CIIyKUTh IPOCTEUILNI aHATIU3aTOP

KYpHaJIOB BeO-cepBepa webalizer.

* Amnanus nansbix. [Ipeanonaraercs Bl BeeTe KypHaTUPOBAHUE CHIIBHO HATPY>KEHHOTO
CepBHCa, KOTOPHII TeHEPUPYET OTPOMHOE KOJTMUECTBO COOBITHH. M BaM HE0OX0MMO UMETh
nHGOPMAIUIO KaK 3TO paboTaeT, 4To AeTar0T KIUEHTHI, YTO BBl UM €IIIe MOXKETE
MPEIOKUTD, IPOTHO3 OYIYIIEro pocTa, Mpeicka3aHue MpodieM U MHOTOE APyroe. ITUMHU
BOMPOCAaMU 3aHUMAETCS HAMpPaBJICHUE OONBIINX TAHHBIX U UCKYCCTBEHHOTO MHTEIJICKTA.
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7.5 3auwuTta XypHanos.

CLOUD
3awmTa xxypHanos e

* He naBaiiTe HEHY)KHbIX Pa3peLLeHnin Ha XKYPHasbI
* [pon3BOAUTE apXMBALINIO XKYPHAIOB

» [ly6anpymnTte nokanbHble COOOLEHUS, NEPeaaBas UX MO CETU

* B SELinux nmetroTcs cneuymanbHble NpaBuaa aas orpaHUyeHns uam
npenocTaBaeHns JOCTyNna K XXypHaiaM

* [1ns NnpeaocTaBAeHNs AOCTYNa K XXYpPHa/iaM MNoJib30BaTesel UCMNOJb3ynTe
RBAC

B cuctemMHBIX KypHanax U )KypHaJIax IPUIOKEHUM MOXKET CONECPKATHCS BaXKHAs
UH(pOpMAaIUs, KOTOpasi MOXKET OBITh MCITOJIb30BaHA 3710yMBIIIICHHUKaMu. [1oaToMy B mepByto
odepe/ib OLIEHUTE YCTAaHOBJICHHbIE Pa3pelleHus Ha JOCTYII K ¢aiinam xypHaioB. Paspemenus
JIOJDKHBI MAKCUMAJIbHO OIPaHMYMBATh IOCTYH 03 MoTepu paboTOCIOCOOHOCTH.

OrneHuTte Kak Bbl apXUBHUpYeTe KypHaibl. CoXpaHeHHEe apXUBOB C JKypHajJaMH OJIUH U3
BOXHEHUIINX MPUHIUIIOB 00ecreueHns 6e30MacHOCTH.

Ecinu B Banty cuctemy IpOHUK 3JI0yMBIIIJIEHHUK, TO OH MOYKET IONBITaThCS MOAYUCTUTD
CBEJICHUS B KypHAJIaXx O CBOCH JeATEILHOCTH. B 9TOM cilyuae JOMOTHUTEIBHON Mepoit OyeT
nTyOnMpoBaHUe COOBITHM TTO CETH Ha IPYTOH y3ell.

SELinux umeeT crieruanbHble TIOTATHKH [T IPEI0CTABICHHMSI TOCTYTIA K )KypHaiaM. He

CTOUT OTKJIIOYAThb 3Ty BO3MOXKXHOCTD.

Ecau BBI XOTHTE npeaoCTaBUTh JOCTYII K )KypHaJlaM MMOJIb30BaTCIIsIM, TO pAaCCMOTPHUTE

ucnonb3zoBanue cucremMbl RBAC 11 orpaHnueHns: BO3MOXKHBIX MOCIEACTBUN ATOTO.
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7.6 TlocTpoeHue cuctemMbl LeHTPasIn30BaHHOIO ynpaBJ/ieHUs
CoObITUAMU 6e30MacHOCTU Ha OCHoBe rsyslog.
CeTeBoe XXypHanvpoBaHue Ej_olt}

* Rsyslog MOXeT oTnpaBAsATb M NOJIy4aTb COOOLLLEHMS MO CETH
* [loaaep>xMBatoTCA Crieaytolme cnocobbl NpuemMa coobeHnn:

« UDP

« TCP

* RELP

» GSSAPI
b ,ﬂ,ﬂﬂ oTrnpaBkn UMeKTCA AO0MNOJ/IHUTENTBbHO!

* SNMP trap

« SQL

Rsyslog oprieHTHpPOBaH Ha TIOCTPOCHKE MJIH HCIIOJIb30BaHUE IICHTPATM30BAHHON CHCTEMBI
peructpanuu coodmeHnid. OH MOXKET Kak OTIPABIISITh COOOIIEHUS 10 CETH TaK U MOJIy4aTh
COOOIIIEHNUS U3 CETH.

Jliist HacTpoiKHM ceTeBbIX (PYHKUUI BaM HEOOXOIUMO aKTHBHPOBATh COOTBETCTBYIOIINE
MOJyJIX U HACTPOUTH HX.

CraHgapTHBIM CPEJICTBOM Tepeadu COOOIIEHHs Mo ceTH siBiseTcs mpoTokon UDP mopr 514.
UDP He o0ecrnieunBaeT HaAEKHOMN JOCTABKU JAaHHBIX.

ITporoxon TCP obecnieunBaeT OosbIlie TapaHTHIA 11O JOCTaBKE COOOIIEHU, HO U OH HE MOXKET
MTOJIHOCTHIO €€ TapaHTHUPOBATh.

[Tporoxon RELP (Reliable Event Logging Protocol) o6ecrieunBaeT 10MOIHATETBHYIO
TapaHTHIO JOCTaBKHU HA YPOBHE MPUIIOKEHUM.

GSSAPI mo3BossieT 3aMTUTE TIPOIIece Tiepeadn coodieHuit mocpenctsom Kerberos 5.

B nonosnHeHue K BBIMICTIEPEUUCICHHBIM CII0C00aM, IS OTIIPABKH COOOIIEHHI, NIMEETCS
Moaynu Juist nepefaun B Buae SNMP Trap u Moxynu ast coOXpaHeHUs! COOOIEHU Ha pa3InyHbIe
SQL cepsepsl.
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Mpuem coobLueHn U3 cetu

* 3arpysuTe HY>XHbIX MOAY/b AJ1 CO3JaHMNSA KaHala NnpueMa
* HacTpouTe ero napametpbil
* ONuUMOHaNbHO HacTpomnTe Habop NpaBua ANS CETEBLIX COOBLLLEHWNI

HacTpoiika npuema cooOIIeH i 10 CeTH COCTOUT U3:
* IloaxnroueHuss Hy’KHOTO MOJYJISL.

* OmnpeneneHus ero CBOMCTB.

CLOUD

*  JIOMOJHUTENHHO BBl MOXETE HACTPOUTH OT/AEIbHBIC MTpaBuiia (UIBTPALIMHE COOOIICHUN WU

oTJelbHbIe Ha0ophI MpaBuil. [locieqHue npeanoyTUTeNbHEN C TOUKU 3pEHUs
MIPOU3BOIUTEILHOCTH.

IIpumep: Mcnons3yercs nmpueM coodmieHni o cetu no npotokorry UDP mopt 514. Bee
ceTeBbIe COOOIICHUS OMAIAI0T B KaTajior /var/log/network u s Kaxa0ro y3ia
OTMPABUBIIETO COOOIIECHMSI CO3/1a€TCS OTACIbHBIN (aii B HEM.

root@sl10:~# cat /etc/rsyslog.d/udp514.conf
module (load="imudp")
input (type="imudp" port="514" ruleset="RemoteUDP514")

template (name="NetworkLog" type="1list") {
constant (value="/var/log/network/")
constant (value="/")
property (name="hostname")
constant (value=".log")

}

ruleset (name="RemoteUDP514") {
action (type="omfile" dynaFileCacheSize="1024" dynaFile="NetworkLog"
FileOwner="root" FileGroup="root" dirOwner="root" dirGroup="root"

FileCreateMode="0640" DirCreateMode="0755" flushOnTXEnd="off" asyncWriting="on"

flushInterval="10" ioBufferSize="64k")
}
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OTnpaBKa coo6LeHnn CLOL’D

* 1na UDP ucnonb3syeTrcs cMMBO @
e Ina TCP @ @

* [1na ocTanbHbIX cnoco6os MCMOJIb3YETCA YKa3aHMe Moaysda U NapaMeTpoB

* Ecm Bbl nepepaeTe coobLueHns Ha Apyron y3es BaM, BO3MOXKHO,
notpebyeTcsa co3aatb WabaoH ang popmara coobuieHus

OtnpaBka coobmienwnii mo cpeactsom UDP nocturaercst ycTaHOBKOW CUMBOJIA (@) Tepes
MMEHEM Y3J1a.

IIpumep: nepenada cooOrmieHuit Ha HecTaHgapTHLIN nopt UDP
*.*% @192.168.0.1:1514

s TCP npoTtokosa ucnonib3yeTcs Ba cuMBoia (@@

IIpumep: 10 *e HO 10 poTokoay TCP
*.*% @@192.168.0.1:1514

Ecnu ucnonws3oBats apyroit nmpotokosn, Harpumep RELP, To Heo6xonuMo ykas3piBaTh Ha3BaHUE
MOJTYJISL.

IIpumep: To e HO 110 npoTokoiry RELP
*.% :omrelp:192.168.0.1:1514

Bo3moxHO coobiienust OymnyT nepeiaBaTbes CepBepy, KOTOPBINA HE UCTIONb3yeT (hopmar syslog
JUTsE COOOIIEHNH, TorIa HeOOXOAMMO CO3/1aTh MA0IOH [T TAKUX COOOIICHUN.
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7.7 XXypHanbl systemd, gemoH journald

XypHanbi systemd CLO L’D

* Cuctema systemd cobupaeT cBegeHUs 0 cBoeM GYHKLMOHMUPOBAHUN B
OGuMHapHble dannbl

* Pann /etc/systemd/journald. conf onpeaenser napamMeTpsl
YKYPHaNMpoBaHUSA

* Onuusa Storage B 3TOM Qaitsie onpeaenseT cnocob BeJeHUs XypHana
* KoMaHaa journalctl BbIBOAUT TEKYLLMIA XKypPHan

OnHoii u3 npo6ieM KiIaccu4eckoi CUCTeMbl MHUIMaIM3auy Linux cucrem, Obuta nmoreps
CBEJICHUI1, O TOM KaK CTapTOBaJIM pa3iuyHble ciyxObl. Jlpyras mpobiema 3To OTCyTCTBHE OOpaTHOM
CBSI3M C MHUIMAIM3UPYEMBIMH CITy>KOaMH, B TOM uncie nHpopmanuu o pyHKIMOHUpOoBaHUH. J{11s
peleHus ITUX MpodJieM cucTeMa sy stemd coOupaeT CBeIeHUs O CBOeM (PYHKIIMOHUPOBAHUHU B
Ounapueie ¢aiibl. XKXypHanupoBaHue KOHTPOIUPYET JeMOH systemd-journald.

Qai1 /etc/systemd/journald.conf omnpexaenser mapaMeTphl )KypHAIUPOBAHUS.

Baxxneiimas onmust Storage B 3TOM (daiinie onpeaenseT cnocod BeAeHHs KypHaia
MOCTOSTHHBIN (persistent), HEMOCTOAHHBIN (volatile) uin HUKakoi (none).

Komannma journalctl —--header mokas3plBaeT B TOM YHCIIe Ha3BaHHUE (aiiia B KOTOPHIN B
JAHHBIA MOMEHT 3alUChIBaeTCss HHGOpMAITHS.

Kaxxaplii pa3 mpu cTapTe CUCTEMBI CO3/1a€TCSl HOBBIN Ky pHAaJ.

Komanna journalct]l BRIBOgUT TeKymiunii )KypHas ¢ Hadyajaa C CaMOTO PAHHETO COOBITHSA.

*  Omnuus -e MoKa3bIBaeT KYypPHAJ C KOHIIA.
e Ommus - S ¢ KaKoro BpEMEHH BBIBOIUTH COOOIIIECHHUS.

® OHI_II/IH —U 10 Kakoro BPEMCHHU BBIBOAUTH COO6H.ICHI/I$I.

° OHI_II/IH -u COO6H.I€HI/IH KaKoOro roHuTa BBIBOOUTD.
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7.8 Cucrtema ayguta Ha ocHoBe gemMoHa auditd

CLOUD
ApxutekTtypa ayauta e

° Ay,EI,I/IT MO3BONAET OTCNEXNBATL BbINMOJIHEHUE PA3/TNYHbIX ,EI,GVICTBMVI B
cucreme

* CucteMa ayamuTa paboTaeTt Ha YPOBHe a4pa
» CobbITnA ana o6paboTkn nepeparotca gemMoHy auditd

KERNEL
* 1
= —p PECTI -~ =———== B
'{. |
! \S
= — Task  -—-==----- P  Exclude --- =
Application . Audit Daemon
— - Exit  --------- B

OpHMM U3 UHCTPYMEHTOB, TIO3BOJISIONINX MTOBBICUTH YPOBEHH Oe30macHOCTH B Linux,
sBIsieTcs moAcucreMa ayauta. C e€ moMOIIbI0 MOXKHO TIOTYYUTh MOAPOOHYIO HHPOPMAIIHIO 000
BCEX CHUCTEMHBIX COOBITHSX.

[Toncuctema aynuta Obula gobaBieHa B siapo Linux HauuHas ¢ Bepcuu 2.6. OHa
npeaHa3HaueHa I OTCIACKUBAHUS KPUTHYHBIX C TOUYKH 3PCHUS O€30IMMaCHOCTH CHCTEMHBIX
COOBITHH.

Ay,I[I/IT NEPEXBATHIBACT CUCTCMHBIC BbBI3OBBI U 3alIMCBIBACT O 3THUX BBI30BAX HH(I)OpM&HHIO:

[Tomy4uB BBI30B OT MPUIIOKEHUS B IPOCTPAHCTBE MOJIH30BATEIS, TIOACUCTEMA ay/InTa
MIPOITYyCKAET €ro Yepe3 OJuH U3 clieAyromux GuiasTpoB: user, task wim exit (6onee moapoOHO 0 HUX
peus noitnér Huxe). [Tocie aToro BeI30B mpomnyckaeTcs yepes puibTp exclude, koTopeiid ucxons u3
npaBuII ayauTa nepeaaér ero aeMony auditd amst manpHeimei oOpaboTKH.
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e CLOUD
HacTtpouka ayaurta e

* KOoHbUrypaunoHHbi damn /etc/audit/auditd.conf cogepxurt
napameTpbl paboTbl ayamTa

*Bdanne /etc/audit/audit.rules HaxoaaTca NOCTOSIHHbIE
npasuaa s coobITUim

* YNpaBasTb NpaBMaaMn MOXKHO Yepe3 KoMaHay auditctl

B xordurypannonsom gaitie /etc/audit/auditd.conf comepkarcs mapaMmeTpsbl
paboTsl aynuta. BaxkHelinme HacCTpOiKy B HEM

* log file — ¢aiin, B KOTOpOM OyayT XpaHUThCA JIOTH IOJCUCTEMBI ay/UTa;

* log format — ¢opmar, B KOTOPOM Oy[€T COXPAHEHBI JIOTH;

* freg— MakCUMaJbHOE YHCJIO 3aMUCEN IPOTOKOJIA, KOTOPHIE MOT'YT XPaHUTHCS B
Oydepe;

* flush — pexxuMm cuHXpoHM3aLuuu Oydepa ¢ TUCKOM (none — HUYEro He JeaTh,
incremental — nepeHOCUTH JaHHbIE U3 Oydepa Ha AUCK C YACTOTOM,
yKa3aHHOU B 3HaueHUHU NapaMerpa freq; data — CHHXPOHHU3UPOBATH
HEMEJUIEHHO, SyNC — CHHXPOHU3UPOBATh KakK JaHHbIC, TAK U MeTaJaHHbIe (aiina
IIPU 3allUCU HA JIUCK);

* max log file— MakcuMmanbHbIi pasmep (aiina nora B Meradairax;

* max log file action -— gelcTBUE NPH MPEBBIIEHUH MAKCUMAILHOIO
pasmepa (aiina jnora;

* space left — MUHMMYM CBOOOIHOIO IPOCTPAHCTBA B Merabaiirax, 1o
JOCTUYKEHUH KOTOPOTO JOJIKHO OBITh OCYIIECTBICHO JCHCTBUE, YKa3aHHOE B
CIIENYIOLIEM ITapaMeTpe;

* space left admin — yKa3sbIBaeT, YTO J€aTh, KOIJa Ha JUCKE HEJTOCTATOYHO
cBOOOAHOrO MecTa (1gnore — HUYEro He JieNarh; syslog — OTIPaBIsATh B

syslog, email — OTHpaBIsATH YBEJOMIIEHHE T10 TIOYTE; Suspend — MPEeKPaTuTh
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3aIKCh JIOTOB HAa AUCK; Single — MepelTH B OJHOMNOIb30BATEIBCKUN PEKUM;

halt — BBIKIIIOYUTH MAIIUHY);

* disk full action — JIelCTBHE, KOTOPOE HYKHO OCYIIECTBUTH IIPH
NEPENOIHEHUH TUCKA (3TOT IapaMeTp MOXKET IPUHUMATh T€ K€ 3HAYECHUS, YTO U
space left admin).

Jns noGaBieHus U HACTPOMKU MPABUII UCHIOIb3yeTcs koMaHaa auditctl. Bor cnucok eé
ONIINH:
Yro0bI cO31aTh HOBOE MIPaBUJIO, HY’KHO BBIIIOJIHUTH KOMaHAy BUJA:

auditctl -a <cnmucok>,<pmercTBue> -S <UMS CUCTEMHOT'O BHBOBa> —-F <dunbTpe> -k
<KJIIOY>

CHauana 1mocie OIIIMHU —a YKAa3bIBACTCs CIIMCOK, B KOTOpBII71 HY>KHO Z[O6aBI/ITB IIpaBUJIO. Bcero

CYHICCTBYCT IIATh TaKHUX CITUCKOB:

1. task— CO6BITI/I$I, CBsI3aHHBIC C CO3JaHUEM HOBBIX IIPOLECCOB;

2. entry — cOOBITHS, KOTOPHIE UMEIOT MECTO TIPH BXOJI€ B CUCTEMHBIN BHI30B;
3. exit — coObITHS, KOTOPHIE UMEIOT MECTO TIPH BBIXOJIE U3 CHCTEMHOTO BHI30BA;
4. user — coOBITHS, UCHIOIB3YIOLINE TAPAMETPHI MOIH30BATEIBCKOTO MTPOCTPAHCTBRA,
5. exclude — UCTONB3YeTCS AJISI UCKITIOUEHUSI COOBITUH.
3areM yKa3bIBaeTCs, YTO HY>KHO JIeTIaTh MOCJIE HACTYTUICHUS COOBITHS. 31€Ch BOBMOXKHBI J1BA
BAapUAHTA!

1. always coObITHs OyAyT 3aMMCHIBATHCS B KypHAI
2. never He OyIyT 3aluChIBaTHCA

[Tocne onumu —S UAET UMSI CUCTEMHOTO BbI30Ba, IIPU KOTOPOM COOBITHE HYKHO NIEPEXBATUTH

(open, close u T.11.).

Omust -k 3a7aeT K04, KOTOPEIi Oy/ieT OYeHb MOJIe3eH B pa30ope COOBITUI ayauTa.

IIpumep:

root@sl0:~# auditctl -a always,exit -F arch=b64 -S adjtimex -S settimeofday -k
time change

[Tocne onuuu —F yKka3bIBalOTCS AONOJHUTENbHBIE TapaMeTpbl GpuibTpauuu. Hanpumep, ecnu
HaM TpeOyeTCsl BECTH ayIuT 0OpalleHni K (aitmam u3 karajora /etc, mpaBuio OyeT BBIVISACTh

TakK:

IIpumep:
root@sl0:~# auditctl -a always,exit -F arch=b64 -F path=/etc -k etc_access

[Tpu HacTpolike crnexxeHus 3a OTAeIbHBIMU (paiilaMu MOXHO OITyCTUTH OMIMIO —S.

I[J'IH OTCJIC)KMBAHUA NOCTYIIA K (baﬁHaM HUMCCTCA OTACIIBHBIC OIIIUHU —W U —P.

IIpumep:
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root@sl0:~# auditctl -w /etc/passwd -p wa -k passwd access

[IpaBuna MOXKHO HE TOJBHKO 33/1aBaTh Yepe3 KOMAHIHYIO CTPOKY, HO M TIPOIMCHIBATh B (haiiie
/etc/audit/audit.rules.

Hauunnaercs 370t (haii ¢ Tak Ha3bIBa€MBIX METANpaBuil, B KOTOPBIX 33Jal0TCs OOIIIHe
HACTPOMKHU KYpPHAIUPOBAHUS:

IIpumep:

root@sl0:~# cat /etc/audit/audit.rules

## This file is automatically generated from /etc/audit/rules.d
-D

-b 320

W3meHeHus: KoHGUTypauy BCTYIAT B CHITY TIOCJE Nepe3arycka JeMoHa auditd:
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CLOUD
AHanus ayguTta s T

* YTUAuMTa aureport NoayyeHme CTaTMcTM4yeckom nHbopmaumm
* KomMaHaa ausearch NoMcK cobbiTU ayauTa

KypHaisl aynuta cCOXpaHsoTcs B OMHaApHOM BHIe. MIX MOXKHO cAenaTh 4eJI0BEKO MOHATHBIMHU

C IIOMOIIBIO YTUJIUTBI aureport.

Ecnu BBecTH KOMaHIy aureport oe3 ApryYMCHTOB, Mbl YBUIUM O6H_Iy10 CUCTCMHYIO
CTaTUCTUKY (KOJ'II/ILICCTBO MOJIb30BaTeNeH CHUCTCMBEI, 06]].[6‘6 KOJIMYECTBO CUCTCMHBIX BBI3OBOB, YHCJIO
OTKPBITHIX TCPMHUHAJIOB U T.H.)Z

OHI_II/II/I KOMaH/bI aureport MO3BOJIAKOT MOJYYHUTb OTUCTHI 110 PA3JIMYHBIM THUIIAM COOBITHH.

Komanga ausearch npou3BoauT MOUCK COOBITHI MO YKa3aHHBIM KPUTEPHSIM.

IIpumep:

root@sl0:~# aureport | head

Summary Report

Range of time in logs: 07/24/2017 20:44:48.597 - 08/04/2017 01:02:04.543
Selected time for report: 07/24/2017 20:44:48 - 08/04/2017 01:02:04.543
Number of changes in configuration: 52

Number of changes to accounts, groups, or roles: 97

Number of logins: 76

Number of failed logins: 40

Number of authentications: 103

root@sl0:~# aureport -au | head

Authentication Report

# date time acct host term exe success event

1. 07/24/2017 20:45:02 root ? ttyl /usr/bin/login yes 38
2. 07/24/2017 20:47:59 root ? ttyl /usr/bin/login yes 37
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3. 07/24/2017 21:40:06 root ? ttyl /usr/bin/login yes 37
4. 07/24/2017 21:41:54 root ? ttySO /usr/bin/login yes 37
5. 07/24/2017 21:42:41 root ? ttyl /usr/bin/login yes 38

root@sl0:~# useradd test

root@sl0:~# ausearch -k passwd access -i

type=CONFIG CHANGE msg=audit (08/04/2017 00:43:26.211:336) : auid=root ses=2
op="add rule" key=passwd access list=exit res=yes

type=CONFIG_CHANGE msg=audit (08/04/2017 00:44:09.270:337) : auid=root ses=2
op="add rule" key=passwd access list=exit res=no

type=CONFIG_ CHANGE msg=audit (08/04/2017 00:54:35.709:347) : auid=root ses=2
op="add rule" key=passwd _access list=exit res=no

type=PATH msg=audit (08/04/2017 01:13:15.071:406) : item=0 name=/etc/passwd
inode=34691654 dev=fd:00 mode=file, 644 ouid=root ogid=root rdev=00:00
objtype=NORMAL

type=CWD msg=audit (08/04/2017 01:13:15.071:406) : cwd=/root

type=SYSCALL msg=audit(08/04/2017 01:13:15.071:406) : arch=x86_ 64 syscall=open
success=yes exit=5 a0=0x7fbe70f£63ce0 al=0 RDWR|O_ NOCTTY|O_NONBLOCK|O_NOFOLLOW
a2=0x0 a3=0x0 items=1 ppid=1940 pid=9019 auid=root uid=root gid=root euid=root
suid=root fsuid=root egid=root sgid=root fsgid=root tty=ttySO0 ses=2 comm=useradd
exe=/usr/sbin/useradd key=passwd_access

type=CONFIG CHANGE msg=audit (08/04/2017 01:13:15.603:420) : auid=root ses=2
op="updated rules" path=/etc/passwd key=passwd access list=exit res=yes
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naBa 8. 3awura ceTeBbIX B3aMMoeNCTBUIA.

8.1 dunbTpauyusa Tpaduka.

8.1.1 ba3oBble KoHUenuun

O6wwue ceBegeHus o nftables CLOL’D

* MakeTHbIN pUnbTp B sapax Linux 3.13 u Bbilwe Ha3biBaeTcs nftables, a
YTUAUTA NS €ro HaCTPOMKKM - nft

 Nftables - panbHelwee passutune Netfilter (iptables), u yactnuHo
0bpaTHO COBMECTUM C HUM

* KomaHaa nft gobaensert, yaanser uam UsMeHseT npasuaa GuabTpaLum
MaKeToB, 3anuCcaHHble B CNeLuanbHoM Tabanue aapa. [laHHble 3ToM
Tabauubl copackiBatoTca Npu toboi nepesarpyske OC

* Hy)kHa creymanbHas cny»x6a, KoTopast BOCCTAHOBUT NpaBua
dUNbTPaLUKU NPU CTapTe CUCTEMBI

[TaketHslii punbTp B sapax Linux HassiBaeTcs nftables, a yruinTa Juist ero HacTpoilku — nft

(ccbutka Ha nokymeHTanuio: https://wiki.nftables.org/wiki-nftables/index.php/Main_Page).

Nftables — makeTHbIi GuabTp U1 Linux, KOTOpPBI OTHOCUTCS K KiIacCy (PUIBTPOB C
npoBepkoii cocrosinus (stateful filter). @uibTprl JaHHOTO KiIacca 3aIOMUHAIOT HHPOPMALIUHU O
TEKYIL[EM COCTOSIHUU CECCHU U TMPOU3BOIAT aHAJIM3 BCEX BXOAAIINX MAKETOB JUI MPOBEPKU UX
koppektHocTH. Nftables pacmupsieT BO3MOKHOCTH MPEABIIYIIETo MPOSKTa MO (GHIBTPALH MAaKETOB
Netfilter. [Ipu aToM 061a72€T OrpaHNYEHHOI 0OPATHOM COBMECTUMOCTBIO, B TOM CMBICIIE, UTO BCE
CO3JIaHHbIE NTpaBHUJIa KOMaHA0H iptables Oynyt Buansl B nft, Ho He Hao60poT. [IpoekT Netfilter

cunraercs ycrapesmnm ¢ 2021 rona.

Komanga nft noGasiser, yaauser WM U3MEHsET paBuiia GUIBTPALUY TAKETOB,
3alMCcaHHbIC B CIIEIUANbHON Tabnuiie sapa. J(aHHble 3Toi TaOIUIbl COpAChIBAIOTCS MPH 1000
nepesarpyske OC.

Jist TOr0, 4T0OKI ITpaBHiIa (GUIBTPALINN PUMEHSIIICH BO BPEMSI CTapTa CHCTEMBI HEOOX0MMa
Kakas-HUOyb ciryx0a, Harpumep: firewalld, ufw, netfilter-persistent u ap.
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Cit

KoHuenuuu nftables CLOL’D

* B nftables HeT 06sa3aTeNbHbIX NpeaonpeaenéHHbIX Tab/nL, 1 LLEENOYEK, BCe
HY>XHO cO3/aBaTb CaMOMY.

* Address family — onpepgenstot Tun o6pabartbiBaeMbIX MaKETOB.
* Hook — cneumduryecknit atan Ha Nyt 06paboTKU NaKETOB.

e Chain — KoHTeNHep Ana npasu.
- basoBble (base) — BXxoAHas ToUKa A1 06paboTKM NaKeTbl

- PerynsipHble (regular) — Mcnonb3yoTcs A5 yYllei opraHU3aumMm NpaBul, NEPEXOL, Ha LIEMOYKY
MPOUCXOAUT NMPU UCMOJIb30BAHUM MPbIKKA (jump)

» Table — cogepKnT Leno4kn, Habopbl U 0OBLEKTLI OTCIEXKMBAHUS.
* Ruleset — nosHbIN Habop TabaAUL, LLEMOYEK a NPOYETO.

B nftables nmeercs HECKOIBKO KOHLIENTYaIbHBIX MOMEHTOB.

Bo-nepBbIX n3HaYaIbHO HET HUKAKKMX MPABUI, LIETIOYEK, TAOIUIL U T. ., B OTIINYUE OT
iptables.

BO—BTOpLIX Ha3BaHUA Ta6J'II/II_IaM H OCIIOYKaM BbI MOXKETC 1aBaTb KAKUC YI'OJHO.

JIBa mapameTpa SBISIOTCS 3aJaHHBIMU YCIIOBUSIMHU OKPY KaIOUIeH cpenibl, a UMEHHO TUII U
COCTOSTHHUE TTaKeTa:

* Address family — tum 06pabaTsiBaeMoro makeTa, HarpuMep ip WA arp.

*  Hook — cnenududeckuii 3tan Ha myTd 00padoTku makera. Korja makeTsl mpoXoasT CKBO3b
MAIIHHY, TO BOSHUKAIOT HECKOJILKO CTauil 00pabOTKH. DTH CTaJUU 3aBHUCST OT TUIIA TTAKETa
(address family) u HampaBiIeHHs €TO ABMKEHUS: BXOISAIIUHN U MIPEIHA3SHAYCHHBIHN JIJIS 3TOM
MAaIlIUHbI, TPAH3UTHBIN, UCXOASAIMNA OT 3TOW MAIIUHBI.

Bce u3BecTHBIE CUCTEMBI (I)I/IJ'ILTpaI_II/II/I IMAaKCTOB TAK WX UHAYC COCTOAT U3 HHAUBHUAYAJIbHBIX
ImpaBUJL. Ka)KI[OC OTACJIBHOC ITPABUJIO OITUCBHIBACT OIMUCBIBACT HCKOTOPBIC ITPU3HAKU ITAKETA U YTO C
OTHM IIAaKCTOM ACJaTh. I[pyrI/IMI/I CJIOBaMH HUCIIOJIB3YCTCA IMapagurMma match-statement.

B nftables mpaBuna o0benunstoTCs B 11enouku (chain). 3agaun memnoyexk:

1. OmnpenenuTh BXOJHYIO TOUKY J1s1 00paboTku nakeroB. [lyist aToro co3natorcs 6a3ossie (base)
1eno4yku. B 6a30BbIX Lenoykax MOMUMO IIPABUJI CYLIECTBYET €lle U MoiuTuKa (policy) —
YTO HAJI0 C/IEaTh C AKEeTOM KOTOPBIN MPOIIES BCIO LIEMOYKY U HE COOTBETCTBYET HU
OTHOMY M3 MPaBUJI B 3TOM LETOYKE.

2. TI'pynmnmpoBka mpaBui Ui ynoOcTBa ynpasieHus. [ 3aqad rpynnupoBKy CO3IAI0TCS
perymspHblie (regular) memnoyxu.

Hu ogxo u3 IpaBUJI HC MOXKCT OBITh BHE OCITOYKH.
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[{ermouky B cBOIO o4epes OOBEAUHSIIOTCS B TAOIHIIBI, B KOTOPBIA TIOMUMO IETIOYEK MOTYT
ObITh HAOOPHI (set) u 00beKThI oTcnexkuBanus (stateful objects).

Bce BMecTe B3siThIE TaONMHIIBI COCTABISAIOT HAOOp mpaBui (ruleset).
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Cxema pabortbl nftables

inetipJpve IpLayer
Input Output
] Hook Hook
\ bridge ; '
Prerouting priorities
. MR L400: defragmentation Postrouling peiorities

P -200: connirack
-100: DNAT

» Prefouting

Prerouting prorities A
-200; connirack

Prerouting
|
Bridge |

ARP Layer
> Wlond ' " f— l i _l

Ha cxeme n3o0pakeHa KoHIleNTyadbHasi cxema paboThl nftables.

Kor, Ja IIaKEeT MmoraaacT Ha o6pa60TKy CHa4vaJia OIIpCACIIACTCA K KaKUM ceMeiicTBaM OH
MNPUHAMJICIKUT, AAJICC M0 XyKaM OIIPCACIIACTCA B KaAKUX LCIMOYKAX HYKHO O6pa6OTaTb OTOT MAKCT.
Ecau Bo Bcex nenoukax maker 6y,ueT pa3peuicH, TO OH 6yz[eT AOCTAaBJICH B TO MECTO, B KOTOPOC
HaIpaBJIAJICH. Ecnu xoTs1 OBl B OHHOﬁ IO CIIOYKE 6YI[eT 386JIOKI/IpOBaH, TO IIAKET AOCTAaBJICH HC 6yz[eT.
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CLOUD
Punbrpaumsa nakeTos e

* MpaBunna dGUNbLTPaALMKN NMAKETOB 3aMNUCbIBAOTCSA B BUAE LIEMOYEK
» Kaxxp0e npaBmnio 3aKaHYNMBAETCS BEPANKTOM

* Ecm nakeT npoluesn Bcto 6a30BYHO LLEMNOYKY NpPaBui, HE BCTPETUB HU
OJIHOTO MpaBuaa, KOTOPOMY OH Y0BNETBOPSET, OH NOABEPraeTcs
06paboTKe B COOTBETCTBUM C YCTAHOBJIEHHOM NOAUTUKOM (policy) ans
JAHHOM LLEMOYKMU

* EC/In NakeT NpoXoAnUT PETYNSAPHYIO LEMNOYKY, TO MO 3aBEPLUEHNIO
06paboTKM BCEX MPaBM/1 OH BO3BPALLLAETCA K CeAyHoLLEMY NPaBUy
npeabiayLen uenovku (jump) nam nocne nocaegHero npasuna (goto)

[TpaBuia GpuIBTpaluy MAKETOB 3aIMCHIBAIOTCS B BUE IIETNOUeK (Kak U B iptables).

Kaxxpoe mpaBuiio 3akaHYMBaeTCs BEPAUKTOM, OOBIYHO, accept (MPOMyCTUTh) UK drop
(oTOpOCHUTH)

3apaHee Onpe/IeIeHHBIX [[ENOYeK HeT.

Ecnu maket nporien Bcro 0a30BYIO IIETIOYKY MPABHII, HE BCTPETHB HU OTHOTO TIPaBUIIA,
KOTOPOMY OH Y/IOBJIETBOPSIET, OH MOABEPraeTcsi 00paboTKe B COOTBETCTBHH C YCTAHOBJICHHOM
MOJIUTUKOH (policy) NIl JaHHOM HETOYKH: TMPOIYCTUTh — accept WM OTKIOHUTh — drop.

JIIst peryasipHBIX [EeMoYeK BaXKHO TO, KaK MaKeT Momaji Ha 00paboTKy B mernouky. Ecim B
HEKOTOPOM LIEMOYKE UCTOJB3YETCS TPABUIO C BEPAUKTOM JUmMpP, U MAKET MPOKIA BCIO LIETIOYKY HE
COBIIaJ HU C OJTHUM U3 MIPABUJI, TO OH IPOBEPSETCSI HA COOTBETCTBHE CICAYIONIEMY MPABIITY B
IIETI0YKe, B KOTOPOW ObLT pbDKOK. Eciu mepexon ObUT clienaH oCpPeCTBOM gOt O, TO MBI
MPOIOIKAEM KaK-OyITO TPOIIUTH BCE MPABHJIA B BHI3BIBAIOIICH [IEMOYKH, COOTBETCTBEHHO OyleT
NpUMEHEHA WK TIOJIUTUKA WITH MIPHHSATO PEIICHHE KaK MPOJ0KaTh 00pabOTKy B BHIIIECTOSIIIEH
IETIOUKE.
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8.1.2 CospgaHue TabuL, Lenoyek n npasun.

CLOUD
OCHOBHbIe onepauum ¢ HabopoM npasusn B

* [Ipexxae 4eM Ha4vaTb NPOBepbLTE CYLLECTBYOWME HAbOPbI NpaBu:
nft list ruleset

* O4ymnCTKa BCEX NpaBwUII:
nft flush ruleset

* BbiBOg KOMaHAbl nft list ruleset MOXHO MUCMNONL30BaTh KaK
COXPaHEHME CYLLLECTBYIOLLMX MPaBuII.

Bce BMecTe TabnuIibl, enoYKy, TpaBuia B HUX U T. JI. COCTABISIOT Habop mpasu (ruleset).
Jnis mpocMoTpa Habopa MOKHO BOCIIONIB30BaThCsl KOMaHIoW nft list ruleset:

IIpumep:

root@sl0:~# nft list ruleset
table ip filter {
chain INPUT {
type filter hook input priority filter; policy accept;
iifname "lo" counter packets 17 bytes 1241 accept

chain TEST {

type filter hook input priority filter; policy accept;

iifname "enpO0s3" tcp dport 22 counter packets 2290 bytes 174448
}

YV Kaxa0ro 31€MEHTa UMEETCS napameTp handle, MoCpeACTBOM KOTOPOT'O MOKHO YIIPABJIATH
IpaBUJIaMH. OHLII/IH —a IIOKa3bIBACT OTHU XOHAJIbI:

root@sl0:~# nft -a list ruleset
table ip filter { # handle 2
chain INPUT { # handle 1
type filter hook input priority filter; policy accept;
iifname "lo" counter packets 17 bytes 1241 accept # handle 3

chain TEST { # handle 2
type filter hook input priority filter; policy accept;
iifname "enpO0s3" tcp dport 22 counter packets 2318 bytes 176728 #
handle 5
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Br1 moxeTe PEAAKTUPOBATH CYHICCTBYIOMIUC ITPpaBUJId NI OYUCTUTH UX BCC!:

root@sl0:~# nft flush ruleset
HQHMQQ! COXpaHI/IM 1 BOCCTAHOBUM IIpaBUJIa.
root@sl0:~# nft list ruleset
table ip filter {
chain INPUT ({
type filter hook input priority filter; policy accept;
iifname "lo" counter packets 14 bytes 1022 accept

chain TEST ({
type filter hook input priority filter; policy accept;
iifname "enp0s3" tcp dport 22 counter packets 459 bytes 32912

}

root@sl0:~# echo flush ruleset > nft.rules
root@sl0:~# nft list ruleset >> nft.rules <« |CoxpaHeHHE NpaBUI

root@slO0:~# nft flush ruleset
root@sl0:~# nft list ruleset

root@sl0:~# nft -f nft.rules <« |BoccraHoBieHue IpaBui
root@sl0:~# nft list ruleset
table ip filter {
chain INPUT {
type filter hook input priority filter; policy accept;
iifname "lo" counter packets 14 bytes 1022 accept

chain TEST {
type filter hook input priority filter; policy accept;
iifname "enpO0s3" tcp dport 22 counter packets 600 bytes 43876
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DevicTBus B nft CLOL’D

» Kaxkaas komaHpaa nft HaunmHaeTcs ¢ gencTems:
- add | insert | create
= list
- flush

delete | destroy

replace

- rename

- reset

Bce xomanael nft HAUMHAIOTCS ¢ IEUCTBUS, T. €. TOI'O, YTO BbI XOTHUTE CHIEJIATh.

JeiicTBue create 310 TO ke camoe, 4To U add, HO eciau 0OBEKT CYIIECTBYET Bbl OTYUHUTE
omnOKy. Add a7 mpaBuIT 03Ha4aeT MOCTABUTh MPABUIIO B KOHELL, insert — B HayaJIo.

List mOJy4YnTh CIIMCOK YKa3aHHBIX 00BEKTOB.
Flush ounmaet HabopsI MpaBuI, TAOIUIIBI, IETIOYKH, HAOOPHI U T. 1.

Delete u destroy ynamnsitor 00beKT, HO destroy He BBI3BIBAET OIIMOKY, €CJIM OOBEKT HE
CYIIECTBYET.

Replace 3ameHsieT yka3aHHBIH OOBEKT.
Rename — nepenMeHOBBIBACT.

Reset — cOpachiBaeT CHETUHMKH.
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CLOUD
OCHOBHbIe onepauuu ¢ Lenoykamu 1 Tabnuuamm R

» Co3pgaHune Tabaunubl:
nft {add | create} table [family] table [ {comment
comment ;} { flags flags ; 1}]

* Co3aHMeE LUEenoYKu:
nft {add | create} chain [family] table chain
[{ type type hook hook [device device] priority
priority ; [policy policy ;] [comment
comment ;] }]

» Co3gaHue npasuna:
nft {add | insert} rule [family] table chain
[handle handle | index index] statement ...
[comment comment]

[Tapagurma HacTpoiiku B 00IIEM BUJIE Takas: cO3/1aeM TaONIuIly, B TAOIHUIIE LIETIOYKH, a B

LCIOYKax IpaBuiia.

IIpumep:
Co3znaem Tadnuiy:

root@sl0:~# nft flush ruleset
root@sl0:~# nft create table ip MyTable '{ comment "My first table"; }'
root@sl0:~# nft list ruleset
table ip MyTable {
comment "My first table"

}
B Tabiuuue co3mnaem LENnOUKu:

root@sl0:~# nft add chain MyTable input '{ type filter hook input priority
filter; policy accept; comment "Base chain for INPUT packets"; }'

root@sl0:~# nft add chain MyTable SSH-IN '{ comment "Regular chain for SSH
input control"; 1}'

root@sl0:~# nft list ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
}

chain SSH-IN {

comment "Regular chain for SSH input control"

}

Jlo6aBrnsieMm mpaBuiia B 1IETIOYKH:
root@sl0:~# nft add rule MyTable input ct state established,related accept
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root@sl10:~# nft add rule MyTable input iif "lo" ip saddr 127.0.0.0/8 accept
root@sl0:~# nft add rule MyTable input iif "lo" ip saddr != 127.0.0.0/8 drop
root@sl0:~# nft add rule MyTable input tcp dport 22 jump SSH-IN

root@sl0:~# nft add rule MyTable SSH-IN ip saddr 127.0.0.0/8 accept
root@sl0:~# ip -4 -br ad

lo UNKNOWN 127.0.0.1/8

enp0s3 Up 10.1.1.4/24

root@sl0:~# nft add rule MyTable SSH-IN ip saddr 10.1.1.0/24 accept
root@sl0:~# nft add rule MyTable SSH-IN drop

root@sl0:~# nft list ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established,related accept
iif "lo" ip saddr 127.0.0.0/8 accept
iif "lo" ip saddr != 127.0.0.0/8 drop
tcp dport 22 jump SSH-IN

chain SSH-IN {
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 accept
ip saddr 10.1.1.0/24 accept
drop

3aMeHUM HEKOTOpPbIE MTpaBUIa;

root@sl0:~# nft -a list ruleset
table ip MyTable { # handle 4
comment "My first table"
chain input { # handle 4
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established,related accept # handle 8
iif "lo" ip saddr 127.0.0.0/8 accept # handle 9
iif "lo"™ ip saddr != 127.0.0.0/8 drop # handle 10
tcp dport 22 jump SSH-IN # handle 11

chain SSH-IN { # handle 5
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 accept # handle 12
ip saddr 10.1.1.0/24 accept # handle 13
drop # handle 14
}
}
root@sl0:~# nft replace rule MyTable SSH-IN handle 14 counter drop
root@sl0:~# nft -a list ruleset
table ip MyTable { # handle 4
comment "My first table"
chain input { # handle 4
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established,related accept # handle 8
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iif "lo" ip saddr 127.0.0.0/8 accept # handle 9
iif "lo" ip saddr != 127.0.0.0/8 drop # handle 10
tcp dport 22 jump SSH-IN # handle 11

chain SSH-IN { # handle 5
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 accept # handle 12
ip saddr 10.1.1.0/24 accept # handle 13
counter packets 0 bytes 0 drop # handle 14
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TpaHcnaumsa ceTeBbix agpecoB (NAT) CLOL’D

* TpaHCAAUMA CETEBBIX aAPECOB AENNTCA HAa ABE KaTEropmu:
* Source NAT (SNAT) - TpaHChsAUMA agpeca OTrpaBUTENS.
* Destination NAT (DNAT) - TpaHcaauusa aapeca noayyartens.

HpI/IMeHeHI/Ie TPAHCIANNUHN CETCBBIX aAPCCOB BBI3bIBACT USMCHCHUA B aApCCax OTIIPABUTCIIA
HJIN T1OJIy4aTcCid ITaKCTOB. HpI/I OTOM IIPOUCXOAUT 3allOMHUHAHNC I/IH(l)OpMaI_II/II/I 00 M3MEHECHHOM
IIaKeTeC Tak, YTOOBI JJIs1 OTBETHOI'O IAKETAa MOXXHO OBLIO IpOBECTU O6paTHOG Hpeo6pa30BaHHe.

TpaHCIALNIO CETEeBBIX aPECcOB MPUHSITO PA3CNATh Ha JBE KATETOPUHU:
1. Source NAT (SNAT) - TpaHCJISIHS aapeca OTIPABUTEINS.

2. Destination NAT (DNAT) - TpaHCJSIHS aJpeca MoaydaTelis.
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TpaHcnaumsa ceTeBbix agpecoB (NAT) ?EQHR

» [1nsa NAT 06bIYHO MCMONBL3YIOTCA ABa TUMA XYKOB:

— prerouting - TpaHCAsAUMS aapECcOB A0 NPUHATUSA PeLLEHUS O
MapLpyTU3auum aas nogMeHbl aapeca HasHavyeHus (DNAT)

— postrouting - TpaHCAALMA aPECOB NOC/E MPUHATUS PELLEHUS O
MapLLpYyTU3aLuKM 4S9 NoAMEHbI agpeca UCTOYHMKA (SNAT)

* O6bI4HO NAT 3TO TpaH3UTHBIN Y3€/, MO3TOMY He 3abbiBaeTe BKJIOYaTh
dopBapAHUHT NaKeTOB

J1J1s BBITTOTHEHUS TPAHCIIALMYU aJpeCcOB pa3yMHO OyIeT Co3aTh OTAEIbHYIO TaOIuILy, HO 3TO
HE ABIseTCs 0053aTeIbHBIM.

Tak e cieyeT BKIIOYUTh (POPBAPAMHT MAKETOB, T. €. pa3pelIUTh NePeChIKY TPAH3UTHOTO
Tpaduka:

root@slO0:~# grep ip forward /etc/sysctl.conf
net.ipv4.ip forward=l

root@sl10:~# sysctl -p /etc/sysctl.conf
net.ipv4.ip forward =1

Bcero nmeercs uetbipe Xyka AJisl TpaHCISALUK afpecoB prerouting, postrouting, input u
output. Ha mpakTike 0ObIYHO IPUMEHSIOTCS IIEPBbIE JBA.

Prerouting BBITTOTHSIETCS TIEpE MPUHATHEM PELICHHS O MapIIPYTU3aIlUHU U IPEAHA3HAYCH TSI
NiepeHarnpaBiIeHIs MakeTa K JpyroMy MeCTO Ha3HAYCHHUIO WU, IPYTUMU CIIOBaMHU, JUISI TTOJMEHBI
destination anpeca (DNAT).

Postrouting BbINONHSIETCS TOCIE NPUHATHE PelIeHUs: 00 OTIIPaBKe U MPeIHA3HAYEH IS
CKPBITHS aJipeca UCTOYHHKA, T. €. moaMeHsieT source aapec (SNAT).

IIpumep: IIpoctoit NAT (masquerade), korja y BceX HCXOISAIINX MAKETOB ¢ nHTepdetica
MOAMEHSIOTCS aipec UCTOYHHUKA Ha aJipec ITOro uuTepdeiica.

root@sl0:~# nft add table ip NAT

root@sl0:~# nft create chain NAT s-nat '{ type nat hook postrouting priority 0 ;
comment "My SNAT chain" ; }'

root@sl0:~# nft add rule NAT s-nat oif enp0s3 counter masquerade

root@sl0:~# nft -a list table NAT
table ip NAT { # handle 4
chain s-nat { # handle 1
comment "My SNAT chain"
type nat hook postrouting priority filter; policy accept;
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oif "enp0s3" counter packets 2 bytes 168 masquerade # handle 3

Ilpumep: nyonukamus Bed ceppepa ¢ aapecom 10.2.2.2, kotopsrit HaxoauTes 3a NAT-om, y
koroporo agpec 10.1.1.5.

root@sl0:~# nft insert rule NAT s-nat oif enp0s3 ip saddr 10.2.2.2 tcp sport
8080 snat to 10.1.1.5:80
root@sl0:~# nft insert rule NAT d-nat iif enp0s3 ip daddr 10.1.1.5 tcp dport 80
dnat to 10.2.2.2:8080
root@sl0:~# nft -a list table NAT
table ip NAT { # handle 4
chain s-nat { # handle 1

comment "My SNAT chain"

type nat hook postrouting priority filter; policy accept;

oif "enpO0s3" ip saddr 10.2.2.2 tcp sport 8080 snat to 10.1.1.5:80 #
handle 7

oif "enp0s3" counter packets 6 bytes 973 masquerade # handle 3

chain d-nat { # handle 4
comment "My DNAT chain"
type nat hook prerouting priority filter; policy accept;
iif "enpOs3" ip daddr 10.1.1.5 tcp dport 80 dnat to 10.2.2.2:8080 #
handle 8
}
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8.2 3awuTta cepBepa Linux ¢ NTOMOLLbLIO MEXCeTeBOro aKkpaHa.

CLOUD
3awuTa cepBepa c noMmoLbio 6GpaHamayapa e T

 [1ns 3awmThl cepBepa Linux Bbl MOXKETE NPUMEHUTD:
* JlokanbHbIN BpaHaMay3p

* YCTaHOBUTb CEPBEP B JEMUIUTAPU3IOBAHHOM 30HE MU BHYTPEHHEN
CeTU, CO34aHHON ceTeBbIM BpaHaMay3poM

e J1ONOIHATENILHO MOXXHO KOHTPOIMPOBAaTh TPaPUK C MOMOLLbIO MPOKCU
cepBepa

YcranaBnuBasi cepBep Uil 00CTyKUBaHUS KJIMEHTCKUX 3allpOCOB 00yMaiiTe BapuaHT
3aIUTHI CETEBBIX COCAUHEHUN K DTOMY CEpBEpY.

BbI MOXeTe yCTaHOBUTH CepBEp HAMPSAMYIO MOAKIIOYEHHBIM K HHTEPHETY, TOTA JIJIs €T0
3alUTHl BaM HEOOXOAMMO MPUMEHSTH JIOKaJIbHBIA Opanamaya3p. M Tonpko JOKaIbHBIN OpaHaMaysp
OyZeT 3aluIIaTh Ball cepBep OT BHEMTHUX yrpo3. [Ipu 3ToM BOZMOKHOCTH XOCTOBBIX
OpaHaAMay3pOB KaK MPaBUJIO OTPAaHUUEHBI.

JlydiinMm, ¢ Touku 3peHust 6e301acHOCTH, OyJIeT YyCTaHOBUTH Ha TPaHUIIE Balllel ceTu
CIIeMATM3UPOBAHHBIN OpaHaIMaydp JIJIsi KOHTPOJIS CETeBOro Tpaduka Bcel ceTu. Takue CUCTEMBI
MOTYT, B TOM YHCJI€, HCTIOJIh30BaTh B KauecTBe OCHOBHI Linux. [Ipu 3TOM ycTaHoBKa

LHEHTPAIM30BAHHOTO PEIICHUS HE OTMEHSET HACTPOMKY JIOKAJbHOW 3alUTHI.
[IpenmyiiecTBa crieluaIu3upOBaHHBIX PEIICHUI:
* Tlognep:kka NpOABUHYTHIX MEXaHU3MOB MapILIPyTU3ALUH.
* Hacrpoiika opreHTHpOBaHHas Ha o0ecrieueHue 0€30MacHOCTH.
* lIpoasunytasa nojajepxxka VPN.
* B HEKOTOpBIX clydasx KOHTCHTHAs (GUIBTPAIIUS.

OpnHoM U3 Mep 3alUThl MOXKET pacCMaTpUBaThCs IPUMEHEHHE MTPOKCH CEPBEPOB IS
¢unbTpalMy U ONTUMHU3ALMU TpauKa.
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MpocTenwmn 6paHamayap iptables-persistent (Debian) EEQHR

» 1na ynpasaeHus npasunamMm GunbTpaumm tpadmka MOXKHO NPUMEHUTH
CNyXby iptables

* Gainnbl C NpaBUAaMM HAXOAUTCA B KaTanore /etc/iptables
* dopmart darnoB TaKOM XKe KaK BblBOA, KOMaHAbl iptables-save
* He ncnonbsyert nftables - yctapeno

B Debian nogo0GHBIX cucTeMax B KauecTBe 0a30BOT0 pemieH s i GuIbTpauy Tpaduka
MOXHO MPUMEHUTH ciyxOy iptables (nnum netfilter-persistent). {1t ncnonabp3oBaHus ciyKObl HYKHO
YCTaHOBHTH NakKeT iptables-persistent. 3To mpocras ciryx6a, KOTOpast IpU CBOEM CTapTe 3arpy’kaet
npaBuia GuiIbTpalun Tpaduka u3 gaitna.

Kondurypanumonnsie ¢aiinbl B karanore /etc/iptables comepKuT npaBuia QUIBTPALUU.
®dopmat KoHpUTYpaIrmoHHOTO (haiisia Takoi ke KaK U BBIBOJ KOMaH/Ibl iptables—-save.

Taxk kak ciry»x0a UCIIONIB3yeT yCTapeBIIHM coco0 GUIbTpanuu, To B OyayIieM IIaHupyeTCst
OTKa3aThCs OT Hee. BmecTo Hee mpumMensieTcs ciryxoa firewalld.

IIpumep:

root@sl0:~# iptables -I INPUT -i lo -j ACCEPT

root@sl0:~# iptables -t nat -I POSTROUTING -o enpOs3 -j MASQUERADE
root@sl0:~# /etc/init.d/netfilter-persistent save

Saving netfilter rules...run-parts: executing
/usr/share/netfilter-persistent/plugins.d/15-ipdtables save

run-parts: executing /usr/share/netfilter-persistent/plugins.d/25-ip6tables save
done.

root@sl0:~# cat /etc/iptables/rules.v4

# Generated by iptables-save v1.8.9 (nf tables) on Thu Feb 6 14:39:43 2025
*filter

:INPUT ACCEPT [0:0]

:FORWARD ACCEPT [0:0]

:OUTPUT ACCEPT [0:0]

-A INPUT -i lo -j ACCEPT

COMMIT

# Completed on Thu Feb 6 14:39:43 2025

# Generated by iptables-save v1.8.9 (nf tables) on Thu Feb 6 14:39:43 2025
*nat

:PREROUTING ACCEPT [0:0]

:INPUT ACCEPT [0:0]
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:OUTPUT ACCEPT [0:0]
:POSTROUTING ACCEPT [0:0]

-A POSTROUTING -o enpOs3 -j MASQUERADE
COMMIT

# Completed on Thu Feb 6 14:39:43 2025
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Uncomplicated Firewall (ufw) CLOL’D

 [lpyroe pelweHue ansa opraHusauum Nnpoctoro 6paHamayspa — ufw
* 3TO pelleHMe TaKXKe OCHOBAHO Ha MCNONb30BaHUM ycTapesluero iptables

» CNoXXHas HacTpoWnKa npasua ¢punbTpaumm B ufw ckpbiBaeTcs 3a
OTHOCUTENIbHO NPOCTbIMU KOMaHAAMMU

Hpyroe, 6onee mpoaBUHYTOE, pElIeHNE AJIs JToKambHOM 3amuThl — Uncomplicated Firewall
(UFW). Baytpennee yctpoiictBo ufw uem-To noxoxxe Ha netfilter-persistent, Tak »xe UCHONb3yeT
iptables, mpaBuia Toxe B TEKCTOBBIX (haitinax. Y mpaBuiia CUUTHIBAIOTCS U IPUMEHSIOTCS IPU
CTapTe CUCTEMBI.

HpeI/IMYIJ_[eCTBOM ufw sBIIgeTCS €ro OTHOCUTEIbHAS IMpOCTOTA IIPpU PCIICHUH CTAaHAAPTHBIX
3aa4q: OTKPbITh UJIN 3aKPBITh IIOPT, ITPEAOCTABUTH JOCTYII IIPUIIOKCHUIO U IIP.

B cuity Toro, 94TO HCIONB3yeTCs YCTapeBIINIA ABHKOK, TO K€ CTOMT PACCMOTPETH JIpyTHE,
0oj1ee COBPEMEHHBIC PEIICHHMS.

IIpumep:

root@sl0:~# ufw status
Status: inactive

root@sl0:~# ufw enable
Command may disrupt existing ssh connections. Proceed with operation (y|n)? y
Firewall is active and enabled on system startup

root@sl0:~# ufw status
Status: active

root@sl0:~# ufw status verbose

Status: active

Logging: on (low)

Default: deny (incoming), allow (outgoing), deny (routed)
New profiles: skip

root@sl0:~# ufw show added

Added user rules (see 'ufw status' for running firewall):
(None)

root@sl0:~# ufw allow ssh

Rule added
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Rule added (vo6)

root@sl0:~# ufw show added

Added user rules (see 'ufw status'
ufw allow 22/tcp

root@sl0:~# ufw status
Status: active

To Action
22/tcp ALLOW
22/tcp (vo6) ALLOW

root@sl0:~# ufw allow CIFS
Rule added
Rule added (v6)

root@sl0:~# ufw app info CIFS
Profile: CIFS

Title: SMB/CIFS server
Description: SMB/CIFS server

Ports:
137,138 /udp
139,445/tcp

root@sl0:~# ufw status
Status: active

To Action
22/tcp ALLOW
CIFS ALLOW
22/tcp (v6) ALLOW
CIFS (vo) ALLOW

for running firewall):

From
Anywhere
Anywhere

From

Anywhere
Anywhere
Anywhere
Anywhere
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Cnyxo6a firewalld CLOL’D
* OcobeHHoCTM aeMoHa firewalld

* InHaMunyecknim epunbtp

* CeTeBble MHTEPdENCHI NOAENEHbI HA 30HbI

* Mopaepxka IPv4 u IPv6, a Takxke Ethernet moctoBs un IP Set

* PasgeneHune Ha akTMBHYHO (runtime) 1 noctosiHHyto (permanent)
KOHPUrypauuio

* B3anmopgemncreme ¢ gpyrumMm cepBmucamMmm n npuaoXKeHmsamu, yepes D-
Bus

* ABTOpM3aums nonb3oBartenen yepes polkit

HMeroTcs HECKOIBKO CIIEHApUEB, B KOTOPBIX IPUMEHEeHHeE CiTyk0 iptables wmu ufw sBisiercs
HeresecooOpa3HbIM. Hanpumep: Bbl XOTUTE IPUMEHSATh pa3Hble IpaBuiIa GUIbTpaluy Tpaduka 1
pas3HbIX HHTEp(EicOB MM pa3HbIX ceTel. Vo BO3MOXKHO BBl 3aXOTUTE JI€NIETPOBaTh MOJTHOMOYHS
Ha ynpasieHnue Opanamayspom. s pemeHus 3Tux 3ajad npegHasHadeHa ciyxoa firewalld,
KOTOpast sBJsieTCs Ha/ICTpoiikoil Haj nftables.

OCHOBHBIE XapaKTepUCTUKH CITy>KObI firewalld:
* JIuHAMUYECKH YIIPABICHUE MEXKCETEBBIM IKPAHOM.

* CereBble HHTEpPEICH NOAEIEHBI HA 30Hbl. 30HBI ONPEAETAIOT HAOOPHI MPUMEHSEMBIX
paBuil GUIBTPALIH.

* Tlomnepxxka [Pv4 u IPv6, a Takxke Ethernet moctos u IP Set.
* Paszgenenue Ha akTUBHYIO (runtime) ¥ MOCTOSHHYIO (permanent) KOH(PUTYpaIHIO.
* BsauMonelcTBHE C IPYTUMHU CEPBUCAMU U IIPUIIOKEHUAMH, yepe3 D-Bus.

*  ABropwm3arus moyib3oBareneii yepe3 polkit.
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YnpasneHue firewalld §E9§R
* KoHdurypaums Haxogutcsa B XML dannax B katanorax
/etc/firewalldwm /usr/lib/firewalld
* OCHOBHbIE YTUJIUTbI YNPaBJEHUA:
* firewall-config rpadunyeckas ytmamrta
* firewall-cmd MHTepdenc ynpaBneHns 4yepes KOMaHAHYH CTPOKY
* firewall-offline-cmd KOMaHAHbIN NHTepbENC AN yNpaBaAeHUS
NMOCTOAHHOMU KOHCI)MpraLI,MGM
Hacrpoiiku nemona firewalld naxonsrces B XML daiinax, 3a HCKITIOUEHHEM OCHOBHOTO
koH(purypanmonHnoro gaiina /etc/firewalld/firewalld.conf.
Hpumep: [Ipocmotp cocTosanus neMona firewalld, U ero 3aryck.
root@sl0:~# firewall-cmd --state
not running
root@sl0:~# systemctl enable firewalld
root@sl0:~# systemctl start firewalld
root@sl0:~# firewall-cmd --state
running
IIpumep: nonxyyenune nudopmanuu o 30He. M onpenenenue unrepdeiica B 30Hy.
root@sl0:~# firewall-cmd --get-default-zone
public
root@sl0:~# firewall-cmd --zone=public --list-services
ssh dhcpvé6-client
root@sl0:~# firewall-cmd --get-active-zones
public
interfaces: enpOs8
root@slO0:~# ip -4 -br ad
1o UNKNOWN 127.0.0.1/8
enp0s3 Up 10.1.1.5/24
enp0s8 Up 10.2.2.1/24
root@slO:~# firewall-cmd --get-zone-of-interface=enp0s3
no zone
root@sl0:~# firewall-cmd --add-interface=enp0s3 --zone=external
success
root@sl0:~# firewall-cmd --get-zone-of-interface=enp0s3
external
root@sl0:~# reboot
root@sl0:~# firewall-cmd --get-zone-of-interface=enp0s3
no zone
root@sl0:~# firewall-cmd --add-interface=enpOs3 --permanent --zone=external
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success
root@slO0:~# firewall-cmd --add-interface=enp0s3 --zone=external
success

root@sl0:~# systemctl restart firewalld.service

root@slO0:~# firewall-cmd --get-zone-of-interface=enp0s3

external

IIpumep: nobasieHUe CIIyk0 B HY)KHYIO 30HY.

root@sl0:~# firewall-cmd --list-services --zone=external

ssh

root@sl0:~# firewall-cmd --add-service=http --add-service=https --zone=external
success

root@sl0:~# firewall-cmd --add-service=http --add-service=https --permanent --
zone=external

success

root@sl0:~# firewall-cmd --list-services --zone=external

http https ssh

root@sl0:~# firewall-cmd --list-services --permanent --zone=external

http https ssh

IIpumep: no6asnenue nopra TCP B Hy)XHYIO 30HY.

root@sl0:~# firewall-cmd --add-port=22222/tcp --permanent --zone=work
success

root@sl0:~# firewall-cmd --list-ports —--zone=work

root@sl0:~# firewall-cmd --add-port=22222/tcp --zone=work
success

root@sl0:~# firewall-cmd --list-ports --zone=work

22222 /tcp

root@sl0:~# firewall-cmd --list-ports --zone=work --permanent
22222 /tcp

Ipumep: Hactpoiika NAT.

root@sl0:~# firewall-cmd --get-active-zones
external

interfaces: enp0s3
home

interfaces: enpOs8

root@sl0:~# firewall-cmd --zone=external --list-all
external (active)
target: default
icmp-block-inversion: no
interfaces: enp0s3
sources:
services: http https ssh
ports:
protocols:
forward: yes
masquerade: yes
forward-ports:
source-ports:
icmp-blocks:
rich rules:

root@sl0:~# firewall-cmd --zone=home --list-all
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home (active)
target: default
icmp-block-inversion: no
interfaces: enpOs8
sources:
services: dhcpvé6-client mdns samba-client ssh
ports:
protocols:
forward: yes
masquerade: no
forward-ports:
source-ports:
icmp-blocks:
rich rules:

sa@client:~$ ping -cl 8.8.8.8
PING 8.8.8.8 (8.8.8.8) 56(84) bytes of data.
From 10.2.2.1 icmp seg=1 Packet filtered

--- 8.8.8.8 ping statistics ---
1 packets transmitted, 0 received, +1 errors, 100% packet loss, time Oms

root@sl0:~# firewall-cmd --remove-interface=enp0s8
You're performing an operation over default zone ('public'),

but your connections/interfaces are in zone 'external,home' (see --get-active-
zones)

You most likely need to use --zone=external option.

success

root@sl0:~# firewall-cmd --add-interface=enp0s8 --zone=external

success

sa@client:~$ ping -cl 8.8.8.8
PING 8.8.8.8 (8.8.8.8) 56(84) bytes of data.
64 bytes from 8.8.8.8: icmp seg=1 ttl=107 time=48.9 ms

--- 8.8.8.8 ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 48.947/48.947/48.947/0.000 ms

Bumum, uro Tpaduk Mexay 30HaMH OJIOKHPYETCsl, HO KOTJla MbI IiepeBesn 00a narepdeiica B
OJIHY 30HY, TO Bce 3apaboTaio. JlemaeM BbIBOJ, 4TO 1000 Tpaduk Mex 1y 30HAMH MO0 YMOIYAHUIO
3aIpelieH U Hy>)KHO YTO-TO CJIeNIaTh, YTOOBI €r0 Pa3peIInTh.

CHaoga BepaeM enp0s8 unrepdeiic B 300y home u nompoOyem apyroi crnocoo.

root@sl0:~# firewall-cmd --remove-interface=enp0s8
You're performing an operation over default zone ('public'),

but your connections/interfaces are in zone 'external' (see --get-active-zones)
You most likely need to use --zone=external option.

success

root@sl0:~# firewall-cmd --add-interface=enp0s8 --zone=home

success

root@sl0:~# firewall-cmd --permanent --new-policy FromHomeToExternal
success
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root@sl0:~# firewall-cmd --permanent --policy FromHomeToExternal --add-ingress-
zone home

success

root@sl0:~# firewall-cmd --permanent --policy FromHomeToExternal --add-egress-
zone external

success

root@sl0:~# firewall-cmd --permanent --policy=FromHomeToExternal --add-
protocol=icmp

success

root@sl0:~# firewall-cmd --reload

success

root@sl0:~# firewall-cmd --info-policy=FromHomeToExternal
FromHomeToExternal (active)
priority: -1
target: CONTINUE
ingress-zones: home
egress-zones: external
services:
ports:
protocols: icmp
masquerade: no
forward-ports:
source-ports:
icmp-blocks:
rich rules:

sa@client:~$ ping -cl 8.8.8.8
PING 8.8.8.8 (8.8.8.8) 56(84) bytes of data.
64 bytes from 8.8.8.8: icmp seg=1 ttl=107 time=47.3 ms

--- 8.8.8.8 ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 47.312/47.312/47.312/0.000 ms

B npumepe 8blilie Mbl C030a1U noAUMUKY, komopas paszpewaem npomokon ICMP u nepemeHuau ee K nakemom,
Komopble udym u3 30Hbl home 8 30Hy external. ITocne smoeo nuHeu 3apabomanu. Ilo ymonuaHuo mpagux mexicoy

30HAMU 3anpeujeH, Umobbl e20 pazpewums He0bXo0UMO c030a8amb NOAUMUKU.
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8.3 3awuTta cepBepa Linux ¢ noMoLibIO MPOKCU-cepBepa
squid.
it

Bo3amoxHocTu cepBepa Squid CLOL’D

* Squid — npokcu cepBep, paboTatoLLNIM Ha YPOBHE NPUAOKEHUIN

* MopaepxxmBaet npotokonbl HTTP, FTP, gopher.

* MOJXET K3LWMPOBaTb AaHHbIE

* MO)KHO OpraHn3oBaTh pacnpeaesieHHOE U UepapxXnM4ecKkoe KaLMpoBaHue
* [loaaepxmBaeTcs o6paTHOE KaLMpoBaHUE

* MO)XHO MCMNOb30BaTb C AOMNOJHUTENbHbIMU CPEeACTBAMU KOHTEHTHOM
dbunbTpauum

[Tporpamma Squid siBitsieTcst mpokcu cepBepoM. [Ipoken cepBepbl paboTaIOT, KaK TOCPETHUKU
MEXAY KIIMEHTOM U CEPBEPOM.

C TOYKHM 3peHHS KIIMEHTa IPOKCH — 3TO CEpPBEP, a C TOUKU 3pEHUS CepBepa — KIIMEHT.
B omnyne ot GUIBTPOB MakeTOB, pabOTAIONINX HA CETEBOM YPOBHE, IPOKCH CEPBEPHI
paboTaroT Ha npuKIaaHOM ypoBHe (application layer).

[Tpokcu cepBepbl criocoOHBI GUIBTPOBATH TPAPUK Ha OCHOBE aHAIN3a “CyTH’ MepeaaBaeMbIX
naHHbIX. Squid momgnepxkuBaet cienytontue npotokonsl: HTTP, FTP, Gopher. Taxxe
MoJIIEP’)KUBACTCS MG POBaHHAS TIepeada JaHHBIX TOCPEICTBOM TyHHEIMpoBaHus SSL.

[To ymomuanuro Squid mpocnymmBaeT mopT 3128 TCP. bpay3eps! 70MKHBI OBITH HACTPOSHBI
Ha HCIMOJIb30BaHUE MOpTa, npociyimusaeMoro Squid. [Topt, npocnymmusaemslii Squid MokeT ObITH
U3MEHEH C IIOMOIIBIO HACTPOMKM http port B daiine KOHPHUTypanuu.

Squid xamupyeT nepenaBaeMple UL KITMEHTa 00bEKTHI, TIO3BOJISS IPY TTIOBTOPHOM

oOpallleHnu K TUM 00BbEKTaM U3BJIEKaTh UX U3 K3IIa. TO 3HAYUTEIBHO YCKOPSIET IOBTOPHOE
oOpaiieHre K TpeOyeMbIM 0OBEKTaM.

Kbsmr npezacrasiser co6oit HabOp KaTanaoros.

HmeeTcs cienManu3upOBaHHbIN pexxuM padboThl Squid, Ha3bIBa@MBI PEXKUMOM aKceleparu
(accelerator mode). B atom pexume Squid cuumaet yacts Harpy3ku ¢ HTTP cepBepa, orBeuas Ha
BHEIITHUE 3aMpOChl, MocTymaromme u3 Internet.
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OOBIYHBIN KAMUPYIOMINAN PeKUM TIPEAHA3HAUEH JUTsl YCKOPEHUS MOTydeHHst MHPOPMAaIuu
BHYTPCHHUMH KJIIMEHTAMH, a PEKUM aKceJepalIiy, HaIpOTHB, BHEITHUMHU.

Squid npenocTaBnsieT cpeacTBa KOHTPOIIS JocTymna K Hemy ¢ omonisio ACL (Access Control
Lists).

[Tpu HEOOXOAUMOCTH MOYKHO BBICTPaMBaTh UEPAPXUUECKUE CTPYKTYPbI U3
B3aUMOJIEHCTBYIONINX cepBepoB Squid. MiMeeTcs crienuanbHbIii MPOTOKOJ, 00ECIeUNBAIOIINI TaKoe
B3anmoneiicteue — ICP (Internet Cache Protocol).

[Tpu crapre Squid 3anmyckaercs nemoH squid u gemoH dnsserver. [lepBriii JeMOH sBIsETCS

CcOOCTBEHHO MPOKCH CEPBEPOM, a BTOPOU BBIMOMHsIET 3arpockl K DNS.

Squid MokeT OBITH HACTPOEH HA UCTIONB30BAaHKE JOMOTHUTEIBHBIX CPEICTB KOHTCHTHOU
¢bunsrpanuu Tpaduxa. Hanmpumep squidguard.
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3anyck Squid B npocTenwien koHduUrypaumm CLOL’D
* KoHdurypaumoHHbin pamn cepeepa Squid — squid.conf

* HeobxoanMMO onpeaennTb CAMCOK AOCTYNa U NPeaoCcTaBUTb 3TOMY CMIUCKY
JOCTyn

* Onuus —k OTNPaBASET CUrHaAbl AEMOHY squid

* KoMaHay squidclient MOXHO UCNOMb30BaThb A5t TECTUPOBAHUS
cepBsepa

Konguryparmonnsiii ¢aiin cepsepa Squid - squid. conf o6sryno B GNU/Linux

pacroniaraeTcst B katayore /etc/squid.

B ciyuae ycranoBku Squid He U3 1makeTa, a B pyyHYl0, OH pacrojaraeTcs B MojKaTaiore
squid 6a30BOroO Katanora yCTaHOBKH, YKa3aHHOTO omniue —-prefix.

Jns 3amycka cepBepa Squid B mpocreiiiieil KoHQUTrypamuu J0CTaTOYHO ONPEAETUTh CIIUCOK
noctyna (ACL - Access Control List) mo HEKOTOpOMY KpUTEPHIO, HAITPUMED, MPUHATIEIKHOCTH
KIIMEHTOB K Tpebyemomy O1oky [P anpecos, u pa3pemuTs UM AOCTYTI.

CrnucKu JOCTyIa ONPENESIOTCS ¢ IIOMOIIBIO KITFOYEBOTO CJIOBA acl.

OrnpenenuTsb CIUCOK OCTyMa 1o Kputeputo [P anpecos ncrounnkos (source addresses), To
€CTh, aJIPECOB KJIMEHTOB MOXHO, UCTIONB3YS KOHCTPYKITHIO:
acl aclname src ip-address/netmask

HEI/IMGQI Cnucok A0CTYyIIa ONpPCACIICH MCTOAOM YKa3aHHA IOACCTU U €C MACKHU.
acl my net src 192.168.111.0/255.255.255.192

ITocne onpeznenenys cnucka J0CTyNa HEOOXOAUMO Pa3peLIUTh UM, HA000POT, 3alIPETUTD
JOCTYTI JUIsl OOBEKTOB, BXOAAIIUX B 9TOT CIIUCOK. DTO JJOCTUTAETCS C IIOMOLIBIO KJIFOUEBOTO CI0BA
http access.

CuHTaKCcuc: http access allow|deny [!]aclname.

Hoctyn MmoxeT ObITh THOO0 pa3perieH (allow), mudo 3anpemieH (deny). Ecau nepen nmenem

ACL cTouT 3HaK BOCKJIHUIIAHUS, TO 3TO 0003HAYaeT “Kpome”.

Hoctyn nns onpenenenHoro ACL nomkeH ObITh pa3pelieH 10 CTPOKH KOH(PUTYpaluu,
3anpeniaronen JOCTYI 11 BCEX, KOTOpasi 0 yMOTYaHUIO UMeeTCs B (aiiie KoHQUTypalum.
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IIpumep:

http access allow my net
http access deny all

ITpumeuanue: 30eck 015 cnucka docmyna my_net paspeuieH docmyn k Squid. Caedyroujeli cmpokoli 3anpeujeH
docmyn 0das cnucka 0ocmyna all. On onpedeneH 8 ¢patine koHgueypayuu Squid, kak acl all src 0.0.0.0/0.0.0.0.

[Tepen 3amyckom Squid mosie3HO MPOBEPUTH €r0 KOHPUTYpAIHI0. DTO TOCTUTAETCS C
IIOMOIIIBKO KOMAH/BbI:

squid -k parse

B pacnpoctpanennsix auctpudytrBax GNU/Linux cepsep Squid, ycTaHOBIEHHBIH U3 MAKeTa,
cpasy obmagaeT karamoroM kamra. OHAKO IMPU caMOCTOSITeNbHOM cOopke Squid 3TOT KaTanor
aBTOMAaTUYECKU CO3/1aH He OyzaeT. i ero co3aHus UCTIONIb3YHTE KOMaHly squid -z

[Tpu 3anymenHoM cepsepe Squid MPOBEPUTH €r0 MOXKHO € TOMOIIBIO0 KOMaH/IbI
squid -k check

Ecnu HeoOxoanMo u3MeHuTh KoHpurypauuio Squid, To mocie BHeCEHUs] U3MEHEHH B (aiin
KOH(UTYpaluy ciaeayeT MociaTh CUrHal peKoHpUrypauu cepsepy Squid. 1o gocTuraercs ¢
MOMOIIBIO KOMaHbl squid -k reconfigure.

[TpoBeputh paboTocnocobHOCTs Squid MOXKHO C IOMOIIBIO TporpaMMbl squidclient.

$ /usr/sbin/squidclient -1 localhost http://www.squid-cache.org

B pesynbrarte BBITOTHEHUS 3TOI KOMaH bl B CTaHJAPTHBINM MOTOK BbIBOAA Oy/IeT MepeaaHo
conepxxkumoe ctaprooit WEB ctpanuiisl 3anpomenHoro URL. TTocne onmuu -1 ykaszaH ajapec
TecTHpyemoro cepaepa Squid.

[Tpu He0OXOIUMOCTH UCIIONB30BAHUS AIBTEPHATUBHOTO UMEHH Y3714, HA KOTOPOM 3aIlylIeH
Squid (Hanmpumep, A1 U3MEHEHUS PeaTbHOTO UMEHH y3J1a B COOOIIEeHUAX 00 ommoKax), ero
HEOOXOAMMO YKa3aThb B (paiine KOHQUIypally ¢ IOMOLIBIO JUPEKTUBBl visible hostname.

visible hostname myalias.domain.ru
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CLOUD
YnpaBneHue focTynom S—

* anaBneHme AOCTYNOM OCYLLUECTBAAETCA C NOMOLBbIO CIMTUCKOB O0CTYMAa
(ACL) u pupekTMB http access
— ACL onpepgensiet rpynny o6beKE)B
— http access peryampyer goctyn K obbeKkTam

OnemenTsl cinckoB goctyna (ACL elements) pakTruuecku onpeenstoT MPHUHAICKHOCTh
00BEKTOB, C KOTOphIMU paboTaeT Squid, K TOMY WJIM HHOMY MHOXKECTBY. T0O €CTh, OHU BBITIOJHSIOT
(GYHKIUIO TPYIIHPOBKH OOBEKTOB.

JlupexTuBEl http access ycTaHaBIMBAIOT Pa3pelCHUs U 3alPETHl HA 00CTyKMBaHHE
cepBepoM Squid 17151 KIIMEHTOB, ONPEAETICHHBIX C MOMOIIBI0 eMeHTOB ACL. DT AMpeKTHBHI,
COOCTBEHHO, M YCTaHaBIMBaOT ciucku goctyna (ACL).

CymecTBy!oT uHble, 4eM http access Buasl ACL. Hanpumep, nupexkrusa

always_direct onpeznenger ACL 3anpocoB, HalpaBJIseMbIX HAPAMYIO CEPBEPY.

[TpoBepka npaB 0OCTYKUBAHUS CEPBEPOM OCYIIECTBIIAETCS MOCIEI0BATENBHBIM TepedopoM
IUpeKTuB http access. Kak Toabko B OHOM U3 TaKUX AUPEKTUB B KaU€CTBE apryMeHTa OyneT
yctanoBieHo uMsi ACL, B KOTOpBIH BXOIUT MPOBEPSIEMbII OObEKT (BXOIUT B CMBICIIE KPUTEPHUS
onpenenenus ACL), Hukakue nanbHeWIIne NpoBepKH He IPOBOISATCS U IOCTYII JIHOO0 pa3zpeliaercs,
6o 3amperaeTcs.

Ipumep:
acl compl src 192.168.111.1/255.255.255.255
acl comp2 src 192.168.111.2/32
http access allow compl
http access deny !comp2

IIpumeuaHue: B smom npumepe onpedenenbl 08a ACL no Kpumeputo IP adpecoe ucCmouHUKO8 3anpoco8 (KAueHmos).
B ACL comp1 exodum eduHcmeeHHblIil Komnblomep ¢ adpecom 192.168.111.1. Macka 255.255.255.255 yka3bieaem,
umo 3mo - eOUHCMBeHHbili y3en, a He cemb. ACL comp2 onpedeneH aHano2uuHo ¢ nomowjbto Homayuu CIDR. Tlepeas
Odupexmusa http_access paspewaem docmyn y31y compl, a mopas 3anpewjaem 0ocniyn co 8cex Y3108, Kpome comp2.
Ecau 8 amom npumepe dupexkmuebl http_access nomMeHsimb Mecmamu, mo y3en compl docmyna He noayyum.
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Ecnu npu onpenenenun ACL yka3zaH Hemnbli psl 3HAYCHUH (3JIEMEHTOR), TO TIPU MTPOBEPKE
JIOCTyIa K 3TUM 3Ha4eHUAM OyJeT npuMmeHeHa jorudeckas onepauus MJIN.

IIpumep: cnucok gocryna two comps ONpPEeeNeH YKa3aHUEM JBYX aJpeCOB KIMEHTOB.
Tosbko 3TUM ABYM y3iam paspetieH goctyn (MJIN nepsomy, 1JIN Bropomy).

acl two_comps src 192.168.111.1/32 192.168.111.2/32
http access allow two_ comps
http access deny all

Hampotus, npy yka3aHuM B Ka4eCTBE apryMEHTOB AUPEKTUBBI http access HECKOIbKUX
umen ACL, Oyner ucnonb3oBana onepauus U. To ects, mpoBepsieMblil 00BEKT JOIKEH
OJTHOBPEMEHHO YJIOBIETBOPSATH OOOUM KPUTEPUSIM.

Ipumep:
acl two _comps src 192.168.111.1/32 192.168.111.2/32
acl ext net dst 212.193.90.0/24

http access allow two comps ext net
http access deny all

ITpumeuanue: B smom npumepe cnucok docmyna two_comps onpeoeineH ykazaHuem 08yx aopecos KAUeHmos, KaK U 8
npedbidywjem npumepe. OOHAKO OHU noayuam docmyn moabko moaoa, koeda 6ydym obpawambcst no adpecam cemu
212.193.90.0/224, onpedensitoujeli ACL ext_net. 1 nepeoe M emopoe ycaosue 00#cHbl Obimb 8bINOAHEHDI.

Ecnu Heckonbko anemenToB ACL ¢ 0lHUM HMEHEM OIKCaHbl B Pa3HBIX CTPOKAX
koH(puryparuu, To Squid nmpeoOdpazyeT 3T AUPEKTUBEI aCl B OHY CTPOKY, YCTaHABIMBAS HX
3HaueHus yepe3 npobdein. To ects ucnonblyercs aoruka MJIN.

acl comps src 192.168.111.1/32
acl comps src 192.168.111.2/32

OKBHUBaJICHTHO
acl comps src 192.168.111.1/32 192.168.111.2/32

ITpu onpenenennn ACL ObiBaeT ynoOHO ONMUCHIBATh UX 3JIEMEHTHI B OT/ACIBHBIX (aiiinax, HO
He B squid.conf. DTo JOCTHTaeTCsl ¢ MOMOIIBIO YKa3aHUS B TUPEKTUBE aCl BMECTO CITUCKA
AIIEMEHTOB UMEHU (aiina, B3SITOr0 B KaBBIYKH.

acl trasted nets src “/etc/squid/acl/trasted nets.src”

# cat /etc/squid/acl/trasted nets.src
192.168.111.0/24
192.168.112.0/24
192.168.113.0/24

Nmeercst Bo3moxkHOCTh co3aanuss HTML crpanui ¢ cooOmieHuemM o6 ommobKe 1ocTymna s
00BEKTOB, KOTOPHIM 3aIpeIeH J0CTYI C MOMOIIBIO http access deny. DT cTpaHHUIIBI MOXKHO
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0TOOpakaTh B CIydyae MOMBITKH J0CTyna o0bekToB U3 3aMaHHbIXx ACL. Ykazars crpanuiry
coobmenus g ACL moxHO aupektuBoil deny info.

IIpumep:

http access deny black list

http access deny ohrannyk list

deny info ERR CUSTOM ACCESS DENIED black list

deny info http://www.zyx.edu/nepushu.html ohrannyk list

IIpumeuanue: B s3mom npumepe oas ACL black_list u ohrannyk_list docmyn 3anpewjeH. ITpu nonbimke docmyna
anemenma ACL black_list 6yoem ebigedena HTML cmparuya ERR_CUSTOM_ACCESS_DENIED, a 05
ohrannyk_list cmpaHuya coobwjeHusi 6ydem @3sima no adpecy http://www.zyx.edu/nepushu.html ohrannyk_list.

Squid npenocTasisieT 3apaHee co3qaHHbIE CTPAHUIIBI C COOOIIEHHEM 00 OIMOKax AOCTyma.
[To ymonuanuio OHU HaxXonATCs B Karayiore /etc/squid/errors. Yka3ars Apyrou karajior
MO’KHO C TIOMOIIIBIO TUPEKTHUBHI error_directory.

Ipumep:

error directory /etc/squid/err.ru

Jlns ynipaBieHust JOCTYIIOM Ha OCHOBE aJIpECOB U UMEH KOMIThIOTEPOB MPUMEHSIFOTCS
cnenyrouue tunsl ACL:

Tun Kputepun
src ITo npuHaz/IeKHOCTH K/TMeHTa K OTpe/ie/ieHHOW ceTH Uu O/I0KY aZipecos.
dst I[TprHazIeXXHOCTH aZipeca Ha3HauUeHHs K 3aZlaHHOM ceTH Wi OJIOKY a/jpecoB.
srcdomain [TpoBepKa JOMEHHOTO UMEeHHU K/TMeHTa C TIOMOII[bI0 00paTHOTO
nipeobpasoBanus IP agpeca.
dstdomain

Nwms cepBepa Ha3HaueHus u3 URL.

S erom_regeX CooTBeTcTBHE JAOMEHHOI'O UMEHH K/IMeHTA PEryjaadpHOMY BbIDa’>K€HUIO.

dstdom_regex CooTBeTCTBHE JOMEHHOIO UMEHU CepBepa Ha3HaueHUs perysisipHOMy

BbID@KEHUIO.

url regex

CootBerctBre URL perynsipHOMY BbIpa)keHUIO.

B ACL, ocHOBaHHBIX Ha PEryJspHBIX BBIPAXKEHUSAX, MOKHO MPUMEHSATH OIMIUIO —1,
OTKJIFOYAOIYI0 YyBCTBUTEIBHOCTD K PETUCTDY.

IIpumep: kK ACL web_mail 6ynyT nogxoauTs jto0ble JOMEHHBIE UMEHA CEPBEPOB
Ha3HA4YeHUs, CoJeprKaliue CTpoKy mail 6e3 ydyera perucrpa.

acl web mail dstdom regex -i mail

Orpannuuts noctyn k WEB pecypcam onpeneneHHbIME THAMH HEJIETH U YacaMH CYTOK
MOkHO ¢ Tomotisio ACL tumna time.
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IIpumep: [1pu Takoii kKOHPUrypauu A0CTYT OyIeT BO3MOXKEH B pabouue Hu ¢ 9 10 18
(xpome s THULBI - 10 17). [lst 1BYX aipecoB pa3pellieH JOCTyM B JI000€ BpeMs, KpOME BBIXOAHbIX
JTHE.
acl mynet src 192.168.111.1-2/255.255.255.255

acl w _days time M 09:00-18:00 # IloHemeJbHUK

acl w days time T 09:00-18:00 # BrophHHMK

acl w days time W 09:00-18:00 # Cpena

acl w days time H 09:00-18:00 # UYeTmepr

acl w days time F 09:00-17:00 # IIaTHmMua

acl h days time A S # CyBbora m BockpeceHbe

http access allow w_days
http access allow my net !h days
http access deny all

st orpaHMYeHUsT MAKCUMAJIBHOTO KOJIMYECTBA MOAKIIOYEHUI OTHOTO M TOTO K€ KJIMEHTa
npeaHazHadeH ACL tuna maxconn.

IIpumep:

acl lammer maxconn 2

Ecnu HeoOxoaumo yrpaBisiTh BRITPY3KOH (TO €CTh IIepeiayeii OT KJIMEHTA) 3aJaHHBIX TUIIOB
mime JaHHBIX, To Ucnonb3dyeTcs ACL Tna req mime type.

Hanpotus, npu HEOOXOAUMOCTH OTPaHUYCHHS 3arPy3KH 3aJaHHBIX Mime TUTIOB TaHHBIX
cienyer ucnons3oBath ACL thna rep mime type.

Ecnu Squid 6bu1 ckoMIuIMpoBaH ¢ oniue ——enable-arp-acl, TO 3TO MO3BOIUT
orpannuuBath Joctyn Ha ocHoBe MAC (Ethernet) agpecos.
IIpumep: Takas HacTpoiKa 3aMpeTUT AOCTYM sl KOMIIbIoTepa ¢ 3aaaHHbIM MAC anpecom

CCTCBOTI'O aJaIrTepa.

acl bubuka arp 0F:12:A3:57:01:0E
http access deny bubuka
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KawmnpoBaHue ?EQ?R
° cache_dir onpeaendaer MeCTornonoXXeHme Katasiora Katla

* cache mem orpaHnunsaet o6bem O3Y, ncnonbsyemon Squid ans
K3LLMPOBAHMS

*maximum object size orpaHM4MBaET MaKCMMaJbHbI pa3Mep
obbeKTa K3LMPOBaHUSA

* no_cache Mo3BOJIAET 3aMPETUTH KILIMPOBaHME OOBEKTOB 334aHHOIO €
nomouwbro ACL

*always direct ykasbiBaer ACL, s KoToporo He 6yaet
NPOU3BOAMTLCA KILLMpPOBAHUE

Knuentsl 3anpammBaiotr y Squid HeKoTOpbIi 00bekT, Hanpumep, WEB cTpanuity, no
3aganHoMy URL. Eciu 3TOT 00BEKT HaX0aUTCs B K31IIIE, TO OH MepeaeTcs KIMeHTy. B npotuBHOM
cllydae, OH IIPEIBAPUTEIILHO U3BJIEKAETCA C CEPBEPA HA3HAUEHUS, a 3aTEM IIEpEacTCsl KIINEHTY.

I[I/IpeKTI/IBa cache_dir OnpeacaeT MECTOITOJIOKCHHUC KaTaJlora K3Illad, a TaKKE

OrpaHU4YMrBacT MaKCHMaJbHBIN pa3Mep €ro COACPIKUMOTO. KpOMC TOTO OHA OIIPCACIIACT (I)OpMaTa
XpaHCHU NAHHBIX B KOIIC.

ITo ymomuanuto ucnomnbdyercs ¢popmar ufs. CUHTakcHC TUPEeKTUBBI cache dir amis 3Toro
dopmara:

cache dir ufs karamor o6reM ypoBeHE] ypPOBEHBZ

I'ne:

KaTaJIor - UMsl Karajora K31Ia;

o6weM - orpaHnyeHne oorema ka1a B Mo;

ypOoBeHE 1 - KOTUYECTBO MOJKATAIOr0OB IEPBOTO YPOBHS B K3IIIE;

YPOBEHEZ - KOIMYECTBO MOJKAaTAJIONOB BTOPOI'0 YPOBHSI B K311I€ (3TO MOJIKATAIOIH
KaTaJoroB IEPBOI0 YPOBHS).

IIpumep: pa3mep kdma orparndeH 1 ['6. [Ipu 3TOM KOIMYECTBO MOIKATATIOTOB TIEPBOTO
ypoBHs OyneT 32, U B KaXKJIOM U3 HUX OyzeT co3naHo 512 moakaraaoroB BTOPOTO YPOBHSI.
cache dir ufs /var/spool/squid 1000 32 512

st orpannuenus oobema O3V, ucnonbszyemoit Squid 11 K3IIMpoOBaHUs, TIPeAHA3HAUEHA
JIMpEeKTHBa cache mem.
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OHa He orpaHnYMBaeT 00bEM NaMSITH, UCTIOJIb3YEeMBbIH mporieccoM Squid. ITa HacTpoiika
OTPAaHUYHUBACT JIMIIb 0ObEM MaMSITH JIJIs1 KIITUPOBAHHUS.

[Ipu BO3HUKHOBEHUU HEOOXOIMMOCTH OTPAHUYUTH MAKCUMAJIbHBIN pa3Mep 0ObEKTOB,
IIOMENIAEMBIX B K311, CIIEAYET UCIONb30BaTh HACTPOIKY maximum object size (1o
yMoi4aHuio - 4 M0).

IIpumep:

maximum object size 8192 KB

JupekTrBa no_cache Mo3BOISET 3aMPETUTh KAIIMPOBAHUE OOBEKTOB 3aJaHHOIO C
nomotibio ACL.

IIpumep: PexoMeH1yeTCsl UCIIOJIB30BATh HACTPOMKY, KOTOpasi 3alpeliacT K3IUPOBaHUe
JUHAMHAYECKU T€HEPUPYEMBIX CTPAHULL.

acl QUERY urlpath regex cgi-bin \?
no_cache deny QUERY

Moxno onpeaenuts ACL, k31mmpoBaHue Jisi KOTOPBIX TPOU3BOAUTCS HE OY/IET.

IIpumep: ans npsiMoro foctyna K 3agaHHoMmy URL 6e3 Ka1mpoBaHUs MOYKHO
BOCIIOJIb30BAaTbCSl KOHCTPYKLUEH:

acl dir dom dstdomain bamboo.net
always direct allow dir dom

253 VYueOusrii uentp IT Cloud



I'maBa &. 3ammra ceTeBBIX B3aUMOIEHCTBHM.

Wepapxusa Squid ?EQPR

* [IpoTtoKkon ICP peanunsyet nepapxmiyeckmm ob6MeH K3LLMPOBAHHOMN
nHdopmaLmnen

e CywiecTBytoT “poautensckme” (parent), n “cectpurckme” (sibling)
OoTHoweHus B ICP

* cache peer ycTaHaB/MBAET TUM B3aMMOAENCTBUS

Cepaepsl Squid crtocOOHBI K B3aUMOICHCTBHIO, HAIPaBIEHHOMY Ha 0OMEH KAIITUPOBAHHOM
uHopmMarmeii o cnenuaabHoMy nporokony ICP (mopt 3130 UDP).

B3aumoneiictBue Squid cepBepoB BeICTpanBaeTcs Ha uepapxudeckoil ocHose. 1o kpureputo
YpOBHEH, Ha KOTOPBIX HAXOSATCS B3aUMOJICHCTBYIOIINE CEPBEPHI, PA3IMUYAIOT CBSI3U MEXKITY
cepBepaMu, HaAXOASIIMMUCS Ha PA3HBIX YPOBHSAX UEPApXUH, TO €CThb, “poauTenbckue’” (parent), u
“cectpuHckue” (sibling), KOTOpbIE YCTaHABIMBAIOTCS MEKy CEpBEpaMH OTHOTO YPOBHS.

CymiecTByeT Takke 0COOBIN BHJT B3aUMOJICHCTBHS CEpBEpOB Squid, HCIIONB3YIOITHX
rpyIIoBoe Bemanus - multicast.

Onpenenuth TUN B3aUMOJEHCTBUS cepBepoB Squid MOKHO € MTOMOIIbIO TUPEKTUBBI
cache peer.

cache peer ysen tmn http nopr icp mopr onmmm

['me y3en yka3pIBaeT mapTHEpCKHid cepBep Squid, THI - ypOBEHb B3aUMOACHCTBHS (parent,
siblingmwmmulticast),- http mopT nopr ansd oOMeHa JaHHBIMHU, iCp MOPT - MOPT Ul
3alpOCOB KAIIMPOBAHHBIX OOBEKTOB OT MAPTHEPCKOTO CEpBEpa.

MOXHO OTKIIIOUMTH WM U3MEeHUTh HoMep nopta UDP, ucnonssyemsiii quist ICP 3ampocos.
OTO MOKHO CIIeNIaTh, HCIOJIB3YI0 AUPEKTUBY icp port.

IIpumep: 3anpet ucnoiaszoBanus [CP Ha cepsepe.
icp port 0

IIpumep: /{5 ycTaHOBIEHUS OTHOIICHUI MeX 1y cepBepamu Squid, mpuHaAIEKAITIMA
OJTHOMY YPOBHIO U€PApXUHU, MOKHO MCII0JIb30BATh HACTPOUKY:

cache peer peerl.example.ru sibling 3128 3130
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Ipumep: CBsA3aTh 10YEPHUIL CEPBEP C POAUTEIBCKUM MOXKHO CIIETYIOIUM 00pa3oM:

cache peer parent.example.ru parent 3128 3130

YacTo ObIBaeT HEOOXOMMO YCTAaHOBUTH CBA3bh MEXTy Squid, HAXOISMIUMCS B 3alUIIEHHON
(aiiepBoIIOM BHYTPEHHEH ceTH, U BHEIIHUM cepBepoM Squid. [Tpu 3ToM U3 BHYTpeHHEH ceTH BO
BHEIIIHIOKO pa3pelieH Juiib Tpaduk mo nmopty 3128 TCP. B TakoMm ciryyae moaxoauT HacTponKa:

cache peer external.examle.ru parent 3128 0 no-query default

BHyTpeHHuit cepBep, Ha KOTOPOM HAXOIATCS TaKHe HACTPOUKH, OyneT paborath, (hakTHUECKH,
KaK KJIMEHT BHemIHero external.examle.ru. O6mena o ICP He Oyzer.

MoXHO pa3nenuTh LEIEBbIE JOMEHBI 110 Pa3HBIM IMAPTHEPCKUM cepBepaM. Jljist 5Toro
HCIIOJIB3YETCs IUpEKTHBa cache host domain.

IIpumep: Bce 3apochl KIMEHTOB, HAIIPABJIEHHBIE B IIOAJOMEHBI .ru, OyayT OPOXkKAaTh 0OMEH
cepsepa o ICP ¢ poautenbCkuM cepBepoM parent.example.ru, a Jis 3ampocoB, HAMPABICHHBIX
B .ch cepBep OyneT B3auMoJIeiicTBOBaTh C POJUTENLCKUM cepBepoM parent.example.ch.

cache peer parent.example.ru parent 3128 3130
cache peer parent.example.ch parent 3128 3130
cache peer domain parent.example.ru .ru
cache peer domain parent.example.ch .ch

HmeeTcst BO3SMOXKHOCTh U3MEHSThH THIT B3aUMOJICHCTBHSI cepBepoB Squid B 3aBHCHMOCTH OT
IIEJICBOTO JIOMEHA KIIMEHTCKOTO 3ampoca. ITo 00ecreynBacT JUPEKTUBA
neighbor type domain.

IIpumep: cepBep parent.example.su UCHONB3YyETCs, KAaK POIUTEIBCKHUI, 32 UCKITIOYCHUEM
ClIy4aeB, KOTIZia 3allpoChl KIIMEHTOB HAIIPAaBJIEHbI B IIOIJOMEHBI IOMEHA .SU

cache peer parent parent.example.su 3128 3130
neighbor type domain parent.example.su sibling .su
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OrpaHuyeHue Tpadumka cLowb

* B Squid nmMeeTss BO3MOXKHOCTb OrpaHMYMBaTL pa3Mep 3anpoca 1 OTBETa, a
TakK »Xe pa3mMep 3arosioBkoB HTTP

OrpanuyeHue pa3Mepa KIMEHTCKOTo 3arpoca (To ecTb HHPOpMaIiH, nepeaaBaeMon
KIIMEHTOM cepBepy ¢ nomotnkto 3anpocoB PUT/POST), nocturaercs ucnoab30BaHUEM TUPEKTUBBI
request body max size.

IIpumep: MakcUMabHBIN pa3Mep KIMEHTCKOro 3ampoca Oynet orpannyex 10 K6.

request body max size 10 KB

J1st mpenoTBpalieHusl MOIyYeHUs KIIMEHTOM CIIUIIKOM O0NbIIuX (haiioB UCIIONb3YyeTCs
mupektuBa reply body max size. C ee MIOMOIIBIO MOXHO OrPaHUYUTh MAKCUMAJIbHBIN
pa3mep nomydaeMoit nundopmanuu ans 3agaHasix ACL.

IIpumep: MakCUMaIbHBIN pa3Mep momydaeMoi nHpopManuu orpanndeH 1 MO uist Bcex
KIIUEHTOB.

reply body max size 1048576 allow all

Ecmu B kauecTBe orpannyenus B qupekTuBe reply body max size ykasan 0, To 91O

0003HavaeT OTCYTCTBUC OI'PAHUYCHHA.

HexoTopsie BuabI arak, cBsi3aHHbIe ¢ 0coObeHHOCTsAMH npoTokosia HT TP, orHocsmuecs k DoS
atakam, 1100 K aTakam, HallpaBJIEHHbIM Ha MepenojHeHue 0ydepoB, UCIOIb3YIOT JUIMHHBIE
3aronoBku HTTP. OGkrunsie 3aronoBku HTTP uve npeBsimarot mo pazmepy 512 6aitt. s
OTpaHMYEHUSI MAaKCUMAJIBHOTO pazmepa 3aronoBkoB HTTP npumensierca HacTpoiika

request header max size.
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Cit

Mynbi 3apepXxku ?EQPR

* MyNbl 3aJ€PXKKN PETYIUPYIOT CKOPOCTb NepegasaemMoit uHdopmaumm ot
cepBepa K KJIMEHTY

*delay pools ycTaHaB/AIMBAET KOJIMYECTBO MYyJIOB
*delay class onpeaenser Knacc nyna

*delay access NpUHaANEXHOCTb K Knaccy
*delay parameters napamMeTpbl 3a€pPXKeEK

Squid npenocTaBnsieT BO3MOKHOCTb PETYIMPOBATH “TIOJIOCY MPOIMYCKaHUS~ KaHaia Jis
pa3HBIX KJIMEHTOB. JTO JOCTUTAETCSI C IOMOIIBIO HCIIOJIb30BAHUS ITyJI0B 3a/I€PKKH, B KOTOPbIE
MIOMENLIAOTCS MEPEAABAEMbIE KIIMEHTY MaKeThl. Vcronp30BaHuE MMyJI0B 33ACPAKKU C TOUKH 3pEHUS
KJIMeHTa OyzieT 0003HauaTh OrpaHUUYEeHUE CKOPOCTH Tepeiauu HH(pOopMaIHH.

Squid nomxeH ObITh CKOMIMIMPOBAH ¢ onuueil DELAY POOLS npH HEOOXOAUMOCTU
MCIIOJIb30BaHUS MTYJIOB 33JCPKKU. ITa OMIKS KOMIWISINH YCTAaHABIUBACTCS C TIOMOIIBIO OTIIHH
--enable-delay-pools koMmaHasl . /configure.

MoskeT OBITh HMCITOIL30BAaHO Cpa3y HECKOJIbKO Pa3JIMYHBIX ITYJIOB 3aJICPKKHU, HAIIPUMED, JJIA
Pa3HbIX KaTeFOpI/Iﬁ KIIMCHTOB.

KonnyecTBo my10B 3a1epKKU YCTaHABIMBAETCS C IOMOILBIO AUPEKTHBBI delay pools.

IIpumep:
delay pools 2

[Tynbl 3a0€pKKU UACHTUPUIUPYIOTCS 110 HOMEPaM, HauYuHasi C €AUHUILIBI.

Knacc nyna onpenensercs qupextuBoi delay class. Pasmuyarorcs Tpu Kilacca I1yjioB

3aIEPIKKH:
Knacc KnueHTnI
1 [To3BosisieT OrpaHUUMBATH MPOIYCKHYIO CMOCOOHOCTh BCEX TMAKeTOB, OTHOCSIIMXCS K
K/JIMeHTaM, 3aZlaHHBIM C Iomollbio Hekotoporo ACL. B TakoM Iysie Bce IakeTbl
Haxo[ATCSI B eJWHCTBEHHOW ouyepeAu 3aJepXKW. Squid mMo3Bo/sieT ornpejensTh
HEeCKOJIBKO ITyJIOB 3a/lep>KKH I1epBOro Kiacca.
2 B nyne Broporo kjacca uMmeetcs o0Iiasi ouepelb 3a/epKKU U 255 WHUBUAYaTbHBIX
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ouepefieil. IHAuMBUIya/ibHBIE ouepein Co3/atoTcsi Squid aBToMaTHUecKu [Jjisi KaXKA0ro
azpeca M3 COOTBeTCTBYyMOIleld myny ceTtd knacca C. DTO TMO03BOJsET OMNpejensTh
VHJUBUZyabHble 3aJlepXXKH /IS y3/10B ceTH Knacca C.

3 B myne BTOpOro Kiacca umeeTcs oOijasi ouepe/ib 3aJepyKKU it CeTH Kiacca B, 255
WH/IMBUlya/IbHBIX Odepe/ieit [J1si TIoficeTel CeTH Kiacca B u uHauBUlyanbHbIe ouepeu
[J151 Y3710B CeTH.

ACL, unieHbl KOTOPOTO OYIyT MOJIB30BATHCS IMTYJIOM 33/I€PKKH, YKAa3bIBAETCS C IIOMOIIBIO
JMpeKTUBBl delay access.

[TpomyckHas cmocoOHOCTh KaHala, onpeaesnsieMas MyJIoM 3aJAepKKH, 33ae€TCs C TOMOIIBIO
IUpeKTuBbl delay parameters. s pa3siInuHbIX KJIACCOB IIyJIOB 33J€PKKU Y 3TOH TUPEKTHUBBI

Pa3HOC KOJINYCCTBO IIapaMCTpPOB, OAHAKO HepBHﬁ — BCCraa HOMCp ITyJIa.

[Tpu cozganuu mysa 3a1ep>KKU MEpBOTo Kjiacca B KaueCTBE apryMEHTOB
delay parameters JOJKHBI ObITh yKa3aHBbI 1B ApryMEHTa: HOMEP ITyJla ¥ HapaMeTphbI
3aJIEPIKKH.

IIpumep:

acl all src 0.0.0.0/0.0.0.0
delay pools 1

delay class 1 1

delay access 1 allow all
delay parameters 1 8000/16000

Ipumeuanue: 30ech onpedeneH eduHbili nya 3adepiicku, umerowjuli Homep 1. JTupekmuea delay_class om1ocum amom
nyn (Homep nyaa — nepebili apeymeHm), K nepgomy kadaccy (kaacc — emopoti apaymenm). Jupekmuea delay_access
ycmaunaenugaem, umo cy6sekmbt ACL (30ecb ACL all — 8ce kauenmbt) nonadarom 8 chepy Oelicmeus nyna 3adepicku
Homep 1 (nepsbiii napamemp delay_access). IlocnedHss Hacmpotika — delay_parameters onpedeisiem napamempbil
3adepoicKu 045 nyna Homep 1. ITapamempbl 3adepaicku 8000/16000 — ycmaHagausarom nponyckHylo cnocobHoCmb
nyna e batimax (cm. Hudice).

[IponyckHyto cIOCOOHOCTH KaHalla B AUPEKTUBE delay parameters yKa3blBalOT C
MIOMOIIIBIO JIByX 3HaYEHUH 4epe3 KOCYI0 uepTy — restore/maximum. [lapamerp restore
ofpeJieNIAeT KOJIMYeCTBO 0aiiT B CEKyH/Ty, IOMeIaeMoe B ouepeab 3aaepxKu. [lapamerp maximum

— MaKCUMAaJIbHOE KOJIMYECTBO OAlT B ouepeny.

[Tyn 3agepkku BTOporo kiacca TpedyeT yka3aTb B KaueCTBE apryMEHTOB
delay parameters Tpu apryMeHTa: HOMED IyJa, apaMeTphl 3aJiep:KKHU 00ILel ouepenu

3aJIepKKH (aggregate) M UHIMBHIyaIbHbIC TAPAMETPhI 3a/ICPIKKU.

IIpumep:

acl mynet src 192.168.111.0/24
delay pools 1

delay class 1 2

delay access 1 allow mynet

delay access 1 deny all

delay parameters 1 -1/-1 8000/16000
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ITpumeuanue: ITyn 3a0epacKu 8mopo2o Kaacca 30echb co30aH 045 KaueHmoe u3 cemu kaacca C. Jupekmusa
delay_parameters 30ecb uMeem mpu ap2ymeHma: HoMep nyaa - 1, napamempbl 3a0epicku 051 8cex KaueHmos - -1/-1

(omcymcmeue ozpaHuueHutl) u uHOusuOyaabHble napamempbl 3adepicku 015 Kauenmos — 8000/16000 (8000 —

Koauuecmeo batim e cekyHOy, paspelieHHoe 0451 NOCMaHoeKu 8 ouepedb, 16000 — obujee konuuecmeo baiim 8
ouepedu).

[TapameTpsl 3a1epKKH IS IYJIOB TPETHETO KJIACCA YKA3bIBAKOT C IIOMOIIBIO YETHIPEX
apamMeTpoB:

delay parameters pool aggregate network individual

rae pool — HOMep Myna, aggregate — odlue napaMeTpsl 3a1epKKu, network —
napaMeTpsl 3aJIEPKKH JUIs TozceTel, individual — UHAUBUYyaIbHbIE TAPAMETPBHI.
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AyTeHTUbnKaumna knueHTos CLOL’D
* SC|UId noanepXmMBa€eT YETbIPE TUMA aYTeHTMd)MKaLI,MVI

* negotiate

* digest

* ntlm

* basic

* AyTeHTUOUKALNSA NPOU3BOANTCS BHELLHMMM NMPOrpaMMaMu, KoTopble
HaxoaATca B Katanore /usr/1ib64/squid

* AyTeHTUOUKaALUSA HE BO3SMOXKHA MPU UCMONIb30BaHUM MPO3PaYHOro
NpoKcn

Squid noxaepKUBaeT HECKOIBKO THIIOB ay TEHTH(PHUKALINU, KOTOPBIE ONPEEIISIOTCS
HACTPOMKOW auth param.

* negotiate — mpo3pauHas ayreHTU(uKaus Kerberos B nomene MS Windows;
* digest — ayrenTudukamus, ucnonb3yroiras metox challenge/response;
* ntlm — ucnons3oBanue nporokosa NTLM mnsa ayrentudukanuu B tomene MS Windows;
* basic — mpocras uMs U napoJib ayTeHTU(PUKAIIHSL.
Aytentudukanys B Squid oCyIIeCTBISETCS C IIOMOIIBIO BCITIOMOTATEIbHBIX IPOTPaMM,
00bryHO pazmeriaemoii B GNU/Linux B katanore /usr/1ib64/squid.
IIpumep: HacTpolika basic ayTeHTUGHUKALKU B (aiiie ¢ maposIMH.

1. Co3naem ¢aiin naposieit mosp30Baresiel ¢ MOMOIIbIO IporpaMMbl htpasswd.

htpasswd -c /etc/squid/squid.passwd squiduser

B sToMm npumepe coznaetcst HOBbIH (aiin maponeit /etc/squid/squid.conf. Ilpu atom
B (ails1 3aHOCUTCS Mapoib Mojb3oBaTes squiduser. @aiin OyaeT co3aH, Tak Kak 37ech
yCTaHOBJIEHA OMIMS —C KOoMaHbl htpasswd. Ecau daiin naponeil yxe co3aaH, HCIIOIb30BaHNE
9TOM OILIUU COTPET €r0 COAECPKHUMOE.

2. JIns onpeAeneHus IpyIbl KIMEHTOB, A KOTOPBIX TpeOyeTcs ayTeHTH(PUKaLus,
ucnonb3yercs cnenuanbHelii THII ACL — proxy auth. B xadectse aprymentos storo ACL
3a[al0T CIIUCOK UMEH mnojb3oBateneil, m1mboo napamerp REQUIRED, o6o3Havaromuii 100l MMeHa
I10JIb30BaTENEH, UMEIOIUX NIPaBO JOCTYyIA.

3. IIporpamme basic ncsa auth HeoOxoAMMO mepenaTh napamMeTp, yKa3bIBaroIHi

MeCTOHaXOKIeHHe (aiia maposiei U ykazaTb TUI ayTeHTU(DUKAITUH.
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auth param basic program /usr/l1ib64/squid/basic ncsa auth /etc/squid/squid.passwd

4. OnpeneneHnslii Boile ¢ noMonisio ACL crucok 1ocTyna T0JKEH UMETh pa3pelieHre Ha
JOCTYI:

acl password proxy auth REQUIRED
auth param basic program /usr/lib64/squid/basic ncsa auth /etc/squid/squid.passwd
http access allow password

B stom mpumepe ykazaH cnucok goctyna password. OH GopMUpyeTcs U3 COAEPKUMOTO

¢aitna /etc/squid/squid.passwd.
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8.4 Kpartkoe BBegeHue B Kpuntorpadgmueckme mexaHn3smbol
3aluThbl.

CLOUD
Kpuntorpacmyeckne metoabl 3almTbl et e

* CUMMeETpUYHOE WndpoBaHme
* AcCMMMeTpUYHoe WndpoBaHue
* Xow

* HMAC

I[J'If[ 3aI0UTHI IEPEAABACMBIX IO CETH JAHHBIX TPUMCHAIOTCA HECKOJILKO CII0co00B 3alllUTHI:

*  CummerpuyHoe mudppoBanue. st mudpoBanus U pacInPpPOBKU TaHHBIX TPUMEHSIETCS
OJIH U TOT ke KJItou. [Ipy ncroap30BaHUM 3TOTO METO[a HE0OX0AUMO 00ECTIEYUTh 3aLTUTY
Kiroua mudposanus. [Ipumensiercs ans maccosoro mudposanus. [Ipumepst: DES, 3DES,
AES.

* AcumMmerpuuHoe muppoBanue. s mmdpoBaHus JaHHBIX U UX PacIM(PPOBKH
NPUMEHSIOTCS pa3Hble Kitoun. Kimroun co3aroTes mapoit OuH U3 Kitouel Ha3bIBaeTCs
yOJMYHBIM, @ BTOPOM YaCTHBIM. 3alIM(PPOBAHHOE MTyOINYHBIM KIIFOUOM MOXKET
pacimppoBaHO TOJIBKO COOTBETCTBYIOIIUM €My YaCTHBIM KIIFOUOM, M1 HA000pOT
3alIM(POBaHHOE YACTHBIM KIIFOUOM MOXKET OBITh pacIIn(pOBaHO TOJIBKO COOTBETCTBYIOLIUM
eMy yOauuHbIM. [TyOnuuHbIN K104 MOXKET ObITh NEepeaH APYTrUM JIMLaM AJIs TOTro, 4YTOObI
HOJIY4MTh OT HUX 3amudpoBaHHble JaHHbIe. lIInppoBaHHbIe JaHHBIE YACTHBIM KIIFOYOM
MOTYT OBITh UCIOJIb30BaHbI /1715 TOATBEPAKACHUS MOTyUSHHsI JAHHBIX OT JIeprKaTes
yacTHOro Kiroya. [TockonbKy acCHMMETpHUYHBIE AJITOPUTMBI CYIIECTBEHHO CIIOKHEH
CUMMETPUYHBIX, 3TOT METO/ HE UCTIOIb3yeTCs A MHPPOBaHUS OOJBIIOTO KOJMYECTBA
nanHbix. [Ipumepsr: RSA. Flgamal, ECDH.

¢ Xbdu1. AJITOpUTM B KOTOPOM JIaHHBIE JIFOOOTO pa3Mepa IPEeBpALAIOTCs B CTPOKY
(UKCUPOBAaHHOM JUIMHBI. DTO OAHOHANPABICHHBIN POLECC, B KOTOPOM MOCIE XAIIUPOBAHUS
HE BO3MOXHO BOCCTAaHOBUTb UCXOJHBIE JaHHbIE. VIcIonb3yeTcst 1uisl TOATBEPKACHUS
HEU3MEHHOCTH IepenaBaeMbIx AaHHbIX. [Ipumepsi: MDS, SHA1, SHA2
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*  HMAC. AnropuTmsbl X3UIMPOBaHUS, KOTOPbIE UCTIONB3YIOT CEKPETHBIN KITHOY IS
ayTeHTU(UKAIMK ITepeilaBaeMbIX JaHHbIX. [[puMeHsercsa qBoiiHOe XAIIMPOBaHUE JaHHBIX C
cekpeTHbIM KitoduoM. [Ipumepsr: HMAC-MDS, HMAC-SHA2.
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8.4.1 Ataku Ha KpunTorpagunyeckme MexaHU3Mbl.

CLOUD
ATaku Ha KpMnTorpaquecxwe MeXaHU3MbI LB TP

* Mepebop (brute force).

* HeCKOIbKO LWNPPOBAHHbIX COOOLLLEHUI

* /I3BECTHO OJHO M3 UCXOAHbIX COOOLLLEHWNI
* [Mop60op WnPpoBaHHbIX BIOKOB

* [log6op OTKPbITbIX OJIOKOB

* ATaKa TMNa AeHb POXKAEHbS

* BcTpeya nocpegmHe

CYH_IGCTByI-O HCCKOJIBKO THUIIOB aTaK Ha KpI/IHTOFpa(bI/I‘IeCKI/Ie AJITOPHUTMBI.

* Ilepebop (brute force). Arakyromuii mepedrpaeT Bce BO3MOXKHBIC KITFOUH IS IeTH(PPOBKHU
JAHHBIX. Bce KpUIToanropuTMbl IOABEPIKEHBI 3TOW aTake.

*  Heckonbko mm@poBaHHBIX COOOIIEHUN. ATaKyOLUI CpaBHUBAET MHU(PpPOBaHHbBIE
coo0IIeHus AJ1s IpeCcKa3aHus Kitoda mudpoBanus. [IockonbKy COBpEMEHHbBIE aITOPUTMBbI

BBIJAKOT HCGBI[OCJIy‘-Iaf/'IHI)Ie JaHHBIC, TO I[aHHbII\/JI METOA HC OYCHBb ITPAKTUYCH.

* H3BeCTHO OTHO M3 UCXOIHBIX COOOIIEHUH. ATaKyIOIINI UMes OJJHO M3 U3BECTHBIX eMY
COOOLICHNH ¥ 3HAHUS O AITOPUTMAaX T'eHepaIly KITIOUeH MbITaeTcs mofo0parh KI0YH

mudpoBaHus, YTOObI AeIN(POBATH OCTATIBHBIE COOOIECHHS.

* [lon6op mmdpoBaHHBIX OIOKOB. ATaKyIOIIMHA pa30upaeT mUppoBaHHbIEC JaHHbIE Ha OJIOKU
Y MIBITAETCS ONPEACIUTH CIOCO0 POPMUPOBAHHS KITFOUEH.

* IloxOop OTKPHITHIX OJIOKOB. ATaKyIOIINH TOAONPACT OTKPBITHIE OJOKU M KIFOYH U
CPaBHMBACT UX C MHM(POBAHHBIM COOOIICHNEM, TIBITASICh MPEICKA3aTh KIIOUH.

* Araka TUNa JeHb pOXIeHH. B rpynme u3 23 genoBek BEPOSTHOCTD JHS POXKICHHS B OIHY
nary 6onee 50%. CrarucTuyeckuil aHanu3 Kiroueil mudpoBaHus MbITaeTCA MPeICKa3aTh

BO3MOYKHBIE KITFOUH HIU(PPOBAHUS.

* Bcrpeua nocpeanne. ATakyroUuii 3HaeT YacTh MHU(POBAHHOTO U OTKPHITOTO COOOIIECHUSI.
OTkpbITas 4acTh MWUppyeTcs BCEMH BOZMOXHBIMH KITFOYaMU, a 3aTeM paciin(poBbIBaeTCs
3aKphITasl 4acTh MOKa He Oy/eT HalJIeH KITIoU.
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CLOUD
MpoGnema yenoBeka nocepeavHe yas

* Kpuntorpaduyecknim MexaHmsMbl He MOTYT PELLUTb OAHY U3
NPUHLUMNMANBHbIX 33134, @ UMEHHO, KaK YA0CTOBEPUTLCS YTO Bbl
06LaeTech C HYXXHbIM BaM NapTHEPOM
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[ToMuMO ipUMEHEHHUsT KPUNITOTPAYUIECKIX MEXaHU3MOB HEOOXOAMMO elle 00eCeyuTh
ayTeHTU(HUKAIMIO YYACTBYIOIIMX B IIpoIiecce napTHepoB. HemocpeacTBeHHO MeTonaMu
Kkpunrorpaduu 3ta npobiema He perraercs.

H[!I/IMe[!Z aTaKu IMMOCCPCANHE.

[Ipennonoxum, uto Anrca xoueT nepefars body HekoTopyio nHbopMmaiuo. Majaopu xoder
MEepEeXBaTUTh COOOIIEHNE U, BOBMOXKHO, U3MEHUTH €ro TakK, YTo bob momyuyut HeBepHYIO
uHbOpMaIHIO.

Mbiiopu HauMHAET CBOIO aTakKy C TOTO, YTO YCTaHABIMBACT coequHeHne ¢ boboM n Anmcoi,
IIPpU 3TOM OHHU HC MOTYT OA0ragarbCsa O TOM, 4YTO KTO-TO TpCTI/Iﬁ MPUCYTCTBYET B UX KaHAJIC CBA3H.
Bce coobmienust, kotopbie moceutatoT boo u Anmca, mpoxoasat MamopH.

Anuca mpocut y boba ero oTkpsIThIi Kitod. Manopu nipeactanisiercs Anuce bobom u
OTIIPABIISIET €if CBOM OTKPBITHIN KITt0U. AJca, CuuTast, 4To 3To K4 boba, mudppyer um
coobuieHue u ornpasisieT ero boOy. Manopu nonydaer coodiienue, pacinpoBbIBaET, 3aTeM
U3MEHSIET €T0, €CJIM HYKHO, IIH(PYET ero OTKPHITHIM KitouoM boba u otnpasiser ero emy. boo
MOJTy4aeT COOOIIEHUE U AyMAEeT, YTO OHO MPHILIO OT AJIHCHI:

1. Auamuca ornpasnsier boOy coobienune, KoTopoe nepexBarbiBacT Manopu:

Amuca «IIpuser, bo0, 3T0 Anuca. [Ipunumm MHE CBOM OTKPBITHIN KiTt04.» — Manopu boo
2. Mbaaopu niepecbutaet coobmenne boOy; bo6 He MoXeT moraaarbes, 4To 3TO COOOIEeHNE HEe

OT AJIHCHI:

Amuca Manopu «IIpuset, bo0, 3To Anuca. [Ipummm MHE CBOI OTKPBITHIN KITF04.» — bo0
3. B00 moceIIaeT CBOM KITIOU:

Ammca Manopu <« [kmoa bo6a] boo
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4. Mbhaopu noamenset ko4 boba cBonM U repechuiaeT coodeHne Amce:
Anuca « [kimrou Manopu]| Manopu bo6

5. Aamca mudpyer coodieHne KrodoM Manopu, cauTasi, 4To 3To Kiitod boba, 1 TOIbKO OH
MOXKET pacmudpoBark ero:
Amuca «Bcmpeuaemcs na asmobycrou ocmaroske!y [3amm@poBaHo KiitouoM Manopu]| —
Mbinopu bo0

6. MbpJjopu pacimnpoBbIBaeT COOOIIEHUE, YUTAET €T0, MOIU(PHUIIUPYET €ro, IHPPYET KIH0YOM
boba u ornpasinser ero:

Anuca Manopu «Kou mens y éxooa 6 myzeti ¢ 18:00.» [3ammdposano kimouom boda] —
bo6

7. Bo0 cuuTaeT, YTO 3TO COOOIIEHNE AJIHCHI.

OTOT MpUMep AEMOHCTPUPYET HEOOXOAUMOCTh UCTIOIb30BAHUS METOJIOB JUISI TIOATBEPIKICHUS
TOTO, YTO 00€ CTOPOHBI UCHOIb3YIOT IPABMIbHBIE OTKPBITHIE KIIFOUH, TO €CTh YTO Y CTOPOHBI A
OTKPBITHIN K04 CTOPOHBI b, a y cropoHbl b — OTKpHITHIH Kit0Y cTOpoHBI A. B IpoTHBHOM citydae,
KaHaJI MOXKET OBbITh OJBEPIKEH aTake «4eJIOBEK MOCEPEAUHEN.
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8.5 3awuTta yganéHHoro ynpasneHus. NMportokon SSH.

Cit

" CLOUD
3awmTa yaanéHHoro ynpasrneHus s

N5 yaaneHHoro ynpasaeHus cepBepoM Linux MOXHO MCMoab30BaThb
HECKOJIbKO CnocoboB

* telnet

* r-KOMaHgpbl
* SNMP

* SSH

* VNC

* RDP

Jns ynanennoro ynpasiaeHust Unix mog0OHBIMU CHCTEMaMH CYIIECTBYET MHOKECTBO

MPOTOKOJIOB. YacTh ATHX MPOTOKOJIOB paOOTAIOT OTKPBHITHIM TEKCTOM, HampuMmep: telnet, r-komaHabI
i SNMP.

Cucrema SSH (Secure Shell) npenocrapnser 3auieHHy0 KpUNTOrpadhuIecKu HaIeKHYIO
aJBTEpHATUBY I-KOMaHJIaM M CITy>k0e telnet 1yis ymanieHHoro ynpasieHus U TyHHenupoBaHus TCP-
COCTMHEHUH (HarpuMep, IS nepenaqn Gaiios).

SSH nomyckaeT BBIOOp pa3IuYHBIX aITOPUTMOB MU(DPOBAHUS.

B nporiecce B3auMoielicTBHS OTKphIBAETCS MU(DPOBAHHBIN KaHAT CBSI3U MEXKY YIaJeHHBIMHU
y3namu. Takxke MpeToCTaBIsIeTCS BOSMOKHOCTh ayTeHTU(UKAIIUY C UCIIOJI30BAHUEM Ty OJIMIHBIX
YACTHBIX KIIFOYEH (HECUMMETPHYHOE MU(PPOBAHUE).
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MpoTokon SSH cLow
* icnonb3yeT nopt 22
* CepBepHbIN KOHPUTYpaUmMoHHbIM pann /etc/ssh/sshd config
* KnneHtckun — /etc/ssh/ssh _config
* sshd — cepsep SSH
* ssh — KJMeHT cny»6bi SSH
* scp — NporpamMma Aans yaaseHHoOro KonmMpoBaHus
* sftp - 6e3onacHbI BapmaHT ftp kiMeHTa

B GNU/Linux yacto ucnosis3yetcst Bepcus cucreMsl SSH - OpenSSH, pacnipoctpansemas Ha
cBOOOIHOM OCHOBE. Pexke MOKeT ObITh MCII0JIB30BaH drobear, B OCHOBHOM Ha MaJjIbIX CHCTEMaxX

THUIA JJOMAIIHETO MapIIpyTH3aTopa.
[Taker OpenSSH npezacTaBieH 4eTbpbMsi OCHOBHBIMH IPOTPAMMAMHM:
1. sshd - cepBep SSH, npocnymmBarommii 22 nopt TCP.
ssh - kiueHT ciy»)0b1 SSH, MO3BONSAIOMNI HHUIIMHPOBATH YIAJICHHBIN CEaHC.

SCP — KIIMCHTCKas nporpaMma JJis YAaJJCHHOI'O KOITMPOBAHUSA.

Call

s ftp — Ge3onacHbIil BapuaHT ftp kimueHTa

CepBepHas 1 KiareHTcKas yacTu cucteMbl OpenSSH o6nanatoT pazHsiMu daitnamu
KOH(UTypaLuu:

* cepBep sshd umeer koH(UrypaMoHHslil gaiin /etc/ssh/sshd config.
* KIMeHTHl sshu scp- /etc/ssh/ssh config.

Cepsep OpenSSH 3amyckaetcst camocTrosTenbHo (stand-alone) ¢ momormpio 1emMoHa systemd,
MOATOMY JIJIsi aBTOMAaTH4YeCKOTo cTapra cepepa OpenSSH npu nmepexone B
MHOTOTIOTB30BaTEIIBCKUI PEKUM CIIeTyeT HaUIeKAIIM 00pa3oM HACTPOUTH CUCTEMY
WHUIHATH3AIIAH.

Ipumep:

root@sl0:~# systemctl enable sshd

Created symlink from /etc/systemd/system/multi-user.target.wants/sshd.service to
/usr/lib/systemd/system/sshd.service.

root@sl0:~# systemctl start sshd
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Jlnst THUIMUPOBaHKS CeaHca Ha yAAJICHHOW MalluHe ¢ 3amyIeHHbsM cepBepom OpenSSH
J0CTAaTOYHO HAa KJIIMCHTCKOM Y3JIC IIPOCTO BBIMIOJIHUTE KOMAaHIAY S Sh, YKa3aB €il B KauecTBe

aprymenTa ums win I[P anpec y3na Ha3HaueHHS.

IIpumep:

[Vvliesk@vlesk-nb ~]$ ssh root@10.255.255.100

The authenticity of host '10.255.255.100 (10.255.255.100)"' can't be established.
ECDSA key fingerprint is SHA256:2aIobNR20mFy3PHcFC9F2nEa7nMe9KhqgYTsCxGAIDyS8.
ECDSA key fingerprint is MD5:42:25:61:78:71:£ff:2e:93:1b:68:20:bb:9£:86:18:17.
Are you sure you want to continue connecting (yes/no)? yes

Warning: Permanently added '10.255.255.100' (ECDSA) to the list of known hosts.
root@10.255.255.100"'s password:

Last login: Sat Aug 26 19:15:19 2017

root@sl0:~#

Opna u3 HanboJee YacTo UCIOJIb3YEeMbIX OIMIIMKA KOMAaH/BI Ssh sBIseTcs — 1, C TOMOIIIBIO

KOTOpOﬁ MOJKHO YKa3aTb UM: MTOJIB30BAaTECJIA AJIS1 BXOAA B y,Z[aJ'IeHHBIﬁ CCaHcC.

IIpumep:

[vlesk@vlesk-nb ~]$ ssh -1 root 10.255.255.100
root@10.255.255.100"'s password:

Last login: Sat Aug 26 19:24:06 2017 from gateway
root@sl0:~#

Komanna scp mo3Bossier kKomupoBaTh (ailiibl Ha yAaJeHHYO MAlllMHY U C Hee.

IIpumep:

[vliesk@vlesk-nb ~]$ scp root@10.255.255.100:/etc/hosts hosts from sl0
root@10.255.255.100"'s password:

hosts 100% 158 128.7KB/s 00:00
[vlesk@vlesk-nb ~]$ cat hosts from sl10

127.0.0.1 localhost localhost.localdomain localhost4 localhostd.localdomaind
N localhost localhost.localdomain localhost6 localhost6.localdomain6

Taxsxe MOKHO B IBHOM BHAC YKA3aTb UM I10JIB30BATCJIA HA YHaHCHHOﬁ MalInHC.

IIpumep:

[vlesk@vlesk-nb ~]$ scp root@10.255.255.100:/etc/hosts hosts from sl0
root@10.255.255.100"'s password:

hosts 100% 158 128.7KB/s 00:00
[vlesk@vlesk-nb ~]$ cat hosts from sl0

127.0.0.1 localhost localhost.localdomain localhost4 localhost4.localdomainé
N localhost localhost.localdomain localhost6 localhost6.localdomainé
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AyTteHTudmkaumsa no knovyam B SSH CLOL’D

» Co3panTte napy Karyen

* [TomeTnTE NYGANYHBIN KAKOY Ha cepBep B Gpann
~/.ssh/authorized keys

* IMa daiina c K1yaMu aBTopmusaLmMm onpeaensieTcs B KOHGUrypaumm
cepBepa

* [IpocTon cnocob ckonnpoBaTtb Ny6AMYHbIE KNOYM HA CEPBEP — KOMaHAa
ssh-copy-id

He cMoTps Ha TO, YTO KOMaHbl SSh U SCP UCHONB3YIOT MU(PPOBAHHBIN KaHaJI, BO MHOTHX

ClIydasix ayTeHTU(UKAIMIO C TOMOIIBIO TTAPOJIsl HENMb3s MPU3HATh 0E€30IacHOM.
B Takux ciydasx MOXKHO MCHOJIb30BaTh KPUNTOTPA(GUUIECKYIO ayTeHTU(UKALIHIO.

SSH nmpenocrapisieT BO3MOKHOCTD UCIOJIBb30BaTh ayTeHTU(UKALMIO 10 MTpoToKoiaM RSA u
DSA.

HecumMmerpuunoe mudpoBaHre UCHOIb3yeTCs UL Ha cTaauu ayTeHtudukanuu. [locne
MOATBEPKIACHUS Ay TEHTUYHOCTH TOJIb30BaTENs TajdbHEeHIIas CBA3b OCYIECTBISIETCS C
MPUMEHEHHEM CUMMETPUYHOTO MH(PPOBaHUS, TaK KaK OHO 00eCTIeYuBaeT MPUEMIIEMbII YPOBEHb
OBICTPOIENCTBUS CUCTEMBI, B OTJIMYMH OT HECUMMETPHUYHOTO.

[TepBoe, 4T0 HEOOXOAUMO CENATh AJIsi 00ECIIEYeHHUST BOSMOXKHOCTH ayTeHTH()HUKAIY C
nomoIbio RSA - 3710 co3nars koMan0i ssh-keygen napy kitodei HECUMMETPUYHOTO

mppoBaHUs.

[Tocne co3nanus napsl Kirouel HECUMMETPUYHOTO MIU(PPOBaHUS, HEOOXOAUMBIX /IS
ayTeHTU(UKAIIMY TI0JIH30BaTENs, TPEOyeTCs MOMECTUTh KaKUM-JINOO Ty TeM ITyOIMYHBIA KITI0Y Ha
YIOAJIEHHBIN XOCT, C KOTOPBIM TpeOyeTCsi 00eCIeYnTh CBsI3b. [l 3TOr0 MOKHO CKOITMPOBATh C
IOMOIIBIO SCP MyONINYHBIN K104 ¢ COOCTBEHHOTO y3J1a Ha YJaJICHHBIN y3€l.

IIpumep:

[user@sll ~]$ ssh-keygen

Generating public/private rsa key pair.

Enter file in which to save the key (/home/user/.ssh/id rsa):
Enter passphrase (empty for no passphrase):

Enter same passphrase again:

Your identification has been saved in /home/user/.ssh/id rsa.
Your public key has been saved in /home/user/.ssh/id_rsa.pub.
The key fingerprint is:
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0f:a5:5f:36:a3:cd:9b:c7:95:aa:a6:37:51:b3:£5:fd user@sll
The key's randomart image is:

+--[ RSA 2048]----+
| |
| |
| |
| o o . |
| S * 4+ 4|
| + B + .+|
| + +....]
| + +o E|
| = |
-——— = +

[user@sll ~]1$ scp /home/user/.ssh/id rsa.pub 10.255.255.100:~/sll.pub

The authenticity of host '10.255.255.100 (10.255.255.100)"' can't be established.
ECDSA key fingerprint is 42:25:61:78:71:£ff:2e€:93:1b:68:20:bb:9f:86:18:17.

Are you sure you want to continue connecting (yes/no)? yes

Warning: Permanently added '10.255.255.100'" (ECDSA) to the list of known hosts.
user@10.255.255.100"'s password:

id rsa.pub 100% 390 0.4KB/s 00:00
[user@sll ~]$ ssh 10.255.255.100

user@10.255.255.100"'s password:

Last login: Wed Aug 2 21:37:36 2017

user@sl0:~$ ssh 127.0.0.1

The authenticity of host '127.0.0.1 (127.0.0.1)" can't be established.

ECDSA key fingerprint is 42:25:61:78:71:ff:2e€:93:1b:68:20:bb:9f:86:18:17.

Are you sure you want to continue connecting (yes/no)? yes

Warning: Permanently added '127.0.0.1' (ECDSA) to the list of known hosts.
user@127.0.0.1's password:

user@sl0:~$ cat sll.pub >> .ssh/authorized keys
user@sl0:~$ chmod 600 .ssh/authorized keys
user@sl0:~$ rm sll.pub

user@sl10:~$ logout

Connection to 10.255.255.100 closed.

[user@sll ~]$ ssh 10.255.255.100

Enter passphrase for key '/home/user/.ssh/id rsa':
Last login: Sat Aug 26 20:54:50 2017 from 10.255.255.101
user@sl0:~$ logout

Connection to 10.255.255.100 closed.

[user@sll ~]5

ITpumeuanue: Oma komaHoa cozdaem napy Kawoueli RSA. OHu nomewaiomes 8 nookamasnoe .ssh domauHe2o
Kamasnoza noab3oeamens, 8bi3gasuwie2o komaHdy. Paiin id_rsa codeparcum uacmblii Kaou, 0ocmyn K Komopomy
dondiceH bbimb npedocmaegneH Auwb e2o enadenbyy. @atin id_rsa.pub dondicen 6bimb nomewjeH Ha yoaneHHblll y3en, ¢
KOMopbIM Heobxo0uMo obecneuumn ces13b no wugposaHHomy kavany. Komanoa ssh 127.0.0.1 HyscHa 015 co30aHust
kamasnoea .ssh

[TaponbHas paza, KOTOpyr TpedyeTcss BBECTH 3/1€Ch - 3TO “TIPOITYCK” K YACTHOMY KITIOUY.
JlormyckaeTcsi He BBOAWTH €€, HO B TAKOM CJIy4ae YacTHBIN KJIFOY HE Oy/IeT 3allHIIeH.

Bwmecro xonupoBaHus Kitoya BPYYHYIO Bl MOXKETE BOCIONIB30BAThCS KOMaHAOW ssh—-copy—
id, KOTOpast CKOMUPYET BCE MyOTUYHBIC KITFOUU Ha cepBep. C ommuei —1 MOXKHO yKa3arh, KaKou

KJIFOY HaJO KOIIMPOBATh.
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8.6

MoBblweHne 3awmwéHHocTn SSH

NMoBblleHUe 3awmneéHHoOCTU SSH.

CLOUD

* He ponyckanTte yaaneHHblM BXo, NoJsib3oBartens root

* Icnonb3ynTe HeCTaH4apTHbIE UMEHA aKKayHTOB M NapoJn

* YcTaHOBUTE 0643aTe/IbHbIM BXO/, MO KAo4YaM

* I3aMeHUTe NopT 22 Ha KaKON-HMOYab Apyromn

* OrpaHM4YMBanNTE KOJINYECTBO NOAKIOYEHNIM K CEPBEPY N KOIMHYECTBO

MOMbITOK ayTEHTUDUKALIUM

e HacTpoiTe 6/10KMPOBKY YYETHbIX 3aMMnCeNn, eCN UCMOJIb3YHOTCA Napoaun

[N BXoja

[Tporoxon SSH obecnieunBaeT Gorarbie BOSMOXXHOCTH IO Y/IaJICHHOMY YIPABJICHUIO U

MOAKJIIFOYCHHIO, HO, B TO K€ BPEMS, SABIACTCA HCTOYHUKOM OIMMACHOCTH. HMeeTcs HeCKOIBKO

peKOMeH,Z[aLII/Iﬁ M0 YMCHBIICHUIO PUCKOB, CBA3aHHLIX C HUCITIOJIb30BAHUCM SSH.

He HOHYCKaﬁTe yz[aneHHLIﬁ BXO0J noJib3oBarens root. Hactpoiika PermitRootLogin no
Wi PermitRootLogin without-password uwnu PermitRootLogin forced-
commands-only

Ucnonp3yiiTe HeCTaHAAPTHBIC UMEHA AKKAYHTOB M Mapoiiu. Mcrnonb30BaHne CTaHAAPTHBIX
WMeEH Tura user, admin, administrator uau root HauboJee YacTo UCIOIB3YIOTCS IS TO00pa
napoJiei.

VYcranoBute 00s13aTeNbHBIN BXO/ 10 KJIt0YaM. bIOKMpoOBKa BX0/1a BCEX MOJIb30BaTeei
MOJKET CyIIECTBEHHO MOBBICUTH Oe3onacHocTh. Onmus PasswordAuthentication.

W3mennte nopt 22 Ha KakoH-HUOYAH Apyroi. Onuust Port ompenenseT mopT, KOTOPBINA
MPOCIyLINBAET AEMOH sshd.

OrpaHnuMBaiiTe KOJMYECTBO NOAKIIOUEHUH K CEPBEPY U KOJIMUECTBO MOIBITOK
aytentudukarmu. Onunun MaxAuthTries, MaxSessions u MaxStartups orpaHn4uBaoT

COOTBCTCTBCHHO KOJIMYCCTBO ITOIIBITOK ayTeHTI/Iq)I/IKaLII/II/I, KOJIMYECTBO CECCHUM 1 KOJIMYSCTBO

IOIIBITOK IMOAKJIFOYCHM .

Nftables nunu iptables MoxkeT ObITh HCTIONB30BaH AJIE OTPAHUYEHUS KOJTMYECTBA COSTUHEHHIA
B CIIMHUILY BPEMEHH C OJIHOTO ajpeca.
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*  Bwmecto npsimoit HacTpoiiku nftables ymoOHe# OyaeT yCTaHOBUTD CIIEIMAIBHYIO CITYKOY
sshguard i fail2ban, kotopas OyaeT 6:;10KUPOBATH aapeca, C KOTOPBIX OCYIIECTBIISIFOTCS
MOTIBITKY aTaku Ha ssh cepsep.

* Hacrpoiite 0I0KMpPOBKY YUETHBIX 3allUCEH, €CIIH UCTIONb3YIOTCS AapOJIX AJIs BXOJA.
brokupoBKka yueTHbIX 3amucel To3BOIUT 3()(HEKTUBHO OOPOTHCA € aTakaMH IO MOA00pYy
apoJien.
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8.7 Tlopkno4vyeHne N3 pas/INYHOIO CeTeBOro OKpy)XXeHus.

CLOUD
MopxkntoyeHne U3 pasnUYHOro CETEBOro OKpPYXKeHUs i

* He MCNo/Ib3yinTe HEM3BECTHbIE KOMMbIOTEPDI A1 NOAKIHOYEHUS K CBOMM
cepeBepamM

* Ecam BbI BbIHY>XAEHbI MCMOJ1Ib30BaTb HEN3BECTHbIN KOMMbKOTEP, TO
HUKOrga He COXpaHANTE Mapoin

* CKayalTe KIMeHT ssh caMocTosTeNbHO. He foBepsiiTe YCTaHOBIEHHbIM
nporpaMmmam.

Brl HUKOI'Ta HEC CMOXKCTC JOBCPATH HC CBOUM KOMIIBKOTCPAM. HOZ-)TOMy IIOMHHUTEC HECKOJIBKO
MPOCTBIX PEKOMEHAAITH.

* Ilo Mepe BOBMOXKHOCTEH He UCTIOIB3yHTE HEM3BECTHBIE KOMIIBIOTEPHI JIsI MOAKIFOYSHUS K
CBOHMM cepBepaM. Bbl He MOXkeTe MOTHOCTHIO 3HATh YTO M KaK paboTaeT Ha TaKOM
KOMITBIOTEpE.

*  Ecnu BBl BEIHYXICHBI HCIIOJIB30BATh HEM3BECTHBIN KOMITBIOTEP, TO HUKOT/IA HE COXpaHINUTe
naposir. CoxpaHeHHue NapoJiei WM UMEH T0JIb30BaTEIeH YIIPOIIAET KU3Hb MOJIb30BATEIO,
HO TIPU STOM SIBJISTFOTCSI CEPhE3HON yTP030i 6€30MacHOCTH.

* CkauaiiTe KJIMEHTa Ssh camocTosTeabHO. He moBepsiiTe yCTaHOBIEHHBIM IIPOrpaMMaM.
Knuenra ssh He 00s13aTebHO yCTaHABIMBATH MOKHO HAUTH HECKOJIBKO BaPHAHTOB,

KOTOpBIE paboTaroT 0€3 YCTaHOBKH.
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NnaBa 9. NHpacTpyKTypa OTKPbITbIX K1toUei Ha
OocHoBe openssil.

9.1 TLSI/ISSL. TepMNHOMOIMA N OCHOBHbIE MPUHLNNDI.

TLS/SSL cLowb

* [lpoTokon SSL n3Ha4vasnbHO pa3pabatbiBancs onisa obecneyeHms
6e3onacHocTu npotokona HTTP

* TLS HEMHOro M3MeHeHHbIN NPoToKoAa SSLv3 cTaHgapTM3nMpoBaHHbIN IETF
(RFC 2246)

* MoaaepKMBaKOTCA ABa ayTEHTUPUKALMOHHBIX MEXaHM3Ma
* cepBepHasn ayTeHTUdUKaLUS
* KJIMEHTCKas ayTeHTUdMKaums

ITporoxon SSL (Secure Sockets Layer) pa3zpabarbiBasicst B komnaHuu Netscape
Communications W3HavaJabHO JIJIsi OpraHU3aIK 0€30MacHOTO KaHajla MEXIy JBYMsI XOCTaMH,
ucnonszyronmx HTTP nporokon

Bcero umerorces nse Bepcun SSL: SSLv2 u SSLv3. IlepBas Bepcus He Obta OmmyOIMKOBaHa.

[Tporokon SSLv2 Obut BeinytieH B 1994 rogy u uMen riaBHOM 3afayeii opraHU3aiuio
6e3onacHoro kanaina B WWW okpy’KeHuH, XOTS U MPEANoarajiach BO3MOXKHOCTh UCIIOJIb30BAHUS
SSLv2 u 11t Ipyrux OpoTOKOJIOB

[Tporokon SSLv3 BeimymieH B 1995 rony B Hero ObLIM BKIIIOUYEHBI Ay TEHTU(DUKALINS,
HOZJIEPKKa OOJIBIIOTO KOJIMYECTBA KPUITOTpapUUECKUX aIrOPUTMOB.

B 1997 rony xomutet IETF(Internet Engineering Task Force) crannapruzosan SSL
nmotoOHbIN TpoTokoi no HazBanueM TLS (Transport Layer Security, RFC 2246), xotopsrit
SIBJISIETCSI, 110 CYyTH, HEMHOTO U3MEHEHHBIM MpoTokoioM SSLv3. Tekyias Bepcus mpoToKoJa —
nepBast (TLSv1). Jlara ee mybOnukaruu ssuBaps 1999 roga. Tepmunsr SSL u TLS ouens gacto
HCIIOJIB3YIOTCS] B3aUMO3aMEHSIEMO.

TLSv1 MOXHO KCTIONB30BaTh KaK MPU B3aMMOJICHCTBUH MEKy KIMEHTOM U CEPBEPOM, TaK U

MEX/ly IByMsl cepBepaMu (HampuMmep, IMpH peIuIMKaluY JaHHBIX KaTajIoroB)
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TLSv1 MOXHO UCTIOB30BaTh, KaK C IPOCTON ayTeHTHU(PHUKAIMEH (XapaKTepHOEe UM U
naposib), TaK ¥ ¢ ayTeHTUHUKaueil Ha 6a3e cepTuuKaToB.

PaznmuatoT nBa ayTeHTH()UKAITMOHHBIX MEXaHU3Ma, KOTOPBIE MOJKET OCyecTBIATh TLSvI
1. cepBepHas ayTeHTU(DUKAIUS
2. KJIMEHTCKas ayTeHTU(HUKALUs

[Tpu “cmoNb30BaHUU CEPBEPHON ayTEHTH(PHUKAIIMH KIUEHT PElIaeT, JOBepseT JIU OH
ceptuduKary, KOTOPBINA MpHUCIal cepBep

Bo Bpemst KiIMEHTCKOM ayTeHTHU(PUKAUHN KIMEHT PELIaeT, TOBEPSET JIU OH CEpBEPHOMY
ceptudukary, a cepBep peliaet, J0BepseT JIM OH CepTU(]PUKATY, TPEOCTABICHHOMY KJIHMEHTOM.

CepBepHas ayreHTH()UKAIUSA 00ecreunBaeT Mu(pPOBaHNE TAHHBIX U UX IIETOCTHOCTb.
AyTreHTHUKAIUS KITUCHTa 00eCIeYrBacTCs JPYTUMHA MEXaHU3MaMH, HAIpUMeEp, IPOCTHIM (simple)
MexaHu3MoM (DN+mapons) nnu SASL Mexanusmom.

CepBepHas ayTeHTU(UKAIMS HE TPEOYeT CIEIUaTbHOTO KIIMEHTCKOTO 00eCTIeYeHHS U He

TpeOyeT co31aHus U XpaHEeHUs cepTH(UKaTa Ha KIMEHTCKOM XOCTe.

Knuenrckas ayreHTHdUKanus odecrnieunBaeT U mMudpoBaHUe U IIETOCTHOCTD JaHHBIX, a
Takxe, COOCTBEHHO, ayTeHTU(UKALIMIO KIIMeHTa Ha 0a3e cepTudukara.
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CtpykTypa npotokona TLS CLOL'D

* [IPOTOKOJIbl BEPXHETO YPOBHS CO34at0T CO0bLEeHUs (messages)
* Record Layer npotokon ¢popmMatmpyet n GparMeHTUPYET COOBLLEHNS

|
Handshake ChangeCipher Alert | Prcﬁggglc?lf;?r'l]? :
Protocol Protocol Protocol | LDAP, ...) |

Record Layer Protocol

Transport Control Protocol

[Iporokon TLS cocTouT u3 1ByX ypoBHEM:
1. Ha nepBom ypoBHe Haxonsatcs: Handshaking Protocol, ChangeCipherSpec Protocol, Alert
Protocol
2. Record Layer Protocol

YeTbIpe IPOTOKOJIA BEPXHETO CJI05, BKIIIOYAsl U OJUH U3 MPOTOKOJIOB IIPUKJIAIHOTO YPOBHS,
KoTopbIit He mpuHaIeKUT K TLS, co3naror TLS cooOmienus (messages) 1 HallpaBIISiOT UX B
POTOKOJ HIKHEro ypoBHs — Record Layer Protocol.

OO0111eHNE KIMEHTa U cepBepa MPOUCXOAUT ¢ ToMolbio SSL coobenuit (message).
[Iporokon TLS onpexnensier 13 TunoB cooO1eHniA.
Record Layer npotokon popmarupyer u pparMeHTHpYET COOOIEHHs], a 3aTeM OTIPABISIET

NOJTy4YeHHBIE Kaaphl (pparmMeHTsl) TpancnopTHomy ypoBHio (TCP), Tem cambiM obecrieunBaeTcs
enuHBIN (opMaT TaHHBIX, KoTopble TLS mocrapiseT Ha TPAaHCTIOPTHBIN YPOBEHb.

Record Layer unkarncynupyet Bce coodiienus B kaap (frame) u, eciiu Hy»KHO, J00aBIsIeT
MAC (message authentication code) mist obecriedeHust IeIOCTHOCTH IaHHBIX U MU(PYET TaHHbIE
BMecTe ¢ MAC.

MAC — 310 mtu60 MDS5, mn6o SHA xern 1aHHBIX, KOTOPBIE MIOMEIIAIOTCS B KaJIPhI MPOTOKOJIA
Record Layer.

Hnst apdexruHocTr TCP MoXxkeT moMemaTh HECKOJIBKO KaapoB npotokoiia Record Layer B

OIHUH CCIMCHT

[Tpotokon ChangeCipherSpec obecrnieunBaeT BHIOOP MEXaHH3MOB MPEIHA3SHAYCHHBIX IS

mupPOBaHUS ¥ TAPAHTUPOBAHUS IIEJIOCTHOCTH JAHHBIX U OTIPEACIISET OAMH TUI COOOIIEHUI

277 VYueOusrii uentp IT Cloud



I'maBa 9. UH(pacTpyKTypa OTKPBITHIX KJIIOYEH Ha OCHOBE openssl.

[Tporokon Alert obecrieunBaeT nHGOPMHUPOBAHNE OTHON U3 CTOPOH, YUACTBYIOIIUX B
COEIMHEHNH, 00 OIMOKaxX MPOU3OLIEAIINX HA APYTOi CTOPOHE.

[Tporokon Handshake nanbomnee cioxxeH u BaxeH. FiMeHHO oH oOecrieynBaeT
WHHIUATN3AINI0 0€30MIaCHOTO COSAMHEHUS MEXKTY JABYMSI XOCTaMHU.
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CLOUD
YcTtaHOBKa coeauHeHuUsA LB LENTP

* lcnonb3ytotca 9 coobueHnm

(1)-ClientHello >
< ServerHello~(2)
< ServerKeyExchange~(3)
< ServerHelloDone-(4)
(5)-ClientKeyExchange >
@-C hangeCipherSpec >
(7 -Finished >
< ChangeCipherSpec - Cepsep
< Finished-(9)

TLS ucnonb3yer 9 cooOueHnii A5 yCTaHOBKU 0€301macHOTro (IKM(pOBaHHOTO) COSIMHEHUS.
B coobuiennu ClientHello conepaxarcs cnenyromue napamerpbl

1. Version -Bepcus TLS/SSL

2. RandomNumber — ciy4aitHoe 4nciio, KOTOPOE BMECTE C TAKUM K€ TTapamMeTpoM U3

coobmenus ServerHello, Oynet ucronb3oBarhes B kKadecTBe "3epHa" (seed) B
KpUNTOrpauuecKkux BIYUCICHUSX.

SessionlD - B maHHOM city4yae mycToe ToJie.

4. CipherSuites — mepeuuCsAIOTCS KpUnTorpapuueckue ciryk0bl, KOTOPBIE MOIAECPKUBAIOTCS
KIIMEHTOM

5. CompressionMethods - mepedncnstoTcs noaaepKIUBaeMble KIHEHTOM METOJIbI CKATHSI.

Cooo6menne ServerHello cocTout u3 tex ke matu mapamerpoB. CepBep B 3TOM COOOIIEHUN
JieraeT BRIOOP Ha OCHOBE MpemiokeHui, coaepskamuxcs B cooomennn ClientHello. [Tome
SessionlD conepxxut yHukanbabiii HoMep TLS ceccum.

Coo6menne ServerKeyExchange nononasier mapametp CipherSuites u3 cooOrieHus
ServerHello. Ecnu B mapametpe CipherSuites coneprkarcst uMsi Kpuntorpahpu4eckoro airopurMa u
pasMep KITto4ei, TO 371eCh MepeIaeTcsi caM MyOIIMIHBIN KITHOY.

B coobmiennu ClientKeyExchange knuent coobmuiaer cepBepy pasaensiemslii (shared) xiroy,
KOTOPBIH B JaJbHEHIIIEM HCIIONIB3YEeTCs JUIs CHMMETpHUHOTO mudpoBanus. [1pu stom
CUMMETPHYHBIN KITI0Y MIH(PYyETCs MyOIUIHBIM KIIIOYOM CEpBepa.

[Tpu o6mene coodmenusmu ChangeCipherSpec yTBepxnaercs (wim U3MeHsSeTcs) BEIOOD
KpUNTOrpauIecKuX alropuTMOoB, KOTOPBIH OB cliesiaH MpH 0OMeHe COOOIEeHUSIMU
ClientHello/ServerHello.
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[Tpu 5TOM yTBEpKAAIOTCS AITOPUTM JJIsi CUMMETpUYHOro mudposanus (Hanpumep, DES) u
METOJ MPOBEPKU LIETOCTHOCTH JJaHHBIX (Hampumep, MDS5) ¢ momomnisio, kotoporo coznaercss MAC.

ANTOPUTMBI MOTYT pa3inyaThCsl B Pa3HbIX HANIPABICHUSX.

C nomonrsio coobmenuii Finished cTopoHbI MOATBEpKIAIOT YCIEITHOE 3aBEPUICHNUE CTAIUH
YCTaHOBJIEHHS 0€30I1aCHOTO COEIUHEHHSI.

[Tpu 3aBepiIeHUH COEAMHEHUS CTOPOHBI 0OMeHMBatoTcst coolmenusimMu Tuna ClosureAlert

H3noxenHas BbIIIEe cCXeMa IMOKAa3bIBACT, KaAK YCTAHABJIINBACTCA I_HI/I(I)pOBaHHOG COCIUHCHHUEC, HO
HC OIINCBIBACT aYTeHTI/I(I)I/IKaHI/IIO CTOPOH, YHACTBYIOIIUX B COCANHCHUU.

CepBepHast ayTeHTU(UKAILMS TPOUCXOIUT MPAKTUUECKH 110 TOH K€ CXeMe, UYTO U
yCTaHOBJIEHHE MIN(POBAHHOTO KaHaJja.

H3MmeHeHus 3aKIII0YaroTCs B CJICAYIOLICM:

*  Bwmecro coobmenus Ne 3 ServerKeyExchange cepsep Hampasisier coobmienue Certificate. B
ITOM COOOILCHUU COJCPIKUTCS LIETToYKa CepTU(PHUKATOB OT cepTH(dUKaTa cepBepa ¢ ero
MyOIUYHBIM KITFOUOM JI0 cepTU(UKaTa KOPHEBOTO LIEHTpa cepTudukanuu (root authority)

* IIpu popmupoBanuu coodmenust Ne5 ClientKeyExchange knuenT mmdpyer
CUMMETPHYHBIN 00U KIIF0U MyOIUYHBIM KIIFOUOM, XPAHALIMMCS B cepTH(UKaTe cepBepa,
TEM CaMbIM MOATBEPIKJasi IPUHATUE CEPBEPHOTO CepTH(UKATA.

[Tpu ycraHOBICHHN 0€30TIACHOTO COCIMHEHUS C CEPBEPHOM ayTeHTH()HUKAIUEH MOKHO
pa3nenuTh mporecchl MudpoBaHus u ayTeHTUUKAIMHA. B 3TOM citydae 1mocie NoChUIKHA CEPBEPOM
coobmenus Certificate ceppep HampaBisieT KiueHTy coobmienue ServerKeyExchange. Obmee
YUCII0 cooOmeHni yBenumaubaercs 10 10.

910 ACIACTCs, HAIIPUMCEDP, B TEX ClIydasaX, KOrga HEJIb3A B CUITY KaKUX-TO IPUYHNH
HCII0JIB30BaTh HY6HPI‘IHI)II>'I KJIFOY CCpPBCpa. O}IHa N3 BOBMOXXHBIX IPUYXH — 3alIPETBI MCCTHOT'O

3aKOHOAATCJILCTBA.
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KnueHTckasa ayteHTUdMKaums

(1)-ClientHello >
< ServerHeIIo-@
< Certificate—@
< CertificateRequest-(4)
< ServerHelloDone -(5)

Y @-Certificatc
@-CIientKeyExchangc

% -CertificateVerify
(9)-ChangeCipherSpec

(10-Finished
< ChangeCipherSpec -11)
< Finished—@

VYVYYY

CLOUD

Knuenrckas ayrentuduxanus Tpedyer oomena 12 TLS coobmenusimu. Jlobasisrores

1. coobuienue cepepa CertificateRequest

2. nBa coobmenus kauenta Certificate u CertificateVerify
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CLOUD
OLleHKa npon3BoaAuUTeSIbHOCTHU EEHRIR UEHTP
* LLiIndppoBaHme 3arpy»<aeT NpoL,eccop

* YBennumBaeTcsa o6beM Tpaduka

* Hanbonblume pacxoapl 6yayt npm obLEHUN KJIMEHTOB C CEPBEPOM
KOPOTKMMM COOOLLLEHUAMMU

* PaccMOTpUTE BO3MOXXHOCTb Pa3rpysKku cepeepa cneuuasibHbiM
obopygoBaHUeEM

[Tpu npunsTHH penieHus o0 ucnoab3oBaHuu TLS Hy)XKHO UMET B BUy Cleayrouie (GhakTopbl.

* IludpoBanue HakIaaAbIBacT TpeOyeT MOBBIIIIEHHON MPONU3BOIUTEIBHOCTH XOCTa, 0COOCHHO
npoleccopa.
*  VYBenuumBaeTcs o0beM Tpaduka.

* Ilockonbky yctanoBka TLS coearHeHHS BiIeUeT MHOTO HAKJIaHBIX PacXxoa0B, TO Hanbosee
HerI/ISITHOfI ABISICTCA CI/ITyaHI/ISI, Koraga cepBepy HOCTyrIaeT MHOTI'O KOpOTKI/IX 3aHpOCOB oT
Pa3HBIX XOCTOB.

*  Brl MOXXeTe HCIIOIB30BaTh CIEIHATU3UPOBAHHOE 000pyAOBaHHE IS U POBAHMS,
HaHpI/IMep CIICIINAJIBHBIC CCTCBBIC KapTBI.
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9.2 CepTudukarhbl.

CepTudmkarhbl CLO L’D

* Ctanpapt X.509 onpepgenset CTpyKTypy ceptmdukara
* [1pouecc co3gaHns 1 yCTaHOBKM cepTUdUKATa COCTOUT U3 NATU 3TAMNOB
1.Co3paetcs 3anpoc CSR
2.CSR otnpasngsetcsa CA
3.CA co3paet ceptudmkat ns CSR
4.CeptudukaTt oTnpaBaseTcsa cepeepy
5.CepBep ycTaHaBAMBAET CEPTUPUKAT B HYXKHOE XPaHUJINLLE

Ceprucdukarsl ¢ myonuunbsiM KitouoM (public key certificate) — 3To nudposoit ananor
nacrnopra (BOIUTEIbCKUX MPaB, YIOCTOBEPEHHSI TMYHOCTH)

Crpykrypa ceprudukara ¢ myOJIUIHBIM KIFOYOM 3aKperieHa B mporokone X.509
Tunooii cepTudukar ¢ myOTMIHBIM KIIFOYOM coepkuT 11 monei:
Version
Serial Number
Algorithm Identifier (B crannapre X.509 umeer nHazBanue Signature)
Issuer
Period of Validity
Subject
Subject's Public Key
Issuer Unique ID
Subject Unique ID

A N T U T o e

10. Extension
11. Signature ( B ctannapre X.509 umeer HazBanue Encrypted)

HauGonbmuii naTEepec npenctabisroT nois Issuer, Period of Validity, Subject, Subject's
Public Key u Signature

* Ilone Issuer copepxur xapakreproe (DN) ums opranuzanuu-norapuyca (CA, Certificate
Authority), xoTopas co3faia u nmoanucaia ceprTudukar
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* Tlone Period of Validity cogep»uT Hauano u KOHEI CpoKa AeHCTBUs cepTU(UKaTa

* [lone Subject — xapakrepHoe ums (DN) cyObekTa, 4ell mpuBaTHBINA Kitod (private key)
YAOCTOBEPSIET JaHHBIN cepTHdHKaT. [[puBaTHBIN KITF0Y HE XpaHUTCS B cepTHdUKaTe.

* [lone Subject's Public Key conep>kuT myOIn4HbIN KITI0Y, KOTOPbI COOTBETCTBYET
NPUBAaTHOMY KIIIOUY CyOBEKTa, yka3aHHOM B noje Subject. Kpome Toro, 31ech XpaHUTCS UM
QIITOPUTMA ITyOJIMYHBIX KITFOYCH.

* [lone Signature — nudpoBas noanuch coaepkuMoro ceprudukara. Cosnaercs nyrem
HOJTYYEHHUs Xellla U3 COAEPKUMOro cepTU(UKaTa ¢ HOMOLIbIO IPUBATHOTO KIIH0Ya
opranu3zainuu u3 nois Subject. Tem caMbIM rapaHTupyeTcs LETOCTHOCTh JaHHBIX
cepTuduKara Ipu ero nepeaaye.

[Iporecc co3manust 1 yCTAaHOBKH cepTU(UKATa COCTOUT U3 TISITH ATAIIOB
Coznanue 3anpoca Ha noanuch cepruduxara (CSR, Certificate Signing Request)
Otnpaska CSR CA. D10 MOXeT OBITh OCYIIECTBIICHO IO ITOYTE, Yepe3 BeO U T. 1.

CA coznaet ceptudukar u3 CSR 1 moanuceBaeT €ro CBOMM YaCTHBIM KITFOUOM

> w o=

[Tonydenune noanucanHoro ceprudukara or CA. D10 Takke MPOU3BOIUTCS ¢ TOMOLIBIO
AIIEKTPOHHOM MOYTHI, Be0-10CTyTa WK MPOCTOi mepenaueii daiina.

5. Wmmoprt ceprudukara B xpaHuwiuile Ha cepBepe. Popmar XpaHUIHIIA ONpeIeseTcs B
COOTBETCTBUH C TPEOOBAHUSAMU MPUKIIATHOTO MPOTPaMMHOTO 00eCIIeUeHusI.

[Ipencrasnenue ceprudukara B mudpoBaHHOM Buae onpezensercs [Ipasunamu
[Mudpposanus Paznuunmsix ume (Distinguised Encoding Rules - DER). Oty npasuiia sBisitoTcst
noamHoxecTBoM OcHoBHbIX [IpaBun Lludpoanus (Basic Encoding Rules - BER).

[TpaBuna DER omnpenenstoT npencrasieHne cepTudukara B ONHApHOM BUJIE.

B ciyuasx, korna OuHapHOE IpecTaBIeHUE cepTU(UKaTa HCIOIb30BAHO OBITH HE MOXET,
ceprudukar npeacrasugercs B ASCII Buze ¢ momomsio Base64 Encodings. Takoe npeacraBineHue
Ha3biBaeTcsi PEM (Privacy Enhanced Mail).

Ecnu ceprudukar He MOXKET OBITH TIOANMCAH B aTCHTCTBE CEPTUDUKAIIMU O0JIee BBICOKOTO
YPOBHS, TO OH SIBJISIETCS MOANUCAHHBIM camocToATenbHO (self-signed). To ecTs areHTCTBO
cepTUUKAINU U CyObEKT CEPTHU(PHUKAIINY SBIISIOTCS OTHUM H TEM IKE.

VYpoBeHb J0BepHs K TAKUM CepTU(UKATaM JOIKEH OBbITh HUXKE U MOXKHO JIM UM JI0BEPSATH -
9TO PEIICHNE T0JKEH IPUHUMATh CaM I0JIb30BaTENb.

Jiist opraHu3anyii, KOTOPbIM TpeOyeTcs CO3/1aHue 3alUIIEHHBIX KOPTIOPATUBHBIX
UH(POPMAITMOHHBIX CITYKO0, IMEETCsI BO3MOKHOCTh CO3/IaHUSI COOCTBEHHBIX areHTCTB
CepTUPHUKAINH.

B TakoMm ciydae kinenTckoe 110 xopropaTUBHBIX 110JIB30BaTENEH JOIKHO COIEPIKATh

myOIMYHBINA KITF04 COOCTBEHHOTO areHTCTBA CEPTU(UKALINU.

praBJ'IeHI/Ie CepTI/I(l)I/IKaTaMI/I 3aKJIII0YACTCA B OIIPCACICHUEC CPOKOB JEHCTBUSA CepTI/I(I)I/IKaTOB,
OT3BIBC UX B CJIICACTBUC KaKuX-I100 CO6BITI/II>’I, OOHOBIIEHHE CepTI/I(i)I/IKaTOB.
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O)II/IH N3 aCIICKTOB YIIPaBJICHUA CepTI/I(i)I/IKaTaMI/I - IOAACPKKA CIIMCKOB OTO3BAHHBIX
cepruuxaroB CRL (Certificate Revocation Lists). OTo3BaHHBII cepTUHUKAT 3TO TaKOU

cepTu(duKar, KOTOPBINA CTal HEAEHCTBUTEIbHBIM paHbllie CPOKA AEUCTBUS CEPTUPUKATOB.

[1O paboratomue ¢ cepTudUKaTaMu MOKET Hcmonb3oBath CRL miist mpoBepku
necTBUTENbHOCTH cepTrdukaToB. YToOb! mpoBeputs ceprudukar B CRL HeoOxonumo 3HaTh re
ero myonukyet CA.
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Bepcuu X.509 CLOL’D

e CyLLecTBYET TpM Bepcumn ctaHaapTta ceptudumkata X.509, n kaxxgas
nocsieaytolLas Bepcust 4o6aBaseT Noas cepTuduKara:

- Bepcus 1 (Bepcus 1), onybavkoBaHHas B 1988 roay, COOTBETCTBYET NepBOHaYalbHOMY CTaHAapTy
X.509 pnsa ceptudmkartos.

- Bepcusa 2 (Bepcus 2), onybamMkoBaHHas B 1993 rogy, 4o6aBaseT ABa Nos K NossM, BKIKOYEHHbIM B
Bepcuto 1.

- Bepcusa 3 (Bepcus 3), onybamkoBaHHas B 2008 rogy, npeacTtaBaseT TEKYLLYO BEPCUIO cTaHaapTa
X.509. B aToM Bepcum gobaeneHa noaaepKa paclumpeHunin ceptmdpuruKaTos.

CymecTByet Tpu Bepcuil cepTudukaToB. AKTyanbHast Bepcus 3.

TpeTbs Bepcus conepkuT nosie Extensions, KOTOpOe UCHONIB3YeTCs /IS CBA3BIBAHUS
Ooubliero uncia aTpuOyToB € MOJIB30BATENSIMU WM OTKPBITBIMU KITFOUaMH, a TaKKe JJIs
yIOpaBIeHUS CBI3IMU MEXy LIeHTpamu cepTudukanuu. Hanbonee 3Haunmpie pacumpenus: Subject
Alternative Name (SAN), Key Usage, Basic Constraints, CRL Distribution Points.

Xoporast cTatbs 0 Bepcusix ceprudukaroB onmyobaukoBana y Microsoft
(https://learn.microsoft.com/en-us/azure/iot-hub/reference-x509-certificates). Crarbs pakTudyecku

KpaTko pazoupaet u o0bsicHseT JokyMeHT RFC5280 (https://www.rfc-editor.org/rfc/rfc5280).

286 VYueOusrii uentp IT Cloud


https://www.rfc-editor.org/rfc/rfc5280
https://learn.microsoft.com/en-us/azure/iot-hub/reference-x509-certificates

I'maBa 9. UH(pacTpyKTypa OTKPBITHIX KJIIOYEH Ha OCHOBE openssl.

9.3 Co3pgaHue 4YacTHOro areHTcTBa ceptudmnkayuu.

Cos3pgaHue yacTHoro CA CLOL’D

e Katasior ¢ 6a3oi CA MOXET HaxoAmMTbCA r4e YrogHO, HanpuMep
/srv/pki/CA

* ONUMOHANbHO MOXHO HacTpouTb KoHUrypaumto openssl B darne
/srv/pki/tls/openssl.cnf

* [Topsa 40K HACTPOMKMU:
- lMoarotoBuTb KaTanor
—lNomecTuTb B KaTanor openssl.cnf
—Cospatb Kntoy ans CA
- Co3aaTtb caMonognucaHHbIn cepTudmkar
- 1o6aBuTtb CA cepTMdmKaT B CMINCOK AOBEPEHHbIX

Ecnu opranu3anus miaHupyeT UCIOIb30BaTh KOPIIOPATUBHYIO HHPOPMAIIMOHHYIO CHCTEMY
0e3 HEOOXOIMMOCTH JIOMYCKa CTOPOHHUX KIIMEHTOB U3BHE MOXET OBITh CO3/1aHO COOCTBEHHOE
AreHTCTBO CePTU(PHUKAIUH.

s pabotsl ¢ CA B RedHat mogo0OHbIX TnHYKCax uMeeTcs karanor /etc/pki/CA, HO BB
MOJKETE UCIIONIb30BaTh 000 apyroil. B mpyrux cucremax crnenuaabHOTO KaTanaora MOKET U He
OBITh.

Co3znaem B mo0om mMecTe (aiiioBoit cuctemsl (Hanpumep, /srv/pki/CA) CTpyKTypy
KaTaJoroB U HyXHbIE (ailiibl

root@sl0:~# mkdir -p /srv/pki/CA && cd /srv/pki/CA
root@sl0:/srv/pki/CA# mkdir certs crl newcerts private
root@sl10:/srv/pki/CA# echo "01" > serial
root@sl0:/srv/pki/CA# > index.txt
root@sl0:/srv/pki/CA# cd ..

Konupyem B karanor CA koHpHUrypaoHHsii gaiin openssl —openssl.cnf

root@sl0:/srv/pki# cp /etc/ssl/openssl.cnf .

Buocum usmenenus B openssl.cnf (Hanmpumep, ucupapiseM B cekuuu [CA default]
nepeMeHHyto dir —dir = ./CA). ObparuTe BHUMaHKe U Ha CJIEAYIOIINAE OITIHH:
countryName default, stateOrProvinceName default,
localityName default, 0.organizationName default,

organizationalUnitName default.
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Tak ke HaCTpoiiTe omLyu B (aitsie openssl.cnf ciegyrommmM odpasom:

[ CA default ]

dir = /srv/pki/CA
certs = Sdir/certs

crl dir = $dir/crl
database = S$dir/index.txt
#unique subject = no

new certs dir = Sdir/newcerts
certificate = $dir/certs/ca.crt
serial = $dir/serial
crlnumber = Sdir/crlnumber
CRL

crl = $dir/crl.pem

private_key = $dir/private/ca.key

x509 extensions
copy_extensions =

usr_ cert
copyall

# TpomymeHO HECKOJIBKO CTPOK
[ policy match ]

countryName = match

stateOrProvinceName = optional
organizationName = optional
organizationalUnitName = optional
commonName = supplied
emailAddress = optional

# [pomylleHO HECKOJIbKO CTPOK
[ req distinguished name ]

countryName =
countryName default = RU
countryName min = 2
countryName max =2

stateOrProvinceName =
stateOrProvinceName default =

localityName =

n
0.organizationName =
0.organizationName default

# we can do this but it is not needed normally

#1.organizationName
#1l.organizationName default

organizationalUnitName
organizationalUnitName default

H o e S S o o

+= =

=+

Country Name

State or Province Name
Sverdlovsk

Locality Name

Organization Name
= IT Cloud

Where everything is kept

Where the issued certs are kept
Where the issued crl are kept
database index file.

Set to 'no' to allow creation of
several certs with same subject.
default place for new certs.

# The CA certificate
The current serial number
the current crl number

must be commented out to leave a V1

The current CRL
The private key

The extensions to add to the cert
OYUEHB OIIACHO!!!

(2 letter code)

(full name)

(eg, city)

(eg, company)

1)

= Second Organization Name (eg, company)
World Wide Web Pty Ltd
= Organizational Unit Name (eg, section)

Class Securl

Bnauvaine co3gaercs nmpuBaTHBIN KIIFOY areHTCTBA:

root@sl0:/srv/pki# openssl genrsa -aes256 -out CA/private/ca.key 2048

Enter PEM pass phrase:
Verifying - Enter PEM pass phrase:
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B ¢aiin ca . key Oymer moMemnieH MPUBATHBIN KJTFOY areHTCTBa, 3amudpoBanabii AES256 B
¢dopmare PEM.

IIpoBepuTh CO31aHHBIN IPUBATHBIN KIIFOY MOXKHO C IIOMOIIBE) KOMaH/IbI:

root@sl10:/srv/pki# openssl rsa -noout -text -in CA/private/ca.key
Enter pass phrase for CA/private/ca.key:
Private-Key: (2048 bit, 2 primes)
modulus:
00:c8:3d:01:cc:9d:c2:02:¢c2:11:23:9d:6e:2e:c3:

Coznarp pacuinpoBaHHYIO BEPCHIO PUBATHOTO KJI0Ya (YTO OMAacHO!) MOXKHO TaK:

root@sl10:/srv/pki# openssl rsa -in CA/private/ca.key -out ca.key.unsecure

Jlanee HE0OXOIMMO CO3/1aTh CAMOIIOIMMUCAHHBINA CepTU(HUKAT areHTCTBA. Tak Kak MBI HE
HCIIOJIb3yeM KaTaJjlor 10 YMOJIYaHHIO ONPEIeICHHBbIH JIJIsl TaHHOM BEepCUH, TO HaM CTOUT
onpenenutsh nepemeHHyr0 OPENSSL CONF, koTopast ykaxeT Ha COOCTBEHHBII
KOH(UTypallmOHHBIN (aili:

root@sl10:/srv/pki# openssl version -d

OPENSSLDIR: "/usr/lib/ssl"

root@sl10:/srv/pki# 1ls -1 /usr/lib/ssl/openssl.cnf

lrwxrwxrwx. 1 root root 20 oxt 27 19:16 /usr/lib/ssl/openssl.cnf ->
/etc/ssl/openssl.cnf

root@sl0:/srv/pki# export OPENSSL CONF=/srv/pki/openssl.cnf

root@sl0:/srv/pki# openssl req -new -x509 -days 36525 -key CA/private/ca.key
-out CA/certs/ca.crt

Enter pass phrase for CA/private/ca.key:

You are about to be asked to enter information that will be incorporated
into your certificate request.

What you are about to enter is what is called a Distinguished Name or a DN.
There are quite a few fields but you can leave some blank

For some fields there will be a default value,

If you enter '.', the field will be left blank.

Country Name (2 letter code) [RU]:

State or Province Name (full name) [Sverdlovsk]:

Locality Name (eg, city) [Ykaterinburg]:

Organization Name (eg, company) [IT Cloud]:

Organizational Unit Name (eg, section) [Class Securl]:

Common Name (e.g. server FQDN or YOUR name) []:My CA cert

Email Address []:

B nanHoMm ciydae cpok neicTBus ceprudukara ykasan kak 100 ner.

[TpoBepuTh cepTudUKaT MOKHO C IIOMOIIBIO:

root@sl0:/srv/pki# openssl x509 -in CA/certs/ca.crt -text -noout
Certificate:
Data:
Version: 3 (0x2)

289 VYueOusrii uentp IT Cloud



I'maBa 9. UH(pacTpyKTypa OTKPBITHIX KJIIOYEH Ha OCHOBE openssl.

Serial Number:
37:08:96:9c:cc:be:7b:df:0d:6c:c8:5e:0e:ca:eb:6b:42:da:a4:09
Signature Algorithm: sha256WithRSAEncryption
Issuer: C = RU, ST = Sverdlovsk, L = Ykaterinburg, O = IT Cloud, OU =
Class Securl, CN = My CA cert
Validity
Not Before: Feb 6 17:02:51 2025 GMT
Not After : Feb 7 17:02:51 2125 GMT
Subject: C = RU, ST = Sverdlovsk, L = Ykaterinburg, O = IT Cloud, OU =
Class Securl, CN = My CA cert
Subject Public Key Info:
Public Key Algorithm: rsaEncryption

Public-Key: (2048 bit)

Modulus:
00:¢c8:3d:01:cc:9d:c2:02:¢c2:11:23:9d:06e:2e:c3:
£3:5d:09:01:48:ff:1a:80:03:d2:0b:42:a0:54:£8:
c3:6a:32:e2:8d:5c:bd:f4:e7:17:56:7d:1d:5b:09:
73:60:6d:99:fc:b3:d5:3e:82:3a:50:fb:dd:64:09:
94:65:21:31:81:1c:af:32:9£:90:b8:9d:57:4d:28:
91:df:67:2a:df:89:c7:60:ca:7e:79:66:f6:ed:5c:
49:1e:6f:£f0:d1:14:08:44:fd:bf:6d:d4:02:5e:54:
9f:78:7d:61:2e:45:be:18:be:24:17:d8:0e:0d:3d:
a6:2e:f4:97:09:91:9d:16:84:ef:50:8a:d6:ad:83:
bd:df:af:29:47:bf:32:c2:fe:bf:46:ce:81:eb:d3:
18:79:38:3a2:83:72:58:05:¢8:82:09:8a:ab:47:d5:
19:22:93:8a:84:be:fd:bl:eb:cd:a2:e2:5f:e9:ea:
55:36:2e:f1:¢c1:88:de:4f:d3:£f0:83:34:d9:a7:0e:
a2:6a:560:a4:16:97:05:5f:ea:¢c2:3b:91:77:c0:£8:
f5:c5:2a:a6:d6:a8:b9:0e:3b:71:cc:d9:99:1d:1e:
fd:fb:b9:ef:bd4:4d:76:68:f6:ad:41:7c:51:6d:8c:
1a:93:90:1d:fa:cf:al:2f:f0:ae:8a:b8:1b:ad:3b:
09:f1

Exponent: 65537 (0x10001)

X509v3 extensions:
X509v3 Subject Key Identifier:

FD:A4:25:32:14:F0:0A:3A:E9:69:B1:2F:F3:3A:86:DC:1C:09:38:1F

X509v3 Authority Key Identifier:

FD:A4:25:32:14:F0:0A:3A:E9:69:B1:2F:F3:3A:86:DC:1C:09:38:1F

X509v3 Basic Constraints: critical
CA:TRUE

Signature Algorithm: sha256WithRSAEncryption

Signature Value:
c2:f7:04:65:30:94:64:c6:bd:fa:fl1:54:cc:4c:9%9a:b1:11:87:
70:39:87:9a:£f3:1d:8a:04:79:9b:14:23:88:32:ce:28:7d:a4:
17:fb:f2:dc:49:c3:cf:0c:8a:dd:93:16:3d:df:1c:f2:e7:£3:
80:14:24:b5:09:9f:36:60:03:ef:18:41:08:aa:e4:29:0a:6b:
5a:f0:40:de:6l:fa:fl:7f:b3:f0:eb:cd4:25:2d:e2:€9:c9:49:
70:69:26:03:68:88:62:f8:74:0bf:06:00:4c:4a:43:62:06:81:
£f5:7a:d4:59:24:¢cc:08:6f:a8:55:dc:4d:£5:5d:e3:d0:92:64:
£f7:80:ec:55:eb:6a:d6:d8:89:27:ed:23:c7:£f9:57:ce:61:42:
ef:df:e1:70:01:27:78:c5:e7:dc:9f:d4:6b:7a:2f:cf:a6:e7:
cc:d0:4f:6f:7e:a7:68:13:£f5:f4:dd:5d:ef:f6:8d:73:4b:ed:
ab:19:£9:£2:22:80:09:28:98:el:ef:56:a9:a8:12:04:2f£:39:
8b:32:ae:44:35:7d:a5:7f:6a:d4:79:ff:a7:51:35:02:01:70:
b3:90:47:88:07:4e:f2:ad:%9a:70:7¢c:01:57:94:27:88:32:86:
b6:2c:bd:1a:6d:9f:70:7f:6e:92:5b:3e:df:47:fb:ab:10:c0:
£9:68:83:58

JHanee Ham He0Ox0aMMO 100aBUTH cepTuukar CA B CIUCOK TOBEPEHHBIX:
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root@sl10:/srv/pki# mkdir /usr/local/share/ca-certificates/myca
root@sl0:/srv/pki# cp CA/certs/ca.crt /usr/local/share/ca-certificates/myca
root@sl0:/srv/pki# update-ca-certificates

Updating certificates in /etc/ssl/certs...

rehash: warning: skipping ca-certificates.crt,it does not contain exactly one
certificate or CRL

1l added, 0 removed; done.

Running hooks in /etc/ca-certificates/update.d...

done.

[TpoBepum momnan 1u cepTUPUKAT B CIIUCOK JOBEPEHHBIX:

root@sl0:/srv/pki# openssl crl2pkcs7 -nocrl -certfile /etc/ssl/certs/ca-
certificates.crt | openssl pkcs7 -print certs -noout | grep subject | grep 'My
CA cert'

subject=C = RU, ST = Sverdlovsk, L = Ykaterinburg, O = IT Cloud, OU = Class
SecurL, CN = My CA cert
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9.4 Pa6orta c cepTudukaramu.

Pabota ¢ ceptudukatammn CLOL’D

* Ha cepBepe co3pgaeTte 3anpoc Ha cepTUdUKaT KoMaHaoM openssl

» Ha CA reHepupyeTcsa cepTudmKaT Ha OCHOBE 3anpoca U NoanucbiBaeTcs
YyacTHbIM Kato4oM CA, TaK e KoMaHaom openssl

Buauane TpeOyeTcs co3narh NpUBaTHBIN KITI0Y cepBepa. JlJis 3Toro cienyer BhITOJTHUTD
KOMaHJy:

root@sl0:~# cd /etc/ssl/
root@sl0:/etc/ssl# unset OPENSSL CONF
root@sl10:/etc/ssl# openssl genrsa -out private/sl10.key 2048

B sTom npumMepe npuBaTHBIN KIIOY cepBepa Oyzaer 3anucaH B ¢aiin s10 . key. Kitod B

JTAHHOM CJIy4ae CO3/1aeTcs He MU(POBAHHBII.

Tenepbs MOXXKHO cO37aTh 3ampoc Ha nmoanuch ceprudukara (Certificate Signing Request):

root@sl10:/etc/ssl# openssl req -new —-key private/sl10.key -out sl0.csr
You are about to be asked to enter information that will be incorporated
into your certificate request.

What you are about to enter is what is called a Distinguished Name or a DN.
There are quite a few fields but you can leave some blank

For some fields there will be a default value,

If you enter '.', the field will be left blank.

Country Name (2 letter code) [AU]:RU

State or Province Name (full name) [Some-State] :CBepanoBckast oblracTb
Locality Name (eg, city) []:ExaTepmHBypr

Organization Name (eg, company) [Internet Widgits Pty Ltd] :AnTm Knayn
Organizational Unit Name (eg, section) []:Kmacc SecurL

Common Name (e.g. server FQDN or YOUR name) []:sl0.class.itcloud

Email Address []:

Please enter the following 'extra' attributes

to be sent with your certificate request
A challenge password []:
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An optional company name []:

Obpamume eHUMaHuUe, YUMo Mbl 8 OAHHOM npumepe Ucnonb3yem KoHpuzypayuio openssl.cnf no ymonuaxuio, nosmomy
8ce OaHHble 0151 3anpaliueaemMoz0 cepmucpukama Mbl yKazaiu 8pyyHyio.

Jannas komanma cosnaet B ¢aiine s10 . csr 3anpoc Ha MOANUCh ceptudukara B popmare
PEM, koTopyto MOXHO HaIllpaBUTh B ar€HTCTBO CEPTH(PUKAIIUH.

CogepkuMoe 3arpoca Ha TOJAMUCh cepTU(dUKATa MOXKET OBITh IPOBEPEHO C MTOMOIIIBIO
KOMAaH/IbI:

root@sl10:/etc/ssl# openssl req -noout -text -in sl0.csr
Certificate Request:
Data:

Version: 1 (0x0)

Subject: C = RU, ST =
\C3\90\C2\A1\C3\90\C2\B2\C3\90\C2\B5\C3\91\C2\80\C3\90\C2\B4\C3\90\C2\BB\C3\90\C
2\BE\NC3\90\C2\B2\C3\91\C2\81\C3\90\C2\BA\C3\90\C2\BO\C3\91\C2\8F
\C3\90\C2\BE\C3\90\C2\B1\C3\90\C2\BB\C3\90\C2\B0O\C3\91\C2\81\C3\91\C2\82\C3\91\C
2\8C, L =
\C3\90\C2\95\C3\90\C2\BA\C3\90\C2\B0O\C3\91\C2\82\C3\90\C2\B5\C3\91\C2\80\C3\90\C
2\B8\C3\90\C2\BD\C3\90\C2\B1\C3\91\C2\83\C3\91\C2\80\C3\90\C2\B3, O =
\C3\90\C2\90\C3\90\C2\BI\C3\90\C2\A2\C3\90\C2\B8
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\83\C3\90\C2\B4, OU =
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\81\C3\91\C2\81 SecurL, CN =
sl0.class.itcloud

Subject Public Key Info:

Public Key Algorithm: rsaEncryption

Public-Key: (2048 bit)

Modulus:
00:2e:35:d5:4d:98:29:66:69:a7:da:09:2b:ea:2f:
0e:86:08:6a:56:8c:f6:d6:d9:66:76:92:59:81:fd:
29:20:70:98:74:69:91:36:33:3f:1b:73:a8:a5:e5:
e9:3b:2a:12:b6:ed4:7c:1a:82:14:de:32:1a:c3:d3:
8a:f5:4e:92:3e:68:b8:c0:f0:8f:4b:23:4a:95:d9:
2¢:61:00:8£:40:94:4¢c:1£f:2e:95:8b:63:e7:fd:1b:
49:c6:cf:0d:62:ef:42:0d:65:5e:¢c4:4d:d5:85:¢5:
f0:86:6a:12:bc:7c:bd:aa:10:ae:ec:6£:00:64:84:
ea:f0:e0:ab:b4:f2:fc:d3:8a:c0:cl1:90:a0:8b:cf:
b2:7b:14:c9:6f:b0:ab:22:ae:ab:0b:a3:6d:c0:af:
f8:cc:00:e8:66:aa:aa:ed:6d:b5:d7:66:42:08:4c:
bd:33:72:b5:fb:51:cf:0c:78:88:bf:3b:a4:90:4e:
cf:46:4b:10:18:e7:51:5£:17:80:13:e9:£8:cd:77:
44:78:09:ef:f6:1d:d6:29:1e:d8:a2:df:ea:20:e5:
96:57:37:ea:f6:54:3b:01:06:21:18:93:a23:81:9b:
fd:ca:72:59:5d:5a:69:d8:34:88:4b:14:ab:07:49:
2a:02:dd:97:79:b5:26:ce:5f:6f£:59:02:db:£0:99:

75:£9
Exponent: 65537 (0x10001)
Attributes:
(none)

Requested Extensions:

Signature Algorithm: sha256WithRSAEncryption

Signature Value:
95:¢c0:50:10:ce:ed:7c:cb:98:8b:33:3e:95:0e:be:b0:1c:92:
78:ab:d2:e8:df:d3:a8:e4:¢c4:24:0d:2f:04:d0:e4:£f4:£5:32:
78:cd4:ad:6f£:9¢c:52:92:5e:91:ee:4c:41:2e:d0:89:46:£9:35:
a6:09:bl1:11:2e:25:7a:9f:2a:cd4:b6:47:3e:6c:c2:42:b4:0c:
b5:18:d5:01:96:df:20:a7:db:44:9d:81:01:08:85:a4:ac:31:
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3a:b7:¢3:0e:46:7£:91:8e:11:16:80:da:9d:15:47:87:25:ca:
96:ae:c5:aa:6f£:30:81:39:a7:f1l:fa:35:cf:4c:d7:7e:0d:e2:
e9:6e:49:6b:b3:47:2a:2e:66:09:df:81:d8:70:7b:53:5d:43:
da:2f:e7:c4:13:7a:8c:d1:c6:09:14:39:1c:df:fa:e3:98:2a:
8e:d9:64:cc:ac:7a:bd:48:56:3e:54:55:55:5e:61:71:5a:c3:
ef:ab:df:c4:5d:af:bd:5c:61:32:fb:4e:2f:73:b9:bd:41:b7:
05:dd:05:¢3:d0:09:67:£5:00:65:¢c8:09:a6:b1:18:da:b6:£8:
d4:2d:be:1b:0f:0b:7f:76:3a:d7:dd:bc:37:ed:dc:ad4:46:02:
26:¢c0:2d:06:55:16:6f:ff:4a:d4:de:d5:9e:8e:94:9f:29:50:
6d:97:ba:b2

ITo pe3ynbmamam nposepku mMbl 8UOUM, UMO 3aNPOC NOAYUUICS Nepsoll epcuul, 6e3 oNOTHUMeNbHbIX pACWUpPEeHUl
X509v3, Ho, oueHb yacmo, mpebyromes cepmuguxkambl mpembetl epcuul, Xoms 0bl 0415 Mo20, Umobbl yKasamb
anbmepHamMu@Hble UMeHa uau aopeca MawluHbl.

IIpumep: Co3naanm 3ampoc Ha cepTHQUKAT 3 BEpCUU:

1. HyHo co31arh JONOIHUTENbHBIN (hailyl KOH(UTYpaLUK:

root@sl0:/etc/ssl# cat sl10 v3.ext
[ v3 req ]

subjectAltName = @alt names

[alt names]

IP.1=10.1.1.5

IP.2=10.2.2.1
DNS.1=sl1l0.class.itcloud
DNS.2=www.class.itcloud

DNS.3=s10

2. JKenarenbHO momnpaBuTh KOHUrypanuio B /etc/ssl/openssl.cnf:

root@sl0:/etc/ssl# grep Name default /etc/ssl/openssl.cnf

countryName default = RU

stateOrProvinceName default = Ceepmyioeckasa o00JacTsb
localityName default = ExaTepuHOypT
0.organizationName default = AnTwm Knayn
#l.organizationName default = World Wide Web Pty Ltd

organizationalUnitName default = Kmacc SecurlL
3. Cnenarb HOBBIH 3aIPOC:

root@sl10:/etc/ssl# openssl req -new —-key private/sl10.key -out slO.csr
-extensions v3_req -regexts v3_req -config <(cat openssl.cnf sl0_v3.ext )
You are about to be asked to enter information that will be incorporated
into your certificate request.

What you are about to enter is what is called a Distinguished Name or a DN.
There are quite a few fields but you can leave some blank

For some fields there will be a default value,

If you enter '.', the field will be left blank.

Country Name (2 letter code) [RU]:

State or Province Name (full name) [CeBepnjioBckas o0OJlaCThb] :

Locality Name (eg, city) [ExaTepuHOypT]:

Organization Name (eg, company) [AnTu Kmayn]:

Organizational Unit Name (eg, section) [Kmnacc Securl]:

Common Name (e.g. server FQDN or YOUR name) []:sl0.class.itcloud

Email Address []:

Please enter the following 'extra' attributes
to be sent with your certificate request

A challenge password []:

An optional company name []:
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root@sl10:/etc/ssl# openssl req -noout -text —-in slO.csr
Certificate Request:
Data:

Version: 1 (0x0)

Subject: C = RU, ST =
\C3\90\C2\AI1\C3\90\C2\B2\C3\90\C2\B5\C3\91\C2\80\C3\90\C2\B4\C3\90\C2\BB\C3\90\C
2\BE\C3\90\C2\B2\C3\91\C2\81\C3\90\C2\BA\C3\90\C2\BO\C3\91\C2\8F
\C3\90\C2\BE\C3\90\C2\B1\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\81\C3\91\C2\82\C3\91\C
2\8C, L =
\C3\90\C2\95\C3\90\C2\BA\C3\90\C2\BO\C3\91\C2\82\C3\90\C2\B5\C3\91\C2\80\C3\90\C
2\B8\C3\90\C2\BD\C3\90\C2\B1\C3\91\C2\83\C3\91\C2\80\C3\90\C2\B3, O =
\C3\90\C2\90\C3\90\C2\BO\C3\90\C2\A2\C3\90\C2\BS8
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\83\C3\90\C2\B4, OU =
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\81\C3\91\C2\81 SecurL, CN =
sl0.class.itcloud

Subject Public Key Info:

Public Key Algorithm: rsaEncryption

Public-Key: (2048 bit)

Modulus:
00:2e:35:d5:4d:98:29:66:69:a7:da:09:2b:ea:2f:
0e:86:08:6a:56:8c:f6:d6:d9:66:76:92:59:81:fd:
29:a0:70:98:74:69:91:36:33:3f:1b:73:a8:a5:e5:
e9:3b:2a:12:b6:e4:7c:1a:82:14:de:32:1a:c3:d3:
B8a:f5:4e:92:3e:68:b8:¢c0:£f0:8f:4b:23:4a:95:d9:
2:61:00:8£:40:94:4c:1f:2e:95:8b:63:e7:fd:1b:
49:c6:cf:0d:62:ef:42:0d:65:5e:¢c4:4d:d5:85:c5:
f0:86:6a:12:bc:7c:bd:aa:10:ae:ec:6f:00:64:84:
ea:f0:e0:ab:b4:f2:fc:d3:8a:c0:cl1:9%90:a0:8b:cf:
b2:7b:14:c9:6f:b0:ab:22:ae:ab:0b:a3:6d:c0:af:
f8:cc:00:e8:66:aa:aa:ed:6d:b5:d7:66:42:08:4c:
bd:33:72:b5:fb:51:cf:0c:78:88:bf:3b:a4:90:4e:
cf:26:4b:10:18:e7:51:5£:17:80:13:e9:£f8:cd:77:
44:78:09:ef:f6:1d:d6:29:1e:d8:a2:df:ea:20:e5:
96:57:37:ea:f6:54:3b:01:06:21:18:93:23:81:9b:
fd:ca:72:59:5d:5a:69:d8:34:88:4b:14:ab:07:49:
2a:b2:dd:97:79:b5:26:ce:5f:6£:59:02:db:£f0:99:
75:£9

Exponent: 65537 (0x10001)

Attributes:

Requested Extensions:

X509v3 Basic Constraints:
CA:FALSE

X509v3 Key Usage:

Digital Signature, Non Repudiation, Key Encipherment

X509v3 Subject Alternative Name:

IP Address:10.1.1.5, IP Address:10.2.2.1,
DNS:sl0.class.itcloud, DNS:www.class.itcloud, DNS:sl0
Signature Algorithm: sha256WithRSAEncryption
Signature Value:
04:56:7a:¢c2:3e:a8:32:¢cb:7d:8c:0d:45:88:3a:85:3e:55:85:
dd4:cf:35:81:94:d8:5b:be:4d:26:9e:0b:a6:2e:4c:02:23:e7:
35:d7:9e:5a:57:25:d6:b1:8d:6d:1£:93:19:65:6¢c:£f2:7c:85:
52:cf:c4:54:49:77:da:14:09:e0:af:26:6£:18:83:0b:d0:8a:
be:33:d7:9c:5f:dd:£f2:9c:c8:ef:03:fa:18:08:14:46:c3:30:
el:4b:12:d6:05:a6:2f:f9:e0:1:12:60:d5:f9:c1:5b:4b:43:
bb:17:ff:4b:10:96:33:9d:13:d8:54:bf:4b:68:a3:73:57:4a:
64:09:a3:75:51:e8:61l:ec:3c:e2:0e:dc:5b:38:03:09:20:ea:
5a:d0:fb:8b:75:¢c4:d8:¢c6:67:85:09:ff:e2:76:e8:4d:c6:3d:
47:21:eb:4a:€e:59:56:57:16:5d:¢c8:90:78:c5:56:11:a4:bc:
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54:77:¢c£:00:a2:4e:d0:01:9f:1a2:99:f0:bc:6c:33:ef:18:95:
17:09:6e:58:bd:cd:52:06:1a:81:0c:55:9a:14:df:ac:5c:ea:
2e:77:75:41:a6:f£f:19:db:b5:6a:ae:08:b6:a0:46:65:18:47:
1c:21:¢c0:7a:13:e3:84:90:9e:7e:£7:09:a3:7a:07:2d:39:ea:
eb5:ca:4f:5b

B kadecTBe anpTepHATHBBI CO3IAHUIO JOMOTHUTENBHOTO (haiiia KOHPHUTypaIii, MOXKHO
HCIIOJIB30BATh CICAYIOIIYIO KOMaHy:

root@sl10:/srv/pki# SAN='DNS:s10,DNS:sl0.class.itcloud,IP:10.1.1.5,IP:10.2.2.1"
openssl req -new -key /etc/ssl/private/sl0.key -out /tmp/slO.csr —-extensions

v3 req -regexts v3 req -config <(cat /etc/ssl/openssl.cnf; echo -e '[ v3_req ]\n
subjectAltName = ${ENV::SAN}\n' )

4. Komupyem 3ampoc B CA:

root@sl0:/etc/ssl# cp sl0.csr /srv/pki/
ATeHTCTBO cepTH(HUKAIIUN TPOBEPSIET HHPOPMALIUIO 00 UCTOYHUKE 3aMpoca Ha MOJIUCH

cepTudurKaTa U MOAMUCHIBACT (B CIydae TO3UTUBHOTO Pe3yiibTaTa MPOBEPKHU) CepTUPUKAT.

Komanna, ucronb3yemas 1715t TOJAIUCH CepTH(UKATA!

root@sl0:/srv/pki# openssl ca -in sl0.csr -out CA/certs/slO.crt -create serial
-days 3653 -config /srv/pki/openssl.cnf
Using configuration from /srv/pki/openssl.cnf
Enter pass phrase for /srv/pki/CA/private/ca.key:
Check that the request matches the signature
Signature ok
Certificate Details:
Serial Number: 3 (0x3)
Validity
Not Before: Feb 7 06:07:13 2025 GMT
Not After : Feb 8 06:07:13 2035 GMT
Subject:
countryName = RU
stateOrProvinceName =
\DO\AI\DO\B2\DO\B5\D1\80\DO\B4\DO\BB\DO\BE\DO\B2\D1\81\DO\BA\DO\BO\D1\8F
\DO\BE\DO\BI1\DO\BB\DO\BO\D1\81\D1\82\D1\8C

organizationName = \DO\90\DO\B9\DO\A2\DO\BS8
\DO\9A\DO\BB\DO\BO\D1\83\D0O\B4

organizationalUnitName = \DO\9A\DO\BB\DO\BO\D1\81\D1\81 SecurL

commonName = sl0.class.itcloud

X509v3 extensions:
X509v3 Subject Key Identifier:
02:E8:52:40:07:2D:1A:36:CC:E5:53:4B:D9:FE:79:F5:AD:A4:7F:DC
X509v3 Authority Key Identifier:
FD:A4:25:32:14:F0:0A:3A:E9:69:B1:2F:F3:3A:86:DC:1C:09:38:1F
X509v3 Basic Constraints:
CA:FALSE
X509v3 Key Usage:
Digital Signature, Non Repudiation, Key Encipherment
X509v3 Subject Alternative Name:
IP Address:10.1.1.5, IP Address:10.2.2.1, DNS:sl1l0.class.itcloud,
DNS:www.class.itcloud, DNS:s10
Certificate is to be certified until Feb 8 06:07:13 2035 GMT (3653 days)
Sign the certificate? [y/n]:y

1 out of 1 certificate requests certified, commit? [y/n]ly
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Write out database with 1 new entries
Database updated

BuumarensHo npoBepsiiite noanuceiBaeMbiii ceptudurar. Ocodboe BHUMaHUE yIEsiTe
pasmeny X509v3 Basic Constraints: CA:FALSE.

HpOBCpI/ITb PE3YJIbTATHI IIOJTYYCHHOI'O ITOAITMCAHHOT'O CCpTI/I(I)I/IKaTa MOXHO C IIOMOIIBIO
KOMAaH/BbI:
openssl x509 -noout -text -in CA/certs/slO.crt

I[anee HO)IHI/ICEIHHHﬁ CepTI/I(I)I/IKaT nepeaacTcda ToMy, KTO €To 3alIpoCull.
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9.5 Wcnonb3oBaHue stunnel.

MpumeHeHue stunnel CLOL’D

* stunnel - nporpaMma, KoTopast MOXXeT A06aBuUTb Noaaep»KKy SSL/TLS B
T€ CEPBUCHI, B KOTOPbIX 3TOMN NOAAEPXKKU M3HAYANIbHO HET

* stunnel MOXET OTKPbITb NOPT A1 3aLLUULLEHHOIO COEAUHEHMUSA U
rnepeHanpaBuUTb TpaduK Ha He3aLWMLLEHHbIN NOPT

* C noMmoubo stunnel MOXHO co3gaBaTb SSL VPN coegunHeHus

Stunnel npenHa3zHayeHa 1Jisl 3aIUTHI CETEBOTO TpaduKa TeX MPUIIOKEHHH, B KOTOPBIX TaKOM
3alUThl He TpeaycMoTpeHo. OObuHO 370 cmyx0bl THIa POP niau IMAP, mu6o TyHHETMpoBaHue
PPP uepes cers.

Stunnel nporpamma Bpamnep, KoTopasi CIymaeT MopT i 3alUIIEHHOTO B3aUMOICICTBHS, a
3aTeM mepeHanpaniseT Tpaduk Ha OOBIYHBIN MOPT CIYKOBI, KOTOPYIO stunnel 3aimuiiaer.
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HacTtpoiika stunnel ?EQER

» [1ns co34aHMA 3aLLMLLEHHOrO cepBuca Tpebyercs:
» Co3aatb cepTudurKaThbl A48 3aLLUULLAEMON C/TYXKObI
* Co3patb KOHPUIypaLMOHHbIN dann Ana cayxbebl

* KOHPUrypaumoHHble ¢paiibl MOTyT pacnosiaratbCsa rge yrogHo u UMeTb
noboe Ha3BaHue

* IMeeTcd Katanor /etc/stunnel ans pasMeweHns atux ¢amnos

* B KOHOUrypaumMoHHOM danie onucbiBatoTCs rnobanbHble onummn u
napameTpbl paboTbl cepBuca

[TepBoe uyTO HEOOXOAMMO JIJIsl HACTPOMKH 3aIUIAEMOT0 CEPBUCA 3TO YCTAHOBUTH ITAKET
stunnel4 u co3narb cepTUUKATHI IS CITY>KObI U, BO3MOXKHO, KineHTa. Kak co3naBarh cepTU(UKATHI
OIIHCAHO BBIIIIE.

Crnenyrouuii sTan co3nanue KOHQUTYparoHHOTO (haiiia 3alUIEHHON CITyKOBI.

Ipumep:
®aiin koH(HUTYpaHK cepBepa.

root@sl0:stunnel# pwd

/etc/stunnel

root@sl0:stunnel# cat pppsrv.conf
cert = /etc/ssl/certs/ppp server.crt
key = /etc/ssl/private/ppp server.key
pid = /tmp/pppstunnel.pid

socket = 1:TCP_NODELAY=1

socket = r:TCP_NODELAY=1

debug = 7
output = /var/log/pppstunnel.log
client = no
verify = 2
CAfile = /usr/local/share/ca-certificates/myca/ca.crt
[ppp]
client = no

accept = 31234
exec = /usr/sbin/pppd
execargs = local noauth 10.1.2.1:10.1.2.2

pty = yes

Cepaep 3amyckaetcs ciyx00it stunnel4:

root@sl0:/etc/ssl# systemctl restart stunneld.service
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root@sl10:/etc/ssl# systemctl status stunneld.service
® stunneld.service - LSB: Start or stop stunnel 4.x (TLS tunnel for network
daemons)
Loaded: loaded (/etc/init.d/stunnel4d; generated)
Active: active (running) since Fri 2025-02-07 11:45:45 +05; 7s ago
Docs: man:systemd-sysv-generator (8)
Process: 9502 ExecStart=/etc/init.d/stunneld start (code=exited,
status=0/SUCCE>
Tasks: 2 (limit: 2284)
Memory: 2.2M
CPU: 133ms
CGroup: /system.slice/stunneld.service
L-9518 /usr/bin/stunneld /etc/stunnel/pppsrv.conf

ber 07 11:45:45 s10 stunnel([9516]: LOG7[ui]: Listening file descriptor created
(FD=>

ber 07 11:45:45 s10 stunnel[9516]: LOG7[ui]: Setting accept socket options
(FD=10)

deB 07 11:45:45 s10 stunnel[9516]: LOG7[ui]: Option SO REUSEADDR set on accept
sock>

ber 07 11:45:45 s10 stunnel[9516]: LOG5[ui]: Binding service [pppl] to :::31234:
Add>

ber 07 11:45:45 s10 stunnel[9518]: LOG7[main]: Created pid file
/tmp/pppstunnel .pid

deB 07 11:45:45 s10 stunnel[9518
der 07 11:45:45 s10 stunnel[9518

[ LOG6 [main Accepting new connections
[
ber 07 11:45:45 s10 stunnel[9518
[
[

LOG7 [cron Cron thread initialized

] [ ]
1: [ 1:
]: LOG6[cron]: Executing cron jobs
] [ 1:
[ ]

ber 07 11:45:45 s10 stunnel[9518]: LOG6[cron Cron jobs completed in 0 seconds
deB 07 11:45:45 s10 stunnel[9518]: LOG7[cron Waiting 86400 seconds
root@sl0:/etc/ssl# ss -ltnp sport 31234
State Recv-0Q Send-0Q Local Address:Port Peer Address:Port
Process
LISTEN 0 4096 0.0.0.0:31234 0.0.0.0:%*
users: ( ("stunneld",pid=9518, £d=9))
@aiin KOHPHUTYpaMy KIHEHTA.
root@sl0:~# pwd
/root
root@sl0:~# cat pppclnt.conf
cert = /etc/ssl/certs/client.crt
key = /etc/ssl/private/client.key
pid = /tmp/pppstunnel.pid
socket = 1:TCP_NODELAY=1
socket = r:TCP_NODELAY=1
debug = 0
output = /var/log/pppstunnel.log
client = yes
verify = 2
CAfile = /usr/local/share/ca-certificates/myca/ca.crt

foreground = no
connect = 10.2.2.1:31234

KnuenT 3amyckaercst Bpy4yHyr0 KOMaHI0ui pppd:

root@client:~# pppd passive updetach noauth pty "stunnel pppclnt.conf"
Using interface ppp0
Connect: ppp0 <--> /dev/pts/3
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Deflate (15) compression enabled
local LL address fe80::a03f:1684:789b:66de
remote LL address fe80::0945:05fd:£f776:8c26

root@client:~# ip -4 -br ad show dev ppp0
ppp0 UNKNOWN 192.168.111.2 peer 192.168.111.1/32

root@client:~# ping -cl 192.168.111.1
PING 192.168.111.1 (192.168.111.1) 56(84) bytes of data.
64 bytes from 192.168.111.1: icmp seg=1 ttl=64 time=11.1 ms

---192.168.111.1 ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 11.051/11.051/11.051/0.000 ms

DTO TO YTO MEPENAETCs MO CETU TIPH BHITIOJTHEHUHU HA KJIUEHTE KOMaHIbl ping -cl
192.168.111.1

root@sl0:~# tcpdump -xxx -i enpO0s8 tcp port 31234
tcpdump: verbose output suppressed, use -v([v]... for full protocol decode
listening on enp0s8, link-type EN1OMB (Ethernet), snapshot length 262144 bytes
12:26:37.108288 IP 10.2.2.2.35972 > 10.2.2.1.31234: Flags [P.], seq
2775096202:2775096259, ack 3808170654, win 501, options [nop,nop,TS val
2708951398 ecr 1985291697], length 57

0x0000: 0800 27ff 6d87 0800 2746 dcff 0800 4500

0x0010: 006d c8d4 4000 4006 5900 0a02 0202 0a02

0x0020: 0201 8c84 7a02 ab68 9b8a e2fc 129%e 8018

0x0030: 01f5 136d 0000 0101 080a al77 5166 7655

0x0040: 25bl 1703 0300 347d 297f b462 8e65 leld

0x0050: c2ac 033d aafa b76e 7cb6 b3c5 d663 eb84

0x0060: cabb 4d51 ab30 cb71 378e 23c3 c00e 2cba

0x0070: 1fcf 9bae 5530 001d 6eb7 34
12:26:37.112053 TP 10.2.2.1.31234 > 10.2.2.2.35972: Flags [P.], seq 1:58, ack
57, win 501, options [nop,nop,TS val 1985303859 ecr 2708951398], length 57

0x0000: 0800 2746 dcff 0800 27ff 6d87 0800 4500

0x0010: 006d 5e6d 4000 4006 c417 0a02 0201 0a02

0x0020: 0202 7a02 8c84 e2fc 129%9e a568 9bc3 8018

0x0030: 01f5 1866 0000 0101 080a 7655 5533 al77

0x0040: 5166 1703 0300 3494 81f8 l7ea b7c9 £f5df

0x0050: 19cl 51db 21e7 7a76 bdéb 010d 80fe 5264

0x0060: 1955 5381 aabl c89d 7fal0 %9af6 03ce 4bel

0x0070: 7Tebc 504c ebc2 dac2 f610 af
12:26:37.114950 1P 10.2.2.2.35972 > 10.2.2.1.31234: Flags [.], ack 58, win 501,
options [nop,nop,TS val 2708951405 ecr 1985303859], length O

0x0000: 0800 27ff 6d87 0800 2746 dcff 0800 4500

0x0010: 0034 c8d5 4000 4006 59e8 0a02 0202 0a02

0x0020: 0201 8c84 7a02 ab568 9bc3 e2fc 12d7 8010

0x0030: 01f5 60cd 0000 0101 080a al77 51le6d 7655

0x0040: 5533

A 3TO TO 4TO BHYTPH TyHHEJIS:

root@sl0:~# tcpdump -xxx -1 ppp0 icmp

tcpdump: verbose output suppressed, use -v[v]... for full protocol decode
listening on pppO, link-type LINUX SLL (Linux cooked vl), snapshot length 262144
bytes
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12:27:34.994365 IP 192.168.111.2 > 192.168.111.1:
seq 1, length 64

0x0000:
0x0010:
0x0020:
0x0030:
0x0040:
0x0050:
0x0060:
12:27:34.994468 IP 192.168.111.1 >

1, length 64

0x0000:
0x0010:
0x0020:
0x0030:
0x0040:
0x0050:
0x0060:

0000
4500
c0a8
0000
1415
2425
3435

0004
4500
c0a8
0000
1415
2425
3435

0200
0054
6£01
0000
1617
2627
3637

0200
0054
6£02
0000
1617
2627
3637

0000
10fe
0800
1c9d
1819
2829

0000
393c
0000
1c9d
1819
2829

0000
4000
2768
0e00
lalb
2a2b

0000
0000
2f68
0e00
lalb
2az2b

0000 0000
4001 cabo
5p09 0001
0000 0000
lcld 1lelf
2c2d 2e2f

0000
c0a8
e6bb
1011
2021
3031

192.168.111.2:

0000 0000
4001 e218
5009 0001
0000 0000
lcld 1lelf
2c2d 2e2f

302

0000
c0a8
e6bb
1011
2021
3031

ICMP echo request, id 23305,

0800
0f02
ab567
1213
2223
3233

ICMP echo reply, id 23305, seqg

0800
6f01
a567
1213
2223
3233
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9.6 Wcnonb3oBaHue cepTudmkaTtoB Ha npumepe Apache.

OcHoBHbIe NpuHUMNbLI paboTbl mod_ssl CLOL’D

. Mo,u,yr/]nb mod_ssl npegHa3HauyeH ans noanepxkun SSL n TLS B cepBepe
Apache

* mod_ssl ncnonbsyet 6ubanorteky openssl

Monyabs mod_ssl npennazHayeH 11 UCIIOIB30BaHUS COBMECTHO ¢ cepBepoM Apache. On
obecreunBaet mmdpoBanue nHpopmalmu nocpeacTsom nporokonoB SSL (Secure Socket Layer
v2/v3) u TLS (Transport Layer Security v1), ucrionb3ys peaau3yIoLe 3T IPOTOKOJIbI OMOIHOTEKY
OpenSSL.

bubmorexa OpenSSL npegocTasiseT BO3SMOKHOCTH HECUMMETPUIHON KpUTITOTpapHH, TO
ecTh nH(popManus MudPyeTcs MPUBATHBIM KITFOYOM, a pacIIU(POBBIBACTCS ITyOINIHBIM U
Hao00OPOT.

B cuiy HeBbICOKOI CKOPOCTH pabOThl HECUMMETPUYHBIX AJITOPUTMOB HIM(PPOBAHUS, IPU
nepenaye HHPOPMaIUU UCIIOIb3YIOTCS CHMMETPUYHBIE aJITOPUTMBI IIU(POBAHUS, a

HECCUMMCTPHUYHBIC UCITIOJIB3YIOTCA ITPHU aYTeHTI/I(i)I/IKaHI/II/I.

I[JISI HNCKIIHOYCHHUS BO3MOKHOCTH IIOACJIKHU COO6HICHI/I$I NN €TI0 UCKAXKXCHUS MOXKHO
MPUMEHSTh JaiiKECThI coo0ImeHunit (message digest), mpeacTaBIstonue coooi aHaIor
KOHTPOJIBHBIX CyMM (hDailJIOB, BEIYMCIIIEMBIE HA OCHOBE OAHOCTOPOHHHX XeII-(YyHKITHH.

ﬂaﬁH)KCCT COO6H.I€HI/ISI SABJIIACTCA YHUCJIOM C (I)I/IKCI/IPOBaHHBIM YHUCJIOM pa3psa10B, 3aBUCAIINM
OT KaXXa0ro OariTa HCXOOHOI0 COO6H.ICHI/IH.

JaitmkecT nommkeH obecrneynBarh KpaHIOW 3aTPYIHUTEIBHOCTh TOJ00pa HHOTO COOOIICHHUS,
YeM OPUTHHAJILHOE, C TAKUM XKE JTalPKECTOM.

Jaitmxect cooOieHus 10JKeH ObITh MTOCIaH MOMydyaTelto 100 Mo 3al[UIlIeHHOMY KaHaly,
100 OH AOJKEH ObITh 3amuieH caMm. OAuH U3 crnoco0O0B 3alIUTHI JaliPKecTa OT MOAACIKU
3aKJTFOYAETCs BO BIOYKEHUH €ro B udpoByro noanuck (digital signature).
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[Mudposas nmoanuck npeaHasHayeHa JIsl ayTeHTU(UKALUU COOOIIEHUS, TO €CTh JUIs
UCKJIIOUYEHUSI BO3MOXXHOCTH MOAMEHBI oTripaBuTesd. [ludpoas noanucs cocrasisieTcs U3

3amupOBaHHOrO JaiiKecTa COOOLEHUS U TOTIOIHUTEIbHOW HH(OpMaIUH.

Jaiimkect cooOmieHus mudpyercs IPUBaTHBIM KIIFOUOM OTHPABUTENs], YTO M TApaHTHPYET
AyTEeHTUYHOCTH COOOIICHHS, TaK KaK MPUBATHBIM KITFOYOM 00J1a/1a€T TOJIBKO HACTOSIINN

OTIIPAaBUTCIIb.

Jaiimkect MoxxeT ObITh paciudpoBaH J0O0bIM 00aiaTeseM myOIunYHOro KiIroua
OTIIPABUTEIIS.

Kaxxnas nmudposast moanuch coAep UT B ceO¢ YHUKAIBHBIN MOCIIEI0BATEIBHBIM HOMED IS
HCKITFOUEHUS €€ TTOBTOPHOTO MCIOIB30BaHUs. DTO MPEIOTBPAIIAET BO3MOXHOCTh TOJIOTa
COOOIIIEHUS, a TAK)KE OTKa3a OT MPU3HAHMS OTIPABKH COOOIIICHHUS.
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CLOUD
3awmra o6mMeHa JaHHbIMUM C NOMOLWbLI0 cepTuduKaTa et e

* Web cepBep A0o/1KeH UMeTb cepTUDUKAT NOANMMUCAHHbINA M3BECTHbIM
knneHTty CA, nHaye Be6-6pay3sep 1mbo 3ab10KMpyeT coeiMHEHNE C
cepBepoM, INbo byaeT BblaaBaTb NpeaynpexXaeHus

* O6bI4YHO KJIMEHTbI MOTYT CAaMOCTOSITE/IbHO YNPaBAsATh CMUCKOM
JNIOBEPEHHbIX KOPHEBbLIX CA

Jnst oGecriedeHns ayTeHTU(PHUKALIMN CepBeEpa, MPEIOCTABISAIONIETO KIUEHTY HH(popMaluio,
HE0OX0IMMO, YTOOBI CepTH(UKAT cepBepa, OTIPABIIIEMbINA KIMEHTY ObUT YIOCTOBEpEH
HE3aBUCUMBIM U XOpOIIIO U3BeCTHBIM areHTcTBOM ceptudukanuu CA (Certification Authority).

Ceptudukar ceppepa MoANucaH NPUBATHBIM KIIOUOM areHTCTBA CePTU(PUKAIINH, TOITOMY
KIIUEHT JTOJIKEH UMETh IyOIMYHBIN KIIF0U areHTCTBA JJIsl IPOBEPKU MOAJTMHHOCTH cepTudukara
cepaepa.

Ecnm y knuenTa Het ceptudukara CA, KOTOPBIN MOANIKACAN CePTU(HUKAT CEPBEPA, TO KIUEHTY
Heo0xoauMo 1006aBuTh 3TOT CA B criucok goBepeHHbIX CA.

[Tporpammel npocmotpa WEB, noanepskupatomue SSL, 00bI4YHO UMEIOT 3apaHee
YCTaHOBJICHHBII HA0OP MyOIMYHBIX KITFOYeH MIMPOKO N3BECTHBIX areHTCTB CEPTH(PHUKANT
(manpumep, VeriSign).

Ecnu nommHHOCT cepTH(HKATa, OTIIPABICHHOTO CEPBEPOM KIIMEHTY, YCTaHOBIIEHA C
MIOMOIIBI0 UMEIOIIETOCs y KIMEHTa MyOIUYHOTO KIIF0Ya areHTCTBa CepTU(UKAIINM, TO KIUEHT
U3BJIeKaeT U3 cepTu(dukaTa myOIUYHBIN KIII0Y cepBepa U, TAKUM 00pa3oM, OH MOXKET ACIIN(PPOBATh
UH(POPMALIUIO, OTIIPABIISEMYIO CEPBEPOM.

Hecmotpst Ha TO, YTO MOUIMHHOCTH CepTH(UKATa YCTAHOBJICHA, 3TOT (haKT HE TAPaHTHPYET
HOJTMHHOCTH OTIPABUBILETO €0 CepBepa, TaK KaK ITOT CEPTU(UKAT MOXKET OBITh OTIIPABIICH C
JpYyToro cepBepa.

Jliis mpoBepKy MOAJIMHHOCTH cepBepa He0OXOAUMO ITPOBEPUTH 00J1a1aeT JI OTIPaBUBILNI
cepTU(UKAT cepBep MIPUBATHBIM KJIFOYOM, COOTBETCTBYIOLIMM ITyOJIMYHOMY KIIHOUYy CE€pBepa B
ceptudukare, MOANUCAHHOM areHTCTBOM CepTU(UKAIIUY.
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[TpoBepka NOAIMHHOCTH CEPBEPA OCYLIECTBISIETCS C TOMOIIIBIO OTIPABKU KIMEHTY TECTOBOTO
coobiieHusi. CepBep BHIYUCISET KOHTPOJIbHYIO CYMMY TECTOBOTO COOOIIEHUs, KU(pYyeT ee CBOUM

MPUBATHBIM KITIOUOM U TAaK)Ke OTIPABIISCT €€ KIHCHTY.
Takum 00pa3oM KIIMEHT UMEET:
* ceprudukar cepsepa, MOAMUCAHHBIA areHTCTBOM CEPTU(PHUKALINHI;
*  nyOJWYHBIN KITIOY cepBepa, U3BJICUECHHBINA U3 cepTH(UKATa;
*  TECTOBOE COOOIIEHHUE OT CepBepa;
*  3amu(poBaHHYIO KOHTPOJIBHYIO CYMMY UIAECHTU(OUIIMPYIOIIETO COOOIICHHS.

KnuenT nemm@pyer KOHTPOJIbHYIO CyMMY UIACHTU(PUIMPYIOIIETO COOOIIEHUS C TIOMOIIBIO
MyOIMYHOTO KITI0Ya CepBepa, U3BJICUCHHOTO U3 CepTH(UKaTa.

Kpome 3T10ro, KIMeHT CaMOCTOATEIIbHO BBIYUCIISAET KOHTPOJIBHYIO CYMMY TECTOBOTO
COOOLICHHUS, KOTOpasi CPaBHUBAETCS C JISMN(POBAHHOMN MyOIMYHBIM KIIIOYOM cepBepa KOHTPOIHHOM
cymmoint. Eciin mosydennas u nemudpoBaHHas KOHTPOJIbHAsE CyMMa COBIA/IaeT ¢ BEIYUCIEHHOH, TO

MNOAJIMHHOCTL CCPBCPA CHUTACTCA yCTaHOBHeHHOﬁ.

Js ycTaHOBKM ceaHca IIH(POBAHHON CBS3U KIMEHT OTIPABIISET cepBepy 3alIM(ppPOBaHHBIN C
MOMOIIBIO MyOIMYHOTO KIII0Ya cepBepa K04 CUMMETPUYHOTO IIU(PPOBAHHUS.

Juist 3amuThI ceaHca Mu(POBaHHOW CBSI3U OT UCKAKEHUS TepelaBacMbIX TTAKETOB,
3am(ppPOBaHHBIX CHMMETPUYHBIM KITFOUOM, HCITOIB3YETCs KO/ Ay TEHTH()DHUKAIINU COOOIICHHI
(Message Authentication Code - MAC), SBASIOMUIACS BBIYUCISEMBIM C TIOMOIIBI0 CHMMETPUYHOTO
KJTFo4a )parMeHT JaHHBIX.

MAC He MOXeT ObITh BEIYHMCIICH 0€3 3HAaHUSI CHMMETPUYIHOTO KITFOUa.
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KoHdmrypaums cepsepa Apache c nognepxkon mod_ssl CLOL’D

* mod_ssl ctaHgapTHbIM Moaynb Apache

* YcTaHaBAMBaETCsA MoAy/b Kak naket mod_ss| uam Bxogut B 6a30BbIi
KoMniekT apache

e [1na HACTPOUKM:
- lMopgrotoButb cepTndmKaThbl AN BEOG-cepBepa
- Mponucatb cepTUdUKaTbl 1 KNKOUM B KOHPUIYpaLmUm
- BkitoumTtb Moaysb ssl

[Tporpamma mod_ssl siBisieTcst cTanAapTHBEIM MOyleM cepBepa Apache. Mcxomublit Ko ero
HAXOIUTCS B mojkaranore src/modules/ss1/ nepesa (aiinoB nCXomHOTO Kona cepepa Apache.

B RedHat nogo6HbIX crcTemMax Moayib ycTaHaBiauBaeTcs B nakere mod_ssl. B Debian
yCTaHaBJIMBACTCS IO YMOIYaHUIO, HO HE BKIIFOYAETCSL.

s mHacTporiku SSL pekoMeHayeTcst co37aTh METOYKYy CepTH(HUKATOB:

root@sl10:~# mkdir /etc/apache2/ssl.crt
root@sl10:~# cat /etc/ssl/certs/sl0.crt
/usr/local/share/ca-certificates/myca/ca.crt > /etc/apache2/ssl.crt/slO-ca.crt

B daiine konpurypanum /etc/apache2/sites-available/default-ssl.conf
HEOOXOIMMO yKa3aTh CepTH(UKATHI:

root@sl0:~# grep SSLCertificate /etc/apache2/sites-available/default-ssl.conf |
grep -v '#'

SSLCertificateFile /etc/ssl/certs/sl0.crt

SSLCertificateKeyFile /etc/ssl/private/sl0.key

SSLCertificateChainFile /etc/apache2/ssl.crt/sl0O-ca.crt

Bxtounts Mmomyib ssl:

root@sl0:~# a2enmod ssl

Considering dependency setenvif for ssl:

Module setenvif already enabled

Considering dependency mime for ssl:

Module mime already enabled

Considering dependency socache shmcb for ssl:

Enabling module socache shmcb.

Enabling module ssl.

See /usr/share/doc/apache2/README.Debian.gz on how to configure SSL and create

self-signed certificates.

To activate the new configuration, you need to run:
systemctl restart apache2
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I'maBa 9. UH(pacTpyKTypa OTKPBITHIX KJIIOYEH Ha OCHOBE openssl.

Bxurounts cant SSL:

root@sl0:~# a2ensite default-ssl.conf

Enabling site default-ssl.

To activate the new configuration, you need to run:
systemctl reload apache2

[TepesanmycTuTh BeG-cepBep M MPOBEPUTH, YTO OH (PYHKIIMOHUPYET MOCIE Mepe3arrycka.

root@sl0:~# systemctl restart apache2
root@sl0:~# systemctl status apache?2
® apache2.service - The Apache HTTP Server
Loaded: loaded (/lib/systemd/system/apache2.service; enabled; preset:
enabled)
Active: active (running) since Fri 2025-02-07 12:50:11 +05; 5s ago
Docs: https://httpd.apache.org/docs/2.4/
Process: 10458 ExecStart=/usr/sbin/apachectl start (code=exited,
status=0/SUCCE>
Main PID: 10463 (apache?)
Tasks: 55 (limit: 2284)
Memory: 16.0M
CPU: 137ms
CGroup: /system.slice/apache2.service
10463 /usr/sbin/apache?2 -k start
10464 /usr/sbin/apache2 -k start
10465 /usr/sbin/apache2 -k start

ber 07 12:50:11 s10 systemd[l]: Starting apache2.service - The Apache HTTP
Server...

ber 07 12:50:11 s10 apachectl[10462]: AHO00558: apache2: Could not reliably
determin>

ber 07 12:50:11 s10 systemd[1l]: Started apache2.service - The Apache HTTP

Server.

root@sl0:~# ss -tlnp sport 443

State Recv-Q Send-Q Local Address:Port Peer Address:Port
Process

LISTEN 0 511 *:443 Kook
users: ( ("apache2",pid=10465, £d=6), ("apache2",pid=10464, £d=0),

("apache2",pid=10463, £d=6))
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

'naBa 10. bBe3onacHOCTb YPOBHA MPUIOXXEHUIA.

10.1 Oco6eHHOCTM 3aWmnThbl NpUuKnagHbiX cepsucoB B UNIX-
cucremax Ha npumepe cepsepa Apache+MySQL+PHP.

Yrpo3bl ans npuknagHoro YPOBHA

Cit

CLOUD

* [IporpaMMHbl€e OLLNOKMK

* YcTapeBLIUi COPT

* HekoppeKTHas HacTPOMKa

* HekOppeKTHOEe NCMo/Ib30BaHME
* DoS n DDoS ataku

[TpoGnembl ¢ 6€30MaCHOCTHIO MPUKIIAIHBIX CITY’KO OTKPBIBAIOT Opelin B 0€30MMacCHOCTH BCEH

CHCTECMBI.

[Tpu Kucnonb30BaHUU NPOTPaMMHOTO 00eCIieueHNsl BOZHUKAeT MHOXKECTBO yrpo3. Hekoropeie

M3 3THUX YI'PO3 OMMHMCAaHbI HUXKE.

[TporpamMMHbIe ommOKkH. B naeabHOM MEpE TPOTPAMMHUCTBI CO3/1aBasi CBOH MPOAYKTHI
JIOJKHBI BCECTOPOHHE MTPOBEPUTH MPOTPAMMY, BBISIBHTH BCE OIIUOKU U X yCTpaHUTh. Ho
OIIMOKY MOTYT OBITh HE OYECBHJIHBI MU Y IPOrPAMMUCTA HET BPEMEHH U €IIe MHOXKECTBO
MIPUYUH TIOYEeMY B IIporpaMMax BO3HUKAIOT OMUOKK. Hanmnumne ommOKku ere He 03HaJaeT
HEMOCPEACTBEHHON YIpO3bl, OMIHUOKY €1lle HEOOXOAUMO BBISIBUTH, YTOOBI UMETh
BO3MOYKHOCTH II€JICHANPABICHHOTO €€ NCIIOIb30BaHUSI.

Yerapepumii cot. C TeueHHEM BpeMeHH B coOpTe HaXOAAT UMEIOLIUECs TaM OLIMOKU U UX
ycTpansitoT. Kak npaBuiio BbIsIBJI€HHE OMIMOKU O3HAYAET CEPbE3HYIO YIpo3y IJis
0€30I1acHOCTH, T. K. BBISIBICHHAs OIIMOKA MOAPa3yMeBaeT BO3MOXKHOCTb €€ MCIIOJIb30BaHUS
3JI0yMBIIIIEHHUKOM.

HexoppekTHas HacTpoliKa. AZMUHHACTPATOP JJI UCIIOJIb30BaHUS HEKOTOPBIX IPOTrPAMMHBIX
IIPOAYKTOB JIOJKEH ITPOU3BECTH €r0 HACTPOMKy. OUeHb YaCTO HACTPOMKA IPOUCXOINT I10
MPUHLINITY «JIHUIIb OBl paboTanoy. Takoil MoaXxo COBEPIIEHHO HE MPUEMIIEM C TOUKH 3PEHUS
obecrieyeHns1 6€30I1aCHOCTH CUCTEMBI.
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* HexoppekTtHoe ucnonb3oBanue. Kakoit 661 6e30macHoi mporpaMMa HU Oblia, €Clly ee
HEIMPaBUILHO MCTIOIB30BaTh (CIIy4ailHO WJTH IeJICHAPABICHHO) HEKOPPEKTHO, TO MOXKET
BO3HUKHYTh YIpo3a 0€30MacHOCTH.

* DoS (Denial of Servise) i DDoS (Distributed Denial of Service) araku.
[{eneHanpaBiieHHO BBIBEJCHUE M3 CTPOSI CEPBUCOB C IIEJIBI0 OCTAHOBKH 00CTY)KHBaHUS

KIIMCHTOB WJIN MOJYYCHUA JOCTYyIIa K CUCTEMC.
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

OCHOBHbIE peKOMEeHAALMUM MO 3aLuTe Cnyx6 cLoup

* [IpMeHanTE NPUHLMMN 3LENOHUPOBAHHOMN OOOPOHBI
* PerynsipHo oO6HOBASAANTE NMporpaMMHoe obecrneyeHme
» TecTupyiTe CBOM CNYXKObI Ha MPeAMET YSI3BMMOCTEMN

* NoaroToBbTE N1IaH aBapUNHOIO BOCCTAHOB/IEHMSA N PETYNSIPHO €ro
TecTupymTe

* ByabTe B Kypce NnocsieJHNUX HOBOCTEN ¢ 061acTu 6e30nacHOCTY.

DienoHupoBaHHas 000POHA OJIMH U3 TIIABHBIX MPUHITUIIOB MOCTPOEHUST 0€30MaCHOCTH.
Paccmotpum nipumep B BeO cepBepoM. Bel MoxkeTe Mpe1oCTaBUTh TOCTYII MOIb30BATEIISM
HEMOCPEACTBEHHO K cepBepy apache. Ho Takoi moaxo MokeT IPUBECTH K MEPETpy3Ke cepBepa.
OnHOo U3 pelieHuit 3Toi MpoOieMbl — YCTAHOBUTH CEPBEP NZINX B KAY€CTBE KIUITUPYIOIIETO MPOKCH
cepsepa.

OO6HOBNIEHNE CHCTEMBI OJTHA M3 TNIaBHBIX 3a/1a4 aAMUHHUCTparopa. Ho BakHO HE pocTo
CTaBUTH BCE BO3MOXKHBIE OOHOBIICHUS Cpa3y k€ Kak OHU ObLIN OMyOJIMKOBAHBI, OH €lle U
IIPOTECTUPOBATH KaK 3TO OOHOBJICHHE MOBIHSIET HA pabOTy OOHOBISIEMBIX CITYKO.

CamMocTosATenbHOE TECTUPOBAHUE PaOOTHI CEPBUCOB JIACT BaM OTBET Ha BOMIPOC: Kak
paboTaroT Mmou niporpammbl? TecTupoBaHue AOHKHO MTPOBOAUTHCS B OTIEIBHOM, HO
penpe3eHTaTuBHON cpene. TecTupoBanue paboueit CiryKObl MOXKET BbI3BATh MIPEICKa3yeMbIe
MOCJIEJICTBUSI.

Kakoii O HaJIe)KHOM HE ObLJIa CHCTEMA, BCET/Ia €CTh BEPOSITHOCTD BBIXOJIA €€ U3 CTPOS WIIH
IIOJIOMKH OTZIEJILHOTO KOMITIOHEHTA. IIpogyMaHHbIi M IPOTECTUPOBAHHBIN IJIAH aBAPUHHOTO
BOCCTAHOBJICHHSI TOMOYKET BaM BOCCTAHOBUTH pab0OTOCTIOCOOHOCTH CUCTEMBI B KpaT4anIIie CPOKH.
[TpomymaiiTe Tak ke crioco0 aBapUITHOTO JOCTYIA K CHCTEME, B ClIydae HapyIIeHUs paboThI
00BIYHOTO cr1oco0a padoThI.

3HaHus 1 HHPOPMHUPOBAHHOCT JIMIIIHUMU He ObIBaIOT. BynbTe B Kypce mociaeTHIX COOBITHIA
¥ HOBOCTEH 0€30MacHOCTH.
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

PekomeHgauum no 3awure apache ?EQH?
* BHMMATENIbHO U3y4nTE KOHOUIrypaL Mo NO YMOHAHMIO

* YcTaHOBMTE MOAY/IM NOBbILWAKOLLIME 6e30nacHOCTb BeO cepBepa

* OrpaHn4mMBanTe AOCTYN K CUCTEME

* 3anyckanTe Beb cepBep B U30IMPOBAHHOM cpeae

Ecnu BBl ycTaHOBMIM apache U3 MakeToB, TO €ro KOHGUTYpaLus 0 YMOTUYAHHIO MOXKET OBITh
u3IMIIHe JulepanbHoil. MHOTHE IpOorpaMMHBIE IPOITYKTHI UMEIOT BeO HHTEpdec, KOTOPHIH
ABTOMATHUYECKU aKTUBHPYETCS B BUJIE JOTIOJHUTEIHHOTO KOH(UTrypanroHHoro ¢aiina apache. C
TOYKH 3peHHsI 0€30M1aCHOCTH MPaBUIIbHBIM MOAX0I0M OyAeT NPUHIMIT HAMMEHBIINUX TPUBHIETUI
win GyHKLIHOHAJA.

* Kouduryparmus cepepa Haxoautes B (aiine httpd. conf, kotopsiii B RedHat mogo6HbIx
CUCTEMaXx pacroyiaraercs B karajore /etc/httpd/conf. [lomumMo 0CHOBHOTO
KOH(UTYPalMOHHOTO (aiiyia MOTyT OBbITh MOJAKIIIOUEHBI JONOTHUTENIbHBIE (ailiibl
KOH(UTypaluy, ¢ IOMOIIbIo JupekTuB Include

IIpumep: B 1anHOM nipumepe K KOHPUTYpaIMH TOIKITFOYCHBI TOTIOTHUTEIbHBIC (Daiiibl 13
katanoroB conf.modules.d u conf.d.

$ grep “Include /etc/httpd/conf/httpd.conf
Include conf.modules.d/*.conf
IncludeOptional conf.d/*.conf

*  BruMarenbHO H3y4HTE BCE 3arpykaemMble MOIY/IH. J(eHCTBUTEIHHO JIN OHU BaM TPEOYIOTCS.
* He Bxirouaiite onui, MO3BOJIAIOIIMX [TOJIYYUTh CBEACHUSA O CUCTEME.
* He ucnone3syiite cTpaHuibl OMHUOOK MO YMOIYAHHUIO.

* Beb CCPBCP HOJIKCH pa60TaTI> OT UMCHH CIICHUAJIBHO CO3aHHOI'O HCIIPHUBUIICTUPOBAHHOT'O
IIOJIB30BATCJIA.

IIpumep:

$ egrep '” (User|Group)' /etc/httpd/conf/httpd.conf
User apache
Group apache
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

*  UMBomupyiite nporecck BeO ceprepa.
* He ycranaBnuBaiite B M30JIMPOBaHHYIO Cpeay BeO cepBepa 000J0UKH MMOIB30BATEIS.

B nononHeHue K CTaHAAPTHBIM MOAYJISIM UMEIOTCS TIONOJHUTEIbHBIE MOIYIIH,
npeaHa3HaueHHBIE [T MOBBIIEHUS O6e3onacHocTi. Hanpumep mod_security.

OnepannoHHas cucteMa, B KOTOpoi padoTaeTr BeO cepBep Tak ke J0JKHA ObITh 3allIUIIeHa OT
HECaHKIIMOHUPOBAHHOTO JOCTYTIA.

B Unix monoOHBIX cUCTeMax MOAIEP>KUBAETCS KOHIIETILNS U30JIALUN IPOLECCOB, KOTOPas
Oynet paccMmoTpeHa Hike. CyIiecTBYIOT TPH OCHOBHBIX THMa u3oisiuu chroot, docker u Ixc. Beo
cepBep, KOTOPBIH CKOMIIPOMETUPOBAJIM B H30JIMPOBAHHOM CPENIe, MOXKET MOBPEIUTH TOJIBKO 3TY
cpeny.
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

3awmra mysql (mariadb) CLOL’D

’PaCCMOTpMTeBO3NKDKHOCTbﬂOKaﬂbHOH)MCHOﬂb3OBaHMﬂSQ|CepBepa

* Alcnonb3yunTe cneuunanbHblM CUEHaPUIM NEPBOHAYa/IbHOM HACTPOMKMU
6e3onacHoCTH

B orpomMHOM umciie HHCTAIIAIMA BeO MPUIOKEHUH HCTIOIB3YIOTCS KaKue-I1100
pasHoBuaHoctH SQL cepsepa. Mysql unu ero ¢popk mariadb, ojHM U3 caMbIX TOMYJISIPHBIX
BapHAHTOB.

[TepBsIii BOMpOC, KOTOPBIH ClIeAyeT peluTh rae Oyner paboTaTh cepBep 0a3 JaHHBIX HA
JIOKaJIbHOM MalllMHe WU Ha yJaJIeHHOH. B ciyyae ToKanbHOTO HCIONb30BaHUS OTPAHUUBTE 3aITyCK
SQL cepsepa Tonbko Ha agpece 127.0.0.1. Ecau ucnonbs3yercs yqaneHHOE MOAKIIOUYEHUE, TO
HACTPOMTE MpaBuIIa JOKAJIbHOTO (paiipBoILIa ISl MOIKIIOYEHHS TOJIBKO C Pa3pelIeHHBIX Y3JI0B.

B cepBepe mysql (mariadb) umeercs crienmaibHBIN ClIEHAPUH IS IEPBOHAYATILHOM
HACTPOMKH cepBepa 0aspl JaHHBIX mysgl secure installation. BocmonssyiTech UM.

IIpumep:

root@sl0:~# mysgl secure installation

NOTE: RUNNING ALL PARTS OF THIS SCRIPT IS RECOMMENDED FOR ALL MariaDB
SERVERS IN PRODUCTION USE! PLEASE READ EACH STEP CAREFULLY!

In order to log into MariaDB to secure it, we'll need the current

password for the root user. If you've just installed MariaDB, and
you haven't set the root password yet, the password will be blank,
so you should just press enter here.

Enter current password for root (enter for none):
OK, successfully used password, moving on...

Setting the root password ensures that nobody can log into the MariaDB
root user without the proper authorisation.

Set root password? [Y/n]

New password:
Re-enter new password:

314 VYueOusrii uentp IT Cloud



I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

Password updated successfully!
Reloading privilege tables..
Success!

By default, a MariaDB installation has an anonymous user, allowing anyone
to log into MariaDB without having to have a user account created for
them. This is intended only for testing, and to make the installation

go a bit smoother. You should remove them before moving into a
production environment.

Remove anonymous users? [Y/n] vy
Success!

Normally, root should only be allowed to connect from 'localhost'. This
ensures that someone cannot guess at the root password from the network.

Disallow root login remotely? [Y/n] y
Success!

By default, MariaDB comes with a database named 'test' that anyone can
access. This is also intended only for testing, and should be removed
before moving into a production environment.

Remove test database and access to it? [Y/n] y
- Dropping test database...
Success!
- Removing privileges on test database...
Success!

Reloading the privilege tables will ensure that all changes made so far
will take effect immediately.

Reload privilege tables now? [Y/n] y
Success!

Cleaning up...

All done! 1If you've completed all of the above steps, your MariaDB
installation should now be secure.

Thanks for using MariaDB!
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3awumTa php CLOL’D
» TectupymTe Kop,

* [IpoBepanTe U He JOBEPANTE JaHHbIM, MOCTYNAKOLWKMX OT NOJIb30BaTENEN

* OrpaHunybTE pa3Mepbl U TUTbI 3arpyXkaembix paiios

* AHaNU3NpyMTE XKYpPHanbl php Ha NnpeaMeT BO3MOXHbIX YSI3BMMOCTEMN

PHP 510 nHTEpIIpETUPYEMBII S3BIK CLIEHApUEB. Bee ClieHapuu HECYT MOTEHIMAIBHYIO YTPO3Y,

T. K. MOT'Y UCIIOJIHATDH HpOHBBOHLHBIﬁ KOA.

* Bcerma TCCTHPYﬁTC Ball KO/. OI_ICHI/ITC pe3yiibTaTt pa60TI>I, IMOJIY4YHUJIN JIA BbI, TO YTO OT HETO
OXXHJajiu.

* M=Horue BeO cailThl IPUHUMAIOT JAaHHBIE OT MOJIb30BATENICH: JOTHUHBI U MTAPOJIU, COOOIICHUS
B (hopymax, KOMMEHTapuu U MHOTOE JIpyroe. B 3THX JaHHBIX MOJIB30BaTeh MOXKET MepeaaTh
KoJl php, KOTOpBIN OyIeT HHTEPIPETUPOBAH KaK PYKOBOJICTBO K JEUCTBHUIO.

* Ecnu Bai caiiT mo3BOJISIET 3arpy»karh (aiibl, TO BCEra MpoBEPsITe YTO 3arpyKaercs U B
KaKOM pasmepe.

*  XKypnanuposanue padorsl PHP momoxkeT BBISIBUTH OMIMOKHU KOJIA.
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10.2 N3onauyusa npouecca.

BapuaHTbl ynpaBneHus usonsiymen CLOL’D
 Chroot

* Docker

e LXC

e Libvirt

* Vagrant

* Systemd

W30ms1111s1 TPOLIECCOB NPUMEHSIETCS UCXO/IS U3 IByX COOOPaKEHUH.

*  OrpaHuueHue NOCTYIIHBIX PECYPCOB.

OGecrieueHune 6€30MacCHOCTH.
CyIIeCTBYIOT HECKOJIBKO PA3HOBUIHOCTEN H3OJISIIIUN:

*  Chroot. [Tpu ucnonb3oBanuu chroot Bl MoIMEHsIETe KOPHEBOM KaTayor AJis IIpoiiecca, T.0.
MIPOIIECC HE MOXET BHIOPATHCS U3 TOTO Karayiora, KOTOPBIM eMy BBIACIICH sl paOOoTHI.
WHorna roBOpsT, 4TO Mpoliece MOMEIIeH B mecounuiry «sandbox». B ocraasHOM chroot
MIPOILIECC SBISAETCS OOBIYHBIM MPOIIECCOM.

* Docker. BapuaHT H30151IUH ¢ UCIIONBE30BAHUEM KOHTEHHEPOB M HE TOJIBKO JTHHYKC. C
nomotbio docker BbI MOXKETe KaK HACTPOUTH MOJIHOIICHHBIN KOHTEHHEp, TaK U CO3/aTh
KOHTEHHEp, B KOTOPOM paboTaeT TOIBKO OJfHA CITy>KOa.

* LXC. (Linux upstream containers). M3o11poBaHHas cpeqia, B KOTOPO Bbl MOXKETE
3aIlyCTUTh OTAEJIBbHBIN orpaHn4eHHbIN dk3emiurap OC.

Ctporo rosops Docker u LXC 310 HE BapraHT H30JIAINH, & TOIEKO HHCTPYMEHT
MOCPEICTBOM, KOTOPOTO IPOU3BOIUTCS yIpPaBIeHHE KOHTeHHEpaMH. DTO TOJIBKO BHEIIHSS
000J10uKa yrpaBieHHUs KOHTeHHEpaMH, HO CAMU MHCTPYMEHTBI KOHTEITHEpaMu He SIBIISIOTCS.

KpoMe yka3zaHHBIX BBILIE BAPUAHTOB, CYIIECTBYIOT U APYyTrMe MHCTPYMEHTHI Takue, kak LXD,
libvirt, systemd, Vagrant, ...
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KoHTeliHepbI EEO,L;'D

* CxeMa paboTbl KOHTEMHEPOB

Isolation
Subsystem

Host Kernel

KonTelineps! nHOTIa HA3bIBAIOTCS BUPTYIbHBIMUA MAIIMHAMHU, HO 3TO HE COBCEM BEPHO.
Korna ucnonb3yercsi KOHTEMHEP, TO BCE €ro MPOLECCHI C IOMOIIbIO MOJCUCTEMbI N30SI
OTPAaHUYUBAIOTCS B OTACIBHOU CpeJie.

J_—[J'ISI HU30JIIUA NPUMCHAIOTCA CIICHUAJIbHBIC MEXAHU3MBI I10J] Ha3BAHUEM Namespaces.
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Kak pa6otaloT KOHTeHepbI? CLOL’D

* M30/19LM51 NPOLLECCOB AOCTUraeTcs CAeyoWMMM MeXaHU3MaMm
namespaces:

- Mount — usonsdumsa dpanaoBom cMcTeMbl

- Network — un3onsaumsa ceteBoi NOACUCTEMBI

- IPC — mn3onsaums MexnpoueccHOro B3auMoaencTams

- PID — u3onauus naeHTMpMKaTopoB NpoLLeccoB

- UTS (UNIX Time-sharing System) — nsonauus hostname
- User — nsonsaumnsa naeHTMPpurKaTpoB Noab3oBaTenemn

I/I3OJISII_II/I$I OponecCCOB JOCTUTACTCA CICAYIOIUMHU MEXaHU3MAaMHU Namespaces:

*  Mount — uzonsauus $aiaoBoi cucteMsl. [t KOHTeHepa co3aaeTcs OTAeIbHas KOpHEBas
Marka.

*  Network — u30Js1Hs CETEBOM MOACUCTEMBI. B KOHTEHHEP BbI MOXKETE I00aBUTh HECKOJIBKO
BHUPTYaJIbHBIX CETEBBIX aJalTEePOB.

* [PC — uzonsauus MeXIPOIECCHOTO B3auMoiecTBUA. [Iporiecchl BHyTpH KOHTEHHEpA
MOTYT B3aUMOJIEMICTBOBATH TOJIBKO JAPYT C TyPIrOM.

*  PID — m3onsanus uneHTHGUKAaTOpOB MporeccoB. C TOUKH 3pEHHSI MTPOIECCOB BHYTPH
KOHTEMHEPA MPOLECCHI UMEIOT OTAEIBHYI0 HEPAPXUIO MIPOLIECCOB C OTACIBHBIM IIPOLIECCOM
init (PID 1).

* UTS (UNIX Time-sharing System) — u3omnsius hostname. Y kax10ro KOHTeHEpa MOXKET
OBITH CBOE YHUKAJILHOE UMSI y3J1a.

e User — usonsuus H,Z[eHTH(bHKanOB noabk3oBareneii. Bce monp3oBarenu KOHTeﬁHepa
OTJICJICHBI OT XOCTOBBIX IOJIb30BaTEIICH U ITOJIb30BaTeIIeH APyrux KOHTCﬁHepOB. B Ttom
YUCJIC U CYIICPIIOJIBb30BATCIIb.
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Kak pa6otaloT KOHTeHepbI? CLOL’D

° OrpaHquHme MCMNOJZIb30BaHUNA peCypcoB — cgroup
— CpuU — OrpaHuMYeHne HarpysKu Ha npoueccop B %
- memory — orpaHuyeHue obbemMa namMaT
- pids — orpaHuyeHune Koan4ecTsa NPoLECCoB
- blkio — orpaHuyeHue konmyectsa IOPS B aBCONOTHbBIX UM NPOLLEHTHbIX BEIMYMHAX

IToMuMO U30JIALMH NIPOLIECCOB, II0JIB30BATEIEH U YCTPOMCTB KOHTEHHEPHI OTPAHUYHUBAIOT
UCIIOJIb30BaHUE CUCTEMHBIX pecypcoB. [l aToro mpuMeHsiercs MexaHusm cgroup (control group).

* Cpu— OrpaHMYEHHE HArpy3Ku Ha rpoueccop B %.

*  memory — OrpaHH4eHue 00beMa NaMsITH.

* pids — orpaHu4YeHHE KOJIMIECTBA IIPOIIECCOB.

* blkio — orpanuuenue konuuectsa [OPS B aOCONMIOTHBIX MM MTPOLIEHTHBIX BEJIUMYUHAX.

MexaHu3M OTrpaHUYEeHUH HCTIONB3YyeT It cBoer padorel SELinux. [Toatomy mpu
UCTIOJIb30BaHUH KOHTEHHEPOB Helb3s oTKIodaTh SELinux.
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Docker

CLOUD

* Docker oTkpbITas nnatdopma Ans paspaboTKn, OCTaBKM M 3amnycKa
NPUIOXKEHUI

(Cters

y J !IDDckm Host

[Registry |

docker run R —

docker build |

docker pull ! """ PR i

Docker
L]

|m~,;goa

MG

x

Cucrema ympasienus konreiinepamu Docker, HaBepHOE, camoe TOMyIIpHOE PelIeHUe Ha

naHHbIi MoMeHT. Docker MoxeT paboTarh He TOJIBKO B Linux, HO U B IpyTUX ONEpaliMOHHBIX

cucremax: Windows u MacOS.

Docker NpE€aAHa3sHAUYCH IJId PCIICHUA OAHOTUIIHBIX 3a1a4, KOIla HY?KHO pPa3 3a pa3oM

pa3BoOpaduuBaTb OAHOTUIIHBIC CJ'IY)KGH. XOpOH_IO COUCTACTCA C UACAMH MUKPOCCPBHCOB U DCVOpS.

IIpumep: YeranoBka Docker u 3amyck B HeM KOHTeiHEpa.

1. Ycramosuwm maxket docker:

root@sl0:~# apt install docker.io
2. JloGaBum mosw3oBatens B rpynmy docker, 4To0bI pa3peniuTs eMy yIpaBisTh

KOHTEHHEpaAMH.

root@sl0:~# gpasswd -a sa docker

IOobaBJjieHME MOJIb30BaTeNa sa B Ipynny docker

3. Haiigem o6pa3 ¢ nmpunokenuem httpd (Be6-cepBep Apache).

sa@sl10:~$ docker search --filter is-official=true httpd

NAME
httpd

DESCRIPTION
The Apache HTTP Server Project

STARS
4828

OFFICIAL
[OK]

4. 3amycTuM 3TO MPUJIOKEHHUE U MTPOBEPUM paboTy BeO-cepBepa:

sa@sl0:~$ docker run -p 8080:80 --rm -d httpd

Unable to find image

latest:

Digest:
Status:

Pull
Pull
Pull
Pull
Pull
Pull

complete
complete
complete
complete
complete
complete

'httpd:latest’
Pulling from library/httpd
c29f5b76£736:
830a84£99cc8:
4f4fb700efb4:
alalb409f475:
35blecb71608:
80350326cd93:
sha256:3195404327ecd95b2fa0abd4eaclf2206bb12996fb2561393£91254759e422b9
Downloaded newer image for httpd:latest

locally
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3c0097b47d8a7bff026ee5bd8a087b8c38a2b661cd024£d39da35a87fb809c62

sa@sl1l0:~$ docker container 1s

CONTAINER ID IMAGE COMMAND CREATED STATUS

PORTS NAMES

3c0097b47d8a httpd "httpd-foreground" 49 seconds ago Up 46 seconds
0.0.0.0:8080->80/tcp, :::8080->80/tcp epic_bhaskara

sa@sl0:~$ curl http://localhost:8080
<html><body><h1>It works!</hl></body></html>

sa@sl10:~$ docker container stop epic_bhaskara

epic bhaskara

sa@sl10:~$ docker container 1ls

CONTAINER ID IMAGE COMMAND CREATED STATUS PORTS NAMES

sa@sl10:~$ docker image 1ls
REPOSITORY TAG IMAGE ID CREATED SIZE
httpd latest 4d98e80840bb 2 weeks ago 148MB

Konmetinep 8 dokepe agmomamuuecku 3azpy3ui obpa3s u sapaboman. Konmelinep 3anycmuacsi 8 (poHOBOM pedicume
(onyus —d) u nocie ocmatosku yoaauics (onyus —rm). IIpu caedyowjem 3anycke KoHmeliHep HauHem pabomy ¢
uuCcmMo2o Aucma.

5. HanomHuM KOHTEHHEDP «CMBICIOM:

sa@s10:~$ mkdir docker html
sa@sl0:~$ echo '<html><body><hl>My content!</hl></body></html>"' >
docker html/index.html

sa@s10:~$ docker run -p 8080:80 -d -h websrv --name websrv-docker -m 1024M -v \
$ (pwd) /docker html:/usr/local/apache2/htdocs httpd
el1a3101868645458ecl1db9368259ab9988604ebb08a8a3c51all8a34932295ae

sa@s10:~$ curl http://localhost:8080
<html><body><hl>My content!</hl1></body></html>

sa@sl10:~$ cp -r docker html/ docker8888 html/
sa@sl10:~$ echo '<html><body><hl>My 8888 server!</hl></body></html>' >
docker8888 html/index.html

sa@sl0:~$ docker run -p 8888:80 -d -h websrv8888 —--name websrv8888-docker -m
1024M -v $ (pwd) /docker8888 html:/usr/local/apache2/htdocs httpd
ce45a6d9b4callal34f2cf747166ec67b6£732e41a3053b1d80c73167ae9%a56c9

sa@s10:~$ curl http://localhost:8888
<html><body><h1>My 8888 server!</hl></body></html>

sa@sl0:~$ docker container 1ls

CONTAINER ID IMAGE COMMAND CREATED STATUS

PORTS NAMES

ced5a6d9bica httpd "httpd-foreground" 55 seconds ago Up 53 seconds
0.0.0.0:8888->80/tcp, :::8888->80/tcp websrv8888-docker

ela310186864 httpd "httpd-foreground" 5 minutes ago Up 5 minutes
0.0.0.0:8080->80/tcp, :::8080->80/tcp websrv-docker

Docker noctarouyHo npocT B OCBOEHHH U UCIOJIb30BaHUH, HO Y 3TOTO PEIICHUS €CTh U
CIIOpHBIE MOMEHTBI, HanipumMep, Docker 6ecliepeMOHHO BMeIIMBaeTCsl B pabOTy CUCTEMBI
(GUIBTpalMK MAKETOB HA XOCTE, O0JIee TOTO MCIIONIB3YEeT IO CUX MOp yCTapeBIuil iptables.
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B nacajie KpoM€ MUKPOCEPBUCOB JOKEPA HA XOCTE HUYETO HC JOJIZKHO OBITh 3aIyiCHo.
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LXD - LXC cLowb

* LXD 370 open source pelueHne and ynpasaeHuUs BUPTYaJbHbIMU
MaLllMHAMWU U CUCTEMHbIMM KOHTEMHEPaMK

* IXC — KJIMEHT cny»6blI Ixd

* [PUMEHUTENBHO K KOHTEMHEPAM — UCMNOJIb3YeT NosiHble 06pasbl OC,
MoYTU BUPTYasibHAs MallMHA NPU MUHUMAJIbHbIX HAKNAAHbIX PacXoax

Jlnist yripaBneHHst KOHTEHHEpaMH MOTYT MCIIONIb30BaThCS pa3iyHble cpeacTBa. s BeiOopa
croco0a yrpapieHHs KOHTEHHepaMy cHavajia OnpeAenTe Kpyr pelaeMbIx 3aiad. Tak, Hanpumep,
IIPY MacCOBOM pa3BEPThIBAHUHU OJTHOTUITHBIX MPUIIOKEHUH y00HeH Bocnonb3oBaTkest Docker. C
JPYrOl CTOPOHBI, €CIIU BbI CO3AAETE CI0KHBIE KOHTEHHEPBI, COCTOSIIHUE U3 MHOKECTBA JJIEMEHTOB,
TO, BO3MOXKHO, OoibIie nogoiaer LXD, koTopbiM yno0HO co31aBaTh KOHTEIHEPHI B BUJIE
sK3eMIUIApoB 3anylieHHo OC (IoYTH BUpTyasibHas MalIMHA).

Ipumep: YcranoBka LXD u 3anmyck B HEM KOHTEHHEpa.

1. YcTraHOBUM HYXHBIE TAKETHI:

root@sl0:~# apt install 1xd 1lxd-tools
2. IlpousBenem nepBoHaYaIbHYI HACTPOMKY:

root@sl0:~# 1xd init

Would you like to use LXD clustering? (yes/no) [default=no]:

Do you want to configure a new storage pool? (yes/no) [default=yes]:

Name of the new storage pool [default=default]:

Would you like to connect to a MAAS server? (yes/no) [default=no]:

Would you like to create a new local network bridge? (yes/no) [default=yes]:
What should the new bridge be called? [default=1lxdbr0]:

What IPv4 address should be used? (CIDR subnet notation, “auto” or “none”)
[default=auto]:
What IPv6 address should be used? (CIDR subnet notation, “auto” or “none”)

[default=auto]:

Would you like the LXD server to be available over the network? (yes/no)
[default=no]: yes

Address to bind LXD to (not including port) [default=alll]:

Port to bind LXD to [default=8443]:

Trust password for new clients:

Again:

Would you like stale cached images to be updated automatically? (yes/no)
[default=yes]:

Would you like a YAML "lxd init" preseed to be printed? (yes/no) [default=no]: y
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config:
core.https address: '[::]:8443'
core.trust password: 1inl23
networks:
- config:

ipv4.address: auto
ipvé.address: auto

description: ""
name: l1lxdbr0
type: mn

project: default
storage pools:

- config: {}
description: ""
name: default
driver: dir

profiles:

- config: {}
description: ""
devices:

ethO:
name: ethO
network: 1xdbr0

type: nic
root:
path: /
pool: default
type: disk
name: default
projects: []

cluster: null

3. HpOBepI/IM HUCTOYHUKH, C KOTOPBIX MbI MOXKEM IIOJIYUUTDH 06pa31>1:

root@sl0:~# 1xc remote list -f csv

images, https://images.linuxcontainers.org, simplestreams, none, YES,NO,NO

local (current),unix://,1xd,file access,NO, YES,NO
ubuntu,https://cloud-images.ubuntu.com/releases, simplestreams, none, YES, YES, NO
ubuntu-daily,https://cloud-images.ubuntu.com/daily, simplestreams, none, YES, YES,NO

root@sl0:~# 1xc image list images: -f csv

Huuezo Hem. Ha camom dene UCMOYHUK 3aKpbim co3damensimu 0451 nybauuHo2o ucnoab3osaus. Ljumama: «Image
server access is being phased out for LXD users, see here for details.»

root@sl0:~# lxc image list ubuntu: -f csv | head -3

a (5 more),2d53824£df89,yes,ubuntu 17.10 amd64 (release)

(20180706) ,x86 64,CONTAINER,169.51MB,"Jul 6, 2018 at 12:00am (UTC)"

a (5 more),34baed293007,yes,ubuntu 17.10 amd64 (release)

(20180706) ,x86_ 64, VIRTUAL-MACHINE, 307.06MB, "Jul 6, 2018 at 12:00am (UTC)"
a/arm64 (2 more),9807825fcc6a, yes,ubuntu 17.10 arm64 (release)

(201807006) ,aarcho4,VIRTUAL-MACHINE, 286.44MB, "Jul 6, 2018 at 12:00am (UTC)"

4. Jlo6aBuM elie OAWH yIaJeHHBIN PEeITO3UTOPHIA:

root@sl0:~# lxc remote add canonical-imgs https://images.lxd.canonical.com --
protocol simplestreams

root@sl0:~# 1lxc image list canonical-imgs: -f csv | wc -1
320
root@sl0:~# 1lxc image list canonical-imgs: -f csv | grep debian | wc -1
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24
J1i1st cpaBHEHUS:
root@sl0:~# 1xc image list ubuntu: -f csv | wc -1
11601
root@sl0:~# lxc image list ubuntu: -f csv | grep ubuntu | wc -1
11601

5. 3amycTuM KOHTEHHep:

root@sl0:~# lxc launch canonical-imgs:'debian/12' debl2-container
Creating debl2-container
Starting debl2-container

root@sl0:~# 1lxc list -c nédst

e - e e +
| NAME | IPV4 | STATE | TYPE |
fm———————————— e f————— f—————— +
| debl2-container | 10.201.160.126 (ethO) | RUNNING | CONTAINER |
- e f—————— f——————— +

6. Boiinem B KOHTEIHED U BBITIOJIHUM KaKoe-HUOY/Ib IEHCTBHE:

root@sl0:~# lxc exec debl2-container /bin/bash
root@debl2-container:~# echo ABC > test.txt
root@debl2-container:~# exit
exit

7. BBIKIIIOYMM KOHTEHHEpP U MOIyYUM JOCTYIH K (aiiinaM BHyTpHU KOHTelHepa:

root@sl0:~# 1lxc stop debl2-container

root@slO0:~# 1lxc list -c né4dst

e - - f—————— f——————— +
| NAME | IPV4 | STATE | TYPE

e ————— t———— f—————— t————————— +
| debl2-container | | STOPPED | CONTAINER |
f————————————— - t————— f————— f—————— +

root@sl0:~# lxc storage list -f csv
default,dir, /var/lib/1xd/storage-pools/default,,2,CREATED

root@sl0:~# cat
/var/lib/1xd/storage-pools/default/containers/debl2-container/rootfs/root/
test.txt

ABC

root@sl10:~# echo 123 >> /var/lib/lxd/storage-pools/default/containers/debl2-
container/rootfs/root/test.txt

8. BHOBB 3amycTHM KOHTEHHEP U MPOBEPUM COACPKUMOE (haiina.

root@sl0:~# lxc start debl2-container

root@sl0:~# 1lxc exec debl2-container cat test.txt
ABC

123
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10.3 3awuTa oT nepenosiHeHnsa oydepa (3anper
cdopmupoBaHua gamna agpa core dump, sanpert BbINO/IHEHUA
KoAa B CTeKe).

MepenonHeHue 6ydepa CLOL’D

* [lepenonHeHune bydepa ogHa U3 OCHOBHbIX NPO6EM B MPOrpaMMHOM
obecneyeHumn

* OCHOBHbI€E YCUINSA MO 3aLLUTE OT NEPENOIHEHMS AOIKHbI ObITb
npeanpuHATLI NPOrpaMMmUCTaMm

* B coBpeMeHHbIX KOMMbIOTEPAX U OMNEPALMOHHbIX CUCTEMAX UMEETCS P,
CpeAcTB Mo MUHMMM3ALMU PUCKOB CBSI3aHHbIX C NepPenoJiHeHMeM bydepa

[Tepenonuenue Oydepa (Buffer Overflow) — siBneHue, Bo3HUKarOIIEE, KOTa KOMITBIOTEpHAS
IporpaMMa 3alKChIBAaeT JaHHBIE 3a MPeIelaMu BBIZICIICHHOTO B TamsT Oydepa.

[Tepenonuenue Oydepa 0OBIYHO BOZHUKAET M3-3a HEMIPABWILHON PaOOTHI C JaHHBIMH,
MOJTyYEHHBIMH U3BHE, U TIAMSTHIO, IIPU OTCYTCTBHH KECTKOW 3alUTHI CO CTOPOHBI IMTOJICUCTEMBI
MIPOTrPaMMUPOBAHUS (KOMITUJISITOP MIIM HHTEPIIPETATOP) U ONEPAllMOHHON cucTeMbl. B pesynbrare
MIEPETIOJIHEHUSI MOTYT OBITh UCIIOPYCHBI JAHHBIC, PACIIOIOKEHHBIC CIIEZIOM 3a Oydepom (Wiu repen

[Tepenonnenue Oydepa sBISETCS OXHUM U3 HauboIee MOMyJIPHBIX CIIOCOOOB B3JIOMa
KOMITBIOTEPHBIX CHCTEM, TaK KaK OOJBIIMHCTBO S3BIKOB BRICOKOTO YPOBHS HCIIOJIB3YIOT TEXHOIOTHIO
CTEKOBOTO KaJipa — pa3MeIleHHe JaHHBIX B CTEKE MPOIECCa, CMEIUBAs JAHHbIE POTPAMMBI C
YOPaBISIONIMME TaHHBIMHU (B TOM YHCJIE apeca Hayalla CTeKOBOTO KaJpa U aJpeca BO3Bpara us3
UCTIOJIHSAEMON (DYHKLIUH).

[Tepenonaenue Oydepa MOKET BHI3BIBATH aBAPHIHOE 3aBEPIICHUC UITH 3aBUCAHUC
MporpamMMsl, Bemylee K oTka3y oociyxuBanus (denial of service, DoS). OTaenbHbIe BUIBI
NIEPENIOTHEHUH, HAIIPUMED TIEPETIOTHEHUE B CTEKOBOM KaJIpe, TIO3BOJISIFOT 3JI0YMBIIUICHHUKY
3arpy3uTh U BBITIOJIHUTH TIPOU3BOJIBHBIM MAIIMHHBIN KOl OT MMEHH MPOTPaMMBI M C TIpaBaMH
YYETHOH 3aluCH, OT KOTOPOU OHA BBITIOJHSIETCS.

W3BecTHBI IpUMEpHI, KOTJla MepenoaHeHre Oygepa HaMepEeHHO UCIIONIb3YETCSl CHCTEMHBIMU
porpaMMamu Jjisi 00XoJa OrpaHUYEHUH B CYHIECTBYIOIIUX TPOTrPAMMHBIX WM IPOTPAMMHO-
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amnmaparHbeIX cpefcTBax. Hampumep, onepanmonnas cuctema 1S-DOS (1151 koMmbroTepoB ZX
Spectrum) rcnonb3oBaia BO3MOXKHOCTh Nepenosinenus oydepa scrpoenHoit TR-DOS s 3amycka
CBOETO 3arpy34yrKa B MAIIMHHBIX Koax (YTo mTarHeMU cpeacTtBamu B TR-DOS caenarb
HEBO3MOXXHO).

Hepeﬂ HCIIOJIb30BAHUCM NAHHBIX ITOJYUYCHHBIX U3BHEC IIPpOrpaMMa NOJIKHA ITPOAHAJIU3UPOBATH
€Tro, U €CJIN JaHHBIC ITPCBLIIIAIOT HOHYCTHMBIfI pPasMEp Wi COACPKAT TAKUC YaCTH, KaK HICIIJI-KObI,

TO TaKWe JaHHbBIC JOJDKHBI OBITH OTOPOIICHEI.

3amuTa NpoCTPAHCTBA UCIIOIHIEMOIO KOAA MOKET CMSTYUTh I1OCIIEICTBUS IEPETIOIHEHU I
Oydepa, nenast GONBIIMHCTBO ACHCTBUH 310yMBIIIJICHHUKOB HEBO3MO)KHBIMU. DTO JIOCTUTAETCS
panaoMu3anuen aapecHoro npocrpanctsa (ASLR) w/unu 3anpenieHreM 0JJHOBPEMEHHOTO 10CTya
K IaMSTH Ha 3aluch U ucnonHenue. Heucnonusemslil crek npeaoTBpaiiaeT 00JbIINHCTBO
HKCIJIOUTOB KOAa 00OJIOUKH.

CymiecTByeT 1Ba UCIIpaBICHUS A sjpa Linux, KOTopbele 00eceunBaroT 3Ty 3amuTy — PaX
u exec-shield. Hu onun 13 HUX emié He BKIIIOYEH B OCHOBHYIO TTOCTaBKy szpa. OpenBSD ¢ Bepcun
3.3 BKIIFOUAET CUCTEMY, Ha3biBaeMyr0 WX, KoTopasi Takke 00€CTieunBaeT KOHTPOIb UCTIOTHIEMOTO
MIPOCTPAHCTBA.

3aMeTHM, 4TO 3TOT CIOCO0 3aIIUTHI HE IPEOTBpAIIAeT NOBpeXxkAcHUE cTeka. OJTHAKO OH
4acTO MPEIOTBPAIAET YCIECIIHOE BBINOJHEHUE IIOJIE3HOM HAarpy3ku» 3kcruionra. IIporpamma He
OyzeT criocoOHa BCTaBUTH KOJ 000JIOUKH B 3AIMUIIEHHYIO OT 3alTUCH MAMSTh, TAKyIO KaK
CYILECTBYIOIINE CETMEHTBI UCIIOIHAEMOro Koja. Takxe Oy/1eT HEBO3MOKHO BBIIIOJIHEHNE
MHCTPYKIUHN B HEUCIIOJIIHAEMOW ITaMTH, TAKOM KaK CTEK WM Ky4a.

ASLR 3arpynHseT AJis B3JIIOMILUMKA ONpeAeNieHNe apecoB (PyHKIMI B KOAE MPOTrPaMMEI, C
MOMOIIIbIO KOTOPBIX OH MOT OBbI OCYIIIECTBUTH YCICIIHYIO aTaKy, U JeNlaeT araku Tuma ret2libc oueHp
TPYIHOM 3a/1aueii, XOTsl OHU BCE €II€ BOBMOXKHBI B KOHTPOIUPYEMOM OKPY>KEHUH, HITH €CIIH
aTaKyIIUN IPaBUIBLHO yraJaeT HY KHBIHN aJipec.

Hekotopsie nporieccopsl, Takue kak Sparc ¢pupmbr Sun, Efficeon pupmsr Transmeta, u
HoBelne 64-6uTHBIC TTporeccopsl upm AMD u Intel mpenoTBpaIarOT BEIMOIHEHUE KOIa,
PaCIOJIOKEHHOTO B 00J1aCTAX MaMsTH, TOMEYCHHBIX crieruaibHbiM OutoM NX. AMD Ha3biBaeT
cBoé€ pemenne NX (ot anri. No eXecute), a Intel ceoé — XD (ot anri. eXecute Disabled).
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CLOUD
CTpyKTypa cTeka yas

Crek PaCTET OT CTApIIUX aAPCCOB K MJIAAIIINM. HpI/I O9TOM JaHHBIC TIOMCIIaCMBIC B CTCK
MOTYT IMPEBLICUTH MIPEAOCTABICHHOC UM ITPOCTPAHCTBO.

Anpec Bo3BpaTa yKa3blBaeT Ha KaKyl0 HHCTPYKIHIO TOJDKHA BEPHYTHCS ITPOrpaMMa Iociie
BBIXOJIa U3 NPOLIEYPHI.
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MepenonHeHue B AencTBUmn CMI;SHE

MepenosiHeHve BbI3BaIO
Mepep konvpoBaHem V3MeHeHMe Kofa Bo3BpaTa
AaHHbIX
Mocne KonupoBaHus

Ecau He oTcnexuBaTh 4TO 3alIMCHIBACTCS B CTCK, TO MOXXHO IIOAMCHUTD aIp€C BO3BpaTa Ha
eI kod. Y Bl MOJIYYHUTC JOCTYII K CUCTCME C IIpaBaMu JTOH mporpaMmal.
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MepbI no 3awuTe oT nepenonHeHus cLoup

* Het 100% 3awwnTbl OT NEPENOJIHEHUS
* He 3anyckanTte cny>X6bl C NpUBUAErMAMU Cyrneprnonb3oBaTens

* He BbIKtOYalTe TaKMe cpeacTBa 3almThbl Kak SELinux nam DEP (Dynamic
Execution Prevention)

* [lomeLanTe cny>Kobl B N30JIMPOBAHHbIE CPebl

ITpexxne Bcero HeT 100% rapaHTHPOBAHHOM 3aIUTHI OT EPENIOTHEHMS.

Cle>K6a, KOTOpas pa60TaeT C IIPUBUJICTHUAMU CYIICPIIOJIB30BATCIIA ABJIAIOTCA TOTCHIIUAJIIBHO
caMbIMHU onacHbIMHU. Eciun 3JIOYMBIIINICHHUK CMOKET CKOMIIPOMETUPOBATH TAKYHO CJ'Iy>K6y, OH
CMOKCET MMOJIYYHUThb MOJTHBIM KOHTPOJIb HaA CUCTEMOM.

Takue cpenctpa kak SELinux, DEP mimm ASLR cyiiecTBEeHHO 3aTpyIHSIOT WM BO3MOKHOCTh
AKCIUTyaTalliy NEPETroIHEHUS WIIM YMEHBIIAIOT MOTEHINAIbHBIN Bpe OT UCII0JIb30BaHHOM
YSI3BUMOCTH.

HSOJ’ISIHI/I?I IPOHECCOB TAKKEC CMOXKET MUHUMU3HUPOBATH HOTGHHI/I&J’IBHBI?I BpEa OT 9KCILIONTOB.
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3anpet hopmupoBaHus gamna CLOL’D
*Bdanne /etc/security/limits.conf yctaHoBUTE NapaMeTp
* hard core O

* [lepeMeHHas sysctl fs.suid disable = 0 3anpeLiaer
co3paBaTb Aamn suid nam sgid nporpammam

* BctpoeHHas koMaHaa ulimit c onuuen —c O TaK Xe 3anpeTut
co34aBaTb AaMribl

JlaMIibl TporpamMm MOTYT COZIEPIKaTh BAXKHYIO U KOH(PHICHIIMATbHYI0 HHPOopMaruio. B nemsx
ycuJieHus 0€30MaCHOCTH PEKOMEHYEeTCsl 3allpeTUTh CO3/1aBaTh JaMITbl COOMHBIX MPOLIECCOB.

B ¢aitne /etc/security/limits.conf ycraHoBure nmapamerp hard core paBHbIM 0.
Honb o3Hauaet HyneBoii pasmep daiina.

IIpumep:
root@sl0:~# grep core /etc/security/limits.conf
# - core - limits the core file size (KB)
* hard core 0
#* soft core 0

Ecnu BBl XOTHTE BPEMEHHO 3alIPETUTh CO3/1aBaTh AAMITbI, TO MOKHO UCIIOJIH30BaTh
BCTPOEHHYIO KOMaH Ty ulimit 1j1s1 ycTaHOBKH pa3Mepa core (aiina.

IIpumep:

root@sl0:~# ulimit -c O
root@sl0:~# ulimit -c
0

[lepemennas sysctl fs.suid disable onpeaenser pa3pelieHHs ONPEIEIIIET KaKue
paspelieHust IMeroT core (aitbl suid mporpamm.

0 (HpI/IMeHﬂeTCH 1o YMOJ'ILIaHI/IIO) 3arpeuacT JaMIibl y IporpaMm ¢ USMCHCHHBIMU
IMPUBUIICTUAMMU.

1 Bcem nmpoueccam pa3pCuICHbI JaMIIbI.

2 mammbl JOCTYIHBI TOJIBKO CYIIEPIOIb30BATENIO.
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

3anpeT BbINONMTHEHUA KOA4A B CTeke CLObD

* B coBpeMeHHbIX NPoLLeccopax NPUMEHSETCA annapartHas 3alumTa ot
BbIMOJ/IHEHUSA KOJA B CTEKe

* MapameTp 3arpysku a4pa noexec=on BKJIOYaET noaaep>kky NX 6u1Ta
(nencTByeT No yMol4aHuio)

3anpeT Ha BHITIOJTHEHHSI MOJKET IIPUMEHSTRLCS Ha alapaTHoOM ypoBHE B Buae NX Outa
(AMD) unu XD (Intel).

[TapameTp 3arpy3ku sipa noexec ynpapisieT BKIOUEHUEM WA OTKIIIOYCHUEM 3TOU (DyHKITHH.
CyIlIecTBYIOT TaK K€ aJIbTE€pHATUBBI HATUBHOM MOAIEPKKU NX.
* B RedHat exec-shield.

* Ilary simpa PaX, koTopblil MOXKeT 3MynupoBaTh pyHKIMoHaN NX Oura.
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I'maBa 11. HozmepxcaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

N’naBa 11. TlMopaepxaHne cUCTeMbl B aKTyaJIbHOM
COCTOSAHUMN.

11.1 OGHOB/IEHNEe CUCTEMBbI

OGHoBREHUs CLOL’D

* O6HOBNEHUSA NpeAHa3HaYeHbl AN
- YcTpaHeHus npobneM ¢ 6e30MacHOCTbIO
- [o6aBneHms HOBbIX GYHKLNI
— TNoBbILEHUS MTPOU3BOAUTENBHOCTHU
- HoBble gpaliBepsbl

C TeyeHueM BpeMEHH B JTI000# OMeparmoHHON cHCTeMe OOHAPYKUBAIOTCS ONTUOKU. DTH
OIIMOKH MOTYT BIIMSATH Ha CTAOMIIBHOCTH PaOOThI MIIH UCTIONIB30BATHCS JIJISl BTOP)KEHUS B CUCTEMY.

[TporpaMMuUCTBI TOCTOSHHO YIYYIIalOT CBOU MPOIYKTHI, 100aBJIsisl B HUX HOBbIE (DYHKIIUU
WM yayduiast paboTy cTaporo QpyHKLIHOHAIA.

[ToCTOSTHHO COBEPIICHCTBYETCSI allllapaTHasi YacTh KOMITBIOTEPOB, JJIT KOTOPOH MOXKET
noTpeboBaThCsl OOHOBIICHHUE MPOTPAMMHON YacTh. UTOOBI 3TH anmapaTHbie KOMITIOHEHTHI pa0oTaIH
6onee rGeKTUBHO WK BOOOIIE paboTay.
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I'maBa 11. Ho,zmepncaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

YnpaBneHue naketamu CLOL’D

* B Ka)k0M AUCTPUOYTMBE NpeayCMOTPEHA CBOSI CUCTEMA YTpaBeHUS
NporpamMMHbIM obecneyeHnem

* Kakab1i JINHYKC 3TO HEKOTOPbIN HAabOop NaKETOB, KOTOPbIE Bbl MOXKET
YCTaHOBUTb, YA3A/IUTb N OBHOBUTL

* KaXKabIN NaKeT NpeaocTaBaseT KaKomn-nmbo KycoyeK PyHKLMOHAIbHOCTU
BCEN CUCTEMDI

* OZIHX NaKeTbl MOTYT 3aBUCETb OT APYrnX

B coBpemeHHBIX nucTpuOyTrBax JIMHYKC, Kak MPaBUII0, HIMEETCS] CUCTEMa YIIPaBICHHS

IpOTrpaMMHBIM OOecrieyeHreM. 3a4acTyro 3TH CUCTEMbI YIPABJICHUSI HE COBMECTUMBI MEXKIY COOOH.
OOBIYHO CUCTEMBI YIIPABJICHUS MMaKeTaMH JIeJIATCS Ha 1Ba YPOBHS.

1. Hwxnuit ypoBens. [Ipennasnauen uis co3ganus, yCTaHOBKH, yAaleHUs, OOHOBIEHUS WU
npoBepku nakeToB. [Ipumeps! rpm wiu dpkg.

2. BepxHuil ypoBeHb. [103BonsieT HAUTH HY)KHBIN NAaKET WIM aBTOMaTHYECKU PA3PEIINTh

3aBUCUMOCTH TlakeToB. [Ipumeps! apt, yum, dnf, zipper u T.1.

B .HI/IHyKC HCIIOJIB3YCTCA MOAXOd IJId pa3aCIICHUA (1)YHKIII/IOH3,JH)HOCTI/I Ha MCJIKHMC 4aCTu,

KOTOpBIE HAaXOJATCS B CBOMX NakeTax. B cBsA3M ¢ 3 TUM.
* [lakeTsl, KaK MpaBuiI0, He OOJIBILIOTO Pa3Mepa.
* IlakeTsl 3aBUCAT APYT OT ApyTa.

Kak npaBuiio, cuctema ynpasiieHHs TAaKETaMU pabOTaeT CO MHOKECTBOM MAKEeTOB,
XPaHSIIUXCS B CIICIIUAIIEHOM PEMO3UTOPUN — XPAHHIIUIIE, KOTOPOE MOXKET PacIojiaraTbcs Kak Ha
JIOKaJIbHBIX 3aIIOMUHAIONIUX YCTPOUCTBAX (ONTUYCCKOM WIIH )KECTKOM JTUCKE), TAK U HA YAAJIEHHON
mamuae (HTTP, FTP unu rsync-cepsepe).
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I'maBa 11. HozmepncaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

Mpouecc o6HoBNEHUSs ?EQHR

* JTanbl 06HOBNAEHUS
1.CMHXpOHM3aUUSA C PENO3UTOPUEM
2.lMoarotoBKa CNMCKa NaKeTOB AJ151 YCTaHOBKMU
3.[MonyyeHne Hy>XHbIX MakeToB
4.YcTtaHOBKa 06HOBIEHUI
5.04KnCTKa OT C1eJ0B CTapbIX MAaKETOB

Becn mnmponece OOHOBJICHUSI COCTOUT M3 HECKOJbKHUX IIIaroB.

1. CI/IHXpOHI/BaI_[I/ISI C pCIIO3UTOPUCM. CucreMsbl YHOpaBJICHHUSA [TAKETAMU XPAaHAT JIOKAJIbHBIC
KOITUU 0a3bl JAaHHBIX ITAKECTOB U3 PCIIO3UTOPS, ITIOITOMY IMPOLECC OOHOBJICHUSI HAYMHACTCS C
CUHXPOHU3aAINN JIOKAJIbHOM KOITHH C PCIIO3UTOPUCM. B HEKOTOPBIX CJIIYYasax IAJId 3TOrO
BBIIIOJIHACTCA OTACIIbHAA KOMaH/ld, HAIIPUMED B apt, B IPYIux CJIy4asax 3TO CICHHUAJIBHO
JC€JaTh HE Tpe6yeTc;I, HAIIpUMEP B yum.

2. ITlomroroBka crucka IMakeToB Il yCTaHOBKU. [Tocine oOHOBIEHMS 6a3bI MAKETOB CUCTEMBI
YIIPABJICHHS CO3/Ial0T CIIMCOK MAKETOB, KOTOPHIE UMEIOT OOHOBJICHHYIO BEPCHIO.

[Tonmyyenune HyKHBIX TakeToB. [1akeThl 3arpyKaroTcs U3 pEerno3uTOPHs.
4. YcraHoBka OOHOBJICHUM.

Ouucrka oT CJICAOB CTApPbIX ITAKCTOB. ITocne oOHOBICHUS MMPOU3BOAUTCA OUUCTKA OT CTAPBIX

IIaKE€TOB.

IIpumep: O6HOBNEHHE cucTembl B Debian.

root@sl0:~# apt update

Cym:1 http://deb.debian.org/debian bookworm InRelease

Mon:2 http://security.debian.org/debian-security bookworm-security InRelease
[48,0 kB]

llon:3 http://deb.debian.org/debian bookworm-updates InRelease [55,4 kB]

lMon:4 http://security.debian.org/debian-security bookworm-security/main amd64
Packages [243 kB]

Honyueno 346 kB 3a lc (239 kB/s)

UYTeHue CIOMUCKOB I[IAaKETOB.. 'OTOBO

[locTpoeHMe IepeBa 3aBUCKMOCTEN.. ['OTOBO

UreHre mHOoOpMaLMM O COCTOSAHUM.. I'OTOBO

MoxeT ObITH OOHOBJIEHO 2 makeTa. 3anycTture «apt list --upgradable» mmsa mux noxasa.

root@sl0:~# apt list --upgradable
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I'maBa 11. HozmepncaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

Beieon cnmcka.. I'oTroro

firefox-esr-110n-ru/stable-security 128.7.0esr-1~debl2ul all [MoxeT OHTH
obHOBJIEH C: 128.6.0esr-1~debl2ul]

firefox—-esr/stable-security 128.7.0esr-1~debl2ul amd64 [MoxeT OBITL OOHOBJIEH C:
128.6.0esr-1~debl2ul]

root@sl0:~# apt upgrade
UTeHre CHOMCKOB IIakKeToOB.. ['OTOBO
[locTpoeHMe IepeBa 3aBUCHMOCTEN.. I'OTOBO
UreHre mMHOOpMaLUMM O COCTOSAHUM.. ['OTOBO
Pacuér oOHOBJIEHUM.. ['OTOBO
Crepgywoumme nakeTe OyOyT OOHOBJIEHH:
firefox-esr firefox-esr-110n-ru
OBOHOBJIEHO 2 MNAaKeTOB, YyCTaHOBJIeHO (0 HOBHIX [MAKETOB, IJiS yIajieHusa orTmeueHo 0
nakeTtoB, u 0 nmaxeToB He OOHOBJIEHO.
Heobxommumo ckadaTb /0,4 MB apxmMBOB.
[IocJyle maHHOM olepauum OOBEM BaHATOI'O OMCKOBOIT'O NPOCTPaHCTBAa Bo3pacTéT Ha 34,8
kB.
XoTure npomoikuTh? [I/H]
Nom:1 http://security.debian.org/debian-security bookworm-security/main amd64
firefox-esr-110n-ru all 128.7.0esr-1~debl2ul [663 kB]
lMos:2 http://security.debian.org/debian-security bookworm-security/main amdo64
firefox-esr amdo64 128.7.0esr-1~debl2ul [69,8 MB]
Honyueno 70,4 MB 3a 9c¢ (7 803 kB/s)
UTeHMe XypHAJIOB M3MEHEHMM... BHIIOJIHEHO
(Urenme 6Oasbl JAHHBIX .. HA JAHHBIM MOMEHT YCTAaHOBJIeHO 224489 (anjioB M KaATAJIOTOB.)
logroToBka k pacnakoeke ../firefox-esr-110n-ru 128.7.0esr-1~debl2ul all.deb ..
PacnakoruBaerca firefox—-esr-110n-ru (128.7.0esr-1~debl2ul) Ha Bameny (128.6.0es
r-1~debl2ul)
llogroroeka K pacnaxkoeke ../firefox-esr 128.7.0esr-1~debl2ul amd64.deb ..
OcTaBygerca «OTkKJIOHeHue /usr/bin/firefox B /usr/bin/firefox.real mz-3a firefox-
esr»
PacnakopuBaeTca firefox-esr (128.7.0esr-1~debl2ul) Ha =Bameny (128.6.0esr-1~debl
2ul)
HacrpauBaercs naker firefox-esr (128.7.0esr-1~debl2ul)
HacrpauBaercsa naker firefox-esr-110n-ru (128.7.0esr-1~debl2ul)
ObpabaTeBalTCsa TpUITeps s mailcap (3.70+nmul)
ObpabaTeBawnTCcsa Tpurreps njas desktop-file-utils (0.26-1)
ObpabaTeBaTCA TPpUITeps s hicolor-icon-theme (0.17-2)
ObpabaTeBanTCa TpUI'Tepb g mate-menus (1.26.0-3)
ObpabaTeBanTCA TPpUT'TepH Ijsg man-db (2.11.2-2)
CkxaHMpOBaHME IPOLECCOB. . .
CxanupoBaHue o6pasoB linux...

3anymeHo gIOpO MOCJIeOHEN BEepPCUM.
CnnyxOel He TpebOylT Iepe3allyckKa.
KoHTelHeps He TpebyloT IepesalyckKa.

B ceaHcax noJsib30BaTeJIeM HEeT yCTapeBIMX
IPOLLECCOB.

No VM guests are running outdated hypervisor (gemu) binaries on this host.
root@sl0:~# apt full-upgrade
UTeHre CIOMCKOB [aKeTOB.. ['OTOBO

[locTpoeHMe IepeBa 3aBUCUMOCTEN.. ['OTOBO
UreHue mHOOpPMALIMU O COCTOSHMU.. ['OTOBO
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I'maBa 11. HozmepncaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

Pacuér oOHOBJIEHUM.. ['OTOBO
O6noBJieHO 0 nakeToB, ycTaHOBJIeHO (0 HOBHIX I[IAaKeTOB, IJid ynajieHusa oTmeueHo O
nakeror, u 0 makeToB He OOHOBJIEHO.
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I'maBa 11. HozmepncaHHe CHUCTCMBI B aKTYaJIbHOM COCTOSHUU.

Oco6eHHOCTN OGHOBNEHUN CLOL’D

* He Bce AUCTpUOYTUBLI FapaHTMPYIOT BOSMOXKHOCTb OOHOB/IEHUS BEPCUN
OC, Hanpumep Centos

* icnonb3oBaHMe AOMNOIHUTENIbHBIX PENO3UTOPUEB MOXKET NMPUBECTU K
HEBO3MOXHOCTU YCTAHOBUTb 0b6HOBNIEHUS

* EC/n Bbl YCTaHaB/IMBAIN YTO-/IMOO N3 UCXOAHbIX KOAOB, TO TaKon CObT
MOXKET He 3apaboTaTb Nnocse 06HOBAEHUS

B paGote ¢ 00HOBIEHUAMHU MOTYT BOSHUKHYTH TpyAHOCTH. KoTOpBhie Hano 3apanee
YUUTBIBATh MEPE 3aITyCKOM OOHOBJICHHUSI.

He Bcerna rapanTupoBaHa Bo3MOKHOCTh 00HOBUTH BepcHio OC. Hanpumep Centos He
rapaHTUPYET, YTO BBl CMOXKETE BBIITOJHUTH OOHOBJIEHHUE BEPCUH € 6 Ha 7 WU, YTO MOCIE
O0OHOBJIEHH y Bac He BO3HUKHYT TpynHOocTU. B npyrux OC npouecc 0OHOBIIEHHUS] BEPCUH XOPOLIO
oTpa0oTaH M MOYTH BCeraa NpoxoauT 0e3 ocnoxHeHni. Ho Hafjo MOMHMTE, YTO U3MEHEHUE BEPCUH
3TO BCEr/a NMOBBILICHHBIH PUCK TOTO, YTO Y Bac YTO-HUOYAb MOC/Ie OOHOBIEHUS HE 3apaboTaerT.

Ecnu BBl McnIonb3yeTe HeCTaHAAPTHBIE PENTO3UTOPUNH, TO HET FrapaHTUU YTO OOHOBIICHUS HE
BBI30BYT MpoOieM. MaliHTailHephl 3TUX PEMO3UTOPUEB HE BCErAa MOTYT OTCIIEIUTh U3MEHEHHUSI B
TUCTpOYyTUBAX, Ji1 KOTOPHIX OHU MyOJIUKYIOT CBOM MAKETHI.

Eme omna moteHnmanbHas mpodiiema 3To co(T, KOTOPBI ObUT yCTaHOBIICH U3 MCXOIHBIX
k010B. OOHOBJICHUSI MOTYT HApPYIIUTh HOPMaIbHOE (PYHKIIMOHUPOBAHUE TAKUX MPOTPAMM.

Jnis mpenynpexIeHust TaKuX MpodaeM HeoOX0IUMO TECTUPOBAaTh OOHOBIICHHS Ha
HETPOU3BOICTBEHHBIX cucTeMax. Heobxoaumo pa3palarbiBaTh IJ1aH YCTAHOBKM OOHOBIJICHUS, a TaK

KE IIJIaH aBapHﬁHOFO BOCCTAaHOBJICHHUS Ha cnyqal?l, €CIIi OOHOBJICHHE 6yI[eT HCYTaYHbIM.
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I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

NnaBa 12. KOHTPO/b LE/TOCTHOCTU.

12.1 BO3MOXHble BapuaHTbl HAPYLLUEHUS LLe/IOCTHOCTHU
CUCTEMBI.

CLOUD
LlenocTHOCTb e T

* LlenoctHocThb (integrity) o3HavaeT, YTo JaHHble He BblIM U3MEHEHbI NMPU
paboTe c HUMK Nepeaya, XxpaHeHne, oTobpaxkeHne

* CCTEMA MOXET CYMTATLCSA LENIOCTHOM, €C/IN USMEHEHUS OblNIN
BbIMOJIHEHbI NPeAHaMEPEHHO IML,AMN, KOTOPbIE UMEIOT Ha 3TO NPaBo

* MoA/IMHHOCTb UHPOPMALMM ONPELENAETCS €€ LIe/IOCTHOCTbIO

[lemocTHOCTH (integrity) OHO U3 OCHOBOIOJIATAIONIUX MOHATHIA B 0€30MMaCHOCTH.
[{eTOCTHOCTH TaHHBIX O3HAYAET, YTO TP padboTe ¢ nHpopMalmen ee mepeaavya, XpaHeHUE HITH
0TOOpaKeHHE JaHHBIC HE ObUIA U3MECHEHBI.

HCHOCTHOCTB OHepaHHOHHOﬁ CHUCTEMBI IMOJAPA3yMEBACT BO3BMOXKHOCTb USMCHCHUA KaKUX-TO

JAaHHBIX, HO 9TH U3MCHCHHA MOT'YT IIPOU3BOAUTLCS TOJIBKO YIIOJTHOMOUYCHHBIMU Ha 3TO JIUIAMH.

[ToHsITHE MOUTMHHOCTH TECHO CBS3aHHO C IIEJIOCTHOCTHIO. THpOpMAaIisS MOXKET CUUTATHCS
MIOJUTMHHOM, €CITU MBI 3HaeM UCTOYHUK dToi nH(popMaruu. J[aHHbIe, KOTOpBIe OBLITH U3MEHEHHI,
(haKkTUYEeCKH UMEIOT HOBBIM HCTOYHUK. ECITM HOBBIN HCTOUHUK HEU3BECTEH (HET CCHUIKH Ha
MCTOYHHK ), BOMPOC 00 M3MEHEHHUH JJAHHBIX HE MOXKET ObITh pa3peméH. Takum obopazom,
MEXaHU3MBbI POBEPKH 1IETTOCTHOCTH JIaHHBIX 00€CIIEUYNBAIOT MTPOBEPKY UX MOMTUHHOCTH U
HA000pOT.
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I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

BapuaHTbl HapyLUeHUs LLeNIoCTHOCTU cLowb

* ECAm nponcxoauTt nsMmeHeHue MHGopmMaumm cybbLeKTOM, KOTOPbIN He
MMeEeT Ha 3TO NpaBa, TO 3TO HapyLUEHUE LeIOCTHOCTU

° rlpMMepr HapyLueHmZ
- lNonb3oBaTe/ib U3MEHSET AaHHbIE APYTroro Nosib3oBaTesis
= 3/10YMbILWAEHHUK U3MEHU KOHPUTYpaLIMOHHbIE daibl BE6 cepBepa
- BpenoHocHas nporpaMmma 3awmndpoBana dannibl Ha GainloBOM cepBepe

LlenocTHOCTH OyaeT HapyIIeHa, €ClIi CyOBbEeKT, KOTOPBIH He UMEET IpaBa Ha U3MEHEHNE
UH(POPMaIIUHN TaKOe U3MEHEHHUE MPOU3BeAeT. BapraHTOB TakuX HapyIIEHUH MOXKET ObITh OTPOMHOE
Konn4uecTBo. Hiske nepeuncieHsl HEKOTOpPbIE TPUMEPHL:

* B pesynbTare HEMpaBHILHON HACTPOUKH pa3pelleHuit Ha JOCTYH K ¢aiiinaM oIuH
I10JIb30BaTEIIb U3MEHSAET JaHHBIE JPYTOro MOJIb30BaTels.

*  31M0yMBINIICHHUK U3MEHUJ KOHPUTYyparmoHHbie (ailsiel BeO cepBepa.

* BpenonocHas mporpaMma Ha KIIMEHTCKOM KOMIThbIOTEpE 3ammudpoBaia (Haitsibl Ha GailioBoM
cepsepe.

341 VYueOusrii uentp IT Cloud



I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

12.2 “PyTKuTbl”, KNnaccudgmkaymsa, cnocoobl BHegpPeHUA B
cUcTemy.

it

CLOUD
PyTkuTbI e

* PyTKMT — Habop cpeacTB BPeJOHOCHbIX CPEACTB, CKPbIBAOLIUX CBOE
NPUCYTCTBME HA KOMIMbIOTEPE M MO3BOJIAIOLLNX XaKepPy AenaTb CBOU AeNa
He3aMeTHO

* OCHOBHbIle AENCTBUS

— MaCKMpoBKa 0OBEKTOB: NpoLeccoB, ¢aiioB, AUPEKTOPUIN, APaNBEPOB
— ynpaBJieHWe COObITUSMU, NPOUCXOAALLMMN B CUCTEME
— cbop AaHHbIX NAapaMeTPOB CUCTEMBI

[Ton stum TepmuroM PyTtkut (Rootkit) monnmaercs HaOOp YTUIUT WM CTIEIIMAIBHBIA MOITYJTh
A]1pa, KOTOPBIE 3J10yMBIIUICHHUK YCTaHABIMBACT HAa B3JIOMAHHOW UM KOMIIBIOTEPHOM CUCTEME Cpasy
MIOCTIE TTOTyYEHHS ITPAB CYTEPIIONIb30BaTeNss. ITOT HA0OP, Kak MPaBUJIO0, BKITIOYAET B ceOs
pa3sHOOOpa3HbIE YTHIUTHI TSl «3aMETaHUs CIIEIOBY BTOPKEHHS B CUCTEMY, JIeJaeT He3aMETHBIMU
cHuddepspl, CKaHEePbI, KEUIOITePhI, TPOSTHCKHE POTPAMMBI, 3aMEIIAI0IINE OCHOBHBIC YTHIIUTHI
UNIX (B cmyuae He siiepHOTo pyTKuTa). Rootkit mo3BoIsieT B3IOMIIKKY 3aKPEUTHCS BO
B3JIOMAHHOM CHCTEME U CKPBITh CIIEAbl CBOCH NEATEILHOCTH IyTEM CKPBITHUS (ailioB, MPOIECCOB, a
TaKXK€ CaMOI0 IIPUCYTCTBUS PYTKUTA B CUCTEME.
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I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

Knaccudukauus pytkutos CLOL’D

* [10 YpOBHIO NMPUBUIIETUN
- YpoBeHb noJib3osatens (user-mode)
- YposeHb sgpa (kernel-mode)

*[lo npuHUuny ,EI,GVICTBVIFI
— U3MEHSIOLLME aJITOPUTMbI BbIMOJHEHMS cnucTEMHBIX GyHKUMIA (Modify execution path)
— MU3MeHsIoLLME CUCTEMHbIE CTPYKTYpbI AaHHbIX (Direct kernel object manipulation)

PyTKuUTHI KJIaCCHPHUUUPYIOTCS 110 YPOBHIO MPUBWICTHNA U 110 IPUHLIUITY JeHCTBUS.
* [lo ypoBHI0 npuBMIeruii
©  VYpoBeHb mosb30BaTes (user-mode)
©  VYposensb sapa (kernel-mode)
* Ilo npuHIMIY NEHCTBUA
©  W3MEHSIOIINE aJITOPUTMBI BBITTOTHEHUs ciucTeMHbIX GyHkuuit (Modify execution path)

©  H3MEHSIOIINE CUCTEMHBIE CTPYKTYphl naHHbIX (Direct kernel object manipulation)
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I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

OGHoBneHusA ?EQHR

* dusnyecknm aocTyn
* YazsuMocTu B OC nam npuaoxeHmnsax
* O6bMaH nonb3oBartenemn

CriocoObl MIPOHUKHOBEHHS PYTKUTOB B CUCTEMY:

*  ®dusznueckuut HAOCTYII. HOHy‘II/IB (I)I/ISI/I‘-ICCKI/Iﬁ JOCTYII 3JIOYMBIIIJICHHUK CMOKCT BBIIIOJIHUTH
T00BIE JIEHCTBHS B CUCTEME.

e Vaszpumoctu B OC wim npunoxeHusx. Eciau Oynet oOHapy)eHa Bepcus He OOHOBICHHOM
OC uny npuiIoKeHUH Ha KOMIBIOTEpPE, TO 370YMBIIIJICHHUK MOXET UCIIOJIb30BaTh
U3BECTHBIE YSI3BUMOCTH.

* OOman nosp30Bareseil. JNeKTPOHHAS TOYTa, TOJAMEHA CANTOB.

IIpuMep: CKaHUPOBAHUE YAATIEHHOTO y37a.
[root@vlesk-nb ~]# nmap -0 10.255.255.100

Starting Nmap 7.40 ( https://nmap.org ) at 2017-08-31 16:25 +05
Nmap scan report for 10.255.255.100

Host is up (0.00049s latency).

Not shown: 997 closed ports

PORT STATE SERVICE

22/tcp open ssh

111/tcp open rpcbind

3306/tcp open mysql

MAC Address: 52:54:00:C0:6A:9E (QEMU virtual NIC)

Device type: general purpose

Running: Linux 3.X[4.X

OS CPE: cpe:/o:linux:linux kernel:3 cpe:/o:linux:linux kernel:4
OS details: Linux 3.2 - 4.6

Network Distance: 1 hop

OS detection performed. Please report any incorrect results at

https://nmap.org/submit/
Nmap done: 1 IP address (1 host up) scanned in 1.70 seconds
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[root@vlesk-nb ~]# nmap -sV 10.255.255.100

Starting Nmap 7.40 ( https://nmap.org ) at 2017-08-31 16:30 +05
Nmap scan report for 10.255.255.100

Host is up (0.000027s latency) .

Not shown: 997 closed ports

PORT STATE SERVICE VERSION

22/tcp open ssh OpenSSH 6.6.1 (protocol 2.0)

111/tcp open zrpcbind 2-4 (RPC #100000)

3306/tcp open mysqgl MariaDB (unauthorized)

MAC Address: 52:54:00:C0:6A:9E (QEMU virtual NIC)

Service detection performed. Please report any incorrect results at

https://nmap.org/submit/
Nmap done: 1 IP address (1 host up) scanned in 6.45 seconds

345 VYueOusrii uentp IT Cloud



I'maBa 12. KoHTpOsIb 1I€TOCTHOCTH.

12.3 KOHTPO/b Le/IOCTHOCTU KaK MexaHU3M 3aluThbl.

KoHTponb uenoctHocTu

* KOHTPO/JIb LLENOCTHOCTU NO3BOASET 3aPUKCMPOBATL UU
NPOTMBOAENCTBOBATbL HAPYLUEHWNIO LLe/IOCTHOCTMU

Cit

CLOUD

* B IMHYKC UMEETCA HECKOJIbKO CPEeACTB A/ KOHTPOS LEeNIOCTHOCTU

— lMpoBepKa KOHTPOJIbHbIX CYMM

- lMpoBepKa LLeN0CTHOCTM NaKeTOB

- Cpe/AcTBa NoucKa PyTKUTOB

HIDS (Host Intrusion Detection System)

KoHTpoJib 11e10CTHOCTH O3BOJISIET JINOO 3a(hUKCHPOBATH TMOO MPOTUBOACHCTBOBATD

HApyImCHUIO [CJIOCTHOCTHU. B ocHoBHOM A1 MMPOBCPKHU HCIOCTHOCTH UCTIOJIB3YIOTCS X1 (I)yHKI_II/II/I

Ha OCHOBE, KOTopbIX BeruHcisoTcs MAC (Message Authentication Code).

Cpencts npotuBoaeiicTBus wiu BoeisiBieHus B OC Linux orpomMHoe koiaudecTBo. Tak win

HHA4YC IIOYTHU BCC CPpCACTBA obecneueHns 0€30MacHOCTH IMPU3BaHbI 3aIMIIATh OCJIOCTHOCTD.

Cpenu Bcex Cpe/ICTB MOXKHO BBIICIIUTH HECKOIBKO KaTeTOPHUH:

* (CpencrtBa mpOBEPKH KOHTPOJIBHBIX cyMM mdSsum wim shasum. DT yTHIHTHI CIeIyeT

MMPUMCHATH, KOTJIa BbI, HAITPUMCP, CKAYMBACTC UCXOAHBIC KOJAbI IJIA IMPOBCPKHU MOJTYUCHHOTO

apxuBa.

* B HEKOTOpBIE CUCTEMAX MTAKETOB UMEETCS BCTPOSCHHBIA MEXaHU3M MIPOBEPKH (aiioB,

YCTaHOBJICHHBIX U3 nakeToB. Hanpumep B RPM.

® CHCI_[I/IaJII/I3I/IpOBaHHBIe CpCACTBA MMOUCKA PYTKHUTOB, TAKUC KaK rkhunter.

* Cucrembl 0OHapyKeHUs BTOP)KEHUN YPOBHS X0CTa, HanpuMep Samhain.

IIpumep:

root@sl0:~# rkhunter --check
[ Rootkit Hunter version 1.4.6 ]

Checking system commands...
Performing 'strings' command checks

Checking 'strings' command
<-—=>
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System checks summary

File properties checks...
Files checked: 147
Suspect files: 1

Rootkit checks...
Rootkits checked : 497
Possible rootkits: 1

Applications checks...
All checks skipped

The system checks took: 5 minutes and 12 seconds
All results have been written to the log file: /var/log/rkhunter.log

One or more warnings have been found while checking the system.
Please check the log file (/var/log/rkhunter.log)

root@sl0:~# grep Warning /var/log/rkhunter.log

[22:25:37] /usr/bin/lwp-request [ Warning ]
[22:25:37] Warning: The command '/usr/bin/lwp-request' has been replaced by a
script: /usr/bin/lwp-request: Perl script text executable

[22:28:10] Checking for suspicious (large) shared memory segments [ Warning ]
[22:28:10] Warning: The following suspicious (large) shared memory segments have
been found:

[22:29:31] Checking if SSH root access is allowed [ Warning ]
[22:29:31] Warning: The SSH configuration option 'PermitRootLogin' has not been
set.

root@sl0:~# grep -A5 'shared memory segments' /var/log/rkhunter.log

[22:28:10] Checking for suspicious (large) shared memory segments [ Warning ]
[22:28:10] Warning: The following suspicious (large) shared memory segments have
been found:

[22:28:10] Process: /usr/sbin/lightdm-gtk-greeter PID: 1109
Owner: lightdm Size: 32MB (configured size allowed: 1,0MB)
[22:28:10]

[22:28:10] Info: Starting test name 'trojans'
[22:28:10] Performing trojan specific checks
[22:28:11] Checking for enabled inetd services [ Skipped 1]
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12.4 AHann3 “B3/1IOMaHHbIX” CUCTEeM.

AHanus “B3noMaHHbIX” cMCTEM CLOL’D

* Micnosib3yete MeTofbl HE AECTPYKTUBHOIO aHaau3a
* OLLEHUTE MOXXHO /1N BbIK/IOYUTb B3/IOMaHHYIO CUCTEMY
* Y6eauTech, YTO Bbl UMEETE NOJIHOMOYMS Ha BbIMOJIHEHME TAKOro aHa/IM3a

* OCHOBHbIe 3a4a4N aHa/In3a
- BbissBneHue crnocoba B3sioMa
- OnpepeneHue Toro, KTo B3/I0Man

OcHOBHBIE IpUHIMIIA aHaJIn3a B3JIOMOB.

BanomanHas cuctema coiep KUt B cede ciebl B3jaoMa. DTH CJelbl TOMOTYT BaM ONPEACTUTh:
*  Kakum o0pa3om ObLI MPOU3BEICH B3JIOM.
*  Kro0 B3710MaN cucTeMy.

Taxum 00pa3oM aHaNIN3 HE AOJKEH MOBPEAUTD ITH CIIE/IbI, I0ATOMY HUCIOIb3yHTEe METO/bI HE
JECTPYKTUBHOTO aHAJIN3a CUCTEMbI. AHAJIU3 IPOU3BOANTE HA KOITUU OPUTHHAIBHBIX TAHHBIX.

Hanpumep coznaiite 00pa3 qucka B3JIOMaHHOW CUCTEMBI.

* Ecnu B310Malid BUPTYaJIbHYIO MAILUHY, TO Bl MOXKETE COXPAHUTh COCTOSIHUE BUPTYaIbHOU

MalllrHbI JI aHaJIn3a XpaHWJIMIa U IaMsITH.

* Ecuu B3momanau 0oObBIYHBIN KOMIIBIOTEP, TO COXPAHCHUC COCTOAHUA TTAaMATH MOKET OBITh
HpO6J’IeMaTI/I‘IHBIM. Ho BBI Bceryia MoxeTe clienarhb 06p2131,1 JAHUCKOB.

Ecnu BeI moa03peBaACTC, UTO Ballla CUCTEMA B3JIOMdHA, TO OLICHHUTC BO3MOKHOCTD €€
HEMCOJICHHOI'O BBIKJIFOYCHHUA. K COXaJICHUIO, ITOKAa MbI HE 3HAEM YTO IIPOU30IIIO, MBIl HC MOXEM
OLCHUTH BCC IMOCJICACTBHUA BBIKIIFOUCHUS CUCTCMBI. KemarenpHo 3a6J'IOKI/Ip0BaTB CETEeBOM A0CTyII
CKOMHpOMCTI/IpOBaHHOI\/'I CHUCTEME, €CJIN Mbl HE MOKEM €€ BBIKJIIFOYUTD.

Od¢dnaiin aHaaM3 MOXKET HE JAaTh MOJIHYIO KAPTHUHY B3JIOMa, IO3TOMY MOXKET BO3ZHUKHYTh
HE0OXOJMMOCTD 3aITyCcKa Takol cucteMbl. Hukorna He 3amyckaiiTe OpUurMHajJbHYI0 CUCTEMY, TOJIBKO
€€ KOIUIO. 37IeCh BaM MOMOTYT 00pa3bl TUCKOB UJIM 3aMOPOKEHHbBIE COCTOSIHUSI BUPTYaIbHBIX

maiuH. VIcrioabp30BaHNe KOIUM HE OrpaHU4YMBaAcCT KOJIMYCCTBO IIOIIBITOK aHaJIn3a.

Jlnst oHnaliH aHaJIM3a CO3/1aliTe KOHTPOJIUPYEMYIO CPELY.
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Eme OJHHM aCIICKTOM aHaJIu3a ABJISACTCS IMOJTHOMOYMSA HAa BBIIIOJITHCHHA 3TOIO.
YHOCTOBepLTeCB, YTO Bbl UMECTE HA 3TO IOPUINYCCKUC ITOJTHOMOYUS. Amnann3 MOeT OBITh
HCIIOJIB30BaH, B TOM YUCJIC, B PACCICAOBAHUHN YIOJOBHBIX ICII. I[J'If[ TaKoro aHajm3a Tp€6y€TC${
CIICOHUAJIBHOC PA3pCIICHUEC, UTO OBI BBIBOABI UMEJIN IOPUANYICCKYIO CUITY.
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12.5 Cucrtema KOHTPOJIA LesIOCTHOCTM samhain.

Cucrema KOHTpons uenoctHocTu samhain CLObD

* HIDS cuctema samhain siBnsieTcss cucteMoim o6Hapy>KeHMs1 BTOPXKEHUS Ha
YPOBHE Y3/a
* OCHOBHbIE BO3MOXXHOCTM
- MNpoBepka uenoctHocTn ¢aiioB
— MOHUTOPUHT 1 aHaNU3 XXYPHaNoB
— OGHapy>XMBaET PYTKUTbI
— MOHWTOPUHI NOPTOB
- O6GHapy»xunBaeT HenpaBoMepHble SUID nporpamMmbl
— O6HapY>XMBaET CKPbITblE NPOLECChI

Cucrema samhain siBiseTcst cucteMoil OOHapyKeHUs BTOpKeHuUs Ha ypoBHe y3na HIDS
(Host-based Intrusion Detection System). Samhain MoxeT paboTaTh CaMOCTOSTENLHO WU B
pekuMe KineHTa-cepBepa. Mimeercs Tak ke BeO uHTepderic B3aumoaencTus ¢ samhain, mosu
Ha3zBaHueM Beltane. http://www.la-samhna.de

OcHoBHBIE BO3MOXKHOCTH samhain
* IIpoBepka nemnocTHOCTH (haityioB.
*  MOHHUTOPUHT U aHAJIN3 )KYPHAJIOB.
*  OOHapyXHBaeT PyTKUTHI.
*  MOHUTOPHHT ITOPTOB.
*  O6napyxusaet HerpaBomepHble SUID nporpamMmel.

*  OOHapyXHBaeT CKPHITHIE MPOIIECCHI.
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Ucnonb3oBaHMe samhain CLOL’D

* CKa4yamTe NCXOAHbIe KoAbl

* CKOHPUrYypmpyuTe, OTKOMNUANPYUTE U YCTAHOBUTE
 Co3panmrte baseline

* 3anycTuTe MOHUTOPUHT

YcranoBka samhain U3 UCXOAHBIX KOIOB SIBIISIETCS] CTAaHAAPTHOM U PEKOMEHIOBAHHOM
coznarensiMu. Haso ckauarh, pacriakoBarh, 3alyCTUTh CKPUNT KOH(UTYpaluu, CKOMIMINPOBATh U

YCTaHOBHUTD.

IIpumep:

sa@sl10:~$ wget http://la-samhna.de/samhain/samhain-current.tar.gz
sa@sl0:~$ tar xf samhain-current.tar.gz

sa@sl0:~$ tar xf samhain-4.5.2.tar.gz

sa@sl10:~$ cd samhain-4.5.2/

sa@sl0:~/samhain-4.5.2$ ./configure

sa@sl0:~/samhain-4.5.2$ make

sa@sl0:~/samhain-4.5.2$% sudo make install

sa@sl0:~/samhain-4.5.2$ sudo make install-boot

BaxHbIM 3TanoM siBisieTcs cozganue baseline, KoTopblit OyeT UCTIONB30BATHCS B KAYSCTBE

OCHOBBI AJId aHaJIn3a CUCTCMBEI.

IIpumep: co3nanue baseline.

sa@sl0:~/samhain-4.5.2% sudo samhain -t init

NOTICE : [2025-02-09T14:21:33+0500] msg=<Finished writing baseline database.>
ALERT : [2025-02-09T14:21:33+0500] msg=<EXIT>, program=<Samhain>,
status=<exit success>

s o6HOBIeHMs baseline ucnonp3yiiTe napameTp update ¢ onmuei —t.

llanee BbI MOXCTC HAYaTb MOHUTOPUHI' CUCTEMBI.

IIpumep:

sa@sl10:~/samhain-4.5.2$ sudo systemctl start samhain
sa@s10:~/samhain-4.5.2% sudo systemctl status samhain
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B Debian umeercs rorossiii nakeT. [Ipu ycTaHOBKe makeTa MpOU3BOAUTCS IEPBOHAYAIbHAS
WHULHanu3amus baseline u co3aercs COOTBETCTBYIOIIAS CITy>X0a.
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12.6 Cuctema KOHTpons uenoctHoctu hainos AIDE.

Cucrtema KoHTpons uenoctHoctu AIDE CLOL’D

* Advanced Intrusion Detection Environment (AIDE) yTuauTta ans npoBepku
LLeNIOCTHOCTU U OOHAPY>XEHUS BTOPXKEHUSI.

* [MopaaoK paboTbl
- Coa,u,aeTcsa HavyanbHasa 6a3a
- HoBas 6a3a aKTuBMpyeTcs
— MOXHO NpoBepATb CUCTEMY

Advanced Intrusion Detection Environment (AIDE) yrunura, kotopas co3aaet 6azy (aiinon
U TI03BOJISICT OTCIICKUBATh U3MEHEHHUS C HUMHU, JUI IPOBEPKHU IIEIOCTHOCTH U OOHAPYKEHUS
BTOPKEHHUSI.

[Tpuniumn ee paboThI MOX0XK Ha samhain:

1. Tlocne ycTaHOBKH CO3/1aeTcCs HauadbHas 0a3a JaHHBIX.

root@client:~# aide -c /etc/aide/aide.conf -1

Start timestamp: 2025-02-09 13:41:16 +0500 (AIDE 0.18.3)
AIDE successfully initialized database.

New AIDE database written to /var/lib/aide/aide.db.new
Ignored e2fs attributes: EINV

Number of entries: 201528

The attributes of the (uncompressed) database(s):

/var/lib/aide/aide.db.new

MD5 : w/yQUlLCeHIeGX6Ua2tMoA==

SHA1 : a231B/uns0a4cNxCkGN8VOv3eNO=

SHA256 : gUBO+Y9YEijR+1GD5eV1imF21a9FYhzUc
n0K29f3kvGE=

SHA512 : JggqucROgcEttQ/1rOUnokFMANF1t387

byYMMZJbwoiDV1xBQp6Ywu7hj1TOIMBe
1A34irzMXsizFTkCleevNA==

RMD160 : XAYEkO7McA3wUoPE43XKc4DMtW8=
TIGER : 6D3sps9DITUKDXRuUFyIJH7bX2co9wN1F
CRC32 : 4chb0g==

CRC32B : nOSDew==
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HAVAL

WHIRLPOOL

GOST

End timestamp

7600xy2KJI2BxpugrV2K3yJGaSrivyxMK
Wj7z5UVRLDI=
QgBebDmh09/DsRt5+mVWPdsJdAXIeQ2/
ZxLnJd0001GkBT21i2NeCxkMVtvB+guNCm
874Azv/Gi+cQBXD+sIMZbA==
iItkvSt/widpap8a2Yiv5kKMOWYDY8ThV
8a4WqJG3H/Q=

: 2025-02-09 13:51:20 +0500

(run time:

10m 4s)

* HoBas 6a3a He HCIIONIE3YETCS ABTOMATHIECKU HEOOXOIUMO YIaTUTh CyPHUKC .new u3 ee

Ha3BaHUII.
root@client:~# mv /var/lib/aide/aide.db.new /var/lib/aide/aide.db

* 3arem 0azy MOXHO UCTIOIB30BATh JJIsI OTCIC)KUBAHUS U3MECHECHUH.

root@client:~# echo 1.2.3.4 somehost >> /etc/hosts

root@client:~# aide --check -c /etc/aide/aide.conf

Start timesta

mp: 2025-02-09 14:13:56 +0500

(AIDE 0.18.3)

AIDE found differences between database and filesystem!!

Ignored e2fs

Summary:
Total numbe
Added entri
Removed ent
Changed ent

attributes: EINV

r of entries: 201528
es: 0

ries: 1
ries: 1

es:

File:
Size
Mtime
Ctime
MD5
SHA1
SHA256

/etc/ho

SHA512

sts

186

2025-02-06 16:03:11 +0500
2025-02-06 16:03:11 +0500
£5C2Bk/VyMPhIGPNN3VfFg==
2CbNXaGO0bkSz7YEQ+9CI+cZMEA=
GwKfLcztbAZLDeN1lcCW+KrNOoVedpnZc
8NpgPkgQCeo=
w3t7Th9+hFpWoEFNdwTchRz6cgX36E/ 1mH
ChNaE71EgxcN1F1isLFSQiMxRYyd+Ral

354

203

2025-02-09 14:13:38 +0500
2025-02-09 14:13:38 +0500
ZP1gdKyhLCUPFNhZz5SS2w==
5A554a00W6N1ImKIbOQjPRo6hlaE=
PONVFu6SBIJx97TOWTDKOjrvwsbZeCh7
5L720/EELiE=
mBQcbPy91X7VzDrHg5vBNpCR/KYFzL3s
GYeyo8GLeUIaRFDckNANksZRXU2xWgtz
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RMD160
TIGER
CRC32
CRC32B
HAVAL

WHIRLPOOL

GOST

kowzATK+MtFXEFC8i4gi3Q==
JCETkbTHi/KXOhPp5HDz /0oet 9Ck=
GbrujQdl3gYMETiNd7Zv3fhaEWTdxMKm
gbglfg==

OfEwwQ==
ZoTeFSgjNXIwCZKTidDfmt6Bjz5r1Q0xB
gBXsvuiLCKg=
R7ySL917xKLjQJicnGUN88W7oywtIThvx
IlhblkyNfewbL4KrlacTXbSgbmdKvVQy
+2t5+nj8TZeKVgOIBzqjSw==
Jk8xrNa9PPgbteeX11MVcnLf5uwNAMcN
2NW818ZtDAY=

2S5cHdtK+499gnk5pcxN6Q==
hLcOQMR/whn6i6uL4qyCFftBKiQ=
khetxwo4sboxETt860mbycdGxARmS1W1
1TcovA==

kKJAWVg==
YdVUIjHrDPJR1tGkPN1x5v8ywhEX7guC
haiUrhmcURO=
rDXggcQF0f8yVQgl1i0AxSgZ0aCGGem3
mltZindPk3qrJSPUU4SGRIRgQ+JLDelX
xG6J/tIGY93g7dLQdS1PUQ==
RFm8HQimmxkSeD81cjDTYi6ogYMMhOLLRB
bQF2tSEfXONk=

The attributes of the

(uncompressed)

database (s) :

/var/lib/aide/aide.db

MD5
SHA1
SHA256

SHAS512
RMD160
TIGER
CRC32
CRC32B
HAVAL

WHIRLPOOL

GOST

End timestamp:

w/yQU1LCeHIeGX6Ua2tM6A==
a2j1B/uns0ad4cNxCkGN8VOv3eNO=
gUBoO+Y9YE1jR+1GD5eV1imF21a9FYhzUc
n0K29£f3kvGE=
JggqucROgcEttQ/1rOUnokFMANF1t387
byYMMZJbwoiDV1xBQp6Ywu7hij1TOIMBe
iA34irzMXsizFTkCleevNA==
XAYEkQO7McA3wUOPE43XKc4DMLW8=
6D3sps9DITUKDXRUFyIJH7bX2co9wN1F
4chb50g==

nOSDew==
7T600xy2KJI2BxpugrV2K3yJGaSrivyxMK
Wj7z5UVRLDI=
QgBebDmh09/DsRt5+mVWPdsJdAXIeQ2/
ZxILnJd0001GkBT21i2NeCxkMVtvB+guNCm
874Azv/Gi+cQOBXD+sIMZbA==
iItkvSt/wipap8a2Yiv5kKMOWYDY8ThV
8a4WgJG3H/Q=

2025-02-09 14:28:06 +0500

(run time:

14m 10s)

Kongurypanus aide naxonurcs B ¢aiie /etc/aide/aide.conf.
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NnaBa 13. KoHTpoOnb 3awuweHHOCTU Linux — cucrtem.

13.1 KOHTPO/Ib COOTBETCTBUSA NO/IUTUKAM Ge30nacHoOCTMW.

Monutukn coorseTcTBUSA CLOL'D

* Monuntnka coorsetcTBus (compliance policy) npegHasHavyeHa ans
NPOBEPKM paboTbl MOAUTUK BE30MaCHOCTH

* [1ONNTUKKN COOTBETCTBUS onpeaendroT:
— Jlrofelt OTBETCTBEHHbIX 3@ MOJINTUKY
— CucTeMbl, KOTOpble Nogaexat npoBepkam
— [MpoBepKK, BbIMOJIHAEMbIE Ha KAXA0M y3ne
— MeTogbl NpuBeAeHUs B HaAexallee cocTossHue
— Tunbl NpoBEPOK
— PerynapHocTb npoBepok

CO3I[aTI) U NPpUMCHUTD IMOJIUTUKY 6630HaCHOCTI/I HE 1OCTAaTO4YHO, JJIA TOIO, '—ITO6BI CUUTAaTh
CUCTEMY 33[HHHICHHOI>1. Baxmuo CIIC KOHTPOJIUPOBATH NHPUMECHCHUC ITOJIMTHUK 6630HaCHOCTI/I,
M03TOMY HEOOXOAMMO pa3padoTaTh U BHEAPUTH MOJUTHKY COOTBETCTBUS NOJIUTHKAM 0€3011aCHOCTH
(compliance policy). Ber He MOXeTe CUUTATh CBOIO MOJIMTUKY 0€30MaCHOCTH YCIICIITHOM, €CITH HE
3HaeTe KaKk oHa padoTaert.

Takue IOJIUTHKY BKIIIOYAIOT B ce0s CJICAYIOIIUC 3JICMCHTBI:

* Jluua, KoTopble OTBEYAIOT 3a pa3padOoTKy, BHEAPEHNE, IPUMEHEHUE U aHAJIN3 paObOThI
HOJUTUK COOTBETCTBHUSL.

® CI/ICTCMBI, KOTOPBIC MMOJJICKAT ayAUTY COOTBETCTBHUA.

¢ Kakwne 3neMeHTBI TOTUTHK IPHUMCEHAIOTCS Ha 3TUX CUCTEMaX.

* Kak cucremsl IMPUBOAATCA B HAAJIC)KAIIEC COCTOAHNEC, €CJIM HC COOTBETCTBYIOT ITOJIUTHUKAM.
® BYI[YT JIX UCITOJIB30BATHCA aBTOMATHU3UPOBAHHBIC UJIN PYYHBIC TPOBCPKU WK U TC U APYTHUC.

* Kak peryispHO cienyeT NpoBepsATh CUCTEMBI.
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MpoTtokon SCAP CLOL’D

* SCAP (Security Content Automation Protocol) ctaHaapT Ha ocHoBe,
KOTOPOIoO CTPOATCA MHCTPYMEHTbI ANA:
— ABTOMaTMYeCKOM KOHOUIypaLmm
— lNpoBepKu ySI3BMMOCTEN 1 NaTYEN
— TeXHWUYeCKOro KOHTPOJISl COOTBETCTBMUSA
- N3mepeHunin besonacHocTn

[TonuTrKK COOTBETCTBUS HE OepyTcs U3 BO3ayXa. FIMeeTcst MHOXKECTBO CTaHAAPTOB U
pPEKOMEHIALUi O TOM, KaK HEOOXOMMO CTPOUTH HOJIUTUKU COOTBETCTBH. OIHUM U3 TaKUX
crannapros siBisiercss SCAP (Security Content Automation Protocol). Ha ocHoBe 3Toro crangapra
pa3paboTaHO HECKOJIBLKO HHCTPYMEHTOB JUISL:

ABTOMaTHYECKOI KOHPUTYpALIUU CUCTEM.

[IpoBepku Ha HaIM4YKE YA3BUMOCTEHN U MaTyeH.
[ ]

TexHnYeCKOro KOHTPOJIA COOTBETCTBHUA CUCTEM ITOJIMTUKAM.

* l3mepeHuii 6€30MaCHOCTH.

CaiiT npoekra https://www.open-scap.org
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13.2 IHCTpyMeHTapuii ANnA BbINO/IHEHUA NMPOBEPOK.

WUHcTtpymeHTbl SCAP

CLOUD

* SCAP Workbench — scap-workbench

* OpenSCAP — oscap
* Script Check Engine (SCE)
* SCAP Security Guide (SSG)

B pamkax npoekra OpenSCAP pa3paboTaHo HECKOIBKO HHCTPYMEHTOB JUIs MOAJIEPIKKU

[IOJIUTHUK O€30II1aCHOCTH.

SCAP Workbench — scap-workbench rpaduueckas yTuiauTa 1Jisi HpOBEpOK HACTPOEK U
ys3BUMOCTEH B cucteme. Paboraet nokanabHO U yaaneHHO. MOXKeT Tak ke MPUMEHSATHCS IS
KOPPeKTUPOBKHU cucTembl. B Debian 12 3T0# yTHINTBI HET, TOJIBKO SKCIIEPUMEHTAIbHAsS
Bepcus. B mpenpinynmx Bepcusx Obuia.

OpenSCAP — oscap oCHOBHasi yTHJIMTA ISl BHITTOJIHEHUS MPOBEPOK B KOMaHIHOM CTPOKE.
Script Check Engine (SCE) — pacmmpenue Jj1s CO31aHus CBOMX MOJIUTHUK.

SCAP Security Guide (SSG) — oGecrnieunBaeT nocieHui Habop MOMUTUK J71s JIMHYKC
CHCTEM.
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SCAP Workbench E:EOUD

* scap-workbench rpapuyeckas ytmnauta ans BbINOJHEHUS MPOBEPOK

* 1na pabotbl scap-workbench Tpebyetcs SCAP Security Guide
* [Mepepn, BbINOJIHEHMEM NPOBEPKU BbIGEPUTE NPODUIL MPOBEPKN

I'paduueckas yrunura scap-workbench paboraer Ha Redhat monoOHbIX mucTpubyTrBax
Y BBITIOJTHSIET POBEPKU Ha JIOKAJIBHBIX WM YIAJICHHBIX MalIMHAX. MOXKET MOMBITaThCS HCIIPABUTH
HaiiieHHsle npodnemsl. [IpoBepsTe MoxHO He Tonbko RedHat cuctemsr.

J1st TOro 4yToObI BHIOIHUTE MMPOBEPKY Scap-workbench 3arpyxaeTr npoduib MPOBEPKH.
[Ipodunu ycraHaBIUBAIOTCS OTACTBHBIM TAKETOM.

IIpumep:

# dnf install scap-security-guide scap-workbench

ssg-centos7-ds.xml - SCAP Workbench = B

File Help

Chechlist SCaf rg.oper atastream_frc X i sg-rhel T-uccdf-1.2.% a| JpEn-sScap s-rhel T-x 3= 1 Lxmml -

Title Guide to the Secure Configuration of Red Hat Enterprise Linux 7

Customization | None selectec =

larget

User and host L@10.255,255.100 Port ={ [root@10.255,255.100:2; -

Rules Expand all
* Ensure Red Hat GPG Key Installed
» Ensure gpgcheck Enabled In Main Yum Configuration
* Ensure Software Patches Installed m
* Verify and Correct File Permissions with RPM “

Verify Flle Hashes with RFM

Add nodev Cption to /dev/shm

Add nosuid Option to fdev/shm

Verify that All World-Writable Directories Have Sticky Bits Set

*y v v v

Ensure No World-Writable Files Exist

D v s s

Cancel

Processing on the remote machine..
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21.]'[5[ BBIITOJTHCHUS IIPOBEPOK HA y,HaJ'IeHHOI\/II MaIInHE JOJIXKCH OBITh YCTAHOBJICH ITaKET

openscap-scanner.

B akryanpnbix Bepcusix Debian (Haunnas ¢ 10) makera scap-workbench Het. EcTb TONBKO
HKCIIEPUMEHTANIbHAs Bepcusi. B OymayrieM BO3MOXKHO MOSBUTCS TOTOBBIH makeT. [loatomy
HE00X0IUMO Oy/IeT CKOMITMIMPOBATH MAKET BPYUYHYIO.

IIpumep:

$ wget https://github.com/OpenSCAP/scap-workbench/releases/download/1.2.1/scap-
workbench-1.2.1.tar.bz2

$ sudo apt install build-essential openssh-client libopenscap-dev
libgtbxmlpatternsb-dev ssh-askpass pkg-config asciidoc libpolkit-agent-1-0 cmake

$ tar xf scap-workbench-1.2.1.tar.bz2
$ cd scap-workbench-1.2.1/

S sed -1 's/-Wall//' CmakelLists.txt
sed -1 's/-Werror//' CMakeLists.txt

r U

$ mkdir build
$ cd build/

$ cmake ../

S make
S sudo make install

$ sudo apt install ssg-debian

ITpodenas ece sbluie nepeuucieHHoe, Mbl y8UOUM, Umo 8 nakeme ssg-debian umeemcs moabko npogpunu CKaHUpo8aHus
011 Debian10 u Debianl11, Ho y Hac Debian12.

$ wget https://deb.debian.org/debian/pool/main/s/scap-security-guide/ssg-
debian 0.1.74-1 all.deb

$ wget https://deb.debian.org/debian/pool/main/s/scap-security-qguide/ssg-
base 0.1.74-1 all.deb

$ sudo dpkg -P ssg-base ssg-debian
$ sudo apt install ./ssg-base 0.1.74-1 all.deb ./ssg-debian 0.1.74-1 all.deb

Tenepb npu omkpbimuu scap-workbench mbt eudum npogunb ckaHuposaHust 04st Debian 12.

ModicHo 6bL10 U He 3aMeHsIMb NAKembl, HO 8bIMAWUMb U3 NAKemda HyXCHble ¢atibl.

$ sudo apt purge ssg-base
$ sudo apt install ssg-debian

S mkdir ssg-temp

$ cd ssg-temp/

sa@cll:~/ssg-temp$ ar x ../ssg-debian 0.1.74-1 all.deb
sa@cll:~/ssg-temp$ 1s

control.tar.xz data.tar.xz debian-binary

S sudo tar -tf data.tar.xz --wildcards '*debianl2*' | \
sudo tar xf data.tar.xz -T - -C /
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oscap cLowb

* 0scap YTMAuUTa KOMaHAHOW CTPOKM OJ/1s1 BbIMOJIHEHMS NPOBEPOK C
OpenSCAP

* [pepocTtaBnseT Hanbosiee NoAHbIN MHCTPYMEHTaPUIM MPOBEPOK

oscap ocHoBHas yTuiuTa s padotel ¢ OpenSCAP. Paboraer B koMaHIHON CTPOKE.

Becw ¢pynkunonan OpenSCAP crpoutcs Ha 3T0# yTuiuTe.

IIpumep:
1. VYcranaBiuBaeM NakeThl:

root@sl0:~# apt -y install openscap-scanner openscap-utils bzip2

2. CkayMBaeM JIOKyMEHT C OIMCAaHHEM PEKOMEH/I0BaHHbBIX HACTPOEK CUCTEMBI, B hopmaTte
OVAL (Open Vulnerability and Assessment Language) 1 pacrakoBbIBaeM.

root@sl0:~# wget wget https://www.debian.org/security/oval/oval-definitions-
bookworm.xml.bz2
root@sl0:~# bunzip2 oval-definitions-bookworm.xml.bz2

3. 3amyckaeM IIPOBEPKY:

root@sl0:~# oscap oval eval --report /tmp/eval result.html oval-definitions-
bookworm.xml

Definition oval:org.debian:def:100025136735225569795784532702130753406: false
Definition oval:org.debian:def:100020194192621893181231895146832483613: false
Evaluation done.

4. IlpoBepsieM pe3yibTar:
sa@sl0:~$ firefox /tmp/eval result.html
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AnbrepHaTtBa OpenSCAP

CLOUD

* 1o npoekta OpenSCAP cyuiectBoBain 1 apyrme cpeactsa KOHTpoas

COOTBETCTBMA NONUTUKE
- OpenVAS (Nessus)

- Nexpose Community Edition

- Burp Suite Free Edition

- Arachni

- OWASP Zed Attack Proxy (ZAP)
- Clair

- Powerfuzzer

- Nmap

[Tpoext OpenSCAP otHOCuTenpHO Monoaou (Hadar B 2008). Emie 1o Hero 66110 pa3paboTaHo

0O0JIBIIIOE KOJIMUECTBO CKAHEPOB OE30I1aCHOCTH.

OpenVAS (Nessus) B 2005 pa3paboTuuku npoekra Nessus pelnin 3aKkpbITh CBOM kox. U
clIeNnany CBOM ckaHep IuiaTHbIM. Ha ero ocHoBe ObLT co3aH (POPK MpOeKTa ¢ MIMEHEM
OpenVAS.

Nexpose Community Edition ”HCTpYMEHT MOMCKa ySI3BUMOCTEH linux ¢ OTKPBITHIM
HCXOIHBIM KOJIOM, pa3padarbiBaeMblii KoMmanuei Rapid7, 3To Ta ke camas KOMITaHus,
Kotopas Beimyctuia Metasploit. Bepcus Comunity GecriiaTHa, HO OHa UMEET OIpaHUYCHHUE,
Ha OJITHOBPEMEHHOE CKaHUpOBaHMe 10 32 [P afpecoB M TOJBKO OTHOTO MOJIB30BaTEIIS.

Burp Suite Free Edition ckanep BeO-ys13BUMOCTeH, HamucaHHbIN Ha Java. [Iporpamma
COCTOMT M3 MPOKCHU-CEPBEPA, NTayKa, MHCTPYMEHTA JJIsl TEHEPALUU 3alIPOCOB U BBINOJIHEHUS
ctpecc TectoB. C nmomolsio Burp BbI MOXKETE BBINOIHSTH IPOBEPKY BEO-ITPUIIOKEHHIA.
Arachni nonHO(QYHKIMOHATIBHBIN (PPEHMBOPK ISl TECTHPOBAHUS BEO-TPUITOKEHHIA,
HanucaHHbIN Ha Ruby, KOTOpBIN pactpocTpaHseTcs ¢ OTKPBITHIM UCXOAHBIM KogoM. OH
MO3BOJISIET OLEHUTH OE€30MaCHOCTh BEO-NPUIIOKEHUN 1 CAWTOB, BHITIOIHSISI Pa3IMYHbIE TECTHI
Ha IPOHUKHOBEHHUE.

OWASP Zed Attack Proxy (ZAP) uHCTpyMEHT JUIsl TIOMCKA YA3BUMOCTEN B BEO-
npunoxxeHusx. Hanucana na Java.

Clair “HCTpYMEHT TIOHCKA YSA3BUMOCTEH linux B KOHTEHHEpax.

Powerfuzzer nonHoQyHKIIMOHANBHBIH, aBTOMaTU3UPOBAaHHBIN U OYEHb HACTPAaUBaEMbIil BeO-
CKaHep, MO3BOJISAIOLINI MPOBEPUTH PEAKIIUIO BEO-TIPUIIOKEHNSI HA HEKOPPEKTHBIE JaHHbIE U
IIOBTOpHBIE 3anpockl. THCTpyMeHT nopnepxusaet TosibKo potokoia HTTP n moxer
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0o0HapyxuBaTh Takue ysa3BUMocTHd, kKak XSS, SQL uansexuun, LDAP, CRLF u XPATH

aTaKu.

* Nmap He coBceM CKaHep ysa3BUMOCTEH it Linux. DTa nporpamMma mo3Boiser
MPOCKAHUPOBATH CETh U Y3HATH KAKWEC Yy3JIbl K HEeH MOAKJIFOYCHBI, a4 TaKKE OIMPEACIIUTDL KaKUe
CEPBUCHI HA HUX 3aIlyIIEHHBI. DTO HE JaeT UCUEPIbIBatOIIei HH(pOpMaIK PO YsI3BUMOCTH,
3aT0 BBl MOXKETE MPEIMOI0KUTH KAKOE U3 IPOrPaMMHOTO 00€CTICUCHUS MOKET OBbIThH
YA3BHUMBIM, IIONIBITATHCA HGpCGpaTB clta0ble napoJi. Takxxe ecTb BO3BMOXHOCTD BBIIIOJIHITH
CIICUAJIBHBIC CKPUIITBI, KOTOPBIC ITO3BOJIAIOT ONPCACIUTE HCKOTOPLIC YA3BUMOCTHU B
OTpeIeIEHHOM TTPOrpaMMHOM 00€CTICUCHUH.
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13.3 NpoBepkKa cuctemMbl NO YEK SICTaM.

MpoBepku No Yek nUcram cLoup

* YeK ICT No3BONISET:
— He 3a6bITb BbINOJIHUTbL BCE MYHKTbl MPOBEPKU
— BbINOJIHUTb NPOBEPKY B npasmanon nocnenoBaTtesibHOCTU
- yb6eauTbcs, 4TO CMCTEMA COOTBETCTBYET HEKOTOPOMY CTaHAapTy

[TpoBepka pa3HbIX CHCTEM OOBIYHO BBHIMOIHSACTCS 110 MHOXKECTBY ITyHKTOB. 3a4acTyIO
BBITOJIHEHUE OJJHOM NMPOBEPKH 3aBUCUT OT JIpyroil. Bo MHOTHX citydasix HE0OXOIUMO MPOBOAMUTH
IIPOBEPKU BPYUYHYIO. B 9TOM ciydae MpUMEHEHUE YEK JIMCTOB HE ITO3BOJIUT YEIIOBEKY
BBINOJIHSIOIIEMY IIPOBEPKY YTO-THO0 3a0BITh MU NMPOITYCTUTh.

OOBIYHO YEeK JIUCT CO3/IAeTCsl, YTOOBI TPOBEPUTH CUCTEMY Ha COOTBETCTBUE HEKOTOPOMY
CTaHAAPTY.
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