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I'maBa 1. Beeneuue.

NhaBa 1. BBegeHue.

1.1

NMoarortoBka BUPTYa/THbIX MALLVH.

[Ipearmonaraercst BHIOJIHEHUE JTAOOPATOPHBIX paOOT Ha BUPTYAIBHBIX MAIIMHAX B CPE/IC
VirtualBox nimn QEMU/KVM (libvirt).

XoctoBasg OC moxet O0bITh M1000i#1: Linux, Windows u mip.
TpeboBaHus K XOCTOBOI MalllMHE:

1. O3Y —or 16I6.

2. He menee 6 saep.

3. Huck (SSD) — ot 100I'6 cBoGOIHOTO MecTa.

4

[TonrorornenHspld mabdba0H BUPTYyaIbHBIX ¢ ycTaHoBIeHHOH OC Debian 12. Ycranosnena
o ymomuanuto. O3Y — 21°6., 2 sapa, quck — 401°6., karayior /home pacronoxeH Ha
OTIIETILHOM pasfiene, pasmepom oT SI'6. CeTb Ha3HaueHHas JIs 11a0JI0Ha JOJIKHA UMETh
BBIXOJl B UHTEPHET U JIONyCKaTh B3aumoelcTerue BM mexay coboii u ¢ XOCTOM.

CrenaiiTe KJI0H BUpTyaibHOUM MammuHbl ¢ uMeHeM SRV 1. B HoBoit BM yBenuuste
KOJIMYECTBO MaMATH 10 41°0. B BUpTyanpHO# ManIiHe JOJHKHO OBITH CO3IaHO JBA
NoJIb30BaTeNs ¢ UMeHaMu sa u user. [lapons — lin123. [Tonb30Barens sa 700aBiIeH B TPyIITy
sudo.

3anmyctute BM SRV 1 u HacTpoiite nMs rocteBoii Mamuel Ha stv1. He 3a0yasre nponucars
HOBOE UMs B Qailnie /etc/hosts.

Crenaiire eme 2 k1oHa BUpTyanbHOU MammHbl ¢ uMeHeM CL1 n CL2.

3anycture BM CL1 u CL2 u HacTpoiiTe uMms rocTeBoi MamuHbl Ha cllu cl2. He 3a0ynbre
MpoIMcaTh HOBBIE MMeHa B (aiisie /etc/hosts.
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

naBa 2. O6ecneuveHne hnsnyeckoit 6e30MnacHoOCTU
Linux-cepBepa.

2.1 Paoota c BIl.

Ecmn nmeercs UBII, To HacTpoiite ynpasienue uM B Bameid OC. /laHHBIE O OJKIIIOYEHNH K
WBII nomyudure OT npernonasaress.

1. YcranoBurte makersl nut u nut-client

$ sudo apt install nut nut-client
2. Ycranosure pexum padotel NUT B netclient

# grep MODE= /etc/nut/nut.conf
MODE=netclient

3. Hacrpoiire monutopunr MBIIT

# grep "MONITOR /etc/nut/upsmon.conf
MONITOR powercom@172.27.255.26 1 upsmonuser 1inl23 secondary

4. TlepesamycTtute cayx0y nut-monitor.service IpoBEPLTE €€ COCTOSHUE.

# systemctl restart nut-monitor.service
# systemctl status nut-monitor.service

5. IIposepste kakue y UBII: Harpy3ka, npoueHT 3apsijia, Mojielb, 001ee COCTOSHUE.
# upsc powercom@l172.27.255.26
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

2.2 HacTtpoiika n ynpaBsieHue 3arpy3Kkou

1. Hacrpoiite naposns 1uist usmenenus Hactpoek B GRUB Bo Bpems 3arpy3ku.

Cospgatb xaw napons

# grub-mkpasswd-pbkdf2

Beenure napoJib:

[IoBTOPHO BBEOMUTE [IapPOJIb:

Xzm PBKDF2 Bamero napoJis:
grub.pbkdf2.sha512.10000.BC259FB35201B07343A9FC3E917E8EASAS577BEODBY929CCO9B1BCO52A
9104E7F84A49AC614040C331B4DE710F3D33115F171C2129DA3EF75544E57924198AF0C61.CA042C
5A4D9596D43768E5D0B6C01670B160099608B9604B3EAL13B83861DE959C20169CDC23DDCD3BD5BIF
1E9270590F7ACFB12EDEE2B6E357677FF35BD5437E

[lanee BHECTU CTPOKY ANt HACTPOMKY NoNb3oBaTens 1 napons B ann /etc/grub.d/40 custom:

#!/bin/sh

exec tail -n +3 $0

# This file provides an easy way to add custom menu entries. Simply type the
# menu entries you want to add after this comment. Be careful not to change

# the 'exec tail' line above.

set superusers="grub"

password pbkdf2 grub grub.pbkdf2.sha512.10000.BC259FB35201B07343A9FC3E917E8EA9AS
77BEODB929CC9B1BC052A9104E7F84A49AC614040C331BR4DE710F3D33115F171C2129DA3EFT75544E
57924198AF0C61.CA042C5A4D9596D43768E5D0B6C01670B160099608B9604B3EA13B83861DE959C
20169CDC23DDCD3BD5B1IF1IES270590F7ACFB12EDEE2B6O6E357677FF35BD5437E

OpHa cTpoka: password pbkdf2 grub grub<..>437E

B daiine /etc/grub.d/10 linux W3MEHUTb CTPOKY:

CLASS="--class gnu-linux --class gnu --class os"
Ha
CLASS="--class gnu-linux --class gnu --class o0s —--unrestricted"

OGHOBUTB KOHUIypaLMIO 3arpy3ymka

# update-grub
2. OmpoOyiite kak padoraet napoias B GRUB.

IIpoBepsTe, 4TO IMpH MPOCTOI 3arpy3Ke Mapoiib He CIPAIINBALT, HO IIPH MOIBITKE OTPEIAKTHPOBATh IIYHKT MEHIO
3arpy3Kku TpeOyeT yUeTHbIE TaHHbIE.

3. Tlpoeaute mpoueaypy copoca mapois.

Bo BpeMs cTapTa KoMnbloTepa, B 3arpysynke, B CTpoke BbiGopa OC HaXMuUTe KNaBuLLy «ey.

HainguTe cTpoky, KoTopas OnMCbhiBaET Kakoe S4p0 U C KakKMMKU napaMmeTpamu 3arpykaetcs. B koHue
CTPOKU HanuwmnTe napameTp init=/bin/bash. 3aTem HaxmuTe Ctrl-x.

KomaHaon passwd MU3MEHUTb MNaposnb Cynepnorb30BaTerto.
BHHOHHMTbKOMaHﬂbISyncbdmount -0 remount,ro /

lMepesanyCcTuTb CUCTEMY.
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

2.3 lWlundposaHue gucka
Ha CLI1:

1. JloGaBbTe B BUPTyaJIbHYIO MAIIMHY AUCKOBBINA KoHTposuiep USB u noaxmounte K Hemy
JIUCK.

2. Ecnu naker cryptsetup He yCTaHOBIIEH, TO YCTAHOBUTE €TO.
# apt list cryptsetup

3. Omnpexnenute 4to BbI Oyaete mmdpoBats, 310 neislii USB nuck, moatoMy Hy»KHO
OTIPEJICIIUTh €TO UM

$ 1s -1 /sys/block/ | grep usb

lrwxrwxrwx 1 root root 0 ¢per 10 17:36 sdb ->
../devices/pci0000:00/0000:00:14.0/usb1/1-2/1-2:1.0/host3/target3:0:0/3:0:0:0/
block/sdb

4. HO,Z[FOTOBKa JANCKa — 3aIllOJIHCHUEC JUCKaA CHy‘-IafIHLIMPI JAHHBIMU. 9TOT aTall MOXXHO
HpOHyCTI/ITB, HO TOraga JaHHBIC 6yI[yT y5I3BI/IMBIMI/I.
# shred -v —--iterations=1 /dev/sdb

5. Yrtunuroil cryptsetup onpeaenuTe napameTpsl MU(POBAHUS.

# cryptsetup --cipher=aes-cbc-essiv:sha256 —--key-size 256 \
luksFormat /dev/sdb

NPEOYIPEXIEHNE !

HOauHeie Ha /dev/sdb BymyT mepesamnucaHb 6e3 BOSMOXHOCTM BOCCTAHOBJIEHUS .

Bl yBEPEHH? (BBeOUTE «yes» BarJyaBHEMM OBykBamm) : YES
BBemure mapoJsibHyn obpasy mns /dev/sdb:
[laposibHasa ¢pasza HDOBTOPHO:

6. CoznaiiTe BUPTYaJbHOE YCTPONCTBO sl ITMGPOBAHHOTO TUCKA

# cryptsetup open /dev/sdb encsdb
BBemure mapoJsibHyn obpasy mns /dev/sdb:

root@srvl:~# 1ls -1 /dev/mapper/

nroro 0
Crw—————-—-— 1 root root 10, 236 der 3 12:07 control
lrwxrwxrwx 1 root root 7 beB 3 12:16 encsdb -> ../dm-0

7. Co3paiite QailioBy10 cucTeMy

# mkfs.ext4 /dev/mapper/encsdb
8. CMmouTHpYyHTE (HaMIOBYIO CUCTEMY U CO3JaiTe B HEH (haiiyl ¢ MMEHEM

essential data.txt ucTpokoil «BaxHble JaHHBIE» BHYTpH (aiiia.

mount /dev/mapper/encsdb /mnt/
echo BaxHee nanHele > /mnt/essential data.txt

+H= HH

9. Pa3sMmoHTHpYiiTE, 3aKpOTE U OTCOEIMHUTE TUCK OT BM.

# umount /mnt

# cryptsetup close encsdb

# 1s -1 /dev/mapper/

uroro 0O

Crw————-——-— 1 root root 10, 236 der 3 12:07 control
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

Ha CL2
1. Homxmirounte auck ¢ muppoBaHHBIMEU JaHHBIME K CL2.
2. Ecnu naker cryptsetup He yCTaHOBIIEH, TO YCTAaHOBHTE €TO.

# apt list cryptsetup
3. Omnpenenure ka Ha3bIBaeTcs mudposanubiii USB nuck

$ 1s -1 /sys/block/ | grep usb

lrwxrwxrwx 1 root root 0 ¢per 10 17:36 sdb —->
../devices/pci0000:00/0000:00:14.0/usb1/1-2/1-2:1.0/host3/target3:0:0/3:0:0:0/
block/sdb

4. Co3pnaiite BUpTyaibHOE YCTPOMCTBO Ui MHU(DPOBAHHOTO IUCKA

# cryptsetup open /dev/sdb encsdb
BBemmTe napojibHywn obpasy nna /dev/sdb:

root@srvl:~# 1ls -1 /dev/mapper/

nroro 0
Crw——————-— 1 root root 10, 236 der 3 12:07 control
lrwxrwxrwx 1 root root 7 deB 3 12:16 encsdb -> ../dm-0

5. CmoHTHpy#TE (ailloByI0 CUCTEMY U IPOUTUTE B HEH (paiin ¢ uMeHeM
essential data.txt.

# mount /dev/mapper/encsdb /mnt/
# cat /mnt/essential data.txt
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

2.4 YnpaBnieH/e BHELWWHUMU HOCUTENTAMM.

1. Toxxmrounte K cl2 HOBEIM USB muck.

2. Co3snaiite Ha HeM (aiimoByto cuctemy vfat u mpoBepETe, YTO OOBIYHBIN MTOJIB30BATEIb
MOYKET B Ipa)yiueCKOM CEaHCe MOJKITIOUUTE ATOT TUCK U CKOITUPOBATh HA HETO (haiil.
# mkfs.vfat /dev/sdb

3necb ncnonbayetca anck sdb, B Balwen cMCTEME OH MOXET Ha3biBaTbCA MO APYroMy.

3. Co3paiiTe rpymiy noyib3oBateineil usb-users u 100aBbTe MMOJIB30BATEINS Sa B 3TY IPYIIILY.

# groupadd usb-users
# gpasswd -a sa usb-users

4. Cospnaiire npaBuio UDEV, kotopoe Ha3HauuT rpyniy usb-users Ha 11000 MOIKIIOUSHHBIH
USB nuck 1 TOIbKO aAMMHHUCTPATOP CMOXKET MOIKIIOYUTH JUCK.

# cat /etc/udev/rules.d/99zz-usbdisks.rules

ACTION=="add", SUBSYSTEM=="block", ENV{IDiUSBiDRIVER}=="usb—storage",
RUN+="/usr/bin/chgrp usb-users /dev/%k", ENV{UDISKS AUTO}="0",
ENV{UDISKS_SYSTEM}:"l"

OpgHa cTpoka

5. Tlepeunraiite npasuna UDEV u nposepsre kak OyneT padorars noakiatroueHrne USB
HOCHTEJIS.

# udevadm control --reload
# udevadm test -a add /dev/sdb

6. Ortximrounte ¥ BHOBB noakitounte USB muck. [IpoBepbTe 4TO sa MOXKeT ¢ HUM padoTarth, a
user Her.

7. 1IpoBepkTe, UTO MOJIB30BATENM MOI'YT OTKpBIBATh ontudeckue aucku. [logkmounre k BM
06011 1so daiti.

8. B ¢aiin /etc/modprobe.d/blockcdroms.conf no6aBbsTe CTPOKY ¢ OIOKMPOBKOM
Moy st_mod.

root@client:~# cat /etc/modprobe.d/blacklist.conf
blacklist sr mod
9. OOHoBwuTe Bee initrd (aiiabl U nepe3arpy3ure MallvHy.
# update-initramfs -k all -u
# reboot
10. HpOBCpLTC, 4TO MOCJIC NCPE3arpy3Ku ONTUICCKUC TUCKU HC OTKPBIBAIOTCA.
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

2.5 OTtkKkno4veHue TepmuHania VGA B npouecce 3arpysku.

1. Beixumounte BM cl2 u no6assre B Hactpoiikax BM COM noprt Nel, pexxum — TCP,
nyTh/afapec — 54321, onuuio NOAKITI0YEHUS K CYIIECTBYIOIIEMY COKETY — yOparTh.
3anycture BM.

2. Tomxmrountech k mopty 54321 Ha Xocte mo nmporokony telnet.

3. Boiigute Ha cl2 u akTUBHpPYITE KOHCOJb Ha MIEPBOM MOCIEI0BATEIHLHON JIMHUU.
# systemctl enable --now serial-getty@ttySO

4. Yb6enutech uTo B telnet ceccnn 0TOOpa3MIIOCH MPUIIIAIIIEHUE HA BXOJ] B CUCTEMY.

5. Hactpolite nepeBon BbIBOA HA MIEPBOE MOCIIEI0BATEILHOE COCAUHEHUE.

root@srvl:~# grep -E 'serial|console' /etc/default/grub
GRUB_CMDLINE LINUX DEFAULT="quiet console=ttySO"

GRUB_TERMINAL=ser ial

GRUB_SERIAL COMMAND="serial --speed=9600 --unit=0 --word=8 --parity=no --stop=1"

6. Oo6noBute (aitn konpurypanun GRUB.

# grub-mkconfig -o /boot/grub/grub.cfg
7. llepesarpy3uTe MallliHy U IPOBEPBTE, UTO TENEPh BBIBOJ IIPOLIECCA 3arPy3KH UIET TOJIBKO

Ha NOCJICAOBATCIILHYIO JIMHUIO.
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I'maBa 2. O6ecneuenue usudeckoit 6e3omnacHoctu Linux-cepepa.

2.6 *WundppoBaHne Nnonb3oBaTes/IbCKUX OaHHbIX
(HeoGa3aTenbHoOe)

Ha CL1 npoBepsbTe, UTO YCTAaHOBJIEH MAKET Cryptsetup.

3arpysuTte cll B 0JHOMOIB30BaTEIHCKOM PEXKHUME.

CrenaiiTe apXuB IOJIb30BATENbCKUX TAHHBIX. APXHB Pa3MECTUTE B KaTaiore /root.

Hacrpoiite mmdpoBanue pasziena, Ha KOTOPOM HaXOAMICS Karaior /home,

A

Omnuinyre aBTOMaTHYeCKOe MOAKIIIOYEHHE IU(PPOBAHHOIO Pa3Jielia o HapoiIko B
/etc/crypttab.

OTkpoiite mudpoBaHHbIN pa3aes.
Cozpnaiite (hailyioByr0 CUCTEMY Ha OTKPBITOM pasjele.

Onuiure NoaKIrYeHne BHOBL co3aHHol PC B /etc/fstab.

2o

CMoHTHpYiiTE pa3aen U BOCCTAaHOBUTE JaHHbIE B /home.

10. Ilepe3arpy3ure cucTeMy M POBEPHTE YTO JOCTYI K MPEKHUM JaHHBIM I10JIb30BaTEIEH
BOCCTaHOBHJICSL.
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I'maBa 3. [logkmrouaemblie Moaynu ayreHTH(GuKanuu (PAM).

NhaBa 3. Mogknoyaemble MmoAyn ayTeHTUdUKaLUu
(PAM).

3.1 Hactpoika PAM

3aganue BrinonHgercd Ha CL1.

1. TlpoBepbTe, yTO y Bac yCTaHOBJIEH MOIyab pam_mkhomedir.so.

# 1ls /1lib/x86 64-linux-gnu/security/pam mkhomedir.so
2. Hacrpoiite PAM Ha aBromMaruueckoe co3gaHue JOMAIIHUX KaTaJloroB MOJIb30BaTeNeH,

ucnosb3yst Mogysb pam_mkhomedir.so.
# pam-auth-update

Beibpatb onuuto «Create home directory on loginy.

3. TIpoBeputs B kakoM(uXx) (aiise mpou3BeaeHa HACTPOHKa.
# grep mkhome /etc/pam.d/*
/etc/pam.d/common-session:session optional pam mkhomedir.so
4. 3amyctute KOMaHAy pam-auth-update u IpoBephTE, YTO ONIUHU JIJII ABTOMATUYECKOU

HACTPOMKU MOIynst pam_umask Her.

5. Tak xe npoBepskTe, 4TO B (aitnax HacTpoliku PAM To)ke HEeT yOMUHAHUS MOYJIS
pam_umask.

# grep umask /etc/pam.d/*
6. OTKpoiiTe CripaBKy MO MOIYJIIO0 U MPOYTUTE, KaK €ro HaCTPANBaTh.

# man pam umask
7. B xonne ¢aiina /etc/pam.d/common-session 100aBbTe CTPOKY C MOAKIIOYCHHEM
MOJTYJISL.
# tail -1 /etc/pam.d/common-session
session optional pam umask.so
8. IlpoBepbTe TeKylee 3HAYCHNUE Umask MmoIb30BaTeNs user.
# su - user
$ umask

0022
S exit

9. H3menwuTe onucaHue y4eTHOM 3alCH USEr, ONpeAesuB MacKy paBHyto 0077.
# chfn -o umask=0077 user

# getent passwd user
user:x:1002:1002:,,, ,umask=0077:/home/user:/bin/bash

10. TIpoBepbTe, YTO IPU HOBOM BXOJI€ TIOJB30BATENb MOTYYIII 3HaYeHne umask, Ha3HaYeHHOE B
CBOMCTBAaX YYETHOU 3aIUCH.

# su - user
$ umask
0077

S exit
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['maBa 4. AyteHTU(UKAIHSL.

naBa 4. AyTeHTudunkauyms.

4.1 YdJYeTHble 3anvucu.

3amanue Beinoaasercs Ha CL1.

1. TIpocmotpurte ¢aiin /etc/shadow (¢ mpaBamu root). Y Bcex Jin MOJIb30BaTENICH CONEPKIMOE
BTOPOTIO IMOJIA BBITTIAAUT HpI/I6J'II/I3I/ITeJ'IBHO OJNHAKOBO HJIN K€ Y HCKOTOPBIX OJb30BaTenei

UMEIOTCS CYIIIECTBEHHBIC OTIUYHS OT 3aMMHUCEH NIl APYTHX MOJIb30BaTeei?

2. Kakuie CHMBOJIBI MOTYT COJCPIKATHCS MIH(PPOBAHHOM CTPOKE MApOoJisi BO BTOPOM I10JIE
¢aiina /etc/shadow ?

3. Hcnonb3yst TEKCTOBBIE YTUIIMTHI BEIBEIUTE TAOIHILY, COACPIKAIIYI0 UMEHA TI0JIb30BaTeNe,
ux UID u GID, a Takxe mmdpoBaHHbIil Mapoib (HEOOX0AUMO UMETh Tpasa root). Tabnura
JIOJDKHA COZIEPKATh 3aIMCH TOJIBKO IS TIOJIb30BaTesel MMEIoIuX MH(poBaHHbIE TAPOIH
JuIHOM O6onee 10 CHMBOJIOB.

# join —--nocheck-order -t: /etc/passwd /etc/shadow | awk -F:
'length ($8)>10{0OFS=":"; print $1,$3,$4,58}"

4. 3apeructpupyiTe moib3oBaTels testl, s KOTOPOro 3anmperieH BXo/] B CEaHC, UMEIOIIETO
JIOMaNTHHUIA KaTajor /var/spool/mail, i SBISIONIETOCS YICHOM TPYIIT users u mail.
[Tonb3oBarens qomxeH umets UID=1100.

# useradd -d /var/spool/mail -M -G users,mail -u 1100 -s /sbin/nologin testl
5. CoznaiiTe yU4eTHYIO 3alKCh JIs TTOJIb30BaTes test2 ¢ HacTpoMKaMu MO0 YMOJTYaHHUI0, HO 6€3

CO3JIaHMsI TPUBATHOM rpymmbl. [IpoBepbTe co3/1aICs M JOMAIITHUI KaTalor MOoIb30BaTels,
€CJIU J1a, TO HATIOJIHEH JIM OH (pailaMu, U KOMY OH TIPHHAJICIKUT.
# useradd -N test2

[DomawHnin katanor B Debian aBTomaTnyeckn He co3gaeTcs.

6. H3MmeHute uMsa monp3osareis test2 Ha test3.

# usermod -1 test3 test2
7. OTtkpoiiTe ceaHc A nmoyb3oBarens test3 uepes su win sudo. [Ipu BXoae n0mKeH ObITh

CO3/IaH IOMAITHUN KaTajor. 3aTeM 3aKpOuTe CEaHcC.

# sudo -u test3 -i
CospmaHue karTajsiora /home/test?2.

8. Kakoii karanor ObU1 co31aH 11s nonbs3oBarens test3. McnpaBere B HACTpOHKax
MI0JIb30BATENS My Th K JOMAITHEMY KaTaJIoTy.

# usermod -d /home/test3 test3
9. Tomyuurte MneHTHPUKATOPHI MOJIB30BaTENS test3.

# 1d test3
uid=1101 (test3) gid=100 (users) rpynne=100 (users)

10. Ynanute nonb3oBarens test3. 1 mpoBepsTe KOMY Tenepb NpUHAJIEKAT KaTaJ0TH
/home/test2 u /home/test3.
# userdel test3
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['maBa 4. AyteHTU(UKAIHSL.

# 1ls -1d /home/test*
drwxr-xr-x 2 1101 users 4096 ¢er 11 17:58 /home/test2
drwxr-xr-x 2 1101 users 4096 ¢der 11 18:01 /home/test3

11. B gaiine /etc/default/useradd nu3MeHuTe 3HaueHue nepeMeHHol SHELL Ha
/bin/bash

12. B ¢aiine /etc/login.defs co3naiiTe HepeMEeHHYIO KOTOpasi HACTPAUBAET
aBTOMAaTUYECKOE CO3/1aHME JIOMAIIHUX KAaTaJIOTOB I0JIb30BaTes e P UX JOOABICHHH.

# tail -1 /etc/login.defs
CREATE HOME yes

13. 3apeructpupyiite moap3oBareis test4d ¢ HacTpolikamu 1o ymonmdanuto. Kakas o6omouka
ycraHoBiieHa 1iid test4. [IpoBepbTe MOsSBUIICS JIM TOMAaIIHUN KaTajaor. Komy npuHamiexar
KaTajoru Buja test™.

# useradd test4

# getent passwd test4
testd4:x:1101:1101::/home/test4d:/bin/bash

# 1ls -1d /home/test*

drwxr-xr-x 2 testd users 4096 ¢er 11 17:58 /home/test2
drwxr-xr-x 2 testd users 4096 ¢pem 11 18:01 /home/test3
drwxr-xr-x 2 testd testd 4096 ¢pen 11 18:13 /home/testd

14. [omyuure uaeHTUPHUKATOP MOJIB30BaTENs test4 1 CpaBHUTE €ro ¢ TeM, 4To ObLI y test3.

# 1id test4
uid=1101 (test4) gid=1101 (testd) rpynne=1101 (test4)

15. Ycranosute maposs 1is testd . Mzyunre conepKumMoe COOTBETCTBYIOIIEH MOTB30BATEIIO
3anmcu B (aisie /etc/shadow.
# passwd test4d
# getent shadow test4

testd:5y$39T$xSSglk2mUC4rsCUHUVGS5h0$IN2g. crSaMZcdzgPsmK1XDiOFDEJJDHAL ygv26hU6GUA :
20130:0:99999:7:::

16. YcraHoBuTe 1aTy ycTapeBaHUs y4eTHOM 3amucH test4 Ha 31 mexaOps TEeKyIero roua.
[IpoBepbTe, 4TO U3MEHWIIOCH B /et c/shadow.

# chage -1 test4

[locyenHuy pasz3 HapoJib OBl M3MEHEH : e 11, 2025
CpoK IelCTBUS NapoJisad MUCTekKaeT . HMKOTIAa
llapoJis BymeT IOeakKTUBMPOBAH uepes . HMKOTIAa

CpoOk IOeMCTBMA YyUYETHOM 3alMCU MCTeKaeT ¢ HMKOTIa
MyHMMAJIbHOE KOJIMYECTBO IHEM MeXIy CMEeHOM IIapoJid : 0
MakxcuMaJIbHOE KOJIMUECTBO IHEM MeXOy CMEHOM I1apoJjis : 99999

KonmuecTBO nOHEM C HNpelylpexIeHMEeM Iepelnl IeaKTuBalUuuey napossg: 7/
# chage -E 2025-12-31 test4

# chage -1 test4

[locyenHuit pas IapoJib ObBUI M3MEHEH : e 11, 2025

CpOK IeMCTBMA [NapoJid MCTeKaeT ! HMKOI'Ia

[lapoJyip ByneT IeaKTUBMPOBAH uYepes : HUKOT'IA

Cpok IOeMCcTBUSA YyUYETHOM 3alMCU MCTeKaeT . mex 31, 2025
MyHMMAJIbHOE KOJIMYECTBO IHEM MeXIy CMEeHOM I1apoJid : 0
MakCcuMaJIbHOE KOJIMUYECTBO IHEMV MEeXIy CMEHOW I1apoJig : 99999
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['maBa 4. AyteHTU(UKAIHSL.

KonmuecTBO IOHEM C HNpenylnpexIeHMEeM Iepelnl IeaKTuBalUuuey napossg: 7/

# getent shadow test4
testd:5y$j9T$xSSglk2mUC4rsCUHUVGS5h0SIN2g. crSaMZcdzgPsmK1XDiOFDfjJDHAIygv26hU6UA :
20130:0:99999:7::20453:

17. YaanuTe napois noab30BaTeis U IPOBEPhTE U3MEHEHUA B /etc/shadow.

# passwd --delete testd
passwd: NapoJib M3MEHEH.

# getent shadow test4
test4::20130:0:99999:7::20453:

18. [MompoOyiiTe BoiiTh monb3oBaresneM test4. [Tyckaer nmu cucrtema 6e3 maposs?
# login test4

Linux client 6.1.0-25-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.106-3 (2024-08-26)
%86 64

The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/*/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent
permitted by applicable law.
llocnmenum BXOI B cucTeMmy: BT der 11 18:25:01 +05 2025 uma pts/1

[la MmoxHO BOITK Ge3 naponsi.

19. 3anpeTuTe BXOJ ¢ MyCTHIMU MAPOISIMH.

Heobxogumo ybpatb onumto nullok B HacTporikax Moayns pam_unix.so.

root@client:~# grep unix /etc/pam.d/common-auth
#fauth [success=1 default=ignore] pam_unix.so nullok
auth [success=1 default=ignore] pam unix.so

20. 3ab6oKupyiTE YUETHYIO 3auCh test4.

# passwd -1 test4d
passwd: Iapojib M3MEHEH.

# getent shadow test4
test4:1:20130:0:99999:7::20453:
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['maBa 4. AyteHTU(UKAIHSL.

4.2 KauecTBO naponemu

3amanne Beimoaasgercs Ha CL1.

1. VYcranoswure naketsl libpwquality-tools u libpam-pwquality.
# apt install libpwquality-tools libpam-pwquality
2. IlpunymaiiTe cBOM maposib U IPOBEPHTE €r0 Ha CI0KHOCTD.

# echo 'Qlw2e3r4#S$%' | pwscore
[IpoBepKa CJIOKHOCTM MapoJis 3aBeplmilach Heymauem:
[lapoJsib He mpoleJ NpoBepKy opdorpadmm - OCHOBaAH HA CJIOBE M3 CJOBApPH

3. TlompoOyiiTe creHepupoBaTh HECKOJIBKO MapoJieii aBTOMATUIECKU M CPABHUTE HX CIIO)KHOCTh
CO CBOMMH MAPOJISIMHU.

# pwmake 1
Warning: Value 1 is outside of the allowed entropy range, adjusting it.
gekf0v$yqgOdI

# pwmake 10
Warning: Value 10 is outside of the allowed entropy range, adjusting it.
@h"3pRg3n%0z

# pwmake 77
xAJzUpewnYjyR1Uk

# pwmake 100
ExypUthANyquhQysoKROP*

4. TIposepsre B Kakux ¢aitnax PAM ucnons3yercs Moyiib pam_pwquality.

# grep pwquality /etc/pam.d/*
/etc/pam.d/common-password:password requisite pam_ pwquality.so
retry=3
5. Hactpoiite MoNMUTUKY B OTHOIICHUH MApOJIeH: MUHUMAaJIbHAS JJTMHA — §, TTOBTOPEHHE
HMMEHH II0JIL30BaTeNs He 0oiiee 4ueM B 4 CHMBOJIaX, MUHIUMAJILHOE KOJIHYECTBO KJIaCCOB — 3,
MaKCHUMYM MTOBTOPEHUN OJTHOTO CUMBOJIa — 2, TOJBKO /IS JIOKAJIbHBIX MOJIH30BATEIICH.

# grep -v '""#' /etc/security/pwquality.conf
minlen = 6
minclass = 3
maxrepeat = 1
usersubstr = 4
local users only

6. Ycranosure napodib lin123 oT UMEHHU Cynepnoiab30BaTeNs MOJIb30BaTeNto test4.

root@client:~# passwd test4

HOBEIM HapOJIb:

HEYIAUHHV TIAPOJIb: IlapoJjib COIEPXMT CJMIUKOM MEHblleé UYeéM 3 CHMMEOJIOE PaBJIMYHOT'O THIAa
[IoBTOPMTE BBOI HOBOTO [apOJA:

passwd: mapoJsis yCHnemHoO OGHOBJIEH

7. TlompoOyiiTe n3MEHUTH Napob Mojb30BareneM testd Ha tesQ1lw2e3r4, test1234/ u Lin1234/

# su - test4

testd4@cll:~$ passwd

CMeHa napoJsia nng testéd.

Tekymr¥ HapoJib:

Hoeewr napodsib: tesQlw2e3rd

HEYIAUHHV IIAPOJIb: IlapoJib He mpollejl NpoBepKy opdorpadmy — OCHOBAH Ha CJIOBE U3
cJjoBaps
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HoBer nmapodib: testl1234/

HEYIAUHHM MAPOJIb: [lapojib CONEPXUT MMS NOJb30BaTeJd B TOM MM UHOM QopMme
HoBwii maposib: Linl234/

lloBTOPUTE BBOI HOBOTO mnapoJss: Linl234/

passwd: HnapoJib ycCIemHO OOHOBJIEH
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4.3 BNOKMPOBKA YUETHbIX 3annCcei.

1. Bxurounte momyns pam_faillock. Korna Oynere penaktupoBarh (aitiibl OpUeHTUPYHUTECH Ha
y>K€ UMEIOIINECS CTPOKHU, KOTOPBIE MEHSTh HE HAJI0: HAPUMEP B IPUMEPE HIKE
napaMeTpsl OMMCHIBAIOTCS OTHOCUTEIILHO CTPOKH ¢ MOIYJIEM pam_Unix.so.

# grep -A5 Primary /etc/pam.d/common-auth
# here are the per-package modules (the "Primary" block)

auth required pam faillock.so preauth
auth [success=1 default=ignore] pam_unix.so nullok

auth [default=die] pam faillock.so authfail
auth sufficient pam faillock.so authsucc

# here's the fallback if no module succeeds

# grep -A3 Primary /etc/pam.d/common-account

# here are the per-package modules (the "Primary" block)

account required pam faillock.so

account [success=1 new authtok regd=done default=ignore] pam_unix.so
# here's the fallback if no module succeeds

2. Hactpoiite 610KHPOBKY Y4eTHBIX 3anuceii Ha 30 MUH IpU 5 HeyAaYHbIX MOMBITKAX BX0O/A
JIOKaJbHOTO MoJb30Batelis. Cyneproab30BaTelb TOXKE JOKEH OJIOKUPOBATHCS, HO HA 5

MUHYT.

# grep -v '"#' /etc/security/faillock.conf
silent

local users only

deny = 5

unlock time = 1800
even deny root
root unlock time 300

3. VYcranosure nporpammy John The Ripper u mogbepure nmaponu st Mob30BaTeNs User.

Hcnonp3yiiTe nMmeronuiics cioBapp u3 maketa john-data. ITaposns lin123 noGaBeTe B
CJIOBAph TOCIIE CTPOKHU qWerty.

# apt list installed john*

BelBOI chnmcka.. ['OoToBO

john-data/stable,unstable,now 1.9.0-2 all [ycTaHOBJEH]
john/stable,unstable,now 1.9.0-2 amd64 [yCcTaHOBJIEH]

# unshadow /etc/passwd /etc/shadow | grep '“user:' > passwd
# cp /usr/share/john/password.lst

# grep -Al '~qwerty$' password.lst

qwerty

1inl23

# john --format=crypt --wordlist=password.lst passwd

# john --show passwd

# cat .john/john.pot
4. *(lomomuurtenvHoe). YcranoBute naket hydra. Yeranosure maket vsftpd. 3amycture

ciyx0y ftp. OTkiIounTe OJOKUPOBKY YUETHBIX 3aIMUCEH U MOAOSPUTE MapOIh IS
TIOJTH30BATEIIS USET.
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4.4 Tpynnbl.

1. Coznaiite rpynmy mons3oBateneit xusers ¢ GID 1010.
# groupadd -g 1010 xusers

2. 3aperucTpupyuTe moJib30BaTessl USer B KAU€CTBE YYACTHUKA TPYIIIIbI XUSETS.
# usermod -aG xusers user

3. HUcnonp3ysa yTunuty groupmod, MO3BOJAI0NTYI0 U3MeHITh uMeHa U GID rpynn. M3mMenute
UMl TPYIIIIBI HA YUSETS.

# groupmod -n yusers Xusers

# id user
uid=1002 (user) gid=1002 (user) rpynne=1002 (user),100 (users), 1010 (yusers)
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4.5 MNMonutuku sudo.

1. Pa3pemnvre noap30BaTeNIo USEr BHIIOIHATH KOMaHay passwd yepe3 yruiuty sudo, ass

CMEHBI TIApOJIs JIFOOOMY TMOJIb30BATENI0 KPOME T00t.

# grep

MYPASSWD /etc/sudoers

Cmnd Alias MYPASSWD = /usr/bin/passwd "[a-zA-Z0-9 1+$,!/usr/bin/passwd root
user ALL=MYPASSWD

He pegaktupyinTte dpann HanpsiMyto, UCNosnb3ynTe KomaHay visudo.

# su -

user

user@client:~$ sudo -1

[sudo]

IIapoJib IOJIAd usSer:

Matching Defaults entries for user on client:
env_reset, mail badpass,
secure_path=/usr/local/sbin\:/usr/local/bin\:/usr/sbin\:/usr/bin\:/sbin\:/

bin,

use pty

User user may run the following commands on client:

(root)

$ sudo

passwd testl

HOBEIV HapOJIb :
HEYIAUHHV IIAPOJIb: IlapoJib HOJIKEH COomepXaTh He MeHee 6 CHUMBOJIOB
[loBTOPMUTE BBOIL HOBOIO IAPOJIA:

passwd:

$ sudo
Sorry,

client.

[IapoJib yCII€MHO OOHOBJIEH

passwd root
user user is not allowed to execute

20

/usr/bin/passwd ~[a-zA-Z0-9 1+$,

! /usr/bin/passwd root

'/usr/bin/passwd root' as root on
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4.6 Mpocnnn nonb3oBarTesnein.

1. H3menwute 3HaueHue umask ra 027 mj1st BceX MoOIb30BaTENICH CUCTEMBI TT0 YMOJTYAHHIO.

# cat /etc/profile.d/umask.sh
umask 027

# umask 022
# umask
0022

# su sa
$ umask
0022

# su - sa
$ umask
0027

2. YcranoBute B COOCTBEHHOM Tpoduiie 00omouku rceBnoHuM 1 mist komansr Is -1.

$ grep alias\ 11 .bashrc
alias 11='ls -1"

3. Kakum 06pa30M CACIaTh Tak, YTOOBI OTOT JKE MCCBAOHUM YCTaHaBJIIMBAJICA U JJIs1 BCCX BHOBb

PETUCTPUPYEMBIX TOJIb30BATEIICH B CHCTEME, JIsi KOTOPBIX 000JIOYKOM MO yMOIYaHHUIO OyIeT
Bash?

Hob6aBuTb annac B /etc/bash.bashrc.

4. B xaxoM (paitne ynoOHee Bcero 100aBuTh k nepemMenHon okpyxenuss PATH nyTs k karanory
bin, HaxoxsAIIEMYCs B JOMAITHEM KaTajlore 0ObIYHOTO MOIb30BaTes?

~/.profile
5. Job6aButh Ha pabo4Mii CTOM JJIs BCEX HOBBIX IOJIb30BaTENIEH SPJIBIK AJIS 3aIycKka Opaysepa
Firefox.

# mkdir /etc/skel/Desktop
# cp /usr/share/applications/mate-terminal.desktop /etc/skel/Desktop/

Ons NnpoBeEpPKN yaannTb AOMaLLHWIA KaTanor nonb3oBaTtensi User u BOUTU UM B rpachKy. Y6eautbcs 4To
APINbIK NOABUIICA Ha pa6oqu crTone.
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4.7 AKTUBHOCTb NOJib30BaTe/iei.

1. Ompenenute, Korna OblIa MOCISIHUN pa3 3arpy’keHa CUCTEMA.

# last reboot | head -1
2. C nmomompo ONIHUH —a KOMaH/Ibl Who MOJy4YHTe MOAPOOHYI0 HHPOPMAIIUIO O

IIOJIB30BaTCIIAX U CTAaTyCC CUCTEMBI.

3. C nmomombio KOMaH 16l Who TOTydnTe CIIMCOK MOJTh30BaTENICH, BXOAUBIIINX B CEAHC paHEE.

# who /var/log/wtmp
4. CpaBHUTE PEABIIYIIMNA CIIUCOK CO CITUCKOM, BBIBOJUMBIM KOMaHI0M last.

last gononHWTENBHO NOKa3bIBaeT U Nepesarpysku CUCTEMDI.

5. TlomyuuTte OTYET IO BXOJAM B CEAHC CYIEPIIOIb30BaTelId C MOMOIIbI0 lastlog.
# lastlog -u root

6. Kto Bxoann B ceaHC 3a MMOCIEIHUE IISATh JHEH?
# last -s $(date -d '-5 days' +'%Y-%m-%d')

7. llomyuuTe CIMCOK AKTUBHBIX CEAHCOB.

# loginctl
SESSION UID USER SEAT TTY
2 1000 sa pts/0

26 1000 sa seatO0
8. HOJ’Iy‘II/ITe HO,I[pO6Hy10 I/IH(1)OpMaI_II/IIO 0 CTAaTyCC OAHOI'O U3 CCAHCOB. Kakue IMpoHeCChl TaM

3aMyIIeHbI?

# loginctl session-status 2

9. 3abnokupyiiTe u pa3dIOKUPYHTE CeaHC C rpaguecKM BXOJOM U3 APYroro TepMUHAIA.

loginctl lock-session 26
loginctl unlock-session 26

+H= H

10. [TonpoOyiiTe 3a610KMPOBATH CEAHC B TEKCTOBOM TEPMHHAJIE.

# loginctl lock-session 2

Brnokuposka He paboTaer.

11. 3aBepmuTe ceccuto B rpadguueckoM TepMuHane. [locie 3akpbeITus ceccur MOCMOTPHUTE
Kakas ceccHs OTKpajlaCh Ha 3TOM TEPMUHAJIE.

# loginctl terminate-session 26

Hapo noxaatbest 3aBepLUEHNst CECCUMN.

# loginctl
SESSION UID USER SEAT TTY
2 1000 sa pts/0

c5 108 lightdm seatO

# loginctl session-status cb5
c5 - lightdm (108)
Since: Tue 2025-02-11 22:14:14 +05; 1lmin 2s ago
Leader: 6436 (lightdm)
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Seat:
Display:
Service:

State:

Unit:

seat0; wvc7
:0
lightdm-greeter; type x11; class greeter
active
session-c5.scope
6436 lightdm --session-child 17 20
6460 /usr/sbin/lightdm-gtk-greeter
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'naBea 5. AocTyn K thannam.

5.1 Cos3paHue nanku ans ooéuiero agoctyna

3azaHue BRINOIHAETCS Ha Srvl.
1. Ot umeHu cyneprosib30BaTess co3IaiTe Kataior /home/project.

2. JloGaBbre monb3oBareneit userl, user2 u user3.

adduser userl
adduser user?2
adduser user3

3. Cosnaiite rpynmnsl RW_project u RO_project.

H= e

# groupadd RW project
# groupadd RO _project

4. Jlo6aBwre momp3oBareneii userl u user2 B RW_project, a monp3oBarens user3 B RO _project.
# gpasswd -a p3ep rpymnmna
5. JloGaBbTe monp30BarTes sa B rpymmy adm.

6. Haznausre SGID Ha karaynor /home/project, u npasa goctyma 770.

# chmod 2770 /home/project
7. Cnenaiite rpymmy adm BiajenblieM katajgora /home/project.

# chgrp adm /home/project
8. Tlomp3oBarenem sa co3maiite B Katanor /home/project/dl u ¢daiin £1 B HEM.

9. IlpoBepbTe npaBa n0cTyIa Ha coaepkuMoe /home /project.
$ id
uid=1000 (sa) gid=1000 (sa)
rpynne=1000 (sa) , 4 (adm) , 24 (cdrom) , 25 (floppy) ,27 (sudo), 29 (audio), 30 (dip) , 44 (video)
,46 (plugdev) ,100 (users), 106 (netdev),111 (1padmin), 114 (scanner),121 (docker)
xoHTexkcT=unconfined u:unconfined r:unconfined t:s0-s0:c0.c1023

$ mkdir /home/project/dl

$ touch /home/project/dl/fl
$ 1s -R1 /home/project/
/home/project/:

urToro 4
drwxr-sr-x. 2 sa adm 4096 ¢er 12 14:12 dil

/home/project/dl:
nroro 0
-rw-r--r-—-. 1 sa adm 0 der 12 14:12 f1l

10. Coznaiite ACL st karasiora /home /project Tak 4TOOBI MOJIB30BATENH B TPYIIIE
RW _project umenu npasa rw, a RO_project — r. OcTanbpHble TOIH30BaTEIN HUKAKUX MTPaB
HAMETH HE JOJKHBL.

# setfacl -m g:RW project:rwx,g:RO _project:rx /home/project
11. IIpoBepbTe pacnpocTpaHsOTCS JIM IIpaBa JocTyna Karajora /home/project Hadl u

1.
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# getfacl -R /home/project

getfacl: Removing leading '/' from absolute path names

# file: home/project
# owner: root

# group: adm

# flags: -s-

user: :rwx

group: :rwx

group:RW project:rwx
group:RO project:r-x
mask: :rwx

other::——-

# file: home/project/dl
# owner: sa

# group: adm

# flags: -s-

user: :rwx
group: :r-x
other: :r-x

# file: home/project/d1l/f1
# owner: sa

# group: adm

user: :rw-

group::r—-

other::r—-

12. Tlepenecute ACL ¢ katanora /home/project Ha BCe ero TeKyIllee COAepKUMOe.

# setfacl -R -M<(getfacl /home/project)

# getfacl -R /home/project

getfacl: Removing leading '/' from absolute path names

# file: home/project
# owner: root

# group: adm

# flags: -s-
user::rwx

group: : rwx

group:RW _project:rwx
group:RO _project:r-x
mask: :rwx

other::---

# file: home/project/dl
# owner: sa

# group: adm

# flags: -s-

user: :rwx
group: : rwx

group:RW _project:rwx
group:RO_project:r-x
mask: :rwx

other::---

# file: home/project/dl/fl

# owner: sa
# group: adm
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user: :rwx
group: : rwx
group:RW project:rwx
group:RO_project:r-x
mask::rwx
other::-——-

13. Tlonp3oBarenem userl co3maiite B katayior /home/project/d2 u daitn £2 B HeM.

14. [onyumiiocs 11 co3aath (aiinsl? Ecnu noinydusaock, To Kakue Mpasa JOCTyIa MOIyYHINCh
y (paiiioB U KaTanaoros?

# su - userl
$ mkdir /home/project/d2
$ touch /home/project/d2/f2

$ getfacl -R /home/project/d2

getfacl: Removing leading '/' from absolute path names
# file: home/project/d2

# owner: userl

# group: adm

# flags: -s-

user: :rwx

group: :r-x

other: :r-x

# file: home/project/d2/f2
# owner: userl

# group: adm

user: :rw-

group::r—--

other::r--

BHoBb co3gaHHble dhavnnbl He HacnegytoT ACL ot kaTtanora. igeT Tonbko HacnegoBaHue rpynnbi
BrnagenbLeB 13-3a ycTaHoBneHHoro 6uta SGID.

15. Ycranoute ACL no ymomvanuto (default ACL) Ha karasnor /home/project Tak, 4TOOBI
ynensl rpynn RW_project, RO project u adm nonyyanu npaBuIbHBIE IpaBa A0CTYIa Ha
BHOBbB C03/1aBaCMbI€ OOBCKTHI.

# setfacl -d -m g:RW project:rwx,g:RO _project:rx,g::rwx,m::rwx /home/project/

# getfacl /home/project/
getfacl: Removing leading '/' from absolute path names
# file: home/project/

# owner: root

# group: adm

# flags: -s-

user: :rwx

group: : rwx

group:RW _project:rwx
group:RO _project:r-x

mask: :rwx

other::---

default:user::rwx
default:group: :rwx
default:group:RW _project:rwx
default:group:RO_project:r-x
default:mask::rwx
default:other::---
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16. ITonb3oBarenem userl coszmaiite B karajgor /home/project/d3 u ¢ain £3 B HEM.

17. Kakue npaBa 10oCTyna MOJy4YHIUCh Y HOBBIX (DaiijIOB M KaTajaoros?

# su - userl
$ mkdir /home/project/d3
$ touch /home/project/d3/£f3

$ getfacl -R /home/project/d3
getfacl: Removing leading '/' from absolute path names
# file: home/project/d3

# owner: userl

# group: adm

# flags: -s-

user::rwx

group: : rwx

group:RW _project:rwx

group:RO _project:r-x

mask: :rwx

other::——-

default:user::rwx
default:group::rwx
default:group:RW _project:rwx
default:group:RO_project:r-x
default:mask::rwx
default:other::---

# file: home/project/d3/£3
# owner: userl

# group: adm

user: :rw-

group: :rwx #teffective:rw-
group:RW _project:rwx #effective:rw-
group:RO _project:r-x feffective:r--
mask::rw-

other::—--

18. IIpoBepsTe ecth U Hacneayemble ACL Ha katanore /home/project/dl.

$ getfacl /home/project/dl
getfacl: Removing leading '/' from absolute path names
# file: home/project/dl

# owner: sa

# group: adm

# flags: -s-

user: :rwx

group: :rwx

group:RW _project:rwx
group:RO _project:r-x

mask: :rwx

other::——-

19. Ilepenecute ACL ¢ karanora /home/project Ha BCe €ro TeKyllee COAepKUMOE.

# setfacl -R -M<(getfacl /home/project) /home/project/*
20. IIpoBepsTe, 4TO TEenepb OObIYHBIE (DaliiIbl MMEIOT MpaBa Ha UCIoNHEHHe. VcrpaBbTe 3T0.
# getfacl /home/project/dl/fl
getfacl: Removing leading '/' from absolute path names
# file: home/project/dl/f1l
# owner: sa
# group: adm
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user::rwx
group: : rwx
group:RW project:rwx
group:RO_project:r-x
mask: : rwx
other::-——-

# find /home/project/ -type f | xargs setfacl -m m::rw

# getfacl /home/project/dl/fl

getfacl: Removing leading '/' from absolute path names

# file: home/project/dl/fl

# owner: sa

# group: adm
user::rwx

group: : rwx

group:RW project:rwx
group:RO_project:r-x
mask::rw-

other::-——-

#effective:rw-

#effective:
#effective:
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5.2 CneuynanbHble OUTbI gocTyna.

1. TlpoBepbTe, Kakue OUTHI ITpaB IOCTYIIAa YCTAHOBJIEHbBI HA UCIIOMHSAEMBIN (haiiil KOMaH Ibl
passwd.

# stat $(which passwd)
®amn: /usr/bin/passwd
PaszMep: 68248 Bioxor: 136 Bsiok B/B: 4096 OOBIUHEI Qanil
YcrporcTreo: 8/17 Wuoma: 261754 Ccrlnxm: 1
HOocryn: (4755/-rwsr-xr-x) Uid: ( 0/ root) Gid: ( 0/ root)
KonrekcT: system u:object r:passwd exec t:s0
HOocTym: 2025-02-07 22:23:35.322108838 +0500
Mommbuumposasn: 2023-03-23 17:40:50.000000000 +0500
VIBMeHEH : 2025-02-04 16:43:52.500000000 +0500
CoznmaH: 2024-09-21 15:50:21.543299000 +0500

2. C noMompio ps U awk MOJYyYUTE CIIMUCOK BCEX MPOLIECCOB B cUCTEME, Ul KoTopbix RUID
He paseH EUID.

# ps -eo ruid,euid, tty,cmd | awk '$1!=$2"
RUID EUID TT CMD

1000 0 pts/0 sudo -1i

1000 0 pts/1 sudo -1

3. Ha xaxoii-m100 BUPTyanbHON KOHCOJIM 3aIlyCTHTE KOMaHy passwd OT IMEHH OOBIYHOTO
[I0JIb30BaTeNsl. BrinonHuTe Ty k€ KOMaHy, 4TO U B IIpeblaylieM yHkre. Fimeercs u B
TpeOyeMoM crucke nporecc passwd?

# ps -eo ruid,euid, tty,cmd | awk '$1!=S$2"

RUID EUID TT CMD

1000 0 pts/0 sudo -1i
1000 0 pts/1 sudo -1i
1000 0 pts/2 passwd

4. Hcnonw3ysa find 3anummute B paitn SUGID. txt Bce MMeHa (aiiyioB, Ha KOTOpBIE
yctanoBieHsl 6utel SUID mu SGID.
# find / -type £ -perm /6000 2>/dev/null | xargs ls -1 > SUGID.txt

# head -3 SUGID.txt

-rwsr-xr-x. 1 root root 377320 aus 11 2023
/opt/VBoxGuestAdditions-7.0.6/bin/VBoxDRMClient

-rwxr-sr-x. 1 root shadow 80376 map 23 2023 /usr/bin/chage
-rwsr-xr-x. 1 root root 62672 Map 23 2023 /usr/bin/chfn

5. Haiigute B /home Bce karanoru ¢ yctaHosieHHbIMU Outamu SGID unu Sticky bit.

# find /home -type d -perm /3000 2>/dev/null | xargs ls -1d
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5.3 [AdononHuTtenbHblIe aTpUoyThI haiinos.

1. Coznaiite B tomaiiHeM karajore nmoakaranor dir ¢ gaimamu 1.txt, 2.txt, 3.txt

$ mkdir dir
$ for VAR in {1..3} ;

do echo $VAR > dir/S${VAR}.txt ;

2. VYcranosute atpuOyT a mis 1.txt, i ans 2.txt u ¢ qst 3.txt

$ chattr +a dir/1.txt
chattr:

S sudo chattr +a dir/l.txt
$ sudo chattr +1i dir/2.txt
S chattr +c dir/3.txt

done

Onepaumusa He noszeBojieHa while setting flags on dir/1l.txt

3. TlompoOyiiTe BBIIOIHUTH C (haiiiamMu cleayrolue onepauun: 100aBuTh HTHPOpPMAIIUIO B

(aiiiel, Iepe3anucarb COACPKUMOE, YIATUTh (HaIIbI.

$ for VAR in {1..3} ; do echo
-bash: dir/1.txt: Onepaumusa He
-bash: dir/2.txt: Onepaumsa He

$ for VAR in {1..3} ; do echo
-bash: dir/2.txt: Onepaumus He

for VAR in {1..3} ;

rm: HEBO3MOXHO ymammurTb 'dir/1
rm: HEBOS3MOXHO ymaymurb 'dir/2
$ for VAR in {1..3} ; do sudo
rm: HEBO3MOXHO ymanmThb 'dir/1
rm: HEBO3MOXHO ymajauTb 'dir/2
rm: HEBOS3MOXHO ymamauThb 'dir/3.

do rm dir/${VAR}.txt ;

.txt':

new SVAR > dir/${VAR}.txt ; done

IIO3BOJIEHA
IIO3BOJIEHA

new_$SVAR >> dir/${VAR}.txt ; done

II03BOJIEHA
done

.txt': Onepaumsa He

.txt': Onepauus He

rm dir/${VAR}.txt

Onepauusa He
.txt': Onepauus He
txt':
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IIO3BOJIEHAa

; done
[IO3BOJIEHA
IO3BOJIEHA

HeTr Takoro danjia wmuam kKarajora
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naBa 6. Moaynu 6esonacHocTu Linux.

6.1 SELinux.

3ajaHue BBINOIHAETCS Ha Srv .
1. Ycranosute makeThl selinux-basics, selinux-policy-default, selinux-utils u auditd.
2. Bemonauth koMaHAy selinux-activate, kotopas Hactpoutr GRUB, PAM u co3nact
daiin /.autorelabel.
[Tepesarpysute OC.
4. IlpoBepsre ycTaHOBKY KOMaHI0i check-selinux—-installation.

5. TIposepste cocrosue SELinux. Eciu 0HO BBIKIIIOUEHO, TO BKJIIOYUTE €0 WK NIEPEeBEIUTE B
pexxum enforcing.

# sestatus

SELinux status: enabled
SELinuxfs mount: /sys/fs/selinux
SELinux root directory: /etc/selinux
Loaded policy name: default

Current mode: enforcing

Mode from config file: enforcing
Policy MLS status: enabled

Policy deny unknown status: allowed

Memory protection checking: actual (secure)
Max kernel policy version: 33

Mocne uameHeHns B hanne /etc/selinux/config HyXHa nepesarpyska.

6. Ycranosure BeO-cepBep apache u mpoaHanu3upyHTe Kak MPOMapKUpOBaHbI (Baiiibl 3TOM

CITYKOBI.

# apt install apache?

# 1s -7 /var/www/html/index.html

unconfined u:object r:httpd sys content t:s0 /var/www/html/index.html

# ps -eZ | grep apache?2

system u:system r:httpd t:s0
system u:system r:httpd t:s0
system u:system r:httpd t:s0

# 1ls -Z /usr/sbin/apache?

1609 ? 00:00:00 apache2
1610 ? 00:00:00 apache2
1639 2 00:00:00 apache2

system u:object r:httpd exec t:s0 /usr/sbin/apache2
7. B aiin /var/www/html/index.html 3anumure oqHy crpoky: Default Site.

Yoenutech, 4To BeO-CEpBEP MOKA3BIBAECT CTAPTOBYIO CTPAHUILY.

# echo Default Site > /var/www/html/index.html

# curl http://127.0.0.1
Default Site
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8. CospmaitTe anmac s Katajora /home /myweb, MOMECTUTE B 3TOT KaTajor (aii
index.html u npoBepbTE NOCTYIIHA JIK 3Ta CTpaHula. Ha naHHOM 3Tamne cTpaHulia He
JIOJDKHA OBITH TOCTYITHA.

# mkdir /home/myweb
# echo 'My test Web Page' > /home/myweb/index.html

# cat /etc/apache2/sites-available/myweb.conf
Alias /myweb /home/myweb

<Directory /home/myweb>

AllowOverride none

Require all granted

</Directory>

# a2ensite myweb

Enabling site myweb.

To activate the new configuration, you need to run:
systemctl reload apache?2

# systemctl reload apache2

# curl http://127.0.0.1/myweb/index.html

<!DOCTYPE HTML PUBLIC "-//IETF//DTD HTML 2.0//EN">

<html><head>

<title>403 Forbidden</title>

</head><body>

<hl>Forbidden</hl>

<p>You don't have permission to access this resource.</p>

<hr>

<address>Apache/2.4.62 (Debian) Server at 127.0.0.1 Port 80</address>
</body></html>

9. CpaenaiiTe BpeMEHHYIO IepeMapKUPOBKY (ailiioB AJisi BeO-cepBepa U MPOBEPhTE AOCTYI K
CTpaHHIIE auaca.

# chcon -R -t httpd sys content t /home/myweb/
# curl http://127.0.0.1/myweb/index.html
My test Web Page

10. BocctanoBHUTE MapKHPOBKY 110 YMO4aHuto st /home. [IpoBepbTe JOCTYITHOCTH
CTpaHMIIBI.

# restorecon -R /home/

# curl http://127.0.0.1/myweb/index.html

<!DOCTYPE HTML PUBLIC "-//IETF//DTD HTML 2.0//EN">

<html><head>

<title>403 Forbidden</title>

</head><body>

<hl>Forbidden</hl>

<p>You don't have permission to access this resource.</p>

<hr>

<address>Apache/2.4.62 (Debian) Server at 127.0.0.1 Port 80</address>
</body></html>

11. Co3paiiTe MOCTOSIHHOE MPABHJIO MAPKUPOBKH MPUMEHUTE ITH MIPaBUJIa K KaTaJIOTy
/home/myweb. Y06enutech, 4To MpaBuiia MAPKUPOBKU OTPabOTaNIN MPABUIIBHO U JTOCTYI

K aJInaCy BOCCTAaHOBUIJICA.
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# semanage fcontext -a -t httpd sys content t '/home/myweb (/.*)?"'
libsemanage.add user: user sddm not in password file

# restorecon -vR /home/myweb/

Relabeled /home/myweb from unconfined u:object r:user home dir t:s0 to
unconfined u:object r:httpd sys content t:s0

Relabeled /home/myweb/index.html from unconfined u:object r:user home t:s0 to
unconfined u:object r:httpd sys content t:s0

# l!curl
curl http://127.0.0.1/myweb/index.html
My test Web Page

12. Pa3pemute cereBoe NOAKIIOUEHUE BEO-cepBepa K Oa3aM JaHHBIX.

# getsebool httpd can network connect db
httpd can network connect db --> off

# setsebool httpd can network connect db on
# getsebool httpd can network connect db
httpd can network connect db --> on

13. Tlpoananu3upyiite )KypHal ayauTa U MPUMHUTE PEIICHUE 0 YCTPAaHEHHIO OTKA30B B
noctyne. CTOUT JIM UX TPUHATh, IPOUTHOPUPOBATH UM UCIIPABUTH MTOJIUTUKHU WIH
HACTPONKU MOTUTHK. Eci HE06X0IMMO BHECUTE HYKHbIE U3MEHEHHUS.

Hanpuwmep:

grep 'avc: denied' /var/log/audit/audit.log | audit2allow
grep 'avc: denied' /var/log/audit/audit.log | audit2why

)% )0

grep httpd t /var/log/audit/audit.log | audit2allow
grep httpd t /var/log/audit/audit.log | audit2why
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6.2 *CospaHue mogynsa SELinux. Npasuna RBAC
(HeoOs3aTenbHoe).

Coznaiite cooctBeHHBIN Moaynb st SELinux. (ITo mpumepy B yueOHHKE).
CKOMOWIMPYUTE U YCTAHOBUTE MOIYJIb.

Bxirounte Moayib.

VYnanure cBOM MOIYJIb.

A e

Co3znaiite HoBoro Unix moiip3oBarelis U conocrasbre ero ¢ SELinux rojip3oBareiieMm
staff u.llpoBepbTe Kakue onepanuu MOXKET BBIIOJIHATE JaHHBIN TOIb30BaTENb.

6. Cosnaiire SE nons3osarens webadm u, CBA3aHHOIO € po/ibl0 webadm_u. 3arem Unix

nosib3oBaresisi webadm, CBSI3aHHOIO € webadm U U IPOBEPBTE €0 NPUBUIIETUH.

7. Wsmenure SELinux nomp3oBarens Al y4€THOM 3alMCU aJMUHUCTPATOPa HA Uuser U.

HpOBCpLTe ﬂeﬁCTByeT JIM UIBMCHCHHUEC Ha pa60Ty OT UIMEHH OOBIYHOT'O U CyHIEpI10JIb30BaTCIIA.

[Tocne BemoaHEHUs 1ab60paTopHBIX padoT oTkiItounTe SELinux!

$ sudo setenforce 0
$ sudo selinux-activate disable
$ sudo reboot
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6.3 AppArmor

Brimonnsiercs Ha cll.
1. VYcraHoBuTe makeTsl apparmor, apparmor-utils, apparmor-profiles, apparmor-profiles-extra.

2. Ckomnupyiite nporpaMmy ping B JOMAaIIHUN KaTaJor MOJIb30BaTEIIs.

$ sudo cp -a /bin/ping ping
3. Tlposepste, uTo Komus ping padoraet. Eciau He paboraet, To Ha3HaubTe linux capabilities

cap_net_raw=ep Ha 3TOT (aii.

sudo setcap cap net raw=ep ping

4. Co3znaiite npoduias AppArmor sl KOTTMK MPorpaMMbl ping.
$ sudo aa-autodep /home/sa/ping

Writing updated profile for /home/sa/ping.

$ sudo cat /etc/apparmor.d/home.sa.ping
# Last Modified: Tue May 3 11:36:43 2022
#include <tunables/global>

/home/sa/ping flags=(complain) ({
#include <abstractions/base>

/home/sa/ping mr,

5. TIpoBepskTe, 4TO KoM ping paboTaer.

$ ./ping -cl 127.0.0.1
PING 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
64 bytes from 127.0.0.1: icmp seg=1 ttl=64 time=0.051 ms

--—- 127.0.0.1 ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 0.051/0.051/0.051/0.000 ms

6. Ilepexmtounte npoduas B IPUHYAUTEIbHBIN peXUM. Teneph ping JA0DKEH MepecTarh
padorars.

$ sudo aa-enforce /etc/apparmor.d/home.sa.ping
Setting /etc/apparmor.d/home.sa.ping to enforce mode.

$ ./ping -cl 127.0.0.1
./ping: socket: Operation not permitted

7. C nmomomipio aa-genprof HacTpolTe npoduib, YTOOBI OH pa3peria UCIOIb30BaHNE
KOIIMU ping.

$ sudo aa-complain /etc/apparmor.d/home.sa.ping
Setting /etc/apparmor.d/home.sa.ping to complain mode.

sudo aa-genprof /home/sa/ping

Before you begin, you may wish to check if a
profile already exists for the application you
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wish to confine. See the following wiki page for
more information:
https://gitlab.com/apparmor/apparmor/wikis/Profiles

Profiling: /home/sa/ping

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be
allowed or denied.

[(S)can system log for AppArmor events] / (F)inish
Reading log entries from /var/log/audit/audit.log.
Updating AppArmor profiles in /etc/apparmor.d.
Complain-mode changes:

Profile: /home/sa/ping
Capability: net raw
Severity: 8

[1 - capability net raw,]
(A)llow / [(D)eny] / (I)gnore / Audi(t) / Abo(r)t / (F)inish
Adding capability net raw, to profile.
= Changed Local Profiles =
The following local profiles were changed. Would you like to save them?
[1 - /home/sa/ping]
(S)ave Changes / Save Selec(t)ed Profile / [(V)iew Changes] / View Changes b/w
(C)lean profiles / Abo(r)t
Writing updated profile for /home/sa/ping.
Profiling: /home/sa/ping

Please start the application to be profiled in
another window and exercise its functionality now.

Once completed, select the "Scan" option below in
order to scan the system logs for AppArmor events.

For each AppArmor event, you will be given the
opportunity to choose whether the access should be
allowed or denied.

[ (S)can system log for AppArmor events] / (F)inish
Reloaded AppArmor profiles in enforce mode.

Please consider contributing your new profile!

See the following wiki page for more information:

https://gitlab.com/apparmor/apparmor/wikis/Profiles

Finished generating profile for /home/sa/ping.
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$ sudo aa-enforce /etc/apparmor.d/home.sa.ping
Setting /etc/apparmor.d/home.sa.ping to enforce mode.

$ sudo cat /etc/apparmor.d/home.sa.ping
# Last Modified: Tue May 3 11:41:33 2022
#include <tunables/global>

/home/sa/ping {
#include <abstractions/base>

capability net raw,
/home/sa/ping mr,
}

$ ./ping -cl 127.0.0.1
PING 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
64 bytes from 127.0.0.1: icmp_seqg=1l ttl=64 time=0.051 ms

--- 127.0.0.1 ping statistics ---

1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 0.051/0.051/0.051/0.000 ms
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naea 7. MOHUTOPUHTI COObLITUIA GE30MacCHOCTMU
cpeactBamu OC Linux.

7.1 PaGoTa C XypHasamMmu.

1. TIpoBepbTe ycTaHOBIEH Jid TakeT rsyslog Ha MammHax. Eciau HeT, TO yCcTaHOBUTE €ro Ha
Bcex BM. Jlanee mouTu Bce AeicTBUS BBINONHAIOTCS Ha srv] Ha cll u cl2 HacTpauBaercs
TONBKO KIIMEHTHI syslog.

2. Co3zpaiite B kOH(pUTYpauy 1eMOHa rsyslog cTpoKy, KOTOpast 3aCTaBUT €ro 3alUChIBaTh
COOOIIIEHUsT OT UCTOYHMKA auth ¢ ypoBHEM BaKHOCTH He HUXe info B daiin
/var/log/mylog.

3. JloGaBbTe B KOHIIE daitna /etc/rsyslog.conf CTpoKy:

auth.info /var/log/mylog
4. Omnpenenurte, KaKOW CUTHAI MTO3BOJISIET AEMOHY rsyslog mepeunTars ¢aiin KoHDUrypamuu u

MPOJIODKUTE paboTy ¢ M3MEHEHHBIMU HacTpoiikamu. [lonumite 1eMoHy 3TOT CUTHAT U
MpoOBeEpETE, co3naics au dain /var/log/mylog.

Takoro curHana Het, curHan HUP (1) — nepeoTkpbITb BCe (halinbl XXypHaroB:

# man rsyslogd
5. HpOBepLTC, 3allMCBIBAKOTCH JIU B OTOT (baﬁn COO6H_[CHI/I$I IIpHU BXOJC B CCAHC M BBIXOAC U3

HETO MOJIb30BaTeNeH.

6. CoznaiiTe aHAJIOTUYHBINA KypHAI /var/log/mylogpriv s 3aUCH COOOIIEHUH OT
ucrounuka authpriv . [IpoBepsre ero paboToCcrnocoOHOCTh. 3aUCHIBAIOTCS JIU B HETO TE JKE
COOOIIIEHUS, YTO ¥ B TIPEIBLAYIIUHN KypHa?

AHanornyHo HacTtpomkam /var/log/mylog

authpriv.info /var/log/mylogpriv
7. Hactpoiite npuem coobmieHuit mo nporokosy UDP Ha srv1 u 3amuch Takux cooOIeHnii B

OTACIIBHBIC X KYPHAJIbI JJIs KaXXJ10Iro y3Jia.

8. VYnoOueii OyneT co3aark OTAENbHBIN (ailsl KoH(Urypaum, HanpuMep
/etc/rsyslog.d/udp.conf U B HEM ONUCATh CIEAYIOUIUE CTPOKH:

SModLoad imudp

Stemplate RemHost,"/var/log/network/$HOSTNAMES.log"
SRuleSet remote udp

*.* ?RemHost

$InputUDPServerBindRuleset remote udp
SUDPServerRun 514

B ocHoBHOM channe KoHdurypaumm Heobxoanmo nepeg nepebiM npasunom obowasute RuleSet ans
nokarnbHbIX COObLLEeHN 1 caenatb ero AedONTHbIM:
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#### RULES ###4#
SRuleset local

SDefaultRuleset local
Mnu B HOBOM CUHTaKcUCE:

module (load="imudp")
input (type="imudp" port="514" ruleset="RemoteUDP514")

template (name="NetworkLog" type="1list") {
constant (value="/var/log/network/")
constant (value="/")
property (name="hostname")
constant (value=".1log")

}

ruleset (name="RemoteUDP514") {

action (type="omfile" dynaFileCacheSize="1024" dynaFile="NetworkLog"
FileOwner="root" FileGroup="root" dirOwner="root" dirGroup="root"
FileCreateMode="0640" DirCreateMode="0755" flushOnTXEnd="off" asyncWriting="on"
flushInterval="10" ioBufferSize="64k")
}

9. Hacll u cl2 nacTpoiite nepeHamnpanieHre coosITHi Ha Bam srv1. U mporectupyiite padoty
CITYXKOBI.

[obasbTe B KOHUe channa /etc/rsyslog.conf CTPOKY:
*Lx @srvl:514
Ytobbl 310 paboTano, Hago 3anucaTb agpec srvl B panne /etc/hosts.

10. ITocMoTpHTe KypHas 3arpy3Ku CUCTEMBI.
# journalctl -b

11. [ompoOyiiTe BOCIONB30BaThCs OMIMeH -1 BunuTe a1 BbI pazuuily? Ecim HeT, To kak
YBUAETH?

# journalctl | less
12. Hactpoiite systemd BecTH MOCTOSTHHBIE KYPHAJIBI.

Cospgatb kaTtanor /var/log/journal

13. Co3paiiTe HACTPOMKHU pOTALMHU Ul KypHAIOB /var/log/mylogu
/var/log/mylogpriv, co3naHHbIX panee. Galliibl JOIKHBI POTHPOBATHCS €XKETHEBHO.
Poranus nepBoil KOIKUK JOJIKHA OCYILIECTBIATHCA J1Ba pa3a. PoTupyemble KOUU JOKHBI

CKUMATHCS YyTUIUTOHN gZip.
14. Coznare HOBBIH ¢aitn /etc/logrotate.d/mylog co CIenyrOmUM COIEPKUMBIM:

/var/log/mylog
/var/log/mylogpriv
{
daily
rotate 2
compress
missingok
notifempty
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sharedscripts

postrotate
/usr/lib/rsyslog/rsyslog-rotate

endscript

15. dns daitna /var/log/mylog ycTaHOBUTE B KQ4Y€CTBE JOIOIHUTEIBHOTO YCIOBUS

poraiuu nocTmkenue um pasmepa 10 Ko.

16. I3menuts aiin /etc/logrotate.d/mylog ciaenyrommm 00pazom:

/var/log/mylog

{
daily
rotate 2
size 10k
compress
missingok
notifempty
sharedscripts
postrotate

/usr/lib/rsyslog/rsyslog-rotate

endscript

}

/var/log/mylogpriv

{
daily
rotate 2
compress
missingok
notifempty
sharedscripts
postrotate

/usr/lib/rsyslog/rsyslog-rotate

endscript

17. C0311a171Te ImpaBujia poTaquu XXypHaJOB C COO6H_I€HI/I$[MI/I, MOCTYyIMAarOIMMU U3 CCTH.
HapaMeTpLI poTanuu — CKCIHCBHO, 7 KOHHﬁ, CO CXKaTHeM 2 KOIINH, CY(I)(I)I/IKC B BUIC OAThl.

# cat /etc/logrotate.d/network
/var/log/network/*.log
{
daily
rotate 7
dateext
compress
delaycompress
missingok
notifempty
sharedscripts
postrotate
/usr/lib/rsyslog/rsyslog-rotate
endscript

18. HacTpoiite aBTOMaTuueCcKyo poTaluio xXypHaia /var/log/messages, NOCPEACTBOM
UCXOIAIIHX coobmenuit rsyslog. s poranuu ucmonb3yiTe logrotate ¢ oTneIbHBIM
KOH(UTYpalMoHHBIM (aitioM. Pazmep xypHaina ans poraun 1 MB.
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CospgaTb dhann co CKpUTOM:

touch /usr/local/sbin/log rotation script
chmod +x /usr/local/sbin/log rotation script

Cogaepxumoe ckpunTa:

#!/bin/bash
/sbin/logrotate /etc/logrotate.messages

B daiine /etc/logrotate.messages NapamMeTpbl poTaunmn, HanpuMep:

/var/log/messages
{
rotate 10
size 1k
missingok
sharedscripts
postrotate
/usr/lib/rsyslog/rsyslog-rotate
endscript

B koHurypaumm rsyslog:

Soutchannel
mymessages, /var/log/messages, 1048576, /usr/local/sbin/log rotation script

LK :omfile: $mymessages

Mepesanyctutb rsyslog
Mposepka:

# for msg in test msg {1..99999}; do logger Smsg; dones&
# watch 1s -1 /var/log/messages

19. Hactpoiite OG1OKUPOBKY YUETHON 3alTUCH MOJTH30BATEINSI, KOTOPBIH BBHITTOTHSIET HE
pa3pemnieHHbIe KoMaHIbI sudo.

Haliante coolbLeHns OT cMCTeMbl aBTOPU3aLINMN CBSI3aHHbIE C UCMOMb3oBaHNEM sudo. INMpocMmoTpuTe nx
BUAWTE N Bbl COOLITUSA CBSI3aHHbIE C HEMPaBOMEpPHbBIM MUCMOoNb3oBaHneM sudo. Kak BbirmagaTt Takue
CcoOoOLLEeHuns.

# grep sudoers /var/log/auth.log

2025-02-12T20:04:31.234347+05:00 srvl sudo: userl : user NOT in sudoers ;
TTY=pts/2 ; PWD=/home/userl ; USER=root ; COMMAND=/usr/bin/ls

# cat /usr/local/sbin/mylogparser

#!/bin/bash

export LANG=C

CDATE=$ (date +'%b % d $H:%M:%S')

BUSER=S$ (echo $@ | awk -F: '{print $1}' | tr -dc a-zA-Z0-9)

passwd -1 ${BUSER}

echo "${CDATE} $ (hostname) : User S${BUSER} locked" >> /var/log/notinsudo.log
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loginctl terminate-user ${BUSER}

# grep tmpll /etc/rsyslog.conf

Stemplate tmpll, "%msg%"

if S$programname == 'sudo' and S$msg contains 'user NOT in sudoers' then
~/usr/local/sbin/mylogparser;tmpll

$ ssh userl@l72.27.2.134
userl@172.27.2.134"'s password:

$ sudo 1ls
[sudo] password for userl:
userl is not in the sudoers file.

$ Connection to 172.27.2.134 closed by remote host.
Connection to 172.27.2.134 closed.

$ ssh userl@172.27.2.134

userl@172.27.2.134's password:

# getent shadow user?2
userl:!$y$j9T$nj25dzr1 PWNkHpXmGtYnn/$HRA3TFICW1VelkG3pVL.P/UzR3I8I3JKbOAOL/
VRN1.:19100:0:99999:7:::

BaxxHoe 3ameuyaHue!!l. Takon BapuaHT He cpaboTaeT npwu BkrtodeHHoM SELinux.

20. Hacrpoiite rsyslog Ha 3anuch [P aapeca, ¢ KOTOporo npou3BOAUTCS MOIBITKA BXOA 110
MPOTOKOY ssh moik3oBatenem root B ¢aiin /var/log/badips.log.

# grep programname /etc/rsyslog.conf
if $programname == 'sshd' and $msg contains 'Failed password for root from' then
~/usr/local/sbin/mylogparser

# cat /usr/local/sbin/mylogparser

#!/bin/bash

PATH=/usr/local/bin:/usr/bin:/bin:/sbin

CDATE=S (date -Iseconds)

remIP=S$(echo $1 | sed -r 's/.*from ([0-9]7+\.[0-97+\.[0-91+\.[0=-9]1+).*/\1/")
echo "${CDATE} : Attack detected from ${remIP}" >> /var/log/badips.log

21. *Ycranosute naket logwatch u mpocMoTpuTe 0T4eT 0 (PYHKIIMOHMPOBAHUH BAIIETO
KOMIIBIOTEpA.

22. *HacrpoliTe noay4yeHue CTaTUCTUKH 0T web-cepBepac nomonibio webalizer.

23. *YcranoBute naket webalizer. Y nzyunte daiin kondurypaunu
/etc/webalizer/webalizer.conf. OOparute BHuMaHue Ha onuuu KoHpurypauu LogFile u
OutputDir.
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7.2 Ayaur.

1. IIpoBepsbTe 3aIylieH JI JEMOH ayquUTa.

# systemctl is-active auditd.service
active

2. IlpoBepbTe €ro HaCTPOMKH.
MpoBepuTb cogepxumMoe Katanora /etc/audit U pannos B HEM.

3. CoznaiiTe mpaBUIIO TS OTCISKUBAHUS oOpareHut Kk daity /etc/shadow u
/etc/passwd.

# auditctl -w /etc/passwd -p wa -k passwd access
# auditctl -w /etc/shadow -p wa -k shadow access

# auditctl -1
-w /etc/passwd -p wa -k passwd_access
-w /etc/shadow -p wa -k shadow access

4. llepe3amycTuTe ayIuT U MPOBEPHTE, YTO MPABUIIA HE COXPAHWINCH

# systemctl restart auditd.service
# auditctl -1
No rules

5. OnumuTe Baly NpaBuiIa B KOHQUTYPAITMOHHOM (Qaiiie.

# cat /etc/audit/rules.d/my.rules
-w /etc/passwd -p wa -k passwd_access
-w /etc/shadow -p wa -k shadow_access

# systemctl restart auditd.service

# auditctl -1
-w /etc/passwd -p wa -k passwd _access
-w /etc/shadow -p wa -k shadow_access

6. HpOBCpLTC PETUCTPUPYIOTCA JIU COOBITHS KOrJa BbI ,Z[O6aBJ'I$[eTe HOBOTI'O ITOJIB30BAaTECJIA UJIN
MCHSCTC MapoOJib.

# adduser newuserl

# egrep '(passwd|shadow)_access' /var/log/audit/audit.log

type=CONFIG_CHANGE msg=audit (1739373235.380:167): auid=1000 ses=2
subj=unconfined op=add rule key="passwd access" list=4 res=1AUID="sa"
type=CONFIG_CHANGE msg=audit (1739373247.654:168): auid=1000 ses=2
subj=unconfined op=add rule key="shadow_access" list=4 res=1AUID="sa"
type=CONFIG CHANGE msg=audit (1739373372.217:173): auid=4294967295 ses=4294967295
subj=unconfined op=remove rule key="passwd access" list=4 res=1AUID="unset"
type=CONFIG CHANGE msg=audit (1739373372.217:174): auid=4294967295 ses=4294967295
subj=unconfined op=remove rule key="shadow access" list=4 res=1AUID="unset"
type=CONFIG CHANGE msg=audit (1739373464.575:193): auid=4294967295 ses=4294967295
subj=unconfined op=add rule key="passwd access" list=4 res=1AUID="unset"
type=CONFIG CHANGE msg=audit (1739373464.575:194): auid=4294967295 ses=4294967295
subj=unconfined op=add rule key="shadow access" list=4 res=1AUID="unset"
type=SYSCALL msg=audit (1739373501.873:199): arch=c000003e syscall=257
success=yes exit=5 a0=ffffff9c al=55al2516cecO0 a2=20902 a3=0 items=1 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
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key="passwd_access"ARCH=x86 64 SYSCALL=openat AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"
type=SYSCALL msg=audit (1739373501.978:200) : arch=c000003e syscall=257
success=yes exit=10 al0=ffffff9c al=55al12516el60 a2=20902 a3=0 items=1 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
key="shadow_access"ARCH=x86 64 SYSCALL=openat AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"
type=SYSCALL msg=audit (1739373502.042:202): arch=c000003e syscall=82 success=yes
exit=0 al0=7fffe23ad%0 al=55al2516cecO az2=7fffe23ad950 a3=100 items=5 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
key="passwd access"ARCH=x86 64 SYSCALL=rename AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"
type=SYSCALL msg=audit (1739373502.082:203) : arch=c000003e syscall=82 success=yes
exit=0 a0=7fffe23ad% 0 al=55a12516el60 a2=7fffe23ad950 a3=100 items=5 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
key="shadow access"ARCH=x86 64 SYSCALL=rename AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"
type=SYSCALL msg=audit (1739373507.552:207): arch=c000003e syscall=257
success=yes exit=4 al0=ffffff9c al=562b66c25700 a2=20902 a3=0 items=1 ppid=1551
pid=1568 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="chfn" exe="/usr/bin/chfn" subj=unconfined

key="passwd _access"ARCH=x86 64 SYSCALL=openat AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"
type=SYSCALL msg=audit (1739373507.596:208) : arch=c000003e syscall=82 success=yes
exit=0 a0=7£f£fc8361b390 al=562b66c25700 a2=7f£fc8361b300 a3=100 items=5 ppid=1551
pid=1568 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="chfn" exe="/usr/bin/chfn" subj=unconfined

key="passwd access"ARCH=x86 64 SYSCALL=rename AUID="sa" UID="root" GID="root"
EUID="root" SUID="root" FSUID="root" EGID="root" SGID="root" FSGID="root"

# ausearch -k passwd_access

time->Wed Feb 12 20:13:55 2025

type=PROCTITLE msg=audit (1739373235.380:167) :
proctitle=617564697463746C002D77002F6574632F706173737764002D70007761002D6B007061
737377645F616363657373

type=SYSCALL msg=audit (1739373235.380:167): arch=c000003e syscall=44 success=yes
exit=1080 a0=4 al=7f£f£f809e5080 a2=438 a3=0 items=0 ppid=1047 pid=1374 auid=1000
uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0 tty=ptsl ses=2
comm="auditctl" exe="/usr/sbin/auditctl" subj=unconfined key=(null)

type=CONFIG CHANGE msg=audit (1739373235.380:167): auid=1000 ses=2
subj=unconfined op=add_rule key="passwd_access" list=4 res=1

time->Wed Feb 12 20:16:12 2025

type=PROCTITLE msg=audit (1739373372.217:173):
proctitle=2F7362696E2F617564697463746C002D52002F6574632F61756469742F61756469742E
72756C6573

type=SOCKADDR msg=audit (1739373372.217:173): saddr=100000000000000000000000
type=SYSCALL msg=audit (1739373372.217:173): arch=c000003e syscall=44 success=yes
exit=1080 a0=3 al=7ffcl5ae8all a2=438 a3=0 items=0 ppid=1453 pid=1463
auid=4294967295 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=(none) ses=4294967295 comm="auditctl" exe="/usr/sbin/auditctl"
subj=unconfined key=(null)

type=CONFIG CHANGE msg=audit (1739373372.217:173): auid=4294967295 ses=4294967295
subj=unconfined op=remove rule key="passwd access" list=4 res=1
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time->Wed Feb 12 20:17:44 2025

type=PROCTITLE msg=audit (1739373464.575:193):
proctitle=2F7362696E2F617564697463746C002D52002F6574632F61756469742F61756469742E
72756C6573

type=SYSCALL msg=audit (1739373464.575:193) : arch=c000003e syscall=44 success=yes
exit=1080 a0=3 al=7ffdacf66470 a2=438 a3=0 items=0 ppid=1527 pid=1542
auid=4294967295 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=(none) ses=4294967295 comm="auditctl" exe="/usr/sbin/auditctl"
subj=unconfined key=(null)

type=CONFIG CHANGE msg=audit (1739373464.575:193): auid=4294967295 ses=4294967295
subj=unconfined op=add rule key="passwd access" list=4 res=1

time->Wed Feb 12 20:18:21 2025

type=PROCTITLE msg=audit (1739373501.873:199):
proctitle=2F7362696E2F75736572616464002D64002F686F6D652F6E65777573657231002D6700
31303032002D73002F62696E2F62617368002D750031303032006E65777573657231

type=PATH msg=audit (1739373501.873:199): item=0 name="/etc/passwd" inode=2355579
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=NORMAL cap fp=0

cap fi=0 cap fe=0 cap fver=0 cap frootid=0

type=CWD msg=audit (1739373501.873:199): cwd="/root"

type=SYSCALL msg=audit (1739373501.873:199): arch=c000003e syscall=257
success=yes exit=5 al0=ffffff9c al=55al2516cecO0 a2=20902 a3=0 items=1 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
key="passwd access"

time->Wed Feb 12 20:18:22 2025

type=PROCTITLE msg=audit (1739373502.042:202) :
proctitle=2F7362696E2F75736572616464002D64002F686F6D652F6E65777573657231002D6700
31303032002D73002F62696E2F62617368002D750031303032006E65777573657231

type=PATH msg=audit (1739373502.042:202): item=4 name="/etc/passwd" inode=2355712
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=CREATE cap fp=0

cap fi=0 cap fe=0 cap fver=0 cap frootid=0

type=PATH msg=audit (1739373502.042:202): item=3 name="/etc/passwd" inode=2355579
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=DELETE cap fp=0
cap_fi=0 cap fe=0 cap_ fver=0 cap_ frootid=0

type=PATH msg=audit (1739373502.042:202): item=2 name="/etc/passwd+"
inode=2355712 dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=DELETE
cap fp=0 cap fi=0 cap_ fe=0 cap fver=0 cap frootid=0

type=PATH msg=audit (1739373502.042:202): item=1 name="/etc/" inode=2354689
dev=08:01 mode=040755 ouid=0 ogid=0 rdev=00:00 nametype=PARENT cap fp=0 cap fi=0
cap_fe=0 cap fver=0 cap_ frootid=0

type=PATH msg=audit (1739373502.042:202): item=0 name="/etc/" inode=2354689
dev=08:01 mode=040755 ouid=0 ogid=0 rdev=00:00 nametype=PARENT cap fp=0 cap fi=0
cap_fe=0 cap fver=0 cap_ frootid=0

type=CWD msg=audit (1739373502.042:202): cwd="/root"

type=SYSCALL msg=audit (1739373502.042:202): arch=c000003e syscall=82 success=yes
exit=0 al0=7fffe23ad9%0 al=55al2516cecO0 a2=7fffe23ad950 a3=100 items=5 ppid=1551
pid=1558 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="useradd" exe="/usr/sbin/useradd" subj=unconfined
key="passwd access"

time->Wed Feb 12 20:18:27 2025

type=PROCTITLE msg=audit (1739373507.552:207) :
proctitle=2F62696E2F6368666E006E65777573657231

type=PATH msg=audit (1739373507.552:207): item=0 name="/etc/passwd" inode=2355712
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=NORMAL cap fp=0

cap fi=0 cap fe=0 cap fver=0 cap frootid=0

type=CWD msg=audit (1739373507.552:207) : cwd="/root"
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type=SYSCALL msg=audit (1739373507.552:207): arch=c000003e syscall=257
success=yes exit=4 aO=ffffff9c al=562b66c25700 a2=20902 a3=0 items=1 ppid=1551
pid=1568 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="chfn" exe="/usr/bin/chfn" subj=unconfined

key="passwd access"

time->Wed Feb 12 20:18:27 2025

type=PROCTITLE msg=audit (1739373507.596:208) :
proctitle=2F62696E2F6368666E006E65777573657231

type=PATH msg=audit (1739373507.596:208): item=4 name="/etc/passwd" inode=2355570
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=CREATE cap_ fp=0
cap_fi=0 cap fe=0 cap_ fver=0 cap_ frootid=0

type=PATH msg=audit (1739373507.596:208): item=3 name="/etc/passwd" inode=2355712
dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=DELETE cap_ fp=0

cap fi=0 cap fe=0 cap_ fver=0 cap frootid=0

type=PATH msg=audit (1739373507.596:208) : item=2 name="/etc/passwd+"
inode=2355570 dev=08:01 mode=0100644 ouid=0 ogid=0 rdev=00:00 nametype=DELETE
cap fp=0 cap fi=0 cap_ fe=0 cap_ fver=0 cap frootid=0

type=PATH msg=audit (1739373507.596:208): item=1 name="/etc/" inode=2354689
dev=08:01 mode=040755 ouid=0 ogid=0 rdev=00:00 nametype=PARENT cap fp=0 cap fi=0
cap_fe=0 cap fver=0 cap_ frootid=0

type=PATH msg=audit (1739373507.596:208): item=0 name="/etc/" inode=2354689
dev=08:01 mode=040755 ouid=0 ogid=0 rdev=00:00 nametype=PARENT cap fp=0 cap fi=0
cap fe=0 cap fver=0 cap frootid=0

type=CWD msg=audit (1739373507.596:208) : cwd="/root"

type=SYSCALL msg=audit (1739373507.596:208): arch=c000003e syscall=82 success=yes
exit=0 a0=7£f£c8361b390 al=562b66c25700 a2=7£f£c8361b300 a3=100 items=5 ppid=1551
pid=1568 auid=1000 uid=0 gid=0 euid=0 suid=0 fsuid=0 egid=0 sgid=0 fsgid=0
tty=ptsl ses=2 comm="chfn" exe="/usr/bin/chfn" subj=unconfined

key="passwd access"
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naBa 8. 3awura ceTeBbIX B3aMMo4eNCTBUIA.

8.1 NoparotoBka BM.
1. Bmixmounte BM SRV1.

2. Jlo6aBere k SRV1 BTOpOII ajantep, KOTOPHIH MOAKIIOYEH BO BHYTPEHHIOIO CETh C UMEHEM
netXX, rne XX — HOMep, KOTOPBIM BaM Ha3HauWi npenoaasarens. [locne Bkmrounte BM.

3. Omnpenenure (Mo MAC) kak Ha3bIBalOTCs ceTeBble nHTep(elicsl BHyTpn BM SRV,
$ ip -br link

lo UNKNOWN 00:00:00:00:00:00 <LOOPBACK, UP, LOWER_UP>
enp0s3 UP 08:00:27:75:be:ef <BROADCAST,MULTICAST,UP,LOWER UP>
enp0s8 UP 08:00:27:d6:68:ad <BROADCAST,MULTICAST,UP, LOWER UP>

4. VYnanure Bce coenuHeHus kpome lo B NetworkManager u HacTpoiiTe nHTep(eiCHI TaxK,
yTOOBI BHEIIHUI nHTEpdeiic nmomyyan agpec or DHCP, a Ha BHyTpeHHeM ObUT Ha3HAauYeH
crarnueckuii aapec 10.1.1.1/24.

# nmcli connection

NAME UuID TYPE DEVICE
Wired connection 1 2962b6ba-46lc-4e7e-b5ca-35c4e34bclf5 ethernet enpls8
lo d1919858-97£1-41d8-b631-1552a7164edl loopback 1lo

# nmcli connection delete Wired\ connection\ 1
NonkioueHne «Wired connection 1» (2962b6ba-46lc-4e7e-b5ca-35c4e34bclfh) ycnemHo
yIOaJjieHo.

# nmcli connection add con-name External type ethernet ifname enp0s3 ipv4.method
auto
MonkioueHne «External» (acf76488-01e2-4517-af23-359f97ddfec9) ycnemno noBaBJIeHO.

# nmcli connection add con-name Internal type ethernet ifname enp0s8 ipv4.method
manual ipv4.addresses 10.1.1.1/24
NonkioueHne «Internal» (820385ab-30ce-4bd4-9ce9-668f5bc93425) ycnemHo moBaBJIEHO.

# ip -4 -br address

lo UNKNOWN 127.0.0.1/8
enp0s3 UpP 172.27.6.156/24
enp0s8 Up 10.1.1.1/24
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8.2 dunbrpayna naketos

1. TlpoBepbTe TekylIMe MpaBuiIa GUIBTPALIIN
# nft list ruleset

BbiBog koMaHAbl 4OMKEH ObITb MycTon. Ecnn 310 He Tak, TO Hago BbISICHATL NMOYEeMY OH HE NYCTON U
NMOYNCTUTL Tabnuuy unsTpaunm, Hanpumep 3To MOXET ObITb U3-3a BKITKOYEHHON cry6bl firewalld nnm ns-
3a TOro YTO Bbl YXXe YTO-TO HAacTpauBanu KoMmaHgamu.

2. Cozpnaiite Tabnuity 11 QUIIBTpAIUH 1p MTAKETOB.

# nft create table ip MyTable '{ comment "My first table"; }'
# nft list ruleset
table ip MyTable {

comment "My first table"

3. JloGaBbTe B TabnuIry 6a30BYIO METIOYKY ¢ IMEHEM input JJIs BXOAIIETO TpaduKa.

# nft add chain MyTable input '{ type filter hook input priority filter; policy
accept; comment "Base chain for INPUT packets"; }'

4. JloGaBbTe B TAOMUILy PETYsSHYIO 1ernouky ¢ umeneMm SSH-IN.

# nft add chain MyTable SSH-IN '{ comment "Regular chain for SSH input
control"; }'

5. PaspemuTe B 11enouke input Jt00ble MAaKeThl, KOTOPbIE OTHOCATCA K YCTAHOBJICHHBIM
COEJIMHEHUSIM.
# nft add rule MyTable input ct state established,related accept
6. Paspemute 000 BXoasuil Tpadguk Ha nHTEepderice lo B 1ienouke input, KOTOPBIA UIET C
anpecos cetu 127.0.0.0/8. U 3anpetute mo00i apyroit Tpaduk.

# nft add rule MyTable input iif "lo" ip saddr 127.0.0.0/8 accept
# nft add rule MyTable input iif "lo" ip saddr != 127.0.0.0/8 drop
7. Hactpoiite npsixok u3 rienouky input B SSH-IN, korna npuxoaut naket Ha nopt 22.
# nft add rule MyTable input tcp dport 22 jump SSH-IN
8. Pazpemmre Bxomsamuii Tpaduk ais cepsepa SSH ¢ anpecos cereid 127.0.0.0/8 u 10.1.1.0/24.

OcranbHble TAaKeThI IOJKHBI OBITH 3aMPEIICHBI.

nft add rule MyTable SSH-IN ip saddr 127.0.0.0/8 accept
nft add rule MyTable SSH-IN ip saddr 10.1.1.0/24 accept
nft add rule MyTable SSH-IN drop

9. MoskeTe 7M1 BbI T€NEPb OTKPBITh KaKy0-HUOYb BeO cTpanuily B uHTepHeTe? 1 mouemy?

H= H

Bce gornxHo pa6OTaTb n3-3a npaswuia, KOTopoe pa3peliaeTt ntobble nakeThbl, KOTOpPbl€ OTHOCATCA K
YCTaHOBJIEHHbIM CO€VUHEHUAM. BTOpaﬂ NpuYnHa NONMNMTUKA, KOTOpaaA paspeLllaeT BCe No yMOI4aHuio.

10. Coznatite ¢aiin ¢ umeneM nft . rules 3anucas B Hero cTpoky flush ruleset.

# echo flush ruleset > nft.rules
11. JlonumuTe B 3T0 e ¢ails TeKyre npaBuia.

# nft list ruleset >> nft.rules

# cat nft.rules

flush ruleset

table ip MyTable ({
comment "My first table"
chain input {
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comment "Base chain for INPUT packets"

type filter hook input priority filter; policy accept;
ct state established, related accept

iif "lo" ip saddr 127.0.0.0/8 accept

iif "lo" ip saddr != 127.0.0.0/8 drop

tcp dport 22 jump SSH-IN

chain SSH-IN {
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 accept
ip saddr 10.1.1.0/24 accept
drop

12. Cnenaiite xonuto ¢aiia nft . rules U B KOMUHU 32 KOMMEHTUPYHTE CTPOKY C
paspelIeHneM YCTaHOBJICHHBIX COeTUHEHNI 1 N3MEHUTE OJIUTUKY LIENOYKH input Ha drop.
[Torom npumenuTe npasuiia. MoxeTe JIM Bbl OTKPBITh Kakoi-1100 caiit B Opay3zepe?

# cp nft.rules nft2.rules
# cat nft2.rules
flush ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy drop;
#ct state established,related accept
iif "lo" ip saddr 127.0.0.0/8 accept
iif "lo" ip saddr != 127.0.0.0/8 drop
tcp dport 22 jump SSH-IN

chain SSH-IN {
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 accept
ip saddr 10.1.1.0/24 accept
drop

}

# nft -f nft2.rules

Hwkakon canT He oTKpoeTcs.

13. B ucxomgaom ¢aiinie nft . rules go6aBpTe CYETUMKH K TTpaBuiaM B rienouke SSH-IN.
[IpumenuTe >TH paBuUIIa.

# nft -f nft.rules
root@srvl:~# cat nft.rules
flush ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established,related accept
iif "lo" ip saddr 127.0.0.0/8 accept
iif "lo" ip saddr != 127.0.0.0/8 drop
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tcp dport 22 jump SSH-IN
}

chain SSH-IN {
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 counter accept
ip saddr 10.1.1.0/24 counter accept
counter drop

14. Ha SRV nonpo0yiite noakmountbes no ssh k agpecam 127.0.0.1 u 10.1.1.1. O6a nu
MOJIKJTFOUEHUS YIATUCH?

MogkntovyeHme Ha agpec 10.1.1.1 He paboTaer.

15. JloGaBbTe erie 0HO MpaBUiio, KOTOPOE paspeniaeT nojakitodarbes ¢ ajgpeca 10.1.1.1 Ha
uHTepdeiic lo.

# cat nft.rules
flush ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established, related accept
iif "lo" ip saddr 127.0.0.0/8 accept
iif "lo" ip saddr 10.1.1.1/32 accept
iif "lo" ip saddr != 127.0.0.0/8 drop
tcp dport 22 jump SSH-IN

chain SSH-IN {
comment "Regular chain for SSH input control"
ip saddr 127.0.0.0/8 counter accept
ip saddr 10.1.1.0/24 counter accept
counter drop

# nft -f nft.rules
16. IIpoBepbTe COCTOSIHUE CUCTYHKOB.

# nft list ruleset
table ip MyTable {
comment "My first table"
chain input {
comment "Base chain for INPUT packets"
type filter hook input priority filter; policy accept;
ct state established,related accept
iif "lo" ip saddr 127.0.0.0/8 accept
iif "lo" ip saddr 10.1.1.1 accept
iif "lo" ip saddr != 127.0.0.0/8 drop
tcp dport 22 jump SSH-IN

chain SSH-IN {
comment "Regular chain for SSH input control"
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ip saddr 127.0.0.0/8 counter packets 0 bytes 0 accept
ip saddr 10.1.1.0/24 counter packets 0 bytes 0 accept
counter packets 0 bytes 0 drop

CueTunkn nakeToB HyneBble, XOTA NOAKITI0HEeHNA ObInn.

17.

18.

# nft

19.

CL1 u CL2 noakirouuTe B Ty ke ceTh B VirtualBox, 4ro u Bropoit agantep SRV1.
Hacrpoiite agpeca coorBerctBerHHo 10.1.1.11/24 1 10.1.1.12/24. 1111103 110 yMOJIYaHUIO
10.1.1.1. DNS cepBep Takoii xe Kak yka3aH B (aitne /etc/resolv.conf Hasrvl.

[Tonxmrountech ¢ cll mmm cl2 Ha srvl (10.1.1.1) mo SSH. IIpoBeprTe, 4TO CYSTUMKN HAYATH
YBEIUYNUBATHCS COIVIACHO KOJMYECTBY TOMBITOK MOKITFOYCHHUS.

list ruleset | grep counter
ip saddr 127.0.0.0/8 counter packets 0 bytes 0 accept
ip saddr 10.1.1.0/24 counter packets 1 bytes 60 accept
counter packets 0 bytes 0 drop

[TpoBepsre uTO HU cll HU ]2 HE MOTYT BBINTH B UHTEPHET.

$ ping mail.ru

ping:

mail.ru: BpeMeHHBM COO¥ B paspelleHuM MMeH
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8.3 NAT.

1. Ouucrute Bce mpaBwmia Ha Srvl.

# nft flush ruleset
2. BxirounTte nepechuIKy MaKkeToB Ha stvl.

# grep ip forward /etc/sysctl.conf
net.ipv4.ip forward=1l

# sysctl -p /etc/sysctl.conf
net.ipv4.ip forward =1

3. Jlo6aBbre Tabnuiry ¢ umeneM NAT.

# nft add table ip NAT
4. B tabnumy NAT nenouky Tuma nat, XykoM postrouting 1 UMEHeM s-nat.

# nft create chain NAT s-nat '{ type nat hook postrouting priority 0 ; comment
"My SNAT chain"™ ; }'

5. B nemnouky s-nat 700aBbTe MIPaBUIIO JIJIsT MacKapaJauHTa Bcex naketoB u3 cetu 10.1.1.0/24 u
UCXOJISIINX C BHEITHETO HHTEpdeiica.

# nft add rule NAT s-nat oif enpO0s3 ip saddr 10.1.1.0/24 masquerade
# nft list ruleset
table ip NAT {
chain s-nat {
comment "My SNAT chain"
type nat hook postrouting priority filter; policy accept;
0oif "enpO0s3" ip saddr 10.1.1.0/24 masquerade
}

6. Ilpoepswte, uToO cll U cl2 MOTYT BBIXOIUTH B UHTEPHET.

$ ping -cl mail.ru
PING mail.ru (94.100.180.200) 56(84) bytes of data.
64 bytes from mail.ru (94.100.180.200): icmp seg=1 ttl=56 time=82.9 ms

--- mail.ru ping statistics ---
1 packets transmitted, 1 received, 0% packet loss, time Oms
rtt min/avg/max/mdev = 82.874/82.874/82.874/0.000 ms

7. Ony6nukyite ciyx0y SSH Ha cll u cl2 ¢ mopramu coorBerctBeHHO 22011 1 22012 Ha srvl.

# nft create chain NAT d-nat '{ type nat hook prerouting priority 0 ; comment
"My DNAT chain" ; }'

# nft add rule NAT s-nat oif enpOs3 ip saddr 10.1.1.11 tcp sport 22 snat to
122011
# nft add rule NAT d-nat iif enp0s3 tcp dport 22011 dnat to 10.1.1.11:22

# nft list ruleset
table ip NAT {
chain s-nat {
comment "My SNAT chain"
type nat hook postrouting priority filter; policy accept;
0oif "enpO0s3" ip saddr 10.1.1.0/24 masquerade
oif "enp0s3" ip saddr 10.1.1.11 tcp sport 22 snat to :22011
}

chain d-nat {
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comment "My DNAT chain"
type nat hook prerouting priority filter; policy accept;
iif "enp0Os3" tcp dport 22011 dnat to 10.1.1.11:22

}

$ ssh sa@172.27.6.156 -p 22011

sa@172.27.6.156"'s password:

Linux cll 6.1.0-25-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.106-3 (2024-08-26)
x86 64

# nft add rule NAT s-nat oif enp0s3 ip saddr 10.1.1.12 tcp sport 22 snat to
122012
# nft add rule NAT d-nat iif enp0s3 tcp dport 22012 dnat to 10.1.1.12:22

8. CoxpanuTte Tekymue npasmwia ¢puiasrpanuu B gaiin /etc/mynftd.rules.

# nft list ruleset > /etc/mynftd.rules
9. CospmaiiTe CKpUNT, KOTOPBIA Oy/eT yHIpaBIsATh NpaBUIaMu (GUIBTPALIMHA C IMEHEM

/usr/local/sbin/mynftd, cnenaiite aiin nCIOTHIEMBIM.

# cat /usr/local/sbin/mynftd
#!/bin/bash
NFT="/sbin/nft"
CONFIG=/etc/mynftd.rules
test -r /etc/mynftd.rules || { echo "There is no config S$CONFIG" ; exit 1; }
case $1 in
start)
SNFT flush ruleset
SNFT -f SCONFIG
stop)
SNFT flush ruleset
save)
SNFT list ruleset > $CONFIG

esac

# chmod a+x /usr/local/sbin/mynftd

10. Cozpaiite cimyxOy systemd, kotopast Oyaer 3anmyckatb /usr/local/sbin/mynftd Bo
Bpems crapra OC.

# nano /etc/systemd/system/mynftd.service

# systemctl daemon-reload

# systemctl enable mynftd.service

Created symlink /etc/systemd/system/network.target.wants/mynftd.service -
/etc/systemd/system/mynftd.service.

# cat /etc/systemd/system/mynftd.service
[Unit]
Desctiption = Simple service for loading nft rules to kernel

[Service]

Type=oneshot
RemainAfterExit=yes
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ExecStart=/usr/local/sbin/mynftd start
ExecStop=/usr/local/sbin/mynftd stop

[Install]
WantedBy=network.target

# reboot

# nft list ruleset
table ip NAT {
chain s-nat {
comment "My SNAT chain"
type nat hook postrouting priority filter; policy accept;
oif "enpO0s3" ip saddr 10.1.1.0/24 masquerade
oif "enp0s3" ip saddr 10.1.1.11 tcp sport 22 snat to :22011
oif "enp0s3" ip saddr 10.1.1.12 tcp sport 22 snat to :22012

chain d-nat {
comment "My DNAT chain"
type nat hook prerouting priority filter; policy accept;
iif "enp0s3" tcp dport 22011 dnat to 10.1.1.11:22
iif "enp0s3" tcp dport 22012 dnat to 10.1.1.12:22
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8.4 *Firewalld (Heo6a3aTenbHoOE).

1. OcranoBute cepuc mynftd. 1 3anperute ero 3amyck.
2. Ecmnu cepsuc firewalld emie He ycTaHOBJIEH, TO YCTAaHOBUTE U 3AITyCTHTE €TO.

[TocmotpuTe Kakue uMeroTcest 30Hb1. Kaknue nHTepdeichl B 3TUX 30HaX U KaKUe CITy>KOBbI
MOTYT ceifuac paboTaTh.

4. TIlepeonpenenute BHyTpeHHUI HHTepdeiic B 300y work. Kakue Teneps ciayx0b
pa3peuieHsl?

[TepeBenuTe BHENTHUN HHTEpdEIC B 30Hy external.
JaiiTe pa3perienne s BCeX CIIy>k0 U TOPTOB, KOTOPBIE BaM HEOOXOTUMBI.
Hactpoiite NAT mackapaausr. [IpoBepsre, uto cll u cl2 MOTYT BEIXOAWTH B HHTEPHET.

OcTaHOBHTE U 3alPEeTUTE 3amycK cIy>kO0bI firewalld.

A S A

BHoBB BKIItOUMTE M 3amyctuTe cinyx0y mynftd. IIpoBepsTe, YTO KIIMEHTHI MOTYT BBIXOAUTH B
WUHTEPHET.
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8.5 Tpokcu cepsep squid.

HH= H

#

1. OcranoBute ciyx0y mynftd. [Iposepsre, uto cll u cl2 He MOTYT BBIXOAUTH B UHTEPHET.

systemctl stop mynftd.service
2. YcranoBuTte npokcu cepsep squid Ha srvl.

apt install squid
3. CoxpaHuTe UCXOnHbIN (aiin koHpurypamuu squid U co3aaiTe HOBBIN yIAJIMB BCE CTPOKH C

KOMMCHTapHUAMHA U IOBTOPAIOIIHUECA CTPOKH.

cp /etc/squid/squid.conf /etc/squid/squid.conf.orig
grep -v '"#' /etc/squid/squid.conf.orig | unig > /etc/squid/squid.conf

4. Cospaiite ACL s anpecoB ucToyHHKa ¢ IMeHeM mynet u aapecom 10.1.1.0/24 u
NpeA0CTaBbTe JOCTYI K MHTEpHETY A aToro cnucka. Ynanure ACL localnet.

egrep 'mynet|localnet|http access' /etc/squid/squid.conf

acl mynet src 10.1.1.0/24

http access deny !Safe ports

http access deny CONNECT !SSL ports
http access allow localhost manager
http access deny manager

http access allow localhost
http_access allow mynet

http access deny all

#

$

squid -k reconfigure
5. Hacrpoiite KTUEHTOB AJisi pabOTHI C IPOKCH CEPBEPOM.

sudo cat /etc/apt/apt.conf.d/70proxy

Acquire: :HTTPS: :proxy "http://10.1.1.1:3128";
Acquire: :HTTP::proxy "http://10.1.1.1:3128";
Acquire::FTP::proxy "http://10.1.1.1:3128";

$

sudo apt update

Mos:1 http://security.debian.org/debian-security bookworm-security InRelease
[48,0 kB]

Cym:2 http://deb.debian.org/debian bookworm InRelease

Mon:3 http://deb.debian.org/debian bookworm-updates InRelease [55,4 kB]
llon:4 http://security.debian.org/debian-security bookworm-security/main amd64
Packages [245 kB]

Mon:5 http://security.debian.org/debian-security bookworm-security/main
Translation-en [146 kB]

Nosnyueno 494 kB 3a 2c (286 kB/s)

UTeHKe CIMCKOB I[IaKeTOB.. ['OTOBO

[locTpoeHMe IepeBa 3aBUCKUMOCTEMN.. ['OTOBO

UreHue mMHOOpMALUMM O COCTOSAHUM... ['OTOBO

MoxeT OHTb OOHOBJIEH 151 maker. 3Banycture «apt list --upgradable» nmna noxasza

$

cat ~/.wgetrc

https proxy = http://10.1.1.1:3128/
http proxy = http://10.1.1.1:3128/
ftp proxy = http://10.1.1.1:3128/
use proxy = on

$ wget http://mail.ru -0 /dev/null
--2025-02-13 16:08:16-- http://mail.ru/
Nogxmouenue k 10.1.1.1:3128... coemmMHeHMEe YCTAaHOBJIEHO.
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Proxy-3anpoc ornpasjeH. OxumaHnme oTeBeTa.. 301 Moved Permanently
Appec: https://mail.ru/ [nepexoxn]

--2025-02-13 16:08:16-- https://mail.ru/

Mookmouenme k 10.1.1.1:3128... coeImVHEeHME YCTAHOBJIEHO.
Proxy-3amnpoc ornpabiieH. Oxmumanme oreeTa.. 200 OK

IOnMHa: HeT JaHHHX [text/html]

CoxpaneHnre B: «/dev/null»

/dev/null [ <=> ] 376,55K 1,72MB/s z3a 0,2s

2025-02-13 16:08:16 (1,72 MB/s) - «/dev/null» coxpaH&H [385586]

[ina 6paysepa HacTpoiika NPOKCK NPOM3BOANTCS B MEHIO HACTPOMEK NpOrpaMmbl.

6. Ompenenute URL ACL ¢ perynspHbIM BbIpakeHHEM google. 3anpeTute J0CTym K
CTpaHMIaM MoANaAAIoIIUM Mo AercTBre co3nanHoro ACL

# grep google /etc/squid/squid.conf
acl google url regex google
http access deny google

# squid -k reconfigure

sa@cll:~$ wget http://google.com -0 /dev/null
--2025-02-13 16:16:53-- http://google.com/
MomxjioueHme k 10.1.1.1:3128... coeIMHeHMEe YyCTAHOBJIEHO.
Proxy-s3anpoc ornpabiieH. Oxmupmanme oreeTa.. 403 Forbidden
2025-02-13 16:16:53 OWIMBKA 403: Forbidden.

7. YctaHOBHTE MaKCUMAaJbHBIN pa3Mep 3ampoca KiaueHTa paBHbIM 10kO.

# grep request /etc/squid/squid.conf
request body max size 10 KB

8. YcTaHOBUTE OrpaHMYCHHE CKOPOCTH MOMYUYeHHS HHPOPMAUH I (HaiyIoB ¢ paclIMpeHHEM
zip Ha BennuuHy 100k6uT/C.

# egrep 'zipldelay' /etc/squid/squid.conf

acl zip files rep mime type -i “application/zip$
delay pools 1

delay class 1 3

delay access 1 allow zip files

delay access 1 deny all

delay parameters 1 -1/-1 -1/-1 12500/80000

sa@cll:~$ wget http://172.27.255.26/ftp/pub/aldpro 2.1.0/ALDPro_docs.zip
--2025-02-13 16:40:08--

http://172.27.255.26/ftp/pub/aldpro 2.1.0/ALDPro_docs.zip

Nomxiiouenme k 10.1.1.1:3128... coeIMHEeHMEe YCTAHOBJIEHO.

Proxy-3anpoc otrnparjeH. OxumaHume oTeeTa.. 200 OK

IOmmua: 53631011 (51M) [application/zip]

CoxpaHeHue B: «ALDPro docs.zip»

ALDPro docs.zip 0%[ ] 455,74K 11,7KB/s ocT 63m 47s”
9. Hacrpoiite 6a30ByI0 ayTeHTU(UKALINIO HA BallleM CepBepe.

# htpasswd -c /etc/squid/squid.passwd squiduser
New password:

Re-type new password:

Adding password for user squiduser

# egrep 'password|auth' /etc/squid/squid.conf
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auth param basic program /usr/lib/squid/basic ncsa auth /etc/squid/squid.passwd
acl password proxy auth REQUIRED
http access allow password

sa@cll:~$ cat .wgetrc

https proxy = http://squiduser:123@10.1.1.1:3128/
http proxy = http://squiduser:123@10.1.1.1:3128/
ftp proxy http://squiduser:123@10.1.1.1:3128/
use proxy = on

sa@cll:~$ wget http://google.com -0 /dev/null

--2025-02-13 16:45:43-- http://google.com/

Mooxiouenme k 10.1.1.1:3128... coeIMHEeHME YyCTAHOBJIEHO.
Proxy-3anpoc otTnpasjeH. OxunaHue oTBeTa.. 301 Moved Permanently
Anpec: http://www.google.com/ [nepexomn]

--2025-02-13 16:45:43-- http://www.google.com/

[IoBTOpPHOE MCIOJIb30BaHMe coemmHenms c 10.1.1.1:3128.
Proxy-3anpoc otrnpasjeH. OxumaHume oTeeTa.. 200 OK

IOnMHa: HeT JaHHHX [text/html]

CoxpaHeHue B: «/dev/null»

/dev/null [ <=> ] 20,99K --.-KB/s 3a 0,05s

2025-02-13 16:45:44 (450 KB/s) - «/dev/null» coxpaHéH [21496]
10. OtxitrounTe ayTeHTU(PUKALUIO, 3aIpeT google U myIbl 3a1epKKH.

# egrep '""#' /etc/squid/squid.conf

#auth param basic program /usr/lib/squid/basic ncsa auth /etc/squid/squid.passwd
#acl google url regex google

#acl zip files rep mime type -i “application/zip$
#delay pools 1

#delay class 1 3

#delay access 1 allow zip files

#delay access 1 deny all

#delay parameters 1 -1/-1 -1/-1 12500/80000

#acl password proxy auth REQUIRED

#http access allow password

#http access deny google

# squid -k reconfigure
11. 3anycrute ciyx0y mynftd. [Iposepsre, uto cll u cl2 MOryT BHIXOIUTH B UHTEPHET.

# systemctl start mynftd.service

sa@cll:~$ rm .wgetrc

sa@cll:~$ wget http://google.com -O /dev/null
--2025-02-13 16:50:31-- http://google.com/
Mookiouenme k 10.1.1.1:3128... coemmMHeHMEe YyCTAHOBJIEHO.
Proxy-3amnpoc orTnpabjieH. OxunaHue oTBeTa.. 301 Moved Permanently
Amgpec: http://www.google.com/ [nepexon]

--2025-02-13 16:50:31-- http://www.google.com/
[IoBTOPHOE MCINOJIb30BaHMe coemmHeHmsa c 10.1.1.1:3128.
Proxy-s3anpoc ornpabiieH. Oxmupmanmue orseTa.. 200 OK

InmHa: HeT JaHHHIX [text/html]

CoxpaheHnyve B: «/dev/null»

/dev/null [ <=> ] 20,96K --.-KB/s 3a 0,04s

2025-02-13 16:50:32 (522 KB/s) - «/dev/null» coxpaHéH [21460]
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8.6 SSH.

1. TlpoBepbTe ycTaHOBIIEHA JIU U 3amylieHa ciyx06a SSH.

sa@srvl:~$ systemctl status ssh
2. IlpoBepsre pabOTOCTIOCOOHOCTH KOMAaH/ SSh B SCp.

sa@srvl:~$ ssh 10.1.1.11

sa@l10.1.1.11's password:

Linux cll 6.1.0-25-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.106-3 (2024-08-26)
x86 64

The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/*/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent
permitted by applicable law.

You have new mail.

Last login: Thu Feb 13 15:57:00 2025 from 10.1.1.1

sa@cll:~$ exit

sa@srvl:~$ echo test > test.txt

sa@srvl:~$ scp test.txt 10.1.1.11:/home/sa

sa@l10.1.1.11's password:

test.txt 100% 5 0.5KB/s 00:00

3. Cosnaiite nmapy kimodeit RSA u nomectute myOarMyuHbIN KITI0Y Ha )KEIaeMBblid cepBep.
OctaBbTe MaponbHyo (ppasy MycTol - B TAKOM ciydae IPU YCIEIIHOM 0OMEeHEe KIIHouaMU
BBOJUTH MAPOJIb AJIS IOCTYTA K yAAJCHHOMY Y31y He Oyae TpeOoBaThes (HO caM KIItod OyJer
HE 3aIlUIIEH).

sa@cll:~$ ssh-keygen

Generating public/private rsa key pair.

Enter file in which to save the key (/home/sa/.ssh/id rsa): Enter passphrase
(empty for no passphrase) :

Enter same passphrase again:

Your identification has been saved in /home/sa/.ssh/id rsa

Your public key has been saved in /home/sa/.ssh/id rsa.pub

The key fingerprint is:

SHA256:uS592XctdaxSzU/kOWKhYuSrTPIjXovPQUdAvi2ZNgxcY saCcll

The key's randomart image is:

+-—-—[RSA 3072]-—-—--+
| |
| 00. . |
| .0 oEo .|
| .0000. =0]|
| .5 .= .B]
| ..*.Bo = o+to]|
| .0.= .+ *.o0+]|
| 0. O0.. . +o.]|
| 00 ©O. o
+-——-[SHA256] ————-- +

sa@cll:~$ grep srvl /etc/hosts
10.1.1.1 srvl

sa@cll:~$ ssh-copy-id srvl
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/usr/bin/ssh-copy-id: INFO: Source of key(s) to be installed:
"/home/sa/.ssh/id rsa.pub”
The authenticity of host 'srvl (10.1.1.1)"' can't be established.
ED25519 key fingerprint is SHA256:Q138Pxal07MEo+jgRg8ndjbdNalwdou0OROVmc60nMTDs.
This host key is known by the following other names/addresses:

~/.ssh/known hosts:1: [hashed name]
Are you sure you want to continue connecting (yes/no/[fingerprint])? yes
/usr/bin/ssh-copy-id: INFO: attempting to log in with the new key(s), to filter
out any that are already installed
/usr/bin/ssh-copy-id: INFO: 1 key(s) remain to be installed -- if you are
prompted now it is to install the new keys
sa@srvl's password:

Number of key(s) added: 1

Now try logging into the machine, with: "ssh 'srvl'"
and check to make sure that only the key(s) you wanted were added.

sa@cll:~$ ssh srvl
Linux srvl 6.1.0-31-amd64 #1 SMP PREEMPT DYNAMIC Debian 6.1.128-1 (2025-02-07)
xX86 64

The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/*/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent
permitted by applicable law.
Last login: Thu Feb 13 15:56:51 2025 from 192.168.97.242

sa@srvl:~$ exit
4. 3amuTUTE CO3JaHHBIN KIIFOY MMApOJIEM.
sa@cll:~$ ssh-keygen -p
Enter file in which the key is (/home/sa/.ssh/id rsa):
Key has comment 'sa@cll'
Enter new passphrase (empty for no passphrase):
Enter same passphrase again:
Your identification has been saved with the new passphrase.

sa@cll:~$ ssh srvl
Enter passphrase for key '/home/sa/.ssh/id rsa':

5. TlpoBepsbTe, 4TO TENEPh MPU KaXKAOM BXOJIE Ha CEpBEP y Bac OyIyT CIIpallliBaTh Mapoib s
Ppa30JI0KUPOBAHUS KITIOYA.

6. BoiinuTe B cuctemy B rpauuecKuii ceaHc U 3aIlyCTHTE IMYJSATOp TepMuHaina. JlobaBbre
YaCTHBIN KIIIOY B CBA3KY Kitodeid ssh arenra. [1apons Oyaer 3anmpoliieH ToIbKO OAMH pas3 B
MOMEHT JJ00aBIEHHS KITIOUa.

sa@cll:~$ ssh-add

Enter passphrase for /home/sa/.ssh/id rsa:

Identity added: /home/sa/.ssh/id rsa (sa@cll)

sa@cll:~$ ssh-add -1

3072 SHA256:uS92XctdaxSzU/kOWKhYuSrTPIjXovPQUAv]j2ZNgxcY sa@cll (RSA)

7. BoiiguTe B cucTeMy HE UCTIONB3Ys IpadmuecKoro ceanca M MpoBEepPhTe, YTO areHT B 3TOM
Clly4ae HEAOCTYIIEH.
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sa@cll:~$ ssh-add -1
Could not open a connection to your authentication agent.
8. Hacrpoiite 3amyck ssh arenra:

sa@cll:~$ cat /etc/systemd/user/ssh-agent.service
[Unit]
Description=SSH key agent

[Service]

Type=simple
Environment=SSH AUTH SOCK=%t/ssh-agent.socket
ExecStart=/usr/bin/ssh-agent -D -a $SSH AUTH SOCK

[Install]
WantedBy=default.target

sa@cll:~$ cat /etc/profile.d/ssh-agent.sh
export SSH AUTH SOCK="$XDG RUNTIME DIR/ssh-agent.socket"

user@cll:~$ systemctl --user status ssh-agent.service

0 ssh-agent.service - SSH key agent
Loaded: loaded (/etc/xdg/systemd/user/ssh-agent.service; disabled; preset:>
Active: inactive (dead)

ber 13 18:33:49 cll systemd[1912]: ssh-agent.service: Failed to open /etc/xdg/s>
ber 13 18:34:15 cll systemd[1912]: ssh-agent.service: Failed to open /etc/xdg/s>
user@cll:~$ systemctl --user enable --now ssh-agent.service
Created symlink /home/user/.config/systemd/user/default.target.wants/ssh-
agent.service — /etc/xdg/systemd/user/ssh-agent.service.
user@cll:~$ systemctl --user status ssh-agent.service
® ssh-agent.service - SSH key agent
Loaded: loaded (/etc/xdg/systemd/user/ssh-agent.service; enabled; preset: >
Active: active (running) since Thu 2025-02-13 18:35:15 +05; 2s ago
Main PID: 2140 (ssh-agent)
Tasks: 1 (limit: 2284)
Memory: 864.0K
CPU: 22ms
CGroup: /user.slice/user-1002.slice/user@1002.service/app.slice/ssh-agent.>
L2140 /usr/bin/ssh-agent -D -a /run/user/1002/ssh-agent.socket

ber 13 18:35:15 cll systemd[2048]: Started ssh-agent.service - SSH key agent.
deB 13 18:35:15 cll ssh-agent[2140]: SSH AUTH SOCK=/run/user/1002/ssh-agent.soc>
ber 13 18:35:15 cll ssh-agent[2140]: echo Agent pid 2140;

user@cll:~$ ssh-add

Enter passphrase for /home/user/.ssh/id rsa:

Identity added: /home/user/.ssh/id rsa (user@cll)

user@cll:~$ ssh-add -1

3072 SHA256:ynt4JoIMUs9+eFgb9GuwIlexPi7PKmMtUskDnWrEgmAY user@cll (RSA)

9. 3anpeTHTe BXO/I MTOJIL30BATEII0 OO0t C TIOMOII[BIO mapoJis.

sa@srvl:~$ grep Root /etc/ssh/sshd config
PermitRootLogin prohibit-password

10. M3menute nopt 22 Ha nopt 33322.

sal@srvl:~$ grep “Port /etc/ssh/sshd config
Port 33322

11. HacTpoiiTe KIMEHTCKYI0 MaIllMHY TaK, YTOOBI OHA 110 MOJYaHUIO MOAKIIOYAIACh K CEpBEPY
o nopty 33322.
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sa@cll:~$ cat .ssh/config
Host srvl
HostName 10.1.1.1
Port 33322

12. *YcranoBure naket fail2ban u HacTpoiiTe OJIOKMPOBKY aJIpeCcOB, KOTOPHIE TBITAIOTCS
mo100paThk MaposIk MoJib30Baresei mo ssh.
sal@srvl:~# apt install fail2ban
root@srvl:~# nano /etc/fail2ban/jail.local
[DEFAULT]

banaction = nftables-multiport
banaction allports = nftables[type=allports]

[sshd]
backend=systemd

enabled = true

root@srvl:~# systemctl restart fail2ban.service

Cpenatb HeCKOMbBKO (MO yMONMYaHM1Io 5) NONbITOK BOWTK C HENPaBUIbHbIM Napornem Ha srvl. [otom
CHATb BNOKUPOBKY agpeca.

sa@cll:~$ ssh nouser@srvl

root@srvl:~# fail2ban-client status

Status

|- Number of jail: 1

- Jail list: sshd

root@srvl:~# fail2ban-client banned
[{"sshd': ['10.1.1.11']}]

root@srvl:~# fail2ban-client unban 10.1.1.11

[o6aBnTb JONOMHUTENBHYIO 3aLUTY U HACTPOWKMW.

root@srvl:~# nano /etc/fail2ban/jail.local
[DEFAULT]

bantime.increment = true

bantime.multipliers = 1 5 30 60 300 720 1440 2880

ignoreip = 127.0.0.1/8 ::1
maxretry = 3
banaction = nftables-multiport

banaction allports = nftables[type=allports]

[sshd]
backend=systemd
enabled = true

root@srvl:~# systemctl restart fail2ban.service
root@srvl:~# fail2ban-client status

Status

| - Number of jail: 1

- Jail list: sshd
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NnaBa 9. NHpacTpyKTypa OTKPbITbIX K/IKOYEN Ha

OocHoBe openssil.

9.1 CospaHue CA.

1. B kauectBe kopHeBoro CA OyaeT ucrnonb30Barbes srvl.

2. Cozpaiite ceptudukar kopHeBoro CA.

Cosgaem B /srv/pki/CA CTPYKTYpY KaTaroroB u HyxHble dansbl

root@srvl:~# mkdir -p /srv/pki/CA && cd /srv/pki/CA
root@srvl:/srv/pki/CA# mkdir certs crl newcerts private
root@srvl:/srv/pki/CA# echo "01" > serial

root@srvl:/srv/pki/CA# > index.txt
root@srvl:/srv/pki/CA# cd

Konnpyem B kaTanor CA kKoHUrypauuoHHbli ann openssl — openssl.cnf

root@srvl:/srv/pki# cp /etc/ssl/openssl.cnf

BHoCUM n3mMeHeHus B openssl.cnf (Hanpmmep, mcnpaensem B cekumm [CA default] NepemeHHyro

dir—dir = ./CA). ObparuTe BHUMaHUe U Ha CIefyroliye onuu: countryName default,
stateOrProvinceName default, localityName default, 0.organizationName default,

organizationalUnitName default

Tak >ke HaCcTpauBaeM OMIUH B (paiine openssl.cnf ciexyrommm obpa3om:

[ CA default ]

dir = /srv/pki/CA

certs = $dir/certs

crl dir = $dir/crl

database = $dir/index.txt
#unique subject = no

new certs dir = S$dir/newcerts
certificate = $dir/certs/ca.crt
serial = $dir/serial
crlnumber = $dir/crlnumber
CRL

crl = $dir/crl.pem
private_key = $dir/private/ca.key

x509 extensions usr_cert
copy_extensions = copyall

# IponymeHO HECKOJIBKO CTPOK

[ policy match ]

countryName match
stateOrProvinceName = optional
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Where everything is kept

Where the issued certs are kept
Where the issued crl are kept
database index file.

Set to 'no' to allow creation of
several certs with same subject.
default place for new certs.

# The CA certificate
The current serial number
the current crl number
must be commented out to leave a V1

The current CRL
The private key

The extensions to add to the cert
OUEHB OIIACHO!!!
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organizationName = optional
organizationalUnitName = optional
commonName = supplied
emailAddress = optional

# TpomnylleHO HECKOJIbKO CTPOK
[ req distinguished name ]
countryName = Country Name (2 letter code)

countryName default = RU

countryName min =2

countryName max = 2

stateOrProvinceName = State or Province Name (full name)
stateOrProvinceName default = Sverdlovsk

localityName = Locality Name (eg, city)

7

0.organizationName = Organization Name (eg, company)
0.organizationName default = IT Cloud

# we can do this but it is not needed normally :-)
#l.organizationName = Second Organization Name (eg, company)
#1l.organizationName default World Wide Web Pty Ltd

organizationalUnitName = Organizational Unit Name (eg, section)
organizationalUnitName default = Class SecurL

Cosnaem NpuBaTHBbIN KoY areHTCTBa:

root@srvl:/srv/pki# openssl genrsa -aes256 -out CA/private/ca.key 2048
Enter PEM pass phrase:
Verifying - Enter PEM pass phrase:

[anee cosgaem camonoanuncaHHbIn cepTudmKaT areHTCTBa. Tak Kak Mbl He UCMOMb3yeM KaTtanor no
YMOSYaHUIO ONpefeneHHbl ANsg AaHHON BEPCUN, TO HAM CTOUT ONPEeAEnuUTb NEPEMEHHYHO
OPENSSL_CONF, koTopasi ykakeT Ha COBCTBEHHbIW KOHUIYPaLMOHHbIN dhann:

root@srvl:/srv/pki# openssl version -d

OPENSSLDIR: "/usr/lib/ssl"

root@srvl:/srv/pki# 1ls -1 /usr/lib/ssl/openssl.cnf

lrwxrwxrwx. 1 root root 20 oxt 27 19:16 /usr/lib/ssl/openssl.cnf ->
/etc/ssl/openssl.cnf

root@srvl:/srv/pki# export OPENSSL_CONF=/srv/pki/openssl.cnf

root@srvl:/srv/pki# openssl req -new -x509 -days 36525 -key CA/private/ca.key
-out CA/certs/ca.crt

Enter pass phrase for CA/private/ca.key:

You are about to be asked to enter information that will be incorporated
into your certificate request.

What you are about to enter is what is called a Distinguished Name or a DN.
There are quite a few fields but you can leave some blank

For some fields there will be a default value,

If you enter '.', the field will be left blank.

Country Name (2 letter code) [RU]:

State or Province Name (full name) [Sverdlovsk]:

Locality Name (eg, city) [Ykaterinburg]:

Organization Name (eg, company) [IT Cloud]:
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Organizational Unit Name (eg, section) [Class SecurL]:
Common Name (e.g. server FQDN or YOUR name) []:My CA cert
Email Address []:

MposepsieM cepTudukar:

root@srvl:/srv/pki# openssl x509 -in CA/certs/ca.crt -text -noout
Certificate:
Data:
Version: 3 (0x2)
Serial Number:
37:08:96:9c:cc:be:7b:df:0d:6c:c8:5e:0e:ca:eb:6b:42:da:a4:09
Signature Algorithm: sha256WithRSAEncryption
Issuer: C = RU, ST = Sverdlovsk, L = Ykaterinburg, O = IT Cloud, OU =
Class Securl, CN = My CA cert
Validity
Not Before: Feb 6 17:02:51 2025 GMT
Not After : Feb 7 17:02:51 2125 GMT
Subject: C = RU, ST = Sverdlovsk, L = Ykaterinburg, O = IT Cloud, OU =
Class Securl, CN = My CA cert
Subject Public Key Info:
Public Key Algorithm: rsaEncryption

Public-Key: (2048 bit)

Modulus:
00:¢c8:3d:01:cc:9d:c2:02:¢c2:11:23:9d:6e:2e:c3:
£f3:5d:09:01:48:ff:1a:80:03:d2:0b:42:a0:54:£8:
c3:6a:32:e2:8d:5c:bd:f4:e7:17:56:7d:1d:5b:09:
73:60:6d:99:fc:b3:d5:3e:82:3a:50:fb:dd:64:09:
94:65:21:31:81:1c:af:32:9£:90:b8:9d:57:4d:28:
91:df:67:2a:df:89:c7:60:ca:7e:79:66:f6:ed:5c:
49:1e:6f:£f0:d1:14:08:44:fd:bf:6d:d4:02:5e:54:
9f:78:7d:61:2e:45:be:18:be:24:17:d8:0e:0d:3d:
a6:2e:f4:97:09:91:9d:16:84:ef:50:8a:d6:ad:83:
bd:df:af:29:47:bf:32:c2:fe:bf:46:ce:81l:eb:d3:
18:79:38:3a2:83:72:58:05:¢8:82:09:8a:ab:47:d5:
19:22:93:8a:84:be:fd:bl:eb:cd:a2:e2:5f:e9%:ea:
55:36:2e:f1:¢c1:88:de:4f:d3:£0:83:34:d9:a7:0e:
a2:6a:56:a4:16:97:05:5f:ea:¢c2:30:91:77:c0:£8:
f5:¢c5:2a:a6:d6:a8:09:0e:3b:71:cc:d9:99:1d:1e:
fd:fb:b9:ef:bd4:4d:76:68:f6:ad:41:7c:51:6d:8c:
1a:93:90:1d:fa:cf:al:2f:f0:ae:8a:b8:1b:ad:3b:
09:f1

Exponent: 65537 (0x10001)

X509v3 extensions:
X509v3 Subject Key Identifier:

FD:A4:25:32:14:F0:0A:3A:E9:69:B1:2F:F3:3A:86:DC:1C:09:38:1F

X509v3 Authority Key Identifier:

FD:A4:25:32:14:F0:0A:3A:E9:69:B1:2F:F3:3A:86:DC:1C:09:38:1F

X509v3 Basic Constraints: critical
CA:TRUE

Signature Algorithm: sha256WithRSAEncryption

Signature Value:
c2:f7:04:65:30:94:64:c6:bd:fa:f1l:54:cc:4c:9%9a:b1:11:87:
70:39:87:9a:£f3:1d:8a:04:79:90:14:23:88:32:ce:28:7d:a4:
17:fb:f2:dc:49:c3:cf:0c:8a:dd:93:16:3d:df:1c:f2:e7:£3:
80:14:24:b5:09:9f:36:60:03:ef:18:41:08:aa:e4:29:0a:6b:
5a:f0:40:de:61l:fa:fl:7f:b3:f0:eb:c4:25:2d:e2:€9:¢c9:49:
70:69:26:03:68:88:62:f8:74:bf:06:00:4c:4a:43:62:06:81:
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root@srvl:/srv/pki# mkdir /usr/local/share/ca-certificates/myca

root@srvl:/srv/pki# cp CA/certs/ca.crt /usr/local/share/ca-certificates/myca
root@srvl:/srv/pki# update-ca-certificates
Updating certificates in /etc/ssl/certs...
skipping ca-certificates.crt,it does not contain exactly one

rehash:
1 added,

done.

warning:
certificate or CRL
0 removed; done.
Running hooks in /etc/ca-certificates/update.d...

MpoBepnm nonan nn cepTnduKaT B CINCOK AOBEPEHHBIX:

root@srvl:/srv/pki# openssl crl2pkcs?7 -nocrl -certfile /etc/ssl/certs/ca-

certificates.crt

CA cert'

subject=C = RU,

Securl,

CN

My CA cert

ST

openssl pkcs7 -print certs -noout

Sverdlovsk, L =

Ykaterinburg,

66

grep subject | grep 'My

O = IT Cloud, OU = Class
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9.2 Wcnonb3oBaHue cepTudmKaToB.

1. CoznaiiTe yacTHBIN KIIFOY AJ1 Oyaymiero ceprudukara.

root@srvl:/etc/ssl# openssl genrsa -out /etc/ssl/private/srvl.key 2048
2. 3anpocure ceptudukar 1 srvl ¢ umenamu srvl, srvl.class.itcloud u mos IP agpeca

10.1.1.1.

Cosznaem 3ampoc Ha MoJry4eHrue ceprudukara:

root@srvl:/etc/ssl# SAN='DNS:srvl,DNS:srvl.class.itcloud,IP:10.1.1.1' openssl
req -new -key /etc/ssl/private/srvl.key -out /tmp/srvl.csr -extensions v3 req
-regexts v3 req -config <(cat /etc/ssl/openssl.cnf; echo -e '[ v3_req ]\n
subjectAltName = ${ENV::SAN}\n' )

You are about to be asked to enter information that will be incorporated

into your certificate request.

What you are about to enter is what is called a Distinguished Name or a DN.
There are quite a few fields but you can leave some blank

For some fields there will be a default value,

If you enter '.', the field will be left blank.

Country Name (2 letter code) [RU]:

State or Province Name (full name) [CeBepmsoBckast o6jacTsm] :

Locality Name (eg, city) [ExaTepuubypr]:

Organization Name (eg, company) [AnTu Kiayn] :

Organizational Unit Name (eg, section) [Kmacc Securl]:

Common Name (e.g. server FQODN or YOUR name) []:srvl.class.itcloud

Email Address []:

Please enter the following 'extra' attributes
to be sent with your certificate request

A challenge password []:

An optional company name []:

MpoBepsieM co3aaHHbIN 3anpoc:

root@srvl:/etc/ssl# openssl req —-noout -text -in srvl.csr
Certificate Request:
Data:

Version: 1 (0x0)

Subject: C = RU, ST =
\C3\90\C2\A1\C3\90\C2\B2\C3\90\C2\B5\C3\91\C2\80\C3\90\C2\B4\C3\90\C2\BB\C3\90\C
2\BE\NC3\90\C2\B2\C3\91\C2\81\C3\90\C2\BA\C3\90\C2\BO\C3\91\C2\8F
\C3\90\C2\BE\C3\90\C2\B1\C3\90\C2\BB\C3\90\C2\B0O\C3\91\C2\81\C3\91\C2\82\C3\91\C
2\8C, L =
\C3\90\C2\95\C3\90\C2\BA\C3\90\C2\BO\C3\91\C2\82\C3\90\C2\B5\C3\91\C2\80\C3\90\C
2\B8\C3\90\C2\BD\C3\90\C2\B1\C3\91\C2\83\C3\91\C2\80\C3\90\C2\B3, O =
\NC3\90\C2\90\C3\90\C2\B9\C3\90\C2\A2\C3\90\C2\B8
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\83\C3\90\C2\B4, OU =
\C3\90\C2\9A\C3\90\C2\BB\C3\90\C2\BO\C3\91\C2\81\C3\91\C2\81 SecurL, CN =
srvl.class.itcloud

Subject Public Key Info:

Public Key Algorithm: rsaEncryption

Public-Key: (2048 bit)

Modulus:
00:2€:35:d5:4d:98:29:66:69:a7:da:09:2b:ea:2f:
0e:86:08:6a:56:8c:f6:d6:d9:66:76:92:59:81:fd:
29:20:70:98:74:69:91:36:33:3f:1b:73:a8:a5:e5:
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e9:3b:2a:12:b6:e4:7c:1a:82:14:de:32:1a:c3:d3:
8a:f5:4e:92:3e:68:b8:¢c0:f0:8f:4b:23:4a:95:d9:
2e:61:00:8£:40:94:4c:1f:2e:95:8b:63:e7:fd:1b:
49:c6:cf:0d:62:ef:42:0d:65:5e:¢c4:4d:d5:85:c5:
f0:86:6a:12:bc:7c:bd:aa:10:ae:ec:6£:00:64:84:
ea:f0:e0:ab:b4:f2:fc:d3:8a:c0:cl:9%90:a0:8b:cf:
b2:7b:14:c9:6f:b0:ab:22:ae:ab:0b:a3:6d:c0:af:
f8:cc:00:e8:66:aa:aa:ed:6d:b5:d7:66:42:08:4c:
bd:33:72:b5:fb:51:cf:0c:78:88:bf:3b:a4:90:4e:
cf:26:4b:10:18:e7:51:5£:17:80:13:e9:£f8:cd:77:
44:78:09:ef:f6:1d:d6:29:1e:d8:a2:df:ea:20:e5:
96:57:37:ea:f6:54:3b:01:b6:21:18:93:a3:81:9b:
fd:ca:72:59:5d:5a:69:d8:34:88:4b:14:ab:07:49:
2a:02:dd:97:79:b5:26:ce:5f:6f£:59:02:db:£f0:99:
75:£9
Exponent: 65537 (0x10001)
Attributes:
Requested Extensions:
X509v3 Basic Constraints:
CA:FALSE
X509v3 Key Usage:
Digital Signature, Non Repudiation, Key Encipherment
X509v3 Subject Alternative Name:
IP Address:10.1.1.1, DNS:srvl.class.itcloud,
DNS:www.class.itcloud, DNS:srvl
Signature Algorithm: sha256WithRSAEncryption
Signature Value:
04:56:7a:c2:3e:a8:32:cb:7d:8c:0d:45:88:3a:85:3e:55:85:
dd4:cf:35:81:94:d8:5b:be:4d:26:9e:0b:a6:2e:4c:02:23:e7:
35:d7:9e:5a:57:25:d6:b1:8d:6d:1£:93:19:65:6¢c:£f2:7c:85:
52:cf:c4:54:49:77:da:14:09:e0:af:26:6£:18:83:0b:d0:8a:
be:33:d7:9¢c:5f:dd:£f2:9¢c:c8:ef:b3:fa:18:08:14:46:c3:30:
el:4b:12:d6:05:a6:2f:f9:e0:e1:12:60:d5:£f9:cl1:5b:4b:43:
bb:17:ff:4b:10:96:33:9d:13:d8:54:bf:4b:68:a3:73:57:4a:
64:09:a3:75:51:e8:61l:ec:3c:e2:0e:dc:50:38:03:09:20:ea:
5a:d0:fb:8b:75:¢c4:d8:¢c6:67:85:09:ff:e2:76:e8:4d:c6:3d:
47:21:eb:4a:ee:59:56:57:16:5d:¢c8:90:78:c5:56:11:a4:bc:
54:77:cf:00:a2:4e:d0:01:9f:1a:99:f0:bc:6c:33:ef:18:95:
17:09:6e:58:bd:cd:52:06:1a:81:0c:55:9%9a:14:df:ac:5c:ea:
2e:77:75:41:a6:f£:19:db:b5:6a:ae:08:b6:a0:46:65:18:47:
1c:21:c0:7a:13:e3:84:90:9%e:7e:£7:09:a3:7a:07:2d:39%:ea:
eb5:ca:4f:5b

Konnpyem 3anpoc B CA:
root@srvl:/etc/ssl# cp srvl.csr /srv/pki/
MoanunceiBaem ceptudmkar:

root@srvl:/srv/pki# openssl ca -in srvl.csr -out CA/certs/srvl.crt
-create serial -days 3653 -config /srv/pki/openssl.cnf

3. Cosnaiite ceprudukars s cll u cl2. AnprepuaruBasie umena cll u cl2 u IP anpeca
10.1.1.11 n 10.1.1.12.

4. HactpoiiTe 3amumieHHoe ¢ momoiisko stunnel coennnenue mexnay cll u cl2 ¢
UCIIOJIb30BaHUEM paHee MoydeHHbIX ceptudukaros. Cl1 — cepsep.

YctaHoBuTe naket stunnel4.
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HacTtpolika cepsepa

root@cll:stunnel# cat /etc/stunnel/pppsrv.conf
cert = /etc/ssl/certs/cll.crt

key = /etc/ssl/private/cll.key

pid = /tmp/pppstunnel.pid

socket = 1:TCP_NODELAY=1

socket = r:TCP_NODELAY=1

debug = 7
output = /var/log/pppstunnel.log
client = no
verify = 2
CAfile = /usr/local/share/ca-certificates/myca/ca.crt
[ppp]
client = no

accept = 31234
exec = /usr/sbin/pppd
execargs = local noauth 10.2.2.1:10.2.2.2

pty = yes

Mepesanyctute cepsep stunnel4:

root@cll:/etc/ssl# systemctl restart stunneld.service

HacTtpoiika knueHTa.

root@cl2:~# cat ~/pppclnt.conf
cert = /etc/ssl/certs/cl2.crt
key = /etc/ssl/private/cl2.key
pid = /tmp/pppstunnel.pid
socket = 1:TCP_NODELAY=1
socket = r:TCP_NODELAY=1

debug = 0

output = /var/log/pppstunnel.log

client = yes

verify = 2

CAfile = /usr/local/share/ca-certificates/myca/ca.crt

foreground = no
connect = 10.1.1.11:31234

3anmyCTUTh KJIMEHTa KOMaH10M pppd:

root@cl2:~# pppd passive updetach noauth pty "stunnel pppclnt.conf
5. Hactpoiite paboty Beb cepBepa apache Ha srv1 s paboThI ¢ paHee MOTy4YeHHBIMU

cepTudUKaTaMH.

Cospnathb Lenoyky cepTndmrKaToB:

root@srvl:~# mkdir /etc/apache2/ssl.crt
root@srvl:~# cat /etc/ssl/certs/srvl.crt
/usr/local/share/ca-certificates/myca/ca.crt > /etc/apache2/ssl.crt/srvl-ca.crt

Onuncatb ceptudukar Beb cepBepa B /etc/apache2/sites-available/default-ssl.conf
root@srvl:~# grep SSLCertificate /etc/apache2/sites-available/default-ssl.conf |

grep -v '#'
SSLCertificateFile /etc/ssl/certs/srvl.crt
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SSLCertificateKeyFile /etc/ssl/private/srvl.key
SSLCertificateChainFile /etc/apache2/ssl.crt/srvl-ca.crt

BknounTtb mogynb ssl:

root@srvl:~# a2enmod ssl

BknitounTb cant SSL:

root@srvl:~# al2ensite default-ssl.conf

MepesanycTuTb BeG-cepBep M NMPOBEPUTL, YTO OH (PYHKLIMOHUPYET Nocre nepesanycka.

root@srvl:~# systemctl restart apache2
root@srvl:~# systemctl status apache?2
root@srvl:~# ss -tlnp sport 443
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'naBa 10. bBe30nacHOCTb YPOBHA MPUIOXEHUIA.

10.1 KoHTelHepbl Docker.

3aganue BeIIONHAETCA Ha cll.

1. YcranoBuTe HHCTPYMEHTHI JiJ1s1 pabOTHI ¢ KOHTeHepamu Docker.

# apt install docker.io
2. JloGaBpTe mosib3oBareds sa B rpyiny docker, 4To0ObI pa3peniuTh €My YIIPaBIsATh

KOHTEHHEpaMH.

# gpasswd -a sa docker

He 386yﬂ,bTe, YTO YNIEeHCTBO B rpynne HadnHaet pa6OTaTb Nnpwn NOBTOPHOM BXoAeE.

3. Haiinem o6pa3 c Be6-cepepom (Nginx unmu Apache).

$ docker search --filter is-official=true httpd
4. 3amycTHTe 3TO NMPUIIOKEHUE U IPOBEPHTE padOTy BeO-cepBepa.

$ docker run -p 8080:80 --rm -d httpd

S docker container 1ls

CONTAINER ID IMAGE COMMAND CREATED STATUS

PORTS NAMES

3c0097b47d8a httpd "httpd-foreground" 49 seconds ago Up 46 seconds
0.0.0.0:8080->80/tcp, :::8080->80/tcp epic_bhaskara

$ curl http://localhost:8080
<html><body><hl>It works!</hl></body></html>

$ docker container stop epic_bhaskara

epic bhaskara

$ docker container 1ls

CONTAINER ID IMAGE COMMAND CREATED STATUS PORTS NAMES

$ docker image 1ls
REPOSITORY TAG IMAGE ID CREATED SIZE
httpd latest 4d98e80840bb 2 weeks ago 148MB

5. Hactpoiite 3amyck KOHTEHHepa TakK, YTOObI OH MTOKa3bIBaJl COEPKMMOE KaTayiora
~/web8080. KoHTeitHep AOMKEH yIAIAThCS MOCIE OCTAHOBKH.

$ mkdir ~/web8080
$ echo '<html><body><hl>My Web Srv on 8080!</hl></body></html>"' >
~/web8080/index.html

$ docker run -p 8080:80 --rm -d -h websrv --name websrv8080-docker -m 1024M -v
~/web8080:/usr/local/apache2/htdocs httpd

6. CremnaiiTe emie oJJMH KOHTEIHEP, KOTOPBIH 3ammycKkaeT Bed cepep Ha nmopty 8888 u paboraer
C KarajioroM ~/web8888.

$ cp -r ~/web8080 ~/web8888

$ echo '<html><body><hl>My Web Srv on 8888!</hl></body></html>"' >
~/web8888/index.html
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$ docker run -p 8888:80 —--rm -d -h websrv --name websrv8888-docker -m 1024M -v
~/web8888:/usr/local/apache2/htdocs httpd

$ docker container 1ls
CONTAINER ID IMAGE
PORTS

ced5a6d9bica httpd
0.0.0.0:8888->80/tcp,
ela310186864 httpd
0.0.0.0:8080->80/tcp,

COMMAND CREATED STATUS
NAMES
"httpd-foreground" 55 seconds ago Up 53 seconds

::8888->80/tcp websrv8888-docker

"httpd-foreground" 5 minutes ago Up 5 minutes

::8080->80/tcp websrv8080-docker
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10.2 KoHTelHepbl LXD.

3amanue BHIIOJIHAETCS Ha cl2.

1. VYcranosure nakets! Juist padotsl LXD.

# apt install 1xd 1lxd-tools
2. IlpousBenute NepBOHAYAIBHYIO HACTPOMKY.

# 1xd init

Would you like to use LXD clustering? (yes/no) [default=no]:

Do you want to configure a new storage pool? (yes/no) [default=yes]:

Name of the new storage pool [default=default]:

Would you like to connect to a MAAS server? (yes/no) [default=no]:

Would you like to create a new local network bridge? (yes/no) [default=yes]:
What should the new bridge be called? [default=1xdbr0]:

What IPv4 address should be used? (CIDR subnet notation, “auto” or “none”)
[default=auto]:
What IPv6 address should be used? (CIDR subnet notation, “auto” or “none”)

[default=auto]:

Would you like the LXD server to be available over the network? (yes/no)
[default=no]: yes

Address to bind LXD to (not including port) [default=all]:

Port to bind LXD to [default=8443]:

Trust password for new clients:

Again:

Would you like stale cached images to be updated automatically? (yes/no)
[default=yes]:

Would you like a YAML "1xd init" preseed to be printed? (yes/no) [default=no]:
config:

core.https address: '[::]:8443"'
core.trust password: 1inl23
networks:
- config:

ipvé4.address: auto
ipvé6.address: auto

description: ""
name: 1xdbr0
type: mnmn

project: default
storage pools:

- config: {}
description: ""
name: default
driver: dir

profiles:

- config: {}
description: ""
devices:

ethO:
name: ethO
network: 1xdbr0

type: nic
root:
path: /
pool: default
type: disk
name: default
projects: []

73 VYueOnsrit uentp IT Cloud



I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.
cluster: null

3. TIpoBepbTe HCTOUHUKH, C KOTOPBIX BBl MOXKETE MOIYYUTh O0pa3bI.

# 1lxc remote list -f csv

images, https://images.linuxcontainers.org,simplestreams, none, YES,NO,NO

local (current),unix://,1xd,file access,NO, YES, NO
ubuntu,https://cloud-images.ubuntu.com/releases, simplestreams,none, YES, YES, NO
ubuntu-daily,https://cloud-images.ubuntu.com/daily, simplestreams, none, YES, YES,NO

# 1lxc image list images: -f csv
Hudero HeT. Image server access is being phased out for LXD users, see here for details.

# lxc image list ubuntu: -f csv | head -3

a (5 more),2d53824fdf89,yes,ubuntu 17.10 amd64 (release)

(20180706) ,x86_64,CONTAINER,169.51MB,"Jul 6, 2018 at 12:00am (UTC)"

a (5 more),34baed293007,yes,ubuntu 17.10 amd64 (release)

(20180706) ,x86_64,VIRTUAL-MACHINE, 307.06MB,"Jul 6, 2018 at 12:00am (UTC)"
a/arm64 (2 more),9807825fcc6a, yes,ubuntu 17.10 armé64 (release)

(20180706) ,aarch64,VIRTUAL-MACHINE, 286.44MB, "Jul 6, 2018 at 12:00am (UTC)"

4. JloGaBbTe elie OIMH yaJeHHbIN PEero3uTOPHUil.

# 1lxc remote add canonical-imgs https://images.lxd.canonical.com —--protocol

simplestreams

# 1lxc image list canonical-imgs: -f csv | wc -1

320

# 1lxc image list canonical-imgs: -f csv | grep debian | wc -1
24

[nsa cpaBHeHus:

# lxc image list ubuntu: -f csv | wc -1

11601

# 1lxc image list ubuntu: -f csv | grep ubuntu | wc -1
11601

5. 3anycrute kouTeitHep ¢ OC Debian 12 u umenem deb12-container.

# lxc launch canonical-imgs:'debian/12' debl2-container
Creating debl2-container
Starting debl2-container

# 1lxc list -c nédst

o o o o +
| NAME | I1PV4 | STATE | TYPE |
Fom o Fom— o +
| debl2-container | 10.201.160.126 (ethO) | RUNNING | CONTAINER |
fmm - o fomm e ettt +

6. BoiinuTe B KOHTEIHEp U co3laiiTe B HeM (haii.

# lxc exec debl2-container /bin/bash
root@debl2-container:~# echo ABC > test.txt
root@debl2-container:~# exit
exit
7. BbikirounTe KOHTEWHEp U HalauTe (ailsl, KOTOPbIi BbI CO3/1aIM BHYTPU KOHTEHHepa.

# lxc stop debl2-container
# 1lxc list -c nédst

o tom——— pomm fommm - +
| NAME | IPV4 | STATE | TYPE |
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I'maBa 10. bezonacHOCTh ypOBHS NPUIOKEHUN.

Fmm - to————= fom————— fommm +
| debl2-container | | STOPPED | CONTAINER |

# lxc storage list -f csv
default,dir, /var/lib/1xd/storage-pools/default,, 2, CREATED

# cat /var/lib/lxd/storage-pools/default/containers/debl2-container/rootfs/
root/test.txt
ABC

# echo 123 >>
/var/lib/1xd/storage-pools/default/containers/debl2-container/rootfs/root/
test.txt

8. BHOBB 3ammycTuTe KOHTEHHEp M IIPOBEPHTE COAepKUMOeE (aiia.

# lxc start debl2-container
# 1lxc exec debl2-container cat test.txt
ABC

9. VYcranosure Ha koHTeiHep debl2-container orpanudenus: 1I'6 mamsatu u 1 sapo.

# 1lxc config set debl2-container limits.memory 1GB
# lxc config set debl2-container limits.cpu 1

10. ITpoBepbTe KOHPUTYpAIUIO KOHTEHHEDA.

# 1lxc config show debl2-container
11. Tlepesarpy3ute cl2 1 mpoBepbTe 3aIyCTUTCS T KOHTEHHEP BO BpeMs cTapta xoctoBoit OC.

# reboot
# 1lxc list -f csv -c ns,limits.cpu,limits.memory,boot.autostart
debl2-container, RUNNING, 1, 1GB,

KoHTenHep 3anycTuncsd, Ho SBHOro YKasaHWs Ha aBTOMaTMYeCKM CTapT HET.

12. YcranoBute mapameTp boot.autostart B 3HaUeHHE true.

# 1lxc config set debl2-container boot.autostart true
# 1lxc list -f csv -c ns,limits.cpu,limits.memory,boot.autostart
debl2-container, RUNNING, 1, 1GB, true
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I'maBa 11. Ho;u:[epxcaHI/Ie CHUCTCMBI B aKTYaJIbHOM COCTOSAHUMU.

N’naBa 11. TlNopaepxaHne cUCTeMbl B aKTyaJIbHOM
COCTOSAHUMN.

11.1 YcTtaHOBKA OOHOBJIEHUMA.

1. OOHOBUTE JOKAJIBHBIHM K31 Pero3uTopreB. [I0CMOTPUTE CKOJIBKO MAKETOB MOXKET OBbITh
0OHOBJICHO.

# apt update

lMonm:1 http://security.debian.org/debian-security bookworm-security InRelease
[48,0 kB]

Cym:2 http://deb.debian.org/debian bookworm InRelease

lon:3 http://deb.debian.org/debian bookworm-updates InRelease [55,4 kB]
Mom:4 http://security.debian.org/debian-security bookworm-security/main amd64
Packages [245 kB]

Monyueno 348 kB 3a 2c¢ (231 kB/s)

YTeHre CHOMCKOB [aKeTOB.. ['OTOBO

[IocTpoeHMe IepeBa 3aBUCUMOCTEMN.. ['OTOBO

UreHre mHOOpMaALMM O COCTOSAHUM.. ['OTOBO

MoxeT GHTE O6HOBJNeHO 149 makeToB. 3BanycTture «apt list --upgradable» nns ux
rnokasa.

2. Tlomy4yuTe CIMCOK MAKETOB, KOTOPHIE MOXHO OOHOBUTH.

# apt list —--upgradable
3. TIpoBepbTe HMEIOTCS JTU OOHOBICHUS JIJIS SApA.

# apt list --upgradable linux*
4. Ycra"HoBute 0OOHOBIIEHHS O€3 YAAJICHUS MTAKETOB.

# apt upgrade
5. 3akoHuuTre YCTaHOBKY OOHOBJIEHUE C YAAJICHUEM IIaKCTOB.

# apt full-upgrade
6. Ecnu 00HOBIATIOCH SAPO, TO MIEpe3arpy3uTe CUCTEMY.
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I'maBa 12. KoHTpOJIb IETOCTHOCTH.

NnaBa 12. KOHTpONb LLEe/IOCTHOCTM.

12.1 Rkhunter.

1. VYcranosure rkhunter.

2. IlpoBepbre cUCTEMY HA HAJIMYKE PYTKUTOB.
# rkhunter --check
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I'maBa 12. KoHTpOJIb IETOCTHOCTH.

12.2 Samhain.

3aanue BHIIOJIHATE Ha cll.

1. VYcranosure samhain.

sa@cll:~$ wget http://la-samhna.de/samhain/samhain-current.tar.gz
sa@cll:~$ tar xf samhain-current.tar.gz

sa@cll:~$ tar xf samhain-4.5.2.tar.gz

sa@cll:~$ cd samhain-4.5.2/

sa@cll:~/samhain-4.5.2$ ./configure

sa@cll:~/samhain-4.5.2$% make

sa@cll:~/samhain-4.5.2$ sudo make install

sa@cll:~/samhain-4.5.2% sudo make install-boot

2. Cosmnatite baseline.

sa@cll:~$ sudo

samhain -t init

3. Baecute u3menenus B ¢aitn passwd (J100aBETE HOBOTO MOJIH30BATENIS) U TPOBEPHTE

CUCTEMY.

sa@cll:~$ sudo
sa@cll:~$ sudo

sa@cll:~$ sudo

sa@cll:~$ sudo
Nivnn

sa@cll:~$ sudo

systemctl start samhain.service
systemctl status samhain.service

useradd newtestuser

samhain -t check --foreground 2>/dev/stdout | grep passwd

grep passwd /var/log/samhain log
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I'maBa 12. KoHTpOJIb IETOCTHOCTH.

12.3 AIDE.

3aanue BHIIOJIHATE Ha cl2.
1. VYcrauosure aide.

2. Cozpnaiite 1 akTUBUpYTE 6a3y.

# aide -c /etc/aide/aide.conf -1i
# mv /var/lib/aide/aide.db.new /var/lib/aide/aide.db

3. Bnecute u3menenus B (paitn hosts U NpoBepbTE CUCTEMY.

# echo 1.2.3.4 somehost >> /etc/hosts

# aide --check -c /etc/aide/aide.conf
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I'maBa 13. Kontpons 3amumenHocty Linux — cucrem.

naBa 13.

13.1 Scap-workbench.

1. Ycranosute scap-workbench.

KoHTponb 3awuueHHocTu Linux — cuctem.

$ wget https://github.com/OpenSCAP/scap-workbench/releases/download/1.2.1/scap-
workbench-1.2.1.tar.bz2

$ sudo apt install build-essential openssh-client libopenscap-dev
libgtS5xmlpatterns5-dev ssh-askpass pkg-config asciidoc libpolkit-agent-1-0 cmake

$
$

$
$

tar xf scap-workbench-1.2.1.tar.bz2
cd scap-workbench-1.2.1/

sed -1 's/-Wall//' CMakelLists.txt
sed -1 's/-Werror//' CMakelLists.txt

mkdir build

cd build/
cmake ../
make

sudo make install

2. YcraHoBuTe scap-security-guide .
sudo apt purge ssg-base

wget https://deb.debian.org/debian/pool/main/s/scap-security-guide/ssg-

debian 0.1.74-1 all.deb

$ wget https://deb.debian.org/debian/pool/main/s/scap-security-qguide/ssg-
base 0.1.74-1 all.deb

$ sudo apt install ./ssg-base 0.1.74-1 all.deb ./ssg-debian 0.1.74-1 all.deb

3. HpOBCI[I/ITe CKaHHUPOBAHUC CUCTCMBI.

I'Iepep, 3arnyCKoOM CKaHMpoBaHNA OTMETbTE YeK ookc «Fetch remote resources».
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I'maBa 13. Kontpons 3amumenHocty Linux — cucrem.

13.2 oscap.

1. VYcranoBuTe nmakeTsl openscap-scanner, openscap-utils u bzip2.

2. CkayaiiTe TOKYMEHT C OITUCAaHUEM PEKOMEHIOBAHHBIX HACTPOEK CHCTEMBI, B (popmMare
OVAL (Open Vulnerability and Assessment Language).

# wget https://www.debian.org/security/oval/oval-definitions-bookworm.xml.bz2
# bunzip2 oval-definitions-bookworm.xml.bz2

3. 3amycrtuTe NpoBEPKY:

# oscap oval eval --report /tmp/eval result.html oval-definitions-bookworm.xml

Definition oval:org.debian:def:100025136735225569795784532702130753406: false
Definition oval:org.debian:def:100020194192621893181231895146832483613: false
Evaluation done.

4. IIpoBepsre pe3yabTaT CKAHUPOBAHUSI.
$ firefox /tmp/eval result.html
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